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# Introduction

This is the primary specification for [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90), both [**Active Directory Domain Services (AD DS)**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**Active Directory Lightweight Directory Services (AD LDS)**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab). When the specification does not refer specifically to AD DS or AD LDS, it applies to both. The state model for this specification is prerequisite to the other specifications for Active Directory: [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) and [[MS-SRPL]](%5bMS-SRPL%5d.pdf#Section_ec69eea50d5e428ab5bc66732aaeb866).

When no operating system version information is specified, information in this document applies to all relevant versions of Windows. Similarly, when no [**DC functional level**](#gt_a98902f5-21e9-470f-b56b-cc6f8fde2141) is specified, information in this document applies to all DC functional levels.

The information in this specification is applicable to the following Microsoft products or supplemental software. References to product versions include released service packs.

**Note**: The terms "earlier" and "later", when used with a product version, refer to either all preceding versions or all subsequent versions, respectively. The term "through" refers to the inclusive range of versions. Applicable Microsoft products are listed chronologically in this section.

* Windows 2000 Server operating system
* Windows Server 2003 operating system
* Windows Server 2003 R2 operating system
* Windows Server 2008 operating system
* Windows Server 2008 R2 operating system
* Windows Server 2012 operating system
* Windows Server 2012 R2 operating system
* Windows Server 2016 operating system
* Windows Server v1709 operating system
* Windows Server v1803 operating system
* Windows Server v1809 operating system
* Windows Server 2019 operating system
* Windows Server v1903 operating system
* Windows Server 2022 operating system

AD DS first became available as part of Microsoft Windows 2000 operating system and is available as part of Windows 2000 Server, Windows Server 2003, and Windows Server 2003 R2 products; in these products it is called "Active Directory". It is also available as part of Windows Server 2008 and later. AD DS is not present in Windows NT 3.1 operating system, Windows NT 3.51 operating system, Windows NT 4.0 operating system, or Windows XP operating system.

AD LDS first became available during the release of Windows Server 2003. In Windows XP, Windows Server 2003, and Windows Server 2003 R2, it is a standalone application called "Active Directory Application Mode (ADAM)". AD LDS is also available as part of Windows Server 2008 and later. Unless otherwise specified, information in this specification is also applicable to AD LDS. There are two versions of ADAM, ADAM RTW (introduced in the same timeframe as Windows Server 2003 operating system with Service Pack 1 (SP1)) and ADAM SP1 (introduced in the same timeframe as Windows Server 2003 operating system with Service Pack 2 (SP2)); unless otherwise specified, where ADAM is discussed in this document it refers to both versions of ADAM.

AD LDS for a particular Windows client is a standalone application that provides AD LDS capabilities for that Windows client. Information that is applicable to AD LDS on applicable Windows Server releases is generally also applicable to AD LDS on Windows clients, including Windows 11 operating system and later, except where it is explicitly specified that such information is not applicable to that product. The following list provides a mapping of this applicability:

* Information that is applicable to AD LDS on Windows Server 2008 is also applicable to Active Directory Lightweight Directory Services (AD LDS) for Windows Vista.
* Information that is applicable to AD LDS on Windows Server 2008 R2 is also applicable to Active Directory Lightweight Directory Services (AD LDS) for Windows 7.
* Information that is applicable to AD LDS on Windows Server 2012 is also applicable to Active Directory Lightweight Directory Services (AD LDS) for Windows 8 operating system.
* Information that is applicable to AD LDS on Windows Server 2012 R2 is also applicable to Active Directory Lightweight Directory Services (AD LDS) for Windows 8.1 operating system.
* Information that is applicable to AD LDS on Windows Server 2016 is also applicable to Active Directory Lightweight Directory Services (AD LDS) for Windows 10 operating system.
* Information that is applicable to AD LDS on Windows Server v1709 is also applicable to AD LDS for Windows 10 v1703 operating system and Windows 10 v1709 operating system.
* Information that is applicable to AD LDS on Windows Server v1803 is also applicable to AD LDS for Windows 10 v1803 operating system.
* Information that is applicable to AD LDS on Windows Server v1809 and Windows Server 2019 is also applicable to AD LDS for Windows 10 v1809 operating system.
* Information that is applicable to AD LDS on Windows Server v1903 is also applicable to AD LDS for Windows 10 v1903 operating system.
* Information that is applicable to AD LDS on Windows Server 2022 is also applicable to AD LDS for Windows 10 v21H1 operating system.

State is included in the state model for this specification only as necessitated by the requirement that a licensee implementation of the protocols of applicable Windows Server releases has to be capable of receiving messages and responding in the same manner as applicable Windows Server releases. Behavior is specified in terms of request message received, processing based on current state, resulting state transformation, and response message sent. Unless otherwise specified in the sections that follow, all of the behaviors are required for interoperability.

The following typographical convention is used to indicate the special meaning of certain names:

* Underline, as in instanceType: the name of an [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) or [**object class**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) whose interpretation is specified in the following documents:
  + [[MS-ADA1]](%5bMS-ADA1%5d.pdf#Section_19528560f41e4623a406dabcfff0660f) Attribute names for AD DS whose initial letter is A through L.
  + [[MS-ADA2]](%5bMS-ADA2%5d.pdf#Section_e20ebc4e528540bab3bdffcb81c2783e) Attribute names for AD DS whose initial letter is M.
  + [[MS-ADA3]](%5bMS-ADA3%5d.pdf#Section_4517e8353ee644d4bb95a94b6966bfb0) Attribute names for AD DS whose initial letter is N through Z.
  + [[MS-ADSC]](%5bMS-ADSC%5d.pdf#Section_9abb5e97123d4da99557b353ab79b830) [**Object class names**](#gt_c363e559-ed0b-4227-8e6a-bf7e01be0ee0) for AD DS.
  + [[MS-ADLS]](%5bMS-ADLS%5d.pdf#Section_9427994325ab4c139bf26d411cc2f796) Object class names and attribute names for AD LDS.

For clarity, bit flags are sometimes shown as bit field diagrams. In the case of bit flags for [**Lightweight Directory Access Protocol (LDAP)**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) attributes, these diagrams take on [**big-endian**](#gt_6f6f9e8e-5966-4727-8527-7e02fb864e7e) characteristics but do not reflect the actual byte ordering of integers over the wire, because LDAP transfers an integer as the [**UTF-8**](#gt_409411c4-b4ed-4ab6-b0ee-6d7815f85a35) string of the decimal representation of that integer, as specified in [[RFC2252]](https://go.microsoft.com/fwlink/?LinkId=90326).

**Pervasive Concepts**

The following concepts are pervasive throughout this specification.

This specification uses [KNUTH1] section 2.3.4.2 as a reference for the graph-related terms [**oriented tree**](#gt_c62abd7d-b916-4873-9251-7781d497af27), root, vertex, arc, initial vertex, and final vertex.

Authentication concepts for domains, account domains, domain controllers, security principals, and user objects can be found in [[MS-AUTHSOD]](%5bMS-AUTHSOD%5d.pdf#Section_953d700a57cb4cf7b0c3a64f34581cc9) section 1.1.1 and subsections.

**replica:** A variable containing a set of [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca).

**attribute:** An identifier for a value or set of values. See also attribute in the Glossary (section [1.1](#Section_B645C125A7DA409784A12FA7CEA07714)).

**object:** A set of attributes, each with its associated values. Two attributes of an object have special significance:

* + Identifying attribute: A designated single-valued attribute appears on every object. The value of this attribute identifies the object. For the set of objects in a [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac), the values of the identifying attribute are distinct.
  + Parent-identifying attribute: A designated single-valued attribute appears on every object. The value of this attribute identifies the object's parent. That is, this attribute contains the value of the parent's identifying attribute or a reserved value identifying no object (for more information, see section [3.1.1.1.3](#Section_DD4DC725021B4C8CA44A49B3235836B7)). For the set of objects in a replica, the values of this parent-identifying attribute define an oriented tree with objects as vertices and child-parent references as directed arcs, with the child as an arc's initial vertex and the parent as an arc's final vertex.

Note that an object is a value, not a variable; a replica is a variable. The process of adding, modifying, or deleting an object in a replica replaces the entire value of the replica with a new value.

As the term "replica" suggests, it is often the case that two replicas contain "the same objects". In this usage, objects in two replicas are considered "the same" if they have the same value of the identifying attribute and if there is a process in place (that is, [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb)) to converge the values of the remaining attributes. When the members of a set of replicas are considered to be the same, it is common to say "an object" as a shorthand way of referring to the set of corresponding objects in the replicas.

**object class:** A set of restrictions on the construction and [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) of objects. An object class must be specified when an object is created. An object class specifies a set of must-have attributes (every object of the class must have at least one value of each) and may-have attributes (every object of the class may have a value of each). An object class also specifies a set of possible superiors (the [**parent object**](#gt_0d41951a-62f0-4fbd-bb23-22f645ae3bf5) of an object of the class must have one of these classes). An object class is defined by a classSchema object.

**parent object:** See "object", above.

**child object, children:** An object that is not the root of its oriented tree. The children of an object *O* is the set of all objects whose parent object is *O*.

See section 3.1.1.1.3 for the particular use made of these definitions in this specification.

## Glossary

This document uses the following terms:

**88 object class**: An [**object class**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) as specified in the X.500 directory specification ([[X501]](https://go.microsoft.com/fwlink/?LinkId=98847) section 8.4.3). An [**88 object class**](#gt_3f5f01d4-66a5-4bcb-807d-7a4276b22a50) can be instantiated as a new [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca), like a [**structural object class**](#gt_f569c63a-21ed-492c-8db5-0c88122ba5bb), and on an existing [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca), like an [**auxiliary object class**](#gt_d881c624-8023-4bd6-b2df-f9af5e6f93bb).

**abstract object class**: An [**object class**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) whose only function is to be the basis of inheritance by other [**object classes**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a), thereby simplifying their definition.

**access check**: A verification to determine whether a specific access type is allowed by checking a [**security context**](#gt_88d49f20-6c95-4b64-a52c-c3eca2fe5709) against a [**security descriptor**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350).

**access control entry (ACE)**: An entry in an [**access control list (ACL)**](#gt_9f92aa05-dd0a-45f2-88d6-89f1fb654395) that contains a set of user rights and a [**security identifier (SID)**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) that identifies a principal for whom the rights are allowed, denied, or audited.

**access control list (ACL)**: A list of [**access control entries (ACEs)**](#gt_b581857f-39aa-4979-876b-daba67a40f15) that collectively describe the security rules for authorizing access to some resource; for example, an object or set of objects.

**access mask**: A 32-bit value present in an [**access control entry (ACE)**](#gt_b581857f-39aa-4979-876b-daba67a40f15) that specifies the allowed or denied rights to manipulate an object.

**account domain**: A [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca), identified by a [**security identifier (SID)**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d), that is the [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) namespace for which a given machine is authoritative. The [**account domain**](#gt_b56f14e3-d874-48bc-837b-5e812ee1a96e) is the same as the primary domain for a [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) and is its default [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). For a machine that is joined to a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca), the [**account domain**](#gt_b56f14e3-d874-48bc-837b-5e812ee1a96e) is the [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) namespace defined by the local Security Accounts Manager [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380).

**ACID**: A term that refers to the four properties that any database system must achieve in order to be considered transactional: Atomicity, Consistency, Isolation, and Durability [GRAY].

**active**: A state of an attributeSchema or classSchema [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that represents part of the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093). It is possible to instantiate an [**active**](#gt_8b8ae4c6-29b8-40af-997d-b287285255c4) [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) or an [**active**](#gt_8b8ae4c6-29b8-40af-997d-b287285255c4) class. The opposite term is [**defunct**](#gt_cf8d27d1-dcfa-4864-8d7f-c6401ccd08be).

**Active Directory**: The Windows implementation of a general-purpose [**directory service**](#gt_c36db657-3138-4d9a-9289-ded5cbb8b40e), which uses [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) as its primary access protocol. [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) stores information about a variety of [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in the network such as user accounts, computer accounts, groups, and all related credential information used by [**Kerberos**](#gt_d6a282ce-b1da-41e1-b05a-22f777a5c1fe) [[MS-KILE]](%5bMS-KILE%5d.pdf#Section_2a32282edd484ad9a542609804b02cc9). [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) is either deployed as [**Active Directory Domain Services (AD DS)**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) or [**Active Directory Lightweight Directory Services (AD LDS)**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), which are both described in [[MS-ADOD]](%5bMS-ADOD%5d.pdf#Section_5ff67bf4c14548cb89cd4f5482d94664): Active Directory Protocols Overview.

**Active Directory Domain Services (AD DS)**: A [**directory service (DS)**](#gt_c36db657-3138-4d9a-9289-ded5cbb8b40e) implemented by a [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). The [**DS**](#gt_c36db657-3138-4d9a-9289-ded5cbb8b40e) provides a data store for [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that is distributed across multiple [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). The [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) interoperate as peers to ensure that a local change to an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) replicates correctly across [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). AD DS is a deployment of [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a).

**Active Directory Lightweight Directory Services (AD LDS)**: A [**directory service (DS)**](#gt_c36db657-3138-4d9a-9289-ded5cbb8b40e) implemented by a [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). AD LDS is a deployment of [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [MS-ADTS]. The most significant difference between [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) and [**Active Directory Domain Services (AD DS)**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) is that [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) does not host [**domain naming contexts (domain NCs)**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef). A server can host multiple [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). Each [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is an independent [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) instance, with its own independent state. [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) can be run as an operating system [**DS**](#gt_c36db657-3138-4d9a-9289-ded5cbb8b40e) or as a directory service provided by a standalone application (ADAM).

**Advanced Encryption Standard (AES)**: A block cipher that supersedes the Data Encryption Standard (DES). AES can be used to protect electronic data. The AES algorithm can be used to encrypt (encipher) and decrypt (decipher) information. Encryption converts data to an unintelligible form called ciphertext; decrypting the ciphertext converts the data back into its original form, called plaintext. AES is used in symmetric-key cryptography, meaning that the same key is used for the encryption and decryption operations. It is also a block cipher, meaning that it operates on fixed-size blocks of plaintext and ciphertext, and requires the size of the plaintext as well as the ciphertext to be an exact multiple of this block size. AES is also known as the Rijndael symmetric encryption algorithm [[FIPS197]](https://go.microsoft.com/fwlink/?LinkId=89870).

**ambiguous name resolution (ANR)**: A search algorithm that permits a client to search multiple naming-related [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) on [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) by way of a single clause of the form "(anr=value)" in a [**Lightweight Directory Access Protocol (LDAP)**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) search filter. This permits a client to query for an object when the client possesses some identifying material related to the object but does not know which attribute of the object contains that identifying material.

**application naming context (application NC)**: A specific type of [**naming context (NC)**](#gt_784c7cce-f782-48d8-9444-c9030ba86942), or an instance of that type, that supports only [**full replicas**](#gt_f523a137-bda8-45a0-8c9b-f54d86b00bcb) (no partial replicas). An [**application NC**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a) cannot contain [**security principal objects**](#gt_4bb21ec2-b7ec-435d-9b7c-1eae5ad8f3da) in Active Directory Domain Services (AD DS), but can contain security principal objects in Active Lightweight Directory Services (AD LDS). A [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) can have zero or more [**application NCs**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a) in either AD DS or AD LDS. An application NC can contain dynamic objects. [**Application NCs**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a) do not appear in the [**global catalog (GC)**](#gt_4f5d605a-7b3f-4db7-8c21-b146856d7169). The root of an [**application NC**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a) is an object of class domainDNS.

**ASN.1**: Abstract Syntax Notation One. ASN.1 is used to describe Kerberos datagrams as a sequence of components, sent in messages. ASN.1 is described in the following specifications: [[ITUX660]](https://go.microsoft.com/fwlink/?LinkId=89922) for general procedures; [[ITUX680]](https://go.microsoft.com/fwlink/?LinkId=89923) for syntax specification, and [[ITUX690]](https://go.microsoft.com/fwlink/?LinkId=89924) for the Basic Encoding Rules (BER), Canonical Encoding Rules (CER), and Distinguished Encoding Rules (DER) encoding rules.

**attribute**: An identifier for a single or multivalued data element that is associated with a directory [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). An [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) consists of its [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) and their values. For example, cn (common name), street (street address), and mail (email addresses) can all be [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of a [**user object**](#gt_e767a471-c3fa-4e4b-a40c-daeb08f82a17). An [**attribute's**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) schema, including the syntax of its values, is defined in an attributeSchema [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca).

**attribute syntax**: Specifies the format and range of permissible values of an attribute. The syntax of an attribute is defined by several attributes on the attributeSchema object, as specified in [MS-ADTS] section 3.1.1.2. Attribute syntaxes supported by [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) include Boolean, Enumeration, Integer, LargeInteger, String(UTC-Time), Object(DS-DN), and String(Unicode).

**AttributeStamp**: The type of a [**stamp**](#gt_ff635a35-a17d-477b-a30d-9723b415bf00) attached to an [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f).

**authentication**: The act of proving an identity to a server while providing key material that binds the identity to subsequent communications.

**authorization**: The secure computation of roles and accesses granted to an identity.

**auxiliary object class**: An [**object class**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) that cannot be instantiated in the directory but can be either added to, or removed from, an existing [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) to make its [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) available for use on that [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca); or associated with an abstract or [**structural object class**](#gt_f569c63a-21ed-492c-8db5-0c88122ba5bb) to add its [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) to that abstract or [**structural object class**](#gt_f569c63a-21ed-492c-8db5-0c88122ba5bb).

**back link attribute**: A [**constructed attribute**](#gt_d848b035-c151-4fd8-88d9-9f152d053fee) whose values include [**object references**](#gt_3ca938ae-c14f-4f59-8a7d-daca9f76db4e) (for example, an [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of syntax Object(DS-DN)). The [**back link values**](#gt_bbcd3e91-a3a8-462b-99b3-eb6fbca89847) are derived from the values of a related [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f), a [**forward link attribute**](#gt_ca910b1e-dfb2-4a06-94a8-425013020fb9), on other [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). If f is the [**forward link attribute**](#gt_ca910b1e-dfb2-4a06-94a8-425013020fb9), one [**back link value**](#gt_bbcd3e91-a3a8-462b-99b3-eb6fbca89847) exists on [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) o for each [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) r that contains a value of o for [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) f. The relationship between the [**forward link attributes**](#gt_ca910b1e-dfb2-4a06-94a8-425013020fb9) and [**back link attributes**](#gt_3037ec79-2674-4bff-9925-bc98b15372fc) is expressed using the linkId [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) on the attributeSchema [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) representing the two [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f). The forward link's linkId is an even number, and the back link's linkId is the forward link's linkId plus one. For more information, see [MS-ADTS] section 3.1.1.1.6.

**back link value**: The value of a [**back link attribute**](#gt_3037ec79-2674-4bff-9925-bc98b15372fc).

**backup domain controller (BDC)**: A [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) that receives a copy of the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) directory database from the [**primary domain controller (PDC)**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d). This copy is synchronized periodically and automatically with the [**primary domain controller (PDC)**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d). BDCs also authenticate user logons and can be promoted to function as the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d). There is only one [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) or [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) emulator in a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca), and the rest are [**backup domain controllers**](#gt_ce1138c6-7ab4-4c37-98b4-95599071c3c3).

**base64 encoding**: A binary-to-text encoding scheme whereby an arbitrary sequence of bytes is converted to a sequence of printable ASCII characters, as described in [[RFC4648]](https://go.microsoft.com/fwlink/?LinkId=90487).

**Basic Encoding Rules (BER)**: A set of encoding rules for [**ASN.1**](#gt_2ae47996-2ca2-4ca7-9e80-8ba36f62051a) notation. These encoding schemes allow the identification, extraction, and decoding of data structures. These encoding rules are defined in [ITUX690].

**big-endian**: Multiple-byte values that are byte-ordered with the most significant byte stored in the memory location with the lowest address.

**binary large object (BLOB)**: A collection of binary data stored as a single entity in a database.

**bridgehead domain controller (bridgehead DC)**: A [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) that may replicate updates to or from [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in sites other than its own.

**broadcast**: A style of resource location or data transmission in which a client makes a request to all parties on a network simultaneously (a one-to-many communication). Also, a mode of resource location that does not use a name service.

**built-in domain**: The [**security identifier (SID)**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) namespace defined by the fixed [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) S-1-5-32. Contains [**groups**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) that define roles on a local machine such as Backup Operators.

**built-in domain SID**: The fixed [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) S-1-5-32.

**canonical name**: A syntactic transformation of an [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**distinguished name (DN)**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) into something resembling a path that still identifies an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) within a [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62). [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) "cn=Peter Houston, ou=NTDEV, dc=microsoft, dc=com" translates to the canonical name "microsoft.com/NTDEV/Peter Houston", while the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) "dc=microsoft, dc=com" translates to the canonical name "microsoft.com/".

**child naming context (child NC)**: Given [**naming contexts (NCs)**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) with their corresponding [**distinguished names (DNs)**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) forming a child and parent relationship, the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) in the child relationship is referred as the [**child NC**](#gt_3a257d9b-0e93-4b34-8302-25cd74525192). The parent of a [**child NC**](#gt_3a257d9b-0e93-4b34-8302-25cd74525192) must be an [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) and is referred to as the [**parent naming context (parent NC)**](#gt_81067980-8b53-4264-977f-780bd167ba93).

**child object, children**: An [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that is not the root of its tree. The children of an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) o are the set of all [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) whose parent is o. See section 1 of [MS-ADTS] and section 1 of [MS-DRSR].

**claim**: An assertion about a security principal expressed as the n-tuple {Identifier, ValueType, m Value(s) of type ValueType} where m is greater than or equal to 1. A claim with only one Value in the n-tuple is called a [**single-valued claim**](#gt_644c2b05-15cc-4e76-a0fd-8dc52e730530); a claim with more than one Value is called a [**multi-valued claim**](#gt_835cdb2b-94a9-4c14-a607-d6bf2d416cfc).

**code page**: An ordered set of characters of a specific script in which a numerical index (code-point value) is associated with each character. Code pages are a means of providing support for character sets and keyboard layouts used in different countries. Devices such as the display and keyboard can be configured to use a specific code page and to switch from one code page (such as the United States) to another (such as Portugal) at the user's request.

**Component Object Model (COM)**: An object-oriented programming model that defines how objects interact within a single process or between processes. In [**COM**](#gt_ef2ebebc-1760-407a-9ace-af48f9050e02), clients have access to an object through interfaces implemented on the object. For more information, see [[MS-DCOM]](%5bMS-DCOM%5d.pdf#Section_4a893f3dbd2948cd9f43d9777a4415b0).

**computer object**: An [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) of class computer. A [**computer object**](#gt_d8e8f5a7-db85-40a8-98ed-1abab2237b82) is a [**security principal**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca); the principal is the operating system running on the computer. The shared secret allows the operating system running on the computer to authenticate itself independently of any user running on the system. See [**security principal**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409).

**configuration naming context (config NC)**: A specific type of [**naming context (NC)**](#gt_784c7cce-f782-48d8-9444-c9030ba86942), or an instance of that type, that contains configuration information. In [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90), a single [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625) is shared among all [**domain controllers (DCs)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the forest. A [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625) cannot contain [**security principal objects**](#gt_4bb21ec2-b7ec-435d-9b7c-1eae5ad8f3da).

**connection**: A link between two devices that uses the Simple Symmetric Transport Protocol (SSTP). Each connection can support one or more SSTP sessions.

**constructed attribute**: An attribute whose values are computed from normal attributes (for read) and/or have effects on the values of normal attributes (for write).

**container**: An [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in the directory that can serve as the parent for other [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). In the absence of schema constraints, all [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) would be [**containers**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56). The schema allows only [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) of specific classes to be [**containers**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56).

**control access right**: An extended access right that can be granted or denied on an [**access control list (ACL)**](#gt_9f92aa05-dd0a-45f2-88d6-89f1fb654395).

**Coordinated Universal Time (UTC)**: A high-precision atomic time standard that approximately tracks Universal Time (UT). It is the basis for legal, civil time all over the Earth. Time zones around the world are expressed as positive and negative offsets from UTC. In this role, it is also referred to as Zulu time (Z) and Greenwich Mean Time (GMT). In these specifications, all references to UTC refer to the time at UTC-0 (or GMT).

**cross-forest trust**: A relationship between two [**forests**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) that enables [**security principals**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) from any [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) in one [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) to authenticate to computers joined to any [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) in the other [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62).

**crossRef object**: An [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) residing in the partitions container of the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625) that describes the properties of a [**naming context (NC)**](#gt_784c7cce-f782-48d8-9444-c9030ba86942), such as its domain naming service name, operational settings, and so on.

**DC functional level**: A specification of functionality available in a [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). See [MS-ADTS] section 6.1.4.2 for possible values and a mapping between the possible values and product versions.

**default domain naming context (default domain NC)**: When [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) is operating as [**Active Directory Domain Services (AD DS)**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), this is the [**default naming context (default NC)**](#gt_adc2c434-9679-419f-8c8b-b8c234921ad3) of the [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). When operating as [**Active Directory Lightweight Directory Services (AD LDS)**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), this [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) is not defined.

**default naming context (default NC)**: When [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) is operating as [**Active Directory Domain Services (AD DS)**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), the [**default naming context (default NC)**](#gt_adc2c434-9679-419f-8c8b-b8c234921ad3) is the [**domain naming context (domain NC)**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) whose full [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) is hosted by a [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), except when the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is a [**read-only domain controller (RODC)**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870), in which case the [**default NC**](#gt_adc2c434-9679-419f-8c8b-b8c234921ad3) is a [**filtered partial NC replica**](#gt_5c2fedfc-19cc-44db-8275-e3918479378a). When operating as [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), a DC's default NC is the NC of its default NC replica, and the [**default NC**](#gt_adc2c434-9679-419f-8c8b-b8c234921ad3) contains the [**DC's**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) [**computer object**](#gt_d8e8f5a7-db85-40a8-98ed-1abab2237b82). When [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) is operating as [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), the [**default NC**](#gt_adc2c434-9679-419f-8c8b-b8c234921ad3) is the [**naming context (NC)**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) specified by the msDS-DefaultNamingContext [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) on the nTDSDSA [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) for the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). See [**nTDSDSA object**](#gt_dc90b593-841f-4c6d-8032-b32e58e887a8).

**default schema**: The [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) of a given version of [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90), as defined by [[MS-ADSC]](%5bMS-ADSC%5d.pdf#Section_9abb5e97123d4da99557b353ab79b830), [[MS-ADA1]](%5bMS-ADA1%5d.pdf#Section_19528560f41e4623a406dabcfff0660f), [[MS-ADA2]](%5bMS-ADA2%5d.pdf#Section_e20ebc4e528540bab3bdffcb81c2783e), and [[MS-ADA3]](%5bMS-ADA3%5d.pdf#Section_4517e8353ee644d4bb95a94b6966bfb0) for [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), and as defined by [[MS-ADLS]](%5bMS-ADLS%5d.pdf#Section_9427994325ab4c139bf26d411cc2f796) for [**Active Directory Lightweight Directory Services (AD LDS)**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

**defunct**: A state of an attributeSchema or classSchema [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that represents part of the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093). It is not possible to instantiate a [**defunct**](#gt_cf8d27d1-dcfa-4864-8d7f-c6401ccd08be) [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) or a [**defunct**](#gt_cf8d27d1-dcfa-4864-8d7f-c6401ccd08be) class. The opposite term is [**active**](#gt_8b8ae4c6-29b8-40af-997d-b287285255c4).

**deleted-object**: An [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that has been deleted, but remains in storage until a configured amount of time (the [**deleted-object lifetime**](#gt_f10f0c75-7969-433d-a710-ba8641e7e103)) has passed, after which the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is transformed to a [**recycled-object**](#gt_156b927d-f1ce-4629-993f-18f0cd5e1e12). Unlike a [**recycled-object**](#gt_156b927d-f1ce-4629-993f-18f0cd5e1e12) or a [**tombstone**](#gt_9d8e0963-13fa-4e19-a97f-7ce6bc90d20f), a [**deleted-object**](#gt_d9c9e99f-74f1-483e-bcb1-310e75ff1344) maintains virtually all the state of the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) before deletion, and can be undeleted without loss of information. [**Deleted-objects**](#gt_d9c9e99f-74f1-483e-bcb1-310e75ff1344) exist only when the [**Recycle Bin**](#gt_54624800-58f4-45e9-90bf-c9b52dcf98f3) [**optional feature**](#gt_785b66f1-22b3-450f-97aa-a24a39d04d47) is enabled.

**deleted-object lifetime**: The time period that a [**deleted-object**](#gt_d9c9e99f-74f1-483e-bcb1-310e75ff1344) is kept in storage before it is transformed into a [**recycled-object**](#gt_156b927d-f1ce-4629-993f-18f0cd5e1e12).

**digest**: The fixed-length output string from a one-way hash function that takes a variable-length input string and is probabilistically unique for every different input string. Also, a cryptographic checksum of a data (octet) stream.

**directory**: A [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62).

**directory object**: An [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca), which is a specialization of the "object" concept that is described in [MS-ADTS] section 1 or [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 1, Introduction, under Pervasive Concepts. An [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) can be identified by the objectGUID [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of a [**dsname**](#gt_4d5e1f08-aa00-4dde-9411-7dd6e09ed85a) according to the matching rules defined in [MS-DRSR] section 5.50, DSNAME. The parent-identifying [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) (not exposed as an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f)) is parent. [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) are similar to [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) [**entries**](#gt_e0272034-98d8-4732-941e-8917a98c6afd), as defined in [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325); the differences are specified in [MS-ADTS] section 3.1.1.3.1.

**directory service (DS)**: A service that stores and organizes information about a computer network's users and network shares, and that allows network administrators to manage users' access to the shares. See also [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90).

**directory service agent (DSA)**: A term from the X.500 [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) specification [X501] that represents a component that maintains and communicates [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) information.

**discretionary access control list (DACL)**: An [**access control list (ACL)**](#gt_9f92aa05-dd0a-45f2-88d6-89f1fb654395) that is controlled by the owner of an object and that specifies the access particular users or groups can have to the object.

**distinguished name (DN)**: In [**Lightweight Directory Access Protocol (LDAP)**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d), an LDAP Distinguished Name, as described in [RFC2251] section 4.1.3. The DN of an object is the DN of its parent, preceded by the RDN of the object. For example: CN=David Thompson, OU=Users, DC=Microsoft, DC=COM. For definitions of CN and OU, see [[RFC2256]](https://go.microsoft.com/fwlink/?LinkId=91339) sections 5.4 and 5.12, respectively.

**DNS name**: A [**fully qualified domain name (FQDN)**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e).

**domain**: A set of users and computers sharing a common namespace and management infrastructure. At least one computer member of the set must act as a [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) and host a member list that identifies all members of the domain, as well as optionally hosting the [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) service. The domain controller provides [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) of members, creating a unit of trust for its members. Each domain has an identifier that is shared among its members. For more information, see [[MS-AUTHSOD]](%5bMS-AUTHSOD%5d.pdf#Section_953d700a57cb4cf7b0c3a64f34581cc9) section 1.1.1.5 and [MS-ADTS].

**domain controller (DC)**: The service, running on a server, that implements [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90), or the server hosting this service. The service hosts the data store for [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) and interoperates with other [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) to ensure that a local change to an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) replicates correctly across all [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). When [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) is operating as [**Active Directory Domain Services (AD DS)**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) contains [**full NC replicas**](#gt_f523a137-bda8-45a0-8c9b-f54d86b00bcb) of the [**configuration naming context (config NC)**](#gt_54215750-9443-4383-866c-2a95f79f1625), [**schema naming context (schema NC)**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450), and one of the [**domain NCs**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) in its [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62). If the [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is a [**global catalog server (GC server)**](#gt_a5a99ce4-e206-42dc-8874-e103934c5b0d), it contains [**partial NC replicas**](#gt_2d142c30-79c2-47f7-81d0-6ae878c5db2c) of the remaining [**domain NCs**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) in its [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62). For more information, see [MS-AUTHSOD] section 1.1.1.5.2 and [MS-ADTS]. When [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) is operating as [**Active Directory Lightweight Directory Services (AD LDS)**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), several [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) can run on one server. When [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) is operating as [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), only one [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) can run on one server. However, several [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) can coexist with one [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) on one server. The [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) contains [**full NC replicas**](#gt_f523a137-bda8-45a0-8c9b-f54d86b00bcb) of the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625) and the [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450) in its [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62). The domain controller is the server side of Authentication Protocol Domain Support [[MS-APDS]](%5bMS-APDS%5d.pdf#Section_dd444344fd7e430eb3137e95ab9c338e).

**domain functional level**: A specification of functionality available in a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). Must be less than or equal to the [**DC functional level**](#gt_a98902f5-21e9-470f-b56b-cc6f8fde2141) of every [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) that hosts a [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) of the [**domain's**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) [**naming context (NC)**](#gt_784c7cce-f782-48d8-9444-c9030ba86942). For information on defined levels, corresponding features, information on how the [**domain functional level**](#gt_f9b5a663-12d5-46d4-b23a-147704f026fc) is determined, and supported [**domain controllers**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), see [MS-ADTS] sections 6.1.4.2 and 6.1.4.3. When [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) is operating as [**Active Directory Lightweight Directory Services (AD LDS)**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), [**domain functional level**](#gt_f9b5a663-12d5-46d4-b23a-147704f026fc) does not exist.

**domain joined**: A relationship between a machine and some [**domain naming context (domain NC)**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) in which they share a secret. The shared secret allows the machine to authenticate to a [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) for the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca).

**domain local group**: An [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) group that allows [**user objects**](#gt_e767a471-c3fa-4e4b-a40c-daeb08f82a17), [**global groups**](#gt_2002f42a-84dd-4401-ac8b-8088af87eae6), and [**universal groups**](#gt_f46053d6-0708-4094-ac63-57c1bcb73d32) from any [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) as members. It can additionally include, and be a member of, other [**domain local groups**](#gt_32226492-3c8c-4a99-a0d1-f27aaeec3c97) from within its [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). A [**group object**](#gt_7ce4771c-2043-49b8-85d3-0c60c7789f9a) g is a [**domain local group**](#gt_32226492-3c8c-4a99-a0d1-f27aaeec3c97) if and only if GROUP\_TYPE\_RESOURCE\_GROUP is present in g!groupType; see [MS-ADTS] section 2.2.12, "Group Type Flags". A security-enabled [**domain local group**](#gt_32226492-3c8c-4a99-a0d1-f27aaeec3c97) is valid for inclusion within [**access control lists (ACLs)**](#gt_9f92aa05-dd0a-45f2-88d6-89f1fb654395) from its own [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). If a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) is in [**mixed mode**](#gt_06c1c70e-f2c6-4efd-bff8-474409e69660), then a security-enabled [**domain local group**](#gt_32226492-3c8c-4a99-a0d1-f27aaeec3c97) in that [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) allows only [**user objects**](#gt_e767a471-c3fa-4e4b-a40c-daeb08f82a17) as members.

**domain name**: A domain name or a NetBIOS name that identifies a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca).

**Domain Name System (DNS)**: A hierarchical, distributed database that contains mappings of domain names to various types of data, such as IP addresses. DNS enables the location of computers and services by user-friendly names, and it also enables the discovery of other information stored in the database.

**domain naming context (domain NC)**: A specific type of [**naming context (NC)**](#gt_784c7cce-f782-48d8-9444-c9030ba86942), or an instance of that type, that represents a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). A [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) can contain [**security principal objects**](#gt_4bb21ec2-b7ec-435d-9b7c-1eae5ad8f3da); no other type of [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) can contain [**security principal objects**](#gt_4bb21ec2-b7ec-435d-9b7c-1eae5ad8f3da). [**Domain NCs**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) appear in the [**global catalog (GC)**](#gt_4f5d605a-7b3f-4db7-8c21-b146856d7169). A [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) is hosted by one or more [**domain controllers (DCs)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) operating as [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024). In [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), a [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) has one or more [**domain NCs**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef). A domain NC cannot exist in AD LDS. The root of a [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) is an [**object of class**](#gt_c2c67596-8d8f-42b9-9c70-1c4f7c952200) domainDNS; for directory replication [MS-DRSR], see domainDNS.

**domain prefix**: A [**security identifier (SID)**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) of a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) without the [**relative identifier (RID)**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c) portion. The domain prefix refers to the issuing authority [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d). For example, the domain prefix of S-1-5-21-397955417-626881126-188441444-1010 is S-1-5-21-397955417-626881126-188441444.

**downlevel trust**: A trust in which one of the peers is running Windows NT 4.0.

**DSA GUID**: The objectGUID of a [**DSA object**](#gt_dc90b593-841f-4c6d-8032-b32e58e887a8).

**dsname**: A tuple that contains between one and three identifiers for an object. The term [**dsname**](#gt_4d5e1f08-aa00-4dde-9411-7dd6e09ed85a) does not stand for anything. The possible identifiers are the object's [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) (attribute objectGuid), [**security identifier (SID)**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) (attribute objectSid), and [**distinguished name (DN)**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) (attribute distinguishedName). A [**dsname**](#gt_4d5e1f08-aa00-4dde-9411-7dd6e09ed85a) can appear in a protocol message and as an attribute value (for example, a value of an attribute with syntax Object(DS-DN)). Given a [**DSName**](#gt_4d5e1f08-aa00-4dde-9411-7dd6e09ed85a), an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) can be identified within a set of [**NC replicas**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) according to the matching rules defined in [MS-DRSR] section 5.49.

**dynamic object**: An object with a time-to-die (attribute msDS-Entry-Time-To-Die). The directory service garbage-collects a [**dynamic object**](#gt_ea6b6f3f-6bed-4622-aaca-fd7df28badb9) immediately after its time-to-die has passed. The constructed attribute entryTTL gives a [**dynamic object's**](#gt_ea6b6f3f-6bed-4622-aaca-fd7df28badb9) current time-to-live, that is, the difference between the current time and msDS-Entry-Time-To-Die. For more information, see [[RFC2589]](https://go.microsoft.com/fwlink/?LinkId=90370).

**entry**: In [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90), a synonym for [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca).

**existing-object**: An [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that is not a [**tombstone**](#gt_9d8e0963-13fa-4e19-a97f-7ce6bc90d20f), [**deleted-object**](#gt_d9c9e99f-74f1-483e-bcb1-310e75ff1344), or [**recycled-object**](#gt_156b927d-f1ce-4629-993f-18f0cd5e1e12).

**expunge**: To permanently remove an object from a [**naming context (NC) replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210), without converting it to a [**tombstone**](#gt_9d8e0963-13fa-4e19-a97f-7ce6bc90d20f).

**Extended-Rights container**: A [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) holding [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that correspond to [**control access rights**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e). The [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) is a child of [**configuration naming context (config NC)**](#gt_54215750-9443-4383-866c-2a95f79f1625) and has [**relative distinguished name (RDN)**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9) CN=Extended-Rights.

**File Replication Service (FRS)**: One of the services offered by a [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), which is advertised through the Domain Controller Location protocol. The service being offered to clients is a replicated data storage volume that is associated with the default [**naming context (NC)**](#gt_784c7cce-f782-48d8-9444-c9030ba86942). The running or paused state of the [**FRS**](#gt_20f21413-875c-4ebf-9913-a3282fbb779f) on a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is available through protocols documented in [MS-ADTS] section 6.3.

**filter**: In the context of the [**Lightweight Directory Access Protocol (LDAP)**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d), the [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda) is one of the parameters in a search request. The [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda) specifies matching constraints for the candidate objects.

**filtered attribute set**: The subset of [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) that are not replicated to the [**filtered partial NC replica**](#gt_5c2fedfc-19cc-44db-8275-e3918479378a) and the [**filtered GC partial NC replica**](#gt_68af3c1d-a167-44ae-9664-fa6fc8cc85e4). The [**filtered attribute set**](#gt_1bbc9ed8-f11c-4be6-8a41-1f396785602d) is part of the state of the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) and is used to control the [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) that replicate to a [**read-only domain controller (RODC)**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870). The searchFlags [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is used to define this set.

**filtered GC partial NC replica**: An [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) that contains a [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093)-specified subset of [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) for the [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). The [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) consist of the [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) in the [**GC partial attribute set (PAS)**](#gt_88536a16-ced1-4fbb-8bf4-8e4d994562af), excluding those present in the [**filtered attribute set**](#gt_1bbc9ed8-f11c-4be6-8a41-1f396785602d). A [**filtered GC partial NC replica**](#gt_68af3c1d-a167-44ae-9664-fa6fc8cc85e4) is not writable; that is, it does not accept [**originating updates**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20).

**filtered partial NC replica**: An [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) that contains a schema-specified subset of attributes for the [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) it contains. The subset of attributes consists of all the attributes of the [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca), excluding those [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) in the [**filtered attribute set**](#gt_1bbc9ed8-f11c-4be6-8a41-1f396785602d). A [**filtered partial NC replica**](#gt_5c2fedfc-19cc-44db-8275-e3918479378a) is not writable; that is, it does not accept [**originating updates**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20).

**flexible single master operation (FSMO)**: A read or [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) operation on a [**naming context (NC)**](#gt_784c7cce-f782-48d8-9444-c9030ba86942), such that the operation must be performed on the single designated master [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) of that [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942). The master [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) designation is "flexible" because it can be changed without losing the consistency gained from having a single master. This term, pronounced "fizmo", is never used alone; see also [**FSMO role**](#gt_73841222-e9d8-4dc1-83a1-206c75f4f90f), [**FSMO role owner**](#gt_de81e9fd-25f5-4e90-aadb-1d35c5e8a06b), and FSMO object.

**foreign principal object (FPO)**: A foreignSecurityPrincipal [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca).

**forest**: For [**Active Directory Domain Services (AD DS)**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), a set of [**naming contexts (NCs)**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) consisting of one [**schema naming context (schema NC)**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450), one [**configuration naming context (config NC)**](#gt_54215750-9443-4383-866c-2a95f79f1625), one or more [**domain naming contexts (domain NCs)**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef), and zero or more [**application naming contexts (application NCs)**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a). Because a set of [**NCs**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) can be arranged into a tree structure, a [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) is also a set containing one or several trees of [**NCs**](#gt_784c7cce-f782-48d8-9444-c9030ba86942). For [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), a set of [**NCs**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) consisting of one [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450), one [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625), and zero or more [**application NCs**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a). (In Microsoft documentation, an [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) is called a "configuration set".)

**forest functional level**: A specification of functionality available in a [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62). It must be less than or equal to the [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) functional level of every [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62). See [MS-ADTS] section 6.1.4.4 for information on how the [**forest functional level**](#gt_b3240417-ca43-4901-90ec-fde55b32b3b8) is determined.

**forest root domain NC**: For [**Active Directory Domain Services (AD DS)**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), the [**domain naming context (domain NC)**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) within a [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) whose child is the [**forest's**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) [**configuration naming context (config NC)**](#gt_54215750-9443-4383-866c-2a95f79f1625). The [**fully qualified domain name (FQDN)**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e) of the [**forest root domain NC**](#gt_9259fc5d-b976-44b0-b9a8-f7fe5e5ecf85) serves as the [**forest's**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) name.

**forward link attribute**: An [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) whose values include [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) references (for example, an [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of syntax Object(DS-DN)). The [**forward link values**](#gt_e5051d57-b329-4ee4-a561-3bfd49b332aa) can be used to compute the values of a related [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f), a [**back link attribute**](#gt_3037ec79-2674-4bff-9925-bc98b15372fc), on other [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). If an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) o refers to [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) r in [**forward link attribute**](#gt_ca910b1e-dfb2-4a06-94a8-425013020fb9) f, and there exists a [**back link attribute**](#gt_3037ec79-2674-4bff-9925-bc98b15372fc) b corresponding to f, then a [**back link value**](#gt_bbcd3e91-a3a8-462b-99b3-eb6fbca89847) referring to o exists in [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) b on object r. The relationship between the forward and [**back link attributes**](#gt_3037ec79-2674-4bff-9925-bc98b15372fc) is expressed using the linkId [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) on the attributeSchema [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) representing the two [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f). The forward link's linkId is an even number, and the back link's linkId is the forward link's linkId plus one. A [**forward link attribute**](#gt_ca910b1e-dfb2-4a06-94a8-425013020fb9) can exist with no corresponding [**back link attribute**](#gt_3037ec79-2674-4bff-9925-bc98b15372fc), but not vice-versa. For more information, see [MS-ADTS].

**forward link value**: The value of a [**forward link attribute**](#gt_ca910b1e-dfb2-4a06-94a8-425013020fb9).

**FSMO role**: A set of objects that can be updated in only one [**naming context (NC)**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) replica (the FSMO role owner's replica) at any given time. For more information, see [MS-ADTS] section 3.1.1.1.11. See also [**FSMO role owner**](#gt_de81e9fd-25f5-4e90-aadb-1d35c5e8a06b).

**FSMO role object**: An [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in a [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) that represents a specific [**FSMO role**](#gt_73841222-e9d8-4dc1-83a1-206c75f4f90f). This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is an element of the [**FSMO role**](#gt_73841222-e9d8-4dc1-83a1-206c75f4f90f) and contains the fSMORoleOwner attribute.

**FSMO role owner**: The [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) holding the [**naming context (NC) replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) in which the [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) of a [**FSMO role**](#gt_73841222-e9d8-4dc1-83a1-206c75f4f90f) can be updated.

**full NC replica**: A [**naming context (NC) replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) that contains all the [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) it contains. A [**full replica**](#gt_f523a137-bda8-45a0-8c9b-f54d86b00bcb) accepts originating updates.

**fully qualified domain name (FQDN)**: (1) An unambiguous domain name that gives an absolute location in the [**Domain Name System's (DNS)**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) hierarchy tree, as defined in [[RFC1035]](https://go.microsoft.com/fwlink/?LinkId=90264) section 3.1 and [[RFC2181]](https://go.microsoft.com/fwlink/?LinkId=127732) section 11.

(2) In [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90), a [**fully qualified domain name (FQDN) (1)**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e) that identifies a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca).

**garbage collection**: The process of identifying logically deleted [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) (also known as [**tombstones**](#gt_9d8e0963-13fa-4e19-a97f-7ce6bc90d20f)) and [**link values**](#gt_659e8352-a6db-4752-8c05-4b21c602f238) that have passed their [**tombstone**](#gt_9d8e0963-13fa-4e19-a97f-7ce6bc90d20f) lifetime, and then permanently removing these [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) from a [**naming context (NC) replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210). [**Garbage collection**](#gt_de1d493f-c1c1-49ec-8b1c-ddba164a7b10) does not generate replication traffic.

**GC partial attribute set (PAS)**: The subset of [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) that replicate to a [**GC partial NC replica**](#gt_22670e3f-607e-4d8a-9414-608765fffa17). A particular [**GC partial attribute set (PAS)**](#gt_88536a16-ced1-4fbb-8bf4-8e4d994562af) is part of the state of the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) and is used to control the [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) that replicate to [**global catalog servers (GC servers)**](#gt_a5a99ce4-e206-42dc-8874-e103934c5b0d). The isMemberOfPartialAttributeSet [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is used to define this set.

**GC partial NC replica**: An [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) that contains a [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093)-specified subset of [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) for the [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) it contains. The subset of [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) consists of the [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) in the [**GC partial attribute set (PAS)**](#gt_88536a16-ced1-4fbb-8bf4-8e4d994562af). A [**GC partial NC replica**](#gt_22670e3f-607e-4d8a-9414-608765fffa17) is not writable; for example, it does not accept [**originating updates**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20).

**global catalog (GC)**: A unified partial view of multiple [**naming contexts (NCs)**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) in a distributed partitioned directory. The [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) directory service [**GC**](#gt_4f5d605a-7b3f-4db7-8c21-b146856d7169) is implemented by [**GC servers**](#gt_a5a99ce4-e206-42dc-8874-e103934c5b0d). The definition of [**global catalog**](#gt_4f5d605a-7b3f-4db7-8c21-b146856d7169) is specified in [MS-ADTS] section 3.1.1.1.8.

**global catalog server (GC server)**: A [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) that contains a [**naming context (NC) replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) (one full, the rest partial) for each [**domain naming context**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) in the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62).

**global group**: An [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) that allows [**user objects**](#gt_e767a471-c3fa-4e4b-a40c-daeb08f82a17) from its own [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) and [**global groups**](#gt_2002f42a-84dd-4401-ac8b-8088af87eae6) from its own [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) as members. Also called domain global group. [**Universal groups**](#gt_f46053d6-0708-4094-ac63-57c1bcb73d32) can contain [**global groups**](#gt_2002f42a-84dd-4401-ac8b-8088af87eae6). A [**group object**](#gt_7ce4771c-2043-49b8-85d3-0c60c7789f9a) g is a [**global group**](#gt_2002f42a-84dd-4401-ac8b-8088af87eae6) if and only if GROUP\_TYPE\_ACCOUNT\_GROUP is present in g! groupType; see [MS-ADTS] section 2.2.12, "Group Type Flags". A [**global group**](#gt_2002f42a-84dd-4401-ac8b-8088af87eae6) that is also a [**security-enabled group**](#gt_b771dd1c-cb36-49a5-9585-61e8f1528406) is valid for inclusion within ACLs anywhere in the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62). If a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) is in [**mixed mode**](#gt_06c1c70e-f2c6-4efd-bff8-474409e69660), then a [**global group**](#gt_2002f42a-84dd-4401-ac8b-8088af87eae6) in that [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) that is also a [**security-enabled group**](#gt_b771dd1c-cb36-49a5-9585-61e8f1528406) allows only [**user object**](#gt_e767a471-c3fa-4e4b-a40c-daeb08f82a17) as members. See also [**domain local group**](#gt_32226492-3c8c-4a99-a0d1-f27aaeec3c97), [**security-enabled group**](#gt_b771dd1c-cb36-49a5-9585-61e8f1528406).

**globally unique identifier (GUID)**: A term used interchangeably with [**universally unique identifier (UUID)**](#gt_c4813fc3-b2e5-4aa3-bde7-421d950d68d3) in Microsoft protocol technical documents (TDs). Interchanging the usage of these terms does not imply or require a specific algorithm or mechanism to generate the value. Specifically, the use of this term does not imply or require that the algorithms described in [[RFC4122]](https://go.microsoft.com/fwlink/?LinkId=90460) or [[C706]](https://go.microsoft.com/fwlink/?LinkId=89824) must be used for generating the [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1). See also [**universally unique identifier (UUID)**](#gt_c4813fc3-b2e5-4aa3-bde7-421d950d68d3).

**group**: A collection of [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that can be treated as a whole.

**group object**: In [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90), a [**group object**](#gt_7ce4771c-2043-49b8-85d3-0c60c7789f9a) has an [**object class**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) group. A [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) has a [**forward link attribute**](#gt_ca910b1e-dfb2-4a06-94a8-425013020fb9) member; the values of this [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) either represent elements of the [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) (for example, [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) of class user or computer) or subsets of the [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) ([**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) of class group). The representation of group subsets is called "nested group membership". The [**back link attribute**](#gt_3037ec79-2674-4bff-9925-bc98b15372fc) memberOf enables navigation from [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) members to the [**groups**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) containing them. Some [**groups**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) represent [**groups**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) of [**security principals**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) and some do not and are, for instance, used to represent email distribution lists.

**Group Policy**: A mechanism that allows the implementer to specify managed configurations for users and computers in an [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) service environment.

**GUID-based DNS name**: The domain naming service name of a [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), constructed by concatenating the dashed string representation of the objectGuid of the [**DC's**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) nTDSDSA [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca), the string ".\_msdcs.", and the syntactic transformation of the [**root domain's**](#gt_529c766b-af01-4bc8-b853-65fba6c704b3) [**distinguished name (DN)**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) to a domain naming service name. If a [**DC's**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) [**DSA GUID**](#gt_736b1076-d1cb-40b9-9247-d66cca6819d1) is "52f6c43b-99ec-4040-a2b0-e9ebf2ec02b8", and the [**forest root domain NC's**](#gt_9259fc5d-b976-44b0-b9a8-f7fe5e5ecf85) [**DNS name**](#gt_102a36e2-f66f-49e2-bee3-558736b2ecd5) is "fabrikam.com", then the [**GUID-based DNS name**](#gt_0361277e-f4a6-49bf-84bc-1b7ad5f2314f) of the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is "52f6c43b-99ec-4040-a2b0-e9ebf2ec02b8.\_msdcs.fabrikam.com".

**GUIDString**: A [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) in the form of an ASCII or [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string, consisting of one group of 8 hexadecimal digits, followed by three groups of 4 hexadecimal digits each, followed by one group of 12 hexadecimal digits. It is the standard representation of a GUID, as described in [RFC4122] section 3. For example, "6B29FC40-CA47-1067-B31D-00DD010662DA". Unlike a curly braced GUID string, a GUIDString is not enclosed in braces.

**inbound trust**: A [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) relationship between two [**domains**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca), from the perspective of the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) that is trusted to perform [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317).

**inheritance**: See object class inheritance.

**interdomain trust account**: An account that stores information associated with a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) in the [**domain controllers (DCs)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) of the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) that is trusted to perform [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317).

**intersite topology generator (ISTG)**: A [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) within a given [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) that computes an [**NC replica graph**](#gt_7d6547d6-9a53-4046-8bac-5c49a86083c9) for each [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) on any [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in its [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba). This [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) creates, [**updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493), and deletes corresponding nTDSConnection [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) for edges directed from [**NC replicas**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) in other [**sites**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) to [**NC replicas**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) in its [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba).

**invocation ID**: The invocationId [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f). An [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of an [**nTDSDSA object**](#gt_dc90b593-841f-4c6d-8032-b32e58e887a8). Its value is a unique identifier for a function that maps from [**update sequence numbers (USNs)**](#gt_01936446-8739-4b98-b83f-fb5e2a53ce4c) to [**updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) to the [**NC replicas**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) of a [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). See also [**nTDSDSA object**](#gt_dc90b593-841f-4c6d-8032-b32e58e887a8).

**JavaScript Object Notation (JSON)**: A text-based, data interchange format that is used to transmit structured data, typically in Asynchronous JavaScript + XML (AJAX) web applications, as described in [[RFC7159]](https://go.microsoft.com/fwlink/?linkid=842522). The JSON format is based on the structure of ECMAScript (Jscript, JavaScript) objects.

**Kerberos**: An [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) system that enables two parties to exchange private information across an otherwise open network by assigning a unique key (called a ticket) to each user that logs on to the network and then embedding these tickets into messages sent by the users. For more information, see [MS-KILE].

**Knowledge Consistency Checker (KCC)**: A component of the [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) replication that is used to create spanning trees for [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) to [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) replication and to translate those trees into settings of variables that implement the [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) topology.

**LDAP connection**: A TCP connection from a client to a server over which the client sends Lightweight Directory Access Protocol (LDAP) requests and the server sends responses to the client's requests.

**LDAP Data Interchange Format (LDIF)**: A standard that defines how to import and export directory data between directory servers that use the [**Lightweight Directory Access Protocol (LDAP)**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d), as described in [[RFC2849]](https://go.microsoft.com/fwlink/?LinkId=90389).

**LDAP ping**: A specific [**Lightweight Directory Access Protocol (LDAP)**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) search that returns information about whether services are live on a [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

**Lightweight Directory Access Protocol (LDAP)**: The primary access protocol for [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90). Lightweight Directory Access Protocol (LDAP) is an industry-standard protocol, established by the Internet Engineering Task Force (IETF), which allows users to query and update information in a [**directory service (DS)**](#gt_c36db657-3138-4d9a-9289-ded5cbb8b40e), as described in [MS-ADTS]. The Lightweight Directory Access Protocol can be either version 2 [[RFC1777]](https://go.microsoft.com/fwlink/?LinkId=90290) or version 3 [[RFC3377]](https://go.microsoft.com/fwlink/?LinkID=91337).

**lingering object**: An [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that still exists in an [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) even though it has been deleted and garbage-collected from other [**replicas**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac). This occurs, for instance, when a [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) goes offline for longer than the [**tombstone lifetime**](#gt_d636f4dc-5f08-49ef-9a2b-765015cd3289).

**link attribute**: A [**forward link attribute**](#gt_ca910b1e-dfb2-4a06-94a8-425013020fb9) or a [**back link attribute**](#gt_3037ec79-2674-4bff-9925-bc98b15372fc).

**link value**: The value of a [**link attribute**](#gt_be41074d-ce6b-4488-853a-4bbb3ea243ce).

**local domain controller (local DC)**: A [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) on which the current method is executing.

**Lost and Found container**: A container holding objects in a given [**naming context (NC)**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) that do not have parent objects due to add and remove operations that originated on different [**domain controllers (DCs)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). The container is a child of the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) root and has RDN CN=LostAndFound in [**domain NCs**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) and CN=LostAndFoundConfig in [**config NCs**](#gt_54215750-9443-4383-866c-2a95f79f1625).

**mailslot**: A form of datagram communication using the Server Message Block (SMB) protocol, as specified in [[MS-MAIL]](%5bMS-MAIL%5d.pdf#Section_8ea19aa46e5a4aedb6280b5cd75a1ab9).

**mailslot ping**: A specific [**mailslot**](#gt_f53fe4b9-8e1d-4366-9254-3c4f73269e78) request that returns information about whether services are live on a [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

**marshal**: To encode one or more data structures into an octet stream using a specific [**remote procedure call (RPC)**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) transfer syntax (for example, marshaling a 32-bit integer).

**Messaging Application Programming Interface (MAPI)**: A Windows programming interface that enables email to be sent from within a Windows application.

**mixed mode**: A state of an [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) that supports [**domain controllers (DCs)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) running Windows NT Server 4.0 operating system. Mixed mode does not allow organizations to take advantage of new [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) features such as universal groups, nested group membership, and interdomain group membership. See also native mode.

**most specific object class**: In a sequence of [**object classes**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) related by [**inheritance**](#gt_3069119c-2912-43b0-b867-512aa37aad02), the class that none of the other classes inherits from. The special [**object class**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) top is less specific than any other class.

**multi-valued claim**: A [**claim**](#gt_d5c7aa9b-65be-4dd4-a686-cd5253eb203d) with more than one Value in the n-tuple {Identifier, ValueType, m Value(s) of type ValueType}.

**name service provider interface (NSPI)**: A method of performing address-book-related operations on [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90).

**naming context (NC)**: An [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) is a set of objects organized as a tree. It is referenced by a DSName. The [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the DSName is the distinguishedName [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the tree root. The [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) of the DSName is the objectGUID [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the tree root. The [**security identifier (SID)**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) of the DSName, if present, is the objectSid [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the tree root; for [**Active Directory Domain Services (AD DS)**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), the [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) is present if and only if the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) is a [**domain naming context (domain NC)**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef). [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) supports organizing several [**NCs**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) into a tree structure.

**NC replica**: A variable containing a tree of [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) whose root [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is identified by some [**naming context (NC)**](#gt_784c7cce-f782-48d8-9444-c9030ba86942).

**NC replica graph**: A directed graph containing [**NC replicas**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) as nodes and repsFrom tuples as inbound edges by which [**originating updates**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20) replicate from each full [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) of a given [**naming context (NC)**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) to all other [**NC replicas**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) of the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942), directly or transitively.

**NetBIOS**: A particular network transport that is part of the LAN Manager protocol suite. [**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4) uses a broadcast communication style that was applicable to early segmented local area networks. A protocol family including name resolution, datagram, and connection services. For more information, see [[RFC1001]](https://go.microsoft.com/fwlink/?LinkId=90260) and [[RFC1002]](https://go.microsoft.com/fwlink/?LinkId=90261).

**NetBIOS domain name**: The name registered by [**domain controllers (DCs)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) on [1C] records of the NBNS (WINS) server (see section 6.3.4). For details of NetBIOS name registration, see [[MS-WPO]](%5bMS-WPO%5d.pdf#Section_c5f54a7765be40a0bb829e4181d8ab67) sections 7.1.4 and 10.4.

**NetBIOS Name Service (NBNS)**: The name service for [**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4). For more information, see [RFC1001] and [RFC1002].

**Netlogon**: A component that authenticates a computer and provides other services. The running/paused state of [**Netlogon**](#gt_70771a5a-04a3-447d-981b-e03098808c32) on a [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is available through protocols documented in [MS-ADTS] section 6.3.

**nonreplicated attribute**: An attribute whose values are not replicated between [**naming context (NC)**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) replicas. The nonreplicated attributes of an object are, in effect, local variables of the [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) hosting the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) replica containing that object, since changes to these attributes have no effect outside that [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

**nTDSDSA object**: An [**object of class**](#gt_c2c67596-8d8f-42b9-9c70-1c4f7c952200) nTDSDSA that is always located in the [**configuration naming context (config NC)**](#gt_54215750-9443-4383-866c-2a95f79f1625). This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) represents a [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62). See [MS-ADTS] section 6.1.1.2.2.1.2.1.1.

**NULL GUID**: A [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) of all zeros.

**object**: A set of attributes, each with its associated values. For more information on objects, see [MS-ADTS] section 1 or [MS-DRSR] section 1.

**object class**: A set of restrictions on the construction and update of objects. An [**object class**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) can specify a set of must-have attributes (every object of the class must have at least one value of each) and may-have attributes (every object of the class may have a value of each). An [**object class**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) can also specify the allowable classes for the parent object of an object in the class. An [**object class**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) can be defined by single inheritance; an object whose class is defined in this way is a member of all [**object classes**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) used to derive its most specific class. An [**object class**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) is defined in a classSchema object. See section 1 of [MS-ADTS] and section 1 of [MS-DRSR].

**object class name**: The lDAPDisplayName of the classSchema [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) of an [**object class**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a). This document consistently uses [**object class names**](#gt_c363e559-ed0b-4227-8e6a-bf7e01be0ee0) to denote [**object classes**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a); for example, user and group are both [**object classes**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a). The correspondence between [**Lightweight Directory Access Protocol (LDAP)**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) display names and numeric [**object identifiers (OIDs)**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) in the [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) is defined in the appendices of these documents: [MS-ADSC], [MS-ADA1], [MS-ADA2], and [MS-ADA3].

**object identifier (OID)**: In the Lightweight Directory Access Protocol (LDAP), a sequence of numbers in a format described by [[RFC1778]](https://go.microsoft.com/fwlink/?LinkId=90291). In many LDAP directory implementations, an OID is the standard internal representation of an attribute. In the directory model used in this specification, the more familiar ldapDisplayName represents an attribute.

**object of class x (or x object)**: An object o such that one of the values of its objectClass attributes is x. For instance, if objectClass contains the value user, o is an object of class user. This is often contracted to "user object".

**object reference**: An [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) value that references an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). Reading a reference gives the [**distinguished name (DN)**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca).

**operational attribute**: An [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) that is returned only when requested by name in a [**Lightweight Directory Access Protocol (LDAP)**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) search request. An LDAP search request requesting "all attributes" does not return operational attributes and their values.

**optional feature**: A non-default behavior that modifies the [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) state model. An [**optional feature**](#gt_785b66f1-22b3-450f-97aa-a24a39d04d47) is enabled or disabled in a specific scope, such as a [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) or a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). For more information, refer to [MS-ADTS] section 3.1.1.9.

**organization**: A collection of forests, including the current forest, whose TRUST\_ATTRIBUTE\_CROSS\_ORGANIZATION bit of the Trust attribute ([MS-ADTS] section 6.1.6.7.9) of the trusted domain object (TDO) is not set.

**oriented tree**: A directed acyclic graph such that for every vertex v, except one (the root), there is a unique edge whose tail is v. There is no edge whose tail is the root. For more information, see [KNUTH1] section 2.3.4.2.

**originating update**: An update that is performed to an [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) via any protocol except replication. An [**originating update**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20) to an attribute or link value generates a new [**stamp**](#gt_ff635a35-a17d-477b-a30d-9723b415bf00) for the attribute or link value.

**outbound trust**: A [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) relationship between two [**domains**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca), from the perspective of the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) that trusts another [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) to perform [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317).

**parent naming context (parent NC)**: Given [**naming contexts (NCs)**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) with their corresponding [**distinguished names (DNs)**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) forming a child and parent relationship, the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) in the parent relationship is referred as the [**parent NC**](#gt_81067980-8b53-4264-977f-780bd167ba93).

**parent object**: An object is either the root of a tree of objects or has a parent. If two objects have the same parent, they must have different values in their [**relative distinguished names (RDNs)**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9). See also, [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in section 1 of [MS-ADTS] and section 1 of [MS-DRSR].

**partial attribute set (PAS)**: The subset of attributes that replicate to partial [**naming context (NC)**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) replicas. Also, the particular partial attribute set that is part of the state of a forest and that is used to control the attributes that replicate to [**global catalog (GC)**](#gt_4f5d605a-7b3f-4db7-8c21-b146856d7169) servers.

**partial NC replica**: An [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) that contains a [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093)-specified subset of [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) for the [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) it contains. A [**partial NC replica**](#gt_2d142c30-79c2-47f7-81d0-6ae878c5db2c) is not writable—it does not accept [**originating updates**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20). See also [**writable NC replica**](#gt_51db485c-dcf6-4845-99b3-2df414ef0aa9).

**Partitions container**: A [**child object**](#gt_9b04b599-9dca-48f1-aa9e-08e254d20553) of the [**configuration naming context (config NC)**](#gt_54215750-9443-4383-866c-2a95f79f1625) root. The [**relative distinguished name (RDN)**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9) of the [**Partitions container**](#gt_d6b4c198-f9d3-4c49-b0f0-390e07f89af1) is "cn=Partitions" and its class is crossRefContainer ([MS-ADTS] section 2.30). See also [**crossRef object**](#gt_353fac65-0774-4ba8-8081-eb4c963f94e7).

**prefix table**: A data structure that is used to translate between an [**object identifier (OID)**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) and a compressed representation for [**OIDs**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2). See [MS-DRSR] section 5.14.

**primary domain controller (PDC)**: A [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) designated to track changes made to the accounts of all computers on a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). It is the only computer to receive these changes directly, and is specialized so as to ensure consistency and to eliminate the potential for conflicting entries in the [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) database. A [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) has only one [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d).

**primary group**: The [**group object**](#gt_7ce4771c-2043-49b8-85d3-0c60c7789f9a) ([MS-ADSC] section 2.53) identified by the primaryGroupID [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) ([MS-ADA3] section 2.120) of a user [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) ([MS-ADSC] section 2.263). The [**primary group's**](#gt_e5134397-f946-4acc-a593-46c04c52774f) objectSid [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) ([MS-ADA3] section 2.45) equals the user's objectSid, with its [**relative identifier (RID)**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c) portion replaced by the primaryGroupID value. The user is considered a member of its [**primary group**](#gt_e5134397-f946-4acc-a593-46c04c52774f).

**principal**: A unique entity identifiable by a [**security identifier (SID)**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) that is typically the requester of access to securable [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) or resources. It often corresponds to a human user but can also be a computer or service. It is sometimes referred to as a [**security principal**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409).

**privilege**: The right of a user to perform system-related operations, such as debugging the system. A user's authorization context specifies what privileges are held by that user.

**property set**: A set of attributes, identified by a [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1). Granting access to a property set grants access to all the attributes in the set.

**RDN attribute**: The attribute used in a [**relative distinguished name (RDN)**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9). In the [**RDN**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9) "cn=Peter Houston" the [**RDN attribute**](#gt_8b8cbf4d-c7f7-47f9-bd6e-b402fae62c38) is cn. In the [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) directory service, the [**RDN attribute**](#gt_8b8cbf4d-c7f7-47f9-bd6e-b402fae62c38) of an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is determined by the [**88 object class**](#gt_3f5f01d4-66a5-4bcb-807d-7a4276b22a50) or the most specific [**structural object class**](#gt_f569c63a-21ed-492c-8db5-0c88122ba5bb) of the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca).

**read permission**: The authorization to read an [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). For more information, see [MS-ADTS] section 5.1.3.

**read-only domain controller (RODC)**: A [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) that does not accept [**originating updates**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20). Additionally, an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870) does not perform outbound [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb). An RODC cannot be the primary domain controller (PDC) for its domain.

**read-only full NC replica**: An [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) that contains all [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) it contains, and does not accept [**originating updates**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20).

**Recycle Bin**: An [**optional feature**](#gt_785b66f1-22b3-450f-97aa-a24a39d04d47) that modifies the state model of object deletions and undeletions, making undeletion of [**deleted-objects**](#gt_d9c9e99f-74f1-483e-bcb1-310e75ff1344) possible without loss of the object's attribute values. For more information, see [MS-ADTS] section 3.1.1.9.1.

**recycled-object**: An [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that has been deleted, but remains in storage until a configured amount of time (the [**tombstone lifetime**](#gt_d636f4dc-5f08-49ef-9a2b-765015cd3289)) has passed, after which the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is permanently removed from storage. Unlike a [**deleted-object**](#gt_d9c9e99f-74f1-483e-bcb1-310e75ff1344), most of the state of the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) has been removed, and the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) can no longer be undeleted without loss of information. By keeping the [**recycled-object**](#gt_156b927d-f1ce-4629-993f-18f0cd5e1e12) in existence for the [**tombstone lifetime**](#gt_d636f4dc-5f08-49ef-9a2b-765015cd3289), the deleted state of the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is able to replicate. [**Recycled-objects**](#gt_156b927d-f1ce-4629-993f-18f0cd5e1e12) exist only when the [**Recycle Bin**](#gt_54624800-58f4-45e9-90bf-c9b52dcf98f3) [**optional feature**](#gt_785b66f1-22b3-450f-97aa-a24a39d04d47) is enabled.

**relative distinguished name (RDN)**: The name of an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) relative to its parent. This is the leftmost attribute-value pair in the [**distinguished name (DN)**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). For example, in the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) "cn=Peter Houston, ou=NTDEV, dc=microsoft, dc=com", the [**RDN**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9) is "cn=Peter Houston". For more information, see [RFC2251].

**relative identifier (RID)**: The last item in the series of [**SubAuthority**](#gt_080b64f9-3599-443b-9f4a-139fe3fc8be0) values in a [**security identifier (SID)**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) [[SIDD]](https://go.microsoft.com/fwlink/?LinkId=90516). It distinguishes one account or group from all other accounts and groups in the domain. No two accounts or groups in any domain share the same RID.

**remote procedure call (RPC)**: A communication protocol used primarily between client and server. The term has three definitions that are often used interchangeably: a runtime environment providing for communication facilities between computers (the RPC runtime); a set of request-and-response message exchanges between computers (the RPC exchange); and the single message from an RPC exchange (the RPC message). For more information, see [C706].

**replica**: A variable containing a set of objects.

**replicated attribute**: An [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) whose values are replicated to other [**NC replicas**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210). An [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is replicated if its attributeSchema [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) o does not have a value for the systemFlags [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f), or if the FLAG\_ATTR\_NOT\_REPLICATED bit (bit 0) of o! systemFlags is zero.

**replicated update**: An update performed to a [**naming context (NC) replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) by the [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) system, to propagate the effect of an [**originating update**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20) at another [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210). The [**stamp**](#gt_ff635a35-a17d-477b-a30d-9723b415bf00) assigned during the [**originating update**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20) to attribute values or a link value is preserved by [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb).

**replication**: The process of propagating the effects of all originating writes to any replica of a [**naming context (NC)**](#gt_784c7cce-f782-48d8-9444-c9030ba86942), to all replicas of the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942). If originating writes cease and replication continues, all replicas converge to a common application-visible state.

**replication cycle**: Sometimes referred to simply as "cycle". A series of one or more [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) responses associated with the same [**invocationId**](#gt_e7869b9a-61fa-46e3-89dd-fb3f57d1ba7a), concluding with the return of a new up-to-date vector.

**replication latency**: The time lag between a final originating update to a [**naming context (NC)**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) replica and all [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) replicas reaching a common application-visible state.

**Rivest-Shamir-Adleman (RSA)**: A system for public key cryptography. [**RSA**](#gt_3f85a24a-f32a-4322-9e99-eba6ae802cd6) is specified in [[RFC8017]](https://go.microsoft.com/fwlink/?linkid=2164409).

**root directory system agent-specific entry (rootDSE)**: The logical root of a [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) server, whose [**distinguished name (DN)**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) is the empty string. In the [**Lightweight Directory Access Protocol (LDAP)**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d), the [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6) is a nameless entry (a [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) with an empty string) containing the configuration status of the server. Access to this entry is typically available to unauthenticated clients. The [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6) contains [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) that represent the features, capabilities, and extensions provided by the particular server.

**root domain**: The unique [**domain naming contexts (domain NCs)**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) of an Active Directory [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) that is the parent of the [**forest's**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625). The [**config NC's**](#gt_54215750-9443-4383-866c-2a95f79f1625) [**relative distinguished name (RDN)**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9) is "cn=Configuration" relative to the root object of the root domain. The root domain is the domain that is created first in a [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62).

**RPC transport**: The underlying network services used by the remote procedure call (RPC) runtime for communications between network nodes. For more information, see [C706] section 2.

**SASL**: The Simple Authentication and Security Layer, as described in [[RFC2222]](https://go.microsoft.com/fwlink/?LinkId=90322). This is an [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) mechanism used by the [**Lightweight Directory Access Protocol (LDAP)**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d).

**schema**: The set of [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) and [**object classes**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) that govern the creation and update of [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca).

**schema container**: The root [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) of the [**schema naming context (schema NC)**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450).

**schema naming context (schema NC)**: A specific type of [**naming context (NC)**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) or an instance of that type. A [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) has a single [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450), which is replicated to each [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62). No other [**NC replicas**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) can contain these [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). Each [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) and class in the [**forest's**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) schema is represented as a corresponding [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in the [**forest's**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450). A schema NC cannot contain [**security principal objects**](#gt_4bb21ec2-b7ec-435d-9b7c-1eae5ad8f3da).

**schema object**: An object that defines an attribute or an object class. Schema objects are contained in the schema naming context (schema NC).

**secret attribute**: Any of the following [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f): currentValue, dBCSPwd, initialAuthIncoming, initialAuthOutgoing, lmPwdHistory, ntPwdHistory, priorValue, supplementalCredentials, trustAuthIncoming, trustAuthOutgoing, and unicodePwd.

**Secure Sockets Layer (SSL)**: A security protocol that supports confidentiality and integrity of messages in client and server applications that communicate over open networks. SSL supports server and, optionally, client [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) using X.509 certificates [[X509]](https://go.microsoft.com/fwlink/?LinkId=90590) and [[RFC5280]](https://go.microsoft.com/fwlink/?LinkId=131034). SSL is superseded by [**Transport Layer Security (TLS)**](#gt_f2bc7fed-7e02-4fa5-91b3-97f5c978563a). TLS version 1.0 is based on SSL version 3.0 [[SSL3]](https://go.microsoft.com/fwlink/?LinkId=90534).

**security context**: A data structure containing [**authorization**](#gt_5946f74c-27ca-4ef8-8630-f1a06cd8d59e) information for a particular [**security principal**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) in the form of a collection of [**security identifiers (SIDs)**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d). One [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) identifies the [**principal**](#gt_8492780e-99e2-47ba-8553-aedb8de9f9c0) specifically, whereas others represent other capabilities. A server uses the [**authorization**](#gt_5946f74c-27ca-4ef8-8630-f1a06cd8d59e) information in a [**security context**](#gt_88d49f20-6c95-4b64-a52c-c3eca2fe5709) to check access to requested resources.

**security descriptor**: A data structure containing the security information associated with a securable [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). A [**security descriptor**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) identifies an [**object's**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) owner by its [**security identifier (SID)**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d). If access control is configured for the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca), its [**security descriptor**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) contains a [**discretionary access control list (DACL)**](#gt_d727f612-7a45-48e4-9d87-71735d62b321) with [**SIDs**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) for the [**security principals**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) who are allowed or denied access. Applications use this structure to set and query an [**object's**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) security status. The [**security descriptor**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) is used to guard access to an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) as well as to control which type of auditing takes place when the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is accessed. The [**security descriptor**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) format is specified in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.4.6; a string representation of [**security descriptors**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350), called SDDL, is specified in [MS-DTYP] section 2.5.1.

**security identifier (SID)**: An identifier for [**security principals**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) that is used to identify an account or a group. Conceptually, the [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) is composed of an account authority portion (typically a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca)) and a smaller integer representing an identity relative to the account authority, termed the [**relative identifier (RID)**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c). The [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) format is specified in [MS-DTYP] section 2.4.2; a string representation of [**SIDs**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) is specified in [MS-DTYP] section 2.4.2 and [[MS-AZOD]](%5bMS-AZOD%5d.pdf#Section_5a0a0a3ec7a742e1b5f2cc8d8bd9739e) section 1.1.1.2.

**security principal**: A unique entity, also referred to as a principal, that can be authenticated by [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90). It frequently corresponds to a human user, but also can be a service that offers a resource to other security principals. Other security principals might be a group, which is a set of principals. Groups are supported by [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90).

**security principal object**: An [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that corresponds to a [**security principal**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409). A [**security principal object**](#gt_4bb21ec2-b7ec-435d-9b7c-1eae5ad8f3da) contains an identifier, used by the system and applications to name the principal, and a secret that is shared only by the principal. In [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90), a [**security principal object**](#gt_4bb21ec2-b7ec-435d-9b7c-1eae5ad8f3da) has the objectSid [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f). In [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90), the user, computer, and group [**object classes**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) are examples of [**security principal**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) [**object classes**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) (though not every [**group object**](#gt_7ce4771c-2043-49b8-85d3-0c60c7789f9a) is a [**security principal object**](#gt_4bb21ec2-b7ec-435d-9b7c-1eae5ad8f3da)). In [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), any [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) containing the msDS-BindableObject [**auxiliary class**](#gt_d881c624-8023-4bd6-b2df-f9af5e6f93bb) is a [**security principal**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409). See also [**computer object**](#gt_d8e8f5a7-db85-40a8-98ed-1abab2237b82), [**group object**](#gt_7ce4771c-2043-49b8-85d3-0c60c7789f9a), and [**user object**](#gt_e767a471-c3fa-4e4b-a40c-daeb08f82a17).

**security-enabled group**: A [**group object**](#gt_7ce4771c-2043-49b8-85d3-0c60c7789f9a) with GROUP\_TYPE\_SECURITY\_ENABLED present in its groupType [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f). Only [**security-enabled groups**](#gt_b771dd1c-cb36-49a5-9585-61e8f1528406) are added to a [**security context**](#gt_88d49f20-6c95-4b64-a52c-c3eca2fe5709). See also [**group object**](#gt_7ce4771c-2043-49b8-85d3-0c60c7789f9a).

**server object**: A class of [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in the [**configuration naming context (config NC)**](#gt_54215750-9443-4383-866c-2a95f79f1625). A [**server object**](#gt_62a8c543-5998-480b-8fa7-41a8f04a18e5) can have an [**nTDSDSA object**](#gt_dc90b593-841f-4c6d-8032-b32e58e887a8) as a child.

**service principal name (SPN)**: (1) The name a client uses to identify a service for mutual [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317). (For more information, see [[RFC1964]](https://go.microsoft.com/fwlink/?LinkId=90304) section 2.1.1.) An [**SPN**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4) consists of either two parts or three parts, each separated by a forward slash ('/'). The first part is the service class, the second part is the host name, and the third part (if present) is the service name. For example, "ldap/dc-01.fabrikam.com/fabrikam.com" is a three-part [**SPN**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4) where "ldap" is the service class name, "dc-01.fabrikam.com" is the host name, and "fabrikam.com" is the service name. See [[SPNNAMES]](https://go.microsoft.com/fwlink/?LinkId=90532) for more information about [**SPN**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4) format and composing a unique [**SPN**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4).

(2) The name a client uses to identify a service for mutual authentication. For more information, see [MS-ADTS] section 2.2.21 (Service Principal Name) and [RFC1964] section 2.1.1.

**simple bind**: A bind with the simple [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) option enabled according to [RFC2251].

**Simple Mail Transfer Protocol (SMTP)**: A member of the TCP/IP suite of protocols that is used to transport Internet messages, as described in [[RFC5321]](https://go.microsoft.com/fwlink/?LinkId=144740).

**single-valued claim**: A [**claim**](#gt_d5c7aa9b-65be-4dd4-a686-cd5253eb203d) with only one Value in the n-tuple {Identifier, ValueType, m Value(s) of type ValueType}.

**site**: A collection of one or more well-connected (reliable and fast) TCP/IP subnets. By defining [**sites**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) (represented by [**site objects**](#gt_0ce6abc5-9823-4a69-bb30-12e42ff99629)) an administrator can optimize both [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) access and [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) with respect to the physical network. When users log in, [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) clients find [**domain controllers (DCs)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) that are in the same [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) as the user, or near the same [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) if there is no [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba). See also [**Knowledge Consistency Checker (KCC)**](#gt_c7d4f1f6-5285-4168-b21a-022f775a3f58). For more information, see [MS-ADTS].

**site object**: An [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) of class site, representing a [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba).

**site settings object**: For a given [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) with [**site object**](#gt_0ce6abc5-9823-4a69-bb30-12e42ff99629) s, its [**site settings object**](#gt_956f8ab4-4aaa-47a0-b406-8bda9db70c1e) o is the child of s such that o is of class nTDSSiteSettings and the [**relative distinguished name (RDN)**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9) of o is CN=NTDS Site Settings. See also [**site object**](#gt_0ce6abc5-9823-4a69-bb30-12e42ff99629).

**SRV record**: A type of information record in DNS that maps the name of a service to the [**DNS name**](#gt_102a36e2-f66f-49e2-bee3-558736b2ecd5) of a server that offers that service. [**domain controllers (DCs)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) advertise their capabilities by publishing [**SRV records**](#gt_c24d4432-389e-41ba-b00b-f565ac0aae0f) in DNS.

**SSL/TLS handshake**: The process of negotiating and establishing a connection protected by [**Secure Sockets Layer (SSL)**](#gt_d7ef66a9-f154-4d88-bda9-98bdf7235352) or [**Transport Layer Security (TLS)**](#gt_f2bc7fed-7e02-4fa5-91b3-97f5c978563a). For more information, see [SSL3] and [[RFC2246]](https://go.microsoft.com/fwlink/?LinkId=90324).

**stamp**: Information that describes an [**originating update**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20) by a [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). The [**stamp**](#gt_ff635a35-a17d-477b-a30d-9723b415bf00) is not the new data value; the [**stamp**](#gt_ff635a35-a17d-477b-a30d-9723b415bf00) is information about the update that created the new data value. A [**stamp**](#gt_ff635a35-a17d-477b-a30d-9723b415bf00) is often called metadata, because it is additional information that "talks about" the conventional data values. A [**stamp**](#gt_ff635a35-a17d-477b-a30d-9723b415bf00) contains the following pieces of information: the unique identifier of the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) that made the [**originating update**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20); a sequence number characterizing the order of this change relative to other changes made at the originating [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd); a version number identifying the number of times the data value has been modified; and the time when the change occurred.

**structural object class**: An [**object class**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) that is not an [**88 object class**](#gt_3f5f01d4-66a5-4bcb-807d-7a4276b22a50) and can be instantiated to create a new [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca).

**SubAuthority**: A variable-length array of unsigned, 32-bit integer values that is part of a [**security identifier (SID)**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d). Each of these values is called a [**SubAuthority**](#gt_080b64f9-3599-443b-9f4a-139fe3fc8be0). All [**SubAuthority**](#gt_080b64f9-3599-443b-9f4a-139fe3fc8be0) values excluding the last one collectively identify a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). The last value, termed as the [**relative identifier (RID)**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c), identifies a particular [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) or account relative to the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). For more information, see [SIDD].

**subordinate reference object (sub-ref object)**: The [**naming context (NC)**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) root of a [**parent NC**](#gt_81067980-8b53-4264-977f-780bd167ba93) has a list of all the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) roots of its [**child NCs**](#gt_3a257d9b-0e93-4b34-8302-25cd74525192) in the subRefs [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) ([MS-ADA3] section 2.282). Each entry in this list is a subordinate reference and the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) named by the entry is denominated a [**subordinate reference object**](#gt_a4b4bece-8452-402c-99c6-12ebf0af0b58). An [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is a [**subordinate reference object**](#gt_a4b4bece-8452-402c-99c6-12ebf0af0b58) if and only if it is in such a list. If a server has [**replicas**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) of both an [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) and its [**child NC**](#gt_3a257d9b-0e93-4b34-8302-25cd74525192), then the [**child NC**](#gt_3a257d9b-0e93-4b34-8302-25cd74525192) root is the [**subordinate reference object**](#gt_a4b4bece-8452-402c-99c6-12ebf0af0b58), in the context of the [**parent NC**](#gt_81067980-8b53-4264-977f-780bd167ba93). If the server does not have a [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) of the [**child NC**](#gt_3a257d9b-0e93-4b34-8302-25cd74525192), then another [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca), with distinguishedName ([MS-ADA1] section 2.177) and objectGUID ([MS-ADA3] section 2.44) [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) equal to the [**child NC**](#gt_3a257d9b-0e93-4b34-8302-25cd74525192) root, is present in the server and is the [**subordinate reference object**](#gt_a4b4bece-8452-402c-99c6-12ebf0af0b58).

**system access control list (SACL)**: An [**access control list (ACL)**](#gt_9f92aa05-dd0a-45f2-88d6-89f1fb654395) that controls the generation of audit messages for attempts to access a securable object. The ability to get or set an object's [**SACL**](#gt_c189801e-3752-4715-88f4-17804dad5782) is controlled by a privilege typically held only by system administrators.

**ticket-granting ticket (TGT)**: A special type of ticket that can be used to obtain other tickets. The TGT is obtained after the initial authentication in the Authentication Service (AS) exchange; thereafter, users do not need to present their credentials, but can use the TGT to obtain subsequent tickets.

**tombstone**: An object that has been deleted, but remains in storage until a configured amount of time (the [**tombstone lifetime**](#gt_d636f4dc-5f08-49ef-9a2b-765015cd3289)) has passed, after which the object is permanently removed from storage. By keeping the [**tombstone**](#gt_9d8e0963-13fa-4e19-a97f-7ce6bc90d20f) in existence for the [**tombstone lifetime**](#gt_d636f4dc-5f08-49ef-9a2b-765015cd3289), the deleted state of the object is able to replicate. [**Tombstones**](#gt_9d8e0963-13fa-4e19-a97f-7ce6bc90d20f) exist only when the [**Recycle Bin**](#gt_54624800-58f4-45e9-90bf-c9b52dcf98f3) [**optional feature**](#gt_785b66f1-22b3-450f-97aa-a24a39d04d47) is not enabled.

**tombstone lifetime**: The amount of time a deleted directory object remains in storage before it is permanently deleted. To avoid inconsistencies in object deletion, the [**tombstone lifetime**](#gt_d636f4dc-5f08-49ef-9a2b-765015cd3289) is configured to be many times longer than the worst-case replication latency.

**top level name (TLN)**: The [**DNS name**](#gt_102a36e2-f66f-49e2-bee3-558736b2ecd5) of the [**forest root domain NC**](#gt_9259fc5d-b976-44b0-b9a8-f7fe5e5ecf85).

**transitive membership**: An indirect group membership that occurs when an object is a member of a group that is a member of a second group. The object is a member of the second group through a [**transitive membership**](#gt_e0fdb1a9-78f0-4c47-b185-44bee5396caa).

**Transmission Control Protocol (TCP)**: A protocol used with the Internet Protocol (IP) to send data in the form of message units between computers over the Internet. TCP handles keeping track of the individual units of data (called packets) that a message is divided into for efficient routing through the Internet.

**Transport Layer Security (TLS)**: A security protocol that supports confidentiality and integrity of messages in client and server applications communicating over open networks. TLS supports server and, optionally, client authentication by using X.509 certificates (as specified in [X509]). TLS is standardized in the IETF TLS working group.

**trust**: To accept another authority's statements for the purposes of [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) and [**authorization**](#gt_5946f74c-27ca-4ef8-8630-f1a06cd8d59e), especially in the case of a relationship between two domains. If [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) A trusts [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) B, [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) A accepts [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) B's [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) and [**authorization**](#gt_5946f74c-27ca-4ef8-8630-f1a06cd8d59e) statements for [**principals**](#gt_8492780e-99e2-47ba-8553-aedb8de9f9c0) represented by [**security principal objects**](#gt_4bb21ec2-b7ec-435d-9b7c-1eae5ad8f3da) in [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) B; for example, the list of groups to which a particular user belongs. As a noun, a [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) is the relationship between two [**domains**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) described in the previous sentence.

**trust object**: An object representing a [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6).

**trust secret**: A pair of keys used to encrypt or sign sensitive protocol data between two trust authorities, such as domain controllers.

**trusted domain object (TDO)**: A collection of properties that define a trust relationship with another domain, such as direction (outbound, inbound, or both), trust attributes, name, and security identifier of the other domain. For more information, see [MS-ADTS].

**TTL-DN**: An alternative form of distinguished name (DN), applicable only to values of link valued attributes, that includes the time until the link is no longer returned to LDAP clients.

**Unicode**: A character encoding standard developed by the Unicode Consortium that represents almost all of the written languages of the world. The [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) standard [[UNICODE5.0.0/2007]](https://go.microsoft.com/fwlink/?LinkId=154659) provides three forms (UTF-8, UTF-16, and UTF-32) and seven schemes (UTF-8, UTF-16, UTF-16 BE, UTF-16 LE, UTF-32, UTF-32 LE, and UTF-32 BE).

**universal group**: An [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) that allows [**user objects**](#gt_e767a471-c3fa-4e4b-a40c-daeb08f82a17), [**global groups**](#gt_2002f42a-84dd-4401-ac8b-8088af87eae6), and [**universal groups**](#gt_f46053d6-0708-4094-ac63-57c1bcb73d32) from anywhere in the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) as members. A [**group object**](#gt_7ce4771c-2043-49b8-85d3-0c60c7789f9a) g is a [**universal group**](#gt_f46053d6-0708-4094-ac63-57c1bcb73d32) if and only if GROUP\_TYPE\_UNIVERSAL\_GROUP is present in g! groupType. A security-enabled universal group is valid for inclusion within ACLs anywhere in the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62). If a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) is in [**mixed mode**](#gt_06c1c70e-f2c6-4efd-bff8-474409e69660), then a [**universal group**](#gt_f46053d6-0708-4094-ac63-57c1bcb73d32) cannot be created in that [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). See also [**domain local group**](#gt_32226492-3c8c-4a99-a0d1-f27aaeec3c97), [**security-enabled group**](#gt_b771dd1c-cb36-49a5-9585-61e8f1528406).

**universally unique identifier (UUID)**: A 128-bit value. UUIDs can be used for multiple purposes, from tagging objects with an extremely short lifetime, to reliably identifying very persistent objects in cross-process communication such as client and server interfaces, manager entry-point vectors, and [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) objects. UUIDs are highly likely to be unique. UUIDs are also known as [**globally unique identifiers (GUIDs)**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) and these terms are used interchangeably in the Microsoft protocol technical documents (TDs). Interchanging the usage of these terms does not imply or require a specific algorithm or mechanism to generate the UUID. Specifically, the use of this term does not imply or require that the algorithms described in [RFC4122] or [C706] must be used for generating the UUID.

**update**: An add, modify, or delete of one or more objects or attribute values. See [**originating update**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20), [**replicated update**](#gt_2a923099-db0a-4932-af28-4354601e85c4).

**update sequence number (USN)**: A monotonically increasing sequence number used in assigning a stamp to an originating update. For more information, see [MS-ADTS].

**uplevel trust**: A trust in which both peers are running Windows 2000 or later domain controllers.

**User Datagram Protocol (UDP)**: The connectionless protocol within TCP/IP that corresponds to the transport layer in the ISO/OSI reference model.

**user object**: An object of class user. A user object is a security principal object; the principal is a person or service entity running on the computer. The shared secret allows the person or service entity to authenticate itself, as described in ([MS-AUTHSOD] section 1.1.1.1).

**user principal name (UPN)**: A user account name (sometimes referred to as the user logon name) and a domain name that identifies the domain in which the user account is located. This is the standard usage for logging on to a Windows domain. The format is: someone@example.com (in the form of an email address). In [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90), the userPrincipalName [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the account object, as described in [MS-ADTS].

**UTF-16**: A standard for encoding Unicode characters, defined in the Unicode standard, in which the most commonly used characters are defined as double-byte characters. Unless specified otherwise, this term refers to the UTF-16 encoding form specified in [UNICODE5.0.0/2007] section 3.9.

**UTF-8**: A byte-oriented standard for encoding Unicode characters, defined in the Unicode standard. Unless specified otherwise, this term refers to the UTF-8 encoding form specified in [UNICODE5.0.0/2007] section 3.9.

**Virtual List View (VLV) search**: Refers to a [**Lightweight Directory Access Protocol (LDAP)**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) search operation that enables the server to return a contiguous subset of a large search result set. [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) controls LDAP\_CONTROL\_VLVREQUEST and LDAP\_CONTROL\_VLVRESPONSE (section 3.1.1.3.4.1.17) that are used to perform a [**VLV search**](#gt_53de3392-040e-495e-b304-5252f1e89c26).

**well-known object (WKO)**: An [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) within an [**naming context (NC)**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) that can be located using a fixed [**globally unique identifier (GUID)**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1).

**Windows error code**: A 32-bit quantity where zero represents success and nonzero represents failure. The specific failure codes are specified in [[MS-ERREF]](%5bMS-ERREF%5d.pdf#Section_1bc92ddfb79e413cbbaa99a5281a6c90).

**Windows security descriptor**: See [**security descriptor**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350).

**writable naming context (NC) replica**: A [**naming context (NC)**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) replica that accepts originating updates. A [**writable NC replica**](#gt_51db485c-dcf6-4845-99b3-2df414ef0aa9) is always full, but a [**full NC replica**](#gt_f523a137-bda8-45a0-8c9b-f54d86b00bcb) is not always writable. Partial replicas are not writable. See also [**read-only full NC replica**](#gt_35d8ed8b-3578-461a-b717-2f87de6a0807).

**MAY, SHOULD, MUST, SHOULD NOT, MUST NOT:** These terms (in all caps) are used as defined in [[RFC2119]](https://go.microsoft.com/fwlink/?LinkId=90317). All statements of optional behavior use either MAY, SHOULD, or SHOULD NOT.
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## Overview

This is the primary specification for [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90). The state model for this specification is prerequisite to the other specifications for Active Directory: [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) and [[MS-SRPL]](%5bMS-SRPL%5d.pdf#Section_ec69eea50d5e428ab5bc66732aaeb866).

Active Directory is either deployed as [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) or as [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab). This document describes both forms. When the specification does not refer specifically to AD DS or AD LDS, it applies to both.

The remainder of this section describes the structure of this document.

The basic state model is specified in section [3.1.1.1](#Section_c30d7cccfd8b4a268345ce34064f3d2b). The basic state model is prerequisite to the remainder of the document. Section 3.1.1.1 also includes descriptive content to introduce key concepts and refer to places in the document where the full specification is given.

The [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) completes the state model and is specified in section [3.1.1.2](#Section_5859bab0f5454db680c69798b484b3d8). The schema is prerequisite to the remainder of the document.

Active Directory is a server for [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d). Section [3.1.1.3](#Section_3c5916a9f1a0429db937f8fe672d777c) specifies the extensions and variations of LDAP that are supported by Active Directory.

LDAP is an access protocol that determines very little about the behavior of the data being accessed. Section [3.1.1.4](#Section_34eb9be4ad7f43c6b9d75302d1ee638b) specifies read (LDAP Search) behaviors, and section [3.1.1.5](#Section_832b9a419bb44619ac40243561fa1e65) specifies [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) (LDAP Add, Modify, Modify DN, Delete) behaviors. Section [3.1.1.6](#Section_29e5a16994264374870e7f764e04db5e) specifies background tasks required due to write operations, to the extent that those tasks are exposed by protocols.

One of the update behaviors is the maintenance of the change log for use by Windows NT 4.0 [**backup domain controller (BDC)**](#gt_ce1138c6-7ab4-4c37-98b4-95599071c3c3) [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) [[MS-NRPC]](%5bMS-NRPC%5d.pdf#Section_ff8f970f3e3740f7bd4baf7336e4792f) section 3.6. The maintenance of this change log is specified in section [3.1.1.7](#Section_4f99984d2e9048e6b472f5869e5b90ed).

The security services that Active Directory offers clients of LDAP are specified in section [5.1](#Section_3cf530affad24e14aac8c416e25f9f43).

Active Directory contains a number of [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca), visible through LDAP, that have special significance to the system. Section [6.1](#Section_3a396e5621b442c5894664f25a03391e) specifies these objects.

A server running Active Directory is part of a distributed system that performs replication. The [**Knowledge Consistency Checker (KCC)**](#gt_c7d4f1f6-5285-4168-b21a-022f775a3f58) is a component that is used to create spanning trees for [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd)-to-DC replication, and is specified in section [6.2](#Section_f2e2f6c7b232406db48afc6ccf231202).

A server running Active Directory is responsible for publishing the services that it offers, in order to eliminate the administrative burden of configuring clients to use particular servers running Active Directory. A server running Active Directory also implements the server side of the [**LDAP ping**](#gt_a01cea16-0836-469c-81d4-9eeb52be1ad6) and [**mailslot ping**](#gt_0a5fd868-ff77-4beb-838e-79f98cbe3898) protocols to aid clients in selecting among all the servers offering the same service. Section [6.3](#Section_8ebcf78287fd4dc385851301569dfe4f) specifies how a server running Active Directory publishes its services, and how a client needing some service can use this publication plus the LDAP ping or mailslot ping to locate a suitable server.

Computers in a network with Active Directory can be put into a state called "domain joined"; when in this state, the computer can authenticate itself. Section [6.4](#Section_e5dd47ea3ff5451cb6fec3bda5591402) specifies both the state in Active Directory and the state on a computer required for the [**domain joined**](#gt_4c7bf578-c57e-4edb-98fa-759f851b1a91) state.

Each type of data stored in Active Directory has an associated function that compares two values to determine if they are equal and, if not, which is greater. Section 3.1.1.2 specifies all but one of these functions; the methodology for comparing two [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) strings is specified in section [6.5](#Section_fb01aa88fe3c4851a139318493addb9a).

## Relationship to Other Protocols

This is the primary specification for [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90). The state model for this specification is prerequisite to the specification for Active Directory described in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47). This Active Directory Technical Specification depends on the following protocols:

* Lightweight Directory Access Protocol (LDAP)
* Remote Procedure Call (RPC)
* Domain Name System (DNS)
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Figure 1: Protocol and technical specification relationships

Other protocols make use of implementations of the Active Directory Technical Specification as a data store.

## Prerequisites/Preconditions

[**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) requires an IP network and a [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) infrastructure.

## Applicability Statement

[**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) is not suitable for storing very large [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) values because, for instance, there is no provision for check-pointing a large data transfer to allow restart after a failure. The bandwidth and latency of typical networks makes Active Directory unsuitable for storing volatile data in [**replicated attributes**](#gt_74537956-c9e2-414a-a684-0fd75f204181). Active Directory is especially suitable for storing security account data, including passwords, and email address book data.

## Versioning and Capability Negotiation

Capability negotiation is performed using the root DSE as described in section [3.1.1.3.2](#Section_96f7b0861ca347649a0833f8f7a543db).

## Vendor-Extensible Fields

[**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) is not extensible by [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) applications. Applications extend the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) by adding [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca), including [**schema objects**](#gt_b639ec59-647b-4ac2-acb2-a67cda43bc6d) to control the application objects.

## Standards Assignments

[**Active Directory's**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) extensions and variations of [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) have no standards assignments. [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) uses private allocations for its LDAP [**global catalog (GC)**](#gt_4f5d605a-7b3f-4db7-8c21-b146856d7169) port (3268) and LDAP GC port with [**Secure Sockets Layer (SSL)**](#gt_d7ef66a9-f154-4d88-bda9-98bdf7235352)/[**Transport Layer Security (TLS)**](#gt_f2bc7fed-7e02-4fa5-91b3-97f5c978563a) (3269).

# Messages

The following sections specify how [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) is transported and denote common information such as bit flag values.

## Transport

[**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) transport is specified in section [3.1.1.3](#Section_3c5916a9f1a0429db937f8fe672d777c), and in [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 5 (for LDAPv3), in [[RFC1777]](https://go.microsoft.com/fwlink/?LinkId=90290) section 3 (for LDAPv2), and in [[RFC1798]](https://go.microsoft.com/fwlink/?LinkId=90292) section 3.1 (for both LDAPv2 and LDAPv3).

When sending any control to the DC which does not require a controlValue field, the client sets the controlValue field of the Control structure to an OctetString of length zero and explicitly encodes this rather than omitting the controlValue field as indicated in [RFC2251] section 4.12.1. The server MUST ignore any controlValue provided in such requests.

## Message Syntax

This section specifies types and data structures used in the remainder of this document. These type specifications reference the following:

* DWORD and FILETIME types: [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) sections 2.2.9 and 2.3.3.
* repsFrom, repsTo, replUpToDateVector abstract [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of an [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210): [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) sections 5.172, 5.173, and 5.166.
* ReplUpToDateVector abstract type of a NC replica: [MS-DRSR] section 5.166.
* kCCFailedConnections, kCCFailedLinks, RPCClientContexts, RPCOutgoingContexts, ldapConnections, and replicationQueue variables of a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd): [MS-DRSR] sections 5.111, 5.112, 5.177, 5.178, 5.116, and 5.164.
* [**Stamp**](#gt_ff635a35-a17d-477b-a30d-9723b415bf00) variable of an attribute: [MS-DRSR] section 5.11.
* Stamp variable of a [**link value**](#gt_659e8352-a6db-4752-8c05-4b21c602f238): [MS-DRSR] section 5.118.
* DS\_REPL\_ATTR\_META\_DATA\_2, DS\_REPL\_CURSOR\_3W, DS\_REPL\_KCC\_DSA\_FAILUREW, DS\_REPL\_NEIGHBORW, DS\_REPL\_OPW, DS\_REPL\_VALUE\_META\_DATA\_2 types: [MS-DRSR] section 4.1.13.1.
* IDL\_DRSGetReplInfo method: [MS-DRSR] section 4.1.13.

### LCID-Locale Mapping Table

The following table maps Windows locales (for example, French - France, Irish - Ireland) to numeric identifiers called locale identifiers (LCIDs). These numeric identifiers are used as input to the [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string comparison function specified in section [6.5](#Section_fb01aa88fe3c4851a139318493addb9a). They are also used to name Display Specifier [**containers**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56), specified in section [6.1.1.2.3](#Section_eb147f0259bc46538f074c7e8b5ac4b9), "Display Specifiers Container".

| LCID | Language | Location |
| --- | --- | --- |
| 0436 | Afrikaans | South Africa |
| 041c | Albanian | Albania |
| 0401 | Arabic | Saudi Arabia |
| 0801 | Arabic | Iraq |
| 0c01 | Arabic | Egypt |
| 1001 | Arabic | Libya |
| 1401 | Arabic | Algeria |
| 1801 | Arabic | Morocco |
| 1c01 | Arabic | Tunisia |
| 2001 | Arabic | Oman |
| 2401 | Arabic | Yemen |
| 2801 | Arabic | Syria |
| 2c01 | Arabic | Jordan |
| 3001 | Arabic | Lebanon |
| 3401 | Arabic | Kuwait |
| 3801 | Arabic | U.A.E. |
| 3c01 | Arabic | Bahrain |
| 4001 | Arabic | Qatar |
| 042b | Armenian | Armenia |
| 082c | Azeri (Cyrillic) | Azerbaijan |
| 042c | Azeri (Latin) | Azerbaijan |
| 042d | Basque | Basque |
| 0423 | Belarusian | Belarus |
| 201a | Bosnian (Cyrillic) | Bosnia and Herzegovina |
| 141a | Bosnian (Latin) | Bosnia and Herzegovina |
| 0402 | Bulgarian | Bulgaria |
| 0403 | Catalan | Catalan |
| 0004 | Chinese | Simplified |
| 0404 | Chinese | Taiwan |
| 0804 | Chinese | PRC |
| 0c04 | Chinese | Hong Kong SAR |
| 1004 | Chinese | Singapore |
| 1404 | Chinese | Macao SAR |
| 7c04 | Chinese | Traditional |
| 041a | Croatian | Croatia |
| 101a | Croatian (Latin) | Bosnia and Herzegovina |
| 0405 | Czech | Czech Republic |
| 0406 | Danish | Denmark |
| 0465 | Divehi | Maldives |
| 0813 | Dutch | Belgium |
| 0413 | Dutch | Netherlands |
| 1009 | English | Canada |
| 2009 | English | Jamaica |
| 2409 | English | Caribbean |
| 2809 | English | Belize |
| 2c09 | English | Trinidad |
| 0809 | English | United Kingdom |
| 1809 | English | Ireland |
| 1c09 | English | South Africa |
| 3009 | English | Zimbabwe |
| 0c09 | English | Australia |
| 1409 | English | New Zealand |
| 3409 | English | Philippines |
| 0409 | English | United States |
| 0425 | Estonian | Estonia |
| 0438 | Faroese | Faroe Islands |
| 0464 | Filipino | Philippines |
| 040b | Finnish | Finland |
| 0c0c | French | Canada |
| 040c | French | France |
| 180c | French | Monaco |
| 100c | French | Switzerland |
| 080c | French | Belgium |
| 140c | French | Luxembourg |
| 0462 | Frisian | Netherlands |
| 0456 | Galician | Galician |
| 0437 | Georgian | Georgia |
| 0407 | German | Germany |
| 0807 | German | Switzerland |
| 0c07 | German | Austria |
| 1407 | German | Liechtenstein |
| 1007 | German | Luxembourg |
| 0408 | Greek | Greece |
| 0447 | Gujarati | India |
| 040d | Hebrew | Israel |
| 0439 | Hindi | India |
| 040e | Hungarian | Hungary |
| 040f | Icelandic | Iceland |
| 0421 | Indonesian | Indonesia |
| 085d | Inuktitut (Latin) | Canada |
| 083c | Irish | Ireland |
| 0434 | isiXhosa | South Africa |
| 0435 | isiZulu | South Africa |
| 0410 | Italian | Italy |
| 0810 | Italian | Switzerland |
| 0411 | Japanese | Japan |
| 044b | Kannada | India |
| 043f | Kazakh | Kazakhstan |
| 0441 | Kiswahili | Kenya |
| 0457 | Konkani | India |
| 0412 | Korean | Korea |
| 0440 | Kyrgyz | Kirghizstan |
| 0426 | Latvian | Latvia |
| 0427 | Lithuanian | Lithuania |
| 046e | Luxembourgish | Luxembourg |
| 042f | North Macedonian | North Macedonia, Republic of |
| 043e | Malay | Malaysia |
| 083e | Malay | Brunei Darussalam |
| 043a | Maltese | Malta |
| 0481 | Maori | New Zealand |
| 047a | Mapudungun | Chile |
| 044e | Marathi | India |
| 047c | Mohawk | Mohawk |
| 0450 | Mongolian (Cyrillic) | Mongolia |
| 0461 | Nepali | Nepal |
| 0414 | Norwegian (Bokmål) | Norway |
| 0814 | Norwegian (Nynorsk) | Norway |
| 0463 | Pashto | Afghanistan |
| 0429 | Persian | Iran |
| 0415 | Polish | Poland |
| 0416 | Portuguese | Brazil |
| 0816 | Portuguese | Portugal |
| 0446 | Punjabi (Gurmukhi) | India |
| 046b | Quechua | Bolivia |
| 086b | Quechua | Ecuador |
| 0c6b | Quechua | Peru |
| 0418 | Romanian | Romania |
| 0417 | Romansh | Switzerland |
| 0419 | Russian | Russia |
| 243b | Sami, Inari | Finland |
| 143b | Sami, Lule | Sweden |
| 103b | Sami, Lule | Norway |
| 043b | Sami, Northern | Norway |
| 083b | Sami, Northern | Sweden |
| 0c3b | Sami, Northern | Finland |
| 203b | Sami, Skolt | Finland |
| 183b | Sami, Southern | Norway |
| 1c3b | Sami, Southern | Sweden |
| 044f | Sanskrit | India |
| 0c1a | Serbian (Cyrillic) | Serbia |
| 0c1a | Serbian (Cyrillic) | Montenegro |
| 1c1a | Serbian (Cyrillic) | Bosnia and Herzegovina |
| 081a | Serbian (Latin) | Serbia |
| 081a | Serbian (Latin) | Montenegro |
| 181a | Serbian (Latin) | Bosnia and Herzegovina |
| 046c | Sesotho sa Leboa | South Africa |
| 0432 | Setswana | South Africa |
| 041b | Slovak | Slovakia |
| 0424 | Slovenian | Slovenia |
| 080a | Spanish | Mexico |
| 100a | Spanish | Guatemala |
| 140a | Spanish | Costa Rica |
| 180a | Spanish | Panama |
| 1c0a | Spanish | Dominican Republic |
| 200a | Spanish | Venezuela |
| 240a | Spanish | Colombia |
| 280a | Spanish | Peru |
| 2c0a | Spanish | Argentina |
| 300a | Spanish | Ecuador |
| 340a | Spanish | Chile |
| 3c0a | Spanish | Paraguay |
| 400a | Spanish | Bolivia |
| 440a | Spanish | El Salvador |
| 480a | Spanish | Honduras |
| 4c0a | Spanish | Nicaragua |
| 500a | Spanish | Commonwealth of Puerto Rico |
| 380a | Spanish | Uruguay |
| 0c0a | Spanish (International Sort) | Spain |
| 040a | Spanish (Traditional Sort) | Spain |
| 041d | Swedish | Sweden |
| 081d | Swedish | Finland |
| 045a | Syriac | Syria |
| 0449 | Tamil | India |
| 0444 | Tatar | Russia |
| 044a | Telugu | India |
| 041e | Thai | Thailand |
| 041f | Turkish | Turkey |
| 0422 | Ukrainian | Ukraine |
| 0420 | Urdu | Pakistan |
| 0843 | Uzbek (Cyrillic) | Uzbekistan |
| 0443 | Uzbek (Latin) | Uzbekistan |
| 042a | Vietnamese | Vietnam |
| 0452 | Welsh | United Kingdom |

### DS\_REPL\_NEIGHBORW\_BLOB

The DS\_REPL\_NEIGHBORW\_BLOB structure is a representation of a tuple from the repsFrom or repsTo abstract [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of an [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210). This structure, retrieved using an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) search method, is an alternative representation of DS\_REPL\_NEIGHBORW, retrieved using the IDL\_DRSGetReplInfo [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) method.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| oszNamingContext | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| oszSourceDsaDN | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| oszSourceDsaAddress | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| oszAsyncIntersiteTransportDN | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| dwReplicaFlags | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| dwReserved | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| uuidNamingContextObjGuid (16 bytes) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| uuidSourceDsaObjGuid (16 bytes) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| uuidSourceDsaInvocationID (16 bytes) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| uuidAsyncIntersiteTransportObjGuid (16 bytes) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| usnLastObjChangeSynced | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| usnAttributeFilter | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ftimeLastSyncSuccess | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ftimeLastSyncAttempt | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| dwLastSyncResult | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| cNumConsecutiveSyncFailures | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| data (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**oszNamingContext (4 bytes):** A 32-bit offset, in bytes, from the address of this structure to a null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the [**naming context (NC)**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) to which this [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) state data pertains.

**oszSourceDsaDN (4 bytes):** A 32-bit offset, in bytes, from the address of this structure to a null-terminated Unicode string that contains the [**distinguished name (DN)**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the [**nTDSDSA object**](#gt_dc90b593-841f-4c6d-8032-b32e58e887a8) of the source server to which this replication state data pertains. Each source server has different associated neighbor data.

**oszSourceDsaAddress (4 bytes):** A 32-bit offset, in bytes, from the address of this structure to a null-terminated Unicode string that contains the transport-specific network address of the source server—that is, a [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) name service name for RPC/IP replication, or a [**Simple Mail Transfer Protocol (SMTP)**](#gt_0678be67-e739-4e33-97fe-2b03b903a379) address for an SMTP replication.

**oszAsyncIntersiteTransportDN (4 bytes):** A 32-bit offset, in bytes, from the address of this structure to a null-terminated Unicode string that contains the DN of the interSiteTransport [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) (as specified in [[MS-ADSC]](%5bMS-ADSC%5d.pdf#Section_9abb5e97123d4da99557b353ab79b830) section 2.65) that corresponds to the transport over which replication is performed. This member contains NULL for RPC/IP replication.

**dwReplicaFlags (4 bytes):** A 32-bit bit field containing a set of flags that specify attributes and options for the replication data. This can be zero or a combination of one or more of the following flags presented in [**big-endian**](#gt_6f6f9e8e-5966-4727-8527-7e02fb864e7e) byte order.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| X | X | N C N | C C | X | X | X | X | X | X | N S | X | X | X | F S N | F S P | X | X | X | X | X | X | T W S | X | A I T | D S S | S O S | W | X | X | X | X |

**X:** Unused. Must be zero and ignored.

**W (DS\_REPL\_NBR\_WRITEABLE, 0x00000010):** The NC replica is writable.

**SOS (DS\_REPL\_NBR\_SYNC\_ON\_STARTUP, 0x00000020):** Replication of this NC from this source is attempted when the destination server is booted.

**DSS (DS\_REPL\_NBR\_DO\_SCHEDULED\_SYNCS, 0x00000040):** Perform replication on a schedule.

**AIT (DS\_REPL\_NBR\_USE\_ASYNC\_INTERSITE\_TRANSPORT, 0x00000080):** Perform replication indirectly through the Inter-Site Messaging Service. This flag is set only when replicating over SMTP. This flag is not set when replicating over inter-[**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) RPC/IP.

**TWS (DS\_REPL\_NBR\_TWO\_WAY\_SYNC, 0x00000200):** When inbound replication is complete, the destination server requests the source server to synchronize in the reverse direction.

**FSP (DS\_REPL\_NBR\_FULL\_SYNC\_IN\_PROGRESS, 0x00010000):** The destination server is performing a full synchronization from the source server.

**FSN (DS\_REPL\_NBR\_FULL\_SYNC\_NEXT\_PACKET, 0x00020000):** The last packet from the source indicated a modification of an object that the destination server has not yet created. The next packet to be requested instructs the source server to put all attributes of the modified object into the packet.

**NS (DS\_REPL\_NBR\_NEVER\_SYNCED, 0x00200000):** A synchronization has never been successfully completed from this source.

**CC (DS\_REPL\_NBR\_COMPRESS\_CHANGES, 0x10000000):** Changes received from this source are to be compressed.

**NCN (DS\_REPL\_NBR\_NO\_CHANGE\_NOTIFICATIONS, 0x20000000):** Applies to repsFrom only. The [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) storing this repsFrom is not configured to receive change notifications from this source.

**dwReserved (4 bytes):** Reserved for future use.

**uuidNamingContextObjGuid (16 bytes):** A GUID structure, as defined in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.3.4, specifying the objectGUID of the NC that corresponds to oszNamingContext.

**uuidSourceDsaObjGuid (16 bytes):** A GUID structure, as defined in [MS-DTYP] section 2.3.4, specifying the objectGUID of the nTDSDSA object that corresponds to oszSourceDsaDN.

**uuidSourceDsaInvocationID (16 bytes):** A GUID structure, as defined in [MS-DTYP] section 2.3.4, specifying the [**invocationId**](#gt_e7869b9a-61fa-46e3-89dd-fb3f57d1ba7a) used by the source server as of the last replication attempt.

**uuidAsyncIntersiteTransportObjGuid (16 bytes):** A GUID structure, as defined in [MS-DTYP] section 2.3.4, specifying the objectGUID of the intersite transport object that corresponds to oszAsyncIntersiteTransportDN.

**usnLastObjChangeSynced (8 bytes):** An [**update sequence number (USN)**](#gt_01936446-8739-4b98-b83f-fb5e2a53ce4c) value, as defined in section [3.1.1.1.9](#Section_03c3c09103aa42d0a7bf7c5f8adaf0c2), containing the USN of the last object [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) received.

**usnAttributeFilter (8 bytes):** A USN value, as defined in section 3.1.1.1.9, containing the usnLastObjChangeSynced value at the end of the last complete, successful [**replication cycle**](#gt_e14454ba-5d3b-4fdb-99e5-50ecf632bd16), or 0 if none.

**ftimeLastSyncSuccess (8 bytes):** A FILETIME structure that contains the date and time that the last successful replication cycle was completed from this source. All members of this structure are zero if the replication cycle has never been completed.

**ftimeLastSyncAttempt (8 bytes):** A FILETIME structure that contains the date and time of the last replication attempt from this source. All members of this structure are zero if the replication has never been attempted.

**dwLastSyncResult (4 bytes):** A 32-bit unsigned integer specifying a [**Windows error code**](#gt_459db7bd-5066-44e3-89c1-f0e4806b7a1b) associated with the last replication attempt from this source. Contains ERROR\_SUCCESS if the last attempt was successful or replication was not attempted.

**cNumConsecutiveSyncFailures (4 bytes):** A 32-bit integer specifying the number of failed replication attempts that have been made from this source since the last successful replication attempt or since the source was added as a neighbor, if no previous attempt succeeded.

**data (variable):** This field contains all the null-terminated strings that are pointed to by the offset fields in the structure (oszNamingContext, oszSourceDsaDN, oszSourceDsaAddress, oszAsyncIntersiteTransportDN). The strings are packed into this field, and the offsets can be used to determine the start of each string.

-

All multibyte fields have little-endian byte ordering.

### DS\_REPL\_KCC\_DSA\_FAILUREW\_BLOB

The DS\_REPL\_KCC\_DSA\_FAILUREW\_BLOB structure is a representation of a tuple from the *kCCFailedConnections* or *kCCFailedLinks* variables of a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). This structure, retrieved using an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) search method, is an alternative representation of DS\_REPL\_KCC\_DSA\_FAILUREW, retrieved using the IDL\_DRSGetReplInfo [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) method.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| oszDsaDN | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| uuidDsaObjGuid (16 bytes) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ftimeFirstFailure | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| cNumFailures | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| dwLastResult | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| data (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**oszDsaDN (4 bytes):** A 32-bit offset, in bytes, from the address of this structure to a null-terminated string that contains the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the [**nTDSDSA object**](#gt_dc90b593-841f-4c6d-8032-b32e58e887a8) of the source server.

**uuidDsaObjGuid (16 bytes):** A GUID structure, defined in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.3.4, specifying the objectGUID of the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) represented by the oszDsaDN member.

**ftimeFirstFailure (8 bytes):** A FILETIME structure, the content of which depends on the requested binary [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) data.

| Attribute requested | Meaning |
| --- | --- |
| [msDS-ReplConnectionFailures](#Section_b4a0b2bf95f940b49301834ccadea40c) | Contains the date and time that the first failure occurred when attempting to establish a [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) link to the source server. |
| msDS-ReplLinkFailures | Contains the date and time that the first failure occurred when replicating from the source server. |

**cNumFailures (4 bytes):** A 32-bit unsigned integer specifying the number of consecutive failures since the last successful replication.

**dwLastResult (4 bytes):** A 32-bit unsigned integer specifying the error code associated with the most recent failure, or ERROR\_SUCCESS if no failures occurred.

**data (variable):** The **data** field contains the null-terminated string that contains the DN of the nTDSDSA object of the source server.

All multibyte fields have little-endian byte ordering.

### DS\_REPL\_OPW\_BLOB

The DS\_REPL\_OPW\_BLOB structure is a representation of a tuple from the **replicationQueue** variable of a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). This structure, retrieved using an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) search method, is an alternative representation of DS\_REPL\_OPW, retrieved using the IDL\_DRSGetReplInfo [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) method.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| ftimeEnqueued | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ulSerialNumber | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ulPriority | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| opType | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ulOptions | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| oszNamingContext | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| oszDsaDN | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| oszDsaAddress | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| uuidNamingContextObjGuid (16 bytes) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| uuidDsaObjGuid (16 bytes) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| data (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**ftimeEnqueued (8 bytes):** A FILETIME structure that contains the date and time that this operation was added to the queue.

**ulSerialNumber (4 bytes):** An unsigned integer specifying the identifier of the operation. The counter used to assign this identifier is volatile; it is reset during startup of a DC. Therefore, these identifiers are only unique between restarts of a DC.

**ulPriority (4 bytes):**  An unsigned integer specifying the priority value of this operation. Tasks with a higher priority value are executed first. The priority is calculated by the server based on the type of operation and its parameters.

**opType (4 bytes):** Contains one of the following values that indicate the type of operation that this structure represents.

| Operation | Value |
| --- | --- |
| DS\_REPL\_OP\_TYPE\_SYNC | 0 |
| DS\_REPL\_OP\_TYPE\_ADD | 1 |
| DS\_REPL\_OP\_TYPE\_DELETE | 2 |
| DS\_REPL\_OP\_TYPE\_MODIFY | 3 |
| DS\_REPL\_OP\_TYPE\_UPDATE\_REFS | 4 |

**ulOptions (4 bytes):** Zero or more bits from the Directory Replication Service (DRS) options defined in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 5.41, the interpretation of which depends on the **opType**.

**oszNamingContext (4 bytes):** Contains a 32-bit offset, in bytes, from the address of this structure to a null-terminated string that contains the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) associated with this operation (for example, the NC to be synchronized for DS\_REPL\_OP\_TYPE\_SYNC).

**oszDsaDN (4 bytes):** Contains a 32-bit offset, in bytes, from the address of this structure to a null-terminated string that contains the DN of the [**nTDSDSA object**](#gt_dc90b593-841f-4c6d-8032-b32e58e887a8) of the remote server corresponding to this operation. For example, the server from which to ask for changes for DS\_REPL\_OP\_TYPE\_SYNC. This can be NULL.

**oszDsaAddress (4 bytes):** Contains a 32-bit offset, in bytes, from the address of this structure to a null-terminated string that contains the transport-specific network address of the remote server associated with this operation. For example, the [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) or [**SMTP**](#gt_0678be67-e739-4e33-97fe-2b03b903a379) address of the server from which to ask for changes for DS\_REPL\_OP\_TYPE\_SYNC. This can be NULL.

**uuidNamingContextObjGuid (16 bytes):** A GUID structure, as defined in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.3.4, specifying the objectGUID of the NC identified by oszNamingContext.

**uuidDsaObjGuid (16 bytes):** A GUID structure, as defined in [MS-DTYP] section 2.3.4, specifying the objectGUID of the directory system agent [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) identified by oszDsaDN.

**data (variable):** This field contains all the null-terminated strings that are pointed to by the offset fields in the structure (**oszNamingContext**, **oszDsaDN**, **oszDsaAddress**). The strings are packed into this field and the offsets can be used to determine the start of each string.

All multibyte fields have little-endian byte ordering.

### DS\_REPL\_QUEUE\_STATISTICSW\_BLOB

The DS\_REPL\_QUEUE\_STATISTICSW\_BLOB structure contains the statistics related to the *replicationQueue* variable of a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), returned by reading the [msDS-ReplQueueStatistics (section 3.1.1.3.2.30)](#Section_c0793fe45ba848c8b284525d533ed49f) [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6) [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f).

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| ftimeCurrentOpStarted | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| cNumPendingOps | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ftimeOldestSync | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ftimeOldestAdd | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ftimeOldestMod | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ftimeOldestDel | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ftimeOldestUpdRefs | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**ftimeCurrentOpStarted (8 bytes):** A FILETIME structure that contains the date and time that the currently running operation started.

**cNumPendingOps (4 bytes):** An unsigned integer specifying the number of currently pending operations.

**ftimeOldestSync (8 bytes):** A FILETIME structure that contains the date and time of the oldest synchronization operation.

**ftimeOldestAdd (8 bytes):** A FILETIME structure that contains the date and time of the oldest add operation.

**ftimeOldestMod (8 bytes):** A FILETIME structure that contains the date and time of the oldest modification operation.

**ftimeOldestDel (8 bytes):** A FILETIME structure that contains the date and time of the oldest delete operation.

**ftimeOldestUpdRefs (8 bytes):** A FILETIME structure that contains the date and time of the oldest reference [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) operation.

All multibyte fields have little-endian byte ordering.

### DS\_REPL\_CURSOR\_BLOB

The DS\_REPL\_CURSOR\_BLOB is the packet representation of the ReplUpToDateVector type ([[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 5.166) of an [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210). This structure, retrieved using an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) search method, is an alternative representation of DS\_REPL\_CURSOR\_3W, retrieved using the IDL\_DRSGetReplInfo [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) method.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| uuidSourceDsaInvocationID (16 bytes) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| usnAttributeFilter | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| fTimeLastSyncSuccess | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| oszSourceDsaDN | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| data (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**uuidSourceDsaInvocationID (16 bytes):** A GUID structure, defined in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.3.4, specifying the [**invocationId**](#gt_e7869b9a-61fa-46e3-89dd-fb3f57d1ba7a) of the originating server to which the usnAttributeFilter corresponds.

**usnAttributeFilter (8 bytes):** A [**USN**](#gt_01936446-8739-4b98-b83f-fb5e2a53ce4c) value, as defined in section [3.1.1.1.9](#Section_03c3c09103aa42d0a7bf7c5f8adaf0c2), containing the maximum USN to which the destination server can indicate that it has recorded all changes originated by the given server at USNs less than or equal to this USN. This is used to [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda) changes at [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) source servers that the destination server has already applied.

**fTimeLastSyncSuccess (8 bytes):** A FILETIME structure that contains the date and time of the last successful synchronization operation.

**oszSourceDsaDN (4 bytes):** Contains a 32-bit offset, in bytes, from the address of this structure to a null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string. The string contains the [**distinguished name**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the [**directory service agent (DSA)**](#gt_919e41e4-f321-43ed-bbe5-675ca4cd9a28) that corresponds to the source server to which this replication state data applies.

**data (variable):** This field contains the null-terminated string pointed to by the offset field in the structure (oszSourceDsaDN). The offset can be used to determine the start of the string.

All multibyte fields have little-endian byte ordering.

### DS\_REPL\_ATTR\_META\_DATA\_BLOB

The DS\_REPL\_ATTR\_META\_DATA\_BLOB packet is a representation of a *stamp* variable (of type [**AttributeStamp**](#gt_8b76bf17-8a80-4f43-abb8-2e0feed5509f)) of an [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f). This structure, retrieved using an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) search method, is an alternative representation of DS\_REPL\_ATTR\_META\_DATA\_2, retrieved using the IDL\_DRSGetReplInfo [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) method.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| oszAttributeName | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| dwVersion | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ftimeLastOriginatingChange | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| uuidLastOriginatingDsaInvocationID (16 bytes) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| usnOriginatingChange | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| usnLocalChange | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| oszLastOriginatingDsaDN | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| data (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**oszAttributeName (4 bytes):** Contains a 32-bit offset, in bytes, from the address of this structure to a null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the LDAP display name of the attribute corresponding to this metadata.

**dwVersion (4 bytes):** Contains the *dwVersion* of this attribute's AttributeStamp, as specified in section [3.1.1.1.9](#Section_03c3c09103aa42d0a7bf7c5f8adaf0c2).

**ftimeLastOriginatingChange (8 bytes):** Contains the *timeChanged* of this attribute's AttributeStamp, as specified in section 3.1.1.1.9.

**uuidLastOriginatingDsaInvocationID (16 bytes):** Contains the *uuidOriginating* of this attribute's AttributeStamp, as specified in section 3.1.1.1.9.

**usnOriginatingChange (8 bytes):** Contains the *usnOriginating* of this attribute's AttributeStamp, as specified in section 3.1.1.1.9.

**usnLocalChange (8 bytes):** A [**USN**](#gt_01936446-8739-4b98-b83f-fb5e2a53ce4c) value, defined in section 3.1.1.1.9, specifying the USN on the destination server (the server from which the metadata information is retrieved) at which the last change to this attribute was applied. This value typically is different on all servers.

**oszLastOriginatingDsaDN (4 bytes):** Contains a 32-bit offset, in bytes, from the address of this structure to a null-terminated Unicode string that contains the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the [**nTDSDSA object**](#gt_dc90b593-841f-4c6d-8032-b32e58e887a8) of the server that originated the last [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb).

**data (variable):** This field contains all the null-terminated strings that are pointed to by the offset fields in the structure (oszAttributeName, oszLastOriginatingDsaDN). The strings are packed into this field, and the offsets can be used to determine the start of each string.

All multibyte fields have little-endian byte ordering.

### DS\_REPL\_VALUE\_META\_DATA\_BLOB

The DS\_REPL\_VALUE\_META\_DATA\_BLOB packet is a representation of a *stamp* variable (of type *LinkValueStamp*) of a [**link value**](#gt_659e8352-a6db-4752-8c05-4b21c602f238). This structure, retrieved using an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) search method, is an alternative representation of DS\_REPL\_VALUE\_META\_DATA\_2, retrieved using the IDL\_DRSGetReplInfo [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) method.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| oszAttributeName | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| oszObjectDn | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| cbData | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| pbData | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ftimeDeleted | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ftimeCreated | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| dwVersion | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ftimeLastOriginatingChange | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| uuidLastOriginatingDsaInvocationID (16 bytes) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| usnOriginatingChange | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| usnLocalChange | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| oszLastOriginatingDsaDN | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| data (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**oszAttributeName (4 bytes):** Contains a 32-bit offset, in bytes, from the address of this structure to a null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the LDAP display name of the [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) corresponding to this metadata.

**oszObjectDn (4 bytes):** Contains a 32-bit offset, in bytes, from the address of this structure to a null-terminated Unicode string that contains the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that this attribute belongs to.

**cbData (4 bytes):** Contains the number of bytes in the pbData array.

**pbData (4 bytes):** Contains a 32-bit offset, in bytes, from the address of this structure to a buffer that contains the attribute [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) metadata. The **cbData** member contains the length, in bytes, of this buffer.

**ftimeDeleted (8 bytes):** Contains the *timeDeleted* of this link value's *LinkValueStamp*, as specified in section [3.1.1.1.9](#Section_03c3c09103aa42d0a7bf7c5f8adaf0c2).

**ftimeCreated (8 bytes):** Contains the *timeCreated* of this link value's *LinkValueStamp*, as specified in section 3.1.1.1.9.

**dwVersion (4 bytes):** Contains the *dwVersion* of this link value's *LinkValueStamp*, as specified in section 3.1.1.1.9.

**ftimeLastOriginatingChange (8 bytes):** Contains the *timeChanged* of this link value's *LinkValueStamp*, as specified in section 3.1.1.1.9.

**uuidLastOriginatingDsaInvocationID (16 bytes):** Contains the *uuidOriginating* of this link value's *LinkValueStamp*, as specified in section 3.1.1.1.9.

**usnOriginatingChange (8 bytes):** Contains the *usnOriginating* of this link value's *LinkValueStamp*, as specified in section 3.1.1.1.9.

**usnLocalChange (8 bytes):** Specifies the [**USN**](#gt_01936446-8739-4b98-b83f-fb5e2a53ce4c), as found on the server from which the metadata information is being retrieved, at which the last change to this attribute was applied. This value is typically different on all servers.

**oszLastOriginatingDsaDN (4 bytes):** Contains a 32-bit offset, in bytes, from the address of this structure to a null-terminated Unicode string that contains the DN of the [**nTDSDSA object**](#gt_dc90b593-841f-4c6d-8032-b32e58e887a8) of the server that originated the last replication.

**data (variable):** This field contains all the null-terminated strings that are pointed to by the offset fields in the structure (oszAttributeName, oszObjectDn, oszLastOriginatingDsaDN) and the buffer pointed to by **pbData**. The strings and buffers are packed into this field (aligned at 32-bit boundaries), and the offsets can be used to determine the start of each string.

All multibyte fields have little-endian byte ordering.

### Search Flags

The following table defines the valid search flags used on [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f), as specified in section [3.1.1.2.3](#Section_cf133d47b3584add81d315ea1cff9cd9). The flags are presented in [**big-endian**](#gt_6f6f9e8e-5966-4727-8527-7e02fb864e7e) byte order.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | S E | B O | X L | R O | N V | C F | S T | T P | C P | P R | A R | P I | I X |

**X:** Unused. Must be zero and ignored.

**IX (fATTINDEX, 0x00000001):** Specifies a hint to the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) to create an index for the attribute.

**PI (fPDNTATTINDEX, 0x00000002):** Specifies a hint to the DC to create an index for the [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) and the attribute.

**AR(fANR, 0x00000004):** Specifies that the attribute is a member of the [**ambiguous name resolution (ANR)**](#gt_74f3dfcc-c54c-4005-8a9e-d88b95c5d33b) set.

**PR (fPRESERVEONDELETE, 0x00000008):** Specifies that the attribute MUST be preserved on [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) after deletion of the object (that is, when the object is transformed to a [**tombstone**](#gt_9d8e0963-13fa-4e19-a97f-7ce6bc90d20f), [**deleted-object**](#gt_d9c9e99f-74f1-483e-bcb1-310e75ff1344), or [**recycled-object**](#gt_156b927d-f1ce-4629-993f-18f0cd5e1e12)). This flag is ignored on [**link attributes**](#gt_be41074d-ce6b-4488-853a-4bbb3ea243ce), objectCategory, and sAMAccountType.

**CP (fCOPY, 0x00000010):** Specifies a hint to [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) clients that the attribute is intended to be copied when copying the object. This flag is not interpreted by the server.

**TP (fTUPLEINDEX, 0x00000020):** Specifies a hint for the DC to create a tuple index for the attribute. This will affect the performance of searches where the wildcard appears at the front of the search string.

**ST (fSUBTREEATTINDEX, 0x00000040):** Specifies a hint for the DC to create subtree index for a [**Virtual List View (VLV) search**](#gt_53de3392-040e-495e-b304-5252f1e89c26).

**CF (fCONFIDENTIAL, 0x00000080):** Specifies that the attribute is confidential. An [extended access check (section 3.1.1.4.4)](#Section_e6685d315d8742d08a5fe55d337f47cd) is required.

**Note**: The effect of this flag can vary depending on whether the LDAP\_SERVER\_DIRSYNC\_OID control (section [3.1.1.3.4.1.3](#Section_2213a7f20a36483cb2a48574d53aa1e3)) or the LDAP\_SERVER\_DIRSYNC\_EX\_OID control (section [3.1.1.3.4.1.29](#Section_a568cbbe508245ca94270a6793646b89)) is present in an LDAP search request. If neither of these controls is present, a confidential attribute will not be included in the LDAP search response. If one of these controls is present and the LDAP\_DIRSYNC\_OBJECT\_SECURITY flag is set (see section 3.1.1.3.4.1.3), a confidential attribute might be included in the response, but its value will be empty.

**NV (fNEVERVALUEAUDIT, 0x00000100):** Specifies that auditing of changes to individual values contained in this attribute MUST NOT be performed. Auditing is outside of the state model.

**RO (fRODCFilteredAttribute, 0x00000200):** Specifies that the attribute is a member of the [**filtered attribute set**](#gt_1bbc9ed8-f11c-4be6-8a41-1f396785602d).

**XL (fEXTENDEDLINKTRACKING, 0x00000400):** Specifies a hint to the DC to perform additional implementation-specific, nonvisible tracking of [**link values**](#gt_659e8352-a6db-4752-8c05-4b21c602f238). The behavior of this hint is outside the state model.

**BO (fBASEONLY, 0x00000800):** Specifies that the attribute is not to be returned by search operations that are not scoped to a single object. Read operations that would otherwise return an attribute that has this search flag set instead fail with *operationsError* / *ERROR\_DS\_NON\_BASE\_SEARCH*.

**SE (fPARTITIONSECRET, 0x00001000):** Specifies that the attribute is a partition secret. An extended [**access check**](#gt_d7906f17-bb2c-4193-a3f0-848bcc351dec) is required.

Flags that specify "hints" only direct the server to create certain indices that affect the system performance. The effects of these flags are outside the state model. Implementations are permitted to ignore these flags.

### System Flags

The following table defines the valid system flags used on [**directory objects**](#gt_407dbc2c-3140-4e31-9085-0087e2d3bab2). The flags are presented in [**big-endian**](#gt_6f6f9e8e-5966-4727-8527-7e02fb864e7e) byte order.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| D D | A R | A M | A L | D R | D M | D E | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | R D | B S | O P | C S | P S | N R |

**X:** Unused. Must be zero and ignored.

**NR (FLAG\_ATTR\_NOT\_REPLICATED or FLAG\_CR\_NTDS\_NC, 0x00000001):** When used on an attributeSchema [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca), it specifies that this [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is not replicated. If it is used on a [**crossRef object**](#gt_353fac65-0774-4ba8-8081-eb4c963f94e7), it specifies that the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) that the crossRef is for is an [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) NC.

**PS (FLAG\_ATTR\_REQ\_PARTIAL\_SET\_MEMBER or FLAG\_CR\_NTDS\_DOMAIN, 0x00000002):** When used on an attributeSchema object, it specifies that the attribute is a member of a [**partial attribute set (PAS)**](#gt_2b3cc270-8a21-4402-bb8b-9bebac24bdaa). If used on a crossRef object, it specifies that the NC is a [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef).

**CS (FLAG\_ATTR\_IS\_CONSTRUCTED or FLAG\_CR\_NTDS\_NOT\_GC\_REPLICATED, 0x00000004):** When used on an attributeSchema object, this flag specifies that the attribute is a [**constructed attribute**](#gt_d848b035-c151-4fd8-88d9-9f152d053fee). If used on a crossRef object, it specifies that the NC is not to be replicated to [**GCs**](#gt_4f5d605a-7b3f-4db7-8c21-b146856d7169).

**OP (FLAG\_ATTR\_IS\_OPERATIONAL, 0x00000008):** Only used on an attributeSchema object. It specifies that the attribute is an [**operational attribute**](#gt_ba7a153c-1ea4-4594-9e6f-6373c73a75a7).

**BS (FLAG\_SCHEMA\_BASE\_OBJECT, 0x00000010):** Only used on attributeSchema and classSchema objects. It specifies that this attribute or class is part of the base [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093). Modifications to base [**schema objects**](#gt_b639ec59-647b-4ac2-acb2-a67cda43bc6d) are specially restricted.

**RD (FLAG\_ATTR\_IS\_RDN, 0x00000020):** Only used on an attributeSchema object. It specifies that this attribute can be used as an [**RDN attribute**](#gt_8b8cbf4d-c7f7-47f9-bd6e-b402fae62c38).

**DE (FLAG\_DISALLOW\_MOVE\_ON\_DELETE, 0x02000000):** Specifies that the object does not move to the [**Deleted Objects**](#gt_d9c9e99f-74f1-483e-bcb1-310e75ff1344) [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) when the object is deleted.

**DM (FLAG\_DOMAIN\_DISALLOW\_MOVE, 0x04000000):** Specifies that if the object is in a domain NC, the object cannot be moved.

**DR (FLAG\_DOMAIN\_DISALLOW\_RENAME, 0x08000000):** Specifies that if the object is in a domain NC, the object cannot be renamed.

**AL (FLAG\_CONFIG\_ALLOW\_LIMITED\_MOVE, 0x10000000):** Specifies that if the object is in the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625), the object can be moved, with restrictions.

**AM (FLAG\_CONFIG\_ALLOW\_MOVE, 0x20000000):** Specifies that if the object is in the config NC, the object can be moved.

**AR (FLAG\_CONFIG\_ALLOW\_RENAME, 0x40000000):** Specifies that if the object is in the config NC, the object can be renamed.

**DD (FLAG\_DISALLOW\_DELETE, 0x80000000):** Specifies that the object cannot be deleted.

### schemaFlagsEx Flags

The following table defines the valid schemaFlagsEx flags that are used on [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f), as specified in section [3.1.1.2.3](#Section_cf133d47b3584add81d315ea1cff9cd9). The flags are presented in [**big-endian**](#gt_6f6f9e8e-5966-4727-8527-7e02fb864e7e) byte order.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | C R |

**X:** Unused. MUST be zero and ignored.

**CR (FLAG\_ATTR\_IS\_CRITICAL, 0x00000001):** Specifies that the attribute is not a member of the [**filtered attribute set**](#gt_1bbc9ed8-f11c-4be6-8a41-1f396785602d) even if the fRODCFilteredAttribute flag is set. For more information, see sections 3.1.1.2.3 and [3.1.1.2.3.5](#Section_466836294da34f0db5f94950d87f54d8).

### Group Type Flags

Constants for defining [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) type. These constants define the values that are used in the groupType [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f).

| Symbolic name | Value |
| --- | --- |
| GROUP\_TYPE\_BUILTIN\_LOCAL\_GROUP | 0x00000001 |
| GROUP\_TYPE\_ACCOUNT\_GROUP | 0x00000002 |
| GROUP\_TYPE\_RESOURCE\_GROUP | 0x00000004 |
| GROUP\_TYPE\_UNIVERSAL\_GROUP | 0x00000008 |
| GROUP\_TYPE\_APP\_BASIC\_GROUP | 0x00000010 |
| GROUP\_TYPE\_APP\_QUERY\_GROUP | 0x00000020 |
| GROUP\_TYPE\_SECURITY\_ENABLED | 0x80000000 |

**GROUP\_TYPE\_BUILTIN\_LOCAL\_GROUP:** Specifies a group that is created by the system.

**GROUP\_TYPE\_ACCOUNT\_GROUP:** Specifies a [**global group**](#gt_2002f42a-84dd-4401-ac8b-8088af87eae6).

**GROUP\_TYPE\_RESOURCE\_GROUP:** Specifies a [**domain local group**](#gt_32226492-3c8c-4a99-a0d1-f27aaeec3c97).

**GROUP\_TYPE\_UNIVERSAL\_GROUP:** Specifies a [**universal group**](#gt_f46053d6-0708-4094-ac63-57c1bcb73d32).

**GROUP\_TYPE\_APP\_BASIC\_GROUP:** Groups of this type are not used by [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90). This constant is included in this document because the value of this constant is used by Active Directory in processing the groupType attribute (see section [3.1.1.5.4.2.2](#Section_ddfd32cf615c4e989d8fe490e13c3c71)).

**GROUP\_TYPE\_APP\_QUERY\_GROUP:** Groups of this type are not used by Active Directory. This constant is included in this document because the value of this constant is used by Active Directory in processing the groupType attribute.

**GROUP\_TYPE\_SECURITY\_ENABLED:** Specifies a [**security-enabled group**](#gt_b771dd1c-cb36-49a5-9585-61e8f1528406).

The flag GROUP\_TYPE\_BUILTIN\_LOCAL\_GROUP is reserved for use by the system, and can be set in combination with other flags on system-created **Builtin** [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) (see section [6.1.1.4.12](#Section_64f3fef061c14b4594075ccfb5385450)). The flag GROUP\_TYPE\_BUILTIN\_LOCAL\_GROUP cannot be set by clients.

Otherwise, the flags GROUP\_TYPE\_ACCOUNT\_GROUP, GROUP\_TYPE\_RESOURCE\_GROUP, GROUP\_TYPE\_UNIVERSAL\_GROUP, GROUP\_TYPE\_APP\_BASIC\_GROUP, and GROUP\_TYPE\_APP\_QUERY\_GROUP are mutually exclusive, and only one value must be set. The flag GROUP\_TYPE\_SECURITY\_ENABLED can be combined using a bitwise OR with flags GROUP\_TYPE\_BUILTIN\_LOCAL\_GROUP, GROUP\_TYPE\_ACCOUNT\_GROUP, GROUP\_TYPE\_RESOURCE\_GROUP, and GROUP\_TYPE\_UNIVERSAL\_GROUP.

### Group Security Flags

Constants for defining [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) security [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f).

| Symbolic name | Value |
| --- | --- |
| SE\_GROUP\_OWNER | 0x00000008 |
| SE\_GROUP\_USE\_FOR\_DENY\_ONLY | 0x00000010 |

**SE\_GROUP\_OWNER:** Specifies that a particular user is the owner of the group.

**SE\_GROUP\_USE\_FOR\_DENY\_ONLY:** Specifies that the group is used only for denial of access.

### Security Privilege Flags

Constants for defining security [**privilege**](#gt_d8092e10-b227-4b44-b015-511bb8178940).

| Symbolic name | Value |
| --- | --- |
| SE\_SECURITY\_PRIVILEGE | 0x00000008 |
| SE\_TAKE\_OWNERSHIP\_PRIVILEGE | 0x00000009 |
| SE\_RESTORE\_PRIVILEGE | 0x00000012 |
| SE\_DEBUG\_PRIVILEGE | 0x00000014 |
| SE\_ENABLE\_DELEGATION\_PRIVILEGE | 0x0000001B |

**SE\_SECURITY\_PRIVILEGE**: Specifies the privilege to manage auditing and the security log.

**SE\_TAKE\_OWNERSHIP\_PRIVILEGE**: Specifies the privilege to take ownership of [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). Possession of this privilege overrides the [**DACL**](#gt_d727f612-7a45-48e4-9d87-71735d62b321) on an object and gives the possessor implicit RIGHT\_WRITE\_OWNER access.

**SE\_RESTORE\_PRIVILEGE**: Specifies the privilege to restore objects.

**SE\_DEBUG\_PRIVILEGE**: Specifies the privilege to debug the system.

**SE\_ENABLE\_DELEGATION\_PRIVILEGE**: Specifies the privilege to enable accounts to be [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) for delegation.

### Domain RID Values

Constants for defining [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) [**relative identifiers (RIDs)**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c).

| Symbolic name | Value |
| --- | --- |
| DOMAIN\_USER\_RID\_ADMIN | 0x000001F4 |
| DOMAIN\_USER\_RID\_KRBTGT | 0x000001F6 |
| DOMAIN\_GROUP\_RID\_ADMINS | 0x00000200 |
| DOMAIN\_GROUP\_RID\_CONTROLLERS | 0x00000204 |
| DOMAIN\_GROUP\_RID\_SCHEMA\_ADMINS | 0x00000206 |
| DOMAIN\_GROUP\_RID\_ENTERPRISE\_ADMINS | 0x00000207 |
| DOMAIN\_GROUP\_RID\_READONLY\_CONTROLLERS | 0x00000209 |
| DOMAIN\_ALIAS\_RID\_ADMINS | 0x00000220 |
| DOMAIN\_ALIAS\_RID\_ACCOUNT\_OPS | 0x00000224 |
| DOMAIN\_ALIAS\_RID\_SYSTEM\_OPS | 0x00000225 |
| DOMAIN\_ALIAS\_RID\_PRINT\_OPS | 0x00000226 |
| DOMAIN\_ALIAS\_RID\_BACKUP\_OPS | 0x00000227 |
| DOMAIN\_ALIAS\_RID\_REPLICATOR | 0x00000228 |

**DOMAIN\_USER\_RID\_ADMIN:** The administrative user account in a domain.

**DOMAIN\_USER\_RID\_KRBTGT:** The [**Kerberos**](#gt_d6a282ce-b1da-41e1-b05a-22f777a5c1fe) [**ticket-granting ticket (TGT)**](#gt_7c881e2e-85a0-45e1-bd2c-5aab42bb2deb) account in a domain.

**DOMAIN\_GROUP\_RID\_ADMINS:** The domain administrators' [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac).

**DOMAIN\_GROUP\_RID\_CONTROLLERS:** The [**DCs'**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) group. All DCs in the domain are members of the group.

**DOMAIN\_GROUP\_RID\_SCHEMA\_ADMINS:** The [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) administrators' group. Members of this group can modify the [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) schema.

**DOMAIN\_GROUP\_RID\_ENTERPRISE\_ADMINS:** The enterprise administrators' group. Members of this group have full access to all domains in the Active Directory [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62). Enterprise administrators are responsible for forest-level operations, such as adding or removing new domains.

**DOMAIN\_GROUP\_RID\_READONLY\_CONTROLLERS:** The [**read-only domain controllers**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870)' group. All read-only DCs in the domain are members of this group.

**DOMAIN\_ALIAS\_RID\_ADMINS:** The administrators' group in the [**built-in domain**](#gt_22904540-f2fb-470e-af48-ce1b0e9a02b8).

**DOMAIN\_ALIAS\_RID\_ACCOUNT\_OPS:** A group that permits control over nonadministrator accounts.

**DOMAIN\_ALIAS\_RID\_SYSTEM\_OPS:** A group that performs system administrative functions, not including security functions. It establishes network shares, controls printers, unlocks workstations, and performs other operations.

**DOMAIN\_ALIAS\_RID\_PRINT\_OPS:** A group that controls printers and print queues.

**DOMAIN\_ALIAS\_RID\_BACKUP\_OPS:** A group that is used for controlling assignment of file backup and restoring user rights.

**DOMAIN\_ALIAS\_RID\_REPLICATOR:** A group responsible for copying security databases to the Windows NT operating system backup controllers.

### userAccountControl Bits

Bit flags describing various qualities of a security account. The flags are presented in [**big-endian**](#gt_6f6f9e8e-5966-4727-8527-7e02fb864e7e) byte order.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| X | X | X | X | X | P S | N A | T A | P E | D R | D K | N D | T D | S R | X | D P | X | X | S T | W T | I D | X | N | X | E T | C C | N R | L | H R | X | D | X |

**X:** Unused. Must be zero and ignored.

**D (ADS\_UF\_ACCOUNT\_DISABLE, 0x00000002):** Specifies that the account is not enabled for [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317).

**HR (ADS\_UF\_HOMEDIR\_REQUIRED, 0x00000008):** Specifies that the homeDirectory [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is required.

**L (ADS\_UF\_LOCKOUT, 0x00000010):** Specifies that the account is temporarily locked out.

**NR (ADS\_UF\_PASSWD\_NOTREQD, 0x00000020):** Specifies that the password-length policy, as specified in [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section [3.1.1.8.1](#Section_5179c68c0a3c49f49f46278a7ddfa76c), does not apply to this user.

**CC (ADS\_UF\_PASSWD\_CANT\_CHANGE, 0x00000040):** Specifies that the user cannot change his or her password.

**ET (ADS\_UF\_ENCRYPTED\_TEXT\_PASSWORD\_ALLOWED, 0x00000080):** Specifies that the cleartext password is to be persisted.

**N (ADS\_UF\_NORMAL\_ACCOUNT, 0x00000200):** Specifies that the account is the default account type that represents a typical user.

**ID (ADS\_UF\_INTERDOMAIN\_TRUST\_ACCOUNT, 0x00000800):** Specifies that the account is for a domain-to-domain [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6).

**WT (ADS\_UF\_WORKSTATION\_TRUST\_ACCOUNT, 0x00001000):** Specifies that the account is a computer account for a computer that is a member of this [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca).

**ST (ADS\_UF\_SERVER\_TRUST\_ACCOUNT, 0x00002000):** Specifies that the account is a computer account for a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

**DP (ADS\_UF\_DONT\_EXPIRE\_PASSWD, 0x00010000):** Specifies that the password does not expire for the account.

**SR (ADS\_UF\_SMARTCARD\_REQUIRED, 0x00040000):** Specifies that a smart card is required to log in to the account.

**TD (ADS\_UF\_TRUSTED\_FOR\_DELEGATION, 0x00080000):** Used by the [**Kerberos**](#gt_d6a282ce-b1da-41e1-b05a-22f777a5c1fe) protocol. This bit indicates that the "OK as Delegate" ticket flag, as described in [[RFC4120]](https://go.microsoft.com/fwlink/?LinkId=90458) section 2.8, MUST be set.

**ND (ADS\_UF\_NOT\_DELEGATED, 0x00100000):** Used by the Kerberos protocol. This bit indicates that the [**ticket-granting tickets (TGTs)**](#gt_7c881e2e-85a0-45e1-bd2c-5aab42bb2deb) of this account and the service tickets obtained by this account are not marked as forwardable or proxiable when the forwardable or proxiable ticket flags are requested. For more information, see [RFC4120].

**DK (ADS\_UF\_USE\_DES\_KEY\_ONLY, 0x00200000):** Used by the Kerberos protocol. This bit indicates that only des-cbc-md5 or des-cbc-crc keys, as defined in [[RFC3961]](https://go.microsoft.com/fwlink/?LinkId=90450), are used in the Kerberos protocols for this account.

**DR (ADS\_UF\_DONT\_REQUIRE\_PREAUTH, 0x00400000):** Used by the Kerberos protocol. This bit indicates that the account is not required to present valid preauthentication data, as described in [RFC4120] section 7.5.2.

**PE (ADS\_UF\_PASSWORD\_EXPIRED, 0x00800000):** Specifies that the password age on the user has exceeded the maximum password age policy.

**TA (ADS\_UF\_TRUSTED\_TO\_AUTHENTICATE\_FOR\_DELEGATION, 0x01000000):** Used by the Kerberos protocol. When set, this bit indicates that the account (when running as a service) obtains an S4U2self service ticket (as specified in [[MS-SFU]](%5bMS-SFU%5d.pdf#Section_3bff58648135400ebdd933b552051d94)) with the forwardable flag set. If this bit is cleared, the forwardable flag is not set in the S4U2self service ticket.

**NA (ADS\_UF\_NO\_AUTH\_DATA\_REQUIRED, 0x02000000):** Used by the Kerberos protocol. This bit indicates that when the Key Distribution Center (KDC) is issuing a service ticket for this account, the Privilege Attribute Certificate (PAC) MUST NOT be included. For more information, see [RFC4120].

**PS (ADS\_UF\_PARTIAL\_SECRETS\_ACCOUNT, 0x04000000):** Specifies that the account is a computer account for a [**read-only domain controller (RODC)**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870). If this bit is set, the ADS\_UF\_WORKSTATION\_TRUST\_ACCOUNT must also be set. This flag is only interpreted by a DC whose [**DC functional level**](#gt_a98902f5-21e9-470f-b56b-cc6f8fde2141) is DS\_BEHAVIOR\_WIN2008 or greater.

### Optional Feature Values

Constants for defining behaviors of [**optional features**](#gt_785b66f1-22b3-450f-97aa-a24a39d04d47).

| Symbolic name | Value |
| --- | --- |
| FOREST\_OPTIONAL\_FEATURE | 0x00000001 |
| DOMAIN\_OPTIONAL\_FEATURE | 0x00000002 |
| DISABLABLE\_OPTIONAL\_FEATURE | 0x00000004 |
| SERVER\_OPTIONAL\_FEATURE | 0x00000008 |

**FOREST\_OPTIONAL\_FEATURE:** Specifies that the scope of the optional feature is forest-wide.

**DOMAIN\_OPTIONAL\_FEATURE:** Specifies that the scope of the optional feature is domain-wide.

**DISABLABLE\_OPTIONAL\_FEATURE:** Specifies that the optional feature can be disabled.

**SERVER\_OPTIONAL\_FEATURE:** Specifies that the scope of the optional feature is server-wide.

For more information, see section [3.1.1.9](#Section_9ae2a9ad970c4938a6bf9c1fdc0b8b3e).

### Claims Wire Structures

This section defines the structures related to [**claims**](#gt_d5c7aa9b-65be-4dd4-a686-cd5253eb203d) using Interface Definition Language (IDL) format. The term [**marshal**](#gt_37e89d91-2800-49d1-9d17-45ebe167ad87) refers to converting these structures into the appropriate wire format.

The following figure illustrates the nesting of various larger claims structures for descriptive reference purposes.
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Figure 2: Nesting of claims structures

#### CLAIM\_ID

The CLAIM\_ID type is a null-terminated [**UTF-16**](#gt_4c9eef52-69d4-43e7-ac04-ff1fe43a94fb) string used for typing [**claim**](#gt_d5c7aa9b-65be-4dd4-a686-cd5253eb203d) IDs.

1. typedef [string] wchar\_t\* CLAIM\_ID;
2. typedef [string] wchar\_t\*\* PCLAIM\_ID;

#### CLAIM\_TYPE

The CLAIM\_TYPE enumeration enumerates various value types of a [**claim**](#gt_d5c7aa9b-65be-4dd4-a686-cd5253eb203d).

1. typedef enum \_CLAIM\_TYPE
2. {
3. CLAIM\_TYPE\_INT64 = 1,
4. CLAIM\_TYPE\_UINT64 = 2,
5. CLAIM\_TYPE\_STRING = 3,
6. CLAIM\_TYPE\_BOOLEAN = 6
7. } CLAIM\_TYPE,
8. \*PCLAIM\_TYPE;

**CLAIM\_TYPE\_INT64:** The value type of the claim is LONG64.

**CLAIM\_TYPE\_UINT64:** The value type of the claim is ULONG64.

**CLAIM\_TYPE\_STRING:** The value type of the claim is a null-terminated string of [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) characters.

**CLAIM\_TYPE\_BOOLEAN:** The value type of the claim is ULONG64; a value is set to 1 to specify TRUE, or 0 to specify FALSE.

#### CLAIMS\_SOURCE\_TYPE

The CLAIMS\_SOURCE\_TYPE enumeration specifies the source of the [**claims**](#gt_d5c7aa9b-65be-4dd4-a686-cd5253eb203d).

1. typedef enum \_CLAIMS\_SOURCE\_TYPE
2. {
3. CLAIMS\_SOURCE\_TYPE\_AD = 1,
4. CLAIMS\_SOURCE\_TYPE\_CERTIFICATE
5. } CLAIMS\_SOURCE\_TYPE;

**Note**  No semantics are to be attached to these values other than those specified in section [3](#Section_c4084c23aa9c47a7bdba9d6bd7a16e24).

#### CLAIMS\_COMPRESSION\_FORMAT

The CLAIMS\_COMPRESSION\_FORMAT enumeration specifies the source of the compression algorithm that is used for encoding [**claims**](#gt_d5c7aa9b-65be-4dd4-a686-cd5253eb203d) in a [CLAIMS\_SET\_METADATA](#Section_bf4a98a1f2ea4597873debbee41ef43d) structure.

1. typedef enum \_CLAIMS\_COMPRESSION\_FORMAT
2. {
3. COMPRESSION\_FORMAT\_NONE = 0,
4. COMPRESSION\_FORMAT\_LZNT1 = 2,
5. COMPRESSION\_FORMAT\_XPRESS = 3,
6. COMPRESSION\_FORMAT\_XPRESS\_HUFF = 4
7. } CLAIMS\_COMPRESSION\_FORMAT;

**COMPRESSION\_FORMAT\_NONE:** No compression.

**COMPRESSION\_FORMAT\_LZNT1:** The LZNT1 compression algorithm is used. For more information, see [[MS-XCA]](%5bMS-XCA%5d.pdf#Section_a8b7cb0a92a64187a23b5e14273b96f8) section 2.5.

**COMPRESSION\_FORMAT\_XPRESS:** The Xpress LZ77 compression algorithm is used. For more information, see [MS-XCA] sections 2.3 and 2.4.

**COMPRESSION\_FORMAT\_XPRESS\_HUFF:** The Xpress LZ77+Huffman compression algorithm is used. For more information, see [MS-XCA] sections 2.1 and 2.2.

#### CLAIM\_ENTRY

The CLAIM\_ENTRY structure specifies a single [**claim**](#gt_d5c7aa9b-65be-4dd4-a686-cd5253eb203d).

1. typedef struct \_CLAIM\_ENTRY {
2. CLAIM\_ID Id;
3. CLAIM\_TYPE Type;
4. [switch\_is(Type), switch\_type(CLAIM\_TYPE)]
5. union {
6. [case(CLAIM\_TYPE\_INT64)]
7. struct {
8. [range(1, 10\*1024\*1024)] ULONG ValueCount;
9. [size\_is(ValueCount)] LONG64\* Int64Values;
10. };
11. [case(CLAIM\_TYPE\_UINT64)]
12. struct {
13. [range(1, 10\*1024\*1024)] ULONG ValueCount;
14. [size\_is(ValueCount)] ULONG64\* Uint64Values;
15. };
16. [case(CLAIM\_TYPE\_STRING)]
17. struct {
18. [range(1, 10\*1024\*1024)] ULONG ValueCount;
19. [size\_is(ValueCount), string] LPWSTR\* StringValues;
20. };
21. [case(CLAIM\_TYPE\_BOOLEAN)]
22. struct {
23. [range(1, 10\*1024\*1024)] ULONG ValueCount;
24. [size\_is(ValueCount)] ULONG64\* BooleanValues;
25. };
26. [default]  ;
27. } Values;
28. } CLAIM\_ENTRY,
29. \*PCLAIM\_ENTRY;

**Id:**  Specifies the claim identifier.

**Type:**  Specifies the type of the data in the **Values** union. Refer to section [2.2.18.2](#Section_4daf470edb374734a89edf45e5ff5328) for allowed values and their interpretation.

**Values:**  A union of arrays of the various types of claim values that a CLAIM\_ENTRY can contain. The actual type of the elements is specified by the **Type** member.

**ValueCount:**  Specifies the number of array elements in the **Int64Values** member.

**Int64Values:**  An array of LONG64 values of the claim. The array has **ValueCount** elements.

**ValueCount:**  Specifies the number of array elements in the **Uint64Values** member.

**Uint64Values:**  An array of ULONG64 values of the claim. The array has **ValueCount** elements.

**ValueCount:**  Specifies the number of array elements in the **StringValues** member.

**StringValues:**  An array of null-terminated, [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string values of the claim. The array has **ValueCount** elements.

**ValueCount:**  Specifies the number of array elements in the **BooleanValues** member.

**BooleanValues:**  An array of ULONG64 values of the claim. The array has **ValueCount** elements.

#### CLAIMS\_ARRAY

The CLAIMS\_ARRAY structure specifies an array of CLAIM\_ENTRY structures and the associated [**claims**](#gt_d5c7aa9b-65be-4dd4-a686-cd5253eb203d) source type.

1. typedef struct \_CLAIMS\_ARRAY {
2. CLAIMS\_SOURCE\_TYPE usClaimsSourceType;
3. ULONG ulClaimsCount;
4. [size\_is(ulClaimsCount)] PCLAIM\_ENTRY ClaimEntries;
5. } CLAIMS\_ARRAY,
6. \*PCLAIMS\_ARRAY;

**usClaimsSourceType:**  Specifies the source of the claims.

**ulClaimsCount:**  Specifies the number of [CLAIM\_ENTRY](#Section_252d7e10eaf844e98b8d205b384f5782) elements in the **ClaimEntries** member of this structure.

**ClaimEntries:**  An array that contains **ulClaimsCount** number of CLAIM\_ENTRY elements.

#### CLAIMS\_SET

The CLAIMS\_SET structure specifies [CLAIMS\_ARRAY](#Section_41b2b30c2dd4475db02467dd9ad5d020) structures, each from a different [**claims**](#gt_d5c7aa9b-65be-4dd4-a686-cd5253eb203d) source.

1. typedef struct \_CLAIMS\_SET {
2. ULONG ulClaimsArrayCount;
3. [size\_is(ulClaimsArrayCount)] PCLAIMS\_ARRAY ClaimsArrays;
4. USHORT usReservedType;
5. ULONG ulReservedFieldSize;
6. [size\_is(ulReservedFieldSize)] BYTE\* ReservedField;
7. } CLAIMS\_SET,
8. \*PCLAIMS\_SET;

**ulClaimsArrayCount:**  Specifies the number of CLAIMS\_ARRAY elements that are in the **ClaimsArrays** member. This field MUST be greater than or equal to 1.

**ClaimsArrays:**  An array containing **ulClaimsArrayCount** number of CLAIMS\_ARRAY structures.

**usReservedType:**  This field is not used.

**ulReservedFieldSize:**  Specifies the length, in bytes, of the **ReservedField** member.

**ReservedField:**  A byte array containing **ulReservedFieldSize** bytes.

#### CLAIMS\_SET\_METADATA

The CLAIMS\_SET\_METADATA structure specifies an encoded CLAIMS\_SET structure with information about the encoding.

1. typedef struct \_CLAIMS\_SET\_METADATA {
2. ULONG ulClaimsSetSize;
3. [size\_is(ulClaimsSetSize)] BYTE\* ClaimsSet;
4. CLAIMS\_COMPRESSION\_FORMAT usCompressionFormat;
5. ULONG ulUncompressedClaimsSetSize;
6. USHORT usReservedType;
7. ULONG ulReservedFieldSize;
8. [size\_is(ulReservedFieldSize)] BYTE\* ReservedField;
9. } CLAIMS\_SET\_METADATA,
10. \*PCLAIMS\_SET\_METADATA;

**ulClaimsSetSize:**  Contains the size, in bytes, of the **ClaimsSet** member.

**ClaimsSet:**  A byte array of length **ulClaimsSetSize** bytes. This field contains a [CLAIMS\_SET](#Section_cde2d5123a1543f794fccfac5588adaf) structure that is encoded as described in section [3.1.1.11.2.5](#Section_2385fdc2b3ff489296c066bc1bb4afd8).

**usCompressionFormat:**  Specifies the compression algorithm used for encoding a CLAIMS\_SET structure, as specified in section 3.1.1.11.2.5.

**ulUncompressedClaimsSetSize:**  Specifies the size of the partially encoded CLAIMS\_SET structure before compression, the fully encoded version of which is stored in the **ClaimsSet** member.

**usReservedType:**  The server MUST set this member to 0. The client MUST ignore this member.

**ulReservedFieldSize:**  Specifies the size, in bytes, of the **ReservedField** member.

**ReservedField:**  A byte array containing **ulReservedFieldSize** elements.

#### CLAIMS\_BLOB

The CLAIMS\_BLOB structure is generated from a [CLAIMS\_SET](#Section_cde2d5123a1543f794fccfac5588adaf) structure, as specified in section [3.1.1.11.2.5](#Section_2385fdc2b3ff489296c066bc1bb4afd8).

1. typedef struct CLAIMS\_BLOB {
2. ULONG ulBlobSizeinBytes;
3. [size\_is(ulBlobSizeinBytes)] BYTE\* EncodedBlob;
4. } CLAIMS\_BLOB,
5. \*PCLAIMS\_BLOB;

**ulBlobSizeinBytes:**  The size of the **EncodedBlob** member, in bytes.

**EncodedBlob:**  A byte array of length **ulBlobSizeinBytes** bytes that contains an encoded [CLAIMS\_SET\_METADATA](#Section_bf4a98a1f2ea4597873debbee41ef43d) structure.

### MSDS-MANAGEDPASSWORD\_BLOB

The **MSDS-MANAGEDPASSWORD\_BLOB** structure is a representation of a group-managed service account's password information. This structure is returned as the [msDS-ManagedPassword (section 3.1.1.4.5.39)](#Section_9cd2fc5e73054fb8b2332a60bc3eec68) [**constructed attribute**](#gt_d848b035-c151-4fd8-88d9-9f152d053fee).

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| Version | | | | | | | | | | | | | | | | Reserved | | | | | | | | | | | | | | | |
| Length | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| CurrentPasswordOffset | | | | | | | | | | | | | | | | PreviousPasswordOffset | | | | | | | | | | | | | | | |
| QueryPasswordIntervalOffset | | | | | | | | | | | | | | | | UnchangedPasswordIntervalOffset | | | | | | | | | | | | | | | |
| CurrentPassword (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| PreviousPassword (optional) (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| AlignmentPadding (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| QueryPasswordInterval | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| UnchangedPasswordInterval | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**Version (2 bytes):** A 16-bit unsigned integer that defines the version of the msDS-ManagedPassword [**binary large object (BLOB)**](#gt_ad861812-8cb0-497a-80bb-13c95aa4e425). The **Version** field MUST be set to 0x0001.

**Reserved (2 bytes):** A 16-bit unsigned integer that MUST be set to 0x0000.

**Length (4 bytes):** A 32-bit unsigned integer that specifies the length, in bytes, of the msDS-ManagedPassword BLOB.

**CurrentPasswordOffset (2 bytes):** A 16-bit offset, in bytes, from the beginning of this structure to the **CurrentPassword** field. The **CurrentPasswordOffset** field MUST NOT be set to 0x0000.

**PreviousPasswordOffset (2 bytes):** A 16-bit offset, in bytes, from the beginning of this structure to the **PreviousPassword** field. If this field is set to 0x0000, then the account has no previous password.

**QueryPasswordIntervalOffset (2 bytes):** A 16-bit offset, in bytes, from the beginning of this structure to the **QueryPasswordInterval** field.

**UnchangedPasswordIntervalOffset (2 bytes):** A 16-bit offset, in bytes, from the beginning of this structure to the **UnchangedPasswordInterval** field.

**CurrentPassword (variable):** A null-terminated **WCHAR** string containing the cleartext current password for the account.

**PreviousPassword (optional) (variable):** A null-terminated **WCHAR** string containing the cleartext previous password for the account. If **PreviousPasswordOffset** is 0x0000, then this field MUST be absent.

**AlignmentPadding (variable):** A padding field used to align the **QueryPasswordInterval** field to a 64-bit boundary. This field is ignored by the receiver. This field SHOULD set to zero and MUST be ignored on receipt.

**QueryPasswordInterval (8 bytes):** A 64-bit unsigned integer containing the length of time, in units of 10^(-7) seconds, after which the receiver must re-query the password. The **QueryPasswordInterval** field MUST be placed on a 64-bit boundary.

**UnchangedPasswordInterval (8 bytes):** A 64-bit unsigned integer containing the length of time, in units of 10^(-7) seconds, before which password queries will always return this password value. The **UnchangedPasswordInterval** field MUST be placed on a 64-bit boundary.

### Key Credential Link Structures

#### Key Credential Link Constants

The KEYCREDENTIALLINK\_BLOB structure (section [2.2.20.2](#Section_f3f01e956d0c4fe68b43d585167658fa)) contains a **Version** field that can be set to one of the following values.

| Symbolic name | Value |
| --- | --- |
| KEY\_CREDENTIAL\_LINK\_VERSION\_2 | 0x00000200 |

The KEYCREDENTIALLINK\_ENTRY of type KeyUsage (section [2.2.20.6](#Section_a99409ea49824f72b7ef8596013a36c7)) can have one of the following values.

| Symbolic name | Value |
| --- | --- |
| KEY\_USAGE\_NGC | 0x01 |
| KEY\_USAGE\_FIDO | 0x07 |
| KEY\_USAGE\_FEK | 0x08 |

The KEYCREDENTIALLINK\_ENTRY of type KeySource can have one of the following values.

| Symbolic name | Value |
| --- | --- |
| KEY\_SOURCE\_AD | 0x00 |

#### KEYCREDENTIALLINK\_BLOB

The KEYCREDENTIALLINK\_BLOB structure is a representation of a single credential stored as a series of values. This structure is stored as the binary portion of the msDS-KeyCredentialLink DN-Binary attribute. The structure contains a **Version** field followed by an array of KEYCREDENTIALLINK\_ENTRY structures. The KEYCREDENTIALLINK\_ENTRY structures must be sorted by their **Identifier** fields in increasing order.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **0** | **1** | **2** | **3** | **4** | **5** | **6** | **7** | **8** | **9** | **1**  **0** | **1** | **2** | **3** | **4** | **5** | **6** | **7** | **8** | **9** | **2**  **0** | **1** | **2** | **3** | **4** | **5** | **6** | **7** | **8** | **9** | **3**  **0** | **1** |
| Version | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| First KEYCREDENTIALLINK\_ENTRY (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Second KEYCREDENTIALLINK\_ENTRY (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Nth KEYCREDENTIALLINK\_ENTRY (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**Version (4 bytes)**: A 32-bit unsigned integer that defines the version of the KEYCREDENTIALLINK\_BLOB. The **Version** field MUST be set to KEY\_CREDENTIAL\_LINK\_VERSION\_2.

**KEYCREDENTIALLINK\_ENTRY (variable)**: A sequence of KEYCREDENTIALLINK\_ENTRY structures (section [2.2.20.3](#Section_7dd677bd9315403c8104b6270350139e)) that describe various aspects of a single credential.

#### KEYCREDENTIALLINK\_ENTRY

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **0** | **1** | **2** | **3** | **4** | **5** | **6** | **7** | **8** | **9** | **1**  **0** | **1** | **2** | **3** | **4** | **5** | **6** | **7** | **8** | **9** | **2**  **0** | **1** | **2** | **3** | **4** | **5** | **6** | **7** | **8** | **9** | **3**  **0** | **1** |
| Length | | | | | | | | | | | | | | | | Identifier | | | | | | | | Value (variable) | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**Length (2 bytes):** A 16-bit unsigned integer that specifies the length of the **Value** field.

**Identifier (1 byte):** An 8-bit unsigned integer that specifies the type of data that is stored in the **Value** field.

**Value (variable):** A series of bytes whose size and meaning are defined by the **Identifier** field.

The available identifiers and the semantics of the related data are defined in section [2.2.20.6](#Section_a99409ea49824f72b7ef8596013a36c7).

#### CUSTOM\_KEY\_INFORMATION

A structure that contains key information.

**Note**: This structure has two possible representations. In the first representation, only the **Version** and **Flags** fields are present; in this case the structure has a total size of two bytes. In the second representation, all additional fields shown below are also present; in this case, the structure's total size is variable. Differentiating between the two representations must be inferred using only the total size.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| Version | | | | | | | | Flags | | | | | | | | VolType | | | | | | | | SupportsNotification | | | | | | | |
| FekKeyVersion | | | | | | | | KeyStrength | | | | | | | | Reserved | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| EncodedExtendedCKI (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**Version (1 byte):** An 8-bit unsigned integer that must be set to 1.

**Flags (1 byte):** An 8-bit unsigned integer that specifies zero or more of the following bit-flag values:

| Name and Value | Description |
| --- | --- |
| CUSTOMKEYINFO\_FLAGS\_ATTESTATION  0x01 | Reserved for future use. |
| CUSTOMKEYINFO\_FLAGS\_MFA\_NOT\_USED  0x02 | During creation of this key, the requesting client authenticated using only a single credential. |

**VolType (1 byte):** An 8-bit unsigned integer that specifies one of the following volume types:

| Name and Value | Description |
| --- | --- |
| None  0x00 | Volume not specified. |
| OSV  0x01 | Operating system volume. |
| FDV  0x02 | Fixed data volume. |
| RDV  0x03 | Removable data volume. |

**SupportsNotification (1 byte):** An 8-bit unsigned integer that specifies whether the device associated with this credential supports notification.

| Name and Value | Description |
| --- | --- |
| None  0x00 | Notification is not supported. |
| Supported  0x01 | Notification is supported. |

**FekKeyVersion (1 byte):** An 8-bit unsigned integer that specifies the version of the buffer stored in KEY\_USAGE\_FEK (section [2.2.20.5.3](#Section_735fd27a3f22492693f90298bb67a84b)). This field must be set to 1.

**KeyStrength (1 byte):** An 8-bit unsigned integer that specifies the strength of the NGC key.

| Name and Value | Description |
| --- | --- |
| Unknown  0x00 | Key strength is unknown. |
| Weak  0x01 | Key strength is weak. |
| Normal  0x02 | Key strength is normal. |

**Reserved (10 bytes):** Reserved for future use.

**EncodedExtendedCKI (variable):** Extended custom key information. The contents of this field are defined in section [2.2.20.4.1](#Section_b2c0cb9be49e49079235f9fd7eee8c13).

##### EncodedExtendedCKI

The EncodedExtendedCKI structure contains extended custom key information.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| Version | | | | | | | | Size | | | | | | | | Data (variable) | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**Version (1 byte):** An 8-bit unsigned integer that must be 0.

**Size (1 byte):** An 8-bit unsigned integer that specifies the size of the **Data** field.

**Data (variable):** A Concise Binary Object Representation (CBOR)-encoded blob whose length is specified by the **Size** field. CBOR is a binary data serialization format defined in [[RFC7049]](https://go.microsoft.com/fwlink/?linkid=867790). The contents of this field are opaque and result in no behavioral impact on the protocol.

#### KeyMaterial

The content of the KeyMaterial entry (see section [2.2.20.6](#Section_a99409ea49824f72b7ef8596013a36c7)) is dependent upon the content of the KeyUsage entry, as shown in the following sections.

##### KEY\_USAGE\_NGC

The key material is a 2048-bit [**RSA**](#gt_3f85a24a-f32a-4322-9e99-eba6ae802cd6) [[RFC8017]](https://go.microsoft.com/fwlink/?linkid=2164409) public key.

##### KEY\_USAGE\_FIDO

The key material is a [**UTF-8**](#gt_409411c4-b4ed-4ab6-b0ee-6d7815f85a35) encoding of a [**JSON**](#gt_7c4f81c3-2e19-4c95-ab8d-45721da01d26) serialized object [[RFC8259]](https://go.microsoft.com/fwlink/?linkid=867803) of the following structure:

1. {
2. "version": {"type": "integer"},
3. "authData": {"type": "string"},
4. "x5c":
5. {
6. "type": "array",
7. "items": {"type": "string"}
8. },
9. "displayName": {"type": "string"}
10. }

**version**: An integer that specifies the version of the structure.

**authData**: A [**base64-encoded**](#gt_179b9392-9019-45a3-880b-26f6890522b7) Authenticator Data structure, as specified in section 6.1 of [[W3C-WebAuthPKC1]](https://go.microsoft.com/fwlink/?linkid=2102929).

**x5c**: An array of base64-encoded certificates.

**displayName**: A string representing the display name that is associated with the credential.

##### KEY\_USAGE\_FEK

The key material is a combination of [**RSA**](#gt_3f85a24a-f32a-4322-9e99-eba6ae802cd6) 2048 [[RFC8017]](https://go.microsoft.com/fwlink/?linkid=2164409) and [**AES**](#gt_21edac94-99d0-44cb-bc1a-3416d8fc618e)-256 KDF keys.

#### KEYCREDENTIALLINK\_ENTRY Identifiers

| Identifier value | Length of data in the Value field, in bytes | Description of the data stored in the Value field |
| --- | --- | --- |
| KeyID (0x01) | 32 | A SHA256 hash of the **Value** field of the KeyMaterial entry. |
| KeyHash (0x02) | 32 | A SHA256 hash of all entries following this entry. |
| KeyMaterial (0x03) | Variable | Key material of the credential. |
| KeyUsage (0x04) | 1 | Must be set to one of KEY\_USAGE\_NGC, KEY\_USAGE\_FIDO, or KEY\_USAGE\_FEK. |
| KeySource (0x05) | 1 | Must be set to KEY\_SOURCE\_AD. |
| DeviceId (0x06) | 16 | Contains a device object identifier, or all zeros. |
| CustomKeyInformation (0x07) | 2 | Must contain a CUSTOM\_KEY\_INFORMATION structure. |
| KeyApproximateLastLogonTimeStamp (0x08) | 8 | The approximate time this key was last used, in FILETIME format. |
| KeyCreationTime (0x09) | 8 | The approximate time this key was created, in FILETIME format. |

All keys MUST contain KeyID, KeyMaterial, and KeyUsage entries. Keys SHOULD contain KeyHash, KeyApproximateLastLogonTimeStamp, and KeyCreationTime entries.

### Service Principal Name

The name a client uses to identify a service for mutual [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317). For more information, see [[RFC1964]](https://go.microsoft.com/fwlink/?LinkId=90304) section 2.1.1.

A [**service principal name (SPN) (2)**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4) is a string with the following format:

1. serviceclass "/" hostname [":"port | ":"instancename] ["/" servicename]

An SPN (2) consists of either two parts or three parts, each separated by a forward slash ("/"). The first part is the service class, the second part is the host name, and the third part (if present) is the service name. The host name part can optionally be suffixed with either a ":port" component or an ":instancename" component. A port component is distinguished from an instancename component by being entirely composed of numeric digits.

For example, "ldap/dc-01.fabrikam.com/fabrikam.com" is a three-part SPN where "ldap" is the service class name, "dc-01.fabrikam.com" is the host name, and "fabrikam.com" is the service name.

See Mutual Authentication (section [5.1.1.4](#Section_e712a88161f140629822c771ff176a7b)) for an example of how three-part SPNs (2) are used. See [[SPNNAMES]](https://go.microsoft.com/fwlink/?LinkId=90532) for more information about SPN format and composing a unique SPN.

# Details

The following sections specify details of the abstract data model and [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) operations for [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90).

When an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) operation results in an error, the error is expressed in this document in the form:

* *LDAP error* / *Extended error code*

Where the *Extended error code* is either a *Windows error code* or the literal string "<unrestricted>".

The *LDAP error* is specified in the **resultCode** field of an LDAP response. See [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.1.10 for the specification of **resultCode** in an LDAP response. See section [3.1.1.3.1.9](#Section_97a2294b5ae24a6897343277bc752da2) for the specification of *Extended error codes* in an LDAP response.

**Note**: This document contains tables that specify the capabilities of applicable Windows Server releases or ADAM versions. The table columns are indexed, as appropriate, using the following key. The order of products in this key does not necessarily imply chronology.

| Column index | Product version |
| --- | --- |
| A | Windows 2000 operating system |
| B | Windows 2000 operating system Service Pack 1 (SP1) |
| C | Windows 2000 Server operating system Service Pack 3 (SP3) |
| D | Windows Server 2003 operating system |
| E | Windows Server 2003 operating system with Service Pack 1 (SP1) |
| DR2 | Windows Server 2003 R2 operating system |
| F | Windows Server 2003 operating system with Service Pack 2 (SP2) |
| G | Active Directory Application Mode (ADAM) |
| H | ADAM RTW |
| I | ADAM SP1 |
| J | Windows Server 2008 operating system |
| K | Windows Server 2008 AD DS |
| L | Windows Server 2008 AD LDS |
| M | Windows Server 2008 R2 operating system |
| N | Windows Server 2008 R2 AD DS |
| P | Windows Server 2008 R2 AD LDS |
| R | Windows Server 2012 operating system |
| S | Windows Server 2012 AD DS |
| T | Windows Server 2012 AD LDS |
| U | Windows Server 2012 R2 operating system |
| V | Windows Server 2012 R2 AD DS |
| W | Windows Server 2012 R2 AD LDS |
| X | Windows Server 2016 operating system |
| Y | Windows Server 2016 AD DS |
| Z | Windows Server 2016 AD LDS |
| A2 | Windows Server v1709 operating system |
| B2 | Windows Server v1709 AD DS |
| C2 | Windows Server v1709 AD LDS |
| D2 | Windows Server v1803 operating system |
| E2 | Windows Server v1803 AD DS |
| F2 | Windows Server v1803 AD LDS |
| G2 | Windows Server v1809 operating system |
| H2 | Windows Server v1809 AD DS |
| I2 | Windows Server v1809 AD LDS |
| J2 | Windows Server 2019 operating system |
| K2 | Windows Server 2019 AD DS |
| L2 | Windows Server 2019 AD LDS |

## Common Details

### Abstract Data Model

Sections [3.1.1.1](#Section_c30d7cccfd8b4a268345ce34064f3d2b) and [3.1.1.2](#Section_5859bab0f5454db680c69798b484b3d8) describe a conceptual model of possible data [**organization**](#gt_6fae7775-5232-4206-b452-f298546ab54f) that an implementation maintains to participate in this protocol. The described organization is provided to facilitate the explanation of how the protocol behaves. This document does not mandate that implementations adhere to this model as long as their external behavior is consistent with that described in this document.

#### State Model

##### Scope

The specification of all [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) protocols is based on a definition, shared by all Active Directory protocols, of the state of a server running Active Directory that is implied by the protocols. Call this the "state model" of Active Directory.

The Active Directory state model is divided into two categories:

1. Certain state that is represented as [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) and [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) within Active Directory is *promoted directly* into the state model. State within Active Directory becomes part of the state model if it satisfies one of the following conditions:
   1. It is replicated.
   2. It is nonreplicated, but a protocol exists in the protocol documentation set of applicable Windows Server releases whose behavior is dependent upon the state.

The representation of nonreplicated state that is only accessed by a process running on the same server, that is itself implementing Active Directory, is private to the implementation. Therefore, such attributes are *not* promoted directly into the state model. It might still be required for this state to be modeled as described in category 2 later in this section.

Excluded from the second condition above is all generic access by browsing tools such as ldp.exe that can access any attribute of any object in the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9). If ldp.exe or a similar tool covered by a Windows license can display or even modify a [**nonreplicated attribute**](#gt_6c9b51bd-519b-4f20-97ae-baaf9675f2d7) of an object using only the attribute's syntax as defined by the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093), that does not make the attribute part of the state model. If ldp.exe or a similar tool covered by a Windows license accesses a nonreplicated attribute and decodes or encodes its value using information outside the attribute's syntax as defined by the schema, that nonreplicated attribute is included in the state model under condition 1 (2) above. For example, by using LDP, it is possible to look at a nonreplicated attribute using an attribute's syntax of type String(Unicode). However, if the string stored in that attribute would be an XML content defined by an external XSD, then if LDP had special knowledge of how to interpret that XML, that nonreplicated attribute would be included in the state model under condition 1 (2) above.

1. Other state, however represented within Active Directory, is "abstracted" in the state model. Such state is included only as necessitated by the requirement that a licensee implementation of the protocols of applicable Windows Server releases has to be capable of receiving messages and responding in the same manner as applicable Windows Server releases.

For example, certain values sent by the Active Directory [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) protocol [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) are accompanied by metadata. If the replicated values are stored by the receiving system, it must also store the metadata associated with the values. Otherwise, the receiving system will make incorrect responses to subsequent replication requests. These incorrect responses will, in general, prevent replication from converging. So this metadata must be included within the state model. The specific way that this metadata is stored by Active Directory, and the algorithms that optimize access to this metadata, are excluded from the state model.

The various indexes used by the Active Directory implementation to improve the performance of directory search are another example of state within Active Directory. These indexes have no effect, other than performance, on the protocol responses that Active Directory makes. Therefore, these indexes are not included in the state model.

In this specification, the first category of state is modeled in a variant of [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) information structures: [**naming contexts**](#gt_784c7cce-f782-48d8-9444-c9030ba86942), objects, attributes, and values. These structures are defined precisely in the following sections. The set of [**replicated attributes**](#gt_74537956-c9e2-414a-a684-0fd75f204181) is defined in [[MS-ADA1]](%5bMS-ADA1%5d.pdf#Section_19528560f41e4623a406dabcfff0660f), [[MS-ADA2]](%5bMS-ADA2%5d.pdf#Section_e20ebc4e528540bab3bdffcb81c2783e), and [[MS-ADA3]](%5bMS-ADA3%5d.pdf#Section_4517e8353ee644d4bb95a94b6966bfb0). The set of nonreplicated attributes covered under condition 1 (2) (described earlier in this section) consists of the repsFrom and repsTo attributes documented in [MS-DRSR] sections 5.172 and 5.173.

**Note**  Only the schema elements and instances of objects that are fundamental to Active Directory are described in this specification. If a protocol defines its own [**schema objects**](#gt_b639ec59-647b-4ac2-acb2-a67cda43bc6d) or otherwise creates its own objects in the directory, those objects are described in that protocol's specification. A summary of schema elements defined by such other protocols is included in [MS-ADA1], [MS-ADA2], [MS-ADA3], [[MS-ADSC]](%5bMS-ADSC%5d.pdf#Section_9abb5e97123d4da99557b353ab79b830), and [[MS-ADLS]](%5bMS-ADLS%5d.pdf#Section_9427994325ab4c139bf26d411cc2f796) as a convenience for the reader, but the documentation for the protocols using those schema elements should be consulted for a complete description.

In this specification, the second category of state is modeled using standard mathematical concepts. The concepts used and their associated notational conventions are described in the next section.

LDAP mandates very little about the behavior of a directory. Active Directory has many specific behaviors that are observable through LDAP. The remainder of this section describes the most pervasive of these behaviors. The remainder of the specification completes the discussion.

##### State Modeling Primitives and Notational Conventions

[**Attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) names are underlined in this document, as specified in section [1](#Section_BACFF5F19127457B877CDB97B1E1802F). If a variable *o* refers to an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca), and a is an attribute name, then *o*!a denotes the value or values of attribute *a* on object *o*. If attribute a is not present on *o*, the value of *o*!a is null.

The specification uses the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) display names of attributes and [**object classes**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) when referring to specific attributes and object classes. So if *o* refers to an object,

*o*!name

denotes the name attribute of object *o*.

Some attributes in this specification are abstract in the sense of [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 3.3.3. Abstract attribute names are also underlined, for example, repsFrom. [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6) attribute names are also underlined, for example, dumpDatabase, even though rootDSE attributes are not declared as attributes in the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093).

This specification models state in category 2 from the previous section using the standard mathematical concepts of set, sequence, directed graph, and tuple.

The notation [first .. last] stands for the *subrange* first, first+1, ... , last. The type *byte* is the subrange [0.. 255].

A *sequence* is an indexed collection of variables, which are called the *elements* of the sequence. The elements all have the same type. The *index type* of a sequence is a zero-based subrange. *S*[*i*] denotes the element of the sequence *S* corresponding to the value *i* of the index type. The number of elements in a sequence *S* is denoted *S*.length. Therefore the index type of a sequence *S* is [0 .. *S*.length-1].

A fixed-length sequence can be constructed using the notation:

[*first element*, *second element*, ... , *last element*]

A *tuple* is a set of name-value pairs: [name1: value1, name2: value2, ... , namen: valuen] where namek is an identifier and valuek is the value bound to that identifier. Tuple types are defined as in this example:

* type **DSName** = [dn: **DN**, guid: **GUID**, sid: **SID**]

This defines **DSName** as a type of tuple with a DN–valued field *dn*, a **GUID**–valued field *guid*, and a **SID**–valued field *sid*.

##### Basics, objectGUID, and Special Attribute Behavior

The [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) data model is defined by [[RFC3377]](https://go.microsoft.com/fwlink/?LinkID=91337). Because the LDAP RFCs and their underlying ITU specifications have been interpreted in a variety of ways, this section defines a more specific model that correctly represents the behavior of [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) and [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) and describes the correspondence between this model and the LDAP model.

The model is based on the general definitions of Replica, Object, and Attribute given in section [1](#Section_bacff5f19127457b877cdb97b1e1802f), and repeated here for convenience:

A *replica* is a variable containing a set of objects.

An *attribute* is an identifier for a set of values.

An object is set of attributes, each with its associated values. Two attributes of an object have special significance:

* *Identifying attribute*. A designated single-valued attribute appears on every object; the value of this attribute identifies the object. For the set of objects in a [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac), the values of the identifying attribute are distinct.
* *Parent-identifying attribute*. A designated single-valued attribute appears on every object; the value of this attribute identifies the object's parent. That is, this attribute either contains the value of the parent's identifying attribute, or contains a reserved value ([**NULL GUID**](#gt_ba500a5b-8c29-467c-a335-0980c8b11304), as described later in this section) identifying no object. For the set of objects in a replica, the values of this parent-identifying attribute define an [**oriented tree**](#gt_c62abd7d-b916-4873-9251-7781d497af27) with objects as vertices and child-parent references as directed edges, with the child as an edge's tail and the parent as an edge's head.

Note that an object is a value, *not* a variable; a replica is a variable. The process of adding, modifying, or deleting an object in a replica replaces the entire value of the replica with a new value.

As the word replica suggests, it is often the case that two replicas contain "the same objects". In this usage, objects in two replicas are considered "the same" if they have the same value of the identifying attribute and if there is a process in place ([**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb)) to converge both the set of objects in existence and the values of the non-identifying attributes as [**originating updates**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20) take place in replicas. When the members of a set of replicas are considered to be the same, it is common to say "an object" as a shorthand referring to the set of corresponding objects in the replicas.

A [**child object**](#gt_9b04b599-9dca-48f1-aa9e-08e254d20553) is an object that is not the root of its oriented tree. The children of an object *o* is the set of all objects whose parent is *o*.

The [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) model used in this specification instantiates the preceding definitions as follows. The identifying attribute is objectGUID and the parent-identifying attribute is parent, an abstract attribute. Both attributes have [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) values. No actual object has objectGUID equal to the NULL GUID. The root object has parent equal to the NULL GUID.

This specification uses the following s-expression representation ([LISP15]) of directory values, attributes, objects, and replicas to provide a notation for examples:

* Represent an attribute and its values as a list (Attr Val1 Val2 ... Valn) where *Attr* is an atom whose name is the attribute's name (its lDAPDisplayName, defined in section [3.1.1.2](#Section_5859bab0f5454db680c69798b484b3d8)) and each *Val*k is a value. The attribute comes first, but the ordering of values in the list is not significant, with the exception of the values of the objectClass attribute explained later in this section. If a value is a GUID, represent it as a 128-bit unsigned integer instead of using a representation that reflects the internal structure of a GUID. To aid the readability of examples, the GUIDs used in examples are unrealistically small integers.
* Represent an object as a list (Attrval1 Attrval2 ...Attrvaln) where each *Attrval*k is the representation of an attribute and its values; the ordering of this list is not significant.
* Represent a replica as a list (Obj1 Obj2 ... Objn) where each *Obj*k is the representation of an object; the ordering of this list is not significant.

The following list

1. (
2. ( (objectGUID 5) (parent 0) (dc "microsoft") )
3. ( (objectGUID 2) (parent 5) (ou "NTDEV") )
4. ( (objectGUID 9) (parent 2) (cn "Peter Houston") )
5. )

is one representation of the value of some replica containing three objects. The object with objectGUID = 5 is the root, the object with objectGUID = 2 is the only child of the root, and the object with objectGUID = 9 is the only grandchild of the root. Each object in this example has one additional attribute whose meaning has not yet been described.

Representing an attribute as its lDAPDisplayName makes examples readable. In the actual state model, an attribute is identified by an [ATTRTYP](#Section_98b5578370294a048f8b9df9344089c3). An ATTRTYP is a 32-bit unsigned integer that can be mapped to and from an object representing an attribute. This mapping is specified in section 3.1.1.2.6.

Active Directory's objectGUID attribute has special behavior. A GUID that is generated by the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is assigned to the objectGUID attribute of an object during its creation (LDAP Add), and this attribute is read-only thereafter. This is the first of many examples of an attribute with special behavior. Section [3.1.1.5](#Section_832b9a419bb44619ac40243561fa1e65) specifies the behavior of every attribute that has special behavior.

Active Directory includes the objectSid attribute on certain objects, called [**security principal objects**](#gt_4bb21ec2-b7ec-435d-9b7c-1eae5ad8f3da). The objectSid attribute has special behavior. A fresh [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) is assigned to the objectSid attribute of an object during its creation (LDAP Add), and this attribute is read-only thereafter, unless the object moves to another [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) (LDAP Modify DN; see section 3.1.1.5 for the specification of such moves). More on objectSid generation can be found in section [3.1.1.1.5](#Section_b95c96b8e6ca40c5888151f83b66f5a7).

##### objectClass, RDN, DN, Constructed Attributes, Secret Attributes

A [**directory object**](#gt_407dbc2c-3140-4e31-9085-0087e2d3bab2) is constrained by the [**directory's**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093), which is a set of predicates. A few schema concepts are mentioned here. A full understanding of these concepts is not required to understand this section; additional information is available in the Glossary or in section [3.1.1.2](#Section_5859bab0f5454db680c69798b484b3d8).

When an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is created, it is assigned a most specific [**structural object class**](#gt_f569c63a-21ed-492c-8db5-0c88122ba5bb) or an [**88 object class**](#gt_3f5f01d4-66a5-4bcb-807d-7a4276b22a50), plus the sequence of [**object classes**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) that this class inherits from. The set of inherited classes always includes the class top. The value of an object's objectClass [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is the full set of object classes (each identified by lDAPDisplayName) assigned to the object. The example in the previous section is elaborated in the following list.

1. (
2. ( (objectGUID 5) (parent 0) (dc "microsoft")
3. (objectClass top ... domainDNS) )
4. ( (objectGUID 2) (parent 5) (ou "NTDEV")
5. (objectClass top ... organizationalUnit) )
6. ( (objectGUID 9) (parent 2) (cn "Peter Houston")
7. (objectClass top ... user) )
8. )

This list represents three objects, including their first and last objectClass values. The intermediate objectClass values are elided. Unlike all other multivalued attributes, the ordering of objectClass values is significant—top is always listed first; the most specific structural object class (or the 88 object class used in place of the structural class) is always listed last. So, for instance, the most specific structural object class of the root is domainDNS.

Representing a class as its lDAPDisplayName makes examples readable. In the actual state model, a class is identified by an [ATTRTYP](#Section_98b5578370294a048f8b9df9344089c3). An ATTRTYP is a 32-bit unsigned integer that can be mapped to and from the [**schema object**](#gt_b639ec59-647b-4ac2-acb2-a67cda43bc6d) representing a class. This mapping is specified in section 3.1.1.2.6.

In [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90), each object has an [**RDN attribute**](#gt_8b8cbf4d-c7f7-47f9-bd6e-b402fae62c38), which is determined by the most specific structural object class of the object when the object is created. The RDN attribute is the attribute that defines an object's name relative to its parent. In Active Directory, the RDN attribute of an object class has String([**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8)) syntax; that is, its value is a Unicode string, and the RDN attribute of an object always has exactly one value. (See section 3.1.1.2 for more on the topic of [**attribute syntax**](#gt_811ea26f-62cc-472e-9aca-9448831f16d8).)

Confusingly, the Active Directory schema includes an attribute whose attributeSchema object's cn is "RDN"; this is the name attribute, described later in this section. The term "RDN attribute" never refers to the name attribute in this document.

The [**relative distinguished name (RDN)**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9) of an object is a string of the form "att=val" where *att* is the lDAPDisplayName of the RDN attribute of the object and *val* is the value of the RDN attribute on this object. In the preceding example, the object class user has RDN attribute cn, as can be confirmed by consulting [[MS-ADSC]](%5bMS-ADSC%5d.pdf#Section_9abb5e97123d4da99557b353ab79b830). Therefore the RDN of the object with objectGUID = 9 is "cn=Peter Houston". An RDN can also be written using the attributeID of the RDN attribute in place of its lDAPDisplayName; the example just given becomes "2.5.4.3=Peter Houston". The RDN form based on lDAPDisplayName is used throughout this document.

Active Directory requires that the value parts of the RDNs of all children of an object be distinct. This guarantees that the RDNs of all children of an object are distinct.

The [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of an object is defined recursively as follows. The DN of the root has an assigned value; the way Active Directory assigns this value is described later in section [3.1.1.1.5](#Section_b95c96b8e6ca40c5888151f83b66f5a7). The DN of a [**child object**](#gt_9b04b599-9dca-48f1-aa9e-08e254d20553) is the RDN of the child, followed by "," and the DN of the parent. In the preceding example, suppose the assigned DN of the root object is "dc=microsoft,dc=com". Then the DN of the object with objectGUID = 9 is "cn=Peter Houston,ou=NTDEV,dc=microsoft,dc=com".

The correspondence between this model and the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) data model is as follows. An object with its attributes and values corresponds to an LDAP [**entry**](#gt_e0272034-98d8-4732-941e-8917a98c6afd) with its attributes and values. This model and LDAP agree on the definition of the objectClass attribute. The definition of RDN in this model is a subset of LDAP's definition; all RDNs in this model are valid LDAP RDNs, but not vice versa. For example, the following multivalued RDN is a valid LDAP RDN, but it is not valid in this model: "cn=Peter Houston+employeeID=ABC123". Given the RDN definition, the definition of DN in this model is the same as LDAP's definition. In the LDAP data model, the child-parent relationship is represented in the DNs of the child and parent, whereas in the Active Directory data model, the child-parent relationship is represented in the parent attribute and the DN is derived. Active Directory does not expose the model's parent attribute through LDAP.

Active Directory includes the distinguishedName attribute on every object; the value is the object's DN. The following example elaborates the previous example to include a value of distinguishedName on each object.

1. (
2. ( (objectGUID 5) (parent 0) (dc "microsoft")
3. (objectClass top ... domainDNS)
4. (distinguishedName "dc=microsoft,dc=com") )
5. ( (objectGUID 2) (parent 5) (ou "NTDEV")
6. (objectClass top ... organizationalUnit)
7. (distinguishedName "ou=NTDEV,dc=microsoft,dc=com" ) )
8. ( (objectGUID 9) (parent 2) (cn "Peter Houston")
9. (objectClass top ... user)
10. (distinguishedName
11. "cn=Peter Houston,ou=NTDEV,dc=microsoft,dc=com") )
12. )

But including distinguishedName on each object this way is misleading, because the distinguishedName attribute is not stored as a string on each object. If it were stored as a string on each object, renaming an object would require updating every object in the subtree rooted at the renamed object. For a large subtree, this would take a long time and would either interfere with other directory activity (if performed as a single transaction) or would expose observable inconsistency to clients (if performed as multiple transactions). Active Directory does neither of these, so its state model can't imply that it does.

The distinguishedName attribute is not declared in the schema as a [**constructed attribute**](#gt_d848b035-c151-4fd8-88d9-9f152d053fee), but it behaves like one. Normal attributes, including attributes with special behavior such as objectGUID, have their values stored as part of an object's representation. Constructed attributes have the property that they have values computed from normal attributes (for read) and/or have effects on the values of normal attributes (for write). Constructed attributes are not included in the state model. Because the distinguishedName attribute behaves like a constructed attribute in that it also contributes no state to an instance of an object, it is not considered to be part of the state model.

Active Directory includes the name attribute on every object. An object's value of name equals the value of the object's RDN attribute. The following example removes the incorrect modeling of distinguishedName from the previous example, then elaborates that example to include name.

1. (
2. ( (objectGUID 5) (parent 0) (dc "microsoft")
3. (objectClass top ... domainDNS)
4. (name "microsoft") )
5. ( (objectGUID 2) (parent 5) (ou "NTDEV")
6. (objectClass top ... organizationalUnit)
7. (name "NTDEV") )
8. ( (objectGUID 9) (parent 2) (cn "Peter Houston")
9. (objectClass top ... user)
10. (name "Peter Houston") )
11. )

The name attribute has special behavior. Even if an object is renamed (LDAP Modify DN), the object's name attribute remains equal to the object's RDN attribute. As with the distinguishedName attribute, the name attribute is not declared in the schema as a constructed attribute, but it behaves like one.

Because Active Directory requires that the value parts of the RDNs of all children of an object be distinct, it follows that the name attribute of all children of an object are distinct.

Active Directory includes the rdnType attribute on every object. An object's value of rdnType is the object's RDN attribute at object creation time—the identifier, not its associated value. The following example elaborates the previous example to include rdnType.

1. (
2. ( (objectGUID 5) (parent 0) (dc "microsoft")
3. (objectClass top ... domainDNS)
4. (name "microsoft") (rdnType dc))
5. ( (objectGUID 2) (parent 5) (ou "NTDEV")
6. (objectClass top ... organizationalUnit)
7. (name "NTDEV") (rdnType ou))
8. ( (objectGUID 9) (parent 2) (cn "Peter Houston")
9. (objectClass top ... user)
10. (name "Peter Houston") (rdnType cn))
11. )

The rdnType attribute, like the parent attribute, is not declared in the Active Directory schema. [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 5.159 specifies the special behavior of the rdnType attribute.

A [**secret attribute**](#gt_d01d16a8-7864-4c7f-acaa-8c695508d6e0) is any attribute from the following set: currentValue, dBCSPwd, initialAuthIncoming, initialAuthOutgoing, lmPwdHistory, ntPwdHistory, priorValue, supplementalCredentials, trustAuthIncoming, trustAuthOutgoing, and unicodePwd.

##### NC, NC Replica

The type **DSNAME** is defined as a C structure in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 5.50; this state model uses the simpler **DSName**, which contains the same information in a tuple of the form:

**DSName**: [*dn*: **DN**; *guid*: **GUID**; *sid*: SID]

An [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) is a set of [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) organized as a tree. It is referenced by a **DSName** containing a non-NULL dn and a non-[**NULL GUID**](#gt_ba500a5b-8c29-467c-a335-0980c8b11304). This **DSName** also references the NC root, which is the root object of the tree of objects in the NC. The NC root has the IT\_NC\_HEAD bit set in the instanceType [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f). Any instance of the NC on any [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is called an [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210). It is convenient to say "the NC x" where x is the **DSName** referencing the NC.

A [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) of NC *x* is a replica as already defined, with its root object *r* constrained as follows:

* r!objectGUID = x.guid
* r!distinguishedName = x.dn
* If x.sid ≠ NULL then r!objectSid = x.sid, otherwise r!objectSid = NULL

Mutation of a replica in the general sense is unconstrained. In the case of a replica of a specific NC, the root object cannot be replaced, because doing so would change the objectGUID (and objectSid if any), and this must equal the NC's *guid*. In a replica of a given NC the root object's [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) cannot be changed, because the root object's DN must equal the NC's *dn*.

All replicas in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) are NC replicas.

NC replicas are mutable. The term [**originating update**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20) means any mutation to an NC replica performed via any protocol except [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb).

Active Directory performs replication between replicas of the same NC to converge their states, so an [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) originated on one replica is reflected in all the others. The replication algorithm has the property that if originating updates to all replicas ceases and communication between replicas is maintained, the application-visible states of the replicas will eventually converge to a common value. Applications of Active Directory can read from several replicas of a given NC and observe the differences, but applications typically bind to a single replica.

Active Directory supports four NC types:

**Domain NC**: A [**domain naming context (domain NC)**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef). The *sid* field of a domain NC is not NULL.

**Config NC:** An NC that stores Active Directory configuration information. The *sid* field of a [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625) is NULL.

**Schema NC:** An NC that stores Active Directory [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) information. The *sid* field of a [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450) is NULL.

**Application NC**: An [**application NC**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a). The *sid* field of an application NC is NULL.

The *dn* of a domain NC or an [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) application NC takes the form:

dc=*n*1,dc=*n*2, ... dc=*n*k

where each *n*i satisfies the syntactic requirements of a [**DNS name**](#gt_102a36e2-f66f-49e2-bee3-558736b2ecd5) component [[RFC1034]](https://go.microsoft.com/fwlink/?LinkId=90263). Such a DN corresponds to the DNS name:

*n*1.*n*2. ... .*n*k

This is the *DNS name of the NC*. The mapping just specified follows [[RFC2247]](https://go.microsoft.com/fwlink/?LinkId=91344).

In [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), an application NC can have any valid DN; therefore an AD LDS application NC does not necessarily have a DNS name.

Replicas of a domain NC have one of these two subtypes:

* *Full*. A replica whose objects contain their full state as defined by all originating updates.
* *Partial*. A replica whose objects contain a [**filtered**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda) view of the full state as defined by all originating updates. There are three types of the partial replica:
  + [**GC partial NC replica**](#gt_22670e3f-607e-4d8a-9414-608765fffa17): The filter removes all attributes (and their values) that are not in the partial replica's [**GC partial attribute set**](#gt_88536a16-ced1-4fbb-8bf4-8e4d994562af).
  + [**Filtered partial NC replica**](#gt_5c2fedfc-19cc-44db-8275-e3918479378a): The filter removes all the attributes (and their values) that are in the [**filtered attribute set**](#gt_1bbc9ed8-f11c-4be6-8a41-1f396785602d). The [**default naming context (default NC)**](#gt_adc2c434-9679-419f-8c8b-b8c234921ad3), config NC, and application NC on a [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870) are filtered partial NC replicas.
  + [**Filtered GC partial NC replica**](#gt_68af3c1d-a167-44ae-9664-fa6fc8cc85e4): The filter removes all the attributes (and their values) that are not in the partial replica's GC partial attribute set, as well as all the attributes (and their values) in the filtered attribute set. Domain NCs, excluding the [**default domain NC**](#gt_4a5a119a-b1f3-45b8-abca-6230fe557d3f), that are hosted on an RODC are filtered GC partial NC replicas. Such domain NCs will exist on the RODC when the RODC is a [**GC**](#gt_4f5d605a-7b3f-4db7-8c21-b146856d7169).

Replicas of other NC types are always full. A full replica is either *writable*, that is, it accepts originating updates, or is read-only. A partial replica is read-only.

This section has introduced many concepts without describing how they are reflected in the state model. To a great extent this obligation will be discharged in other sections of this document. The schema NC is described in section [3.1.1.2](#Section_5859bab0f5454db680c69798b484b3d8), while the other NC types are described in section [6.1](#Section_3a396e5621b442c5894664f25a03391e). Here are three elaborations of the state model that can be explained without making a forward reference:

1. NC replicas are modeled by making a **DSName**, converted into a string formatted as specified in [MS-DRSR] section 5.16.2.1, the first element of a replica.
2. The root object of a domain NC or an AD DS application NC has class domainDNS. The [**RDN attribute**](#gt_8b8cbf4d-c7f7-47f9-bd6e-b402fae62c38) of domainDNS is dc. Therefore both the dc and name attributes of the root object of a domain NC or an AD DS application NC equal the first component (for example, *n*1 for DNS name *n*1.*n*2. ... .*n*k) of the NC's DNS name. The root object of an AD LDS application NC can have any object class except dMD or configuration.
3. In AD DS, the generation of objectSid values is constrained by the *sid* of a domain NC as follows. The *sid* of a domain NC, the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d), is a SID with four [**SubAuthority**](#gt_080b64f9-3599-443b-9f4a-139fe3fc8be0) values. The root object of a domain NC has objectSid equal to the domain SID, as required by the definition of NC replica. Every [**security principal object**](#gt_4bb21ec2-b7ec-435d-9b7c-1eae5ad8f3da) *o* in a domain NC has *o*!objectSid equal to the domain SID plus the [**RID**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c) portion (that is, it has five SubAuthority values). The RID portion of *o*!objectSid is a number not assigned as the RID portion of the objectSid to any other object of the domain, including objects that existed earlier but have been deleted.

Section [3.1.1.5.2.4](#Section_4abb859361c94da283c472d19760508d) specifies how AD DS assigns RIDs. The same section specifies how AD LDS generates objectSid values for new AD LDS [**security principals**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409).

Continuing the example, let the example NC be a domain NC, and let the object with name "Peter Houston" be assigned the RID value 2055 (decimal). Then the state of the example NC is as follows.

1. (
2. "<GUID=5>;<SID=0x0105...94E1F2E6>;
3. dc=microsoft,dc=com"
4. ( (objectGUID 5) (parent 0) (dc "microsoft")
5. (objectClass top ... domainDNS)
6. (name "microsoft") (rdnType dc)
7. (objectSid 0x0105...94E1F2E6) )
8. ( (objectGUID 2) (parent 5) (ou "NTDEV")
9. (objectClass top ... organizationalUnit)
10. (name "NTDEV") (rdnType ou) )
11. ( (objectGUID 9) (parent 2) (cn "Peter Houston")
12. (objectClass top ... user)
13. (name "Peter Houston") (rdnType cn)
14. (objectSid 0x0105...94E1F2E607080000) )
15. )

The DNS name of this domain NC is *microsoft.com*. Note that the domain SID is a prefix of the "Peter Houston" object's objectSid. Portions of the (long) SID values have been elided for clarity; consider the elided portions to be the following hex digits

1. 0000000000051500000089598D33D3C56B68

and the example SID will be a valid SID.

###### Tombstone Lifetime and Deleted-Object Lifetime

The [**tombstone lifetime**](#gt_d636f4dc-5f08-49ef-9a2b-765015cd3289) is controlled by the tombstoneLifetime [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the Directory Services object specified in section [6.1.1.2.4.1.1](#Section_7c60c04e018646e59116b68e60352857), interpreted as a number of days. If no value is specified for the tombstoneLifetime attribute of the Directory Services object, the tombstone lifetime defaults to 60 days. The minimum value that can be specified is 2 days. If a value of less than 2 days is specified, tombstone lifetime defaults to either 60 days (Windows 2000 Server operating system through Windows Server 2008), or 2 days (Windows Server 2008 R2 and later).

The [**deleted-object lifetime**](#gt_f10f0c75-7969-433d-a710-ba8641e7e103) is controlled by the msDS-DeletedObjectLifetime attribute of the Directory Services [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) specified in section 6.1.1.2.4.1.1, interpreted as a number of days. If no value is specified for the msDS-DeletedObjectLifetime attribute of the Directory Services object, deleted-object lifetime defaults to the tombstone lifetime as calculated above. The minimum value that can be specified is 2 days. If a value less than 2 days is specified, deleted-object lifetime defaults to 2 days.

##### Attribute Syntaxes, Object References, Referential Integrity, and Well-Known Objects

The complete set of [**attribute syntaxes**](#gt_811ea26f-62cc-472e-9aca-9448831f16d8) supported by [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) are specified in section [3.1.1.2](#Section_5859bab0f5454db680c69798b484b3d8). The representation used by the abstract data model for values of each attribute syntax is specified in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 5.16.2. These representations of each syntax can be returned in an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) response without conversion, that is, the values are represented in the abstract data model in the same format as used by the LDAP protocol.

The following five attribute syntaxes are called [**object reference**](#gt_3ca938ae-c14f-4f59-8a7d-daca9f76db4e) syntaxes:

* Object(DS-DN)
* Object(DN-String)
* Object(DN-Binary)
* Object(Access-Point)
* Object(OR-Name)

The values of an [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) with Object(DS-DN) syntax are [**DNs**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b), which represent references to [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). The values of attributes with the other object reference syntaxes have two portions; one portion is a DN, which represents a reference to an object, and the other has information specific to each syntax. The five object reference syntaxes have a special behavior called "referential integrity"; no other attribute syntax have special behavior intrinsic to the syntax. The referential integrity behavior applies only to the DN portion of the syntax (the portion that represents a reference to an object), leaving the remaining portion unchanged. For this reason, and because the referential integrity is the same for the DN portion of all five object reference syntaxes, it suffices to specify the referential integrity behavior of syntax (the portion that represents a reference to an object), leaving the remaining portion unchanged. For this reason, and because the referential integrity is the same for the DN portion of all five object reference syntaxes, it suffices to specify the referential integrity behavior only for the Object(DS-DN) syntax (the simplest of the object reference syntaxes).

To specify referential integrity, some background on object deletion is required; object deletion is specified fully in section [3.1.1.5](#Section_832b9a419bb44619ac40243561fa1e65).

When the [**Recycle Bin**](#gt_54624800-58f4-45e9-90bf-c9b52dcf98f3) [**optional feature**](#gt_785b66f1-22b3-450f-97aa-a24a39d04d47) is not enabled, object deletion is performed in two stages.

1. In the first stage, the object to be deleted is transformed into a [**tombstone**](#gt_9d8e0963-13fa-4e19-a97f-7ce6bc90d20f). A tombstone is a special object, part of a [**replica's**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) state. The state of a deleted object's tombstone resembles the state of the object before deletion; it has the same objectGUID but a different DN. Specifically, its [**RDN**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9) is changed to a "delete-mangled RDN" and, in most cases, it is moved into the Deleted Objects [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) of its [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942), as described in section [3.1.1.5.5](#Section_6C21DD2F40CD496390A2A7F657F319A4). A tombstone is generally *not* an object from the LDAP perspective: a tombstone is not returned by a normal LDAP Search request, only by a Search request with extended control LDAP\_SERVER\_SHOW\_DELETED\_OID or LDAP\_SERVER\_SHOW\_RECYCLED\_OID, as described in section [3.1.1.3](#Section_3c5916a9f1a0429db937f8fe672d777c).
2. In the second stage, after a significant delay (the [**tombstone lifetime**](#gt_d636f4dc-5f08-49ef-9a2b-765015cd3289)), a tombstone is [**garbage collected**](#gt_de1d493f-c1c1-49ec-8b1c-ddba164a7b10), which removes it from the replica's state.

When the Recycle Bin optional feature is enabled, object deletion is performed in three stages.

1. In the first stage, the object being deleted is transformed into a [**deleted-object**](#gt_d9c9e99f-74f1-483e-bcb1-310e75ff1344). A deleted-object is a special object, part of a replica's state. The deleted-object also resembles the state of the object before deletion; it has the same objectGUID but a different DN. Specifically, its RDN is changed to a "delete-mangled RDN" and, in most cases, it is moved into the Deleted Objects container of its NC, as described in section 3.1.1.5.5. A deleted-object is generally *not* an object from the LDAP perspective: a deleted-object is not returned by a normal LDAP Search request, only by a Search request with extended control LDAP\_SERVER\_SHOW\_DELETED\_OID OID or LDAP\_SERVER\_SHOW\_RECYCLED\_OID, as described in section 3.1.1.3.
2. In the second stage, after a significant delay (the [**deleted-object lifetime**](#gt_f10f0c75-7969-433d-a710-ba8641e7e103)), a deleted-object is transformed into a [**recycled-object**](#gt_156b927d-f1ce-4629-993f-18f0cd5e1e12). A recycled-object is a special object, part of a replica's state. The recycled-object also resembles the state of the object before deletion; it has the same objectGUID but a different DN. Specifically, its RDN has been changed and, in most cases, the object moved, as described in the first stage. A recycled-object is also generally *not* an object from the LDAP perspective: a recycled-object is not returned by a normal LDAP Search request, only by a Search request with extended control LDAP\_SERVER\_SHOW\_RECYCLED\_OID, as described in section 3.1.1.3.

Note that this transformation from deleted-object to recycled-object is only initiated on [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) where the deleted-object is in a [**writable naming context (NC) replica**](#gt_51db485c-dcf6-4845-99b3-2df414ef0aa9). On DCs where the deleted-object is not in a writable NC replica, the transformation from deleted-object to recycled-object occurs as the result of [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) in this state change from a DC that holds a writable copy of the object.

1. In the third and final stage, after a significant delay (the tombstone lifetime), a recycled-object is garbage collected, which removes it from the replica's state.

In situations where a deletion does not need to be replicated, an object is [**expunged**](#gt_c947d085-898e-44c0-a849-47c3b817b7b7) (that is, removed in a single step from the replica's state) instead. A deletion does not need to be replicated in the following cases: removal of a [**lingering object**](#gt_79ffc6ee-a12c-4682-970b-409e4b19a23d) (section [3.1.1.3.3.15](#Section_5d8570a6cb924e37ad0d6d32cd2cdc0d)), removal of an object being moved during a cross-domain move (section [3.1.1.5.4.2](#Section_69e21ea905ef4fcd88f003104128891b)), and removal of a [**dynamic object**](#gt_ea6b6f3f-6bed-4622-aaca-fd7df28badb9) (section [6.1.7](#Section_a0ea4e754b344f97ae06a8b19a5aaa5b)).

An application is not limited to specifying a DN when creating an object reference; using the syntax specified in section 3.1.1.2, it can specify any combination of DN, [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d), or [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) as the reference as long as it specifies at least one. A **DSName** is created using the specified references and is resolved to an object using **DSName** equality as defined in [MS-DRSR] section 5.50, **DSNAME**.

The state kept with an attribute to represent an object reference is a **DSName**.

When reading an object reference, an application can request the full **DSName** in the representation specified in [MS-DRSR] section 5.16.2.1 instead of a DN by passing the [LDAP\_SERVER\_EXTENDED\_DN\_OID](#Section_57056773932c4e559491e13f49ba580c) extended control as described in section 3.1.1.3.

A single-valued Object(DS-DN) attribute *a* on object *src* behaves as follows:

* When an LDAP Add or Modify creates an object reference within attribute *src.a*, the server uses the DN (or SID or GUID) specified in the Add or Modify to locate an existing object *dst*. If no such object exists, including the case where the object has been deleted and exists as a tombstone, deleted-object, or recycled-object, the request fails with error *noSuchObject* / *ERROR\_DS\_OBJ\_NOT\_FOUND*. The values *dst*!distinguishedName, *dst*!objectGUID and *dst*!objectSid are used to populate the **DSName** representing the object reference within attribute *src.a*. If the object *dst* has no objectSid attribute, the "SID=" portion of the **DSName** representation is omitted.
* If object *dst* has not been deleted, reading attribute *a* gives the DN (or extended format as described in section 3.1.1.3) of object *dst*, even if *dst* has been renamed since *a* was written.
* If the object *dst* has been deleted or expunged, reading *src.a* gives a **DN** field that corresponds to no object. Either this **DN** is impossible to create via LDAP Add and LDAP Modify DN, or this **DN** changes (that is, the value of *src.a* changes) when an LDAP Add or Modify DN would give some other object this **DN**.

The multivalued case is similar; a multivalued attribute is capable of containing multiple object references that behave as described.

Each object reference syntax exists in two versions. The description just given is for the "nonlink" version. The other version is the "forward link". The Object(DS-DN) syntax also exists in a "back link" version.

A forward link Object(DS-DN) attribute supports the definition of a corresponding back link Object(DS-DN) attribute. The [**back link attribute**](#gt_3037ec79-2674-4bff-9925-bc98b15372fc) is a read-only [**constructed attribute**](#gt_d848b035-c151-4fd8-88d9-9f152d053fee); clients MUST NOT write to the back link attribute, and servers MUST reject any such writes. If an object *o* contains a reference to object *r* in [**forward link attribute**](#gt_ca910b1e-dfb2-4a06-94a8-425013020fb9) *f*, and there exists a back link attribute *b* corresponding to *f*, then a [**back link value**](#gt_bbcd3e91-a3a8-462b-99b3-eb6fbca89847) referencing *o* exists in attribute *b* on object *r*. The correspondence between the forward and back link attributes is expressed in the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093); see section 3.1.1.2 for details. A forward link attribute can exist with no corresponding back link attribute, but not vice versa.

If the syntax of a forward link attribute is not Object(DS-DN), a corresponding back link attribute has syntax Object(DS-DN), *not* the syntax of the forward link. The non-reference portion of the forward link, if any, is ignored in computing the back link. If ignoring the non-reference portion of the forward link results in duplicate back references, the duplicates are present in the values of the back link attribute.

The referential integrity behavior of a forward link attribute differs from that of a non[**link attribute**](#gt_be41074d-ce6b-4488-853a-4bbb3ea243ce) as follows:

* When an object *o* is expunged or transformed into a tombstone or recycled-object, any forward link reference to *o* is removed from the attribute that contains it.
* When an object *o* is transformed into a deleted-object, any forward link reference to *o* is maintained, but is made invisible to LDAP operations that do not specify the LDAP\_SERVER\_SHOW\_DEACTIVATED\_LINK\_OID control.
* When a deleted-object *o* is transformed into an object that is not a deleted-object, a tombstone, or a recycled-object, any forward link reference to *o* from object *p* where *p* is not a deleted-object is made visible to LDAP operations. Similarly, any forward link reference from *o* to *p* is made visible to LDAP operations.

Since a back link attribute is constructed, its referential integrity behavior follows from that of the corresponding forward link attribute.

The distinction between nonlink and forward link references is not visible in the part of the state model described in this section; it is a schema difference only. There is no difference in the state kept with an attribute to represent the object reference. There is a difference in the replication metadata accompanying the object reference, as will be described in section [3.1.1.1.9](#Section_03c3c09103aa42d0a7bf7c5f8adaf0c2).

The behavior described in this section is for object references within a single [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210). Additional behaviors, specified in section [3.1.1.1.12](#Section_fa61af78907f411fbda71d9eed07c6fc), are possible when an object reference crosses an NC replica boundary.

Extend the running example by adding a [**group object**](#gt_7ce4771c-2043-49b8-85d3-0c60c7789f9a) named "DSYS" as a child of "ou=NTDEV,dc=microsoft,dc=com". The [**object class**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) group includes the attribute member with Object(DS-DN) syntax. In this example, the "DSYS" [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) has the [**user object**](#gt_e767a471-c3fa-4e4b-a40c-daeb08f82a17) "Peter Houston" as its only member.

1. (
2. "<GUID=5>;<SID=0x0105...00000000>;dc=microsoft,dc=com"
3. ( (objectGUID 5) (parent 0) (dc "microsoft")
4. (objectClass top ... domainDNS)
5. (name "microsoft") (rdnType dc)
6. (objectSid 0x0105...94E1F2E6) )
7. ( (objectGUID 2) (parent 5) (ou "NTDEV")
8. (objectClass top ... organizationalUnit)
9. (name "NTDEV") (rdnType ou) )
10. ( (objectGUID 9) (parent 2) (cn "Peter Houston")
11. (objectClass top ... user)
12. (name "Peter Houston") (rdnType cn)
13. (objectSid 0x0105...94E1F2E607080000) )
14. ( (objectGUID 6) (parent 2) (cn "DSYS")
15. (objectClass top ... group)
16. (name "DSYS") (rdnType cn)
17. (objectSid 0x0105...94E1F2E60B080000)
18. (member
19. "<GUID=9>;<SID=0x0105...07080000>;
20. cn=Peter Houston,ou=NTDEV,dc=microsoft,dc=com" ) )
21. )

Note that the group "DSYS" is a [**security principal object**](#gt_4bb21ec2-b7ec-435d-9b7c-1eae5ad8f3da) within the [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef), with the distinct [**RID**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c) value 2059 (decimal).

The root object of each NC contains the attribute wellKnownObjects. The purpose of this attribute is to provide a location-independent way to access certain objects within the NC. For instance, the Deleted Objects container where most tombstones live can be found using wellKnownObjects.

The wellKnownObjects attribute has syntax Object(DN-Binary). Each value consists of an object reference *ref* and a byte string *binary* that is 16 bytes long. The byte string *binary* contains a GUID identifying a [**well-known object (WKO)**](#gt_4a60d503-c61a-45e9-a2e8-8216c71ca3ae) within an NC; the object reference *ref* is a reference to the corresponding object. A table of the GUIDs that identify well-known objects is given in section [6.1.1.4](#Section_5a00c8906be5457593c48bf8be0ca8d8).

The following procedure implements well-known object location using the wellKnownObjects attribute. This procedure will be used throughout the rest of this specification:

* procedure GetWellknownObject(*nc*: NC, *guid*: **GUID**): **DSName**
  + If there is no replica of NC *nc* on the server executing this procedure, return null.
  + Let *v* be the value of *nc*!wellKnownObjects on the server's replica satisfying *v.binary* = *guid*; if no such *v* exists, return null.
  + Return *v.ref*.

Assignments to the wellKnownObjects attribute are specially checked as described in section 3.1.1.5.

LDAP supports access to well-known objects using an extended **DSName** syntax as described in section 3.1.1.3.

##### Forest, Canonical Name

An [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) is a set of [**NCs**](#gt_784c7cce-f782-48d8-9444-c9030ba86942). Every forest contains one [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450) and one [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625). The other types of NCs present in a forest depends on whether it is an [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) forest or an [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) forest:

* AD DS: Every forest also contains one or more [**domain NCs**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef), and zero or more [**application NCs**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a).
* AD LDS: Every forest also contains zero or more application NCs.

The NCs within a forest are related by their assigned [**DNs**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) as follows:

* In AD DS there must exist a domain NC *root* such that the config NC's *dn* equals *Cat*("cn=Configuration", *root.dn*) (where *Cat* is the string concatenation function). This unique domain NC is called the [**root domain**](#gt_529c766b-af01-4bc8-b853-65fba6c704b3) NC of the forest.

Describe this DN relationship as "The config NC is a child of the root domain NC". Technically these NCs are not related in the same way that a [**child object**](#gt_9b04b599-9dca-48f1-aa9e-08e254d20553) and its [**parent object**](#gt_0d41951a-62f0-4fbd-bb23-22f645ae3bf5) are related within an NC; the parent relationship stops at the root of an NC. But their DNs are related in the same way as the DNs of a child object and its parent object within an NC. Given NCs with their corresponding DNs forming a child and parent relationship, it is convenient to refer to the NCs as the [**child NC**](#gt_3a257d9b-0e93-4b34-8302-25cd74525192) and the [**parent NC**](#gt_81067980-8b53-4264-977f-780bd167ba93).

In AD LDS, the config NC does not have a parent NC. An AD LDS forest contains no domain NCs, so there is no [**forest root domain NC**](#gt_9259fc5d-b976-44b0-b9a8-f7fe5e5ecf85), either. The DN of an AD LDS config NC takes the form "CN=Configuration, CN={*G*}" where *G* is a [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) in dashed-string form ([[RFC4122]](https://go.microsoft.com/fwlink/?LinkId=90460) section 3). For example,

CN=Configuration, CN={FD783EE9-0216-4B83-8A2A-60E45AECCB81}

is a possible DN of the config NC in an AD LDS forest.

* The schema NC is a child of the config NC, with [**RDN**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9) "cn=Schema".
* If *short* and *long* are NCs with [**DNS names**](#gt_102a36e2-f66f-49e2-bee3-558736b2ecd5) (domain NCs or application NCs), and *short* is a suffix of *long*, then each DNS name obtained by removing DNS name components successively from the front of *long* until the result is *short* must also name NCs with DNS names. For instance, if a forest contains both NCs *microsoft.com* and *nttest.ntdev.microsoft.com*, it must also contain NC *ntdev.microsoft.com*.
* If *app* is an application NC and *dom* is a domain NC, then *dom* must not be a child of *app*.
* If *root* is the root domain NC and *dom* is another domain NC in the forest, then *root* must not be a child of *dom*.

Extend the running example by adding the config NC and schema NC as follows.

1. (
2. "<GUID=4>;cn=Configuration,dc=microsoft,dc=com"
3. ( (objectGUID 4) (parent 0) (cn "Configuration")
4. (objectClass top ... configuration)
5. (name "Configuration") (rdnType cn) )
6. )
7. (
8. "<GUID=8>;cn=Schema,cn=Configuration,dc=microsoft,dc=com"
9. ( (objectGUID 8) (parent 0) (cn "Schema")
10. (objectClass top ... dMD)
11. (name "Schema") (rdnType cn) )
12. )
13. (
14. "<GUID=5>;<SID=0x0105...00000000>;dc=microsoft,dc=com"
15. ( (objectGUID 5) (parent 0) (dc "microsoft")
16. (objectClass top ... domainDNS)
17. (name "microsoft") (rdnType dc)
18. (objectSid 0x0105...94E1F2E6) )
19. ( (objectGUID 2) (parent 5) (ou "NTDEV")
20. (objectClass top ... organizationalUnit)
21. (name "NTDEV") (rdnType ou))
22. ( (objectGUID 9) (parent 2) (cn "Peter Houston")
23. (objectClass top ... user)
24. (name "Peter Houston") (rdnType cn)
25. (objectSid 0x0105...94E1F2E607080000) )
26. ( (objectGUID 6) (parent 2) (cn "DSYS")
27. (objectClass top ... group)
28. (name "DSYS") (rdnType cn)
29. (objectSid 0x0105...94E1F2E60B080000)
30. (members
31. "<GUID=9>;<SID=0x0105...07080000>;
32. cn=Peter Houston,ou=NTDEV,dc=microsoft,dc=com" ) )
33. )

This example illustrates the *dn* relationships between the root domain NC, config NC, and schema NC. It shows that in a forest, the parent relationship does not cross NC boundaries. It also illustrates the [**object classes**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) of the config NC and schema NC root objects and the lack of a *sid* in these NCs. It does not show the contents of these NCs, which are specified in sections [6.1](#Section_3a396e5621b442c5894664f25a03391e) and [3.1.1.2](#Section_5859bab0f5454db680c69798b484b3d8).

Every [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in a forest has a [**canonical name**](#gt_79ab9d86-0d30-41c3-b7da-153ad41bdfd8). The canonical name of an object is a syntactic transformation of its DN into something resembling a pathname that still identifies the object. A canonical name is a DNS name, followed by a "/", followed by a sequence of zero or more names separated by "/". The DNS name is the translation of the final sequence of "dc=" DN components into an equivalent DNS name (following [[RFC2247]](https://go.microsoft.com/fwlink/?LinkId=91344)). The sequence of names is the sequence of names in the non-"dc=" DN components, appearing in the reverse order to the order they appeared in the DN. Here are several examples of this translation drawn from the preceding example.

1. DN: cn=Peter Houston, ou=NTDEV, dc=microsoft,
2. dc=com
3. canonical name: microsoft.com/NTDEV/Peter Houston
4. DN: cn=Configuration, dc=microsoft, dc=com
5. canonical name: microsoft.com/Configuration
6. DN: dc=microsoft, dc=com
7. canonical name: microsoft.com/

Active Directory supports a [**constructed attribute**](#gt_d848b035-c151-4fd8-88d9-9f152d053fee) canonicalName on every object. Its value is the object's canonical name.

##### GC

In [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), the [**global catalog (GC)**](#gt_4f5d605a-7b3f-4db7-8c21-b146856d7169) is a partial view of a [**forest's**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) [**NCs**](#gt_784c7cce-f782-48d8-9444-c9030ba86942), with these properties:

* The GC view includes all [**domain NCs**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef), the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625), and the [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450).
* The GC view is partial. It includes all [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in the included NCs, but only those [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) defined as members of the partial attribute set in the schema NC (as specified in section [3.1.1.2](#Section_5859bab0f5454db680c69798b484b3d8)). If the GC is an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870), the attribute list is further restricted to those attributes not present in the [**filtered**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda) attribute set in the schema NC (as specified in section 3.1.1.2).
* The GC view is read-only.

The GC has no state model impact outside the schema NC, which defines the forest's partial attribute set. The implementation of the GC (that is, actually providing the specified view to [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) clients) does have impact, explained in section [3.1.1.1.9](#Section_03c3c09103aa42d0a7bf7c5f8adaf0c2).

In [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) there is no support for the GC.

##### DCs, USN Counters, and the Originating Update Stamp

The model defines the state of a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) as a tuple of type DC.

1. type DC = [
2. serverGuid: GUID,
3. invocationId: GUID,
4. usn: 64-bit integer,
5. prefixTable: PrefixTable,
6. defaultNC: domain NC replica,
7. configNC: config NC replica,
8. schemaNC: schema NC replica,
9. partialDomainNCs: set of partial domain NC replica,
10. appNCs: set of application NC replica,
11. pdcChangeLog: PDCChangeLog
12. nt4ReplicationState: NT4ReplicationState
13. ldapConnections: LDAPConnections,
14. replicationQueue: ReplicationQueue,
15. kccFailedConnections: KCCFailedConnections,
16. kccFailedLinks: KCCFailedLinks,
17. rpcClientContexts: RPCClientContexts,
18. rpcOutgoingContexts: RPCOutgoingContexts,
19. fLinkValueStampEnabled: boolean,
20. nt4EmulatorEnabled: boolean,
21. fEnableUpdates: boolean
22. dnsRegistrationSettings: DNSRegistrationSettings
23. minimumGetChangesRequestVersion: integer
24. minimumGetChangesReplyVersion: integer
25. ]

The variable **dc** is the only global variable in this specification. It contains the state of the DC.

1. dc: DC

*serverGuid* is initialized to a [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) when the *dc* is created and does not change thereafter. Section [6.1.1.2.2.1.2.1.1](#Section_8ebf24191169441388e212a5ad499cf5) describes the [**nTDSDSA object**](#gt_dc90b593-841f-4c6d-8032-b32e58e887a8); *serverGuid* equals the objectGUID of the DC's nTDSDSA object. *serverGuid* is independent of the objectGUID of the [**computer object**](#gt_d8e8f5a7-db85-40a8-98ed-1abab2237b82) for the computer playing the role of this DC.

*invocationId* is initialized to a GUID that is generated by the DC when the *dc* is created. This GUID MUST NOT be the [**NULL GUID**](#gt_ba500a5b-8c29-467c-a335-0980c8b11304). The circumstances under which a DC changes its *invocationId* are outside the effects of the state model. A DC changes its *invocationId* when [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) is restored from a backup. Section 6.1.1.2.2.1.2.1.1 describes the nTDSDSA object; *invocationId* equals the invocationId of the DC's nTDSDSA object.

*usn* is a counter used in assigning [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) metadata to every [**originating update**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20) to an [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) in the DC, as detailed later in this section. The invocationId of *dc's* nTDSDSA object is an "epoch number" for *usn*; if an observer reads a *dc* at times t1 and t2 with t1 < t2, and invocationId is the same, then *usn* at time t1 is less than or equal to *usn* at time t2. If the invocationId has been changed between t1 and t2, the DC at t2 is treated as a different DC then at t1 for the purposes of replication, and the *usn* of the DC is not compared.

*prefixTable* is the PrefixTable used to translate all [ATTRTYP](#Section_98b5578370294a048f8b9df9344089c3) values stored in this DC's NC replicas; section 3.1.1.2.6 specifies the translation process.

The default NC replica of an [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) DC, modeled as *dc.defaultNC*, is a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) NC replica of some [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) in the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62). In an [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) DC, *dc.defaultNC* is null.

The fields *dc.configNC* and *dc.schemaNC* contain [**replicas**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) of the forest's [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625) and [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450).

If *dc* is not an AD DS [**GC server**](#gt_a5a99ce4-e206-42dc-8874-e103934c5b0d) (as determined by the state of the [**GC**](#gt_4f5d605a-7b3f-4db7-8c21-b146856d7169) bit of the options [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the nTDSDSA object as specified in section 6.1.1.2.2.1.2.1.1), then *dc.partialDomainNCs* is null. Otherwise it contains a partial domain NC replica for each domain NC in the forest, excluding the [**default domain NC**](#gt_4a5a119a-b1f3-45b8-abca-6230fe557d3f) of dc.

The field *dc.appNCs* contains replicas of the [**application NCs**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a) hosted by the DC. An AD DS DC can be an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870); [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 5.7, AmIRODC, specifies how this is determined by state in the config NC.

All NC replicas of an RODC are read-only; that is, they do not accept originating updates. In other DCs, all NC replicas are writable except for *dc.partialDomainNCs*, but writes to these NC replicas are controlled by the constraints and processing specifics described in section [3.1.1.5](#Section_832B9A419BB44619AC40243561FA1E65). Also, on an RODC the *dc.defaultNC* is a [**filtered partial domain NC replica**](#gt_5c2fedfc-19cc-44db-8275-e3918479378a). On other DCs, the *dc.defaultNC* is a [**full domain NC replica**](#gt_f523a137-bda8-45a0-8c9b-f54d86b00bcb), and is the only full domain NC replica in the state of a DC.

The *nt4ReplicationState* and *pdcChangeLog* variables contain state used by the IDL\_DRSGetNT4ChangeLog method ([MS-DRSR] section 4.1.11.3). Section [3.1.1.7](#Section_4f99984d2e9048e6b472f5869e5b90ed) specifies the format of these variables and how they are maintained during state changes in AD DS.

The *ldapConnections*, *replicationQueue*, *kccFailedConnections*, *kccFailedLinks*, *rpcClientContexts*, and *rpcOutgoingContexts* fields of a DC are volatile state. Each volatile field is set to the empty sequence on server startup. The other fields are persistent state, [**updated**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) using transactions.

The construction of the *kccFailedConnections* and *kccFailedLinks* fields of a DC are discussed in section [6.2](#Section_f2e2f6c7b232406db48afc6ccf231202). The construction of the *replicationQueue*, *kccFailedConnections*, and *rpcOutgoingContexts* fields are discussed in [MS-DRSR]. The construction of the *fLinkValueStampEnabled* field is described later in this section.

The *nt4EmulatorEnabled* field determines how the DC responds to a [Mailslot Ping](#Section_2cff75a958714493a704017b506f8df0) request, as described in section 6.3.5. The *nt4EmulatorEnabled* field is not configurable through the Active Directory. The *nt4EmulatorEnabled* field can be configured by an implementation-dependent mechanism. On applicable Windows Server releases, the *nt4EmulatorEnabled* field can be configured at the following registry key path:

1. HKEY\_LOCAL\_MACHINE\system\currentcontrolset\services\netlogon\parameters\NT4Emulator

This registry value is of type REG\_DWORD. If the value is 0 or not present, the field *nt4EmulatorEnabled* is set to FALSE; otherwise, the field is set to TRUE. By default, this registry value is not set.

The *fEnableUpdates* field determines whether or not a DC allows updates, as described in section [3.1.1.5.1.9](#Section_287050ddd56a4d498208b5d840d5e52a). The field is initialized to TRUE.

The *dnsRegistrationSettings* field contains the settings that determine whether the DC registers [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) records (for the purpose of DC location), and which DNS records it registers. The field is of type [DNSRegistrationSettings (section 6.3.1.10)](#Section_76bc11f08bc24d6ca643328f479aae1b) and is initialized as described in section 6.3.1.10.

The *minimumGetChangesRequestVersion* field contains a value limiting the acceptable versions of the input message for a replication request. See [MS-DRSR] section 4.1.10.5.1. The value is set by [**DSA**](#gt_919e41e4-f321-43ed-bbe5-675ca4cd9a28) Heuristics (section [6.1.1.2.4.1.2](#Section_E5899BE4862E496F9A3833950617D2C5)).

The *minimumGetChangesReplyVersion* field contains a value limiting the acceptable versions of the output message for a replication request. See [MS-DRSR] section 4.1.10.5.20. The value is set by DSA Heuristics (section 6.1.1.2.4.1.2).

Each originating update on a DC creates replication metadata values (*AttributeStamp* and *LinkValueStamp* values), as will now be described.

*AttributeStamp* and *LinkValueStamp* values contain times read from the system clock of the server creating the value. If clocks on different DCs disagree by a significant fraction of the [**tombstone lifetime**](#gt_d636f4dc-5f08-49ef-9a2b-765015cd3289), then it is probable that different DCs will eventually disagree about whether some [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) have been deleted or not; see section [3.1.1.1.15](#Section_500fc9d5c3f04ca49856f8e3cd19bfd2). DCs use [**Kerberos**](#gt_d6a282ce-b1da-41e1-b05a-22f777a5c1fe) for mutual [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317), and Kerberos does not mutually authenticate two DCs whose clocks are more than 5 minutes out of sync. The tombstone lifetime is generally several months, so synchronization within 5 minutes is much better than required to avoid object lifetime issues.

The type *AttributeStamp* is defined authoritatively in [MS-DRSR] section 5.11. In summary, it is the following tuple.

1. AttributeStamp: [
2. dwVersion: 32-bit Integer;
3. timeChanged: 64-bit number of seconds
4. since January 1, 1601, 12:00:00am;
5. uuidOriginating: GUID;
6. usnOriginating: 64-bit Integer]

Similarly, the type *LinkValueStamp* is defined authoritatively in [MS-DRSR] section 5.118. In summary, it is an *AttributeStamp* tuple extended on the bottom with the following fields:

* *timeCreated*: 64-bit number of seconds since January 1, 1601, 12:00:00 A.M.
* *timeDeleted*: 64-bit number of seconds since January 1, 1601, 12:00:00 A.M.

An *AttributeStamp* [**stamp**](#gt_ff635a35-a17d-477b-a30d-9723b415bf00) is associated with all [**replicated attributes**](#gt_74537956-c9e2-414a-a684-0fd75f204181), except [**forward link attributes**](#gt_ca910b1e-dfb2-4a06-94a8-425013020fb9) updated when the [**forest functional level**](#gt_b3240417-ca43-4901-90ec-fde55b32b3b8) is greater than DS\_BEHAVIOR\_WIN2000 or *dc.fLinkValueStampEnabled* is TRUE, that have ever had values on an object. For forward link attributes updated when the forest functional level is greater than DS\_BEHAVIOR\_WIN2000 or *dc.fLinkValueStampEnabled* is TRUE, a *LinkValueStamp* stamp is associated with each value of the attribute, both current [**link values**](#gt_659e8352-a6db-4752-8c05-4b21c602f238) and *tombstoned* link values. More details on *tombstoned* link values are given later in this section.

Together with forest functional level, *dc.fLinkValueStampEnabled* regulates whether a DC creates replication metadata for forward link attributes. *dc.fLinkValueStampEnabled* is initialized to TRUE when the forest functional level is greater than DS\_BEHAVIOR\_WIN2000. When the forest functional level is DS\_BEHAVIOR\_WIN2000, *dc.fLinkValueStampEnabled* is initialized to FALSE. When a DC receives an update containing *LinkValueStamp* values, it sets *dc.fLinkValueStampEnabled* to TRUE. (For more information, see [MS-DRSR] sections 4.1.10.5.5 and 4.1.10.6.1.)

When an originating write occurs, either the *AttributeStamp* or the *LinkValueStamp* of the attribute's value is updated, but not both. This chart specifies the conditions under which each is updated.

| Attribute type | Forest functional level | AttributeStamp associated with the attribute | LinkValueStamp associated with the attribute's values |
| --- | --- | --- | --- |
| Any type of attribute other than a forward link attribute | Any | Updated | Not updated |
| Forward link attribute | DS\_BEHAVIOR\_WIN2000 | Updated | Not updated |
| Forward link attribute | Greater than DS\_BEHAVIOR\_WIN2000 | Not updated | Updated |

Whether an attribute value has an *AttributeStamp* or *LinkValueStamp* depends on the state at the time of the originating update. The data model does not require an attribute to have an *AttributeStamp* or *LinkValueStamp*. If an attribute has never had a value, it will not have an *AttributeStamp*.

A forward link attribute will have an *AttributeStamp* if it is updated when the forest functional level is DS\_BEHAVIOR\_WIN2000. However, if the forest functional level is changed to be greater than DS\_BEHAVIOR\_WIN2000, then any further updates will cause the attribute's value to have a *LinkValueStamp*. The previously associated *AttributeStamp* of the attribute will be left unchanged.

On the other hand, if the attribute is a forward link attribute that was never updated when the forest functional level was DS\_BEHAVIOR\_WIN2000, it will not have an associated *AttributeStamp*. If a value of the attribute is updated when the forest functional level is greater than DS\_BEHAVIOR\_WIN2000, the attribute value will have a *LinkValueStamp* and the attribute will still not have an *AttributeStamp*.

Let *o*!*a.stamp* denote the *AttributeStamp* associated with replicated attribute *a* on object *o*. When an originating update creates or modifies replicated attribute *a* on object *o*, the value of *o*!*a.stamp* is determined as follows:

* *dwVersion*: If the attribute did not exist on this object before the originating update (that is, an LDAP Add operation of this object, or an LDAP Modify operation creating the initial value of this attribute on this object), *dwVersion* equals one. Otherwise *dwVersion* equals *o*!*a.stamp.dwVersion* before the update, plus one.
* *timeChanged*: The time of the originating update, according to the system clock on this DC.
* *uuidOriginating*: the invocationId of the *dc's* nTDSDSA object.
* *usnOriginating*: *dc.usn*.

Once a replicated attribute exists on an object, it will continue to exist for the lifetime of the object, in order to carry the stamp. If all values have been removed from the attribute, the attribute will be absent from the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) perspective, but it remains present in the state model in order to preserve the stamp. If a value is added to *o*!*a* and *o*!*a.stamp* exists, even if *o*!*a* had no values before the addition, the value of *o*!*a.stamp*.*dwVersion* is used as described previously in creating the new stamp's *dwVersion*.

Let *o*!*a.r* denote a single link value *r* that is part of a replicated forward link attribute *a*, and let *o*!*a.r.stamp* denote the *LinkValueStamp* associated with this value. An originating update cannot modify a single link value *r* that is part of a forward link attribute, except to delete it or to re-create it. A link value *r* is deleted, but exists as a *tombstone*, if *r.stamp.timeDeleted* ≠ 0. When the current time minus *r.stamp.timeDeleted* exceeds the tombstone lifetime, the link value *r* is [**garbage-collected**](#gt_de1d493f-c1c1-49ec-8b1c-ddba164a7b10); that is, removed from its containing forward link attribute.

When an originating update creates a link value *r* of a forward link attribute *a* of object *o*, the *LinkValueStamp o*!*a.r.stamp* is computed as follows:

* *dwVersion*: 1.
* *timeChanged*: The time of the originating update, according to the system clock on this DC.
* *uuidOriginating*: the invocationId of *dc's* nTDSDSA object.
* *usnOriginating*: *dc.usn*.
* *timeCreated*: The time of the originating update, according to the system clock on this DC.
* *timeDeleted*: Zeros.

When an originating update re-creates a link value *r* of a forward link attribute *a* of object *o*, that is, a create occurs when the same link value exists as a [**tombstone**](#gt_9d8e0963-13fa-4e19-a97f-7ce6bc90d20f), the *LinkValueStamp o*!*a.r.stamp* is computed as follows:

* *dwVersion*: *o*!*a.r.stamp.dwVersion* before the originating update, plus one.
* *timeChanged*: The time of the originating update, according to the system clock on this DC.
* *uuidOriginating*: the invocationId of *dc's* nTDSDSA object.
* *usnOriginating*: *dc.usn*.
* *timeCreated*: *o*!*a.r.stamp.timeCreated* before the originating update.
* *timeDeleted*: Zeros.

When an originating update deletes a link value *r* of a forward link attribute *a* of object *o*, the *LinkValueStamp o*!*a.r.stamp* is computed as follows:

* *dwVersion*: *o*!*a.r.stamp.dwVersion* before the originating update, plus one.
* *timeChanged*: The time of the originating update, according to the system clock on this DC.
* *uuidOriginating*: the invocationId of *dc's* nTDSDSA object.
* *usnOriginating*: *dc.usn*.
* *timeCreated*: *o*!*a.r.stamp.timeCreated* before the originating update.
* *timeDeleted*: The time of the originating update, according to the system clock on this DC.

The stamp values created by originating updates are used by protocols described in [MS-DRSR]. Some stamp values maintained in this state model are not used by those protocols; see [MS-DRSR] section 4.1.10.5.6 (FilterAttribute) for specifics on the stamps that are [**filtered**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda) out.

When all updates associated with an originating update request are complete, the variable *dc.usn* is increased by at least one. Between originating updates, the variable *dc.usn* does not decrease.

The effects of an originating update are captured in the state model by committing a transaction. When the originating update is initiated by a protocol request, such as an LDAP Modify, the transaction is committed before sending the appropriate protocol response. The transaction has the [**ACID**](#gt_44f0cb35-f618-456d-b7b1-25213fed1045) properties [GRAY] and provides at least degree 2 isolation of concurrent read and update requests [GRAY].

Each read request is performed as a transaction. When multiple read requests are used to retrieve a large set of results, each request is its own transaction. Section 3.1.1.5 specifies the transaction boundaries that are used for all originating updates. To preview: An originating update is almost always performed as a single transaction; a few are processed as multiple transactions. In some cases, an originating update request will cause transactions to occur after the response has been sent; section 3.1.1.5 specifies all cases where processing of an update continues after the response.

The following example illustrates the effects of originating updates on stamp values. In this example, the forest functional level is assumed to be greater than DS\_BEHAVIOR\_WIN2000, so *LinkValueStamps* are used for updates to forward link attributes. In the example, stamp values are represented as lists whose elements are the elements of the stamp, in the order listed in the type definition. Thus *dwVersion* is always first, and *timeDeleted* is last in a *LinkValueStamp*. An *AttributeStamp* is placed between the attribute's lDAPDisplayName and the first value, if any. A *LinkValueStamp* is placed immediately following the link value.

This example shows the stamp values on two attributes of a single group object: the description attribute and the member attribute (a forward link attribute). In the initial state neither attribute is present.

1. (
2. "<GUID=5>;<SID=0x0105...94E1F2E6>;dc=microsoft,dc=com"
3. . . .
4. ( (objectGUID 6) (parent 2) (cn "DSYS")
5. (objectClass top ... group)
6. (name "DSYS") (rdnType cn)
7. (objectSid 0x0105...94E1F2E60B080000)
8. )
9. )

An LDAP Modify adds a value for description. This DC's invocationId is 103, and its *usn* is 501 at the time of the originating update.

1. (
2. "<GUID=5>;<SID=0x0105...94E1F2E6>;dc=microsoft,dc=com"
3. . . .
4. ( (objectGUID 6) (parent 2) (cn "DSYS")
5. (objectClass top ... group)
6. (name "DSYS") (rdnType cn)
7. (objectSid 0x0105...94E1F2E60B080000)
8. (description (1 0x2FA9A74EA 103 501) "QWERTY")
9. )
10. )

An LDAP Modify adds a value for member. This originating update occurred one second after the previous one, with no updates in between. This pattern continues for the rest of this example.

1. (
2. "<GUID=5>;<SID=0x0105...94E1F2E6>;dc=microsoft,dc=com"
3. . . .
4. ( (objectGUID 6) (parent 2) (cn "DSYS")
5. (objectClass top ... group)
6. (name "DSYS") (rdnType cn)
7. (objectSid 0x0105...94E1F2E60B080000)
8. (description (1 0x2FA9A74EA 103 501) "QWERTY")
9. (member
10. "<GUID=9>;<SID=0x0105...07080000>;
11. cn=Peter Houston,ou=NTDEV,dc=microsoft,dc=com"
12. (1 0x2FA9A74EB 103 502 0x2FA9A74EB 0) )
13. )
14. )

An LDAP Modify removes the values of both description and member.

1. (
2. "<GUID=5>;<SID=0x0105...94E1F2E6>;dc=microsoft,dc=com"
3. . . .
4. ( (objectGUID 6) (parent 2) (cn "DSYS")
5. (objectClass top ... group)
6. (name "DSYS") (rdnType cn)
7. (objectSid 0x0105...94E1F2E60B080000)
8. (description (2 0x2FA9A74EC 103 503) )
9. (member
10. "<GUID=9>;<SID=0x0105...07080000>;
11. cn=Peter Houston,ou=NTDEV,dc=microsoft,dc=com"
12. (2 0x2FA9A74EC 103 503 0x2FA9A74EB 0x2FA9A74EC) )
13. )
14. )

An LDAP Modify sets member back to the value it had before the previous update. The stamp it receives is *not* what it had before.

1. (
2. "<GUID=5>;<SID=0x0105...94E1F2E6>;dc=microsoft,dc=com"
3. . . .
4. ( (objectGUID 6) (parent 2) (cn "DSYS")
5. (objectClass top ... group)
6. (name "DSYS") (rdnType cn)
7. (objectSid 0x0105...94E1F2E60B080000)
8. (description (2 0x2FA9A74EC 103 503) )
9. (member
10. "<GUID=9>;<SID=0x0105...07080000>;
11. cn=Peter Houston,ou=NTDEV,dc=microsoft,dc=com"
12. (3 0x2FA9A74ED 103 504 0x2FA9A74EB 0) )
13. )
14. )

Finally, an LDAP Modify sets description to a new value.

1. (
2. "<GUID=5>;<SID=0x0105...94E1F2E6>;dc=microsoft,dc=com"
3. . . .
4. ( (objectGUID 6) (parent 2) (cn "DSYS")
5. (objectClass top ... group)
6. (name "DSYS") (rdnType cn)
7. (objectSid 0x0105...94E1F2E60B080000)
8. (description (3 0x2fa9a74ee 103 505) "SHRDLU")
9. (member
10. "<GUID=9>;<SID=0x0105...07080000>;
11. cn=Peter Houston,ou=NTDEV,dc=microsoft,dc=com"
12. (3 0x2FA9A74ED 103 504 0x2FA9A74EB 0) )
13. )
14. )

##### GC Server

An [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) can be a [**GC server**](#gt_a5a99ce4-e206-42dc-8874-e103934c5b0d) as determined by state in the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625), as specified in section [6.1.1.2.2.1.2.1.1](#Section_8ebf24191169441388e212a5ad499cf5). A GC server provides [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) access to the GC view of the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) via a special LDAP port, as specified in section [3.1.1.3](#Section_3c5916a9f1a0429db937f8fe672d777c).

##### FSMO Roles

Each [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) accepts [**originating updates**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20) for most [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of most [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) within its [**writable NC replicas**](#gt_51db485c-dcf6-4845-99b3-2df414ef0aa9). But certain [**updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) are only accepted if the DC is the single designated "master" DC for the update, as specified in this section. The mechanism is called [**FSMO roles**](#gt_73841222-e9d8-4dc1-83a1-206c75f4f90f), which stands for [**flexible single master operation (FSMO)**](#gt_3fcc9e5e-60b6-40f8-acb6-ad3189cf90ec) roles.

If some or all of the updates to an object are single-mastered, that object belongs to a defined set of objects. [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.10.5.3 (GetReplScope) specifies these sets, which are called FSMO roles. Each FSMO role is contained within a single [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942). Each [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) contains three FSMO roles called *InfrastructureMasterRole*, *RidAllocationMasterRole*, and *PdcEmulationMasterRole*. A [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625) contains one FSMO role called *DomainNamingMasterRole*. A [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450) contains one FSMO role called *SchemaMasterRole*. An [**application NC**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a) has no FSMO roles.

Since a DC operating as [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) does not host domain NCs, it cannot own any of the three roles contained by domain NCs. It can own the Schema Master and Domain Naming FSMO roles.

In a given NC, each FSMO role is represented by an object. [MS-DRSR] section 4.1.10.5.3 (GetReplScope) specifies these objects, which are called [**FSMO role objects**](#gt_6ea17c3e-787a-40e3-a62f-0313dcdc16b7).

The fSMORoleOwner attribute of each FSMO role object is an [**object reference**](#gt_3ca938ae-c14f-4f59-8a7d-daca9f76db4e) to the nTDSDSA object of the DC that owns the role; that is, the DC that performs updates to objects in the role. nTDSDSA objects and how they represent DCs are specified in section [6.1](#Section_3a396e5621b442c5894664f25a03391e).

An originating update to an object within a FSMO role generates an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) referral if the DC that receives the request cannot perform the update; the referral is to the DC represented by the nTDSDSA object referenced by the FSMO role object's fSMORoleOwner attribute on the DC that received the request.

The processing of updates affected by FSMO roles is fully specified in section [3.1.1.5](#Section_832b9a419bb44619ac40243561fa1e65).

The IDL\_DRSGetNCChanges method ([MS-DRSR] section 4.1.10) makes an originating update to the fSMORoleOwner attribute of a FSMO role object while preserving single-mastering of updates to the FSMO role. The ability to update the fSMORoleOwner attribute in this way is exposed through LDAP as the root DSE updates becomeDomainMaster, becomeInfrastructureMaster, becomePdc, becomePdcWithCheckPoint, becomeRidMaster, and becomeSchemaMaster specified in section [3.1.1.3](#Section_3c5916a9f1a0429db937f8fe672d777c).

Reading the [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6) attribute validFSMOs on a DC returns the set of all FSMO roles (represented as FSMO role objects) that the DC will update; this is specified in section 3.1.1.3.

##### Cross-NC Object References

Section [3.1.1.1.6](#Section_538ec13514654266bb0a777924f02846) specifies the referential integrity behavior of [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) with [**object reference**](#gt_3ca938ae-c14f-4f59-8a7d-daca9f76db4e) syntaxes. That section only specifies the case of references within a single [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942). This section specifies the differences for the case of object references that cross an NC boundary.

Suppose *src* and *dst* are [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in different NCs, *src* has an attribute *a* with an object reference syntax, and *dc* is a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) hosting a writable [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) of *src*'s NC.

* When an LDAP Add or Modify creates an object reference within attribute *src.a*, the server uses the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) (or [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) or [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1)) specified in the Add or Modify to locate an existing object *dst*. The behavior is identical to the single NC case, with two exceptions:
  1. Locating the object *dst* can fail if *dc* does not host a replica of *dst* and if *dc* fails to communicate with a server that hosts a *dst* replica; the response is error *unavailable* / *<unrestricted>*.
  2. Certain cross-NC references are not allowed; the specific references that are not allowed are specified in section [3.1.1.2.2.3](#Section_5f59481c1bff43aca57615ad28a516fe). If the reference is not allowed, the response is error *constraintViolation* / *ERROR\_DS\_NAME\_REFERENCE\_INVALID*.
* After the assignment, the referential integrity behavior is the same as if the reference did not cross an NC boundary, except that reference *src.a* reflects the state of object *dst* at some time *t* in the past, not at the current time. If the distributed system of DCs in the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) is functioning normally, the difference between the current time and the time *t* of the previous sentence is bounded by an administrator-configurable amount of time. (During this period of time, between *t* and the current time, the cross-NC reference can refer to the object by its previous name or at its previous location, or it can refer to the object after the object has been deleted.) The phrase "functioning normally" shown previously means that the DCs are running and communicating as needed, with only transient failures.

The mechanism the system uses for restoring the integrity of object references is specified in section [3.1.1.6](#Section_29e5a16994264374870e7f764e04db5e).

##### NC Replica Graph

This section uses directed graphs to model [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) topology. Use [KNUTH1] section 2.3.4.2 as a reference for the terms *directed graph*, *vertex*, *arc*, *initial vertex*, *final vertex*, *path*, and *strongly-connected*.

This section introduces concepts that are used in specifying the KCC in section [6.2](#Section_f2e2f6c7b232406db48afc6ccf231202). The concepts are simplified here because this section ignores the [**SMTP**](#gt_0678be67-e739-4e33-97fe-2b03b903a379) replication transport [[MS-SRPL]](%5bMS-SRPL%5d.pdf#Section_ec69eea50d5e428ab5bc66732aaeb866) and [**RODCs**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870). Section 6.2 specifies the concepts in full generality.

Associated with each [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) is a repsFrom abstract [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) as specified in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 5.172. The value of this attribute is a set of tuples. Each tuple contains a field *uuidDsa* that contains the objectGUID of an nTDSDSA object. The nTDSDSA object represents a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) as specified in section [6.1](#Section_3a396e5621b442c5894664f25a03391e).

Given a [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) and an [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) within the forest, define the [**NC replica graph**](#gt_7d6547d6-9a53-4046-8bac-5c49a86083c9) as follows:

* Each DC of the given forest is a vertex of the directed graph.
* For each DC *d* containing a [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) of the given NC:
  + Set *r* to the given NC's repsFrom on the DC *d*, as a sequence in any order.
  + For *i* in [0 .. *r.length*-1]:
    - *r[i].uuidDsa* is a directed arc to *d* (the final vertex of the arc) from the DC represented by the nTDSDSA object with objectGUID = *r[i].uuidDsa* (the initial vertex of the arc).

Each arc in the directed graph represents a replication relationship. The DC at the final vertex of an arc performs [**cycles**](#gt_e14454ba-5d3b-4fdb-99e5-50ecf632bd16) of IDL\_DRSGetNCChanges requests ([MS-DRSR] section 4.1.10.1) to the DC at the initial vertex of that arc, applying the results of these requests to [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) the replica of the given NC at the final vertex. The events that trigger a cycle of IDL\_DRSGetNCChanges request over a given arc of the NC replica graph are specified in the next section.

The KCC is an automated management component of [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) that controls the repsFrom values on each DC and thereby controls the NC replica graph for each NC. One of the KCC's goals is to keep each NC replica graph of the forest in a good state, defined as follows:

1. Each DC in the NC replica graph contains a replica of the given NC.
2. If the DC at the initial vertex of an arc contains a partial replica of the given NC, so does the DC at the final vertex of that arc.
3. If *d* is any DC that contains a partial replica of the given NC, there is a path to *d* from some DC that contains a full replica of the given NC.
4. Define *F* as the set of all DCs that contain full replicas of the given NC. The subgraph of the NC replica graph whose vertex set is *F* is strongly-connected.

For example, the following NC replica graph contains five DCs. DC 1, DC 2, and DC 3 contain full replicas of the given NC and DC 4 and DC 5 contain partial replicas of the given NC.
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Figure 3: A sample NC replica graph

Per item 1 in the numbered list above, every DC present in the graph contains a replica of the given NC.

There is an arc from DC 4 to DC 5. DC 4 is the initial vertex of this arc and DC 5 is the final vertex. Per item 2 in the list above, because DC 4 contains a partial replica of the NC, DC 5 also contains a partial replica of the NC.

Per item 3 in the list above, there is a path from DC 1, which contains a full replica of the NC, to both DC 4 and DC 5 that contains a partial replica of the NC.

Per item 4 in the list above, the subgraph of the NC replica graph made by DC 1, DC 2, and DC 3 that contains a full replica of the NC is strongly connected because there is a path from each vertex in the subgraph to every other vertex in the subgraph.

The KCC performs this management by first creating *connection* [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) (specified in section [6.1.1.2.2.1.2.1.2](#Section_d6cca73b969647009dab7c4e54502960)), then creating repsFrom values from those connection objects (specified in section 6.2). An administrator can create specially marked connection objects, with the NTDSCONN\_OPT\_IS\_GENERATED bit not set in the options attribute, that the KCC will not modify but will use in creating repsFrom values.

##### Scheduled and Event-Driven Replication

If *client* and *server* are two [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the [**NC replica graph**](#gt_7d6547d6-9a53-4046-8bac-5c49a86083c9) of a given [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) and [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62), where *server* is the initial vertex of an arc and *client* is the final vertex of the same arc, *client* will perform a [**replication cycle**](#gt_e14454ba-5d3b-4fdb-99e5-50ecf632bd16) from *server* by calling IDL\_DRSGetNCChanges ([[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.10) until the cycle is complete in either of these two cases:

1. The DC *client's* repsFrom tuple for *server* contains a *schedule* field that calls for [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) at the current time. The *schedule* contains a REPLTIMES structure as specified in [MS-DRSR] section 5.165. This is *scheduled replication*.
2. The DC *server* calls the IDL\_DRSReplicaSync method ([MS-DRSR] section 4.1.23.2) on the *client*. This is *event-driven replication*. The events that cause this form of replication are specified later in this section.

A precondition for event-driven replication involves *server's* repsTo abstract [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f), specified in [MS-DRSR] section 5.173. The repsTo abstract attribute is a sequence tuples, like repsFrom. Like repsFrom, each repsTo tuple contains a field *uuidDsa* that contains the objectGUID of an nTDSDSA object. The nTDSDSA object represents a DC as specified in section [6.1](#Section_3a396e5621b442c5894664f25a03391e). If *server's* repsTo abstract attribute contains a tuple whose *uuidDsa* field contains the objectGUID of client's nTDSDSA object, *server* performs event-driven replication to *client*.

It remains to specify how a DC's repsTo abstract attribute is populated, and to specify the events that trigger event-driven replication.

A DC's repsTo abstract attribute is populated as follows:

1. A DC *server's* repsTo abstract attribute is populated for event-driven replication to *client* if *client's* repsFrom tuple for *server* has the DRS\_ADD\_REF bit set in its *replicaFlags* field, and *client* calls the IDL\_DRSGetNCChanges method on *server* during scheduled replication. The DC *client* sets the DRS\_ADD\_REF bit in *Request.ulFlags* on the scheduled call to IDL\_DRSGetNCChanges on *server* ([MS-DRSR] section 4.1.10.4.1) and *server* [**updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) repsTo for event-driven replication to *client* as a result ([MS-DRSR] section 4.1.10.5.2).

Since the KCC running on *client* writes *client's* repsFrom, this behavior is controlled by the state of KCC [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) as specified in section [6.2](#Section_f2e2f6c7b232406db48afc6ccf231202).

1. A DC *server's* repsTo abstract attribute is populated for event-driven replication to DC *client* if the IDL\_DRSReplicaAdd method ([MS-DRSR] section 4.1.19.2) is called on *client*, specifying *server* as the replication source (either *pmsgIn.V1.pszSourceDsaAddress* or *pmsgIn.V2.pszDsaSrc*, depending upon the request version used). If the IDL\_DRSReplicaAdd adds a new tuple to *client's* repsFrom, it proceeds to call IDL\_DRSUpdateRefs ([MS-DRSR] section 4.1.26.2) on *server* to update *server's* repsTo abstract attribute.

Since IDL\_DRSReplicaAdd is an [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) method, this behavior is controlled by any authorized requester of this method. Within [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) itself, IDL\_DRSReplicaAdd is called by the KCC to maintain repsFrom.

The events that trigger event-driven replication from a DC *server* are as follows:

1. The DC *server* receives an update, either originating or replicated, as specified in section [3.1.1.5.1.7](#Section_2613d0019c924190849370748d33c2c0) (Urgent Replication).
2. A configurable time expires after DC server receives any update, as specified in section [3.1.1.5.1.6](#Section_bcdd3b6b32f04937b6eff3df127f595c) (Replication notification).

##### Replication Latency and Tombstone Lifetime

[**Replication latency**](#gt_2352e9b3-ae08-4b5f-8858-bbca4ff4dd97) is the delay between the time of an [**originating update**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20) to an [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) and the time when this [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) is reflected in all [**replicas**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) of that NC. Some updates are superseded before reaching all replicas, but for the purposes of this simplified definition, consider an [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) update that is not followed by other updates to that attribute for a long time.

Administrators of [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) control [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) latency by setting several variables, specified in section [6.1](#Section_3a396e5621b442c5894664f25a03391e) and section [6.2](#Section_f2e2f6c7b232406db48afc6ccf231202). These variables ultimately control the schedules used for scheduled replication, and they control the use of event-driven replication. Replication latency is not fully predictable in a real system, because it depends upon the volume of read requests to [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), the volume of originating update requests to DCs, and the availability of DCs and communications links.

If the typical replication latency is larger than the [**tombstone lifetime**](#gt_d636f4dc-5f08-49ef-9a2b-765015cd3289) (the value of the tombstoneLifetime attribute of the Directory Services [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) specified in section [6.1.1.2.4.1.1](#Section_7c60c04e018646e59116b68e60352857), interpreted as a number of days), some [**tombstones**](#gt_9d8e0963-13fa-4e19-a97f-7ce6bc90d20f) or [**recycled-objects**](#gt_156b927d-f1ce-4629-993f-18f0cd5e1e12) will be garbage collected before they have replicated to every [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210). As a result, some objects will never be deleted in some replicas. To restore consistency of object existence, an administrator cleans up such *lingering objects* with utility programs.

##### Delayed Link Processing

When an [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) to an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) would result in removal of more than 10,000 [**forward link values**](#gt_e5051d57-b329-4ee4-a561-3bfd49b332aa), or the update would result in more than 10,000 forward link values to be made either visible or invisible to [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) operations that do not specify the LDAP\_SERVER\_SHOW\_DEACTIVATED\_LINK\_OID control, then at least 10,000 of the value changes so directed are completed within the transaction encompassing the modification (that is, the "originating transaction").

**Note**  In Windows Server 2003, Windows Server 2003 R2, and Windows Server 2008, the number is 1,000 instead of 10,000.

Any values not so changed within the originating transaction are changed by continuing processing after and outside of that originating transaction. These changes that occur outside the originating transactions are called "delayed link processing". Delayed link processing occurs within one or more transactions subsequent to the originating transaction.

Although delayed link processing always uses at least one subsequent transaction, there is no constraint on the upper bound of the number of transactions that [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) uses during delayed link processing. Therefore, there is no requirement that at any given time all such values have been removed, made visible, or made invisible. It is possible that there is a period of time during which an object that should not have a specific value for a [**link valued**](#gt_659e8352-a6db-4752-8c05-4b21c602f238) [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) will continue to have that value. Likewise, it is possible that there is a period of time during which an object that should have a specific value for a link valued attribute be either visible or invisible might not have that value in the correct state. Although the protocol places no boundary or requirements on the length of this period of time, it is recommended that implementations minimize the length of this period of time to improve usability of the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) for clients.

The server MUST guarantee that all such changes to values of link valued attributes are eventually made to all affected link valued attributes.

**Note**  In Windows 2000 Server, delayed link processing is not supported.

#### Active Directory Schema

In [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90), the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) contains definitions for the [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that can be stored in the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9), and it enforces the rules that govern both the structure and the content of the directory. The schema consists of a set of classes, [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f), and syntaxes. A *class* is a category of objects that share a set of common characteristics. It is a formal description of a discrete, identifiable type of object that can be stored in the directory. Each object in the directory is an instance of one or more classes in the schema. Attributes define the types of information that an object can hold. For each class, the schema specifies the mandatory attributes and optional attributes that constitute the set of shared characteristics of the class. A syntax is the data type of a particular attribute. Syntaxes determine what data type an attribute can have. Active Directory uses a set of predefined syntaxes. The predefined syntaxes do not actually appear in the directory, and new syntaxes cannot be added.

The schema itself is represented in Active Directory by a set of objects known as *schema objects*. For each class in the schema, there is a [**schema object**](#gt_b639ec59-647b-4ac2-acb2-a67cda43bc6d) that defines the class. This object is a classSchema object. For each attribute in the schema, there is a schema object that defines the attribute. This object is an attributeSchema object. Therefore, every class is actually an instance of the classSchema class, and every attribute is an instance of the attributeSchema class. Administrators and applications can extend the schema by adding new attributes and classes and by modifying existing ones.

A schema object cannot be deleted, but it can be made [**defunct**](#gt_cf8d27d1-dcfa-4864-8d7f-c6401ccd08be) by setting the isDefunct attribute to true. A schema object that is not defunct is [**active**](#gt_8b8ae4c6-29b8-40af-997d-b287285255c4). The primary effect of the defunct state is to prevent the schema object from being used in the creation or modification of new objects. For instance, attempts to perform an LDAP Add of an object with a defunct class fails, just as an attempt to perform an LDAP Add of a nonexistent class fails. The full effects of the defunct state are specified later in this section.

##### Schema NC

The [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450) contains all of the [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that define [**object classes**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) and [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) used in a [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62).

The root object of the schema NC, called the [**schema container**](#gt_d49403ee-4523-4d75-9a92-407be24992e6), is an instance of class dMD.

The contents of the schema NC are established when a forest is created. To enable a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) of a forest to be upgraded to a newer version of the operating system, a *schema upgrade* process is first performed. This process [**updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) the portion of the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) that the new operating system depends upon.

The attribute objectVersion on the schema container object stores the schema version of the forest. This attribute is set during the creation of the first [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) in a forest and is changed during schema upgrade after the schema is successfully upgraded to a newer version. In [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), to add a DC running a particular Windows release to an existing forest, the objectVersion of the forest's schema container must be greater than or equal to the value for that Windows release. In [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), this is not a requirement. In AD LDS, to add a DC running a particular Windows release to an existing forest, the objectVersion of the forest's schema container can be less than the value for that Windows release. The correspondence between Windows releases and values of the schema container objectVersion is the following:

* Windows 2000 Server: 13
* Windows Server 2003: 30
* Windows Server 2003 R2: 31
* Windows Server 2008 (AD DS): 44
* Windows Server 2008 R2 (AD DS): 47
* Windows Server 2012 (AD DS): 56
* Windows Server 2012 R2 (AD DS): 69
* Windows Server 2016 (AD DS): 87
* Windows Server v1709 (AD DS): 87
* Windows Server v1803 (AD DS): 88
* Windows Server v1809 (AD DS): 88
* Windows Server 2019 (AD DS): 88
* ADAM: 30
* Windows Server 2008 (AD LDS): 30
* Windows Server 2008 R2 (AD LDS): 31
* Windows Server 2012 (AD LDS): 31
* Windows Server 2012 R2 (AD LDS): 31
* Windows Server 2016 (AD LDS): 31
* Windows Server v1709 (AD LDS): 31
* Windows Server v1803 (AD LDS): 31
* Windows Server v1809 (AD LDS): 31
* Windows Server 2019 (AD LDS): 31

Attribute schemaInfo on the schema container stores a String(Octet) value of length 21 bytes. This attribute has no value in a new forest. This attribute is updated on every original schema Add or Modify in the same transaction, and it is replicated to all the domain controllers in the forest upon completion of schema NC [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb). The first byte of schemaInfo is 0xFF. The next 4 bytes are a 32-bit integer in [**big-endian**](#gt_6f6f9e8e-5966-4727-8527-7e02fb864e7e) byte order, used as the version of the update. The first update sets the version to 1. For subsequent updates, the version is incremented by one. The last 16 bytes are the invocationId of the DC where the schema change is made. The invocationId attribute is specified in section [3.1.1.1.9](#Section_03c3c09103aa42d0a7bf7c5f8adaf0c2).

For example, here is a value of schemaInfo:

0xFF 0x00 0x00 0x07 0xC7 0x20 0x79 0x92 0xE6 0x84 0xB6 0xF6 0x40 0x99 0x47 0x21 0x8B 0xC9 0xE0 0xF1 0xF3

After a schema change is done on the schema master, the following is the new value:

0xFF 0x00 0x00 0x07 0xC8 0x20 0x79 0x92 0xE6 0x84 0xB6 0xF6 0x40 0x99 0x47 0x21 0x8B 0xC9 0xE0 0xF1 0xF3

There is a child of the schema container with [**RDN**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9) cn=Aggregate and class subSchema. This object has several [**constructed attributes**](#gt_d848b035-c151-4fd8-88d9-9f152d053fee) that are compliant with [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.5.2, through which the client can retrieve the forest's current schema. See constructed attributes in section [3.1.1.4.5](#Section_a3aff2385f0e4eec85980a59c30ecd56). This object cannot be modified.

##### Syntaxes

###### Introduction

This section describes the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) syntaxes used in [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

###### LDAP Representations

The [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) syntaxes supported by [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) are as shown in the following table. The set of syntaxes supported is not extensible by [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) modifications. Each syntax is identified by the combination of the attributeSyntax, oMSyntax and, in select cases, oMObjectClass [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of an attributeSchema object. The cases for which oMObjectClass is not used are indicated by the presence of a hyphen in the oMObjectClass column in the table. The combinations shown in the following table are exhaustive; this table is consistent and identical for Windows 2000 Server and later.

While oMObjectClass conceptually contains an [**object identifier (OID)**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2), it is declared in the schema as String(Octet) syntax, requiring that values read from and written to it be expressed as the [**Basic Encoding Rules (BER)**](#gt_604a7335-ec3e-4c3b-a8a9-c6c36f53d063) encoding of the OID (BER encoding is defined in [[ITUX690]](https://go.microsoft.com/fwlink/?LinkId=89924)). In the table, both the BER-encoded form and the dotted string form of the OID are given.

| LDAP syntax name | attributeSyntax | oMSyntax | oMObjectClass |
| --- | --- | --- | --- |
| Boolean | 2.5.5.8 | 1 | - |
| Enumeration | 2.5.5.9 | 10 | - |
| Integer | 2.5.5.9 | 2 | - |
| LargeInteger | 2.5.5.16 | 65 | - |
| Object(Access-Point) | 2.5.5.14 | 127 | 0x2B 0x0C 0x02 0x87 0x73 0x1C 0x00 0x85 0x3E (1.3.12.2.1011.28.0.702) |
| Object(DN-String) | 2.5.5.14 | 127 | 0x2A 0x86 0x48 0x86 0xF7 0x14 0x01 0x01 0x01 0x0C (1.2.840.113556.1.1.1.12) |
| Object(OR-Name) | 2.5.5.7 | 127 | 0x56 0x06 0x01 0x02 0x05 0x0B 0x1D (2.6.6.1.2.5.11.29) |
| Object(DN-Binary) | 2.5.5.7 | 127 | 0x2A 0x86 0x48 0x86 0xF7 0x14 0x01 0x01 0x01 0x0B (1.2.840.113556.1.1.1.11) |
| Object(DS-DN) | 2.5.5.1 | 127 | 0x2B 0x0C 0x02 0x87 0x73 0x1C 0x00 0x85 0x4A (1.3.12.2.1011.28.0.714) |
| Object(Presentation-Address) | 2.5.5.13 | 127 | 0x2B 0x0C 0x02 0x87 0x73 0x1C 0x00 0x85 0x5C (1.3.12.2.1011.28.0.732) |
| Object(Replica-Link) | 2.5.5.10 | 127 | 0x2A 0x86 0x48 0x86 0xF7 0x14 0x01 0x01 0x01 0x06 (1.2.840.113556.1.1.1.6) |
| String(Case) | 2.5.5.3 | 27 | - |
| String(IA5) | 2.5.5.5 | 22 | - |
| String(NT-Sec-Desc) | 2.5.5.15 | 66 | - |
| String(Numeric) | 2.5.5.6 | 18 | - |
| String(Object-Identifier) | 2.5.5.2 | 6 | - |
| String(Octet) | 2.5.5.10 | 4 | - |
| String(Printable) | 2.5.5.5 | 19 | - |
| String(Sid) | 2.5.5.17 | 4 | - |
| String(Teletex) | 2.5.5.4 | 20 | - |
| String(Unicode) | 2.5.5.12 | 64 | - |
| String(UTC-Time) | 2.5.5.11 | 23 | - |
| String(Generalized-Time) | 2.5.5.11 | 24 | - |

The representation for many of the preceding syntaxes is adopted from [[RFC2252]](https://go.microsoft.com/fwlink/?LinkId=90326). The following table lists the syntaxes whose representation is adopted from that RFC, the [RFC2252] name of that syntax, and the associated section of [RFC2252] that specifies the representation.

| LDAP syntax name | RFC 2252 name | Section of RFC 2252 |
| --- | --- | --- |
| Boolean | Boolean | 6.4 |
| Enumeration | INTEGER | 6.16 |
| Integer | INTEGER | 6.16\* |
| LargeInteger | INTEGER | 6.16\* |
| Object(DS-DN) | [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) | 6.9 (see also [[RFC2253]](https://go.microsoft.com/fwlink/?LinkId=90327))\*\* |
| Object(Presentation-Address) | Presentation Address | 6.28\*\*\* |
| Object(Replica-Link) | Binary | 6.2 |
| String(IA5) | IA5 String | 6.15† |
| String(Numeric) | Numeric String | 6.23†† |
| String(Object-Identifier) | OID | 6.25††† |
| String(Octet) | Binary | 6.2 |
| String(Printable) | Printable String | 6.29†††† |
| String(Unicode) | Directory String | 6.10 |
| String(UTC-Time) | [**UTC**](#gt_f2369991-a884-4843-a8fa-1505b6d5ece7) Time | 6.31††††† |
| String(Generalized-Time) | Generalized Time | 6.14††††† |

\* The Integer syntax in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) is restricted to 32-bit integers. The LargeInteger syntax is restricted to 64-bit integers.

\*\* While Active Directory uses the [RFC2252] and [RFC2253] representation of DNs, it can also use alternative forms of the DN representation when it accepts requests and sends responses, if requested by the client. This is documented in LDAP\_SERVER\_EXTENDED\_DN\_OID (section [3.1.1.3.4.1.5](#Section_57056773932c4e559491e13f49ba580c)).

\*\*\* No validation is done by the DC to confirm that the value conforms to the representation specified in [[RFC1278]](https://go.microsoft.com/fwlink/?LinkId=94440).

† Values restricted to ASN.1 IA5 strings (as specified in [[ITUX680]](https://go.microsoft.com/fwlink/?LinkId=89923)).

†† Values restricted to ASN.1 Numeric strings (as specified in [ITUX680]).

††† Values of attributes of syntax String(OID) are accepted in either the numericoid (numeric OID) or descr (the LDAP display name of the attribute or class identified by that OID) format, as defined in [RFC2252] section 4.1. The server determines the format of returning OID values using the first matching rule in the following set of processing rules:

1. If a "Binary Option" is present on the AttributeDescription (as described in [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.1.5.1) of the request, the server MUST return the OID converted to binary format as described in [RFC2252] section 4.3.1. The result is a binary encoded value using Basic Encoding Rules defined in [ITUX690].
2. If a value of either attributeID of an AttributeSchema object or governsID of a ClassSchema object is requested, the server MUST return the OID in numericoid (Numeric OID) format.
3. If the attribute requested is not attributeID or governsID, but the value of the attribute identifies an attribute or class, the server MUST return the value in Descr format.
4. If none of the above applies, the server MUST return the OID in numericoid (Numeric OID) format.

†††† Active Directory has two differences from the character set specified in [RFC2252]:

1. The quote character ("), or ASCII 0x22, is part of the character set in the RFC but not in Active Directory.
2. The "@" symbol, or ASCII 0x40, is not part of the character set in the RFC, but it is part of the character set in Active Directory.

††††† Times are measured in granularity of 1 second.

The remaining syntaxes are represented as shown in the following sections.

Object(DN-String)

A value with this syntax is a [**UTF-8**](#gt_409411c4-b4ed-4ab6-b0ee-6d7815f85a35) string in the following format:

S:**byte\_count**:**string\_value**:**object\_DN**

where **byte\_count** is the number (in decimal) of bytes in the **string\_value** string, **object\_DN** is a [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) in Object(DS-DN) form, and all remaining characters are string literals. Since **string\_value** is a UTF-8 string, one character can require more than one byte to represent it.

Object(Access-Point)

A value with this syntax is a [**UTF-8**](#gt_409411c4-b4ed-4ab6-b0ee-6d7815f85a35) string in the following format:

**presentation\_address**#X500:**object\_DN**

where **presentation\_address** is a value encoded in the Object(Presentation-Address) syntax, **object\_DN** is a [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) in Object(DS-DN) form, and all remaining characters are string literals.

Object(DN-Binary)

A value with this syntax is a [**UTF-8**](#gt_409411c4-b4ed-4ab6-b0ee-6d7815f85a35) string in the following format:

B:**char\_count**:**binary\_value**:**object\_DN**

where **char\_count** is the number (in decimal) of hexadecimal digits in **binary\_value**, **binary\_value** is the hexadecimal representation of a binary value, **object\_DN** is a [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) in Object(DS-DN) form, and all remaining characters are string literals. Each byte is represented by a pair of hexadecimal characters in **binary\_value**, with the first character of each pair corresponding to the most-significant nibble of the byte. The first pair in **binary\_value** corresponds to the first byte of the binary value, with subsequent pairs corresponding to the remaining bytes in sequential order. Note that **char\_count** is always even in a syntactically-valid Object(DN-Binary) value.

Object(OR-Name)

A value with this syntax is a [**UTF-8**](#gt_409411c4-b4ed-4ab6-b0ee-6d7815f85a35) string in the following format:

**object\_DN**

where **object\_DN** is a [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) in Object(DS-DN) form.

String(Case)

A value with this syntax is a case-sensitive [**UTF-8**](#gt_409411c4-b4ed-4ab6-b0ee-6d7815f85a35) string, but the server does not enforce that a value of this syntax must be a valid UTF-8 string.

String(NT-Sec-Desc)

A value with this syntax contains a [**Windows security descriptor**](#gt_270e50c4-3740-4cfe-b642-9a54b0c25b80) in binary form. The binary form is that of a SECURITY\_DESCRIPTOR structure and is specified in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.4.6. It is otherwise encoded the same as the String(Octet) syntax.

String(Sid)

A value with this syntax contains a [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) in binary form. The binary form is that of a SID structure (the SID structure is specified in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.4.2.2; all multibyte fields have little-endian byte ordering). It is otherwise encoded the same as the String(Octet) syntax.

String(Teletex)

A value with this syntax is a [**UTF-8**](#gt_409411c4-b4ed-4ab6-b0ee-6d7815f85a35) string restricted to characters with values between 0x20 and 0x7E, inclusive.

###### Referential Integrity

[**Attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) with [**object reference**](#gt_3ca938ae-c14f-4f59-8a7d-daca9f76db4e) syntaxes have special behavior, called *referential integrity*, as specified in section [3.1.1.1.6](#Section_538ec13514654266bb0a777924f02846). The following are object reference syntaxes:

* Object(Access-Point)
* Object(DN-String)
* Object(OR-Name)
* Object(DN-Binary)
* Object(DS-DN)

For the four syntaxes other than Object(DS-DN), referential integrity only applies to the **object\_DN** portion of the value.

[**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) imposes restrictions on which [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) can be referenced by an attribute that has referential integrity. An attribute can reference any object in the same [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) as the object on which that attribute is located. Additionally, attributes on an object in the [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef), [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450), or [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625) can reference any object in any domain NC in the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62), any object in the schema NC or the config NC, or the root object of any [**application NC**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a). For objects in application NCs, such attributes can reference any object in the config NC or the schema NC, or the root object of any application NC, in addition to any object in the same application NC as the object doing the referencing. All other references are disallowed by the server.

These restrictions are identical for [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and for [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab). Because AD LDS does not support domain NCs, the only cross-NC references in an AD LDS forest are from any NC to any object in the config and schema NCs or to the root of an application NC.

###### Supported Comparison Operations

In addition to determining what can be stored in an [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f), the syntaxes determine what comparison operations the server permits on an attribute in an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) search [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda), as well as how the server performs those comparisons. The following table maps each of the LDAP syntaxes to a comparison rule. All syntaxes of the same comparison rule support the same comparison operations and are compared using the same comparison rules.

| LDAP syntax | Comparison rule |
| --- | --- |
| *Boolean* | *Bool* |
| *Enumeration* | *Integer* |
| *Integer* | *Integer* |
| *LargeInteger* | *Integer* |
| *Object(Access-Point)* | *DN-String* |
| *Object(DN-String)* | *DN-String* |
| *Object(OR-Name)* | *DN-Binary* |
| *Object(DN-Binary)* | *DN-Binary* |
| *Object(DS-DN)* | *DN* |
| *Object(Presentation-Address)* | *PresentationAddress* |
| *Object(Replica-Link)* | *Octet* |
| *String(Case)* | *CaseString* |
| *String(IA5)* | *CaseString* |
| *String(NT-Sec-Desc)* | *SecDesc* |
| *String(Numeric)* | *CaseString* |
| *String(Object-Identifier)* | *OID* |
| *String(Octet)* | *Octet* |
| *String(Printable)* | *CaseString* |
| *String(Sid)* | *Sid* |
| *String(Teletex)* | *NoCaseString* |
| *String(*Unicode*)* | *UnicodeString* |
| *String(UTC-Time)* | *Time* |
| *String(Generalized-Time)* | *Time* |

The following table (split into three parts for readability) shows which of the choices in an LDAP filter (that is, which comparison operations) are supported for each comparison rule. The LDAP filter structure is defined in [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.5.1. Each comparison rule (for example, the rule for comparing two Bool values) is discussed following the table. The "and", "or", and "not" choices in an LDAP filter are not included in this table because they are not comparisons performed against an attribute value. [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) treats approxMatch as equivalent to equalityMatch. For details on the three extensible matching rules, see section [3.1.1.3.4.4](#Section_4e638665f466459793c412f2ebfabab5).

| Comparison rule | present | equalityMatch | approxMatch |
| --- | --- | --- | --- |
| *Bool* | *X* | *X* | *X* |
| *Integer* | *X* | *X* | *X* |
| *DN-String* | *X* | *X* | *X* |
| *DN-Binary* | *X* | *X* | *X* |
| *DN* | *X* | *X* | *X* |
| *PresentationAddress* | *X* | *X* | *X* |
| *Octet* | *X* | *X* | *X* |
| *CaseString* | *X* | *X* | *X* |
| *SecDesc* | *X* |  |  |
| *OID* | *X* | *X* | *X* |
| *Sid* | *X* | *X* | *X* |
| *NoCaseString* | *X* | *X* | *X* |
| *UnicodeString* | *X* | *X* | *X* |
| *Time* | *X* | *X* | *X* |

| Comparison rule | lessOrEqual | greaterOrEqual | substrings |
| --- | --- | --- | --- |
| *Bool* | *X* | *X* |  |
| *Integer* | *X* | *X* |  |
| *DN-String* |  |  |  |
| *DN-Binary* |  |  |  |
| *DN* |  |  |  |
| *PresentationAddress* |  |  |  |
| *Octet* | *X* | *X* | *X* |
| *CaseString* | *X* | *X* | *X* |
| *SecDesc* |  |  |  |
| *OID* |  |  |  |
| *Sid* | *X* | *X* | *X* |
| *NoCaseString* | *X* | *X* | *X* |
| *UnicodeString* | *X* | *X* | *X* |
| *Time* | *X* | *X* |  |

**Note**  In the following table, the constant names in the headers for the extensibleMatch columns are prefixed with "LDAP\_MATCHING\_RULE\_". For example, "...BIT\_AND" is actually "LDAP\_MATCHING\_RULE\_BIT\_AND".

| Comparison rule | extensibleMatch: ...BIT\_AND | extensibleMatch: ...BIT\_OR | extensibleMatch: ...TRANSITIVE\_EVAL |
| --- | --- | --- | --- |
| *Bool* |  |  |  |
| *Integer* | *X* | *X* |  |
| *DN-String* |  |  | *X\** |
| *DN-Binary* |  |  | *X\** |
| *DN* |  |  | *X\** |
| *PresentationAddress* |  |  |  |
| *Octet* |  |  |  |
| *CaseString* |  |  |  |
| *SecDesc* |  |  |  |
| *OID* |  |  |  |
| *Sid* |  |  |  |
| *NoCaseString* |  |  |  |
| *UnicodeString* |  |  |  |
| *Time* |  |  |  |

\* Supported only if the attribute is a [**link attribute**](#gt_be41074d-ce6b-4488-853a-4bbb3ea243ce). Evaluates to Undefined otherwise.

Bool Comparison Rule

A value of true is considered to be greater than a value of false.

Integer Comparison Rule

A signed comparison of integer values is performed.

DN-String Comparison Rule

Values of String(DN-String) or String(Access-Point) are equal if the **object\_DN** components name the same [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) and the **string\_value** or **presentation\_address** components are equal according to the UnicodeString comparison rule.

Evaluation of an LDAP\_MATCHING\_RULE\_TRANSITIVE\_EVAL matching rule is performed as documented in section [3.1.1.3.4.4](#Section_4e638665f466459793c412f2ebfabab5). Only the **object\_DN** component is considered when evaluating a [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda) clause that uses this rule; **string\_value** or **presentation\_address** is ignored.

DN-Binary Comparison Rule

Values of String(DN-Binary) or String(OR-Name) are equal if the **object\_DN** components name the same [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) and the **binary\_value** or **OR\_address** components are identical in length and in content.

Evaluation of an LDAP\_MATCHING\_RULE\_TRANSITIVE\_EVAL matching rule is performed as documented in section [3.1.1.3.4.4](#Section_4e638665f466459793c412f2ebfabab5). Only the **object\_DN** component is considered when evaluating a [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda) clause that uses this rule; **binary\_value** or **OR\_address** is ignored.

DN Comparison Rule

[**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) values are equal when they name the same [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca).

Evaluation of an LDAP\_MATCHING\_RULE\_TRANSITIVE\_EVAL matching rule is performed as documented in section [3.1.1.3.4.4](#Section_4e638665f466459793c412f2ebfabab5).

PresentationAddress Comparison Rule

Two Object(Presentation-Address) values are equal when they have the same length and content.

Octet Comparison Rule

Two values are equal when they are the same length and have identical contents. A value S1 is less than a value S2, where L is the smaller of the length of S1 and the length of S2, if either the first L bytes of S1 are less than the first L bytes of S2, or if the first L bytes of S1 and S2 are identical but the length of S1 is less than the length of S2. Given L = 1, S1 is less than S2 if the value of the first byte of S1 is less than the value of the first byte of S2. Given L > 1, for the first L bytes of S1 to be less than the first L bytes of S2 means that there exists an N (where N<L) such that bytes 0...N-1 of S1 and S2 are identical, and byte N of S1 is less than byte N of S2.

For substring purposes, each byte in the value is treated as if it was a character. Values are compared using the ordinary rules for a SubstringFilter, as defined in [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.5.1. The "characters" are treated as if they were case-sensitive; that is, two characters are considered identical if and only if the bytes that represent them are identical.

CaseString Comparison Rule

When compared using this comparison rule, two values are equal if they have identical length and contents. A value S1 is less than a value S2, where L is the smaller of the length of S1 and the length of S2, if either the first L bytes of S1 are less than the first L bytes of S2, or if the first L bytes of S1 and S2 are identical but the length of S1 is less than the length of S2. Given L = 1, S1 is less than S2 if the value of the first byte of S1 is less than the value of the first byte of S2. Given L > 1, for the first L bytes of S1 to be less than the first L bytes of S2 means that there exists an N (where N<L) such that bytes 0...N-1 of S1 and S2 are identical, and byte N of S1 is less than byte N of S2.

For substring purposes, this comparison rule treats values as if they were case-sensitive strings of characters and obey the ordinary rules for a SubstringFilter, as defined in [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.5.1. In this comparison, two characters are considered identical if and only if the bytes that represent them are identical.

SecDesc Comparison Rule

SecDescs are compared as octet strings as in section [3.1.1.2.2.4.7](#Section_b99c5ac77eec423280483d39b761c055).

OID Comparison Rule

Two String(Object-Identifier) values are equal when they are the same [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2).

Sid Comparison Rule

String([**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d)) values are treated as the binary representation of the SID (see section [3.1.1.2.2.2.7](#Section_6e93e324fa124489b5dca6042c5f7804)). The binary representations of the SID are compared using the Octet comparison rule.

NoCaseString Comparison Rule

This comparison rule is identical to the CaseString comparison rule, except that for each comparison, characters are treated in a case-insensitive fashion. For equality, ordering (greater-than-or-equals and less-than-or-equals), and substrings, two characters are identical if the bytes that represent them are identical or if the characters differ from each other only by their case. The "C" locale, as defined in [[ISO/IEC-9899]](https://go.microsoft.com/fwlink/?LinkId=89921), is used for determining whether two characters differ by case.

UnicodeString Comparison Rule

Comparison of values using this comparison rule is performed via [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) comparison, which is specified in section [6.5](#Section_fb01aa88fe3c4851a139318493addb9a). If an LDAP\_SERVER\_SORT\_OID extended control (see section [3.1.1.3.4](#Section_974856fecfd44fe193c416646641e440)) is attached to the search request and specifies a locale in its orderingRule field, the locale specified is used for the Unicode comparison. Otherwise, the Unicode comparison is performed using United States English (LCID 0409). The comparison function is independent of the server locale and therefore gives the same result on all [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). The comparison function operates on Unicode strings containing characters from all alphabets and does not, for instance, involve reducing the string to the alphabet used by United States English before performing the comparison. This comparison function is used to determine both equality and ordering (greater-than-or-equals and less-than-or-equals), as well as to determine equality of substrings when performing a substring comparison.

This comparison rule is used in processing search [**filters**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda), *not* in sorting search results. See section [3.1.1.3.4.1.13](#Section_6b7b93f17c1a45c29544c067b94bba20) for per-locale sorting of search results.

Time Comparison Rule

Time T1 is greater than time T2 if T1 denotes a time subsequent to T2.

##### Attributes

The [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of class attributeSchema are specified in the following table.

The term "Unique" (in quotation marks) in the following table, and in the similar table for classSchema in section [3.1.1.2.4.8](#Section_ccd553732fa642379f660d90fbd866f5), means that the value satisfies the following constraint:

* If the [**forest functional level**](#gt_b3240417-ca43-4901-90ec-fde55b32b3b8) is less than DS\_BEHAVIOR\_WIN2003, the value is unique among all values of this attribute in the set containing every attributeSchema and classSchema [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in the [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450).
* If the forest functional level is DS\_BEHAVIOR\_WIN2003 or greater, the value is unique among all values of this attribute in the set containing every attributeSchema and classSchema object S in the schema NC that satisfies at least one of the following three conditions:
  + S!isDefunct ≠ true, that is, S is [**active**](#gt_8b8ae4c6-29b8-40af-997d-b287285255c4).
  + FLAG\_ATTR\_IS\_RDN is present in S!systemFlags (defined in the following table).
  + S = C!rDNAttID (section 3.1.1.2.4.8) for some classSchema object C.

The term system-only in the following table means that the attribute is defined with systemOnly true. The value of the system-only attributes in the table can be specified on Add (except where noted) but cannot be modified on existing objects by LDAP Modify requests (except as specified in section [3.1.1.5.3.2](#Section_76df255ddc674c1fadc61e5b60021304)), only by the system. The table is ordered with the system-only attributes before the other attributes.

| Attribute | Description |
| --- | --- |
| objectClass | Equals the sequence [ top, classSchema ]. System-only. |
| attributeID | "Unique" [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) that identifies this attribute. System-only. |
| schemaIDGUID | "Unique" [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) that identifies this attribute, used in [**security descriptors (SDs)**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350). If not specified on Add, the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) generates a GUID. This GUID MUST NOT be the [**NULL GUID**](#gt_ba500a5b-8c29-467c-a335-0980c8b11304). System-only. |
| msDS-IntId | Not specified on Add (if specified in the Add request, the DC returns error *unwillingToPerform* / *<unrestricted>*); the value (a 32-bit unsigned integer in the subrange [0x80000000..0xBFFFFFFF]) is generated by the DC. Present on attributeSchema objects added when forest functional level is DS\_BEHAVIOR\_WIN2003 or greater with FLAG\_SCHEMA\_BASE\_OBJECT not present in systemFlags (below). The value of msDS-IntId is the [ATTRTYP](#Section_98b5578370294a048f8b9df9344089c3) of this attributeSchema object. Unique among all values of this attribute on objects in the schema NC, regardless of forest functional level. System-only. |
| linkID | Optional. If present, and not zero, this is a [**link attribute**](#gt_be41074d-ce6b-4488-853a-4bbb3ea243ce), and the linkID value is unique among all values of this attribute on objects in the schema NC, regardless of forest functional level. If linkID is even, the attribute is a [**forward link attribute**](#gt_ca910b1e-dfb2-4a06-94a8-425013020fb9); otherwise it is a [**back link attribute**](#gt_3037ec79-2674-4bff-9925-bc98b15372fc). The linkID for back link attribute equals to the linkID of the corresponding forward link attribute plus one. Special auto-generation behavior for the linkID attribute is specified in section [3.1.1.2.3.1](#Section_3c44bae8c09a439eb2666ffc7835d52d). System-only. |
| mAPIID | Optional. "Unique" integer that identifies this attribute, used by [**Messaging Application Programming Interface (MAPI)**](#gt_54117430-d977-4db7-a042-3a8e3b3862da) clients. Not present on attributeSchema objects in [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab). Special auto-generation behavior for the mAPIID attribute is specified in section [3.1.1.2.3.2](#Section_0c76aef722c94163b08a9697c42789d2). System-only. If the [**DC functional level**](#gt_a98902f5-21e9-470f-b56b-cc6f8fde2141) is DS\_BEHAVIOR\_WIN2008 or greater, the mAPIID attribute can be modified on attributeSchema objects that do not include FLAG\_SCHEMA\_BASE\_OBJECT as the systemFlags attribute. Otherwise, the mAPIID attribute cannot be modified. |
| attributeSyntax | One of the three attributes that identify the syntax of the attribute. See section [3.1.1.2.2](#Section_282c0910dcc941f18d3d06bc8f75f790). System-only. |
| oMSyntax | One of the three attributes that identify the syntax of the attribute. See section 3.1.1.2.2. System-only. |
| oMObjectClass | Optional. One of the three attributes that identify the syntax of the attribute. See section 3.1.1.2.2. System-only. |
| isSingleValued | True if this attribute is single-valued; false, if it is multivalued. If an attribute is multivalued, all values have the syntax specified for the attribute. System-only. |
| systemFlags | Optional. Flags that determine specific system operations; see section [2.2.10](#Section_1e38247d823442739de3bbf313548631) for values. The systemFlags values specific to an attributeSchema object are:  FLAG\_ATTR\_NOT\_REPLICATED: This attribute is [**nonreplicated**](#gt_6c9b51bd-519b-4f20-97ae-baaf9675f2d7).  **Note**  If the FLAG\_ATTR\_NOT\_REPLICATED bit is not specified on Add and the linkID value is odd (denoting a back link attribute), the DC adds the FLAG\_ATTR\_NOT\_REPLICATED bit to the systemFlags value using a bitwise OR.  FLAG\_ATTR\_REQ\_PARTIAL\_SET\_MEMBER: This attribute is a member of [**PAS**](#gt_2b3cc270-8a21-4402-bb8b-9bebac24bdaa) regardless the value of attribute isMemberOfPartialAttributeSet.  FLAG\_ATTR\_IS\_CONSTRUCTED: This attribute is a [**constructed attribute**](#gt_d848b035-c151-4fd8-88d9-9f152d053fee).  FLAG\_ATTR\_IS\_OPERATIONAL: This attribute is an [**operational attribute**](#gt_ba7a153c-1ea4-4594-9e6f-6373c73a75a7), as defined in [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 3.2.1.  FLAG\_SCHEMA\_BASE\_OBJECT: This class is part of the base [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093). Modifications to a base [**schema object**](#gt_b639ec59-647b-4ac2-acb2-a67cda43bc6d) are restricted as described in section [3.1.1.2.5](#Section_1502db961ae54b56a34416ce26b7e0fb).  FLAG\_ATTR\_IS\_RDN: This attribute can be used as an [**RDN attribute**](#gt_8b8cbf4d-c7f7-47f9-bd6e-b402fae62c38) of a class.  System-only. |
| systemOnly | Optional. The value of a system-only attribute cannot be modified on existing objects by LDAP Modify requests (except as specified in section 3.1.1.5.3.2), only by the system. System-only. |
| cn | [**RDN**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9) for the schema object. |
| lDAPDisplayName | "Unique" name that identifies this attribute, used by [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) clients. If not specified on Add, the DC generates a value as specified in section [3.1.1.2.3.4](#Section_c3f0d80299514ad996d2fb053ca07309). The syntax of lDAPDisplayName is described in [RFC2251] section 4.1.4. |
| attributeSecurityGUID | Optional. GUID by which the security system identifies the [**property set**](#gt_dc3c2e4a-3b46-4284-973e-cc0e362a3264) of this attribute. If present, this value MUST NOT be the NULL GUID. See the specification of property sets in section [3.1.1.2.3.3](#Section_177c0db5fa124c31b75a473425ce9cca). |
| extendedCharsAllowed | Optional. If true, character set constraint is not enforced on values of this attribute. Applies to attributes of syntax String(IA5), String(Numeric), String(Teletex), String(Printable). |
| rangeLower | Optional. Lower range of values that are allowed for this attribute. For syntax Integer, LargeInteger, Enumeration, String(UTC-Time), and String(Generalized-Time), rangeLower equals the minimum allowed value. For syntax Object(DN-binary), Object(DN-String), rangeLower equals the minimum length of the binary\_value or string\_value portion of the given value. For String(Unicode), rangeLower is the minimum length in characters. rangeLower does not affect the allowed values for syntax Boolean and Object(DS-DN). For all other syntaxes, rangeLower equals the minimum length in bytes. Note that rangeLower is a 32-bit integer and cannot express the full range of LargeInteger, String(UTC-Time), and String(Generalized-Time). |
| rangeUpper | Optional. Upper range of values that are allowed for this attribute. For syntax Integer, LargeInteger, Enumeration, String(UTC-Time), and String(Generalized-Time), rangeUpper equals the maximum allowed value. For syntax Object(DN-binary), Object(DN-String), rangeUpper equals the maximum length of the binary\_value or string\_value portion of the given value. For String(Unicode), rangeUpper is the maximum length in character. rangeUpper does not affect the allowed values for syntax Boolean and Object(DS-DN). For all other syntaxes, rangeUpper equals the maximum length in bytes. Note that rangeUpper is a 32-bit integer and cannot express the full range of LargeInteger, String(UTC-Time), and String(Generalized-Time). |
| searchFlags | Optional. The searchFlags attribute specifies whether an attribute is indexed, among other things; see section [2.2.9](#Section_7c1cdf821ecc4834827ed26ff95fb207) for values. It contains bitwise flags as follows:  fATTINDEX: \*  fPDNTATTINDEX: \*  fANR: Add this attribute to the [**ambiguous name resolution (ANR)**](#gt_74f3dfcc-c54c-4005-8a9e-d88b95c5d33b) set. If this flag is set, then fATTINDEX must also be set. See [3.1.1.3.1.3.4](#Section_1a9177f402724ab8aa223c3eafd39e4b) for ANR search.  fPRESERVEONDELETE: Specifies that the attribute values MUST be preserved on objects after deletion of the object (that is, when the object is transformed to a [**tombstone**](#gt_9d8e0963-13fa-4e19-a97f-7ce6bc90d20f) or [**recycled-object**](#gt_156b927d-f1ce-4629-993f-18f0cd5e1e12)). This flag is ignored for the attributes [objectCategory](#Section_f2a2b8b2f3e8424fb16c912167d0420c) and [sAMAccountType](#Section_612d79bd4fc8465c9de354886ed339f0), plus all linked attributes.  fCOPY: Specifies a hint to LDAP clients that the attribute is intended to be copied when copying the object. This flag is not interpreted by the server.  fTUPLEINDEX: \*  fSUBTREEATTINDEX: \*  fCONFIDENTIAL: This attribute is confidential, so a special [**access check**](#gt_d7906f17-bb2c-4193-a3f0-848bcc351dec) is required; for details, see the Extended Access Checks in section [3.1.1.4.4](#Section_e6685d315d8742d08a5fe55d337f47cd).  fNEVERVALUEAUDIT: Auditing of changes to values contained in this attribute MUST NOT be performed. Auditing is outside the state model.  fRODCFilteredAttribute: This attribute is part of the [**filtered attribute set**](#gt_1bbc9ed8-f11c-4be6-8a41-1f396785602d). This flag is only effective on a DC whose DC functionality level is DS\_BEHAVIOR\_WIN2008 or greater. See section [3.1.1.2.3.5](#Section_466836294da34f0db5f94950d87f54d8) for additional restrictions.  fEXTENDEDLINKTRACKING: The effects of this search flag are outside the state model. Suggests that a DC do additional internal tracking for link changes. This flag can be ignored by other implementations but must not be used in a conflicting way that would affect the performance of Windows DCs.  fBASEONLY: This attribute is returned only on searches scoped to one object.  fPARTITIONSECRET: This attribute requires extended access checks to add, read, and [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493).  The effects of searchFlags marked \* are outside the state model. They direct the server to construct certain indexes that affect system performance. These flags can be ignored by other implementations but must not be used in a conflicting way that would affect the performance of Windows DCs. |
| schemaFlagsEx | Optional. The schemaFlagsEx attribute specifies whether an attribute can be part of the [**filtered**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda) attribute set; see section [2.2.11](#Section_dca3282aba0e48898d0b6c2fe26be3b3) for values. It contains bitwise flags as follows:  FLAG\_ATTR\_IS\_CRITICAL: If this flag is set and the fRODCFilteredAttribute flag in searchFlags is also set, the fRODCFilteredAttribute flag is ignored. If fRODCFilteredAttribute is not set, then setting this flag has no effect. This flag is effective only on a DC whose DC functionality level is DS\_BEHAVIOR\_WIN2008 or greater; it is ignored by a DC that is not at that level or greater. |
| isMemberOfPartialAttributeSet | Optional. If true, the attribute is a member of the [**forest's**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) partial attribute set.  An attribute is a member of the forest's partial attribute set if and only if either (1) this attribute is true or (2) the FLAG\_ATTR\_REQ\_PARTIAL\_SET\_MEMBER bit is set in the systemFlags attribute.  If this attribute is true and the FLAG\_ATTR\_NOT\_REPLICATED bit is set in the systemFlags attribute, and if the attribute is modified on a DC that is also a [**GC server**](#gt_a5a99ce4-e206-42dc-8874-e103934c5b0d), then the value of the attribute is accessible through that GC server, but the value of the attribute does not replicate. If the FLAG\_ATTR\_NOT\_REPLICATED bit is set in the systemFlags attribute, the attribute value does not replicate to other GC servers. |

###### Auto-Generated linkID

If the [**DC functional level**](#gt_a98902f5-21e9-470f-b56b-cc6f8fde2141) is DS\_BEHAVIOR\_WIN2003 or greater, and an attributeSchema [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is created with LDAP Add, and the Add request assigns the [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) 1.2.840.113556.1.2.50 as the value of the linkID [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f), the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) sets the linkID attribute to an even integer that does not already appear as the linkID on a [**schema object**](#gt_b639ec59-647b-4ac2-acb2-a67cda43bc6d). The attribute created by the Add is a [**forward link attribute**](#gt_ca910b1e-dfb2-4a06-94a8-425013020fb9).

If the DC functional level is DS\_BEHAVIOR\_WIN2003 or greater, and an attributeSchema object is created with LDAP Add, and the Add request assigns either the attributeID or the lDAPDisplayName of an existing forward link attribute as the value of the linkID attribute, the DC sets the linkID attribute to the linkID of the given forward link attribute plus one. The attribute created by the Add is a [**back link attribute**](#gt_3037ec79-2674-4bff-9925-bc98b15372fc) corresponding to the given forward link attribute.

The aforementioned values that trigger auto-generation behavior for the linkID are of syntax String(Object-Identifier) or String(Unicode), and therefore do not conform to the declared syntax of the linkID attribute. The DC accepts these values without the error that would normally occur in such a case.

###### Auto-Generated mAPIID

If the [**DC functional level**](#gt_a98902f5-21e9-470f-b56b-cc6f8fde2141) is DS\_BEHAVIOR\_WIN2008 or greater, and an attributeSchema [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is created with LDAP Add, and the Add request assigns the [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) 1.2.840.113556.1.2.49 as the value of the mAPIID [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f), the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) sets the mAPIID attribute to an integer that does not already appear as the mAPIID on a [**schema object**](#gt_b639ec59-647b-4ac2-acb2-a67cda43bc6d). An implementation can use any algorithm to choose the next integer as long as that algorithm satisfies this uniqueness constraint. This mAPIID uniqueness spans all the mAPIID attributes on schema objects that are currently persisted in the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9).

The aforementioned value that triggers auto-generation behavior for mAPIID is of syntax String (Object-Identifier), which does not conform to the declared syntax of the mAPIID attribute. The DC accepts these values without the error that would normally occur in such a case.

###### Property Set

A [**property set**](#gt_dc3c2e4a-3b46-4284-973e-cc0e362a3264) consists of a set of related [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f). An attribute whose attributeSchema [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) has a value for the attributeSecurityGUID attribute belongs to that property set; the property set is identified by the property set [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1), which is the attributeSecurityGUID value.

A property set GUID can be used instead of the schemaIDGUID of an attribute when defining a [**security descriptor**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350), as specified in section [5.1.3.2](#Section_990fb975ab314bc18b755da132cd4584), to grant or deny access to all attributes in one [**access control entry (ACE)**](#gt_b581857f-39aa-4979-876b-daba67a40f15).

The following table lists the property sets present in the default [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093).

| Name | Property set GUID |
| --- | --- |
| Domain Password &  Lockout Policies | C7407360-20BF-11D0-A768-00AA006E0529 |
| General Information | 59BA2F42-79A2-11D0-9020-00C04FC2D3CF |
| Account Restrictions | 4C164200-20C0-11D0-A768-00AA006E0529 |
| Logon Information | 5F202010-79A5-11D0-9020-00C04FC2D4CF |
| Group Membership | BC0AC240-79A9-11D0-9020-00C04FC2D4CF |
| Phone and Mail Options | E45795B2-9455-11D1-AEBD-0000F80367C1 |
| Personal Information | 77B5B886-944A-11D1-AEBD-0000F80367C1 |
| Web Information | E45795B3-9455-11D1-AEBD-0000F80367C1 |
| Public Information | E48D0154-BCF8-11D1-8702-00C04FB96050 |
| Remote Access Information | 037088F8-0AE1-11D2-B422-00A0C968F939 |
| Other Domain Parameters  (for use by SAM) | B8119FD0-04F6-4762-AB7A-4986C76B3F9A |
| DNS Host Name Attributes | 72E39547-7B18-11D1-ADEF-00C04FD8D5CD |
| MS-TS-GatewayAccess (\*) | FFA6F046-CA4B-4FEB-B40D-04DFEE722543 |
| Private Information (\*) | 91E647DE-D96F-4B70-9557-D63FF4F3CCD8 |
| Terminal Server License Server (\*) | 5805BC62-BDC9-4428-A5E2-856A0F4C185E |

(\*) The last three property sets are present only in Windows Server 2008 and later AD DS [**forests**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62).

To determine the set of attributes that belong to a property set, search for the corresponding property-set GUID in [[MS-ADA1]](%5bMS-ADA1%5d.pdf#Section_19528560f41e4623a406dabcfff0660f), [[MS-ADA2]](%5bMS-ADA2%5d.pdf#Section_e20ebc4e528540bab3bdffcb81c2783e), and [[MS-ADA3]](%5bMS-ADA3%5d.pdf#Section_4517e8353ee644d4bb95a94b6966bfb0) for AD DS, or in [[MS-ADLS]](%5bMS-ADLS%5d.pdf#Section_9427994325ab4c139bf26d411cc2f796) for [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab). All attributeSchema classes that have their attributeSecurityGUID set as the property-set GUID belong to that property set.

New property sets can be created by adding controlAccessRight objects to the [**Extended-Rights container**](#gt_a1b2a99c-af78-43d6-8461-ccbc1d9b7552) as described in section [5.1.3.2.1](#Section_1522b774646441a387a51e5633c3fbbb). The rightsGuid attribute of the controlAccessRight object is the property set GUID. This GUID MUST NOT be the [**NULL GUID**](#gt_ba500a5b-8c29-467c-a335-0980c8b11304).

AD LDS installs a reduced schema by default. The default AD LDS schema only includes the following property sets:

* General Information
* Account Restrictions
* Logon Information
* Group Membership
* Phone and Mail Options
* Personal Information
* Web Information
* Public Information

###### lDAPDisplayName Generation

When lDAPDisplayName is not given explicitly when creating an [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) or class, the system will generate a default one from the value of cn with the following routine:

1. String generateLdapDisplayName(IN cn: String)
2. {
3. Identify the substrings in cn that are delimited by
4. one or more characters in the set {' ', '-', '\_'},
5. let S be a string array containing all the substrings;
6. Let T be a string array with the same number of elements
7. as S, such that
8. 1. First string in T (T[1]) is exactly the same string
9. as S[1], except the first character of T[1] is the
10. lower case form of the first character of S[1];
11. 2. For the remaining strings, T[i] is the same as S[i],
12. except the first character of T[i] is the upper case
13. of the first character of S[i];
14. Let string st be the concatenation of the strings in T;
15. Return st;
16. }

For example, if the cn of a new class is Sam-Domain, the default lDAPDisplayName is samDomain.

###### Flag fRODCFilteredAttribute in Attribute searchFlags

An [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) cannot be a member of a [**filtered attribute set**](#gt_1bbc9ed8-f11c-4be6-8a41-1f396785602d) if one of the following conditions is true:

* The FLAG\_ATTR\_NOT\_REPLICATED bit is set in attribute systemFlags of the attributeSchema [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca);
* The FLAG\_ATTR\_REQ\_PARTIAL\_SET\_MEMBER bit is set in attribute systemFlags of the attributeSchema object;
* The FLAG\_ATTR\_IS\_CONSTRUCTED bit is set in attribute systemFlags of the attributeSchema object;
* The FLAG\_ATTR\_IS\_CRITICAL bit is set in attribute schemaFlagsEx of the attributeSchema object;
* Attribute systemOnly of the attributeSchema object is true;
* The attribute is in the following list: currentValue, dBCSPwd, unicodePwd, ntPwdHistory, priorValue, supplementalCredentials, trustAuthIncoming, trustAuthOutgoing, lmPwdHistory, initialAuthIncoming, initialAuthOutgoing, msDS-ExecuteScriptPassword, displayName, codePage, creationTime, lockoutDuration, lockOutObservationWindow, logonHours, lockoutThreshold, maxPwdAge, minPwdAge, minPwdLength, nETBIOSName, pwdProperties, pwdHistoryLength, pwdLastSet, securityIdentifier, trustDirection, trustPartner, trustPosixOffset, trustType, rid, domainReplica, accountExpires, nTMixedDomain, operatingSystem, operatingSystemVersion, operatingSystemServicePack, fSMORoleOwner, trustAttributes, trustParent, flatName, sIDHistory, dNSHostName, lockoutTime, servicePrincipalName, isCriticalSystemObject, msDS-TrustForestTrustInfo, msDS-SPNSuffixes, msDS-AdditionalDnsHostName, msDS-AdditionalSamAccountName, msDS-AllowedToDelegateTo, msDS-KrbTgtLink, msDS-AuthenticatedAtDC, msDS-SupportedEncryptionTypes.

If one of the conditions is true, the attribute will not be in the [**filtered**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda) attribute set even if the flag fRODCFilteredAttribute is set in attribute searchFlags of the attributeSchema object.

##### Classes

###### Class Categories

There are four categories of classes:

**Structural classes**: Structural classes are the classes that can have instances in the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9).

**Abstract classes**: [**Abstract classes**](#gt_f072e231-9252-4ef6-914e-0d66f1f94e2c) are templates that are used to derive new classes. Abstract classes cannot be instantiated in the directory.

**Auxiliary classes**: [**Auxiliary classes**](#gt_d881c624-8023-4bd6-b2df-f9af5e6f93bb) contain a list of [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f). Adding the auxiliary class to the definition of a structural or abstract class adds the auxiliary class's attributes to the definition. An auxiliary class cannot be instantiated by itself in the directory.

**88 classes**: 88 classes do not fall into any of the preceding categories. An 88 class can be used as an abstract class, a structural class, or an auxiliary class.

Structural class, abstract class, and auxiliary class are defined in [[X501]](https://go.microsoft.com/fwlink/?LinkId=98847) section 8.3. 88 class corresponds to the definition of [**object classes**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) described in [X501] section 8.3.4. 88 class is included for compatibility with this older standard and is not intended to be used in new [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) extensions.

###### Inheritance

[**Inheritance**](#gt_3069119c-2912-43b0-b867-512aa37aad02) is the ability to build new classes from existing classes. The new class is defined as a subclass of another class, called its *superclass*. A subclass inherits from its superclass the mandatory and optional [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) and its structural parent classes in the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) hierarchy. All classes are subclasses, directly or indirectly, of a single [**abstract object class**](#gt_f072e231-9252-4ef6-914e-0d66f1f94e2c), called top. In [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90), a class has exactly one superclass; top is its own superclass. An ordered set of superclasses of a class, ending with class top, is its *superclass chain* ([[X501]](https://go.microsoft.com/fwlink/?LinkId=98847)). The superclass chain of a class does not include the class itself, except that the superclass chain of top is the single-element sequence [ top ].

Abstract classes can inherit only from abstract classes, [**auxiliary classes**](#gt_d881c624-8023-4bd6-b2df-f9af5e6f93bb) can inherit from all classes except structural classes, and structural classes can inherit from all classes except auxiliary classes. Classes of the category **88 class** (section [3.1.1.2.4.1](#Section_1bbdf3fb369c4924a73ac9f4f0dd09b4)) can inherit from all classes.

###### objectClass

[**Attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) objectClass is a multivalued attribute that appears on all the [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9). When instantiating a structural class or an [**88 object class**](#gt_3f5f01d4-66a5-4bcb-807d-7a4276b22a50), the objectClass attribute of the new object contains a sequence of class names. The first element is always class top. The last element is the name of the structural class or the 88 object class that was instantiated (referred to as the most specific class). The rest of the classes in the superclass chain are listed in between in the order of [**inheritance**](#gt_3069119c-2912-43b0-b867-512aa37aad02) from class top. For example, a [**user object**](#gt_e767a471-c3fa-4e4b-a40c-daeb08f82a17) has the following four-element sequence as the value of objectClass:

[ top, person, organizationalPerson, user ]

For information on instantiating [**auxiliary classes**](#gt_d881c624-8023-4bd6-b2df-f9af5e6f93bb) see section [3.1.1.2.4.6](#Section_06f3acb88cff49e994ad6737fa0a9503).

###### Structure Rules

Structure rules define the possible tree structures. In [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90), the structure rules (for [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) hierarchy, see section [3.1.1.2.4.2](#Section_5532fb36e15d4f888f34fdd857ccb2fb)) are completely expressed by the possSuperiors and systemPossSuperiors [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) that are present on each classSchema [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). The union of values in these two attributes specifies the list of classes, instances of which are allowed to be parents of an object instance of the class in question.

###### Content Rules

Content rules determine the mandatory and optional [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the class instances that are stored in the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9). In [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90), the content rules are completely expressed by the mustContain, mayContain, systemMustContain, and systemMayContain attributes of the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) definitions for each class. The union of values in the mustContain and systemMustContain attributes specifies the attributes that are required to be present on an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) instance of the class in question. The union of values in the mustContain, systemMustContain, mayContain, and systemMayContain attributes specifies the attributes that are allowed to be present on an object instance of the class in question.

###### Auxiliary Class

[**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) provides support for statically linking [**auxiliary classes**](#gt_d881c624-8023-4bd6-b2df-f9af5e6f93bb) to the classSchema definition of another [**object class**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a). When an auxiliary class *aux* is statically linked to some other class *cl*, it is as if all of the mandatory and optional [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the auxiliary class *aux* are added to the class *cl*.

The governsID of auxiliary class *aux* is contained in the auxiliaryClass attribute of *cl* if *aux* was statically linked to *cl* by modifying the auxiliaryClass attribute of *cl*'s classSchema definition as specified in section [3.1.1.3.1.1.5](#Section_b24cec6c170a4c58832aa031cd9a58ea). The governsID of auxiliary class *aux* is contained in the systemAuxiliaryClass attribute of *cl* if *aux* was statically linked to *cl* by modifying the systemAuxiliaryClass attribute of *cl*'s classSchema definition as specified in section 3.1.1.3.1.1.5.

A statically linked auxiliary class with mandatory attributes must be linked to the class *cl* through the systemAuxiliaryClass attribute of *cl* at the time *cl* is defined as described in section 3.1.1.3.1.1.5. The objectClass attribute of [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) of class *cl* does not include the names of statically linked auxiliary classes or the classes in their superclass chains.

Active Directory also provides support for dynamically linking auxiliary classes on objects, which reflects the model of auxiliary object classes described in [[X501]](https://go.microsoft.com/fwlink/?LinkId=98847) section 8.3.3. In this case, the dynamically linked auxiliary class affects only the individual object to which it is linked, as opposed to a statically linked auxiliary class, which is linked to a class and affects every object of that class. The classSchema of the class is not affected by dynamic auxiliary classes. When an auxiliary class is dynamically linked to an object, the mandatory and optional attributes of the auxiliary class become mandatory and optional attributes of the object. Refer to section 3.1.1.3.1.1.5 for auxiliary class related [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) operations supported by Active Directory.

If an object is dynamically linked to one or more auxiliary classes, attribute objectClass of the object contains the following values in the order described below.

1. Class top remains as the first value;
2. Then it is followed by the set of dynamic auxiliary classes and the classes in their superclass chains, excluding those already present in the superclass chain of the most specific structural class. There is no specific order among the classes in this set, and no class is listed more than once.
3. Next, the classes in the superclass chain of the most specific structural class are listed after that, in the order of [**inheritance**](#gt_3069119c-2912-43b0-b867-512aa37aad02) from top.
4. The most specific structural class remains last in the sequence.

The auxiliaryClass or systemAuxiliaryClass attributes are not affected by dynamic auxiliary classes.

For example, a [**user object**](#gt_e767a471-c3fa-4e4b-a40c-daeb08f82a17) with auxiliary class mailRecipient dynamically added has the following five-element sequence as the value of objectClass:

[ top, mailRecipient, person, organizationalPerson, user ]

Dynamic auxiliary classes are not supported when the [**forest functional level**](#gt_b3240417-ca43-4901-90ec-fde55b32b3b8) is DS\_BEHAVIOR\_WIN2000.

###### RDN Attribute of a Class

Each class designates an [**RDN attribute**](#gt_8b8cbf4d-c7f7-47f9-bd6e-b402fae62c38). The RDN attribute's name and value provide the [**RDN**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9) for the class, for example "ou=ntdev", "cn=Peter Houston". If not specified in a class by [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) rDNAttID, the RDN attribute is inherited from the superclass of the class. The RDN attribute is of syntax String(Unicode).

###### Class classSchema

The [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of class classSchema are specified in the following table.

The term "Unique" (in quotation marks) in the table is defined in section [3.1.1.2.3](#Section_cf133d47b3584add81d315ea1cff9cd9).

The term system-only in the table is defined in section 3.1.1.2.3.

| Attribute | Description |
| --- | --- |
| objectClass | Equals the sequence [ top, classSchema ]. System-only. |
| governsID | "Unique" [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) that identifies this class. System-only. |
| schemaIDGUID | "Unique" [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) that identifies this class, used in [**security descriptors**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350). If not specified on Add, the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) generates a GUID. This GUID MUST NOT be the [**NULL GUID**](#gt_ba500a5b-8c29-467c-a335-0980c8b11304). System-only. |
| msDS-IntId | Optional. 32-bit unsigned integer. System-only. |
| rDNAttID | Optional. attributeID of the [**RDN attribute**](#gt_8b8cbf4d-c7f7-47f9-bd6e-b402fae62c38). If the rDNAttID is not present, the RDN attribute is inherited from the superclass of this class. System-only. |
| subClassOf | governsID of the superclass of this class. System-only. Also see section [3.1.1.2.5.2](#Section_24f430b77a86483fbe023541ed32ab52) for auto-generated behavior when a new classSchema [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is created. |
| systemMustContain | Optional. attributeIDs of the mandatory attributes of this class. This attribute is system-only. |
| systemMayContain | Optional. attributeIDs of the optional attributes of this class. This attribute is system-only. |
| systemPossSuperiors | Optional. governsIDs of the classes that can be parents of this class within an [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) tree. This attribute is system-only. |
| systemAuxiliaryClass | Optional. governsIDs of the [**auxiliary classes**](#gt_d881c624-8023-4bd6-b2df-f9af5e6f93bb) that are statically linked to this class. This attribute is system-only. |
| objectClassCategory | Class category (section [3.1.1.2.4.1](#Section_1bbdf3fb369c4924a73ac9f4f0dd09b4)), encoded as follows:  0: 88 Class  1: Structural class  2: [**Abstract class**](#gt_f072e231-9252-4ef6-914e-0d66f1f94e2c)  3: Auxiliary class  System-only. |
| systemFlags | Optional. Flags that determine specific system operations; see section [2.2.10](#Section_1e38247d823442739de3bbf313548631) for values. The single systemFlags value specific to a classSchema object is:  FLAG\_SCHEMA\_BASE\_OBJECT: this class is part of the base [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093). Modifications to a base [**schema object**](#gt_b639ec59-647b-4ac2-acb2-a67cda43bc6d) are restricted as described in section [3.1.1.2.5](#Section_1502db961ae54b56a34416ce26b7e0fb).  System-only. |
| systemOnly | Optional. Only a DC can create (section [3.1.1.5.2.2](#Section_7dfeb38c3cb94215ae1cef209fd251ae)) and modify (section [3.1.1.5.3.2](#Section_76df255ddc674c1fadc61e5b60021304)) instances of a system-only class. System-only. |
| cn | [**RDN**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9) for the schema object. |
| lDAPDisplayName | "Unique" name that identifies this class, used by [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) clients. If not specified on Add, the DC generates a value as specified in section [3.1.1.2.3.4](#Section_c3f0d80299514ad996d2fb053ca07309). The syntax of lDAPDisplayName is described in [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.1.4. |
| mustContain | Optional. attributeIDs of the mandatory attributes of this class in addition to the systemMustContain attributes. |
| mayContain | Optional. attributeIDs of the optional attributes of this class in addition to the systemMayContain attributes. |
| possSuperiors | Optional. governsIDs of the classes that can be parents of this class within an NC tree, in addition to the systemPossSuperiors classes. |
| auxiliaryClass | Optional. governsIDs of the auxiliary classes that are statically linked to this class, in addition to the systemAuxiliaryClass classes. |
| defaultSecurityDescriptor | Optional. The default security descriptor (in SDDL format, [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.5.1) that is assigned to new instances of this class if no security descriptor is specified during creation of the class or is merged into a security descriptor if one is specified. The rules for security descriptor merging are specified in [MS-DTYP] section 2.5.3.4. |
| defaultObjectCategory | A reference to some classSchema object. This value is the default value of the objectCategory attribute of new instances of this class if none is specified during LDAP Add. Also see section 3.1.1.2.5.2 for auto-generated behavior when a new classSchema object is created. |
| defaultHidingValue | Optional. If defaultHidingValue is true on a classSchema object, then when an Add creates an instance of this class (that is, where this class is the most specific class) and the Add does not specify a value for the showInAdvancedViewOnly attribute, it is as if the Add had specified true for the showInAdvancedViewOnly attribute.  The showInAdvancedViewOnly attribute is interpreted by LDAP clients, not by the DC. If true, certain user interfaces do not display the object. |
| showInAdvancedViewOnly | Specifies whether the attribute is to be visible in the advanced mode of user interfaces.  Also see defaultHidingValue defined previously and section 3.1.1.2.5.2 for auto-generated behavior when a new classSchema object is created. |

##### Schema Modifications

This section documents the special behavior of [**schema objects**](#gt_b639ec59-647b-4ac2-acb2-a67cda43bc6d) with respect to LDAP Add, Modify, Modify DN, and Delete requests.

Only the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) that owns the Schema Master FSMO role performs [**originating updates**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20) of [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in the [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450), as specified in section [3.1.1.1.11](#Section_bf8afb5f1ae045de84458a717ea5124a).

All transactions that perform originating updates to objects in the schema NC are serialized, even if the updates do not appear to conflict and thus do not seem to require serialization.

Many [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of attributeSchema and classSchema objects are system-only, as specified in sections [3.1.1.2.3](#Section_cf133d47b3584add81d315ea1cff9cd9) and [3.1.1.2.4](#Section_5e7d7186349c46a59e8b88e68e677d41). An LDAP Modify request that attempts to modify a system-only attribute (except as specified in section [3.1.1.5.3.2](#Section_76df255ddc674c1fadc61e5b60021304)) fails with error *constraintViolation* / *ERROR\_DS\_CANT\_MOD\_SYSTEM\_ONLY*.

A Delete of an attributeSchema or classSchema object fails, with error *unwillingToPerform* / *ERROR\_DS\_CANT\_DELETE*.

An attempt to add any object other than a schema object in the schema NC fails with the error *unwillingToPerform* / ERROR\_DS\_CANT\_CREATE\_UNDER\_SCHEMA.

There is no constraint on the amount of time between when an object in the schema NC is successfully added or modified and when the DC enforces the updated [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093). Therefore, it is possible that there is a period of time during which the schema enforced by the DC does not reflect the schema represented by the objects in the schema NC. Although the protocol places no boundary or requirements on the length of this time period, it is recommended that implementations minimize the length of this time period to improve the usability of the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) for clients.

The server MUST guarantee that all successful schema modifications are eventually enforced.

###### Consistency and Safety Checks

This section documents [**schema object**](#gt_b639ec59-647b-4ac2-acb2-a67cda43bc6d) special behaviors that are not closely tied to the [**defunct**](#gt_cf8d27d1-dcfa-4864-8d7f-c6401ccd08be) state. These special behaviors are divided into two classes:

* Consistency checks
* Safety checks

Consistency checks maintain the consistency of the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093). Safety checks reduce the possibility of a schema [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) by one application breaking another application.

If an Add or Modify request fails either a consistency or a safety check, the response is error *unwillingToPerform* / *<unrestricted>*.

Consistency Checks

The term "Unique" (in quotation marks) in the following statements is defined in section [3.1.1.2.3](#Section_cf133d47b3584add81d315ea1cff9cd9).

An Add or Modify request on an attributeSchema [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) succeeds only if the resulting object passes all of the following tests:

* The value of lDAPDisplayName is syntactically valid, per [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.1.4.
* The values of attributeID, lDAPDisplayName, mAPIID (if present) and schemaIDGUID are "Unique".
* A nonzero linkID, if any, is unique among all values of the linkID [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) on objects in the [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450), regardless of [**forest functional level**](#gt_b3240417-ca43-4901-90ec-fde55b32b3b8). If a linkID is an odd number, it is not one, and an object exists whose linkID is the even number one smaller.
* The values of attributeSyntax, oMSyntax, and oMObjectClass match some defined syntax (section [3.1.1.2.2](#Section_282c0910dcc941f18d3d06bc8f75f790)).
* Flag fANR is only present in the searchFlags attribute if the syntax is String(Unicode), String(IA5), String(Printable), String(Teletex) or String(Case).
* If rangeLower and rangeUpper are present, rangeLower is smaller than or equal to rangeUpper.

An Add or Modify request on a classSchema object succeeds only if the resulting object passes all of the following tests.

* The value of lDAPDisplayName is syntactically valid, per [RFC2251] section 4.1.4.
* The values of governsID, lDAPDisplayName, and schemaIDGUID are "Unique".
* All attributes that are referenced in the systemMayContain, mayContain, systemMustContain, and mustContain lists exist and are [**active**](#gt_8b8ae4c6-29b8-40af-997d-b287285255c4).
* All classes that are referenced in the subClassOf, systemAuxiliaryClass, auxiliaryClass, systemPossSuperiors, and possSuperiors lists exist and are active.
* All classes in the systemAuxiliaryClass and auxiliaryClass attributes have either 88 class or [**auxiliary class**](#gt_d881c624-8023-4bd6-b2df-f9af5e6f93bb) specified as their objectClassCategory.
* All classes in the systemPossSuperiors and possSuperiors attributes have either 88 class or structural class specified as their objectClassCategory.
* The superclass chain of a class follows the rules for [**inheritance**](#gt_3069119c-2912-43b0-b867-512aa37aad02) as specified in section [3.1.1.2.4.2](#Section_5532fb36e15d4f888f34fdd857ccb2fb).
* The dynamicObject class is not referenced by the subClassOf attribute of a class.
* The attribute specified in the rDNAttID attribute has syntax String(Unicode).
* Attribute defaultSecurityDescriptor, if present, is a valid SDDL string.

Safety Checks

The following checks reduce the possibility of [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) [**updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) by one application breaking another application.

These checks apply to all [**schema objects**](#gt_b639ec59-647b-4ac2-acb2-a67cda43bc6d):

* A Modify adds no [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) to the mustContain or systemMustContain of an existing class.
* A Modify does not add an [**auxiliary class**](#gt_d881c624-8023-4bd6-b2df-f9af5e6f93bb) to the auxiliaryClass or systemAuxiliaryClass of an existing class, if doing so would effectively add either mustContain or systemMustContain attributes to the class.
* A Modify does not change the objectClassCategory of an existing class.
* A Modify does not change a [**constructed attribute**](#gt_d848b035-c151-4fd8-88d9-9f152d053fee) (an attribute with FLAG\_ATTR\_IS\_CONSTRUCTED in systemFlags).
* A Modify does not change class top, except to add [**back link attributes**](#gt_3037ec79-2674-4bff-9925-bc98b15372fc) as may-contains, either by adding back link attributes to mayContain of top, or by adding auxiliary classes to auxiliaryClass of top whose only effect on top is adding back link attributes as may-contains.
* A Modify does not change the subSchema [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca).
* A Modify does not change the fRODCFilteredAttribute bit of the searchFlags attribute of an attributeSchema object, if the [**DC functional level**](#gt_a98902f5-21e9-470f-b56b-cc6f8fde2141) is DS\_BEHAVIOR\_WIN2008 or higher, and the attributeSchema object cannot be a member of the [**filtered attribute set**](#gt_1bbc9ed8-f11c-4be6-8a41-1f396785602d) (see section [3.1.1.2.3.5](#Section_466836294da34f0db5f94950d87f54d8)).

These checks apply to schema objects that include FLAG\_SCHEMA\_BASE\_OBJECT in the systemFlags attribute:

* A Modify does not change the lDAPDisplayName or cn of an attributeSchema or classSchema object, or the defaultObjectCategory of a classSchema object.
* A Modify does not change the classSchema objects attributeSchema, classSchema, subSchema and dMD.
* A Modify does not change the fCONFIDENTIAL bit of the searchFlags attribute of an attributeSchema object.
* A Modify does not change the attributeSecurityGUID on the following fixed list of attributeSchema objects: accountExpires, badPwdCount, codePage, countryCode, description, displayName, domainReplica, forceLogoff, homeDirectory, homeDrive, memberOf, lastLogoff, lastLogon, lockOutObservationWindow, lockoutDuration, lockoutThreshold, logonCount, logonHours, logonWorkstation, maxPwdAge, member, minPwdAge, minPwdLength, modifiedCount, objectSid, oEMInformation, profilePath, primaryGroupID, pwdHistoryLength, pwdProperties, sAMAccountName, scriptPath, serverState, serverRole, uASCompat, comment, pwdLastSet, userAccountControl, userParameters.

###### Auto-Generated Attributes

If a classSchema [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is created with an LDAP Add operation and the following [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) are not included as part of the Add, they must be created on the object as specified in the following table.

| Attribute | Default auto-generated value |
| --- | --- |
| subClassOf | Must refer to class top |
| showInAdvancedViewOnly | TRUE |
| defaultObjectCategory | Must refer to the new classSchema object itself |

###### Defunct

A [**schema object**](#gt_b639ec59-647b-4ac2-acb2-a67cda43bc6d) with isDefunct = true is [**defunct**](#gt_cf8d27d1-dcfa-4864-8d7f-c6401ccd08be); a schema object that is not defunct is [**active**](#gt_8b8ae4c6-29b8-40af-997d-b287285255c4). This section documents the special behavior of attributeSchema and classSchema [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) related to the defunct state.

The effect of being defunct depends upon the [**forest functional level**](#gt_b3240417-ca43-4901-90ec-fde55b32b3b8) as specified in the following subsections. The following statements are independent of the forest functional level.

* The isDefunct [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) being not present on an attributeSchema or classSchema object is equivalent to isDefunct = false; modifications that move between these two representations of the active state have no special behavior.
* If an LDAP Modify changes the isDefunct attribute (giving it a value of true or false, or removing it), this change must be the only change in the LDAP Modify request; otherwise, the request fails with error *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION*.
* If a Modify sets isDefunct to true but the attributeSchema or classSchema object is base (that is, it has FLAG\_SCHEMA\_BASE\_OBJECT present in its systemFlags attribute), the Modify fails, with error *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_BASE\_SCHEMA\_MOD*.
* LDAP Add cannot create instances of a defunct class (section [3.1.1.5.2.2](#Section_7dfeb38c3cb94215ae1cef209fd251ae)), and LDAP Add and Modify cannot create instances of a defunct attribute (see sections 3.1.1.5.2.2 and [3.1.1.5.3.2](#Section_76df255ddc674c1fadc61e5b60021304)).
* Making an attributeSchema or classSchema object defunct has no effect on the state of existing objects that use the defunct attribute or class, but it changes the behavior of reads and [**updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) of such objects as described in sections [3.1.1.4.8](#Section_fe577946f34c4a34a38d5a67f8943229) (Search), 3.1.1.5.2.2 (Add), 3.1.1.5.3.2 (Modify), and [3.1.1.5.5](#Section_6c21dd2f40cd496390a2a7f657f319a4) (Delete).

Forest Functional Level Less Than WIN2003

If the [**forest functional level**](#gt_b3240417-ca43-4901-90ec-fde55b32b3b8) is less than DS\_BEHAVIOR\_WIN2003, a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) behaves as follows with respect to the [**defunct**](#gt_cf8d27d1-dcfa-4864-8d7f-c6401ccd08be) state:

* The isDefunct [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) can be changed from not present (or false) to true on an attributeSchema or classSchema [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). This modification is subject to the following checks:
  + If the modification is to an attributeSchema object and the object is a mustContain, systemMustContain, mayContain, or systemMayContain of an [**active**](#gt_8b8ae4c6-29b8-40af-997d-b287285255c4) class, the modification fails.
  + If the modification is to a classSchema object and the object is a subClassOf, auxiliaryClass, or possSuperiors of an active class, the modification fails.

The error if the isDefunct modification fails is *unwillingToPerform* / *<unrestricted>*.

* When isDefunct is true on an attributeSchema or classSchema object, an LDAP Modify can set isDefunct to false (or remove the isDefunct attribute). This modification is subject to the following check:
  + If the modification is to a classSchema object and the [**object references**](#gt_3ca938ae-c14f-4f59-8a7d-daca9f76db4e) any defunct attributes through its mustContain, systemMustContain, mayContain, or systemMayContain attributes, or references any defunct classes through its subClassOf, auxiliaryClass, or possSuperiors attributes, the modification fails.

The error if the isDefunct modification fails is *unwillingToPerform* / *<unrestricted>*.

* No other modification to a defunct attributeSchema or classSchema object is allowed. The error if the modification fails is *noSuchObject* / *<unrestricted>*.

Forest Functional Level WIN2003 or Greater

If the [**forest functional level**](#gt_b3240417-ca43-4901-90ec-fde55b32b3b8) is DS\_BEHAVIOR\_WIN2003 or greater, a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) behaves as follows with respect to the [**defunct**](#gt_cf8d27d1-dcfa-4864-8d7f-c6401ccd08be) state:

* An LDAP Modify can change the isDefunct [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) from not present (or false) to true on an attributeSchema or classSchema [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). This modification is subject to the following checks, in addition to the checks performed when the forest functional level is less than DS\_BEHAVIOR\_WIN2003:
  + If the modification is to an attributeSchema object and the object is a mustContain, systemMustContain, mayContain, systemMayContain, or rDNAttID of an [**active**](#gt_8b8ae4c6-29b8-40af-997d-b287285255c4) class, the modification fails.
  + If the modification is to a classSchema object and the object is a subClassOf, auxiliaryClass, or possSuperiors of an active class, the modification fails.

The error if the isDefunct modification fails is *unwillingToPerform* / *<unrestricted>*.

* An LDAP Modify can change the isDefunct attribute from true to false (or not present) on an attributeSchema or classSchema object. This modification is subject to the following checks, in addition to the checks performed when the forest functional level is less than DS\_BEHAVIOR\_WIN2003:
  + If the modification is to a classSchema object and the [**object references**](#gt_3ca938ae-c14f-4f59-8a7d-daca9f76db4e) any defunct attributes through its mustContain, systemMustContain, mayContain, systemMayContain or rDNAttID attributes, or references any defunct classes through its subClassOf, auxiliaryClass, or possSuperiors attributes, the modification fails.
  + The same uniqueness checks are performed when setting isDefunct to false as would have been performed if the same object were being added to a [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) where it was not present. In particular, the uniqueness checks on attributeID, governsID, schemaIDGUID, mAPIID, linkID, and lDAPDisplayName must pass.

The error if the isDefunct modification fails is *unwillingToPerform* / *<unrestricted>*.

* An LDAP Modify can change the other attributes of defunct [**schema objects**](#gt_b639ec59-647b-4ac2-acb2-a67cda43bc6d) subject to the same checks that apply to changes to active schema objects.

Therefore, for instance, a Modify can change the lDAPDisplayName of a defunct attributeSchema object, or the lDAPDisplayName, mustContain, mayContain, subClassOf, auxiliaryClass, and possSuperiors of a defunct classSchema object.

Because the checks that apply to changes to active schema objects are still in force, Modify cannot (for instance) change the attributeID, governsID, schemaIDGUID, mAPIID, linkID, attributeSyntax, oMSyntax, and oMObjectClass attributes of defunct schema objects.

* Section [3.1.1.4.8](#Section_fe577946f34c4a34a38d5a67f8943229) specifies the effects of the defunct state on reads of [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2)-valued attributes that identify schema objects (mustContain, systemMustContain, mayContain, systemMayContain, subClassOf, auxiliaryClass, and possSuperiors).

##### ATTRTYP

Any OID-valued quantity stored on an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is stored as an ATTRTYP ([[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 5.14), a 32-bit unsigned integer. The ATTRTYP space is 32 bits wide and is divided into the following ranges.

| Range | Description |
| --- | --- |
| [0x00000000..0x7FFFFFFF] | ATTRTYPs that map to [**OIDs**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) via the [**prefix table**](#gt_028437b6-7749-4428-b874-22e9559c1abe). |
| [0x80000000..0xBFFFFFFF] | ATTRTYPs used as values of msDS-IntId [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f). |
| [0xC0000000..0xFFFEFFFF] | Reserved for future use. |
| [0xFFFF0000.. 0xFFFFFFFF] | Reserved for internal use (never appear on the wire). |

The mapping from ATTRTYPs A to OID O works as follows:

* If A in [0x00000000..0x7FFFFFFF], A maps to O via a prefix table as specified in [MS-DRSR] section 5.16.4 (the OidFromAttid procedure).
* If A in [0x80000000..0xBFFFFFFF], let X be the object such that X!msDS-IntId equals A. If X is an attributeSchema object, O is X!attributeID; otherwise X is an classSchema object, and O is X!governsID.

Given an OID O, the [**schema object**](#gt_b639ec59-647b-4ac2-acb2-a67cda43bc6d) X representing the class or attribute identified by O is the object X such that either X!attributeID equals O or X!governsID equals O.

#### LDAP

[**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) is a server for [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d). This section specifies the extensions and variations of LDAP that are supported by Active Directory. Except as otherwise noted, all material applies to both [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab). Also, except as noted, all information applies to all versions of AD DS and AD LDS.

This section is structured as follows:

* Section [3.1.1.3.1](#Section_5b4872afd42142ff9e472ce17159a965) documents the interpretation of the LDAP RFCs made by Active Directory and deviations from the LDAP RFCs.
* The [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6) (empty [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b)) is a mechanism for clients of an LDAP server to interact with the server itself, rather than with particular [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) contained by the server. Section [3.1.1.3.2](#Section_96f7b0861ca347649a0833f8f7a543db) specifies the rootDSE reads supported by Active Directory, and section [3.1.1.3.3](#Section_fc74972fb2674c1a87160f5b48cf52b9) specifies the rootDSE [**updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493).
* LDAP has several extension mechanisms in addition to the rootDSE. Section [3.1.1.3.4](#Section_974856fecfd44fe193c416646641e440) specifies the LDAP extensions that Active Directory supports.

##### LDAP Conformance

The purpose of this section is to document how the implementation of [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) interprets the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) v3 RFCs, including differences from those RFCs. Except as noted in the following subsections, Active Directory is compliant to [[RFC3377]](https://go.microsoft.com/fwlink/?LinkID=91337).

Active Directory DCs nominally implement support for LDAP v2 [[RFC1777]](https://go.microsoft.com/fwlink/?LinkId=90290). However, except as noted in the next paragraph, Active Directory processes LDAP v2 requests and generates responses as if LDAP v3 had been requested by the client.

When processing an LDAP v2 request, Active Directory exhibits the following behavioral differences from processing an LDAP v3 request:

* Instead of using the [**UTF-8**](#gt_409411c4-b4ed-4ab6-b0ee-6d7815f85a35) character encoding for LDAPString [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325), the system's configured [**code page**](#gt_210637d9-9634-4652-a935-ded3cd434f38) is used. The code page is configured locally on the DC by the DC's administrator.
* Referrals and continuation references are generated using the format for LDAP v2 referrals as specified in section [3.1.1.3.4](#Section_974856fecfd44fe193c416646641e440).

All LDAP error codes returned by Active Directory are taken from the resultCode enumeration of the LDAPResult structure defined in [RFC2251] section 4.1.10.

###### Schema

This section discusses the implementation of the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), as it relates to the IETF RFC standards for [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) schemas.

subSchema

Per [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) and [[RFC2252]](https://go.microsoft.com/fwlink/?LinkId=90326), [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) exposes a subSchema [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that is pointed to by the subschemaSubentry [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) on the [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6). In accord with [RFC2251] section 3.2.2, this subSchema object contains the required cn, objectClass, objectClasses, and attributeTypes attributes. Additionally, it contains the dITContentRules attribute. It does not contain the matchingRules, matchingRuleUse, dITStructureRules, nameForms, or ldapSyntaxes attributes. It contains the modifyTimeStamp attribute but not the createTimeStamp attribute. The subSchema object does not support the createTimeStamp attribute even though its [**object class**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) derives from top, which contains the createTimeStamp attribute as part of systemMayContain. In contrast to [RFC2252] section 7.2, in Active Directory the subSchema class is defined to be structural rather than auxiliary.

The meaning of the attributeTypes, objectClasses, and dITContentRules attributes are as described in those RFCs. However, the values stored in these attributes use only a subset of the AttributeTypeDescription, ObjectClassDescription, and DITContentRuleDescription grammars described in [RFC2252]. The following grammars are used by Active Directory. Other than the removal of certain elements, these grammars are identical to those of [RFC2252].

1. SQUOTE = %x27 ; single quote ("'")
2. syntaxoid = SQUOTE (numericoid / “OctetString”) SQUOTE
3. AttributeTypeDescription = "(" whsp
4. numericoid whsp ; attributeID
5. [ "NAME" qdescrs ] ; lDAPDisplayName
6. [ "SYNTAX" whsp syntaxoid whsp ] ;
8. [ "SINGLE-VALUE" whsp ] ; default multi-valued
9. [ "NO-USER-MODIFICATION" whsp ] ; default user modifiable
10. whsp ")"
11. ObjectClassDescription = "(" whsp
12. numericoid whsp ; governsID
13. [ "NAME" qdescrs ] ; lDAPDisplayName
14. [ "SUP" oids ] ; governsIDs of superior object classes
15. [ ( "ABSTRACT" / "STRUCTURAL" / "AUXILIARY" ) whsp ]
16. ; default structural
17. [ "MUST" oids ] ; attributeIDs of required attributes
18. [ "MAY" oids ] ; attributeIDs of optional attributes
19. whsp ")"
20. DITContentRuleDescription = "("
21. numericoid ; governsID of structural object class
22. [ "NAME" qdescrs ] ; lDAPDisplayName
23. [ "AUX" oids ] ; governsIDs of auxiliary classes
24. [ "MUST" oids ] ; attributeIDs of required attributes
25. [ "MAY" oids ] ; attributeIDs of optional attributes
26. ")"

**Note** The **AttributeTypeDescription** grammar updates above deviate slightly from [RFC2252] sections 4.2 and 4.3, as the syntax OID (syntaxoid) is wrapped in single quotes; while in the case of octet string syntax, the syntax numeric OID (numericoid) is replaced with the hard-coded literal string value “OctetString".

Active Directory supports additional SYNTAX values not defined in [RFC2252]. The following table lists the SYNTAX values returned for each [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) syntax name. See section [3.1.1.2.2](#Section_282C0910DCC941F18D3D06BC8F75F790) for more information on syntaxes.

| LDAP syntax name | SYNTAX Value |
| --- | --- |
| Boolean | 1.3.6.1.4.1.1466.115.121.1.7 |
| Enumeration | 1.3.6.1.4.1.1466.115.121.1.27 |
| Integer | 1.3.6.1.4.1.1466.115.121.1.27 |
| LargeInteger | 1.2.840.113556.1.4.906 |
| Object(Access-Point) | 1.3.6.1.4.1.1466.115.121.1.2 |
| Object(DN-Binary) | 1.2.840.113556.1.4.903 |
| Object(DN-String) | 1.2.840.113556.1.4.904 |
| Object(DS-DN) | 1.3.6.1.4.1.1466.115.121.1.12 |
| Object(OR-Name) | 1.2.840.113556.1.4.1221 |
| Object(Presentation-Address) | 1.3.6.1.4.1.1466.115.121.1.43 |
| Object(Replica-Link) | OctetString |
| String(Case) | 1.2.840.113556.1.4.1362 |
| String(Generalized-Time) | 1.3.6.1.4.1.1466.115.121.1.24 |
| String(IA5) | 1.3.6.1.4.1.1466.115.121.1.26 |
| String(NT-Sec-Desc) | 1.2.840.113556.1.4.907 |
| String(Numeric) | 1.3.6.1.4.1.1466.115.121.1.36 |
| String(Object-Identifier) | 1.3.6.1.4.1.1466.115.121.1.38 |
| String(Octet) | 1.3.6.1.4.1.1466.115.121.1.40 |
| String(Printable) | 1.3.6.1.4.1.1466.115.121.1.44 |
| String(Sid) | 1.3.6.1.4.1.1466.115.121.1.40 |
| String(Teletex) | 1.2.840.113556.1.4.905 |
| String(Unicode) | 1.3.6.1.4.1.1466.115.121.1.15 |
| String(UTC-Time) | 1.3.6.1.4.1.1466.115.121.1.53 |

In addition to the preceding attributes, Active Directory contains two additional subSchema attributes, named extendedClassInfo and extendedAttributeInfo. These return additional data about the classes and attributes in a format similar to objectClasses and attributeTypes, respectively. The grammar used for extendedClassInfo is as follows.

1. ObjectClassDescriptionExtended = "(" whsp
2. numericoid whsp ; governsID
3. [ "NAME" qdescrs ] ; lDAPDisplayName
4. [ "CLASS-GUID" whsp guid ] ; schemaIDGUID
5. whsp ")"

The NAME field is as in the ObjectClassDescription grammar. The CLASS-GUID field contains the value of the class's schemaIDGUID attribute. That value, which is a [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1), is expressed not in the dashed-string GUID format of [[RFC4122]](https://go.microsoft.com/fwlink/?LinkId=90460) section 3 but rather as the hexadecimal representation of the binary format of the GUID. For example, the GUID whose dashed-string representation is "3fdfee4f-47f4-11d1-a9c3-0000f80367c1" would be expressed as "4feedf3ff447d111a9c30000f80367c1" in the CLASS-GUID field.

The grammar for extendedAttributeInfo is as follows.

1. AttributeTypeDescriptionExtended = "(" whsp
2. numericoid whsp ; attributeID
3. [ "NAME" qdescrs ] ; lDAPDisplayName
4. [ "RANGE-LOWER" whsp numericstring ] ; rangeLower
5. [ "RANGE-UPPER" whsp numericstring ] ; rangeUpper
6. [ "PROPERTY-GUID" whsp guid ] ; schemaIDGUID
7. [ "PROPERTY-SET-GUID" whsp guid ] ; attributeSecurityGUID
8. [ "INDEXED" whsp ] ; fATTINDEX in searchFlags
9. [ "SYSTEM-ONLY" whsp ] ; systemOnly
10. whsp ")"

The NAME field is as in the AttributeTypeDescription grammar. The RANGE-LOWER and RANGE-UPPER fields are only present if the attribute's attributeSchema contains values for the rangeLower and rangeUpper attributes, respectively. If present, those fields contain the values of those attributes. The PROPERTY-GUID field contains the value of the attribute's schemaIDGUID. If the attribute has an attributeSecurityGUID attribute, the PROPERTY-SET-GUID field contains the value of that attribute; otherwise, it contains the value of the [**NULL GUID**](#gt_ba500a5b-8c29-467c-a335-0980c8b11304). For both PROPERTY-GUID and PROPERTY-SET-GUID, the GUID is represented in the same form as that CLASS-GUID from the ObjectClassDescriptionExtended grammar. If the fATTINDEX bit of the attribute's searchFlags is set, the INDEXED field is present. If the attribute's systemOnly attribute is true, the SYSTEM-ONLY field is present.

The attributeTypes, objectClasses, dITContentRules, extendedClassInfo, and extendedAttributeInfo attributes on the subSchema object are read-only. They permit applications to discover the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) on the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), but they are not the mechanism for changing the schema on the DC. DCs change their schema in response to the addition or modification of classSchema and attributeSchema objects in the [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450). These objects also contain attributes that supply additional information about the schema that is not present in the attributes of the subSchema object, such as the systemFlags attribute, which specifies additional properties of an attribute (for example, whether it is a [**constructed attribute**](#gt_d848b035-c151-4fd8-88d9-9f152d053fee)). The attributeSchema and classSchema objects and their associated attributes are specified in section [3.1.1.2](#Section_5859bab0f5454db680c69798b484b3d8).

If the [**forest functional level**](#gt_b3240417-ca43-4901-90ec-fde55b32b3b8) is DS\_BEHAVIOR\_WIN2003 or greater, the attributeTypes, dITContentRules, extendedAttributeInfo, extendedClassInfo, and objectClasses attributes on the subSchema object do not contain [**defunct**](#gt_cf8d27d1-dcfa-4864-8d7f-c6401ccd08be) attributes or classes, only [**active**](#gt_8b8ae4c6-29b8-40af-997d-b287285255c4) attributes or classes.

Syntaxes

The syntaxes used in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) are based on [[RFC2252]](https://go.microsoft.com/fwlink/?LinkId=90326) section 6. Where Active Directory and [RFC2252] have syntaxes in common, the same means of encoding the value into the syntax is used. However, Active Directory has a number of syntaxes that are not defined in [RFC2252], and vice versa. Additionally, even when Active Directory and [RFC2252] have syntaxes in common, in many cases they use different names for the same syntax, and in all cases they use different [**OIDs**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) to identify the same syntax.

Active Directory does not use the syntaxes defined in [[RFC2256]](https://go.microsoft.com/fwlink/?LinkId=91339) section 6. The list of syntaxes in Active Directory, their encodings, and how they map to the [RFC2252] syntaxes are documented in section [3.1.1.2.2](#Section_282c0910dcc941f18d3d06bc8f75f790).

Attributes

Sections 5.1 through 5.4 of [[RFC2252]](https://go.microsoft.com/fwlink/?LinkId=90326), as well as section 5 of [[RFC2256]](https://go.microsoft.com/fwlink/?LinkId=91339) and section 2 of [[RFC2798]](https://go.microsoft.com/fwlink/?LinkId=91342), define a set of [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) common to [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) directories. Additionally, portions of the [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) are derived from [[RFC1274]](https://go.microsoft.com/fwlink/?LinkId=90271) and [[RFC2307]](https://go.microsoft.com/fwlink/?LinkId=90333). The following tables show, for each of these RFCs, the attributes that are either included in the Active Directory [**default schemas**](#gt_0c6289bf-26b1-4359-8c07-49cbfded69e7) of Windows Server 2003 and later, or present as readable attributes of the [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6) of Windows 2000 and later [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) (both [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab)). Some of these attributes were added to the schema of Windows Server 2003 or Windows Server 2003 R2 but were not present in the Windows 2000 schema; [[MS-ADA1]](%5bMS-ADA1%5d.pdf#Section_19528560f41e4623a406dabcfff0660f), [[MS-ADA2]](%5bMS-ADA2%5d.pdf#Section_e20ebc4e528540bab3bdffcb81c2783e), [[MS-ADA3]](%5bMS-ADA3%5d.pdf#Section_4517e8353ee644d4bb95a94b6966bfb0), and [[MS-ADLS]](%5bMS-ADLS%5d.pdf#Section_9427994325ab4c139bf26d411cc2f796) specify the attributes included in each version of the schema. For more information about rootDSE attributes, which are not part of the schema, see section [3.1.1.3.2](#Section_96F7B0861CA347649A0833F8F7A543DB).

RFC 1274

| Attribute | Included by AD DS? | Included by AD LDS? |
| --- | --- | --- |
| objectClass | Yes | Yes |
| knowledgeInformation | Yes | No |
| serialNumber | Yes | Yes |
| streetAddress | Yes | Yes |
| title | Yes | Yes |
| description | Yes | Yes |
| searchGuide | Yes | Yes |
| businessCategory | Yes | Yes |
| postalAddress | Yes | Yes |
| postalCode | Yes | Yes |
| postOfficeBox | Yes | Yes |
| physicalDeliveryOfficeName | Yes | Yes |
| telephoneNumber | Yes | Yes |
| telexNumber | Yes | Yes |
| teletexTerminalIdentifier | Yes | Yes |
| facsimileTelephoneNumber | Yes | Yes |
| x121Address | Yes | Yes |
| internationalISDNNumber | Yes | Yes |
| registeredAddress | Yes | Yes |
| destinationIndicator | Yes | Yes |
| preferredDeliveryMethod | Yes | Yes |
| presentationAddress | Yes | No |
| supportedApplicationContext | Yes | No |
| member | Yes | Yes |
| owner | Yes | Yes |
| roleOccupant | Yes | No |
| seeAlso | Yes | Yes |
| userPassword | Yes\* | Yes\* |
| userCertificate | Yes | Yes |
| cACertificate | Yes | No |
| authorityRevocationList | Yes | No |
| certificateRevocationList | Yes | No |
| crossCertificatePair | Yes | No |
| textEncodedORAddress | Yes | No |
| roomNumber | Yes | Yes |
| photo | Yes | Yes |
| userClass | Yes | No |
| host | Yes | No |
| manager | Yes | Yes |
| documentIdentifier | Yes | No |
| documentTitle | Yes | No |
| documentVersion | Yes | No |
| documentAuthor | Yes | No |
| documentLocation | Yes | No |
| secretary | Yes | Yes |
| otherMailbox | Yes | No |
| associatedDomain | Yes | No |
| associatedName | Yes | No |
| homePostalAddress | Yes | Yes |
| personalTitle | Yes | Yes |
| organizationalStatus | Yes | No |
| buildingName | Yes | No |
| audio | Yes | Yes |
| documentPublisher | Yes | No |
| aliasedObjectName | No | No |
| commonName | No | No |
| surname | No | No |
| countryName | No | No |
| localityName | No | No |
| stateOrProvinceName | No | No |
| organizationName | No | No |
| mhsDeliverableContentLength | No | No |
| mhsDeliverableContentTypes | No | No |
| mhsDeliverableEits | No | No |
| mhsDLMembers | No | No |
| mhsDLSubmitPermissions | No | No |
| mhsMessageStoreName | No | No |
| mhsORAddresses | No | No |
| mhsPreferredDeliveryMethods | No | No |
| mhsSupportedAutomaticActions | No | No |
| mhsSupportedContentTypes | No | No |
| mhsSupportedOptionalAttributes | No | No |
| userid | No | No |
| rfc822Mailbox | No | No |
| info | No | No |
| favouriteDrink | No | No |
| homeTelephoneNumber | No | No |
| lastModifiedTime | No | No |
| lastModifiedBy | No | No |
| domainComponent | No | No |
| aRecord | No | No |
| mXRecord | No | No |
| nSRecord | No | No |
| sOARecord | No | No |
| cNAMERecord | No | No |
| mobileTelephoneNumber | No | No |
| pagerTelephoneNumber | No | No |
| friendlyCountryName | No | No |
| uniqueIdentifier | No | No |
| janetMailbox | No | No |
| mailPreferenceOption | No | No |
| dSAQuality | No | No |
| singleLevelQuality | No | No |
| subtreeMinimumQuality | No | No |
| subtreeMaximumQuality | No | No |
| personalSignature | No | No |
| dITRedirect | No | No |

\* Active Directory uses the userPassword attribute to set or change passwords only in limited circumstances. See section [3.1.1.3.1.5](#Section_3983110d4d244a59baebdb5b863a92c6).

RFC 2252

| Attribute | Included by AD DS? | Included by AD LDS? |
| --- | --- | --- |
| createTimeStamp | Yes | Yes |
| modifyTimeStamp | Yes | Yes |
| subSchemaSubEntry | Yes | Yes |
| attributeTypes | Yes | Yes |
| objectClasses | Yes | Yes |
| namingContexts | Yes | Yes |
| supportedExtension | Yes | Yes |
| supportedControl | Yes | Yes |
| supportedSASLMechanisms | Yes | Yes |
| supportedLDAPVersion | Yes | Yes |
| dITContentRules | Yes | Yes |
| creatorsName | No | No |
| modifiersName | No | No |
| matchingRules | No | No |
| matchingRulesUse | No | No |
| altServer | No | No |
| ldapSyntaxes | No | No |
| dITStructureRules | No | No |
| nameForms | No | No |

RFC 2256

| Attribute | Included by AD DS? | Included by AD LDS? |
| --- | --- | --- |
| objectClass | Yes | Yes |
| knowledgeInformation | Yes | No |
| cn | Yes | Yes |
| sn | Yes | Yes |
| serialNumber | Yes | Yes |
| c | Yes | Yes |
| l | Yes | Yes |
| st | Yes | Yes |
| street | Yes | Yes |
| o | Yes | Yes |
| ou | Yes | Yes |
| title | Yes | Yes |
| description | Yes | Yes |
| searchGuide | Yes | Yes |
| businessCategory | Yes | Yes |
| postalAddress | Yes | Yes |
| postalCode | Yes | Yes |
| postOfficeBox | Yes | Yes |
| physicalDeliveryOfficeName | Yes | Yes |
| telephoneNumber | Yes | Yes |
| telexNumber | Yes | Yes |
| teletexTerminalIdentifier | Yes | Yes |
| facsimileTelephoneNumber | Yes | Yes |
| x121Address | Yes | Yes |
| internationalISDNNumber | Yes | Yes |
| registeredAddress | Yes | Yes |
| destinationIndicator | Yes | Yes |
| preferredDeliveryMethod | Yes | Yes |
| presentationAddress | Yes | No |
| supportedApplicationContext | Yes | No |
| member | Yes | Yes |
| owner | Yes | Yes |
| roleOccupant | Yes | No |
| seeAlso | Yes | Yes |
| userPassword | Yes\* | Yes\* |
| userCertificate | Yes | Yes |
| cACertificate | Yes | No |
| authorityRevocationList | Yes | No |
| certificateRevocationList | Yes | No |
| crossCertificatePair | Yes | No |
| name | Yes | Yes |
| givenName | Yes | Yes |
| initials | Yes | Yes |
| generationQualifier | Yes | Yes |
| x500uniqueIdentifier | Yes | Yes |
| distinguishedName | Yes | Yes |
| uniqueMember | Yes | Yes |
| houseIdentifier | Yes | No |
| deltaRevocationList | Yes | No |
| dmdName | Yes | Yes |
| aliasedObjectName | No | No |
| dnQualifier | No | No |
| protocolInformation | No | No |
| supportedAlgorithms | No | No |

\* Active Directory uses the userPassword attribute to set or change passwords only in limited circumstances. See section 3.1.1.3.1.5.

RFC 2798

| Attribute | Included by AD DS? | Included by AD LDS? |
| --- | --- | --- |
| carLicense | Yes | Yes |
| departmentNumber | Yes | Yes |
| displayName | Yes | Yes |
| employeeNumber | Yes | Yes |
| employeeType | Yes | Yes |
| jpegPhoto | Yes | Yes |
| preferredLanguage | Yes | Yes |
| userSMIMECertificate | Yes | Yes |
| userPKCS12 | Yes | Yes |

RFC 2307

| Attribute | Included by AD DS? | Included by AD LDS? |
| --- | --- | --- |
| uidNumber | Yes | No |
| gidNumber | Yes | No |
| gecos | Yes | No |
| homeDirectory | Yes | No |
| loginShell | Yes | No |
| shadowLastChange | Yes | No |
| shadowMin | Yes | No |
| shadowMax | Yes | No |
| shadowWarning | Yes | No |
| shadowInactive | Yes | No |
| shadowExpire | Yes | No |
| shadowFlag | Yes | No |
| memberUid | Yes | No |
| memberNisNetgroup | Yes | No |
| nisNetgroupTriple | Yes | No |
| ipServicePort | Yes | No |
| ipServiceProtocol | Yes | No |
| ipProtocolNumber | Yes | No |
| oncRpcNumber | Yes | No |
| ipHostNumber | Yes | No |
| ipNetworkNumber | Yes | No |
| ipNetmaskNumber | Yes | No |
| macAddress | Yes | No |
| bootParameter | Yes | No |
| bootFile | Yes | No |
| nisMapName | Yes | No |
| nisMapEntry | Yes | No |

Classes

Section 7 of [[RFC2252]](https://go.microsoft.com/fwlink/?LinkId=90326), as well as section 7 of [[RFC2256]](https://go.microsoft.com/fwlink/?LinkId=91339) and section 3 of [[RFC2798]](https://go.microsoft.com/fwlink/?LinkId=91342), defines a set of classes common to [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) directories. In addition, portions of the [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) are derived from [[RFC1274]](https://go.microsoft.com/fwlink/?LinkId=90271) and [[RFC2307]](https://go.microsoft.com/fwlink/?LinkId=90333). The following tables show, for each of these RFCs, the classes included in the Active Directory [**default schemas**](#gt_0c6289bf-26b1-4359-8c07-49cbfded69e7) of Windows Server 2003 and later (including ADAM). Some of these classes were added to the schema of Windows Server 2003 or Windows Server 2003 R2 but were not present in the Windows 2000 schema; [[MS-ADSC]](%5bMS-ADSC%5d.pdf#Section_9abb5e97123d4da99557b353ab79b830) and [[MS-ADLS]](%5bMS-ADLS%5d.pdf#Section_9427994325ab4c139bf26d411cc2f796) specify the classes included in each version of the schema.

RFC 1274

| Class | Included by AD DS? | Included by AD LDS? |
| --- | --- | --- |
| top | Yes | Yes |
| country | Yes | Yes |
| locality | Yes | Yes |
| organization | Yes | Yes |
| organizationalUnit | Yes | Yes |
| person | Yes | Yes |
| organizationalPerson | Yes | Yes |
| organizationalRole | Yes | No |
| groupOfNames | Yes | Yes |
| residentialPerson | Yes | No |
| applicationProcess | Yes | No |
| applicationEntity | Yes | No |
| dSA | Yes | No |
| device | Yes | No |
| certificationAuthority | Yes | No |
| account | Yes | No |
| document | Yes | No |
| room | Yes | No |
| documentSeries | Yes | No |
| domain | Yes | Yes |
| rFC822LocalPart | Yes | No |
| domainRelatedObject | Yes | No |
| friendlyCountry | Yes | No |
| simpleSecurityObject | Yes | No |
| [Alias](#Section_c7fefa7d3d62400da25bdd1bbca54e5b) | No | No |
| strongAuthenticationUser | No | No |
| mhsDistributionList | No | No |
| mhsMessageStore | No | No |
| mhsMessageTransferAgent | No | No |
| mhsOrganizationalUser | No | No |
| mhsResidentialUser | No | No |
| mhsUserAgent | No | No |
| pilotObject | No | No |
| pilotPerson | No | No |
| dNSDomain | No | No |
| pilotOrganization | No | No |
| pilotDSA | No | No |
| qualityLabelledData | No | No |

RFC 2252

| Class | Included by AD DS? | Included by AD LDS? |
| --- | --- | --- |
| subSchema | Yes | Yes |
| extensibleObject | No | No |

RFC 2256

| Class | Included by AD DS? | Included by AD LDS? |
| --- | --- | --- |
| top | Yes | Yes |
| country | Yes | Yes |
| locality | Yes | Yes |
| organization | Yes | Yes |
| organizationalUnit | Yes | Yes |
| person | Yes | Yes |
| organizationalPerson | Yes | Yes |
| organizationalRole | Yes | No |
| groupOfNames | Yes | Yes |
| residentialPerson | Yes | No |
| applicationProcess | Yes | No |
| applicationEntity | Yes | No |
| dSA | Yes | No |
| device | Yes | No |
| certificationAuthority | Yes | No |
| groupOfUniqueNames | Yes | No |
| cRLDistributionPoint | Yes | No |
| dMD | Yes | Yes |
| alias | No | No |
| strongAuthenticationUser | No | No |
| userSecurityInformation | No | No |
| certificationAuthority-V2 | No | No |

RFC 2798

| Class | Included by AD DS? | Included by AD LDS? |
| --- | --- | --- |
| inetOrgPerson | Yes | Yes |

RFC 2307

| Class | Included by AD DS? | Included by AD LDS? |
| --- | --- | --- |
| posixAccount | Yes | No |
| shadowAccount | Yes | No |
| posixGroup | Yes | No |
| ipService | Yes | No |
| ipProtocol | Yes | No |
| oncRpc | Yes | No |
| ipHost | Yes | No |
| ipNetwork | Yes | No |
| nisNetgroup | Yes | No |
| nisMap | Yes | No |
| nisObject | Yes | No |
| ieee802Device | Yes | No |
| bootableDevice | Yes | No |

Auxiliary Classes

Windows 2000 had limited support for [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) [**auxiliary classes**](#gt_d881c624-8023-4bd6-b2df-f9af5e6f93bb). An auxiliary class would be associated with the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) definition of a particular class C when the auxiliary class was added to the auxiliaryClass or systemAuxiliaryClass [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the classSchema [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that defines C. In this case, all instances of C will inherit the attributes of the auxiliary class.

The server permits adding or removing an auxiliary class to or from the auxiliaryClass attribute of C at any point in time. Doing so adds or removes the auxiliary class from every existing instance of C but does not cause the [**object class**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) of the auxiliary class to appear in the objectClass attribute of those instances. Such an auxiliary class can have optional (mayContain) attributes but not mandatory (mustContain) attributes. This is because there can be existing instances of C, in which case adding a new mandatory attribute would cause those existing instances to violate the modified schema.

The server permits adding an auxiliary class to the systemAuxiliaryClass attribute of C only when C is defined, that is, when C's classSchema object is added to the [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450). After a classSchema object has been created, its systemAuxiliaryClass attribute cannot be modified. An auxiliary class that is associated with C by the addition of it to C!systemAuxiliaryClass can have mandatory (mustContain) as well as optional (mayContain) attributes. As in the previous case, the auxiliary classes added in this manner are not shown in the objectClass attribute of the instances of C.

In addition to the Windows 2000 auxiliary class mechanism, dynamic auxiliary classes are supported in Windows Server 2003 and later. This dynamic auxiliary class mechanism reflects the model of auxiliary object classes described in [[X501]](https://go.microsoft.com/fwlink/?LinkId=98847) section 8.3.3. The server permits adding an auxiliary class to any instance I of a class by a request to add that auxiliary class to I!objectClass. This will cause only that instance I to inherit the attributes of the auxiliary class. The dynamic auxiliary class will be removed from I, after the values of all attributes in the auxiliary class have been cleared by the client, by a request to remove the auxiliary class from I!objectClass. Dynamic auxiliary classes can have both mandatory (mustContain) and optional (mayContain) attributes.

If the dynamic auxiliary class that is added to I is a subclass of another auxiliary class, both auxiliary classes are added to I when the child auxiliary class is added to I. However, removing the child auxiliary class does not cause the server to remove its parent from I. A parent auxiliary class can be removed from I only when all child auxiliary classes that inherit from the parent are also removed from I.

For each I, I!objectClass contains the structural, abstract, and dynamic auxiliary object classes of which I is an instance (and their [**inheritance**](#gt_3069119c-2912-43b0-b867-512aa37aad02) chains). I!structuralObjectClass includes only the structural class of which I is an instance and its inheritance chain. I!msDS-Auxiliary-Classes contains the dynamic auxiliary classes of which I is an instance along with their inheritance chain, except it does not include those classes in the inheritance chain that are in I!structuralObjectClass.

###### Object Naming

This section discusses the naming of [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) via [**distinguished names**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90), as it differs from the appropriate RFCs.

Naming Attributes

As with [[RFC2253]](https://go.microsoft.com/fwlink/?LinkId=90327) section 2.3, [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) permits any [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) to be used as the AttributeType in an [**RDN**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9). However, Active Directory imposes the additional restriction that the AttributeType used must be of String(Unicode) syntax. Furthermore, all [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) of the same class use the same attribute in their RDN. The attribute to be used in the RDN is specified by the rDNAttID attribute in the classSchema object that defines the class. The rDNAttID attribute contains the attribute to be used in the RDN. Multivalued RDNs are not permitted (see section [3.1.1.3.1.2.3](#Section_3c96b56dd7a746f198837d031f9fa01e)), so if the attribute A specified by rDNAttID is multivalued, an attempt to add an additional value to A on an object O for which O!rDNAttID = A is rejected with the error *invalidDNSyntax* / *ERROR\_DS\_BAD\_NAME\_SYNTAX* if it takes place at the time of the object's creation, or the error *notAllowedOnRDN* / *<unrestricted>* if it takes place in a subsequent LDAP Modify operation.

The AttributeValue of the RDN must be unique among sibling objects. For example, the following two [**DNs**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) cannot coexist in the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9), because two identical AttributeValues ("Abc") would exist in the same [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) ("OU=Users,DC=Fabrikam,DC=com"):

* CN=Abc,OU=Users,DC=Fabrikam,DC=com
* L=Abc,OU=Users,DC=Fabrikam,DC=com

The server will reject an attempt to create such a non-uniquely named object with the error *entryAlreadyExists* / *<unrestricted>*. This requirement for unique AttributeValues guarantees the uniqueness of [**canonical names**](#gt_79ab9d86-0d30-41c3-b7da-153ad41bdfd8).

NC Naming

The [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of a [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) is derived from the [**DNS name**](#gt_102a36e2-f66f-49e2-bee3-558736b2ecd5) of the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) using the transformation algorithm of [[RFC2247]](https://go.microsoft.com/fwlink/?LinkId=91344) section 3. The [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) at the root of each domain NC is a domainDNS object, in accord with section 5.2 of that RFC. The rDNAttID for the domainDNS class is dc, in accord with section 4 of the RFC. While the same [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) is used for the dc attribute in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) as in section 4 of the RFC, the syntax of the attribute in Active Directory is String(Unicode) rather than the specified String(IA5). The dcObject [**auxiliary class**](#gt_d881c624-8023-4bd6-b2df-f9af5e6f93bb), specified in section 5.1 of the RFC, is not present in Active Directory.

When operating as [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), the DN for the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625) is the [**RDN**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9) "CN=Configuration", followed by the DN of the domain NC of the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) [**root domain**](#gt_529c766b-af01-4bc8-b853-65fba6c704b3). When operating as [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), the DN for the config NC is the RDN "CN=Configuration, CN={guid}", where **guid** is a [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) in dashed-string form ([[RFC4122]](https://go.microsoft.com/fwlink/?LinkId=90460) section 3). For example,

CN=Configuration, CN={FD783EE9-0216-4B83-8A2A-60E45AECCB81}

is a possible DN of the config NC when operating as AD LDS.

The DN for the [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450) is the RDN "CN=Schema" followed by the DN of the config NC.

When operating as AD DS, an [**application NC**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a) is named in the same way as a domain NC; the root of each AD DS application NC is a domainDNS object. When operating as AD LDS, the DN of an application NC consists of one or more RDNs.

Multivalued and Multiple-Attribute RDNs

[[RFC2253]](https://go.microsoft.com/fwlink/?LinkId=90327) section 2 defines the following grammar rule for RelativeDistinguishedName, which explicitly allows [**RDNs**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9) to contain multiple [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) and values:

* RelativeDistinguishedName ::= SET SIZE (1..MAX) OF AttributeTypeAndValue

[**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) is conformant with this rule, with the restriction that MAX equals 1 within the scope of the rule. As a result, multivalued RDNs that consist of multiple attributes (sometimes referred to as "multi-AVA RDNs"), or multiple instances of the same attribute, are both disallowed in Active Directory. An attempt to create such a [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) is considered an attempt to create a syntactically invalid DN, and returns the error *invalidDNSyntax* / *ERROR\_DS\_BAD\_NAME\_SYNTAX*. For example, assuming that F is a multivalued attribute of String(Unicode) syntax, the following two DNs are both disallowed because they contain multivalued RDNs:

* F=John Smith+F=David Jones, OU=Users,DC=Fabrikam,DC=com
* F=John Smith+l=Redmond, OU=Users,DC=Fabrikam,DC=com

(Note that, if it is assumed that these DNs represent an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) of a class C for which C!rDNAttID = F, the second example is also disallowed because it contains the *l* attribute in the RDN. The server will return a *namingViolation* / *<unrestricted>* error when an attempt is made to add an [**object of class**](#gt_c2c67596-8d8f-42b9-9c70-1c4f7c952200) C whose RDN contains a different AttributeType than that declared in C!rDNAttID.)

Alternative Forms of DNs

In addition to the form of the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) defined in [[RFC2253]](https://go.microsoft.com/fwlink/?LinkId=90327), [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) supports several alternative forms of DNs that can be used to specify [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in requests sent to the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), for example, as the baseObject in a SearchRequest or as an AttributeValue in a ModifyRequest.

The first alternative form is in the format

1. <GUID=object\_guid>

where **object\_guid** is a [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) that corresponds to the value of the objectGUID [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the object being specified. All DCs support **object\_guid** expressed as the hexadecimal representation of the binary form of a GUID ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.3.4). Windows Server 2003 and later DCs also support the dashed-string form of a GUID ([[RFC4122]](https://go.microsoft.com/fwlink/?LinkId=90460) section 3).

The second alternative form is in the format

1. <SID=sid>

where **sid** is the [**security identifier (SID)**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) that corresponds to the value of the objectSid attribute of the object being specified. The **sid** is expressed as either the hexadecimal representation of a binary SID structure ([MS-DTYP] section 2.4.2.2) in little-endian byte order, or as a SID string ([MS-DTYP] section 2.4.2.1). Windows 2000 DCs support only the hexadecimal representation.

The third alternative form is in the format

1. <WKGUID=guid, object\_DN>

where **guid** is a GUID expressed as the hexadecimal representation of the binary form of the GUID. A DN of this form is resolved to an object O by applying the following algorithm.

1. MapWellKnownGuidToDN(GUID guid, DN object\_DN)

This algorithm resolves a well-known GUID, expressed as a GUID, **guid**, and an object, **object\_DN**, into the DN of the object O that is identified by that well-known GUID.

* If **object\_DN** does not name an object in the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9), reject the DN.
* Otherwise, let C be the object named by **object\_DN**.
* If there exists a value V in C!wellKnownObjects such that the binary portion of V contains the same GUID as **guid**, then the DN of O is the DN portion of V.
* Otherwise, if there exists a value V' in C!otherWellKnownObjects such that the binary portion of V' contains the same GUID as **guid**, then the DN of O is the DN portion of V'.
* Otherwise, reject the DN.

The fourth alternative form is referred to as a [**TTL-DN**](#gt_2188fc83-e53b-4464-867d-9ab1c62e1619).

**Note**  The TTL-DN form is not supported by Windows 2000, Windows Server 2003, Windows Server 2003 R2, Windows Server 2008, Windows Server 2008 R2, Windows Server 2012, or Windows Server 2012 R2. Additionally, this form is only valid under the following conditions.

* When the Privileged Access Management [**optional feature**](#gt_785b66f1-22b3-450f-97aa-a24a39d04d47) is enabled (see section [3.1.1.9.2](#Section_d079eee81bac4b0386e4506a21450905)).
* When specifying or retrieving values for [**link valued**](#gt_659e8352-a6db-4752-8c05-4b21c602f238) attributes.

The TTL-DN form is in the format

1. <TTL=seconds,<dn>>

where **seconds** is the number of seconds, expressed as an integer in ASCII text, until the expiry time for the link valued attribute value, and **dn** is any valid form of DN, including alternative forms of DNs except for this fourth alternative form. DCs MUST treat the literal "TTL" in a case-insensitive manner. This protocol does not specify the character case to use when a DC creates a TTL-DN.

When a client adds a new value or modifies an existing value for a link valued attribute, and provides a TTL-DN where **seconds** is 0, any existing expiry time associated with the link value is removed and the link no longer has an expiry time.

When a client provides any DN form other than a TTL-DN, the server MUST treat that as a value without an expiry time; that is, in the same manner as a TTL-DN where **seconds** is 0.

Normally, Active Directory will return DNs in the [RFC2253] format. However, clients can request that Active Directory return DNs in the "extended DN" format. This format combines an RFC 2253-style DN with a representation of the object's objectGUID and objectSid attributes. This form is documented in the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) section [3.1.1.3.4.1.5](#Section_57056773932c4e559491e13f49ba580c), which defines the LDAP\_SERVER\_EXTENDED\_DN\_OID control that is used by the client to request that the DC use the "extended DN" form when returning DNs. The "extended DN" form is not accepted as a means of specifying DNs in requests sent to the DC. The "extended DN" form is only used in LDAP responses from the DC, and only when the LDAP\_SERVER\_EXTENDED\_DN\_OID control is used to request such a form.

Additionally, clients can request that Active Directory return DNs for link valued attributes in the TTL-DN form. This form is documented in the LDAP section [3.1.1.3.4.1.36](#Section_f4f523a8abc04b3aa4716b2fef135481), which defines the LDAP\_SERVER\_LINK\_TTL\_OID control that is used by the client to request that the DC use the TTL-DN form when returning DNs.

When returning a TTL-DN, **seconds** is the remaining number of seconds until the expiry time associated with the link value.

A DC MUST NOT return a TTL-DN for a link value with no associated expiry time, even if LDAP\_SERVER\_LINK\_TTL\_OID has been specified. Another DN format MUST be used.

Note that a request for a TTL-DN can be combined with a request for an extended DN. In this case, the DN portion of the TTL-DN is an extended DN.

Alternative Form of SIDs

[**Attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of String([**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d)) syntax contain a SID in binary form. However, a client can instead specify a value for such an attribute as a [**UTF-8**](#gt_409411c4-b4ed-4ab6-b0ee-6d7815f85a35) string that is a valid SDDL SID string beginning with "S-" (see [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.4.2.1). The server will convert such a string to the binary form of the SID and use that binary form as the value of the attribute.

###### Search Operations

Search Filters

[**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) does not support the extensible match rules defined in [[RFC2252]](https://go.microsoft.com/fwlink/?LinkId=90326) section 8, [[RFC2256]](https://go.microsoft.com/fwlink/?LinkId=91339) section 8, and [[RFC2798]](https://go.microsoft.com/fwlink/?LinkId=91342) section 9. Active Directory exposes extensible match rules, which are defined in section [3.1.1.3.4.4](#Section_4e638665f466459793c412f2ebfabab5). Other than these rules, the rules that Active Directory uses for comparing values (for example, comparing two String(Unicode) [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) for equality or ordering) are not exposed as extensible match rules. These comparison rules are documented for each syntax type in section [3.1.1.2.2.4](#Section_ad58bcc91ce34b4c98b2a79b62a39259). When performing an extensible match search against Active Directory, if the type field of the MatchingRuleAssertion is not specified ([[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.5.1), the extensible match [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda) clause is evaluated to "Undefined". The dnAttributes field of the MatchingRuleAssertion is ignored and always treated as if set to false.

Active Directory supports the approxMatch filter clause of [RFC2251] section 4.5.1. However, it is implemented identically to equalityMatch; for example, the filter is true if the values are equal. No approximation is performed. Filter clauses of the form "(X=Y)" and "(X~=Y)" can be freely substituted for each other.

Active Directory in Windows 2000 does not implement three-value logic for search filter evaluation as defined in [RFC2251] section 4.5.1. In Windows 2000, filters evaluate to either "true" or "false". Filters that would evaluate to "Undefined", as per the RFC, are instead evaluated to "false". Active Directory in Windows Server 2003 and later uses three-value logic for evaluating search filters, in conformance with the RFC.

Active Directory does not support [**constructed attributes**](#gt_d848b035-c151-4fd8-88d9-9f152d053fee) (defined in section [3.1.1.4.5](#Section_A3AFF2385F0E4EEC85980A59C30ECD56)) in search filters. When a search operation is performed with such a search filter, Active Directory fails with inappropriateMatching ([RFC2251] section 4.1.10).

Filter clauses of the form (objectClass=\*), (distinguishedName=\*), (name=\*), and (objectGUID=\*) always evaluate to true for all objects.

A filter can be constructed recursively such that the filter clause takes the form of another filter. The maximum recursion depth supported by Active Directory is hardcoded to 512.

Selection Filters

[**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) supports the ability to [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda) the values of an [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) that are returned. By default, all values up to the default range of a given attribute are returned. A selection filter is used to filter values to be returned by the server. When no selection filter is specified, the returned values of an attribute MUST NOT be filtered. An explicit selection filter specifies the filtering on the attribute values to be returned by the server.

Selection filtering is requested by specifying an Attribute Description ([[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.1.5) with the "filtered" option. This option takes the form

filtered=B:**char\_count**:**binary\_value**

where **char\_count** is the number (in decimal) of hexadecimal digits in **binary\_value** and **binary\_value** is the hexadecimal representation of a binary value. Each byte is represented by a pair of hexadecimal characters in **binary\_value**, with the first character of each pair corresponding to the most-significant nibble of the byte. The first pair in **binary\_value** corresponds to the first byte of the binary value, with subsequent pairs corresponding to the remaining bytes in sequential order. Note that **char\_count** is always even in a syntactically valid selection filter.

The binary value is a [**BER**](#gt_604a7335-ec3e-4c3b-a8a9-c6c36f53d063) encoded filter, as specified in [RFC2251] section 4.5.1.

Selection filters are available in [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) with a [**functional level**](#gt_a98902f5-21e9-470f-b56b-cc6f8fde2141) of DS\_BEHAVIOR\_WIN2012R2 or greater.

Range Retrieval of Attribute Values

When retrieving the values from a multivalued [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f), [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) limits the number of values that can be retrieved from one attribute in a single search request. The maximum number of values that will be returned by Active Directory at one time is determined by the MaxValRange policy (see section [3.1.1.3.4.6](#Section_3f0137a163df400cbf97e1040f055a99)). To permit all the values of a multivalued attribute to be retrieved, Active Directory provides a "range retrieval" mechanism. This mechanism permits a client-specified subset of the values to be retrieved in a search request. By performing multiple search requests, each retrieving a distinct subset, the complete set of values for the attribute can be retrieved.

Range retrieval is requested by attaching a range option to the name of the attribute (for example, the AttributeDescription, as specified in [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.1.5) to be retrieved by the search request. This option takes the form

range=**low**-**high**

where **low** is the zero-based index of the first value of the attribute to retrieve, and **high** is the zero-based index of the last value of the attribute to retrieve. For example, to retrieve the 100th through the 500th values of the member attribute, the attributes list in the SearchRequest would specify the AttributeDescription "member;range=99-499". Zero is used for **low** to specify the first [**entry**](#gt_e0272034-98d8-4732-941e-8917a98c6afd). A client can substitute an asterisk for **high** to indicate all remaining entries (subject to any limitations imposed by the server on the maximum number of values to return). The server can return fewer values than requested.

When the server receives a range retrieval request, it will include a range option in the AttributeDescription returned. This range option will take the same form as described previously, with **low** indicating the zero-based index of the first value of the attribute that the server returned and **high** indicating the zero-based index of the last value of the attribute that the server returned. However, if the set of attributes returned includes the last value in the attribute, the server will substitute an asterisk for **high**, indicating to the client that there are no more values to be retrieved.

If a SearchRequest does not contain a range option for a given attribute, but that attribute has too many values to be returned at one time, the server returns a SearchResultEntry containing (1) the attribute requested without the range option and with no values, and (2) the attribute requested with a range option attached and with the values corresponding to that range option.

The ordering of the values returned in a range retrieval request is arbitrary but consistent across multiple range retrieval requests on the same [**LDAP connection**](#gt_198f4791-cea3-465d-89e2-262991624e08), provided that the attribute is not modified between successive range retrieval requests.

Ambiguous Name Resolution

[**ANR**](#gt_74f3dfcc-c54c-4005-8a9e-d88b95c5d33b) is a search algorithm in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) that permits a client to search multiple naming-related [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) on [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) via a single clause in a search [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda). A substring search against the aNR attribute is interpreted by the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) as a substring search against a set of attributes, known as the "ANR attribute set". The intent is that the attributes in the ANR attribute set are those attributes that are commonly used to identify an object, such as the displayName and name attributes, thereby permitting a client to query for an object when the client possesses some identifying material related to the object but does not know the attribute of the object that contains that identifying material. The ANR attribute set consists of those attributes whose searchFlags attribute contains the fANR flag (see section [3.1.1.2.3](#Section_cf133d47b3584add81d315ea1cff9cd9)).

A server performs an ANR search by rewriting a search filter that contains one or more occurrences of the aNR attribute so that the filter no longer contains any occurrences of the aNR attribute, then performing a regular [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) search using the rewritten search filter. The search filter is rewritten according to the following algorithm:

1. If the ANR attribute set does not contain the attribute legacyExchangeDN, then let S be the ANR attribute set and let PLegacy be false. Otherwise, let S be the ANR attribute set excluding legacyExchangeDN and let PLegacy be true. In either case, S is a set containing attributes A1...An.
2. Let P1 be the value of the fSupFirstLastANR heuristic of the dSHeuristics attribute (see section [6.1.1.2.4.1.2](#Section_e5899be4862e496f9a3833950617d2c5)). Let P2 be the value of the fSupLastFirstANR heuristic of the dSHeuristics attribute.
3. Let F be the search filter of the search request.
4. For each LDAP search filter clause C of the form "(aNR=\*)" in F, resolve the clause to "false". (Such a clause tests for the presence of a value for the aNR attribute itself, and this attribute is not present on any object.)
5. For each LDAP search filter clause C of the form "(aNR=**substringFilter**)", where **substringFilter** is an LDAP substring filter of the form "*i*\**f*", in F:
   1. If *i* is the empty string, resolve clause C to the value "Undefined" (see [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.5.1).
   2. If *i* is non-empty, replace clause C with the clause "(aNR=*i*)" and apply the rule for "(aNR=**value**) in the next step of this algorithm.
6. For each LDAP search filter clause C of the form "(aNR=**value**)" or "(aNR~=**value**)" or "(aNR>=**value**)" or "(aNR<=**value**)" in F:
   1. If **value**'s first non-space character is an equal sign ("=") similar to "=**value1**" or " =**value1**", it is used for an exact string search instead of a substring search. Set "**value**" to "**value1**", apply the following steps in rule 6, and replace all the "**value**\*" with "**value**".
   2. If **value** does not contain any space characters, or if P1 is true and P2 is true, construct an LDAP search filter clause C' of the form "(|(A1=**value**\*)...(An=**value**\*))" if PLegacy is false, or of the form "(|(A1=**value**\*)...(An=**value**\*)(legacyExchangeDN=**value**)" if PLegacy is true. (This clause resolves to "true" for an object if **value** is a prefix of the value of any attribute in the ANR set on that object, except an exact match is always performed on the legacyExchangeDN attribute.)
   3. If **value** does contain one or more space characters, then:
      1. Split **value** into two components, **value1** and **value2**, at the location of the first space, discarding that space.
      2. If PLegacy is false, do the following:
         1. If P1 is false and P2 is false, then construct an LDAP search filter clause C' of the form "(|(A1=**value**\*)...(An=**value**\*)(&(givenName=**value1**\*) (sn=**value2**\*)) (&(givenName=**value2**\*)(sn=**value1**\*)))". (This clause resolves to "true" for an object if **value** is a prefix of the value of any attribute in the ANR set on that object, or if the two parts of the split **value** are prefixes of the givenName and sn attributes ([[MS-ADA3]](%5bMS-ADA3%5d.pdf#Section_4517e8353ee644d4bb95a94b6966bfb0) section 2.275) on that object, regardless of which part matches which attribute.)
         2. If P1 is true and P2 is false, then construct an LDAP search filter clause C' of the form "(|(A1=**value**\*)...(An=**value**\*)(&(givenName=**value2**\*) (sn=**value1**\*)))". (This clause will resolve to "true" for an object if **value** is a prefix of the value of any attribute in the ANR set on that object, or if the first part of the split **value** is a prefix of the sn attribute and the second part is a prefix of the givenName attribute on that object.)
         3. If P1 is false and P2 is true, then construct an LDAP search filter clause C' of the form "(|(A1=**value**\*)...(An=**value**\*)(&(givenName=**value1**\*) (sn=**value2**\*)))". (This clause will resolve to "true" for an object if **value** is a prefix of the value of any attribute in the ANR set on that object, or if the first part of the split **value** is a prefix of the givenName attribute and the second part is a prefix of the sn attribute on that object.)
      3. If PLegacy is true, do the following:
         1. If P1 is false and P2 is false, then construct an LDAP search filter clause C' of the form "(|(A1=**value**\*)...(An=**value**\*)(legacyExchangeDN=**value**)(&(givenName=**value1**\*) (sn=**value2**\*)) (&(givenName=**value2**\*)(sn=**value1**\*)))". (This clause resolves to "true" for an object if **value** equals the value of legacyExchangeDN on that object or **value** is a prefix of the value of any attribute in the ANR set on that object, or if the two parts of the split **value** are prefixes of the givenName and sn attributes on that object, regardless of which part matches which attribute.)
         2. If P1 is true and P2 is false, then construct an LDAP search filter clause C' of the form "(|(A1=**value**\*)...(An=**value**\*)(legacyExchangeDN=**value**) (&(givenName=**value2**\*) (sn=**value1**\*)))". (This clause will resolve to "true" for an object if **value** equals the value of legacyExchangeDN on that object or **value** is a prefix of the value of any attribute in the ANR set on that object, or if the first part of the split **value** is a prefix of the sn attribute and the second part is a prefix of the givenName attribute on that object.)
         3. If P1 is false and P2 is true, then construct an LDAP search filter clause C' of the form "(|(A1=**value**\*)...(An=**value**\*)(legacyExchangeDN=**value**) (&(givenName=**value1**\*) (sn=**value2**\*)))". (This clause will resolve to "true" for an object if **value** equals the value of legacyExchangeDN on that object or **value** is a prefix of the value of any other attribute in the ANR set on that object, or if the first part of the split **value** is a prefix of the givenName attribute and the second part is a prefix of the sn attribute on that object.)
   4. Remove clause C from F, and insert C' into F at the position vacated by C.

Note that the replacement clause C' always contains equality matches, regardless of the type of match in the original clause C.

Searches Using the objectCategory Attribute

When an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) search [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda) F contains a clause C of the form "(objectCategory=**V**)", if **V** is not a [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) but there exists an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) O such that O!objectClass = classSchema and O!lDAPDisplayName = **V**, then the server treats the search filter as if clause C was replaced in F with the clause "(objectCategory=**V'**)", where **V'** is O!defaultObjectCategory.

For example, if the LDAP search filter contains clause "(objectCategory=contact)", because the defaultObjectCategory of class contact is CN=person,CN=schema,CN=configuration,DC=Fabrikam,DC=com, [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) will treat the clause as "(objectCategory=CN=person,CN=schema,CN=configuration,DC=Fabrikam,DC=com)".

Restrictions on rootDSE Searches

When performing a search against the [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6) and specifying a list of [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) to be returned, the attributes to be returned must be specified by their [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) display name. Specifying the attribute by their numeric [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) will be treated by the server the same as specifying a nonexistent attribute. The server supports specifying the attributes to be returned by their numeric OIDs in searches that do not use the rootDSE as the search base.

When performing a search against the rootDSE, the server will ignore the contents of the search [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda), except as noted in section [6.3](#Section_8ebcf78287fd4dc385851301569dfe4f).

###### Referrals in LDAPv2 and LDAPv3

When using the LDAPv3 protocol, [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) returns referrals and continuation references in accord with [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.5.3. When using the LDAPv2 protocol, Active Directory also returns referrals and continuation references, although these are not part of the LDAPv2 protocol, as defined in [[RFC1777]](https://go.microsoft.com/fwlink/?LinkId=90290).

When Active Directory generates a referral in the LDAPv2 protocol, it sets the resultCode field in the LDAPResult structure (defined in [RFC1777]) to the value 9. This is a value not defined in [RFC1777] or [RFC2251] but that, by convention, is used by LDAPv2 servers to indicate the presence of a referral in the response.

The contents of the referral are conveyed in the errorMessage field of the LDAPResult. This field consists of the string "Referral:", followed by a newline character, followed by one or more LDAPURLs (defined in [[RFC2255]](https://go.microsoft.com/fwlink/?LinkId=90329)). Each LDAPURL is separated by a newline character. The meaning of these LDAPURLs is equivalent to that of an LDAPURL in an LDAPv3 referral; that is, they indicate a server or servers against which the operation can be retried.

Active Directory uses the same mechanism to return continuation references in LDAPv2. When a continuation reference is required, the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) will return a SearchResponse message (defined in [RFC1777]) in which the resultCode and errorMessage fields in the embedded LDAPResult are set as described previously for LDAPv2 referrals. As with the LDAPv2 referrals, the meaning of the LDAPURLs embedded in the errorMessage field is equivalent to their LDAPv3 equivalent; that is, they indicate another server or [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) in which the search can be continued.

###### Password Modify Operations

[**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) provides the ability to change the password of a [**security principal**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) (that is, the Windows password for that security principal) by performing LDAP Modify operations. The password change is modeled as an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) modify of either the unicodePwd or userPassword [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the [**security principal object**](#gt_4bb21ec2-b7ec-435d-9b7c-1eae5ad8f3da). The difference between these two attributes is discussed in the sections that follow. However, regardless of whether the password is modified via unicodePwd or userPassword, the same attribute on the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is modified. If running as [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), both are treated like a write to the clearTextPassword attribute in [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 3.1.1.8.5. If running as [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), a write to userPassword [**updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) unicodePwd.

unicodePwd

[**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) stores the password on a [**user object**](#gt_e767a471-c3fa-4e4b-a40c-daeb08f82a17) or inetOrgPerson [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in the unicodePwd [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f). This attribute is written by an LDAP Modify under the following restricted conditions. Windows 2000 servers require that the client have a 128-bit (or better) [**SSL**](#gt_d7ef66a9-f154-4d88-bda9-98bdf7235352)/[**TLS**](#gt_f2bc7fed-7e02-4fa5-91b3-97f5c978563a)-encrypted connection to the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in order to modify this attribute. On Windows Server 2003 and later, the DC also permits modification of the unicodePwd attribute on a connection protected by 128-bit (or better) [**Simple Authentication and Security Layer (SASL)**](#gt_92d19873-ca51-489a-9d6c-e4a2afc66df5)-layer encryption instead of SSL/TLS. In Windows Server 2008 and later, if the fAllowPasswordOperationsOverNonSecureConnection heuristic of the dSHeuristics attribute (section [6.1.1.2.4.1.2](#Section_e5899be4862e496f9a3833950617d2c5)) is true and Active Directory is operating as [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), then the DC permits modification of the unicodePwd attribute over a connection that is neither SSL/TLS-encrypted nor SASL-encrypted. The unicodePwd attribute is never returned by an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) search.

When a DC receives an LDAP Modify request to modify this attribute, it follows the following procedure:

* If the Modify request contains a delete operation containing a value **Vdel** for unicodePwd followed by an add operation containing a value **Vadd** for unicodePwd, the server considers the request to be a request to change the password. The server decodes **Vadd** and **Vdel** using the password decoding procedure documented later in this section. **Vdel** is the old password, while **Vadd** is the new password.
* If the Modify request contains a single replace operation containing a value **Vrep** for unicodePwd, the server considers the request to be an administrative reset of the password, that is, a password modification without knowledge of the old password. The server decodes **Vrep** using the password decoding procedure documented later in this section and uses it as the new password.

For the password change operation to succeed, the server enforces the requirement that the user or inetOrgPerson object whose password is being changed must possess the "User-Change-Password" [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) on itself, and that **Vdel** must be the current password on the object. For the password reset to succeed, the server enforces the requirement that the client possess the "User-Force-Change-Password" control access right on the user or inetOrgPerson object whose password is to be reset.

The syntax of the unicodePwd attribute is Object(Replica-Link). However, the DC requires that the password value be specified in a [**UTF-16**](#gt_4c9eef52-69d4-43e7-ac04-ff1fe43a94fb) encoded [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string containing the password surrounded by quotation marks, which has been [**BER**](#gt_604a7335-ec3e-4c3b-a8a9-c6c36f53d063)-encoded as an octet string per the Object(Replica-Link) syntax. BER encoding and decoding is defined in [[ITUX690]](https://go.microsoft.com/fwlink/?LinkId=89924). To decode such a value **V**, the server follows this password decoding procedure:

* If **V** is not a valid BER-encoding of an octet string, reject the password operation with the error *protocolError* / *ERROR\_DS\_DECODING\_ERROR*.
* BER-decode **V** to produce **Vdecoded**.
* If the first and last characters of **Vdecoded** are not the UTF-16 Unicode representation of quotation marks, reject the password operation with the error *constraintViolation*/ *ERROR\_DS\_UNICODEPWD\_NOT\_IN\_QUOTES*.
* Remove the first and last characters from **Vdecoded** to produce **Vpassword**.

**Vpassword** is the value the DC uses for the password—the actual password, not a password hash. This encoding is used for both the old and the new passwords in a password change request.

Following is an example of the first steps of password encoding. Suppose the implementer wants to set unicodePwd to the string "new".

1. ASCII "new": 0x6E 0x65 0x77
2. UTF-16 "new": 0x6E 0x00 0x65 0x00 0x77 0x00
3. UTF-16 "new"
4. with quotes: 0x22 0x00 0x6E 0x00 0x65 0x00 0x77 0x00 0x22 0x00

The 10-byte octet string is then BER-encoded and sent in an LDAP Modify request as described previously.

userPassword

[**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) supports modifying passwords on [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) via the userPassword [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f), provided that (1) either the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is running as [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), or the DC is running as [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and the [**domain functional level**](#gt_f9b5a663-12d5-46d4-b23a-147704f026fc) is DS\_BEHAVIOR\_WIN2003 or greater, and (2) the fUserPwdSupport heuristic is true in the dSHeuristics attribute (section [6.1.1.2.4.1.2](#Section_e5899be4862e496f9a3833950617d2c5)). If fUserPwdSupport is false, the userPassword attribute is treated as an ordinary attribute and has no special semantics associated with it. If fUserPwdSupport is true but the DC is running as AD DS and the domain functional level is less than DS\_BEHAVIOR\_WIN2003, the DC fails the operation with the error *constraintViolation* / *ERROR\_NOT\_SUPPORTED*.

As with the unicodePwd attribute, changing a password via the userPassword attribute is modeled as an LDAP Modify operation containing a Delete operation followed by an Add operation, and resetting a password is modeled as an LDAP Modify operation containing a single Replace operation. The [**control access rights**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) required are the same as for the unicodePwd attribute, as is the requirement that when changing a password, **Vdel** must match the object's current password.

The special encoding required for updating the unicodePwd attribute is not used with the userPassword attribute; that is, **Vpassword** = **V**. The same restrictions on [**SSL**](#gt_d7ef66a9-f154-4d88-bda9-98bdf7235352)/[**TLS**](#gt_f2bc7fed-7e02-4fa5-91b3-97f5c978563a)- or [**SASL**](#gt_92d19873-ca51-489a-9d6c-e4a2afc66df5)-protected connections are enforced. The password values are sent to the server as [**UTF-8**](#gt_409411c4-b4ed-4ab6-b0ee-6d7815f85a35) strings, and surrounding quotation marks are not used. For example, the following [**LDAP Data Interchange Format (LDIF)**](#gt_ab9cebe3-a644-4da1-9ee5-cf2171d69211) sample changes a password from oldPassword to newPassword.

1. dn: CN=John Smith, OU=Users,DC=Fabrikam,DC=com
2. changetype: modify
3. delete: userPassword
4. userPassword: oldPassword
5. -
6. add: userPassword
7. userPassword: newPassword
8. -

The following example uses LDIF to reset the password to newPassword.

1. dn: CN=John Smith, OU=Users,DC=Fabrikam,DC=com
2. changetype: modify
3. replace: userPassword
4. userPassword: newPassword
5. -

Optionally, when performing a password change operation, the add operation portion of the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) modify can be omitted. The server treats this as a request to change the user or inetOrgPerson object's password to the empty string.

###### Dynamic Objects

The Windows Server 2003 and later versions of [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) have support for [**dynamic objects**](#gt_ea6b6f3f-6bed-4622-aaca-fd7df28badb9), as specified in [[RFC2589]](https://go.microsoft.com/fwlink/?LinkId=90370). The Active Directory implementation is conformant to that RFC, except that it does not implement the *dynamicSubtrees* [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) used to represent which [**NCs**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) support dynamic objects.

Dynamic objects are supported in all NCs except for the [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450) and the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625). A dynamic object cannot be the parent of an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that is not dynamic, and the server will reject such a request with the error *unwillingToPerform* / *ERROR\_DS\_UNWILLING\_TO\_PERFORM*. When a dynamic object reaches the end of its time-to-live, the object is [**expunged**](#gt_c947d085-898e-44c0-a849-47c3b817b7b7) from the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) by the server and does not leave behind a [**tombstone**](#gt_9d8e0963-13fa-4e19-a97f-7ce6bc90d20f).

###### Modify DN Operations

Because [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) does not support multivalued [**RDNs**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9) (see section [3.1.1.3.1.2.3](#Section_3c96b56dd7a746f198837d031f9fa01e)), the **deleteoldrdn** field of a ModifyDNRequest (defined in [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.9) must always be set to true. If **deleteoldrdn** is set to false, the server fails the request with the error *unwillingToPerform* / *ERROR\_INVALID\_PARAMETER*.

###### Aliases

[**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) aliases, the class for which is defined in [[RFC2256]](https://go.microsoft.com/fwlink/?LinkId=91339) section 7.2 and which are discussed in [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.1.10, are not supported in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90).

###### Error Message Strings

When the server fails an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) operation with an error, and the server has sufficient resources to compute a string value for the **errorMessage** field of the LDAPResult, it includes a string in the **errorMessage** field of the LDAPResult (see [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.1.10). The string contains further information about the error.

The first eight characters of the **errorMessage** string are a 32-bit integer, expressed in hexadecimal. Where protocol specifies the extended error code "<unrestricted>" there is no restriction on the value of the 32-bit integer. It is recommended that implementations use a [**Windows error code**](#gt_459db7bd-5066-44e3-89c1-f0e4806b7a1b) for the 32-bit integer in this case in order to improve usability of the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) for clients. Where protocol specifies an extended error code which is a Windows error code, the 32-bit integer is the specified Windows error code. Any data after the eighth character is strictly informational and used only for debugging. Conformant implementations need not put any value beyond the eighth character of the **errorMessage** field.

When the server returns a referral and not an error, the **errorMessage** field is used as described in section [3.1.1.3.1.1.4](#Section_213f515b9cf243e8b6c847b13cd61281).

###### Ports

An [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) accepts [**LDAP connections**](#gt_198f4791-cea3-465d-89e2-262991624e08) on the standard [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) and LDAPS (LDAP over [**SSL**](#gt_d7ef66a9-f154-4d88-bda9-98bdf7235352)/[**TLS**](#gt_f2bc7fed-7e02-4fa5-91b3-97f5c978563a)) ports: 389 and 636. If the AD DS DC is a [**GC server**](#gt_a5a99ce4-e206-42dc-8874-e103934c5b0d), it also accepts LDAP connections for GC access on port 3268 and LDAPS connections for GC access on port 3269.

An [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) DC accepts LDAP and LDAPS connections on ports that are configured when creating the DC.

###### LDAP Search Over UDP

[**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) supports search over [**UDP**](#gt_a70f5e84-6960-42f0-a160-ba0281eb548d) only for searches against [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6). It encodes the results of an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) search performed over UDP in the same manner as it does a search performed over [**TCP**](#gt_b08d36f6-b5c6-4ce4-8d2d-6f2ab75ea4cb); specifically, as one or more SearchResultEntry messages followed by a SearchResultDone message, as described in [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325). This means that the search response is not encoded as described in [[RFC1798]](https://go.microsoft.com/fwlink/?LinkId=90292). Only LDAP search and LDAP abandon operations are supported over UDP by Active Directory.

###### Unbind Operation

Upon receipt of an unbind request on an [**LDAP connection**](#gt_198f4791-cea3-465d-89e2-262991624e08), all outstanding requests on the connection are abandoned, and the [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) closes the connection.

##### rootDSE Attributes

This section specifies the readable [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) on the [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6) of Windows 2000 and later [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) (both [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab)).

All of these rootDSE attributes are read-only; an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) request to modify any of them will be rejected with the error *unwillingToPerform* / *<unrestricted>*.

The rootDSE attributes are not described by the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093), but occurrences of rootDSE attribute names are underlined in this document as per the convention for any other LDAP attribute.

The following table specifies which of these rootDSE attributes are supported by applicable Windows Server releases or ADAM versions.

The table contains information for the following products. See section [3](#Section_c4084c23aa9c47a7bdba9d6bd7a16e24) for more information.

* A --> Windows 2000
* D --> Windows Server 2003
* DR2 --> Windows Server 2003 R2
* G --> ADAM
* K --> Windows Server 2008 AD DS
* L --> Windows Server 2008 AD LDS
* N --> Windows Server 2008 R2 AD DS
* P --> Windows Server 2008 R2 AD LDS
* S --> Windows Server 2012 AD DS
* T --> Windows Server 2012 AD LDS
* V --> Windows Server 2012 R2 AD DS
* W --> Windows Server 2012 R2 AD LDS
* Y --> Windows Server 2016 AD DS
* Z --> Windows Server 2016 AD LDS
* B2 --> Windows Server v1709 AD DS
* C2 --> Windows Server v1709 AD LDS
* E2 --> Windows Server v1803 AD DS
* F2 --> Windows Server v1803 AD LDS
* H2 --> Windows Server v1809 AD DS
* I2 --> Windows Server v1809 AD LDS
* K2 --> Windows Server 2019 AD DS
* L2 --> Windows Server 2019 AD LDS

| Attribute name | A | D, DR2 | G | K, N | L, P | S | T | V | W | Y | Z | B2 | C2 | E2, H2, K2 | F2, I2, L2 |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| configurationNamingContext | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| currentTime | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| defaultNamingContext | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| dNSHostName | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| dsSchemaAttrCount | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| dsSchemaClassCount | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| dsSchemaPrefixCount | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| dsServiceName | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| highestCommittedUSN | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| isGlobalCatalogReady | X | X |  | X |  | X |  | X |  | X |  | X |  | X |  |
| isSynchronized | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| ldapServiceName | X | X |  | X |  | X |  | X |  | X |  | X |  | X |  |
| namingContexts | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| netlogon | X | X |  | X |  | X |  | X |  | X |  | X |  | X |  |
| pendingPropagations | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| rootDomainNamingContext | X | X |  | X |  | X |  | X |  | X |  | X |  | X |  |
| schemaNamingContext | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| serverName | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| subschemaSubentry | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| supportedCapabilities | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| supportedControl | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| supportedLDAPPolicies | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| supportedLDAPVersion | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| supportedSASLMechanisms | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| domainControllerFunctionality |  | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| domainFunctionality |  | X |  | X |  | X |  | X |  | X |  | X |  | X |  |
| forestFunctionality |  | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| msDS-ReplAllInboundNeighbors |  | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| msDS-ReplAllOutboundNeighbors |  | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| msDS-ReplConnectionFailures |  | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| msDS-ReplLinkFailures |  | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| msDS-ReplPendingOps |  | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| msDS-ReplQueueStatistics |  | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| msDS-TopQuotaUsage |  | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| supportedConfigurableSettings |  | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| supportedExtension |  | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| validFSMOs |  | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| dsaVersionString |  |  | X | X | X | X | X | X | X | X | X | X | X | X | X |
| msDS-PortLDAP |  |  | X | X | X | X | X | X | X | X | X | X | X | X | X |
| msDS-PortSSL |  |  | X | X | X | X | X | X | X | X | X | X | X | X | X |
| msDS-PrincipalName |  |  | X | X | X | X | X | X | X | X | X | X | X | X | X |
| serviceAccountInfo |  |  | X | X | X | X | X | X | X | X | X | X | X | X | X |
| spnRegistrationResult |  |  | X | X | X | X | X | X | X | X | X | X | X | X | X |
| tokenGroups |  |  | X | X | X | X | X | X | X | X | X | X | X | X | X |
| usnAtRifm |  |  |  | X | X | X | X | X | X | X | X | X | X | X | X |
| approximateHighestInternalObjectID |  |  |  |  |  | X | X | X | X | X | X | X | X | X | X |
| databaseGuid |  |  |  |  |  |  |  | X | X | X | X | X | X | X | X |
| schemaIndexUpdateState |  |  |  |  |  |  |  | X | X | X | X | X | X | X | X |
| dumpLdapNotifications |  |  |  |  |  |  |  |  |  | X | X | X | X | X | X |
| msDS-ProcessLinksOperations \* |  |  |  |  |  |  |  | X | X | X | X | X | X | X | X |
| msDS-SegmentCacheInfo \*\* |  |  |  |  |  |  |  | X | X |  |  |  |  |  |  |
| msDS-ThreadStates \*\*\* |  |  |  |  |  |  |  |  |  | X | X | X | X | X | X |
| ConfigurableSettingsEffective |  |  |  |  |  |  |  |  |  |  |  | X | X | X | X |
| LDAPPoliciesEffective |  |  |  |  |  |  |  |  |  |  |  | X | X | X | X |
| msDS-ArenaInfo |  |  |  |  |  |  |  |  |  |  |  | X | X | X | X |
| msDS-Anchor |  |  |  |  |  |  |  |  |  |  |  |  |  | X | X |
| msDS-PrefixTable |  |  |  |  |  |  |  |  |  |  |  |  |  | X | X |
| msDS-SupportedRootDSEAttributes |  |  |  |  |  |  |  |  |  |  |  |  |  | X | X |
| msDS-SupportedRootDSEModifications |  |  |  |  |  |  |  |  |  |  |  |  |  | X | X |

\* The msDS-ProcessLinksOperations rootDSE attribute is available in Windows Server 2012 R2 only if [[MSKB-3192404]](https://go.microsoft.com/fwlink/?linkid=849792) is installed. The attribute is available in Windows Server 2016 only if [[MSKB-4038801]](https://go.microsoft.com/fwlink/?linkid=856119) is installed.

\*\* The msDS-SegmentCacheInfo rootDSE attribute is available in Windows Server 2012 R2 only if [[MSKB-4019217]](https://go.microsoft.com/fwlink/?linkid=849791) is installed.

\*\*\* The msDS-ThreadStates rootDSE attribute is available in Windows Server 2016 only if [[MSKB-4025334]](https://go.microsoft.com/fwlink/?linkid=852925) is installed.

The following table shows, for each rootDSE attribute, whether or not the attribute is operational (that is, whether the server returns the attribute only when it is explicitly requested) and the LDAP syntax of the returned value.

| Attribute name | Operational? | LDAP syntax |
| --- | --- | --- |
| configurationNamingContext | N | Object(DS-DN) |
| currentTime | N | String(Generalized-Time) |
| defaultNamingContext | N | Object(DS-DN) |
| dNSHostName | N | String(Unicode) |
| dsSchemaAttrCount | Y | Integer |
| dsSchemaClassCount | Y | Integer |
| dsSchemaPrefixCount | Y | Integer |
| dsServiceName | N | Object(DS-DN) |
| highestCommittedUSN | N | LargeInteger |
| isGlobalCatalogReady | N | Boolean |
| isSynchronized | N | Boolean |
| ldapServiceName | N | String(Unicode) |
| namingContexts | N | Object(DS-DN) |
| netlogon | Y | String(Octet) |
| pendingPropagations | Y | Object(DS-DN) |
| rootDomainNamingContext | N | Object(DS-DN) |
| schemaNamingContext | N | Object(DS-DN) |
| serverName | N | Object(DS-DN) |
| subschemaSubentry | N | Object(DS-DN) |
| supportedCapabilities | N | String(Object-Identifier) |
| supportedControl | N | String(Object-Identifier) |
| supportedLDAPPolicies | N | String(Unicode) |
| supportedLDAPVersion | N | Integer |
| supportedSASLMechanisms | N | String(Unicode) |
| domainControllerFunctionality | N | Integer |
| domainFunctionality | N | Integer |
| forestFunctionality | N | Integer |
| msDS-ReplAllInboundNeighbors | Y | String(Unicode)\* |
| msDS-ReplAllOutboundNeighbors | Y | String(Unicode)\* |
| msDS-ReplConnectionFailures | Y | String(Unicode)\* |
| msDS-ReplLinkFailures | Y | String(Unicode)\* |
| msDS-ReplPendingOps | Y | String(Unicode)\* |
| msDS-ReplQueueStatistics | Y | String(Unicode)\* |
| msDS-TopQuotaUsage | Y | String(Unicode)\*\* |
| supportedConfigurableSettings | Y | String(Unicode) |
| supportedExtension | Y | String(Object-Identifier) |
| validFSMOs | Y | Object(DS-DN) |
| dsaVersionString | Y | String(Unicode) |
| msDS-PortLDAP | Y | Integer |
| msDS-PortSSL | Y | Integer |
| msDS-PrincipalName | Y | String(Unicode) |
| serviceAccountInfo | Y | String(Unicode) |
| spnRegistrationResult | Y | Integer |
| tokenGroups | Y | String ([**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d)) |
| usnAtRifm | Y | LargeInteger |
| approximateHighestInternalObjectID | Y | Integer |
| databaseGuid | Y | String(Teletex) |
| schemaIndexUpdateState | Y | Integer |
| dumpLdapNotifications | Y | String(Unicode) |
| msDS-ProcessLinksOperations | Y | String(Unicode) |
| msDS-SegmentCacheInfo | Y | String(Unicode) |
| msDS-ThreadStates | Y | String(Unicode) |
| ConfigurableSettingsEffective | Y | String(Unicode) |
| LDAPPoliciesEffective | Y | String(Unicode) |
| msDS-ArenaInfo | Y | String(Unicode) |
| msDS-Anchor | Y | String(Unicode) |
| msDS-PrefixTable | Y | String(Unicode) |
| msDS-SupportedRootDSEAttributes | Y | String(Unicode) |
| msDS-SupportedRootDSEModifications | Y | String(Unicode) |

\* These values contain XML. At the client's request, the server will return the value as binary data in String(Octet) syntax instead.

\*\* This value contains XML.

###### configurationNamingContext

Returns the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the root of the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625) on this [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

###### currentTime

Returns the current system time on the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), as expressed as a string in the Generalized Time format defined by ASN.1 (see [[ISO-8601]](https://go.microsoft.com/fwlink/?LinkId=89920) and [[ITUX680]](https://go.microsoft.com/fwlink/?LinkId=89923), as well as the documentation for the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) String(Generalized-Time) syntax in [3.1.1.2.2.2](#Section_7cda533ed7a44aeca51791d02ff4a1aa)).

###### defaultNamingContext

Returns the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the root of the [**default NC**](#gt_adc2c434-9679-419f-8c8b-b8c234921ad3) of this [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). For [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), the defaultNamingContext [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) does not exist if a value has not been set for the msDS-DefaultNamingContext attribute of the DC's nTDSDSA [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca).

###### dNSHostName

Returns the [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) address of this [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

###### dsSchemaAttrCount

Returns an integer specifying the total number of [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) that are defined in the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093).

###### dsSchemaClassCount

Returns an integer specifying the total number of classes that are defined in the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093).

###### dsSchemaPrefixCount

Returns the number of entries in the [**DC's**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) [**prefix table**](#gt_028437b6-7749-4428-b874-22e9559c1abe): the field prefixTable of the variable dc specified in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 5.30.

###### dsServiceName

Returns the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the nTDSDSA [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) for the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

###### highestCommittedUSN

Returns the [**USN**](#gt_01936446-8739-4b98-b83f-fb5e2a53ce4c) of this [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). In terms of the state model of section [3.1.1.1](#Section_c30d7cccfd8b4a268345ce34064f3d2b) this is *dc.usn*.

###### isGlobalCatalogReady

Returns a Boolean value indicating if this [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is a global catalog that has completed at least one synchronization of its global catalog data with its [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) partners. Returns true if it meets this criteria or false if either the global catalog on this DC has not completed synchronization or this DC does not host a global catalog.

###### isSynchronized

Returns a Boolean value indicating if the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) has completed at least one synchronization with its [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) partners. Returns either true, if it is synchronized, or false, if it is not.

###### ldapServiceName

Returns the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) service name for the LDAP server on the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). The format of the value is <**DNS name of the forest root domain**>:<**Kerberos principal name**>, where **Kerberos principal name** is a string representation of the Kerberos [**principal**](#gt_8492780e-99e2-47ba-8553-aedb8de9f9c0) name for the DC's [**computer object**](#gt_d8e8f5a7-db85-40a8-98ed-1abab2237b82), as defined in [[RFC1964]](https://go.microsoft.com/fwlink/?LinkId=90304) section 2.1.1.

###### namingContexts

Returns a multivalued set of [**DNs**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b). For each [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942)-[**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) n hosted on this [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), this [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) contains the DN of the root of n.

###### netlogon

[**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) searches that request this [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6) [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) get resolved as [**LDAP ping**](#gt_a01cea16-0836-469c-81d4-9eeb52be1ad6) operations, as specified in section [6.3](#Section_8ebcf78287fd4dc385851301569dfe4f). [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) supports LDAP searches for this attribute via both [**UDP**](#gt_a70f5e84-6960-42f0-a160-ba0281eb548d) and [**TCP**](#gt_b08d36f6-b5c6-4ce4-8d2d-6f2ab75ea4cb)/IP. See section [3.1.1.3.1.11](#Section_3fad0ec9414c432aba0b837c74091dd6) for details on LDAP over UDP.

###### pendingPropagations

Returns a set of [**DNs**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) whose nTSecurityDescriptor [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) (that is, the object's [**security descriptor**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350)) has been [**updated**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) but the inheritable portion of the update has not yet been propagated to descendant objects (see Security Descriptor Requirements, section [6.1.3](#Section_081c41f04c8d4ab0971d77ec2504375a)). An object is included in the set only if the update that caused the temporary inconsistency in the object's nTSecurityDescriptor was performed on the [**LDAP connection**](#gt_198f4791-cea3-465d-89e2-262991624e08) that is reading the pendingPropagations [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6) attribute.

###### rootDomainNamingContext

Returns the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the root [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) for this [**DC's**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62).

###### schemaNamingContext

Returns the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the root of the [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450) on this [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

###### serverName

Returns the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the [**server object**](#gt_62a8c543-5998-480b-8fa7-41a8f04a18e5), contained in the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625), that represents this [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

###### subschemaSubentry

Returns the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) for the location of the subSchema [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) where the classes and [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) in the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) are defined. The subSchema object pointed to by this attribute contains a read-only copy of the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) described in the format specified in section [3.1.1.3.1.1.1](#Section_68d2bb5e764a48ec9841a5fa429c4556)

###### supportedCapabilities

Returns a multivalued set of [**OIDs**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) specifying the capabilities supported by this [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). The definition of each OID is explained in section [3.1.1.3.4.3](#Section_3ed61e6ccfdc487d9f025a3397be3772).

###### supportedControl

Returns a multivalued set of [**OIDs**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) specifying the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) controls supported by this [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). The definition of each OID is explained in section [3.1.1.3.4.1](#Section_3c5e87db47284f29b16401dd7d7391ea)

###### supportedLDAPPolicies

Returns a multivalued set of strings specifying the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) administrative query policies supported by this [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). The policy strings returned are listed in section [3.1.1.3.4.6](#Section_3f0137a163df400cbf97e1040f055a99).

###### supportedLDAPVersion

Returns a set of integers specifying the versions of [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) supported by this [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) supports version 2 and version 3 of LDAP, so it returns {2,3} as an LDAP multivalue.

###### supportedSASLMechanisms

Returns a multivalued set of strings specifying the security mechanisms supported for [**SASL**](#gt_92d19873-ca51-489a-9d6c-e4a2afc66df5) negotiation (see [[RFC2222]](https://go.microsoft.com/fwlink/?LinkId=90322), [[RFC2829]](https://go.microsoft.com/fwlink/?LinkId=90386), and [[RFC2831]](https://go.microsoft.com/fwlink/?LinkId=90387)). The definition of each value is explained in section [3.1.1.3.4.5](#Section_a98c1f56824642128c4ed92da1a9563b).

###### domainControllerFunctionality

Returns an integer indicating the functional level of the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). This value is populated from the msDS-Behavior-Version [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) on the nTDSDSA [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that represents the DC (section [6.1.4.2](#Section_8f0d9838d9f244b8b018b41b62c0580c)).

| Value | Identifier |
| --- | --- |
| 0 | DS\_BEHAVIOR\_WIN2000 |
| 2 | DS\_BEHAVIOR\_WIN2003 |
| 3 | DS\_BEHAVIOR\_WIN2008 |
| 4 | DS\_BEHAVIOR\_WIN2008R2 |
| 5 | DS\_BEHAVIOR\_WIN2012 |
| 6 | DS\_BEHAVIOR\_WIN2012R2 |
| 7 | DS\_BEHAVIOR\_WIN2016 |

###### domainFunctionality

Returns an integer indicating the functional level of the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). This value is populated from the msDS-Behavior-Version [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) on the [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) root [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) and the crossRef object that represents the domain (section [6.1.4.3](#Section_D7422D35448A451A88466A7DEF0044DF)).

| Value | Identifier |
| --- | --- |
| 0 | DS\_BEHAVIOR\_WIN2000 |
| 1 | DS\_BEHAVIOR\_WIN2003\_WITH\_MIXED\_DOMAINS |
| 2 | DS\_BEHAVIOR\_WIN2003 |
| 3 | DS\_BEHAVIOR\_WIN2008 |
| 4 | DS\_BEHAVIOR\_WIN2008R2 |
| 5 | DS\_BEHAVIOR\_WIN2012 |
| 6 | DS\_BEHAVIOR\_WIN2012R2 |
| 7 | DS\_BEHAVIOR\_WIN2016 |

###### forestFunctionality

Returns an integer indicating the functional level of the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62). This value is populated from the msDS-Behavior-Version [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) on the crossRefContainer [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) (section [6.1.4.4](#Section_564DC9696DB349B3891AF2F8D0A68A7F)).

| Value | Identifier |
| --- | --- |
| 0 | DS\_BEHAVIOR\_WIN2000 |
| 1 | DS\_BEHAVIOR\_WIN2003\_WITH\_MIXED\_DOMAINS |
| 2 | DS\_BEHAVIOR\_WIN2003 |
| 3 | DS\_BEHAVIOR\_WIN2008 |
| 4 | DS\_BEHAVIOR\_WIN2008R2 |
| 5 | DS\_BEHAVIOR\_WIN2012 |
| 6 | DS\_BEHAVIOR\_WIN2012R2 |
| 7 | DS\_BEHAVIOR\_WIN2016 |

###### msDS-ReplAllInboundNeighbors, msDS-ReplConnectionFailures, msDS-ReplLinkFailures, and msDS-ReplPendingOps

Returns alternate representations of the structures returned by IDL\_DRSGetReplInfo() (see [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.13), either as binary data structures or as XML. The relationship between each of these [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6) [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) and the IDL\_DRSGetReplInfo data is shown in the following table.

| rootDSE attribute name | Equivalent DS\_REPL\_ INFO\_TYPE | XML structure | Binary structure |
| --- | --- | --- | --- |
| msDS-ReplAllInboundNeighbors | DS\_REPL\_INFO\_NEIGHBORS | DS\_REPL\_NEIGHBORW | DS\_REPL\_NEIGHBORW\_BLOB |
| msDS-ReplConnectionFailures | DS\_REPL\_INFO\_KCC\_DSA\_CONNECT\_FAILURES | DS\_REPL\_KCC\_DSA\_FAILUREW | DS\_REPL\_KCC\_DSA\_FAILUREW\_BLOB |
| msDS-ReplLinkFailures | DS\_REPL\_INFO\_KCC\_DSA\_LINK\_FAILURES | DS\_REPL\_KCC\_DSA\_FAILUREW | DS\_REPL\_KCC\_DSA\_FAILUREW\_BLOB |
| msDS-ReplPendingOps | DS\_REPL\_INFO\_PENDING\_OPS | DS\_REPL\_OPW | DS\_REPL\_OPW\_BLOB |

For each rootDSE attribute named in the first column, the information returned is exactly the same information that is returned by a call to IDL\_DRSGetReplInfo, specifying the value in the second column as the DRS\_MSG\_GETREPLINFO\_REQ\_V1.InfoType or DRS\_MSG\_GETREPLINFO\_REQ\_V2.InfoType. See [MS-DRSR] for the definition of these, as well as for the definition of the following constants and structures used in the table above:

* DS\_REPL\_INFO\_NEIGHBORS
* DS\_REPL\_INFO\_KCC\_DSA\_CONNECT\_FAILURES
* DS\_REPL\_INFO\_KCC\_DSA\_LINK\_FAILURES
* DS\_REPL\_INFO\_PENDING\_OPS
* DS\_REPL\_NEIGHBORW
* DS\_REPL\_KCC\_DSA\_FAILUREW
* DS\_REPL\_OPW

The remaining structures in the table above are documented in section [2.2](#Section_a38fb14a5f5441ad8875c0c716afd53b).

Without any attribute qualifier, the data is returned as XML. The parent element of the XML is the name of the structure contained in the "XML structure" column in the table, and the child element names and order in the XML exactly follow the names of the fields in that structure as well. The meaning of each child element is the same as the meaning of the corresponding field in the structure. Values of integer types are represented as decimal strings. Values of FILETIME type are represented as XML dateTime values in [**Coordinated Universal Time (UTC)**](#gt_f2369991-a884-4843-a8fa-1505b6d5ece7), for example, "04-07T18:39:09Z", as defined in [[XMLSCHEMA2/2]](https://go.microsoft.com/fwlink/?LinkId=90609). Values of [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) fields are represented as [**GUIDStrings**](#gt_b330cb96-68e2-41be-a53f-cae98c2b5d32).

If the ";binary" attribute qualifier is specified when the attribute is requested, the value of this attribute is returned as binary data, specifically, the structure contained in the "Binary structure" column. In this representation, fields that would contain strings are represented as integer offsets (relative to the beginning of the binary data) to a null-terminated [**UTF-16**](#gt_4c9eef52-69d4-43e7-ac04-ff1fe43a94fb) encoded string embedded in the returned binary data.

###### msDS-ReplAllOutboundNeighbors

This [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is equivalent to msDS-ReplAllInboundNeighbors, except that it returns representations of each value of the repsTo abstract attribute for each [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942)-[**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) (for example, outbound [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb)), while msDS-ReplAllInboundNeighbors returns representations of each value of the repsFrom abstract attribute (for example, inbound replication). Like msDS-ReplAllInboundNeighbors, the server will return the data in either XML or binary form, depending on the presence of the ";binary" attribute qualifier, and uses the DS\_REPL\_NEIGHBOR and DS\_REPL\_NEIGHBORW\_BLOB structures for its XML and binary representations, respectively.

###### msDS-ReplQueueStatistics

Reading the msDS-ReplQueueStatistics [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) returns [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) queue statistics.

Like the other ms-dsRepl\* [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6) attributes, the server returns either XML or binary data, depending on the presence of the ";binary" attribute qualifier. For XML, it returns the following representation:

<DS\_REPL\_QUEUE\_STATISTICSW>

<ftimeCurrentOpStarted> **ftimeCurrentOpStartedValue** </ftimeCurrentOpStarted>

<cNumPendingOps> **cNumPendingOpsValue** </cNumPendingOps>

<ftimeOldestSync> **ftimeOldestSyncValue** </ftimeOldestSync>

<ftimeOldestAdd> **ftimeOldestAddValue** </ftimeOldestAdd>

<ftimeOldestMod> **ftimeOldestModValue** </ftimeOldestMod>

<ftimeOldestDel> **ftimeOldestDelValue** </ftimeOldestDel>

<ftimeOldestUpdRefs> **ftimeOldestUpdRefsValue** </ftimeOldestUpdRefs>

</DS\_REPL\_QUEUE\_STATISTICSW>

The structure returned by this attribute for the binary representation is DS\_REPL\_QUEUE\_STATISTICSW\_BLOB (section [2.2.5](#Section_aa5923c948bf418293ff6353dd9f0b00)).

The information returned by reading this attribute is derived from the field replicationQueue of the variable dc specified in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 5.30. dc.replicationQueue is used to serialize IDL\_DRSReplicaSync, IDL\_DRSReplicaAdd, IDL\_DRSReplicaModify, IDL\_DRSReplicaDel, and IDL\_DRSUpdateRefs request processing [MS-DRSR] on the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). msDS-ReplQueueStatistics returns the following information about the current state of this queue:

* **ftimeCurrentOpStartedValue** is the date and time that the current IDL\_DRSReplicaSync, IDL\_DRSReplicaAdd, IDL\_DRSReplicaModify, IDL\_DRSReplicaDel, or IDL\_DRSUpdateRefs request left the queue and started running.
* **cNumPendingOpsValue** is the number of queued IDL\_DRSReplicaSync, IDL\_DRSReplicaAdd, IDL\_DRSReplicaModify, IDL\_DRSReplicaDel, or IDL\_DRSUpdateRefs requests.
* **ftimeOldestSyncValue** is the date and time that the oldest queued IDL\_DRSReplicaSync request entered the queue.
* **ftimeOldestAddValue** is the date and time that the oldest queued IDL\_DRSReplicaAdd request entered the queue.
* **ftimeOldestModValue** is the date and time that the oldest queued IDL\_DRSReplicaModify request entered the queue.
* **ftimeOldestDelValue** is the date and time that the oldest queued IDL\_DRSReplicaDel request entered the queue.
* **ftimeOldestUpdRefsValue** is the date and time that the oldest queued IDL\_DRSUpdateRefs request entered the queue.

**cNumPendingOpsValue** is an integer represented as a decimal string. The remaining values are represented as XML dateTime values in [**UTC**](#gt_f2369991-a884-4843-a8fa-1505b6d5ece7), defined in [[XMLSCHEMA2/2]](https://go.microsoft.com/fwlink/?LinkId=90609).

If a designated request does not exist, the corresponding portion of the msDS-ReplQueueStatistics response contains a zero filetime in the binary format, and the XML dateTime value "1601-01-01T00:00:00Z" in XML format. For instance, if there is no IDL\_DRSUpdateRefs request in the replication queue, the msDS-ReplQueueStatistics XML response includes:

<ftimeOldestUpdRefs>1601-01-01T00:00:00Z</ftimeOldestUpdRefs>

###### msDS-TopQuotaUsage

Returns a multivalued set of strings specifying the top 10 quota users in all [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942)-[**replicas**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) on this [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). The format of each value is as follows, where quota usage is measured in number of [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca):

<MS\_DS\_TOP\_QUOTA\_USAGE>

<partitionDN> **DN of NC-replica** </partitionDN>

<ownerSID> **Security Identifier (SID) of quota user** </ownerSID>

<quotaUsed> **Amount of quota used by this quota user** </quotaUsed>

<tombstoneCount> **Number of tombstoned objects owned by this quota user** </tombstoneCount>

<liveCount> **Number of live (non-deleted) objects owned by this quota user** </liveCount >

</MS\_DS\_TOP\_QUOTA\_USAGE>

A client qualifies the [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) description for this attribute in an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) query with a "range qualifier" to specify a different range of quota users to return other than the top 10. The DC responds to this by returning the quota usage for the requested range of quota users. Following are examples of range qualifiers and what would be returned:

* An attribute specification of the form *msDS-TopQuotaUsage;Range=0-\** will return the complete list of quota usage.
* An attribute specification of the form *msDS-TopQuotaUsage;Range=1-9* will return the second highest through the 10th highest quota usage.
* An attribute specification of the form *msDS-TopQuotaUsage;Range=2-2* will return the third highest quota usage.

The caller must have the RIGHT\_DS\_READ\_PROPERTY access right on the Quotas [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) (see section [6.1.1.4.3](#Section_d55ca655109b4175902a3e9d60833012)). If the caller does not have this access right, the search operation will succeed but no results will be returned.

###### supportedConfigurableSettings

Returns a multivalued set of strings specifying the configurable settings supported by this [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). The setting strings returned are listed in section [3.1.1.3.4.7](#Section_41cbdb2ceab145b08236ae777b1c5406).

###### supportedExtension

Returns a multivalued set of [**OIDs**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) specifying the extended [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) operations that the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) supports. The definition of each OID is explained in section [3.1.1.3.4.2](#Section_962a5f25f54148a6b73cda01f1b7fc69).

###### validFSMOs

Returns a set of [**DNs**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) representing the [**FSMO roles**](#gt_73841222-e9d8-4dc1-83a1-206c75f4f90f) owned by this [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). Each object identifies a distinct FSMO role.

The valid types of FSMO role, and the object used to represent an instance of that type in the **validFSMOs** [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f), are as follows:

* Schema Master FSMO Role - the root of the [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450)
* Domain Naming FSMO Role - the [**Partitions container**](#gt_d6b4c198-f9d3-4c49-b0f0-390e07f89af1) in the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625)
* Infrastructure Master FSMO Role - the Infrastructure [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) in a [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef)
* Primary Domain Controller (PDC) Emulator FSMO Role - the root of a domain NC
* RID Master FSMO Role - the RID Manager object of a domain NC, which is the object referenced by the rIDManagerReference attribute on the root of the domain NC

Because an [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) does not contain domain NCs, it does not contain instances of the Infrastructure Master, [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) Emulator, and RID Master FSMO roles, and the corresponding objects will not be present in the **validFSMOs** attribute of any DC running AD LDS.

A server indicates that it owns a given FSMO role F only if IsEffectiveRoleOwner(RoleObject(**nc**, **e**)) returns true, where the procedures IsEffectiveRoleOwner and RoleObject are defined in section [3.1.1.5.1.8](#Section_111c589d284a427a91e99031a3767597). The parameters **nc** and **e** are defined as follows for each FSMO Role F:

* Schema Master FSMO
  + **nc**: Schema NC
  + **e**: SchemaMasterRole
* Domain Naming FSMO
  + **nc**: Config NC
  + **e**: DomainNamingMasterRole
* Infrastructure Master FSMO
  + **nc**: Default [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) ([**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024))
  + **e**: InfrastructureMasterRole
* RID Master FSMO
  + **nc**: Default NC (AD DS)
  + **e**: RidAllocationMasterRole
* PDC Emulator FSMO
  + **nc**: Default NC (AD DS)
  + **e**: PdcEmulationMasterRole

###### dsaVersionString

Returns a string indicating the version of [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) running on the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). For instance, when running Windows Server 2008 Beta 2, the Active Directory version string is "6.0.5384.32 (winmain\_beta2.060727-1500)".

This [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6) [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is readable by Domain Administrators (section [6.1.1.6.5](#Section_8ba46366add743b1821a1640cf616ebc)) and Enterprise Administrators (section [6.1.1.6.10](#Section_7799841e196346cd99f399dfa2e4dab2)) only.

###### msDS-PortLDAP

Returns the integer [**TCP**](#gt_b08d36f6-b5c6-4ce4-8d2d-6f2ab75ea4cb)/[**UDP**](#gt_a70f5e84-6960-42f0-a160-ba0281eb548d) port number on which the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is listening for [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) requests. For [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), this always equals 389. For [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), the port is configurable.

**Note**  This [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6) [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is different from the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) attribute of the same name, msDS-PortLDAP.

###### msDS-PortSSL

Returns the integer [**TCP**](#gt_b08d36f6-b5c6-4ce4-8d2d-6f2ab75ea4cb)/UDP port number on which the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is listening for [**TLS**](#gt_f2bc7fed-7e02-4fa5-91b3-97f5c978563a)/[**SSL**](#gt_d7ef66a9-f154-4d88-bda9-98bdf7235352)-protected [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) requests. For [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), this always equals 636. For [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), the port is configurable.

**Note**  This [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6) [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is different from the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) attribute of the same name, msDS-PortSSL.

###### msDS-PrincipalName

Returns a string name of the [**security principal**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) that has authenticated on the [**LDAP connection**](#gt_198f4791-cea3-465d-89e2-262991624e08). If the client authenticated as a Windows security principal, the string contains either (1) the [**NetBIOS domain name**](#gt_f7f8efcc-c6d5-40f0-9605-c9d99c5a0b92), followed by a backslash ("\"), followed by the sAMAccountName of the security principal, or (2) the [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) of the security principal, in SDDL SID string format ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.4.2.1). If the client authenticated as an [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) security principal, the string contains the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the security principal. If the connection is not authenticated (only possible if the fLDAPBlockAnonOps heuristic in the dSHeuristics [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is false; see section [6.1.1.2.4.1.2](#Section_e5899be4862e496f9a3833950617d2c5)), the string is "NT AUTHORITY\ANONYMOUS LOGON".

**Note**  This [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6) attribute is different from the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) attribute of the same name, msDS-PrincipalName.

###### serviceAccountInfo

Returns a set of strings, each string containing a name-value pair encoded as **name**=**value**.

The serviceAccountInfo [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) contains information outside the state model. The possible name-value pairs are as follows:

**replAuthenticationMode**: The value is the value of the msDS-ReplAuthenticationMode attribute on the root of the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625), or "**1**" if that attribute is not set. See section [6.1.1.1.2](#Section_9b3e75f3827044ac804744e5bcd2488e) for the effects of the msDS-ReplAuthenticationMode attribute.

**accountType**: If the service account is a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) account account, the value is "**domain**". Otherwise the service account is a local account, and the value is "**local**".

**systemAccount**: If the service account is a system account (meaning it has one of the [**SIDs**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) SID "S-1-5-20" and "S-1-5-18") the value is "**true**"; otherwise the value is "**false**".

**domainType**: If the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is running on a computer that is part of an [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) domain (always the case for an [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) DC), the value is "**domainWithKerb**". If the DC is running on a computer that is part of an NT (pre–Active Directory) domain, the value is "**domainNoKerb**". Otherwise the DC is running on a computer that is not part of a domain, and the value is "**nonMember**".

**serviceAcccountName**: If the value of **replAuthenticationMode** is "**0**", the value is the SAM name of the DC's service account. Otherwise this name-value pair is not present.

**machineDomainName**: If **domainType** is "**domainWithKerb**" or "**domainNoKerb**" the value is the [**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4) name of the domain. Otherwise the value is the NetBIOS name of the computer.

###### spnRegistrationResult

When running as [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) on Windows Server 2008 R2 and later, this value is 0. When running as [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), if the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) was unable to register its [**service principal names (SPNs) (2)**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4) ([[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 2.2.2), this [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) returns the [**Windows error code**](#gt_459db7bd-5066-44e3-89c1-f0e4806b7a1b) associated with the failure. Otherwise, it returns zero.

**Note**  When running as AD DS on Windows Server 2003 through Windows Server 2008, this value is the Windows error code that is associated with the failure if the DC was unable to register its SPNs (2), or zero upon success.

###### tokenGroups

Returns the [**SIDs**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) contained in the [**security context**](#gt_88d49f20-6c95-4b64-a52c-c3eca2fe5709) as which the client has authenticated the [**LDAP connection**](#gt_198f4791-cea3-465d-89e2-262991624e08). Refer to section [5.1.3](#Section_4e11a7e6e18c46e4a7813ca2b4de6f30) for details on LDAP Authorization. Refer to section [3.1.1.4.5.19](#Section_0100259892db4c59822eb22f53168c90) for details on the algorithm used to compute this [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f).

###### usnAtRifm

This [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) contains information outside the state model. If the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870) and was installed using the Install From Media feature, reading the usnAtRifm attribute returns the value of dc.usn (section [3.1.1.1.9](#Section_03c3c09103aa42d0a7bf7c5f8adaf0c2)) that was present in the [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) database on the installation media.

###### approximateHighestInternalObjectID

This attribute contains information outside the state model. Reading approximateHighestInternalObjectID returns an approximation of the highest value a DC has for an implementation-specific object identifier.

###### databaseGuid

This attribute contains information outside the state model. Reading this attribute returns a GUID. There is no significance to the value of the GUID.

###### schemaIndexUpdateState

This attribute contains information outside the state model. Reading this attribute returns the value '3'. There is no significance to this value.

###### dumpLdapNotifications

If the requestor is not a member of the BUILTIN\Administrators group (section [6.1.1.4.12.2](#Section_50790550604249dab6e78dd290e14838)), attempting to read this attribute will return an error. Reading this attribute returns an XML-formatted string that describes the asynchronous notifications that have been registered with the DC (section [3.1.1.3.4.1.9](#Section_f14f3610ee224d078a241bf1466cba5f)). The specific contents of the XML string are implementation-defined.

###### msDS-ProcessLinksOperations

Reading this attribute returns an XML-formatted string that contains a list of objects for which delayed link processing (section [3.1.1.1.16](#Section_ae33d28fd3f2419b903592bb0a28b350)) has not completed. The list contains no more than 500 values, even if there are more such objects. No ordering of objects is implied by the list. The specific contents of the XML string are implementation-defined.

###### msDS-SegmentCacheInfo

This attribute contains information that is outside the state model. Reading this attribute returns a string that describes memory and processor usage of the instance. The specific contents of the string are implementation-defined.

###### msDS-ThreadStates

If the requestor is not a member of the BUILTIN\Administrators group (section [6.1.1.4.12.2](#Section_50790550604249dab6e78dd290e14838)), attempting to read this attribute will return an error. This attribute contains information outside the state model. Reading this attribute returns an XML-formatted string that describes memory and processor usage of the instance. The specific contents of the XML string are implementation-defined.

###### ConfigurableSettingsEffective

This attribute returns a multivalued set of strings that specify the configurable settings supported by this [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) and their values. The setting names returned are listed in section [3.1.1.3.4.7](#Section_41cbdb2ceab145b08236ae777b1c5406). The format for each string is "settingName:settingValue".

###### LDAPPoliciesEffective

This attribute returns a multivalued set of strings that specify the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) administrative query policies supported by this [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) and their values. The policy names returned are listed in section [3.1.1.3.4.6](#Section_3f0137a163df400cbf97e1040f055a99). The format for each string is "policyName:policyValue".

###### msDS-ArenaInfo

If the requestor is not a member of the BUILTIN\Administrators group (section [6.1.1.4.12.2](#Section_50790550604249dab6e78dd290e14838)), attempting to read this attribute will return an error. This attribute contains information outside the state model. Reading this attribute returns an XML-formatted string that describes memory and processor usage of the instance. The specific contents of the XML string are implementation-defined.

###### msDS-Anchor

This attribute contains information outside the state model. Reading this attribute returns an XML-formatted string that describes internal state of the instance. The specific contents of the XML string are implementation-defined.

###### msDS-PrefixTable

This attribute contains information outside the state model. Reading this attribute returns a string that describes internal state of the instance. The specific contents of the string are implementation-defined.

###### msDS-SupportedRootDSEAttributes

Reading this attribute returns a multivalued string containing the names of all the [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6) attributes the instance supports.

###### msDS-SupportedRootDSEModifications

Reading this attribute returns a multivalued string containing the names of all the [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6) modify operations the instance supports.

##### rootDSE Modify Operations

This section specifies the modifiable [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) on the [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6) of Windows 2000 and later [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) (both [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab)).rootDSE modify operations are used to trigger behaviors on a specific DC. For example, one such operation causes the DC to acquire the [Schema Master FSMO](#Section_f15ace514dc7478c8a7a86ecc3c00914). All of these rootDSE attributes are write-only; an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) request to read will be treated as if the attribute does not exist.

The following table specifies the set of modifiable rootDSE attributes included in applicable Windows Server releases or ADAM versions.

The table contains information for the following products. See section [3](#Section_c4084c23aa9c47a7bdba9d6bd7a16e24) for more information.

* A --> Windows 2000
* B --> Windows 2000 SP1
* D --> Windows Server 2003
* DR2 --> Windows Server 2003 R2
* F --> Windows Server 2003 SP2
* H --> ADAM RTW
* I --> ADAM SP1
* K --> Windows Server 2008 AD DS
* L --> Windows Server 2008 AD LDS
* N --> Windows Server 2008 R2 AD DS
* P --> Windows Server 2008 R2 AD LDS
* S --> Windows Server 2012 AD DS
* T --> Windows Server 2012 AD LDS
* V --> Windows Server 2012 R2 AD DS
* W --> Windows Server 2012 R2 AD LDS
* Y --> Windows Server 2016 AD DS
* Z --> Windows Server 2016 AD LDS
* B2 --> Windows Server v1709 AD DS
* C2 --> Windows Server v1709 AD LDS
* E2 --> Windows Server v1803 AD DS
* F2 --> Windows Server v1803 AD LDS
* H2 --> Windows Server v1809 AD DS
* I2 --> Windows Server v1809 AD LDS
* K2 --> Windows Server 2019 AD DS
* L2 --> Windows Server 2019 AD LDS
* M2 --> Windows Server v1903 AD DS
* N2 --> Windows Server v1903 AD LDS

| Attribute name | A | B | D | DR2, F | H | I | K | L | N | P | S | T | V | W | Y, B2 | Z, C2 | E2 | F2 | H2, K2 | I2, L2 | M2\_ | N2\_ |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| becomeDomainMaster | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| becomeInfrastructureMaster | X | X | X | X |  |  | X |  | X |  | X |  | X |  | X |  | X |  | X |  | X |  |
| becomePdc | X | X | X | X |  |  | X |  | X |  | X |  | X |  | X |  | X |  | X |  | X |  |
| becomePdcWithCheckPoint | X | X | X | X |  |  | X |  | X |  | X |  | X |  | X |  | X |  | X |  | X |  |
| becomeRidMaster | X | X | X | X |  |  | X |  | X |  | X |  | X |  | X |  | X |  | X |  | X |  |
| becomeSchemaMaster | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| checkPhantoms | X | X | X | X |  |  | X |  | X |  | X |  | X |  | X |  | X |  | X |  | X |  |
| doGarbageCollection | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| dumpDatabase | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| fixupInheritance | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| invalidateRidPool | X | X | X | X |  |  | X |  | X |  | X |  | X |  | X |  | X |  | X |  | X |  |
| recalcHierarchy | X | X | X | X |  |  | X |  | X |  | X |  | X |  | X |  | X |  | X |  | X |  |
| schemaUpdateNow | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| schemaUpgradeInProgress |  |  | X | X |  |  | X |  | X |  | X |  | X |  | X |  | X |  | X |  | X |  |
| removeLingeringObject |  | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| doLinkCleanup |  |  | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| doOnlineDefrag |  |  | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| replicateSingleObject |  |  | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| updateCachedMemberships |  |  | X | X |  |  | X |  | X |  | X |  | X |  | X |  | X |  | X |  | X |  |
| doGarbageCollectionPhantomsNow |  |  |  | X |  | X | X |  | X |  | X |  | X |  | X |  | X |  | X |  | X |  |
| invalidateGCConnection |  |  |  |  |  |  | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| renewServerCertificate |  |  |  |  |  |  | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| rODCPurgeAccount |  |  |  |  |  |  | X |  | X |  | X |  | X |  | X |  | X |  | X |  | X |  |
| runSamUpgradeTasks |  |  |  |  |  |  | X |  | X |  | X |  | X |  | X |  | X |  | X |  | X |  |
| sqmRunOnce |  |  |  |  |  |  | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| runProtectAdminGroupsTask |  |  |  |  |  |  |  |  | X |  | X |  | X |  | X |  | X |  | X |  | X |  |
| disableOptionalFeature |  |  |  |  |  |  |  |  | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| enableOptionalFeature |  |  |  |  |  |  |  |  | X | X | X | X | X | X | X | X | X | X | X | X | X | X |
| dumpReferences |  |  |  |  |  |  |  |  |  |  | X | X |  |  | X | X | X | X | X | X | X | X |
| sidCompatibilityVersion |  |  |  |  |  |  |  |  |  |  | X |  | X |  | X |  | X |  | X |  | X |  |
| dumpLinks |  |  |  |  |  |  |  |  |  |  |  |  | X | X | X | X | X | X | X | X | X | X |
| schemaUpdateIndicesNow |  |  |  |  |  |  |  |  |  |  |  |  | X | X | X | X | X | X | X | X | X | X |
| null |  |  |  |  |  |  |  |  |  |  |  |  | X | X | X | X | X | X | X | X | X | X |
| dumpQuota |  |  |  |  |  |  |  |  |  |  |  |  | X | X | X | X | X | X | X | X | X | X |
| dumpLinksExtended |  |  |  |  |  |  |  |  |  |  |  |  |  |  | X | X | X | X | X | X | X | X |
| dumpLDAPState |  |  |  |  |  |  |  |  |  |  |  |  |  |  | X | X | X | X | X | X | X | X |
| msDS-ProcessLinksAbandonOperation \* |  |  |  |  |  |  |  |  |  |  |  |  | X | X | X | X | X | X | X | X | X | X |
| msDS-ProcessLinksScheduleOperation \* |  |  |  |  |  |  |  |  |  |  |  |  | X | X | X | X | X | X | X | X | X | X |
| stopService |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | X | X | X | X | X | X |
| msDS-RunDeletedPhantomsWithLinksTask |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | X | X | X | X |
| dumpDatabaseExtended |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  | X | X |

\* These rootDSE operations are available in Windows Server 2012 R2 only if [[MSKB-3192404]](https://go.microsoft.com/fwlink/?linkid=849792) is installed. The operations are available in Windows Server 2016 only if [[MSKB-4038801]](https://go.microsoft.com/fwlink/?linkid=856119) is installed.

Each of these operations that are described in the subtopics of this section, are executed by performing an LDAP Modify operation with a NULL [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) for the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) to be modified (indicating the rootDSE) and specifying the name of the operation as the attribute to be modified. In [[RFC2849]](https://go.microsoft.com/fwlink/?LinkId=90389) terminology the rootDSE attribute to be modified is the "AttributeDescription" of the "mod-spec" associated with the "change-modify" record. In many of the cases, the type of the modify (add or replace) and the values specified do not matter and are ignored. Whether the type and values matter, and what the client specifies if they do matter, will be indicated for each operation in the following sections. Examples are given as [**LDAP Data Interchange Format (LDIF)**](#gt_ab9cebe3-a644-4da1-9ee5-cf2171d69211) samples, described in [RFC2849]. In Windows, LDIF is implemented by the ldifde.exe command-line tool.

To perform many of these operations, the caller must be authenticated as a user that has a particular [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) or [**privilege**](#gt_d8092e10-b227-4b44-b015-511bb8178940); or, in some cases, as a user that is a member of a particular [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac). In each section that follows, the rights, privileges, or group membership, if any, that are required of the caller to perform a specific operation are specified. If the caller does not have the required rights, privileges, or group membership, the server returns the error *insufficientAccessRights* / *ERROR\_ACCESS\_DENIED*.

###### becomeDomainMaster

Performing this operation causes the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) to request a transfer of the Domain Naming [**FSMO**](#gt_3fcc9e5e-60b6-40f8-acb6-ad3189cf90ec) to itself, per the [**FSMO role**](#gt_73841222-e9d8-4dc1-83a1-206c75f4f90f) transfer procedure documented in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.10.4.3 (PerformExtendedOpRequestMsg, ulExtendedOp = EXOP\_FSMO\_REQ\_ROLE). The requester must have the "Change-Domain-Master" [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) on the [**Partitions container**](#gt_d6b4c198-f9d3-4c49-b0f0-390e07f89af1) in the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625) for this to succeed. This operation cannot be performed on an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870); an RODC will return error *unwillingToPerform* / *ERROR\_INVALID\_PARAMETER*. The [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) operation returns success after the transfer of the Domain Naming FSMO has completed successfully.

The type of modification can be add or replace, and the values specified in the LDAP modify operation do not matter. The following shows an LDIF sample that performs this operation.

1. dn:
2. changetype: modify
3. add: becomeDomainMaster
4. becomeDomainMaster: 1
5. -

###### becomeInfrastructureMaster

Performing this operation causes the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) to request a transfer of the Infrastructure Master [**FSMO**](#gt_3fcc9e5e-60b6-40f8-acb6-ad3189cf90ec) to itself, per the [**FSMO role**](#gt_73841222-e9d8-4dc1-83a1-206c75f4f90f) transfer procedure documented in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.10.4.3 (PerformExtendedOpRequestMsg, ulExtendedOp = EXOP\_FSMO\_REQ\_ROLE). The requester must have the "Change-Infrastructure-Master" [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) on the Infrastructure [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) in the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210). This operation cannot be performed on an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870); an RODC will return the error *unwillingToPerform* / *ERROR\_INVALID\_PARAMETER*. The [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) operation returns success after the transfer of the Infrastructure Master FSMO has completed successfully.

The type of modification can be add or replace, and the values specified in the LDAP modify operation do not matter. The following shows an LDIF sample that performs this operation.

1. dn:
2. changetype: modify
3. add: becomeInfrastructureMaster
4. becomeInfrastructureMaster: 1
5. -

###### becomePdc

Performing this operation causes the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) to request a transfer of the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) Emulator FSMO to itself, per the [**FSMO role**](#gt_73841222-e9d8-4dc1-83a1-206c75f4f90f) transfer procedure documented in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.10.4.3 (PerformExtendedOpRequestMsg, ulExtendedOp = EXOP\_FSMO\_REQ\_PDC). The requester must have the "Change-PDC" [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) on the root of the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210). This operation cannot be performed on an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870); an RODC will return the error *unwillingToPerform* / *ERROR\_INVALID\_PARAMETER*. The [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) operation returns success after the transfer of the PDC Emulator FSMO has completed successfully.

Prior to transferring the PDC [**FSMO**](#gt_3fcc9e5e-60b6-40f8-acb6-ad3189cf90ec) to the DC, if the domain is in [**mixed mode**](#gt_06c1c70e-f2c6-4efd-bff8-474409e69660), the DC attempts to synchronize with the DC that is currently the Owner of the PDC FSMO in such a way as to avoid causing a full synchronization by [**BDCs**](#gt_ce1138c6-7ab4-4c37-98b4-95599071c3c3) running Windows NT 4.0 operating system (see section [3.1.1.7](#Section_4f99984d2e9048e6b472f5869e5b90ed)). However, the FSMO role transfer will be performed even if this synchronization is unsuccessful.

In order to perform this operation, the requester must provide the domain's [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d), in binary format (defined in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.4.2), as the value of the modify operation. In LDIF, this would be performed as follows. Note that LDIF requires that binary values be base-64 encoded.

1. dn:
2. changetype: modify
3. add: becomePdc
4. becomePdc:: base-64 encoding of the domain SID in binary
5. -

###### becomePdcWithCheckPoint

This operation is the same as becomePdc except for the following. Prior to transferring the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) [**FSMO**](#gt_3fcc9e5e-60b6-40f8-acb6-ad3189cf90ec), if the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) is in [**mixed mode**](#gt_06c1c70e-f2c6-4efd-bff8-474409e69660), the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) attempts to synchronize with the DC that is the current the owner of the PDC FSMO. becomePdc transfers the PDC FSMO role even if this synchronization is unsuccessful, while becomePdcWithCheckPoint does not.

###### becomeRidMaster

Performing this operation causes the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) to request a transfer of the RID Master FSMO to itself, per the [**FSMO role**](#gt_73841222-e9d8-4dc1-83a1-206c75f4f90f) transfer procedure documented in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.10.4.3 (PerformExtendedOpRequestMsg, ulExtendedOp = EXOP\_FSMO\_RID\_REQ\_ROLE). The requester must have the "Change-RID-Master" [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) on the RID Manager [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca), which is the object referenced by the rIDManagerReference [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) located on the root of the [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef). The requester must also have [**read permission**](#gt_e5834747-516f-4142-ae27-cafb41ee9fd6) on the previously mentioned rIDManagerReference attribute. This operation cannot be performed on an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870); an RODC returns the error *unwillingToPerform* / *ERROR\_INVALID\_PARAMETER*. The [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) operation returns success after the transfer of the RID Master FSMO has completed successfully.

The type of modification can be add or replace, and the values specified in the LDAP modify operation do not matter. The following shows an LDIF sample that performs this operation.

1. dn:
2. changetype: modify
3. add: becomeRidMaster
4. becomeRidMaster: 1
5. -

###### becomeSchemaMaster

Performing this operation causes the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) to request a transfer of the Schema Master [**FSMO**](#gt_3fcc9e5e-60b6-40f8-acb6-ad3189cf90ec) to itself, per the [**FSMO role**](#gt_73841222-e9d8-4dc1-83a1-206c75f4f90f) transfer procedure documented in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.10.4.3 (PerformExtendedOpRequestMsg, ulExtendedOp = EXOP\_FSMO\_REQ\_ROLE). The requester must have the "Change-Schema-Master" [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) on the root of the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210). This operation cannot be performed on an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870); an RODC will return the error *unwillingToPerform* / *ERROR\_INVALID\_PARAMETER*. The [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) operation returns success after the transfer of the Schema Master FSMO has completed successfully.

The type of modification can be add or replace, and the values specified in the LDAP modify operation do not matter. The following shows an LDIF sample that performs this operation.

1. dn:
2. changetype: modify
3. add: becomeSchemaMaster
4. becomeSchemaMaster: 1
5. -

###### checkPhantoms

This operation requests that the reference [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) task (see section [3.1.1.6.2](#Section_9f3add749c9a4d85a40a7660fe8e1d71)) be immediately performed on the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). During the operation, if the referential integrity on any of the [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is found to be incorrect and it cannot be corrected, then the operation returns an error and does not process any of the remaining objects. This task runs periodically; on a correctly functioning DC, there is no need to run it explicitly. The requester must have the "DS-Check-Stale-Phantoms" [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) on the nTDSDSA object for the DC.

No action is taken if the [**Recycle Bin**](#gt_54624800-58f4-45e9-90bf-c9b52dcf98f3) [**optional feature**](#gt_785b66f1-22b3-450f-97aa-a24a39d04d47) is not enabled and the operation is performed against a DC that does not own the Infrastructure Master FSMO.

No action is taken if the operation is performed against a DC that is a global catalog.

The type of modification can be add or replace, and the values specified in the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) modify operation do not matter.

The following shows an LDIF sample that performs this operation.

1. dn:
2. changetype: modify
3. add: checkPhantoms
4. checkPhantoms: 1
5. -

###### doGarbageCollection

This operation requests that [**garbage collection**](#gt_de1d493f-c1c1-49ec-8b1c-ddba164a7b10) be immediately performed on the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). [**Tombstones**](#gt_9d8e0963-13fa-4e19-a97f-7ce6bc90d20f) and [**recycled-objects**](#gt_156b927d-f1ce-4629-993f-18f0cd5e1e12) are subject to the requirement that they must be kept for at least the [**tombstone lifetime**](#gt_d636f4dc-5f08-49ef-9a2b-765015cd3289) (see [3.1.1.6.2](#Section_9f3add749c9a4d85a40a7660fe8e1d71)), but they can be kept longer. [**Deleted-objects**](#gt_d9c9e99f-74f1-483e-bcb1-310e75ff1344) are subject to the requirement that they must be kept for at least the [**deleted-object lifetime**](#gt_f10f0c75-7969-433d-a710-ba8641e7e103). Garbage collection identifies tombstones and recycled-objects that have been kept for at least the tombstone lifetime and removes them. Additionally, garbage collection identifies deleted-objects that have been kept for at least the deleted-object lifetime and transforms them to recycled-objects. On a correctly functioning DC, there is no need to manually trigger garbage collection via this operation. The requester must have the "Do-Garbage-Collection" [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) on the DC's [**DSA object**](#gt_dc90b593-841f-4c6d-8032-b32e58e887a8).

This operation is triggered by setting the doGarbageCollection [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) to "1".

The following shows an LDIF sample that performs this operation.

1. dn:
2. changetype: modify
3. add: doGarbageCollection
4. doGarbageCollection: 1
5. -

###### dumpDatabase

This operation is triggered by setting the [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) to a space-separated list of attributes. The requester must be a member of the BUILTIN\Administrators [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) (section [6.1.1.4.12.2](#Section_50790550604249dab6e78dd290e14838)).

The following shows an LDIF sample that performs this operation for the description attribute ([[MS-ADA1]](%5bMS-ADA1%5d.pdf#Section_19528560f41e4623a406dabcfff0660f) section 2.153) and sn attribute ([[MS-ADA3]](%5bMS-ADA3%5d.pdf#Section_4517e8353ee644d4bb95a94b6966bfb0) section 2.275).

1. dn:
2. changetype: modify
3. add: dumpDatabase
4. dumpDatabase: description sn
5. -

The effects of dumpDatabase are outside the state model. An [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) of dumpDatabase causes the contents of the [**DC's**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) database to be written to a text file on the DC's disk. All the attributes specified in the dumpDatabase value are included in the dump, except that certain security-sensitive attributes are omitted from the dump even if requested. The dump can include attributes that were not explicitly requested.

###### fixupInheritance

The fixupInheritance [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) permits administrative tools to request that the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) recompute inherited security permissions on [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) to ensure that they conform to the [**security descriptor**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) requirements (see section [6.1.3](#Section_081c41f04c8d4ab0971d77ec2504375a)), in case the current state of the permissions on the object is erroneous. This operation is not necessary on a correctly functioning DC. The requester must have the "Recalculate-Security-Inheritance" [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) on the nTDSDSA object for the DC. The [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) operation returning success means the system accepts the request to perform security-descriptor propagation.

This operation is triggered by setting the fixupInheritance attribute to "1".

The following shows an LDIF sample that performs this operation.

1. dn:
2. changetype: modify
3. add: fixupInheritance
4. fixupInheritance: 1
5. -

In Windows Server 2003 and later, setting the fixupInheritance attribute to the special values "forceupdate" and "downgrade" has effects outside the state model.

In Windows Server 2003 and later, the fixupInheritance attribute can trigger security-descriptor propagation under an object, specified using an identifier outside the state model, rather than throughout the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9). This is performed by setting the fixupInheritance attribute to the string "dnt:" followed by an implementation-specific identifier representing the object. Consider the following example.

1. dn:
2. changetype: modify
3. add: fixupInheritance
4. fixupInheritance: dnt:54758
5. -

###### invalidateRidPool

This operation causes the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) to discard its current pool of [**RIDs**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c), used for allocating [**security principals**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) in the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9). The DC requests a fresh pool of RIDs from the DC that owns the RID Master FSMO, per the procedure documented in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.10.4.3 (PerformExtendedOpRequestMsg, ulExtendedOp = EXOP\_FSMO\_REQ\_RID\_ALLOC). The [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) operation returns success when the RID pool has been invalidated. Obtaining a fresh pool of RIDs from the DC that owns the RID Master FSMO is an asynchronous operation.

The requester must have the "Change-RID-Master" [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) on the RID Manager [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca), which is the object referenced by the rIDManagerReference [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) located on the root of the [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef). The requester must also have [**read permission**](#gt_e5834747-516f-4142-ae27-cafb41ee9fd6) on the previously mentioned rIDManagerReference attribute. This operation cannot be performed on an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870); an RODC returns the error *unwillingToPerform* / *ERROR\_INVALID\_PARAMETER*.

In order to perform this operation, the requester provides the [**domain's**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d), in binary format (defined in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.4.2), as the value of the modify operation.

The following shows an LDIF sample that performs this operation. LDIF requires that binary values, like the domain SID, be base-64 encoded.

1. dn:
2. changetype: modify
3. add: invalidateRidPool
4. invalidateRidPool:: base-64 encoding of the binary-format domain SID
5. -

###### recalcHierarchy

The requester must have the "Recalculate-Hierarchy" [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) on the nTDSDSA [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) for the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). The type of modification can be add or replace, and the values specified in the LDAP Modify operation do not matter. The following shows an LDIF sample that performs this operation.

1. dn:
2. changetype: modify
3. add: recalcHierarchy
4. recalcHierarchy: 1
5. -

The effects of recalcHierarchy are outside the state model. An [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) of recalcHierarchy causes the hierarchy table used to support the [**MAPI**](#gt_54117430-d977-4db7-a042-3a8e3b3862da) address book to be recalculated immediately.

###### schemaUpdateNow

The requester must have the "Update-Schema-Cache" [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) on the [**nTDSDSA object**](#gt_dc90b593-841f-4c6d-8032-b32e58e887a8) for the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) or on the root of the [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450). After the completion of this operation, the subschema exposed by the server reflects the current state of the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) as defined by the attributeSchema and classSchema [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in the schema NC.

The type of modification can be add or replace, and the values specified in the LDAP modify operation do not matter. The following shows an LDIF sample that performs this operation.

1. dn:
2. changetype: modify
3. add: schemaUpdateNow
4. schemaUpdateNow: 1
5. -

The other effects of schemaUpdateNow are outside the state model. An [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) of schemaUpdateNow causes the in-memory cache of the schema to be recalculated from the copy of the schema stored in the schema NC.

###### schemaUpgradeInProgress

This operation causes the **fschemaUpgradeInProgress** field of [LDAPConnection](#Section_03c3c09103aa42d0a7bf7c5f8adaf0c2) instances in dc.LDAPConnections ([[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 5.116) to be set. schemaUpgradeInProgress causes the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) to skip certain constraint validations when adding, updating, or removing [**directory objects**](#gt_407dbc2c-3140-4e31-9085-0087e2d3bab2). The skipped constraint validations are documented in the applicable constraint sections of this document. The requester must have the "Change-Schema-Master" [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) on the root of the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) [NC-replica](#Section_b95c96b8e6ca40c5888151f83b66f5a7).

On the Windows Server 2008 and later, when schemaUpgradeInProgress is set to 1 the **fschemaUpgradeInProgress** field is set to true on the LDAPConnection instance in dc.ldapConnections that corresponds to the [**LDAP connection**](#gt_198f4791-cea3-465d-89e2-262991624e08) on which the schemaUpgradeInProgress operation was performed. On these operating systems, when schemaUpgradeInProgress is set to zero the **fschemaUpgradeInProgress** field is set to false on the LDAPConnection instance in dc.ldapConnections that corresponds to the LDAP connection on which the schemaUpgradeInProgress operation was performed.

On the Windows Server 2003 and Windows Server 2003 R2, when schemaUpgradeInProgress is set to 1 the **fschemaUpgradeInProgress** field is set to true in every LDAPConnection instance in dc.ldapConnections. On these operating systems, when schemaUpgradeInProgress is set to zero the **fschemaUpgradeInProgess** field is set to false on every LDAPConnection instance in dc.ldapConnections.

The type of modification can be add or replace. The following shows an LDIF sample that performs this operation.

1. dn:
2. changetype: modify
3. add: schemaUpgradeInProgress
4. schemaUpgradeInProgress: 1
5. -

schemaUpgradeInProgress operation permits modifications to be performed that would otherwise violate constraints had schemaUpgradeInProgress not been set.

###### removeLingeringObject

This operation causes the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) to [**expunge**](#gt_c947d085-898e-44c0-a849-47c3b817b7b7) a [**lingering object**](#gt_79ffc6ee-a12c-4682-970b-409e4b19a23d). A DC that was offline for longer than the value of the [**tombstone lifetime**](#gt_d636f4dc-5f08-49ef-9a2b-765015cd3289) can contain [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that have been deleted on other DCs and for which [**tombstones**](#gt_9d8e0963-13fa-4e19-a97f-7ce6bc90d20f) no longer exist. The result is that when that DC is brought back online, any such objects can continue to exist in its [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) even though the objects should have been deleted. Such objects are known as lingering objects.

Expunge is specified in section [3.1.1.1.6](#Section_538ec13514654266bb0a777924f02846). Lingering object expunge can be performed on an object in a read-only [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942). For more details on the lingering object expunge process, see IDL\_DRSReplicaVerifyObjects and IDL\_DRSGetObjectExistence in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) sections 4.1.24 and 4.1.12.

The requester must have the "DS-Replication-Synchronize" [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) on the root of the NC replica that contains the lingering object.

The value specified for this operation contains (1) the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the [**DSA object**](#gt_dc90b593-841f-4c6d-8032-b32e58e887a8) of a DC holding a writable [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) of the NC containing the lingering object, and (2) the DN of the lingering object. These are encoded in the value string as two DNs separated by a colon: "DSA Object DN:Lingering Object DN". Each DN specified is either an [[RFC2253]](https://go.microsoft.com/fwlink/?LinkId=90327)-style DN or one of the alternative DN formats described in section [3.1.1.3.1.2.4](#Section_92a5486938d74e71a3be5f67a0dcdd7e). If the value is not in the specified format, the server rejects the request with the error *operationsError* / *ERROR\_DS\_OBJ\_NOT\_FOUND*.

The DC performing the modify request first verifies that the lingering object specified in the request does not exist on the DC specified in the request. If this verification fails for any reason, the request returns the error *operationsError* / *ERROR\_DS\_GENERIC\_ERROR*. If the verification succeeds, the DC expunges the lingering object specified in the request and then returns success.

The following shows an LDIF sample that performs this operation. The sample requests that the lingering object whose DN is "CN=TestObject, CN=Users, DC=Fabrikam, DC=com" be removed, and specifies that the server whose nTDSDSA object is "CN=NTDS Settings,CN=TESTDC-01,CN=Servers,CN=Default-First-Site-Name,CN=Sites,CN=Configuration,DC=Fabrikam,DC=com" be used to verify the nonexistence of the lingering object.

1. dn:
2. changetype: modify
3. replace: removeLingeringObject
4. removeLingeringObject: CN=NTDS Settings,
5. CN=TESTDC-01,CN=Servers,CN=Default-First-Site-Name,
6. CN=Sites,CN=Configuration,DC=Fabrikam,DC=com:CN=TestObject,
7. CN=Users, DC=Fabrikam, DC=com
8. -

###### doLinkCleanup

This operation causes the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) to immediately begin performing any delayed link processing necessary to satisfy the requirements of delayed link processing, as specified in section [3.1.1.1.16](#Section_ae33d28fd3f2419b903592bb0a28b350). This processing runs automatically as needed to satisfy those requirements; on a correctly functioning DC, there is no need to explicitly request such processing. The requester must have the "Do-Garbage-Collection" [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) on the nTDSDSA [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) for the DC.

The type of modification can be add or replace, and the values specified in the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) modify operation do not matter. The following shows an LDIF sample that performs this operation.

1. dn:
2. changetype: modify
3. add: doLinkCleanup
4. doLinkCleanup: 1
5. -

###### doOnlineDefrag

This operation is triggered by setting the doOnlineDefrag [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) to a non-negative integer. The requester must have the "Do-Garbage-Collection" [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) on the nTDSDSA [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) for the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). The following shows an LDIF sample that performs this operation.

1. dn:
2. changetype: modify
3. replace: doOnlineDefrag
4. doOnlineDefrag: 60
5. -

The effects of doOnlineDefrag are outside the state model. An [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) of doOnlineDefrag causes an online defragmentation of the DC's [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) database. If the doOnlineDefrag value is positive, it starts the defragmentation task, which runs until complete or until the specified number of seconds have elapsed. If the doOnlineDefrag value is zero, the defragmentation task is stopped if it is running.

###### replicateSingleObject

This operation causes the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) to request [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) of a single [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca), specified in the modify request, from a source DC to the DC processing the request. The requester must have the "DS-Replication-Synchronize" [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) on the root of the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) that contains the object to be replicated.

The type of modification specified in the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) modify operation does not matter; however the value specified does matter. The value specified for the replicateSingleObject [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) in the modify request contains (1) the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the [**DSA object**](#gt_dc90b593-841f-4c6d-8032-b32e58e887a8) of the source DC, and (2) the DN of the object to be replicated. These are encoded in the value string as two DNs separated by a colon: "**DSA Object DN**:**Object To Be Replicated DN**". Each DN specified is either an [[RFC2253]](https://go.microsoft.com/fwlink/?LinkId=90327)-style DN or one of the alternative DN formats described in section [3.1.1.3.1.2.4](#Section_92a5486938d74e71a3be5f67a0dcdd7e). If the value is not in the specified format, the server rejects the request with the error *operationsError* / *ERROR\_DS\_OBJ\_NOT\_FOUND*.

If the DC is an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870), an additional colon can be added to the end of the value string, followed by the literal string "SECRETS\_ONLY". The presence of this additional parameter indicates that the RODC must request replication of the object's [**secret attributes**](#gt_d01d16a8-7864-4c7f-acaa-8c695508d6e0) instead of the other attributes. When this flag is specified, the "DS-Replication-Synchronize" control access right is not checked. Instead, the requester must possess the "Read-Only-Replication-Secret-Synchronization" control access right on the root of the NC containing the object whose secret attributes are to be replicated.

This operation is a synchronous operation. The LDAP response is returned by the server after the replication of the object from the source DC to the DC processing the request has completed. However, if the object to be replicated does not exist on the source DC, or if the object to be replicated has been deleted on the source DC, or if the object to be replicated does not have a [**parent object**](#gt_0d41951a-62f0-4fbd-bb23-22f645ae3bf5) on the DC processing the request, an error is returned and the replication is not performed.

The following shows an LDIF sample that performs the replicateSingleObject operation. This sample requests that the object whose DN is "CN=TestObject, CN=Users, DC=Fabrikam, DC=com" be replicated from the DC whose nTDSDSA object is "CN=NTDS Settings,CN=TESTDC-01,CN=Servers,CN=Default-First-Site-Name,CN=Sites,CN=Configuration,DC=Fabrikam,DC=com".

1. dn:
2. changetype: modify
3. replace: replicateSingleObject
4. replicateSingleObject: CN=NTDS Settings,
5. CN=TESTDC-01,CN=Servers,CN=Default-First-Site-Name,
6. CN=Sites,CN=Configuration,DC=Fabrikam,DC=com:CN=TestObject,
7. CN=Users, DC=Fabrikam, DC=com
8. -

###### updateCachedMemberships

The type of modification can be add or replace, and the values specified in the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) modify operation do not matter. The requester must have the "Refresh-Group-Cache" [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) on the nTDSDSA [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) for the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

The following shows an LDIF sample that performs this operation.

1. dn:
2. changetype: modify
3. add: updateCachedMemberships
4. updateCachedMemberships: 1
5. -

The effects of updateCachedMemberships are outside the state model. An [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) of updateCachedMemberships causes the DC to refresh its cache of [**universal group**](#gt_f46053d6-0708-4094-ac63-57c1bcb73d32) memberships from a [**GC server**](#gt_a5a99ce4-e206-42dc-8874-e103934c5b0d).

###### doGarbageCollectionPhantomsNow

This operation is triggered by setting the doGarbageCollectionPhantomsNow [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) to "1". The requester must have the "Do-Garbage-Collection" [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) on the nTDSDSA [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) for the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

The following shows an LDIF sample that performs this operation.

1. dn:
2. changetype: modify
3. add: doGarbageCollectionPhantomsNow
4. doGarbageCollectionPhantomsNow: 1
5. -

The effects of doGarbageCollectionPhantomsNow are outside the state model. An [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) of doGarbageCollectionPhantomsNow causes a garbage-collector to run that reclaims storage used to implement referential integrity.

###### invalidateGCConnection

The type of modification to the invalidateGCConnection [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) and the values specified in the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) Modify operation do not matter. The requester must be a member of either the BUILTIN\Administrators [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) (section [6.1.1.4.12.2](#Section_50790550604249dab6e78dd290e14838)) or the BUILTIN\Server Operators group (section [6.1.1.4.12.18](#Section_a527c0399abe4c24a8cb644d692335a2)).

The following shows an LDIF sample that performs this operation.

1. dn:
2. changetype: modify
3. add: invalidateGCConnection
4. invalidateGCConnection: 1
5. -

The effects of invalidateGCConnection are outside the state model. This operation causes the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) to rediscover the [**GC server**](#gt_a5a99ce4-e206-42dc-8874-e103934c5b0d) that it uses in its implementation of referential integrity (section [3.1.1.1.6](#Section_538ec13514654266bb0a777924f02846)).

###### renewServerCertificate

The persistent state of a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) does not include the certificates that are necessary to authenticate the DC when a client makes an LDAPS ([**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) over [**SSL**](#gt_d7ef66a9-f154-4d88-bda9-98bdf7235352)/[**TLS**](#gt_f2bc7fed-7e02-4fa5-91b3-97f5c978563a)) connection. A DC obtains the certificates it needs by querying the operating system for them at startup. This operation provides a means for the requester to request that the DC repeat the query to the operating system for the certificates—for example, if the available certificates have changed since startup. The requester must have the "Reload-SSL-Certificate" [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) on the nTDSDSA [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) for the DC.

An LDAP Modify of the renewServerCertificate [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) causes the DC to query the operating system for certificates. When the operation returns, the DC has performed the query and the certificates it found are available for use in LDAPS connections.

The type of modification can be add or replace, and the values specified in the LDAP modify operation do not matter.

The following shows an LDIF sample that performs this operation.

1. dn:
2. changetype: modify
3. add: renewServerCertificate
4. renewServerCertificate: 1
5. -

###### rODCPurgeAccount

An LDAP Modify of the rODCPurgeAccount [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) causes the [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870) to purge cached [**secret attributes**](#gt_d01d16a8-7864-4c7f-acaa-8c695508d6e0) of a specified [**security principal**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409). The requester must have the "Read-Only-Replication-Secret-Synchronization" [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) on the root of the [**default NC**](#gt_adc2c434-9679-419f-8c8b-b8c234921ad3). The Modify request must be directed to an RODC that hosts an [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) that contains the specified RODC [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). If the RODC to which the operation is directed does not host such an [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942), then the error *operationsError / ERROR\_DS\_CANT\_FIND\_EXPECTED\_NC* is returned. If the operation is sent to a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) that is not an RODC, then the error *operationsError / ERROR\_DS\_GENERIC\_ERROR* is returned.

The value specified for the rODCPurgeAccount attribute in the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) modify request must be the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the object whose secret attributes are to be purged. The DN specified is either an [[RFC2253]](https://go.microsoft.com/fwlink/?LinkId=90327)-style DN or one of the alternative DN formats described in section [3.1.1.3.1.2.4](#Section_92a5486938d74e71a3be5f67a0dcdd7e). If the value is not in the specified format or the object does not exist, the server rejects the request with the error *operationsError / ERROR\_DS\_OBJ\_NOT\_FOUND*. The server returns success upon successfully purging the secret attributes of the specified security principal.

The following shows an LDIF sample that performs this operation. This sample purges the cached secret attributes of the user whose DN is "CN=TestUser, CN=Users, DC=Fabrikam, DC=com" from the RODC to which this operation is sent.

1. dn:
2. changetype: modify
3. replace: rODCPurgeAccount
4. rODCPurgeAccount: CN=TestUser, CN=Users, DC=Fabrikam, DC=com
5. -

###### runSamUpgradeTasks

An LDAP Modify of the runSamUpgradeTasks [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) causes the default [**groups**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) and memberships (as specified in [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 3.1.4.2) to be created in the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) if they are not already created. This operation is useful in a domain with different versions of [**domain controllers**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) where the default groups and memberships are not yet created.

If a partial set of these modifications has already been performed in the domain through this task, the Modify operation of this attribute MUST cause the rest of the operations to be performed. If all such modifications have already been performed, the Modify operation of this attribute MUST NOT make any changes in the domain.

The requester MUST be a member of the "Domain Admins" group in the domain to perform this operation.

The DC, on receiving this request, MUST verify that the otherWellKnownObjects attribute on the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) "CN=Server, CN=System, DC=<domain>" on the DC with the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) role contains "B:32: 6ACDD74F3F314AE396F62BBE6B2DB961:X", where <domain> is the [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b), and X is the DN of the [**nTDSDSA object**](#gt_dc90b593-841f-4c6d-8032-b32e58e887a8) of the DC receiving the request. If this condition is not satisfied, the LDAP Modify returns *operationsError* / *ERROR\_DS\_GENERIC\_ERROR*.

If these conditions are satisfied, the default groups and memberships (as specified in [MS-SAMR] section 3.1.4.2) are created in the domain.

The type of modification and values specified in the LDAP Modify operation do not matter. The following shows an LDIF sample that performs this operation. This sample triggers the default groups and memberships created on the target domain.

1. dn:
2. changetype: modify
3. add: runSamUpgradeTasks
4. runSamUpgradeTasks: 1
5. -

###### sqmRunOnce

The type of modification can be add or replace, and the values specified in the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) modify operation do not matter. The requester must have the SE\_DEBUG\_PRIVILEGE.

The following shows an LDIF sample that performs this operation.

1. dn:
2. changetype: modify
3. add: sqmRunOnce
4. sqmRunOnce: 1
5. -

The effects of sqmRunOnce are outside the state model. An [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) of sqmRunOnce causes the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) to report statistical data on the types and numbers of operations that the DC has performed using an implementation-defined reporting mechanism.

###### runProtectAdminGroupsTask

The type of modification made to the runProtectAdminGroupsTask [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) and the values specified in the LDAP Modify operation have no significance. If the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) [**FSMO role owner**](#gt_de81e9fd-25f5-4e90-aadb-1d35c5e8a06b), an LDAP Modify of the runProtectAdminGroupsTask attribute causes the DC to run the [AdminSDHolder](#Section_dd3d29f38e1e4e8ca2109eaef3abd628) protection operation (section 3.1.1.6.1). Otherwise, the Modify request does not have any effect. The requester must have the "Run-Protect-Admin-Groups-Task" [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) on the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) root of the DC. The [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) server returns success after the AdminSDHolder operation has completed.

An LDIF sample that performs this operation is shown as follows.

1. dn:
2. changetype: modify
3. add: runProtectAdminGroupsTask
4. runProtectAdminGroupsTask: 1
5. -

###### disableOptionalFeature

This operation requests that an [**optional feature**](#gt_785b66f1-22b3-450f-97aa-a24a39d04d47) (as described in section [3.1.1.9](#Section_9ae2a9ad970c4938a6bf9c1fdc0b8b3e)) be disabled for some scope. The requester must have the correct "Manage-Optional-Features" control access on the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) representing the scope.

This operation is triggered by setting the disableOptionalFeature [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) to a value that contains the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the object that represents the scope, followed by the colon (:) character, followed by the [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) of the optional feature to be disabled, expressed as a [**GUIDString**](#gt_b330cb96-68e2-41be-a53f-cae98c2b5d32).

If the server does not recognize the GUID as identifying a known feature, the server will return the error *operationsError* / *ERROR\_INVALID\_PARAMETER*.

If the DN represents an existing object but the object does not represent a scope, the server will return the error *unwillingToPerform* / *ERROR\_DS\_NOT\_SUPPORTED*. If the DN does not represent an existing object, the server will return the error *operationsError* / *ERROR\_INVALID\_PARAMETER*.

If the feature is not marked as being valid for the specified scope, the server will return the error *unwillingToPerform* / *ERROR\_DS\_NOT\_SUPPORTED*.

If the specified scope is forest-wide, and this operation is not performed against the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) that holds the Domain Naming Master role, the server will return the error *unwillingToPerform* / *ERROR\_DS\_NOT\_SUPPORTED*.

If the feature is not marked as being able to be disabled, the server will return the error *unwillingToPerform* / *ERROR\_DS\_NOT\_SUPPORTED*.

If the specified optional feature is not already enabled in the specified scope, the server will return the error *noSuchAttribute* / *ERROR\_DS\_CANT\_REM\_MISSING\_ATT\_VAL*.

The [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) server returns success when the specified optional feature has been successfully disabled.

An LDIF sample that performs this operation is shown as follows.

1. dn:
2. changetype: modify
3. add: disableOptionalFeature
4. disableOptionalFeature: cn=Partitions,cn=Configuration,DC=Contoso,DC=Com:766DDCD8-ACD0-445E-F3B9-A7F9B6744F2A
5. -

###### enableOptionalFeature

This operation requests that an [**optional feature**](#gt_785b66f1-22b3-450f-97aa-a24a39d04d47) (as described in section [3.1.1.9](#Section_9ae2a9ad970c4938a6bf9c1fdc0b8b3e)) be enabled for some scope. The requester must have the "Manage-Optional-Features" [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) on the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) representing the scope.

This operation is triggered by setting the enableOptionalFeature [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) to a value that contains the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the object that represents the scope, followed by the ':' character, followed by the [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) of the optional feature to be enabled, expressed as a [**GUIDString**](#gt_b330cb96-68e2-41be-a53f-cae98c2b5d32).

If the server does not recognize the GUID as identifying a known feature, the server will return the error *operationsError* / *ERROR\_INVALID\_PARAMETER*.

If the DN represents an existing object but the object does not represent a scope, the server will return the error *unwillingToPerform* / *ERROR\_DS\_NOT\_SUPPORTED*. If the DN does not represent an existing object, the server will return the error *operationsError* / *ERROR\_INVALID\_PARAMETER*.

If the feature is not marked as being valid for the specified scope, the server will return the error *unwillingToPerform* / *ERROR\_DS\_NOT\_SUPPORTED*.

If the specified scope is forest-wide and this operation is not performed against the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) that holds the Domain Naming Master role, the server will return the error *unwillingToPerform* / *ERROR\_DS\_NOT\_SUPPORTED*.

If the specified optional feature is already enabled in the specified scope, the server will return the error *attributeOrValueExists* / *ERROR\_DS\_ATT\_VAL\_ALREADY\_EXISTS*.

The [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) server returns success when the specified optional feature has been successfully enabled.

An LDIF sample that performs this operation is shown as follows.

1. dn:
2. changetype: modify
3. add: enableOptionalFeature
4. enableOptionalFeature: cn=Partitions,cn=Configuration,DC=Contoso,DC=Com:766DDCD8-ACD0-445E-F3B9-A7F9B6744F2A
5. -

###### dumpReferences

This operation is triggered by setting the [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) to the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of an existing [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). The requester must be a member of the BUILTIN\Administrators [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) (section [6.1.1.4.12.2](#Section_50790550604249DAB6E78DD290E14838)).

The following shows an LDIF sample that performs this operation for the object whose DN is "CN=TestObject,CN=Users,DC=Fabrikam,DC=com":

1. dn:
2. changetype: modify
3. add: dumpReferences
4. dumpReferences: CN=TestObject,CN=Users,DC=Fabrikam,DC=com
5. -

The effects of dumpReferences are outside the state model. An [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) of dumpReferences causes all attributes that reference the given DN and all objects containing those attributes to be written to a text file on the [**DC's**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) disk.

###### sidCompatibilityVersion

The requester must have the "Allocate-Rids" control access right on the domain root of the DC. The requester must have the SE\_DEBUG\_PRIVILEGE. The DC must be the RID Master FSMO role owner. If any of these constraints are not met, an error is returned.

This operation is triggered by setting the attribute to a decimal number that represents the sidCompatibilityVersion. The type of the modification can be add or replace. Allowed values are "0" and "1". The DC returns an error if the value is not one of the allowed values. This operation updates the value of the rIDAvailablePool attribute on the RID Manager object (section [6.1.5.3](#Section_d142a27c65fb49c99e4b6ede5f226c8a)).

When the caller sets the SID compatibility version to "0", the updated value for the attribute is calculated as follows:

updatedValue = 0x3FFFFFFF00000000 | (existingValue & 0xFFFFFFFF)

When the caller sets the SID compatibility version to "1", the updated value for the attribute is calculated as follows:

updatedValue = 0x7FFFFFFF00000000 | (existingValue & 0xFFFFFFFF)

If updatedValue is less than existingValue, an error is returned. Otherwise, updatedValue replaces existingValue.

The following shows an LDIF sample that performs this operation.

1. dn:
2. changetype: modify
3. add: sidCompatibilityVersion
4. sidCompatibilityVersion: 1
5. -

###### dumpLinks

The type of modification made to the dumpLinks [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) and the values specified in the LDAP Modify operation have no significance. The requester must be a member of the BUILTIN\Administrators [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) (section [6.1.1.4.12.2](#Section_50790550604249DAB6E78DD290E14838)).

The following shows an LDIF sample that performs this operation.

1. dn:
2. changetype: modify
3. add: dumpLinks
4. dumpLinks: 1
5. -

The effects of dumpLinks are outside the state model. An [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) of dumpLinks causes the portion of the contents of the [**DC's**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) database relating to [**link values**](#gt_659e8352-a6db-4752-8c05-4b21c602f238) to be written to a text file on the DC's disk.

###### schemaUpdateIndicesNow

The requester must have the "Update-Schema-Cache" [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) on the [**nTDSDSA object**](#gt_dc90b593-841f-4c6d-8032-b32e58e887a8) for the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) or on the root of the [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450). This operation is supported only when the fDisableAutoIndexingOnSchemaUpdate heuristic (section [6.1.1.2.4.1.2](#Section_E5899BE4862E496F9A3833950617D2C5)) is "2". If fDisableAutoIndexingOnSchemaUpdate is not "2", the operation fails with an error. After the completion of this operation, the subschema exposed by the server reflects the current state of the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) as defined by the attributeSchema and classSchema [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in the schema NC.

The type of modification can be add or replace, and the values specified in the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) modify operation do not matter. The following shows an LDIF sample that performs this operation.

1. dn:
2. changetype: modify
3. add: schemaUpdateIndicesNow
4. schemaUpdateIndicesNow: 1
5. -

The other effects of schemaUpdateIndicesNow are outside the state model. An [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) of schemaUpdateIndicesNow causes the DC to verify its data indices. See section [3.1.1.3.4.1.32.1](#Section_21D4998C04254CABA1CF15E424945DA8) for a note on indices.

###### null

The type of modification made to the null [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) and the values specified in the LDAP Modify operation have no significance. Writing to this attribute has no effect.

###### dumpQuota

The type of modification made to the dumpQuota attribute and the values specified in the LDAP Modify operation have no significance. The requester must be a member of the BUILTIN\Administrators group (section [6.1.1.4.12.2](#Section_50790550604249dab6e78dd290e14838)).

The following shows an LDIF sample that performs this operation for the description attribute ([[MS-ADA1]](%5bMS-ADA1%5d.pdf#Section_19528560f41e4623a406dabcfff0660f) section 2.153) and sn attribute ([[MS-ADA3]](%5bMS-ADA3%5d.pdf#Section_4517e8353ee644d4bb95a94b6966bfb0) section 2.275).

1. dn:
2. changetype: modify
3. add: dumpQuota
4. dumpQuota: 1
5. -

The effects of dumpQuota are outside the state model. An update of dumpQuota causes the portion of the contents of the DC's database related to quotas (section [3.1.1.5.2.5](#Section_3f21a8656ebe48838f102207a8628b86)) to be written to a text file on the DC's disk. The data written is implementation specific.

###### dumpLinksExtended

This operation is triggered by setting the attribute to a two-digit hexadecimal number followed by the colon (':') character. The requester must be a member of the BUILTIN\Administrators group (section [6.1.1.4.12.2](#Section_50790550604249dab6e78dd290e14838)).

The following shows an LDIF sample that performs this operation.

1. dn:
2. changetype: modify
3. add: dumpLinksExtended
4. dumpLinksExtended: 1
5. -

The effects of dumpLinksExtended are outside the state model. An update of dumpLinksExtended causes the portion of the contents of the DC's database relating to link values to be written to a text file on the DC's disk. The hexadecimal number provides implementation-specific modifiers as to what data is to be written. The data written is implementation specific.

###### dumpLDAPState

The type of modification made to the dumpLDAPState attribute and the values specified in the LDAP Modify operation have no significance. The requester must be a member of the BUILTIN\Administrators group (section [6.1.1.4.12.2](#Section_50790550604249dab6e78dd290e14838)).

The following shows an LDIF sample that performs this operation for the description attribute ([[MS-ADA1]](%5bMS-ADA1%5d.pdf#Section_19528560f41e4623a406dabcfff0660f) section 2.153) and sn attribute ([[MS-ADA3]](%5bMS-ADA3%5d.pdf#Section_4517e8353ee644d4bb95a94b6966bfb0) section 2.275).

1. dn:
2. changetype: modify
3. add: dumpLDAPState
4. dumpLDAPState: 1
5. -

The effects of dumpLDAPState are outside the state model. An update of dumpLDAPState causes implementation-specific data related to a DC's LDAP client connections to be written to a text file on the DC's disk. The data written is implementation specific.

###### msDS-ProcessLinksAbandonOperation

The value specified for this operation contains the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of an object.

The type of modification can be add or replace, and the value specified in the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) modify operation is the DN of an existing object. The requester must have the SE\_DEBUG\_PRIVILEGE. If any of these constraints are not met, an error is returned.

The following shows an LDIF sample that performs this operation.

1. dn:
2. changetype: modify
3. add: msDS-ProcessLinksAbandonOperation
4. msDS-ProcessLinksAbandonOperation: cn=User1,DC=Contoso,DC=Com
5. -

Writing this attribute causes the instance to abandon any pending delayed link processing (section [3.1.1.1.16](#Section_ae33d28fd3f2419b903592bb0a28b350)) for the specified DN.

###### msDS-ProcessLinksScheduleOperation

The type of modification can be add or replace, and the value specified in the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) modify operation is the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of an existing object. The requester must have the SE\_DEBUG\_PRIVILEGE. If any of these constraints are not met, an error is returned.

The following shows an LDIF sample that performs this operation.

1. dn:
2. changetype: modify
3. add: msDS-ProcessLinksScheduleOperation
4. msDS-ProcessLinksScheduleOperation: cn=User1,DC=Contoso,DC=Com
5. -

Writing this attribute causes the instance to schedule pending delayed link processing (section [3.1.1.1.16](#Section_ae33d28fd3f2419b903592bb0a28b350)) for the specified DN.

###### stopService

The type of modification made to the stopService attribute and the values specified in the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) modify operation have no significance.

The following shows an LDIF sample that performs this operation.

1. dn:
2. changetype: modify
3. add: stopService
4. stopService: 1
5. -

An update of stopService causes the instance to return the error *unwillingToPerform*.

###### msDS-RunDeletedPhantomsWithLinksTask

The type of modification made to the msDS-RunDeletedPhantomsWithLinksTask attribute and the values specified in the LDAP Modify operation have no significance. The requester must have the "Do-Garbage-Collection" [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) on the [**nTDSDSA object**](#gt_dc90b593-841f-4c6d-8032-b32e58e887a8) for the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

The following shows an LDIF sample that performs this operation.

1. dn:
2. changetype: modify
3. add: msDS-RunDeletedPhantomsWithLinksTask
4. msDS-RunDeletedPhantomsWithLinksTask: 1
5. -

The effects of msDS-RunDeletedPhantomsWithLinksTask are outside the state model. An update of msDS-RunDeletedPhantomsWithLinksTask causes the DC to verify a set of implementation-specific data related to link values.

###### dumpDatabaseExtended

This operation is triggered by setting the attribute to an implementation-defined formatted value. The requester must be a member of the BUILT-IN\Administrators group (section [6.1.1.4.12.2](#Section_50790550604249dab6e78dd290e14838)).

The following shows an LDIF sample that performs this operation for the description attribute ([[MS-ADA1]](%5bMS-ADA1%5d.pdf#Section_19528560f41e4623a406dabcfff0660f) section 2.153) and sn attribute ([[MS-ADA3]](%5bMS-ADA3%5d.pdf#Section_4517e8353ee644d4bb95a94b6966bfb0) section 2.275).

1. dn:
2. changetype: modify
3. add: dumpDatabaseEx
4. dumpDatabase: 01:01:\*:description sn
5. -

The effects of dumpDatabaseExtended are outside of the state model. An update of dumpDatabaseExtended causes part of the contents of the [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) database to be written to a text file on the DCs disk.

##### LDAP Extensions

This section describes the extensions to [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) that are supported by [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in Windows 2000 and later (including ADAM). These extensions are:

* LDAP extended controls
* LDAP extended operations
* LDAP capabilities
* Matching rules
* [**SASL**](#gt_92d19873-ca51-489a-9d6c-e4a2afc66df5) mechanisms
* Policies
* Configurable settings
* IP Deny list

###### LDAP Extended Controls

[**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) extended controls are an extensibility mechanism in version 3 of LDAP, as discussed in [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.1.12. The following sections describe the LDAP extended controls implemented by [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in Windows 2000 and later (both [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab)).

The LDAP extended controls supported by a DC are exposed as [**OIDs**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) in the supportedControl [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6). Each OID corresponds to a human-readable name, as shown in the following table.

| Extended control name | OID |
| --- | --- |
| LDAP\_PAGED\_RESULT\_OID\_STRING | 1.2.840.113556.1.4.319 |
| LDAP\_SERVER\_CROSSDOM\_MOVE\_TARGET\_OID | 1.2.840.113556.1.4.521 |
| LDAP\_SERVER\_DIRSYNC\_OID | 1.2.840.113556.1.4.841 |
| LDAP\_SERVER\_DOMAIN\_SCOPE\_OID | 1.2.840.113556.1.4.1339 |
| LDAP\_SERVER\_EXTENDED\_DN\_OID | 1.2.840.113556.1.4.529 |
| LDAP\_SERVER\_GET\_STATS\_OID | 1.2.840.113556.1.4.970 |
| LDAP\_SERVER\_LAZY\_COMMIT\_OID | 1.2.840.113556.1.4.619 |
| LDAP\_SERVER\_PERMISSIVE\_MODIFY\_OID | 1.2.840.113556.1.4.1413 |
| LDAP\_SERVER\_NOTIFICATION\_OID | 1.2.840.113556.1.4.528 |
| LDAP\_SERVER\_RESP\_SORT\_OID | 1.2.840.113556.1.4.474 |
| LDAP\_SERVER\_SD\_FLAGS\_OID | 1.2.840.113556.1.4.801 |
| LDAP\_SERVER\_SEARCH\_OPTIONS\_OID | 1.2.840.113556.1.4.1340 |
| LDAP\_SERVER\_SORT\_OID | 1.2.840.113556.1.4.473 |
| LDAP\_SERVER\_SHOW\_DELETED\_OID | 1.2.840.113556.1.4.417 |
| LDAP\_SERVER\_TREE\_DELETE\_OID | 1.2.840.113556.1.4.805 |
| LDAP\_SERVER\_VERIFY\_NAME\_OID | 1.2.840.113556.1.4.1338 |
| LDAP\_CONTROL\_VLVREQUEST | 2.16.840.1.113730.3.4.9 |
| LDAP\_CONTROL\_VLVRESPONSE | 2.16.840.1.113730.3.4.10 |
| LDAP\_SERVER\_ASQ\_OID | 1.2.840.113556.1.4.1504 |
| LDAP\_SERVER\_QUOTA\_CONTROL\_OID | 1.2.840.113556.1.4.1852 |
| LDAP\_SERVER\_RANGE\_OPTION\_OID | 1.2.840.113556.1.4.802 |
| LDAP\_SERVER\_SHUTDOWN\_NOTIFY\_OID | 1.2.840.113556.1.4.1907 |
| LDAP\_SERVER\_FORCE\_UPDATE\_OID | 1.2.840.113556.1.4.1974 |
| LDAP\_SERVER\_RANGE\_RETRIEVAL\_NOERR\_OID | 1.2.840.113556.1.4.1948 |
| LDAP\_SERVER\_RODC\_DCPROMO\_OID | 1.2.840.113556.1.4.1341 |
| LDAP\_SERVER\_DN\_INPUT\_OID | 1.2.840.113556.1.4.2026 |
| LDAP\_SERVER\_SHOW\_DEACTIVATED\_LINK\_OID | 1.2.840.113556.1.4.2065 |
| LDAP\_SERVER\_SHOW\_RECYCLED\_OID | 1.2.840.113556.1.4.2064 |
| LDAP\_SERVER\_POLICY\_HINTS\_DEPRECATED\_OID | 1.2.840.113556.1.4.2066 |
| LDAP\_SERVER\_DIRSYNC\_EX\_OID | 1.2.840.113556.1.4.2090 |
| LDAP\_SERVER\_UPDATE\_STATS\_OID | 1.2.840.113556.1.4.2205 |
| LDAP\_SERVER\_TREE\_DELETE\_EX\_OID | 1.2.840.113556.1.4.2204 |
| LDAP\_SERVER\_SEARCH\_HINTS\_OID | 1.2.840.113556.1.4.2206 |
| LDAP\_SERVER\_EXPECTED\_ENTRY\_COUNT\_OID | 1.2.840.113556.1.4.2211 |
| LDAP\_SERVER\_POLICY\_HINTS\_OID | 1.2.840.113556.1.4.2239 |
| LDAP\_SERVER\_SET\_OWNER\_OID | 1.2.840.113556.1.4.2255 |
| LDAP\_SERVER\_BYPASS\_QUOTA\_OID | 1.2.840.113556.1.4.2256 |
| LDAP\_SERVER\_LINK\_TTL\_OID | 1.2.840.113556.1.4.2309 |
| LDAP\_SERVER\_SET\_CORRELATION\_ID\_OID | 1.2.840.113556.1.4.2330 |
| LDAP\_SERVER\_THREAD\_TRACE\_OVERRIDE\_OID | 1.2.840.113556.1.4.2354 |

The following table lists the set of LDAP extended controls supported in applicable Windows Server releases or ADAM versions.

The table contains information for the following products. See section [3](#Section_c4084c23aa9c47a7bdba9d6bd7a16e24) for more information.

* A --> Windows 2000
* D --> Windows Server 2003
* E --> Windows Server 2003 with SP1
* DR2 --> Windows Server 2003 R2
* H --> ADAM RTW
* I --> ADAM SP1
* J --> Windows Server 2008
* M --> Windows Server 2008 R2
* R --> Windows Server 2012
* U --> Windows Server 2012 R2
* X --> Windows Server 2016
* A2 --> Windows Server v1709
* D2 --> Windows Server v1803
* G2 --> Windows Server v1809
* J2 --> Windows Server 2019

| Extended control name | A | D | E, DR2 | H | I | J | M | R | U | X, A2 | D2, G2, J2 |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| LDAP\_PAGED\_RESULT\_OID\_STRING | X | X | X | X | X | X | X | X | X | X | X |
| LDAP\_SERVER\_CROSSDOM\_MOVE\_TARGET\_OID | X | X | X | X | X | X | X | X | X | X | X |
| LDAP\_SERVER\_DIRSYNC\_OID | X | X | X | X | X | X | X | X | X | X | X |
| LDAP\_SERVER\_DOMAIN\_SCOPE\_OID | X | X | X | X | X | X | X | X | X | X | X |
| LDAP\_SERVER\_EXTENDED\_DN\_OID | X | X | X | X | X | X | X | X | X | X | X |
| LDAP\_SERVER\_GET\_STATS\_OID | X | X | X | X | X | X | X | X | X | X | X |
| LDAP\_SERVER\_LAZY\_COMMIT\_OID | X | X | X | X | X | X | X | X | X | X | X |
| LDAP\_SERVER\_PERMISSIVE\_MODIFY\_OID | X | X | X | X | X | X | X | X | X | X | X |
| LDAP\_SERVER\_NOTIFICATION\_OID | X | X | X | X | X | X | X | X | X | X | X |
| LDAP\_SERVER\_RANGE\_OPTION\_OID\* | X | X | X | X | X | X | X | X | X | X | X |
| LDAP\_SERVER\_RESP\_SORT\_OID | X | X | X | X | X | X | X | X | X | X | X |
| LDAP\_SERVER\_SD\_FLAGS\_OID | X | X | X | X | X | X | X | X | X | X | X |
| LDAP\_SERVER\_SEARCH\_OPTIONS\_OID | X | X | X | X | X | X | X | X | X | X | X |
| LDAP\_SERVER\_SORT\_OID | X | X | X | X | X | X | X | X | X | X | X |
| LDAP\_SERVER\_SHOW\_DELETED\_OID | X | X | X | X | X | X | X | X | X | X | X |
| LDAP\_SERVER\_TREE\_DELETE\_OID | X | X | X | X | X | X | X | X | X | X | X |
| LDAP\_SERVER\_VERIFY\_NAME\_OID | X | X | X | X | X | X | X | X | X | X | X |
| LDAP\_CONTROL\_VLVREQUEST |  | X | X | X | X | X | X | X | X | X | X |
| LDAP\_CONTROL\_VLVRESPONSE |  | X | X | X | X | X | X | X | X | X | X |
| LDAP\_SERVER\_ASQ\_OID |  | X | X | X | X | X | X | X | X | X | X |
| LDAP\_SERVER\_QUOTA\_CONTROL\_OID |  | X | X | X | X | X | X | X | X | X | X |
| LDAP\_SERVER\_SHUTDOWN\_NOTIFY\_OID\*\* |  |  | X |  | X | X | X | X | X | X | X |
| LDAP\_SERVER\_FORCE\_UPDATE\_OID |  |  |  |  |  | X | X | X | X | X | X |
| LDAP\_SERVER\_RANGE\_RETRIEVAL\_NOERR\_OID |  |  |  |  | X | X | X | X | X | X | X |
| LDAP\_SERVER\_RODC\_DCPROMO\_OID |  |  |  |  |  | X | X | X | X | X | X |
| LDAP\_SERVER\_DN\_INPUT\_OID |  |  |  |  |  | X | X | X | X | X | X |
| LDAP\_SERVER\_SHOW\_DEACTIVATED\_LINK\_OID |  |  |  |  |  |  | X | X | X | X | X |
| LDAP\_SERVER\_SHOW\_RECYCLED\_OID |  |  |  |  |  |  | X | X | X | X | X |
| LDAP\_SERVER\_POLICY\_HINTS\_DEPRECATED\_OID |  |  |  |  |  |  | X | X | X | X | X |
| LDAP\_SERVER\_DIRSYNC\_EX\_OID |  |  |  |  |  |  |  | X | X | X | X |
| LDAP\_SERVER\_UPDATE\_STATS\_OID |  |  |  |  |  |  |  | X | X | X | X |
| LDAP\_SERVER\_TREE\_DELETE\_EX\_OID |  |  |  |  |  |  |  | X | X | X | X |
| LDAP\_SERVER\_SEARCH\_HINTS\_OID |  |  |  |  |  |  |  | X | X | X | X |
| LDAP\_SERVER\_EXPECTED\_ENTRY\_COUNT\_OID |  |  |  |  |  |  |  | X | X | X | X |
| LDAP\_SERVER\_POLICY\_HINTS\_OID |  |  |  |  |  |  |  | X | X | X | X |
| LDAP\_SERVER\_SET\_OWNER\_OID |  |  |  |  |  |  |  |  | X | X | X |
| LDAP\_SERVER\_BYPASS\_QUOTA\_OID |  |  |  |  |  |  |  |  | X | X | X |
| LDAP\_SERVER\_LINK\_TTL\_OID |  |  |  |  |  |  |  |  |  | X | X |
| LDAP\_SERVER\_SET\_CORRELATION\_ID\_OID |  |  |  |  |  |  |  |  |  |  | X |
| LDAP\_SERVER\_THREAD\_TRACE\_OVERRIDE\_OID |  |  |  |  |  |  |  |  |  |  | X |

\* This OID does not identify an LDAP extended control. Its presence in the supportedControl attribute indicates that the DC is capable of range retrieval (see section [3.1.1.3.1.3.3](#Section_e27b48db6f8244cd90382e54f790cc1f)) of LDAP multivalued attributes. However, its absence does not indicate lack of support for range retrieval. This OID is not present in the supportedControl attribute of Windows 2000 DCs, but those DCs do support range retrieval.

\*\* Although exposed on the supportedControl attribute of Windows Server 2003 with SP1 and Windows Server 2003 R2 and later DCs, this control is only functional on DCs running the Small Business Server version of that operating system.

A client sends a control to the DC by attaching a Control structure (defined in [RFC2251] section 4.1.12) to an LDAP operation. The client sets the controlType field to the control's OID and the controlValue field as specified in the discussion for the control that follows. If the controlValue field contains data that is not in conformance with the specification of the control, including the case where the controlValue field contains data and the specification of the control states that the controlValue field is omitted, then if the control is marked critical the server returns the error *unavailableCriticalExtension* / *ERROR\_INVALID\_PARAMETER*. If the controlValue field is incorrect but the control is not marked critical, the server ignores the control.

A control sent by the client to a DC is known as a request control. In some cases, the server includes a corresponding Control structure attached to the response for the LDAP operation. These controls, known as response controls, are discussed below in conjunction with the request control that causes that response control to be returned.

A brief description of each LDAP control is given in the following table. Additionally, each control is discussed in more detail in the sections that follow. References to ASN.1 and [**BER**](#gt_604a7335-ec3e-4c3b-a8a9-c6c36f53d063) encoding in the following section are references to [[ITUX680]](https://go.microsoft.com/fwlink/?LinkId=89923) and [[ITUX690]](https://go.microsoft.com/fwlink/?LinkId=89924), respectively.

| Extended control name | Description |
| --- | --- |
| LDAP\_PAGED\_RESULT\_OID\_STRING | Splits the results of an LDAP search across multiple result sets. |
| LDAP\_SERVER\_CROSSDOM\_MOVE\_TARGET\_OID | Used with an LDAP Modify DN operation to move an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) from one [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) to another domain. |
| LDAP\_SERVER\_DIRSYNC\_OID | Used with an LDAP search operation to retrieve the changes made to objects since a previous LDAP\_SERVER\_DIRSYNC\_OID search was performed. |
| LDAP\_SERVER\_DOMAIN\_SCOPE\_OID | Instructs the DC not to generate LDAP continuation references in response to a search operation. |
| LDAP\_SERVER\_EXTENDED\_DN\_OID | Used to request than an LDAP search operation return [**DNs**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) in an extended format containing the values of the objectGUID and objectSid attributes. |
| LDAP\_SERVER\_GET\_STATS\_OID | Used with an LDAP search request to instruct the DC to return statistical data related to how the search was performed. |
| LDAP\_SERVER\_LAZY\_COMMIT\_OID | Instructs the DC that it MAY sacrifice durability guarantees on [**updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) to improve performance. |
| LDAP\_SERVER\_PERMISSIVE\_MODIFY\_OID | Instructs the DC that an LDAP modify must succeed even if it attempts to add a value already present on the attribute or remove a value not present on the attribute. |
| LDAP\_SERVER\_NOTIFICATION\_OID | Used with an LDAP search operation to register the client to be notified when changes are made to an object in the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9). |
| LDAP\_SERVER\_SD\_FLAGS\_OID | Instructs the DC which portions of a [**Windows security descriptor**](#gt_270e50c4-3740-4cfe-b642-9a54b0c25b80) to either retrieve during an LDAP search operation or to set during an LDAP modify operation. |
| LDAP\_SERVER\_SEARCH\_OPTIONS\_OID | Used to pass flags to the DC to control search behaviors; specifically, to prevent LDAP continuation references from being generated and to search all [**NC replicas**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) that are subordinate to the search base, even if the search base is not instantiated on the DC. |
| LDAP\_SERVER\_SORT\_OID and LDAP\_SERVER\_RESP\_SORT\_OID | Request and response controls, respectively, for instructing the DC to sort the search results. |
| LDAP\_SERVER\_SHOW\_DELETED\_OID | Used with an LDAP operation to specify that [**tombstones**](#gt_9d8e0963-13fa-4e19-a97f-7ce6bc90d20f) and [**deleted-objects**](#gt_d9c9e99f-74f1-483e-bcb1-310e75ff1344) are visible to the operation. |
| LDAP\_SERVER\_TREE\_DELETE\_OID | Used with an LDAP delete operation to cause the server to recursively delete the entire subtree of objects located under the object specified in the search request (including the specified object). |
| LDAP\_SERVER\_VERIFY\_NAME\_OID | Permits the client to specify which [**GC**](#gt_4f5d605a-7b3f-4db7-8c21-b146856d7169) the DC is to use when processing an add or modify request to verify the existence of any objects pointed to by DN attribute values. |
| LDAP\_CONTROL\_VLVREQUEST and LDAP\_CONTROL\_VLVRESPONSE | Request and response control, respectively, used with an LDAP search operation to retrieve a "sliding window" subset of the objects that satisfy the search request. |
| LDAP\_SERVER\_ASQ\_OID | Used to specify that an LDAP search operation must not be performed against the object specified as the base in the search, but rather against the set of objects named by a specified attribute of Object(DS-DN) syntax on the base object. |
| LDAP\_SERVER\_QUOTA\_CONTROL\_OID | Used with an LDAP search operation to retrieve the quota of a user. |
| LDAP\_SERVER\_RANGE\_OPTION\_OID | Indicates that the server is capable of range retrieval (see section 3.1.1.3.1.3.3). |
| LDAP\_SERVER\_SHUTDOWN\_NOTIFY\_OID | Used with an LDAP search operation to cause the client to be notified when the DC is shutting down. |
| LDAP\_SERVER\_FORCE\_UPDATE\_OID | When attached to an LDAP update operation, causes the DC to perform the update even if that update would not affect the state of the DC. |
| LDAP\_SERVER\_RANGE\_RETRIEVAL\_NOERR\_OID | Instructs the DC that, when performing a search using range retrieval (see section 3.1.1.3.1.3.3) on an attribute whose values are [**forward link values**](#gt_e5051d57-b329-4ee4-a561-3bfd49b332aa) or [**back link values**](#gt_bbcd3e91-a3a8-462b-99b3-eb6fbca89847) and the value of low is greater than or equal to the number of values in the attribute, no error is to be returned. |
| LDAP\_SERVER\_RODC\_DCPROMO\_OID | This control is used as part of the process of promoting a computer to be an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870). |
| LDAP\_SERVER\_DN\_INPUT\_OID | This control is used to specify the DN of an object during an LDAP operation. Currently this control is used only while retrieving the [**constructed attribute**](#gt_d848b035-c151-4fd8-88d9-9f152d053fee) msDS-IsUserCachableAtRodc (see section [3.1.1.3.4.1.24](#Section_5072bd6210514f45a87bb06f92236b43)). |
| LDAP\_SERVER\_SHOW\_DEACTIVATED\_LINK\_OID | Used with an LDAP search operation to specify that [**link attributes**](#gt_be41074d-ce6b-4488-853a-4bbb3ea243ce) that refer to deleted-objects are visible to the search operation. If used in conjunction with LDAP\_SERVER\_SHOW\_DELETED\_OID or LDAP\_SERVER\_SHOW\_RECYCLED\_OID, link attributes that are stored on deleted-objects are also visible to the search operation. This applies both to the search [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda) and the set of attributes returned by the search operation. |
| LDAP\_SERVER\_SHOW\_RECYCLED\_OID | Used with an LDAP operation to specify that tombstones, deleted-objects, and [**recycled-objects**](#gt_156b927d-f1ce-4629-993f-18f0cd5e1e12) are visible to the operation. |
| LDAP\_SERVER\_POLICY\_HINTS\_DEPRECATED\_OID | The LDAP\_SERVER\_POLICY\_HINTS\_DEPRECATED\_OID control has the exact semantics and behaviors as LDAP\_SERVER\_POLICY\_HINTS\_OID (section [3.1.1.3.4.1.27](#Section_4ADD7BCEE5024E0F9D691A3F153713E2)); this control MAY be used by clients when the server does not support LDAP\_SERVER\_POLICY\_HINTS\_OID. Clients SHOULD use LDAP\_SERVER\_POLICY\_HINTS\_OID when it is supported by the server. |
| LDAP\_SERVER\_DIRSYNC\_EX\_OID | Used with an LDAP search operation to retrieve the changes made to objects since a previous LDAP\_SERVER\_DIRSYNC\_EX\_OID search was performed. |
| LDAP\_SERVER\_UPDATE\_STATS\_OID | The LDAP\_SERVER\_UPDATE\_STATS\_OID control indicates that the requester requires statistics from the DC. |
| LDAP\_SERVER\_TREE\_DELETE\_EX\_OID | Used with an LDAP delete operation to cause the server to recursively delete the entire subtree of objects, up to a specified number of objects, located under the object specified in the search request (including the specified object). |
| LDAP\_SERVER\_SEARCH\_HINTS\_OID | Provides hints to the DC during LDAP search operations. |
| LDAP\_SERVER\_EXPECTED\_ENTRY\_COUNT\_OID | Monitors the result of an LDAP search operation and potentially modifies the return code. |
| LDAP\_SERVER\_POLICY\_HINTS\_OID | Used with an LDAP operation to enforce password history policies during password set. |
| LDAP\_SERVER\_SET\_OWNER\_OID | Used with an LDAP add operation to set the owner of the object to a [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) other than that of the requester. |
| LDAP\_SERVER\_BYPASS\_QUOTA\_OID | Used with an LDAP add operation to specify that quota limits do not apply for the add operation. |
| LDAP\_SERVER\_LINK\_TTL\_OID | Used to request that an LDAP search operation return [**link values**](#gt_659e8352-a6db-4752-8c05-4b21c602f238) in the [**TTL-DN**](#gt_2188fc83-e53b-4464-867d-9ab1c62e1619) form. |
| LDAP\_SERVER\_SET\_CORRELATION\_ID\_OID | Allows the caller to provide an identifier that a DC can use for implementation-defined troubleshooting. |
| LDAP\_SERVER\_THREAD\_TRACE\_OVERRIDE\_OID | Allows the caller to provide a request to the DC to perform additional implementation-defined troubleshooting. |

**Note**: The **Extended Control Name** LDAP\_SERVER\_SD\_FLAGS\_OID impacts the portions of the Windows security descriptor to retrieve during an LDAP search or to set during an LDAP modify operation, as supported on the operating systems specified in [[MSFT-CVE-2021-42291]](https://go.microsoft.com/fwlink/?linkid=2180155); each with its related MSKB article download installed. This feature is also supported in Windows 11, version 22H2 operating system and later.

LDAP\_PAGED\_RESULT\_OID\_STRING

This control, which is used as both a request control and a response control, is documented in [[RFC2696]](https://go.microsoft.com/fwlink/?LinkId=91352).

[**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) limit the number of [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that can be returned in a single search operation to the value specified by the MaxPageSize policy defined in section [3.1.1.3.4.6](#Section_3f0137a163df400cbf97e1040f055a99). The use of the LDAP\_PAGED\_RESULT\_OID\_STRING control permits clients to perform searches that return more objects than this limit by splitting the search into multiple searches, each of which returns no more objects than this limit.

LDAP\_SERVER\_CROSSDOM\_MOVE\_TARGET\_OID

The LDAP\_SERVER\_CROSSDOM\_MOVE\_TARGET\_OID control is used with an LDAP Modify DN operation to instruct the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) to move an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) from one [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) to another (see the Modify DN operation in section [3.1.1.5](#Section_832b9a419bb44619ac40243561fa1e65)). This control is used by the client when moving an object from one domain to another. The client sends the LDAP Modify DN operation to which this control is attached to a DC in the domain containing the object to be moved. If the client does not specify the LDAP\_SERVER\_CROSSDOM\_MOVE\_TARGET\_OID control in the LDAP Modify DN request, then the server interprets the [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) as an intradomain Modify DN operation.

When operating as [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), a DC rejects this control with the error *operationsError* / *<unrestricted>*.

When sending this control to the DC, the **controlValue** field is set to a [**UTF-8**](#gt_409411c4-b4ed-4ab6-b0ee-6d7815f85a35) string containing the [**fully qualified domain name (1)**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e) of a DC in the domain to which the object is to be moved. The string is not [**BER**](#gt_604a7335-ec3e-4c3b-a8a9-c6c36f53d063)-encoded. Sending this control to the DC does not cause the server to include any controls in its response.

LDAP\_SERVER\_DIRSYNC\_OID

The LDAP\_SERVER\_DIRSYNC\_OID control is used with an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) search operation to retrieve the changes made to [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) since a previous search with an LDAP\_SERVER\_DIRSYNC\_OID control was performed. The LDAP\_SERVER\_DIRSYNC\_OID control can only be used to monitor for changes across an entire [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210), not a subtree within an NC replica.

When sending this control to the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), the controlValue field is set to the [**BER**](#gt_604a7335-ec3e-4c3b-a8a9-c6c36f53d063) encoding of the following ASN.1 structure.

1. DirSyncRequestValue ::= SEQUENCE {
2. Flags INTEGER
3. MaxBytes INTEGER
4. Cookie OCTET STRING
5. }

The **Flags** value has the following format presented in [**big-endian**](#gt_6f6f9e8e-5966-4727-8527-7e02fb864e7e) byte order. X denotes unused bits set to 0 by the client and ignored by the server.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| I V | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | P D O | X | A F O | X | X | X | X | X | X | X | X | X | X | O S |

The **Flags** value is a combination of zero or more bit flags from the following table, and is used to specify additional behaviors for the LDAP\_SERVER\_DIRSYNC\_OID control.

| Bit flag name and value | Description |
| --- | --- |
| LDAP\_DIRSYNC\_OBJECT\_SECURITY (OS)  0x00000001 | Windows Server 2003 and later: If this flag is present, the client can only view objects and [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) that are otherwise accessible to the client. If this flag is not present, the server checks if the client has access rights to read the changes in the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942).  Windows 2000: Not supported. |
| LDAP\_DIRSYNC\_ANCESTORS\_FIRST\_ORDER (AFO)  0x00000800 | The server returns parent objects before [**child objects**](#gt_9b04b599-9dca-48f1-aa9e-08e254d20553). |
| LDAP\_DIRSYNC\_PUBLIC\_DATA\_ONLY (PDO)  0x00002000 | Windows Server 2003 and later: This flag can optionally be passed to the DC, but it has no effect.  Windows 2000: Not supported. |
| LDAP\_DIRSYNC\_INCREMENTAL\_VALUES (IV)  0x80000000 | Windows Server 2003 and later: If this flag is not present, all of the values, up to a server-specified limit, in a multivalued attribute are returned when any value changes. If this flag is present, only the changed values are returned, provided the attribute is a [**forward link value**](#gt_e5051d57-b329-4ee4-a561-3bfd49b332aa).  Windows 2000: Not supported. |

**MaxBytes** specifies the maximum number of bytes to return in the reply message.

The minimum value for **MaxBytes** is 0x100000. When a lower value is specified, the value is ignored and the maximum number of bytes in the reply message is 0x100000.

The maximum value for **MaxBytes** is determined by the size, in bytes, of a response with the maximum number of objects that can be returned in a single search as specified by the MaxPageSize policy, section [3.1.1.3.4.6](#Section_3f0137a163df400cbf97e1040f055a99). When a higher value is specified, the value is ignored and the maximum number of bytes in the reply message is the size, in bytes, of a response with the MaxPageSize number of objects.

**Cookie** is an opaque value that was returned by the DC on a previous search request that included the LDAP\_SERVER\_DIRSYNC\_OID control. The contents of **Cookie** are defined by the server and cannot be interpreted by the client. A search request with the LDAP\_SERVER\_DIRSYNC\_OID control attached will return the changes made to objects since the point in time when the previous search request, which returned the value of **Cookie** that is being used in the current search request, took place. If there was no previous LDAP\_SERVER\_DIRSYNC\_OID search request, **Cookie** is NULL, in which case the search will return all objects that satisfy the search request, along with a value of **Cookie** to use for the next LDAP\_SERVER\_DIRSYNC\_OID search request.

If the base of the search is not the root of an NC, and the LDAP\_DIRSYNC\_OBJECT\_SECURITY bit in the **Flags** field is not set, the server will return the error *insufficientAccessRights* / *ERROR\_DS\_DRA\_ACCESS\_DENIED*. If the LDAP\_DIRSYNC\_OBJECT\_SECURITY bit in the **Flags** field is set, the server will return the error *unwillingToPerform* / *<unrestricted>*. If the search scope is not subtree scope, the server will treat the search as if subtree scope was specified.

Any valid LDAP search [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda) can be specified.

Any attributes can be requested in the search. Only those objects for which these attributes have been created or modified since the time represented by **Cookie** will be considered for inclusion in the search.

If the list of requested attributes contains an asterisk (\*) plus some attribute, then the asterisk is ignored. That is, the list is effectively equal to the list with only the attributes explicitly requested.

The search results MUST always contain the objectGUID and instanceType attributes of each object, even if those attributes were not specified in the search request.

When the server receives a search request with the LDAP\_SERVER\_DIRSYNC\_OID control attached to it, it includes a response control in the search response. The **controlType** field of the returned Control structure is set to the [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) of the LDAP\_SERVER\_DIRSYNC\_OID control, and the controlValue is the BER encoding of the following ASN.1 structure.

1. DirSyncResponseValue ::= SEQUENCE {
2. MoreResults INTEGER
3. unused INTEGER
4. CookieServer OCTET STRING
5. }

The structure of the controlValue in the response control is the same as the structure of the controlValue in the request control, but the fields are interpreted differently. **MoreResults** is nonzero if there are more changes to retrieve, **unused** is not used, and **CookieServer** is the value to be used for **Cookie** in the next LDAP\_SERVER\_DIRSYNC\_OID control sent in a search request to the server to retrieve more changes.

Further details about how this control is processed are described in the pseudocode for the ProcessDirSyncSearchRequest procedure in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 5.115.3.

LDAP\_SERVER\_DOMAIN\_SCOPE\_OID

The LDAP\_SERVER\_DOMAIN\_SCOPE\_OID control is used to instruct the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) not to generate any [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) continuation references when performing an LDAP operation. The effect of this is to limit any search using it to the single [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) in which the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that serves as the root of the search is located.

When sending this control to the DC, the controlValue field of the Control structure is set to an OctetString of length zero as described in section [2.1](#Section_d6a6d6624f304065bdf4da12d055783c). The server MUST ignore any controlValue provided in the request. Sending this control to the DC does not cause the server to include any controls in its response.

LDAP\_SERVER\_EXTENDED\_DN\_OID

The LDAP\_SERVER\_EXTENDED\_DN\_OID control is used with an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) search request to cause the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) to return extended [**DNs**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b). The extended form of an [**object's**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) DN includes a string representation of the object's objectGUID [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f); for objects that have an objectSid attribute, the extended form also includes a string representation of that attribute. The DC uses this extended DN for all DNs in the LDAP search response. Attributes with Object(OR-Name) syntax are not affected by this control, because in those cases, the DC always uses the DN form as specified in [[RFC2253]](https://go.microsoft.com/fwlink/?LinkId=90327).

The extended DN format is as follows:

<GUID=**guid\_value**>;<SID=**sid\_value**>;**dn**

where **guid\_value** is the value of the object's objectGUID attribute, **sid\_value** is the value of the object's objectSid attribute, and **dn** is the object's [RFC2253] DN. For objects that do not have an objectSid attribute, the format is instead as follows:

<GUID=**guid\_value**>;**dn**

When sending this control to a Windows 2000 DC, the controlValue field is omitted. When sending this control to a Windows Server 2003 and later DC, the controlValue field is either omitted or is set to the [**BER**](#gt_604a7335-ec3e-4c3b-a8a9-c6c36f53d063) encoding of the following ASN.1 structure:

1. ExtendedDNRequestValue ::= SEQUENCE {
2. Flag INTEGER
3. }

If the controlValue field is omitted, the value of Flag is treated as 0.

If the value of **Flag** is 0, the DC returns the values of the objectGUID and objectSid attributes as a hexadecimal representation of their binary format.

If the value of **Flag** is 1, the DC returns the [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) in dashed-string format ([[RFC4122]](https://go.microsoft.com/fwlink/?LinkId=90460) section 3) and the [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) in SDDL SID string format ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.4.2.1). The returned SDDL SID string begins with "S-".

If the value of Flag is neither 0 nor 1, then it does not conform with the specification of this control and the server behaves as described in section [3.1.1.3.4.1](#Section_3c5e87db47284f29b16401dd7d7391ea).

For example, setting **Flag** to 0 (or omitting the controlValue field) might return the following extended DN:

<GUID=b3d4bfbd3c45ee4298e27b4a698a61b8>;<SID=01050000000000051500000061eb5b8c50ef705befda808bf4010000>;CN=Administrator, CN=Users,DC=Fabrikam,DC=com

While setting **Flag** to 1 would return the same object's extended DN in the following form:

<GUID=bdbfd4b3-453c-42ee-98e2-7b4a698a61b8>;<SID=S-1-5-21-2354834273-1534127952-2340477679-500>;CN=Administrator, CN=Users,DC=Fabrikam,DC=com

Sending this control to the DC does not cause the server to include any controls in its response.

LDAP\_SERVER\_GET\_STATS\_OID

The LDAP\_SERVER\_GET\_STATS\_OID control is used with an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) search operation.

When sending this control to a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) running Windows 2000, the client omits the controlValue field. When sending this control to a DC running Windows Server 2003 and later, the client either omits the controlValue field or sets the controlValue field to one of the 32-bit unsigned integer values in the following table. The values are not [**BER**](#gt_604a7335-ec3e-4c3b-a8a9-c6c36f53d063)-encoded.

| Value name | Value | Description |
| --- | --- | --- |
| SO\_NORMAL | 0 | Perform the search as if no LDAP\_SERVER\_GET\_STATS\_OID control was included in the search request. |
| SO\_STATS | 1 | Perform the search and return data related to the resources consumed performing the search, as well as the actual search results. |
| SO\_ONLY\_OPTIMIZE | 2 | Return data related to how the search would be performed, but do not actually return the search results. |
| SO\_EXTENDED\_FMT | 4 | Windows Server 2008 and later: Returns the data in an alternative format documented later in this section.  Windows 2000, Windows Server 2003, Windows Server 2003 R2, and ADAM: Not supported. |

Omitting the controlValue field is equivalent to specifying the SO\_STATS value.

When the server receives a search request with the LDAP\_SERVER\_GET\_STATS\_OID control attached to it, it includes a response control in the search response. The controlType field of the returned Control structure is set to the [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) of the LDAP\_SERVER\_GET\_STATS\_OID control. The controlValue field is included in the returned Control structure.

The response to this control contains information outside the state model. This control instructs the server to return internal data related to how the LDAP search was performed.

For Windows 2000 DCs, the returned controlValue is the BER encoding of the following ASN.1 structure

1. StatsResponseValueV1 ::= SEQUENCE {
2. threadCountTag INTEGER
3. threadCount INTEGER
4. coreTimeTag INTEGER
5. coreTime INTEGER
6. callTimeTag INTEGER
7. callTime INTEGER
8. searchSubOperationsTag INTEGER
9. searchSubOperations INTEGER
10. }

where **threadCountTag**, **coreTimeTag**, **callTimeTag**, and **searchSubOperationsTag** are equal to 1, 2, 3, and 4, respectively. **threadCount** is the number of threads that were processing LDAP requests on the DC at the time the search operation was performed, **coreTime** is the time, in milliseconds, that the core logic in the DC spent processing the request, **callTime** is the overall time, in milliseconds, that the DC spent processing the request, and **searchSubOperations** is the number of individual operations that the DC performed in processing the request.

If the client does not have the SE\_DEBUG\_PRIVILEGE, a Windows 2000 DC MUST return the value 0 for the **searchSubOperations** field of this structure.

For Windows Server 2003, Windows Server 2003 R2, and ADAM DCs, the controlValue of the response control is the BER encoding of the following ASN.1 structure.

1. StatsResponseValueV2 ::= SEQUENCE {
2. threadCountTag INTEGER
3. threadCount INTEGER
4. callTimeTag INTEGER
5. callTime INTEGER
6. entriesReturnedTag INTEGER
7. entriesReturned INTEGER
8. entriesVisitedTag INTEGER
9. entriesVisited INTEGER
10. filterTag INTEGER
11. filter OCTET STRING
12. indexTag INTEGER
13. index OCTET STRING
14. }

In this structure, **threadCountTag**, **threadCount**, **callTimeTag**, and **callTime** are defined as in the Windows 2000 structure. **entriesReturnedTag**, **entriesVisitedTag**, **filterTag**, and **indexTag** are 5, 6, 7, and 8, respectively. **entriesReturned** is the number of [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) returned in the search result. **entriesVisited** is the number of objects that the DC considered for inclusion in the search result. **filter** is a [**UTF-8**](#gt_409411c4-b4ed-4ab6-b0ee-6d7815f85a35) string that represents the optimized form of the search [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda) that is used by the DC to perform a search. **index** is a string, defined by the system default [**code page**](#gt_210637d9-9634-4652-a935-ded3cd434f38), that indicates which database indexes were used by the DC to perform the search.

If the client does not have the SE\_DEBUG\_PRIVILEGE, a Windows Server 2003, Windows Server 2003 R2, or ADAM DC MUST return the value 0 for the **entriesReturned** and **entriesVisited** fields of this structure. The server MUST return NULL for the **filter** and **index** fields of this structure.

For Windows Server 2008 and later DCs, the controlValue of the response control is the BER encoding of the following ASN.1 structure if the SO\_EXTENDED\_FMT flag is not specified.

1. StatsResponseValueV3 ::= SEQUENCE {
2. threadCountTag INTEGER
3. threadCount INTEGER
4. callTimeTag INTEGER
5. callTime INTEGER
6. entriesReturnedTag INTEGER
7. entriesReturned INTEGER
8. entriesVisitedTag INTEGER
9. entriesVisited INTEGER
10. filterTag INTEGER
11. filter OCTET STRING
12. indexTag INTEGER
13. index OCTET STRING
14. pagesReferencedTag INTEGER
15. pagesReferenced INTEGER
16. pagesReadTag INTEGER
17. pagesRead INTEGER
18. pagesPrereadTag INTEGER
19. pagesPreread INTEGER
20. pagesDirtiedTag INTEGER
21. pagesDirtied INTEGER
22. pagesRedirtiedTag INTEGER
23. pagesRedirtied INTEGER
24. logRecordCountTag INTEGER
25. logRecordCount INTEGER
26. logRecordBytesTag INTEGER
27. logRecordBytes INTEGER
28. }

In this structure, fields with the same name as fields in the Windows Server 2003 structure are defined as in the Windows Server 2003 structure. **pagesReferencedTag**, **pagesReadTag**, **pagesPrereadTag**, **pagesDirtiedTag**, **pagesRedirtiedTag**, **logRecordCountTag**, and **logRecordCountBytesTag** are 9, 10, 11, 12, 13, 14, and 15, respectively. **pagesReferenced** is the number of database pages referenced by the DC in processing the search. **pagesRead** is the number of database pages read from disk, and **pagesPreread** is the number of database pages preread from disk by the DC in processing the search. **pagesDirtied** is the number of clean database pages modified by the DC in processing the search, while **pagesRedirtied** is the number of previously modified database pages that were modified by the DC in processing the search. **logRecordCount** and **logRecordBytes** are the number and size in bytes, respectively, of database log records generated by the DC in processing the search.

For Windows Server 2008 and later DCs, if the SO\_EXTENDED\_FMT flag is specified, an alternative format is used for the controlValue of the response control instead of the format shown previously. Unlike the previous formats in which each statistic is assigned a fixed position within the structure, in the alternative format the ordering of the statistics can change. Rather than relying on position, each statistic has an associated human-readable string that specifies what that statistic is. Additionally, the use of these associated strings alleviates the need to hard-code the positional information into the client-side parser of the response control, permitting the DC to be [**updated**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) to return addition statistics without necessitating a corresponding client-side change.

When using the alternative format, the controlValue of the response control is the BER encoding of the following ASN.1 structure.

1. StatsResponseValueV4 ::= SEQUENCE OF SEQUENCE {
2. statisticName OCTET STRING
3. CHOICE {
4. intStatistic [0] INTEGER
5. stringStatistic [1] OCTET STRING
6. }
7. }

If the human-readable string in an element of the **StatsResponseValueV4** structure is the empty string, then the element contains an undefined value of no significance.

Effectively, this is an array of statistics, in which each statistic has a human-readable name (the **statisticName** field) and a value. If it is an integer-valued statistic, the value is stored in the **intStatistic** field. If it is a string-valued statistic, the value is stored in the **stringStatistic** field.

When the SO\_EXTENDED\_FMT flag is specified, Windows Server 2008 and later DCs return the same statistics as if the flag was not specified. The only difference is the format used to return the statistics. The wording of the **statisticName** field is implementation-defined. Currently, the wording as it maps to each statistic as specified in the non-SO\_EXTENDED\_FMT version of the structure is as follows.

1. threadCount "Thread count"
2. callTime "Call time (in ms)"
3. entriesReturned "Entries Returned"
4. entriesVisited "Entries Visited"
5. filter "Used Filter"
6. index "Used Indexes"
7. pagesReferenced "Pages Referenced"
8. pagesRead "Pages Read From Disk"
9. pagesPreread "Pages Pre-read From Disk"
10. pagesDirtied "Clean Pages Modified"
11. pagesRedirtied "Dirty Pages Modified"
12. logRecordCount "Log Records Generated"
13. logRecordBytes "Log Record Bytes Generated"

For Windows Server 2008 through Windows Server 2012 R2 DCs, a requestor is said to have *debug search stats permitted* when it holds the SE\_DEBUG\_PRIVILEGE. For Windows Server 2016 and later DCs, a requestor is said to have debug search stats permitted if it holds the SE\_DEBUG\_PRIVILEGE or if it has the control access right identified by the GUID {b3ab0434-7863-4891-bdbd-9ca79f1c099b} on the queryPolicy object for the DC (section [3.1.1.3.4.6](#Section_3f0137a163df400cbf97e1040f055a99)).

If the client does not have debug search stats permitted, Windows Server 2008 and later DCs MUST return the value 0 for the **entriesReturned**, **entriesVisited**, **pagesReferenced**, **pagesRead**, **pagesPreread**, **pagesDirtied**, **pagesRedirtied**, **logRecordCount**, and **logRecordBytes** fields, regardless of the format in which the data is returned. The server MUST return NULL for the **filter** and **index** fields, regardless of the format in which the data is returned.

When the SO\_EXTENDED\_FMT flag is specified and the client has debug search stats permitted, Windows Server 2016 and later DCs additionally return the following statistics: **indicesRequiredToOptimize**, **queryOptimizerState**, **atqDelay**, **cpuTime**, and **searchSignature**.

**indicesRequiredToOptimize** is a space-separated list of attributes for which no indices exist and for which the implementation could have performed a more optimized search if such indices existed. **queryOptimizerState** is a description of the final processing state of the implementation's query pre-processing. This statistic is only returned when the SO\_STATS or SO\_ONLY\_OPTIMIZE flags are specified in addition to the SO\_EXTENDED\_FMT flag. **atqDelay** is an approximation of the amount of time (in milliseconds) that the request spent on a queue on the DC before the DC began to actively process the request. **cpuTime** is an approximation of the amount of time (in milliseconds) that the DC spent to actively process the request. There is no protocol requirement regarding the accuracy of these approximations. **searchSignature** is an implementation-defined value that encapsulates some of the search parameters. The choice of which parameters to encapsulate and how to encapsulate them is an implementation detail and not normatively defined by the protocol. Informally, the intent of this statistic is to assign the same signature to "similar" searches. The wording of the **statisticName** field as it maps to these additional statistics is as follows.

1. indicesRequiredToOptimize "Indices required to optimize"
2. queryOptimizerState "Query optimizer state"
3. atqDelay "Atq Delay"
4. cpuTime "CPU Time"
5. searchSignature "Search Signature"

When the SO\_EXTENDED\_FMT flag is specified, Windows Server v1803 and later DCs additionally return the following statistics: **callTimeTotal**, **cpuTimeTotal**, **retryCount**, and **correlationId**.

If the client does not have debug search stats permitted, a Windows Server v1803 and later DC MUST return the value 0 for the **callTimeTotal**, **cpuTimeTotal**, and **retryCount** fields, regardless of the format in which the data is returned.

The **retryCount** field is an integer containing the number of times the LDAP request was internally re-attempted while fulfilling the request. **callTimeTotal** is an approximation of the overall time taken (in milliseconds) to fulfill a request including overhead real time. **cpuTimeTotal** is an approximation of the amount of time (in milliseconds) that the DC spent to actively process the request including overhead processing time. **correlationId** contains an identifier for the LDAP request. If a correlation identifier was provided to the DC via the LDAP\_SERVER\_SET\_CORRELATION\_ID\_OID control, that value is returned. If no such correlation identifier was provided, there is no restriction on what value is returned. The wording of the **statisticName** field as it maps to these additional statistics is as follows.

1. callTimeTotal "Total call time (in ms)"
2. cpuTimeTotal "Total CPU time"
3. retryCount "Number of retries"
4. correlationId "Correlation ID"

When the SO\_EXTENDED\_FMT flag is specified, Windows Server v1809 and later DCs and Windows Server 2019 and later DCs additionally return the following statistics:

* **linksAdded** and **linksDeleted**.

If the client does not have debug search stats permitted, or if the request is a search request, the DC MUST return the value 0 for these fields, regardless of the format in which the data is returned.

* For values not equal to 0, DCs additionally return **optimizedLinkSeeks**, **nonOptimizedLinkSeeks**, **selectionFilterOverhead**, and **linkIndexMisses**.

If the client does not have debug search stats permitted, the DC MUST NOT return these fields, regardless of the format in which the data is returned. Otherwise, the above specified values are additionally returned by the **DC**.

The **linksAdded** field is an integer containing the number of object links added while fulfilling the request. The **linksDeleted** field is an integer containing the number of object links deleted while fulfilling the request. **optimizedLinkSeeks** is an implementation-defined value that approximates the relative optimized data-seek expense of retrieving object links while fulfilling the request. **nonOptimizedLinkSeeks** is an implementation-defined value that approximates the relative unoptimized data-seek expense of retrieving object links while fulfilling the request. **selectionFilterOverhead** is an implementation-defined value that approximates the relative data-processing expense of applying a selection filter while fulfilling the request. **linkIndexMisses** is an implementation-defined value that approximates the number of times that indexes could not be used while applying a selection filter when fulfilling the request. The wording of the **statisticName** field as it maps to these additional statistics is as follows.

1. linksAdded "Links Added"
2. linksDeleted "Links Deleted"
3. optimizedLinkSeeks "Optimized Link Seeks"
4. nonOptimizedLinkSeeks "Non-Optimized Link Seeks"
5. selectionFilterOverhead "Selection Filter Overhead"
6. linkIndexMisses "Link Index Misses"

LDAP\_SERVER\_LAZY\_COMMIT\_OID

The LDAP\_SERVER\_LAZY\_COMMIT\_OID control is used to modify the behavior of any [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) operation. The presence of this control instructs the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) that it can sacrifice durability guarantees on [**updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) to improve performance.

When sending this control to the DC, the controlValue field of the Control structure is omitted. Sending this control to the DC does not cause the server to include any controls in its response.

LDAP\_SERVER\_PERMISSIVE\_MODIFY\_OID

The LDAP\_SERVER\_PERMISSIVE\_MODIFY\_OID control is used to modify the behavior of an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) modify operation. An LDAP modify operation normally returns an error if it attempts to add an [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) that already exists on an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) to that object (or, in the case of multivalued attributes, it attempts to add a value that is already present in the attribute). An LDAP modify operation will also normally fail if it attempts to delete an attribute that does not exist on the specified object or that does not contain the value specified in the deletion request. With this control, adding a value to an attribute that already exists and already contains the value to be added will cause the server to return *success* even though no modification was actually performed by the server. Similarly, deletion of an attribute that does not exist or does not contain the specified value will return *success*.

When sending this control to the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), the controlValue field of the Control structure is omitted. Sending this control to the DC does not cause the server to include any controls in its response.

LDAP\_SERVER\_NOTIFICATION\_OID

The LDAP\_SERVER\_NOTIFICATION\_OID control is used with an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) search operation to register the client that is to be notified when changes are made to an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9).

Notifications are asynchronous operations. When the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) receives a search request with this control attached, it does not immediately send a response to the request. Instead, when an object is modified, if that object falls within the scope of the search request to which the LDAP\_SERVER\_NOTIFICATION\_OID control was attached, the DC sends a SearchEntry response that contains the modified object to the client, using the messageID from the original search request (SearchEntry and messageID are defined in [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.1.1). The SearchEntry response will contain those [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the object that were requested in the original request. These attributes are not necessarily the attributes that were modified. A client indicates that it no longer requires notifications by sending an LDAP abandon operation, specifying the messageID of the original search request.

LDAP search requests that include this control are subject to the following restrictions:

* The only [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda) permitted in the search request is "(objectclass = \*)". The server will return the error *unwillingToPerform* / *<unrestricted>* if this is not the case.
* Base, one-level, and subtree search scopes are permitted. For Windows 2000 DCs, if the base [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) specified in a subtree search is not the root of an [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942), the server returns the error *unwillingToPerform* / *<unrestricted>*. Windows Server 2003 and later DCs do not have this restriction.

When sending this control to the DC, the **controlValue** field of the Control structure is omitted. Sending this control to the DC does not cause the server to include any controls in its eventual responses.

LDAP\_SERVER\_RANGE\_OPTION\_OID

LDAP\_SERVER\_RANGE\_OPTION\_OID, unlike the other controls discussed in this section, does not actually designate an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) extended control. Nonetheless, it is included in this discussion because its [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) is found in the supportedControl [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the [**DC's**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6). The presence of this OID indicates that the DC supports range retrieval of multivalued attributes. Range retrieval is a mechanism that permits attributes that have too many values to be retrieved in a single LDAP search request to be retrieved via multiple LDAP search requests. Range retrieval is documented in section [3.1.1.3.1.3.3](#Section_e27b48db6f8244cd90382e54f790cc1f).

**Note**  Although this OID is not present in the supportedControl attribute of Windows 2000 DCs, such DCs nonetheless support range retrieval.

LDAP\_SERVER\_SD\_FLAGS\_OID

The LDAP\_SERVER\_SD\_FLAGS\_OID control is used with an LDAP Search request to control the portion of a [**Windows security descriptor**](#gt_270e50c4-3740-4cfe-b642-9a54b0c25b80) to retrieve. The [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) returns only the specified portion of the [**security descriptors**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350). It is also used with LDAP Modify requests[2](#pbn2) to control the portion of a Windows security descriptor to modify. The DC modifies only the specified portion of the security descriptor.

When sending this control to the DC, the controlValue field is set to the [**BER**](#gt_604a7335-ec3e-4c3b-a8a9-c6c36f53d063) encoding of the following ASN.1 structure.

1. SDFlagsRequestValue ::= SEQUENCE {
2. Flags INTEGER
3. }

The **Flags** value has the following format presented in [**big-endian**](#gt_6f6f9e8e-5966-4727-8527-7e02fb864e7e) byte order. X denotes unused bits that SHOULD be set to 0 by the client and that MUST be ignored by the server.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | S S I | D S I | G S I | O S I |

The **Flags** value is a combination of zero or more bit flags from the following table.

| Bit flag name and value | Portion of security descriptor to retrieve/update |
| --- | --- |
| OWNER\_SECURITY\_INFORMATION (OSI)  0x1 | Owner identifier of the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). |
| GROUP\_SECURITY\_INFORMATION (GSI)  0x2 | [**Primary group**](#gt_e5134397-f946-4acc-a593-46c04c52774f) identifier. |
| DACL\_SECURITY\_INFORMATION (DSI)  0x4 | [**Discretionary access control list (DACL)**](#gt_d727f612-7a45-48e4-9d87-71735d62b321) of the object. |
| SACL\_SECURITY\_INFORMATION (SSI)  0x8 | [**System access control list (SACL)**](#gt_c189801e-3752-4715-88f4-17804dad5782) of the object. |

Specifying **Flags** with no bits set, or not using the LDAP\_SERVER\_SD\_FLAGS\_OID control, is equivalent to setting **Flags** to (OWNER\_SECURITY\_INFORMATION | GROUP\_SECURITY\_INFORMATION | DACL\_SECURITY\_INFORMATION | SACL\_SECURITY\_INFORMATION). Sending this control to the DC does not cause the server to include any controls in its response.

2 Clarified the use of the LDAP\_SERVER\_SD\_FLAGS\_OID control with respect to LDAP Modify requests in the operating systems specified by [[MSFT-CVE-2021-42291]](https://go.microsoft.com/fwlink/?linkid=2180155), each with its related MSKB article download installed.

LDAP\_SERVER\_SEARCH\_OPTIONS\_OID

The LDAP\_SERVER\_SEARCH\_OPTIONS\_OID control is used with an LDAP Search request to control various behaviors.

When sending this control to the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), the controlValue field is set to the [**BER**](#gt_604a7335-ec3e-4c3b-a8a9-c6c36f53d063) encoding of the following ASN.1 structure.

1. SearchOptionsRequestValue ::= SEQUENCE {
2. Flags INTEGER
3. }

The **Flags** value has the following format presented in [**big-endian**](#gt_6f6f9e8e-5966-4727-8527-7e02fb864e7e) byte order. X denotes unused bits that SHOULD be set to 0 by the client and that MUST be ignored by the server.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | S S F P R | S S F D S |

The **Flags** value is a combination of zero or more bit flags from the following table.

| Bit flag name and value | Description |
| --- | --- |
| SERVER\_SEARCH\_FLAG\_DOMAIN\_SCOPE (SSFDS)  1 | Prevents continuation references from being generated when the search results are returned. This performs the same function as the LDAP\_SERVER\_DOMAIN\_SCOPE\_OID control. |
| SERVER\_SEARCH\_FLAG\_PHANTOM\_ROOT (SSFPR)  2 | For [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), instructs the server to search all [**NC replicas**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) except [**application NC**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a) [**replicas**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) that are subordinate to the search base, even if the search base is not instantiated on the server. For [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), the behavior is the same except that it also includes application NC replicas in the search. For AD DS and AD LDS, this will cause the search to be executed over all NC replicas (except for application NCs on AD DS DCs) held on the DC that are subordinate to the search base. This enables search bases such as the empty string, which would cause the server to search all of the NC replicas (except for application NCs on AD DS DCs) that it holds. |

Sending this control to the DC does not cause the server to include any controls in its response.

LDAP\_SERVER\_SORT\_OID and LDAP\_SERVER\_RESP\_SORT\_OID

This request control and its corresponding response control, LDAP\_SERVER\_RESP\_SORT\_OID, are documented in [[RFC2891]](https://go.microsoft.com/fwlink/?LinkId=91357).

[**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) only support sorting on a single [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) at a time. Therefore, the client constructs a SortKeyList that contains only one sequence. DCs running Windows 2000 do not support ordering rules when sorting, so the client omits the orderingRule field of the SortKeyList when sending this control to a DC running Windows 2000; sorting uses the *English: United States* sort order. Starting with Windows Server 2003, DCs support ordering rules for the sort orders specified in the following table; if no ordering rule is specified, the DC uses the *English: United States* sort order. Section [6.5](#Section_fb01aa88fe3c4851a139318493addb9a) specifies, by reference to [[MS-UCODEREF]](%5bMS-UCODEREF%5d.pdf#Section_4a045e08fc294f22baf416f38c2825fb), the effect of each sort order. Section [2.2.1](#Section_a29e5c289fb94c498e434b9b8e733a05) specifies the mapping between the sort orders that follow and the LCIDs used in section 6.5.

| Ordering rule OID | Sort order |
| --- | --- |
| 1.2.840.113556.1.4.1461 | *Afrikaans* |
| 1.2.840.113556.1.4.1462 | *Albanian* |
| 1.2.840.113556.1.4.1463 | *Arabic: Saudi Arabia* |
| 1.2.840.113556.1.4.1464 | *Arabic: Iraq* |
| 1.2.840.113556.1.4.1465 | *Arabic: Egypt* |
| 1.2.840.113556.1.4.1466 | *Arabic: Libya* |
| 1.2.840.113556.1.4.1467 | *Arabic: Algeria* |
| 1.2.840.113556.1.4.1468 | *Arabic: Morocco* |
| 1.2.840.113556.1.4.1469 | *Arabic: Tunisia* |
| 1.2.840.113556.1.4.1470 | *Arabic: Oman* |
| 1.2.840.113556.1.4.1471 | *Arabic: Yemen* |
| 1.2.840.113556.1.4.1472 | *Arabic: Syria* |
| 1.2.840.113556.1.4.1473 | *Arabic: Jordan* |
| 1.2.840.113556.1.4.1474 | *Arabic: Lebanon* |
| 1.2.840.113556.1.4.1475 | *Arabic: Kuwait* |
| 1.2.840.113556.1.4.1476 | *Arabic: UAE* |
| 1.2.840.113556.1.4.1477 | *Arabic: Bahrain* |
| 1.2.840.113556.1.4.1478 | *Arabic: Qatar* |
| 1.2.840.113556.1.4.1479 | *Armenian* |
| 1.2.840.113556.1.4.1480 | *Assamese* |
| 1.2.840.113556.1.4.1481 | *Azeri: Latin* |
| 1.2.840.113556.1.4.1482 | *Azeri: Cyrillic* |
| 1.2.840.113556.1.4.1483 | *Basque* |
| 1.2.840.113556.1.4.1484 | *Belarussian* |
| 1.2.840.113556.1.4.1485 | *Bengali* |
| 1.2.840.113556.1.4.1486 | *Bulgarian* |
| 1.2.840.113556.1.4.1487 | *Burmese* |
| 1.2.840.113556.1.4.1488 | *Catalan* |
| 1.2.840.113556.1.4.1489 | *Chinese: Taiwan* |
| 1.2.840.113556.1.4.1490 | *Chinese: PRC* |
| 1.2.840.113556.1.4.1491 | *Chinese: Hong Kong SAR* |
| 1.2.840.113556.1.4.1492 | *Chinese: Singapore* |
| 1.2.840.113556.1.4.1493 | *Chinese: Macau SAR* |
| 1.2.840.113556.1.4.1494 | *Croatian* |
| 1.2.840.113556.1.4.1495 | *Czech* |
| 1.2.840.113556.1.4.1496 | *Danish* |
| 1.2.840.113556.1.4.1497 | *Dutch* |
| 1.2.840.113556.1.4.1498 | *Dutch:Belgium* |
| 1.2.840.113556.1.4.1499 | *English: United States* |
| 1.2.840.113556.1.4.1500 | *English: United Kingdom* |
| 1.2.840.113556.1.4.1665 | *English: Australia* |
| 1.2.840.113556.1.4.1666 | *English: Canada* |
| 1.2.840.113556.1.4.1667 | *English: New Zealand* |
| 1.2.840.113556.1.4.1668 | *English: Ireland* |
| 1.2.840.113556.1.4.1505 | *English: South Africa* |
| 1.2.840.113556.1.4.1506 | *English: Jamaica* |
| 1.2.840.113556.1.4.1507 | *English: Caribbean* |
| 1.2.840.113556.1.4.1508 | *English: Belize* |
| 1.2.840.113556.1.4.1509 | *English:Trinidad* |
| 1.2.840.113556.1.4.1510 | *English: Zimbabwe* |
| 1.2.840.113556.1.4.1511 | *English: Philippines* |
| 1.2.840.113556.1.4.1512 | *Estonian* |
| 1.2.840.113556.1.4.1513 | *Faeroese* |
| 1.2.840.113556.1.4.1514 | *Persian* |
| 1.2.840.113556.1.4.1515 | *Finnish* |
| 1.2.840.113556.1.4.1516 | *French: France* |
| 1.2.840.113556.1.4.1517 | *French: Belgium* |
| 1.2.840.113556.1.4.1518 | *French: Canada* |
| 1.2.840.113556.1.4.1519 | *French: Switzerland* |
| 1.2.840.113556.1.4.1520 | *French: Luxembourg* |
| 1.2.840.113556.1.4.1521 | *French: Monaco* |
| 1.2.840.113556.1.4.1522 | *Georgian* |
| 1.2.840.113556.1.4.1523 | *German: Germany* |
| 1.2.840.113556.1.4.1524 | *German: Switzerland* |
| 1.2.840.113556.1.4.1525 | *German: Austria* |
| 1.2.840.113556.1.4.1526 | *German: Luxembourg* |
| 1.2.840.113556.1.4.1527 | *German: Liechtenstein* |
| 1.2.840.113556.1.4.1528 | *Greek* |
| 1.2.840.113556.1.4.1529 | *Gujarati* |
| 1.2.840.113556.1.4.1530 | *Hebrew* |
| 1.2.840.113556.1.4.1531 | *Hindi* |
| 1.2.840.113556.1.4.1532 | *Hungarian* |
| 1.2.840.113556.1.4.1533 | *Icelandic* |
| 1.2.840.113556.1.4.1534 | *Indonesian* |
| 1.2.840.113556.1.4.1535 | *Inukitut* |
| 1.2.840.113556.1.4.1536 | *Italian:Italy* |
| 1.2.840.113556.1.4.1537 | *Italian:Switzerland* |
| 1.2.840.113556.1.4.1538 | *Japanese* |
| 1.2.840.113556.1.4.1539 | *Kannada* |
| 1.2.840.113556.1.4.1540 | *Kashmiri Arabic* |
| 1.2.840.113556.1.4.1541 | *Kashmiri* |
| 1.2.840.113556.1.4.1542 | *Kazakh* |
| 1.2.840.113556.1.4.1543 | *Khmer* |
| 1.2.840.113556.1.4.1544 | *Kirghiz* |
| 1.2.840.113556.1.4.1545 | *Konkani* |
| 1.2.840.113556.1.4.1546 | *Korean* |
| 1.2.840.113556.1.4.1547 | *Korean:Johab* |
| 1.2.840.113556.1.4.1548 | *Latvian* |
| 1.2.840.113556.1.4.1549 | *Lithuanian* |
| 1.2.840.113556.1.4.1550 | *North Macedonian* |
| 1.2.840.113556.1.4.1551 | *Malaysian* |
| 1.2.840.113556.1.4.1552 | *Malay Brunei Darussalam* |
| 1.2.840.113556.1.4.1553 | *Malayalam* |
| 1.2.840.113556.1.4.1554 | *Maltese* |
| 1.2.840.113556.1.4.1555 | *Manipuri* |
| 1.2.840.113556.1.4.1556 | *Marathi* |
| 1.2.840.113556.1.4.1557 | *Nepali:Nepal* |
| 1.2.840.113556.1.4.1558 | *Norwegian:Bokmal* |
| 1.2.840.113556.1.4.1559 | *Norwegian:Nynorsk* |
| 1.2.840.113556.1.4.1560 | *Odia* |
| 1.2.840.113556.1.4.1561 | *Polish* |
| 1.2.840.113556.1.4.1562 | *Portuguese:Brazil* |
| 1.2.840.113556.1.4.1563 | *Portuguese:Portugal* |
| 1.2.840.113556.1.4.1564 | *Punjabi* |
| 1.2.840.113556.1.4.1565 | *Romanian* |
| 1.2.840.113556.1.4.1566 | *Russian* |
| 1.2.840.113556.1.4.1567 | *Sanskrit* |
| 1.2.840.113556.1.4.1568 | *Serbian:Cyrillic* |
| 1.2.840.113556.1.4.1569 | *Serbian:Latin* |
| 1.2.840.113556.1.4.1570 | *Sindhi:India* |
| 1.2.840.113556.1.4.1571 | *Slovak* |
| 1.2.840.113556.1.4.1572 | *Slovenian* |
| 1.2.840.113556.1.4.1573 | *Spanish: SpainTraditional Sort* |
| 1.2.840.113556.1.4.1574 | *Spanish: Mexico* |
| 1.2.840.113556.1.4.1575 | *Spanish: SpainModern Sort* |
| 1.2.840.113556.1.4.1576 | *Spanish: Guatemala* |
| 1.2.840.113556.1.4.1577 | *Spanish: Costa Rica* |
| 1.2.840.113556.1.4.1578 | *Spanish: Panama* |
| 1.2.840.113556.1.4.1579 | *Spanish: Dominican Republic* |
| 1.2.840.113556.1.4.1580 | *Spanish: Venezuela* |
| 1.2.840.113556.1.4.1581 | *Spanish: Colombia* |
| 1.2.840.113556.1.4.1582 | *Spanish: Peru* |
| 1.2.840.113556.1.4.1583 | *Spanish: Argentina* |
| 1.2.840.113556.1.4.1584 | *Spanish: Ecuador* |
| 1.2.840.113556.1.4.1585 | *Spanish: Chile* |
| 1.2.840.113556.1.4.1586 | *Spanish: Uruguay* |
| 1.2.840.113556.1.4.1587 | *Spanish: Paraguay* |
| 1.2.840.113556.1.4.1588 | *Spanish: Bolivia* |
| 1.2.840.113556.1.4.1589 | *Spanish: El Salvador* |
| 1.2.840.113556.1.4.1590 | *Spanish: Honduras* |
| 1.2.840.113556.1.4.1591 | *Spanish: Nicaragua* |
| 1.2.840.113556.1.4.1592 | *Spanish: Puerto Rico* |
| 1.2.840.113556.1.4.1593 | *Swahili: Kenya* |
| 1.2.840.113556.1.4.1594 | *Swedish* |
| 1.2.840.113556.1.4.1595 | *Swedish: Finland* |
| 1.2.840.113556.1.4.1596 | *Tamil* |
| 1.2.840.113556.1.4.1597 | *Tatar: Tatarstan* |
| 1.2.840.113556.1.4.1598 | *Telugu* |
| 1.2.840.113556.1.4.1599 | *Thai* |
| 1.2.840.113556.1.4.1600 | *Turkish* |
| 1.2.840.113556.1.4.1601 | *Ukrainian* |
| 1.2.840.113556.1.4.1602 | *Urdu: Pakistan* |
| 1.2.840.113556.1.4.1603 | *Urdu: India* |
| 1.2.840.113556.1.4.1604 | *Uzbek: Latin* |
| 1.2.840.113556.1.4.1605 | *Uzbek: Cyrillic* |
| 1.2.840.113556.1.4.1606 | *Vietnamese* |
| 1.2.840.113556.1.4.1607 | *Japanese: XJIS* |
| 1.2.840.113556.1.4.1608 | *Japanese:* [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) |
| 1.2.840.113556.1.4.1609 | *Chinese: Big5* |
| 1.2.840.113556.1.4.1610 | *Chinese: PRCP* |
| 1.2.840.113556.1.4.1611 | *Chinese:* Unicode |
| 1.2.840.113556.1.4.1612 | *Chinese: PRC* |
| 1.2.840.113556.1.4.1613 | *Chinese: BOPOMOFO* |
| 1.2.840.113556.1.4.1614 | *Korean: KSC* |
| 1.2.840.113556.1.4.1615 | *Korean:* Unicode |
| 1.2.840.113556.1.4.1616 | *German Phone Book* |
| 1.2.840.113556.1.4.1617 | *Hungarian: Default* |
| 1.2.840.113556.1.4.1618 | *Hungarian: Technical* |
| 1.2.840.113556.1.4.1619 | *Georgian: Traditional* |
| 1.2.840.113556.1.4.1620 | *Georgian: Modern* |

Windows Server 2008 and later support an additional sort behavior called "phonetic display name sort". This behavior is triggered by specifying "msDS-PhoneticDisplayName;extended" as the attributeType in the SortKeyList ([RFC2891] section 1.1). When this option is present, the DC checks that the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) request satisfies the following requirements:

* The operation is an LDAP search request.
* The orderingRule field specifies the Japanese sort order (namely, "1.2.840.113556.1.4.1538").
* The LDAP\_CONTROL\_VLVREQUEST control is attached to the search.
* The search request has been sent to a global catalog port (port 3268 or 3269).
* The scope of the search request is wholeSubtree.
* The base [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) of the search request specifies the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) "".
* The [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda) is set to (&(showInAddressBook=X)(displayName=\*)), where X is a distinguished name and there exists an object O such that O!objectClass = addressBookContainer and O!distinguishedName = X.

If one or more of these criteria are not satisfied, the server returns the error *unwillingToPerform* / *<unrestricted>*.

If all of these criteria are satisfied, the DC performs a phonetic display name sort. In this sort, the search results are sorted on the msDS-PhoneticDisplayName attribute, using the Japanese sort order, in the normal fashion, except that if an object O does not have a value for the msDS-PhoneticDisplayName attribute but does have a value V for the displayName attribute, the server treats V as the value of O!msDS-PhoneticDisplayName for the purposes of the sort.

For example, consider an unsorted search result set consisting of four objects, as shown in the following table. Note that object #2 does not have a value for msDS-PhoneticDisplayName.

| Object # | msDS-PhoneticDisplayName value | displayName value |
| --- | --- | --- |
| 1 | A | C |
| 2 |  | D |
| 3 | B | E |
| 4 | F | C |

Assuming for the purpose of this example that the letters A...Z sort in the order {A, ..., Z}, the results of performing a phonetic display name sort on the preceding data is the following.

| Object # | msDS-PhoneticDisplayName value | displayName value |
| --- | --- | --- |
| 1 | A | C |
| 3 | B | E |
| 2 |  | D |
| 4 | F | C |

In particular, object #2 was placed before object #4 because the sort treated it as if it had the value "D" for its msDS-PhoneticDisplayName attribute.

LDAP\_SERVER\_SHOW\_DELETED\_OID

The LDAP\_SERVER\_SHOW\_DELETED\_OID control is used with an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) operation to specify that [**tombstones**](#gt_9d8e0963-13fa-4e19-a97f-7ce6bc90d20f) and [**deleted-objects**](#gt_d9c9e99f-74f1-483e-bcb1-310e75ff1344) must be visible to the operation. For example, when the control is used with an LDAP search operation, the search results include any tombstones or deleted-objects that match the search [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda).

The following table compares the behavior of the two similar controls LDAP\_SERVER\_SHOW\_DELETED\_OID and [LDAP\_SERVER\_SHOW\_RECYCLED\_OID (section 3.1.1.3.4.1.26)](#Section_b96e43b027834597b7a0f3f3f458cbf6).

| Extended control name | Deleted-objects | Tombstones | Recycled-objects |
| --- | --- | --- | --- |
| LDAP\_SERVER\_SHOW\_DELETED\_OID | Visible | Visible | Not Visible |
| LDAP\_SERVER\_SHOW\_RECYCLED\_OID | Visible | Visible | Visible |

When sending this control to the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), the controlValue field of the Control structure is omitted. Sending this control to the DC does not cause the server to include any controls in its response.

LDAP\_SERVER\_TREE\_DELETE\_OID

The LDAP\_SERVER\_TREE\_DELETE\_OID control is used with an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) delete operation to cause the server to recursively delete the entire subtree of [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) located underneath the object specified in the delete operation. The object specified in the delete operation is also deleted.

The server deletes between 1 and 16,384 objects. If the server does not delete the entire tree in a single LDAP delete request, it MUST NOT delete the root of the tree (the object specified in the delete operation), and MUST return the error code *adminLimitExceeded* / *ERROR\_DS\_TREE\_DELETE\_NOT\_FINISHED*.

When sending this control to the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), the controlValue field of the Control structure is omitted. Sending this control to the DC does not cause the server to include any controls in its response.

LDAP\_SERVER\_VERIFY\_NAME\_OID

The LDAP\_SERVER\_VERIFY\_NAME\_OID control is used with LDAP Add and Modify requests to identify the [**global catalog server (GC server)**](#gt_a5a99ce4-e206-42dc-8874-e103934c5b0d) that is used to verify the existence of any [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) pointed to by [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) values (as specified in section [3.1.1.1.6](#Section_538ec13514654266bb0a777924f02846)). If the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) needs to call a GC server while processing the Add or Modify request, it calls the GC server specified in this control. If this control is not used, the DC is free to call any GC server in the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62).

When sending this control to the DC, the **controlValue** field is set to the [**BER**](#gt_604a7335-ec3e-4c3b-a8a9-c6c36f53d063) encoding of the following ASN.1 structure:

1. VerifyNameRequestValue ::= SEQUENCE {
2. Flags INTEGER
3. ServerName OCTET STRING
4. }

where **Flags** is ignored and **ServerName** is a [**UTF-16**](#gt_4c9eef52-69d4-43e7-ac04-ff1fe43a94fb) encoded [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string containing the [**FQDN (1)**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e) of the GC server to contact for verification. Sending this control to the DC does not cause the server to include any controls in its response.

If the LDAP Add or Modify request needs to call a GC server and the server designated by this control in the request is not available or is not a GC server, the Add or Modify request fails with the error *unavailable* / *<unrestricted>*.

LDAP\_CONTROL\_VLVREQUEST and LDAP\_CONTROL\_VLVRESPONSE

The LDAP\_CONTROL\_VLVREQUEST control is used with an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) search operation to retrieve a subset of the [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that satisfy the search request. This control permits the client to specify a particular object (the "target object") in a sorted set of search results, and to request that the server return a specified number of objects before and after the target object, in addition to the target object itself. "Before" and "after" the target object are relative to the sort order of the search result set. The server will not return objects whose [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) value, used as the sort key, is absent. This control can only be used if the [LDAP\_SERVER\_SORT\_OID (section 3.1.1.3.4.1.13)](#Section_6b7b93f17c1a45c29544c067b94bba20) control is also specified.

When sending this control to the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), the **controlValue** field is set to the [**BER**](#gt_604a7335-ec3e-4c3b-a8a9-c6c36f53d063) encoding of the following ASN.1 structure (maxInt is defined in [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.1.1):

1. VLVRequestValue ::= SEQUENCE {
2. beforeCount INTEGER (0..maxInt),
3. afterCount INTEGER (0..maxInt),
4. CHOICE {
5. byoffset [0] SEQUENCE {
6. offset INTEGER (0 .. maxInt),
7. contentCount INTEGER (0 .. maxInt)
8. },
9. greaterThanOrEqual [1] AssertionValue
10. },
11. contextID OCTET STRING OPTIONAL
12. }

where **beforeCount** indicates how many objects before the target object are to be included in the search results, and **afterCount** indicates how many objects after the target object are to be included in the search results.

**byoffset** and **greaterThanOrEqual** provide two mutually exclusive ways of specifying the target object. These will now be discussed in turn.

First, the target object can be specified by its position relative to the first object in the sorted set of objects that satisfy the search request, in which case the **byoffset** choice is used. In this case, **contentCount** contains the client's estimation of the total number of objects that satisfy the search criteria. If the client specifies 0 for **contentCount**, it is as if the client had specified a number identical to the server's estimate of the total number of objects that satisfy the search criteria—the quantity **serverContentCount** below. **offset** is used with **contentCount** to specify the position (relative to the first object in the sorted set of search results) of the object to use as the target object according to the following formula:

**p** = **serverContentCount** \* (**offset** / **contentCount**)

where **serverContentCount** is the DC's estimate of the total number of objects that satisfy the search criteria. The object located at position **p** in the sorted list of search results is used as the target object.

A value of **offset** equal to 1 means that the target object is the first object in the search result set, while a value of **offset** equal to **contentCount** means the target object is the last object in the search result set. The **offset** value cannot equal 0 unless **contentCount** also equals 0. If the client specified 0 for **contentCount**, then **p** = **offset** in the preceding formula, so the target object is **offset**-1 objects beyond the first object in the search result set, unless both **offset** and **contentCount** are equal to 0, in which case the previous rule applies.

The second means of specifying the target object is by the **greaterThanOrEqual** choice, instead of the **byoffset** choice. In this case, **greaterThanOrEqual** is an AssertionValue as defined in [RFC2251] section 4.1.7. The target object is the first object in the sorted result set for which the value of the attribute on which it is sorted (that is, the attribute specified by **attributeType** in the LDAP\_SERVER\_SORT\_OID control) is greater than or equal to the value specified by **greaterThanOrEqual**. However, if the sort order is reversed (by specifying that the **reverseOrder** field of the LDAP\_SERVER\_SORT\_OID control is true), then the target object is the first object for which the sort attribute value is less than or equal to the **greaterThanOrEqual** value.

If the **contextID** field is present, it is the opaque value returned by the DC as the **contextIDServer** field of the LDAP\_CONTROL\_VLVRESPONSE control that was returned with the search response to the previous search over the same "list" as this search. A "list" is a sorted set of search results, defined by a search request value sent to a particular DC over a particular [**LDAP connection**](#gt_198f4791-cea3-465d-89e2-262991624e08). The client omits this field if this is the first search request that included the LDAP\_CONTROL\_VLVREQUEST control for the "list", or if the client did not retain the **contextIDServer** field of the previous LDAP\_CONTROL\_VLVRESPONSE for the "list". The presence or absence of the **contextID** field in the request only affects performance. The **contextID** is valid only on the DC that returned it. If an invalid **contextID** is present, then the LDAP\_CONTROL\_VLVREQUEST control is ignored.

When the server receives a search request with the LDAP\_CONTROL\_VLVREQUEST control attached to it, it includes a response control in the search response. The **controlType** field of the returned Control structure is set to the [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) of the LDAP\_CONTROL\_VLVRESPONSE control, and the controlValue is the BER encoding of the following ASN.1 structure.

1. VLVResponseValue ::= SEQUENCE {
2. targetPosition INTEGER (0 .. maxInt),
3. contentCount INTEGER (0 .. maxInt),
4. virtualListViewResult ENUMERATED {
5. success (0),
6. operationsError (1),
7. unwillingToPerform (53),
8. insufficientAccessRights (50),
9. busy (51),
10. timeLimitExceeded (3),
11. adminLimitExceeded (11),
12. sortControlMissing (60),
13. offsetRangeError (61),
14. other (80)
15. },
16. contextIDServer OCTET STRING OPTIONAL
17. }

where **targetPosition** is the position of the target object relative to the beginning of the sorted set of search results, **contentCount** is the server's estimate of the total number of objects that satisfy the search request, **contextIDServer** is the opaque value described in the specification of the **contextID** field earlier in this section, and **virtualListViewResult** is an LDAP error code that indicates the success or failure of the DC in processing the LDAP\_CONTROL\_VLVREQUEST control. These codes have the same meanings as defined for LDAP in [RFC2251], but they pertain specifically to the processing of the control. Error codes *sortControlMissing* and *offsetRangeError* are not defined in [RFC2251]. In the [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) implementation of virtual list view (VLV), **virtualListViewResult** is set to error code *sortControlMissing* if the LDAP\_SERVER\_SORT\_OID control is not specified in conjunction with the LDAP\_CONTROL\_VLVREQUEST control. It is set to error code *offsetRangeError* if **contentCount** is not equal to 0 but **offset** is equal to 0.

**Notes:**

* The Active Directory implementation of VLV is based on that described in [[VLVDRAFT]](https://go.microsoft.com/fwlink/?LinkId=94450). Although implementers can consult that document as an informative reference, the preceding description documents the protocol as implemented by Active Directory. No [**claim**](#gt_d5c7aa9b-65be-4dd4-a686-cd5253eb203d) is made with regard to Active Directory's conformance or nonconformance with the protocol as specified in [VLVDRAFT].
* Active Directory support for VLV is specified in section [3.1.1.3.4.1](#Section_3c5e87db47284f29b16401dd7d7391ea) (see LDAP\_CONTROL\_VLVREQUEST and LDAP\_CONTROL\_VLVRESPONSE). The following information applies to the Active Directory implementation of VLV through Windows Server 2012 R2 without [[MSKB-3106637]](https://go.microsoft.com/fwlink/?LinkId=823244) installed, or through Windows Server 2012 with [MSKB-3106637] installed:

If an LDAP search has the LDAP\_CONTROL\_VLVREQUEST attached, a desired target object is specified using the **greaterThanOrEqual** choice, and the attribute specified in the sort control is of the 2.5.5.11 time syntax (section [3.1.1.2.2.2](#Section_7cda533ed7a44aeca51791d02ff4a1aa)), a random object is returned, not an object that satisfies the **greaterThanOrEqual** value.

LDAP\_SERVER\_ASQ\_OID

The LDAP\_SERVER\_ASQ\_OID control is used with an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) search operation. When this control is used, the search is not performed against the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) specified in the search, or the objects located underneath that object, but rather against the set of objects named by an [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of Object(DS-DN) syntax that is located on the object specified by the base [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the search request. The specific attribute to use to scope the search is named in the control. Only searches of base object scope can be used with the LDAP\_SERVER\_ASQ\_OID control.

For example, suppose there is an object o and a multivalued attribute A of Object(DS-DN) syntax such that o.A contains the DNs of objects o1, o2, and o3. An LDAP base-scope search operation that targets object o, with the LDAP\_SERVER\_ASQ\_OID control attached and specifying the A attribute, will cause the server to perform the search not against object o but against objects o1, o2, and o3.

When sending this control to the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), the controlValue field is set to the [**BER**](#gt_604a7335-ec3e-4c3b-a8a9-c6c36f53d063) encoding of the following ASN.1 structure:

1. ASQRequestValue ::= SEQUENCE {
2. sourceAttribute OCTET STRING
3. }

where **sourceAttribute** is a [**UTF-8**](#gt_409411c4-b4ed-4ab6-b0ee-6d7815f85a35) string that specifies the LDAP display name of the attribute to use to scope the search (for example, attribute A in the previous example).

When the server receives a search request with the LDAP\_SERVER\_ASQ\_OID control attached to it, it includes a response control in the search response. The controlType field of the returned Control structure is set to the [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) of the LDAP\_SERVER\_ASQ\_OID control, and the controlValue is the BER encoding of the following ASN.1 structure:

1. ASQResponseValue ::= SEQUENCE {
2. searchResults ENUMERATED {
3. success (0),
4. invalidAttributeSyntax (21),
5. unwillingToPerform (53),
6. affectsMultipleDSAs (71)
7. },
8. }

where the meaning of **searchResults** is as indicated in the following table.

| searchResult name | searchResult value | Description |
| --- | --- | --- |
| *success* | 0 | Search results are returned for all objects referenced by sourceAttribute. |
| *invalidAttributeSyntax* | 21 | sourceAttribute is not of Object(DS-DN) syntax. |
| *unwillingToPerform* | 53 | The search scope was not set to base object scope. |
| *affectsMultipleDSAs* | 71 | Partial results were returned, but not all the objects were available on the DC. |

The search results consist of each object that is specified by the **sourceAttribute** attribute, and that matches the search [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda) returned as a SearchResultEntry (defined in [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.5.2) containing the attributes specified in the attribute list of the search request. If any of the objects specified by **sourceAttribute** are not available on the DC, the search results include all of the objects that are available on the DC, and the **searchResults** return value is set to the *affectsMultipleDSAs* error code to indicate that some data that might be otherwise available is not present in the results.

LDAP\_SERVER\_QUOTA\_CONTROL\_OID

This control is used with an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) search operation to retrieve the quota of a user. When used with an LDAP search operation that queries the [**constructed attributes**](#gt_d848b035-c151-4fd8-88d9-9f152d053fee) msDS-QuotaEffective and msDS-QuotaUsed on the msDS-QuotaContainer [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca), the server will return the quota of the user who is specified by the control, rather than the quota of the user whom the connection is authenticated as.

If the caller attempts to retrieve the quota of a user other than the user whom the caller is authenticated as, and the caller does not have the RIGHT\_DS\_READ\_PROPERTY right on the Quotas [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) (described in section [6.1.1.4.3](#Section_d55ca655109b4175902a3e9d60833012)), the server returns an empty result set.

If the caller attempts to retrieve the quota of the user whom the caller is authenticated as, and the caller has neither the RIGHT\_DS\_READ\_PROPERTY right on the Quotas container (described in section 6.1.1.4.3) nor the DS-Query-Self-Quota [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) on the Quotas container, the server returns an empty result set.

These [**access checks**](#gt_d7906f17-bb2c-4193-a3f0-848bcc351dec) are also specified in section [3.1.1.4.4](#Section_e6685d315d8742d08a5fe55d337f47cd).

When sending this control to the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), the controlValue field is set to the [**BER**](#gt_604a7335-ec3e-4c3b-a8a9-c6c36f53d063) encoding of the following ASN.1 structure.

1. QuotaRequestValue ::= SEQUENCE {
2. querySID OCTET STRING
3. }

Where **querySID** is the [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d), in binary form, of the user whose quota is to be retrieved (the binary form of SIDs is documented in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.4.2). Sending this control to the DC does not cause the server to include any controls in its response.

LDAP\_SERVER\_SHUTDOWN\_NOTIFY\_OID

This control is used with an LDAP Search request. The Search request has base [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) scope. The base [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the search is the DN of the [**DC's**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) nTDSDSA object, and the search [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda) is "(objectClass=\*)". If the application sending the search request is not running on the same computer as the DC, the result is the error *unwillingToPerform* / *<unrestricted>*.

When sending this control to the DC, the controlValue field of the Control structure is omitted. Sending this control to the DC does not cause the server to include any controls in its response.

This control is only supported on the Small Business Server version of the Windows operating system.

Because this control only has an effect for applications running on the same machine as the DC, the effects of this control are not observable on the network. This control causes the DC to notify the client when the DC is shutting down. When the DC receives a search request with this control attached, it does not immediately send a response to the request. Instead, it sends the SearchResultDone response (see [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.5.2) to the request when the DC is shutting down.

LDAP\_SERVER\_FORCE\_UPDATE\_OID

A [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) does not perform [**originating updates**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20) that do not affect the state of the DC. For example, given an LDAP Modify operation that sets the value of an [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) A to a value V, if the value of A is already V prior to the Modify operation, the DC skips the [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) and returns success. The [**stamp**](#gt_ff635a35-a17d-477b-a30d-9723b415bf00) associated with A is not changed, and the Modify operation does not cause replication traffic.

When the LDAP\_SERVER\_FORCE\_UPDATE\_OID control is attached to an update operation, the DC does not perform the optimization described in the previous paragraph. The update always generates a new stamp for the attribute or [**link value**](#gt_659e8352-a6db-4752-8c05-4b21c602f238) and always replicates.

When sending this control to a DC, the controlValue field of the Control structure is omitted. Sending this control to a DC does not cause the DC to include any controls in its response.

LDAP\_SERVER\_RANGE\_RETRIEVAL\_NOERR\_OID

This control is used to modify the behavior of a range retrieval operation (see section [3.1.1.3.1.3.3](#Section_e27b48db6f8244cd90382e54f790cc1f)). When this control is not specified, if range retrieval is being performed on an [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) whose values are [**forward link values**](#gt_e5051d57-b329-4ee4-a561-3bfd49b332aa) or [**back link values**](#gt_bbcd3e91-a3a8-462b-99b3-eb6fbca89847), and the value of **low** is greater than or equal to the number of values in the attribute, the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) will return the error *operationsError* / *<unrestricted>*. If this control is specified, no error is returned in this case (and no values are returned). For example, if an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) has a member attribute with 500 values, performing the range retrieval "member;range=500-\*" will return *operationsError* / *<unrestricted>* without this control, and *success* with this control.

When sending this control to a DC, the controlValue field of the Control structure is omitted. Sending this control to a DC does not cause the DC to include any controls in its response.

LDAP\_SERVER\_RODC\_DCPROMO\_OID

If this control is specified and the caller does not have the DS-Install-Replica [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) on the root of the [**default NC**](#gt_adc2c434-9679-419f-8c8b-b8c234921ad3), the result is the error *insufficientAccessRights* / *ERROR\_ACCESS\_DENIED*.

If the request is an Add of an [**object of class**](#gt_c2c67596-8d8f-42b9-9c70-1c4f7c952200) user or a subclass of user, the presence of this control has the following effects:

* The [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) generates a value in the range [1 .. 65535] that is not used as a value of the msDS-SecondaryKrbTgtNumber [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) on an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in this [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca), and assigns the generated value to the msDS-SecondaryKrbTgtNumber attribute of the created object. If no such value exists, the result is the error *other* / *ERROR\_NO\_SYSTEM\_RESOURCES*.
* The generated value for msDS-SecondaryKrbTgtNumber is appended (in decimal form) to the string "krbtgt", and the resulting string is assigned to the sAMAccountName attribute on the created object.
* The userAccountControl bits ADS\_UF\_ACCOUNT\_DISABLE and ADS\_UF\_DONT\_EXPIRE\_PASSWD (section [2.2.16](#Section_dd302fd10aa7406bad912a6b35738557)) are set on the object's userAccountControl attribute.
* The object's account password is set to a randomly generated value that satisfies all criteria in [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 3.1.1.7.2 and is processed as described in [MS-SAMR] section 3.1.1.8.5.

**Note**  In Windows Server 2008 and later, the DC servicing the request need not be the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) [**FSMO role owner**](#gt_de81e9fd-25f5-4e90-aadb-1d35c5e8a06b).

If the request is an Add of an object of class nTDSDSA, the presence of this control has the following effects:

* The DC creates the nTDSDSA object using the information provided in the Add request. The only special effect of the control is to perform the checking of the DS-Install-Replica control access right (specified previously in this section) to authorize the nTDSDSA object creation. Without this control, an Add that attempts to create an nTDSDSA object will fail because the class is system-only (section [3.1.1.2.4.8](#Section_ccd553732fa642379f660d90fbd866f5)).

When sending this control to a DC, the **controlValue** field of the Control structure is omitted. Sending this control to a DC does not cause the DC to include any controls in its response.

LDAP\_SERVER\_DN\_INPUT\_OID

This control is used to specify the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) during certain [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) operations.

When used with an LDAP search operation that queries the [**constructed attribute**](#gt_d848b035-c151-4fd8-88d9-9f152d053fee) msDS-IsUserCachableAtRodc on a computer object that represents an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870), the server will return the administrative policy regarding whether the [**secret attributes**](#gt_d01d16a8-7864-4c7f-acaa-8c695508d6e0) of the [**security principal**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) represented by the DN specified in the control can be cached on the RODC. If the caller does not have the Read-Only-Replication-Secret-Synchronization [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) on the root of the [**default NC**](#gt_adc2c434-9679-419f-8c8b-b8c234921ad3), the error *operationsError* / *ERROR\_DS\_CANT\_RETRIEVE\_ATTRS* is returned. This [**access check**](#gt_d7906f17-bb2c-4193-a3f0-848bcc351dec) is also specified in section [3.1.1.4.4](#Section_e6685d315d8742d08a5fe55d337f47cd).

When sending this control to the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), the controlValue field is set to the [**BER**](#gt_604a7335-ec3e-4c3b-a8a9-c6c36f53d063) encoding of the following ASN.1 structure.

1. DNInputRequestValue ::= SEQUENCE {
2. InputDN OCTET STRING
3. }

Where **InputDN** is a [**UTF-8**](#gt_409411c4-b4ed-4ab6-b0ee-6d7815f85a35) encoding of the DN of a security principal. The DN is either an RFC 2253–style DN or one of the alternative DN formats described in section [3.1.1.3.1.2.4](#Section_92a5486938d74e71a3be5f67a0dcdd7e).

LDAP\_SERVER\_SHOW\_DEACTIVATED\_LINK\_OID

The LDAP\_SERVER\_SHOW\_DEACTIVATED\_LINK\_OID control is used with an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) search operation to specify that [**link attributes**](#gt_be41074d-ce6b-4488-853a-4bbb3ea243ce) that refer to [**deleted-objects**](#gt_d9c9e99f-74f1-483e-bcb1-310e75ff1344) are visible to the search operation. If used in conjunction with LDAP\_SERVER\_SHOW\_DELETED\_OID or LDAP\_SERVER\_SHOW\_RECYCLED\_OID, link attributes that are stored on deleted-objects are also visible to the search operation. This applies to both the search [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda) and the set of [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) returned by the search operation. When this control is not used, linked attribute values referring to deleted-objects and [**link valued**](#gt_659e8352-a6db-4752-8c05-4b21c602f238) attributes stored on deleted-objects are not visible to search operation filters, and are not returned as requested attributes for the search operation.

| Extended control names | Link values neither stored on nor referring to deleted-objects | Link values not stored on but referring to deleted-objects | Link values stored on deleted-objects but not referring to deleted-objects | Link values stored on and referring to deleted-objects |
| --- | --- | --- | --- | --- |
| LDAP\_SERVER\_SHOW\_DEACTIVATED\_LINK\_OID | Visible | Visible | Not Visible | Not Visible |
| LDAP\_SERVER\_SHOW\_DEACTIVATED\_LINK\_OID in conjunction with LDAP\_SERVER\_SHOW\_DELETED\_OID or LDAP\_SERVER\_SHOW\_RECYCLED\_OID | Visible | Visible | Visible | Visible |

When sending this control to the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), the **controlValue** field of the Control structure is omitted. Sending this control to the DC does not cause the server to include any controls in its response.

LDAP\_SERVER\_SHOW\_RECYCLED\_OID

The LDAP\_SERVER\_SHOW\_RECYCLED\_OID control is used with an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) operation to specify that [**tombstones**](#gt_9d8e0963-13fa-4e19-a97f-7ce6bc90d20f), [**deleted-objects**](#gt_d9c9e99f-74f1-483e-bcb1-310e75ff1344), and [**recycled-objects**](#gt_156b927d-f1ce-4629-993f-18f0cd5e1e12) must be visible to the operation. For example, when the control is used with an LDAP search operation, the search results include any tombstones, deleted-objects, or recycled-objects that match the search [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda).

The following table compares the behavior of the two similar controls [LDAP\_SERVER\_SHOW\_DELETED\_OID (section 3.1.1.3.4.1.14)](#Section_4b8f2a0e9ea64be3b6394b019948c568) and LDAP\_SERVER\_SHOW\_RECYCLED\_OID.

| Extended control name | Deleted-objects | Tombstones | Recycled-objects |
| --- | --- | --- | --- |
| LDAP\_SERVER\_SHOW\_DELETED\_OID | Visible | Visible | Not Visible |
| LDAP\_SERVER\_SHOW\_RECYCLED\_OID | Visible | Visible | Visible |

When sending this control to the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), the **controlValue** field of the Control structure is omitted. Sending this control to the DC does not cause the server to include any controls in its response.

LDAP\_SERVER\_POLICY\_HINTS\_OID

The LDAP\_SERVER\_POLICY\_HINTS\_OID control is used with an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) operation to enforce the password history length constraint ([[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 3.1.1.7.1) during password set. The password history policy sets how frequently old passwords can be reused.

When sending this control to the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), the **controlValue** field is set to the [**BER**](#gt_604a7335-ec3e-4c3b-a8a9-c6c36f53d063) encoding of the following ASN.1 structure.

1. PolicyHintsRequestValue ::= SEQUENCE {
2. Flags INTEGER
3. }

where **Flags** tells the server whether to apply the password history length constraint on password-set operations. If it is 0x1, then that constraint will be enforced. Otherwise, the constraint is not enforced.

LDAP\_SERVER\_POLICY\_HINTS\_DEPRECATED\_OID

The LDAP\_SERVER\_POLICY\_HINTS\_DEPRECATED\_OID control has the exact semantics and behaviors as LDAP\_SERVER\_POLICY\_HINTS\_OID (section [3.1.1.3.4.1.27](#Section_4ADD7BCEE5024E0F9D691A3F153713E2)); this control MAY be used by clients when the server does not support LDAP\_SERVER\_POLICY\_HINTS\_OID. Clients SHOULD use LDAP\_SERVER\_POLICY\_HINTS\_OID when it is supported by the server.

LDAP\_SERVER\_DIRSYNC\_EX\_OID

The LDAP\_SERVER\_DIRSYNC\_EX\_OID control is used with an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) search operation in exactly the same way as the LDAP\_SERVER\_DIRSYNC\_OID control, except for differences specified in this section. All ASN.1 structures and the meaning of the fields of those structures are the same.

As with the LDAP\_SERVER\_DIRSYNC\_OID control, any [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) can be requested in the search. Only those [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) for which these attributes have been created or modified since the time represented by **Cookie** will be considered for inclusion in the search. However, where the LDAP\_SERVER\_DIRSYNC\_OID control returns only those attributes that have changed, the LDAP\_SERVER\_DIRSYNC\_EX\_OID control also returns unchanged attributes when the attribute name in the request is appended with the string ";dirSyncAlwaysReturn".

LDAP\_SERVER\_UPDATE\_STATS\_OID

The LDAP\_SERVER\_UPDATE\_STATS\_OID control can be used with any [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) operation. When sending this control to the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), the **controlValue** field of the Control structure is omitted.

When the server receives a request with the LDAP\_SERVER\_UPDATE\_STATS\_OID control attached to it, the server includes a response control in the response that contains statistics. The **controlType** field of the returned Control structure is set to the [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) of the LDAP\_SERVER\_UPDATE\_STATS\_OID control. The **controlValue** field is included in the returned Control structure.

The returned **controlValue** field is the [**BER**](#gt_604a7335-ec3e-4c3b-a8a9-c6c36f53d063) encoding of the following ASN.1 structure:

1. UpdateStatsResponseValue ::= SEQUENCE OF SEQUENCE {
2. statID LDAPOID
3. statValue OCTET STRING
4. }

where **statID** is an OID that corresponds to a specific statistic name, and **statValue** is a value related to that statistic. Each statistic specifies an encoding for its value.

The following table specifies the statistics that a DC MUST return. A DC MAY return other implementation-defined statistics. No other statistics are returned by DCs in applicable Windows Server releases.

| Statistic name | OID (specified by statID) |
| --- | --- |
| Highest USN Allocated | 1.2.840.113556.1.4.2208 |
| Invocation ID Of Server | 1.2.840.113556.1.4.2209 |

Highest USN Allocated

The **statValue** for this **statID** contains the highest [**USN**](#gt_01936446-8739-4b98-b83f-fb5e2a53ce4c) that the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) allocated during the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) operation. USNs allocated by an LDAP operation make up a set of USNs such that no LDAP operation other than the current operation can write the USN into the DC's state. Note that while no other LDAP operation can write these USNs, it is not required that the current operation actually write any or all of these USNs. If the USNs allocated by this LDAP operation make up the empty set, a value of 0 is returned in the **statValue**.

The value in the **statValue** field is a 64-bit integer, in little-endian byte order.

Invocation ID Of Server

The **statValue** for this **statID** contains dc.invocationId (section [3.1.1.1.9](#Section_03C3C09103AA42D0A7BF7C5F8ADAF0C2)). This value is returned in little-endian byte order.

LDAP\_SERVER\_TREE\_DELETE\_EX\_OID

The LDAP\_SERVER\_TREE\_DELETE\_EX\_OID control is used with an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) delete operation to cause the server to recursively delete the entire subtree of [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) located underneath the object specified in the delete operation. The object specified in the delete operation is also deleted.

When sending this control to the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), the **controlValue** field is set to the [**BER**](#gt_604a7335-ec3e-4c3b-a8a9-c6c36f53d063) encoding of the following ASN.1 structure.

1. TreeDeleteExRequestValue ::= SEQUENCE {
2. countOfObjectsToDelete INTEGER
3. }

where **countOfObjectsToDelete** is a limit on the number of objects that will be deleted while processing this control. If the value of **countOfObjectsToDelete** is less than 2, then the value 2 is used rather than the value specified. If the value of **countOfObjectsToDelete** is greater than 16,384, then the value 16,384 is used.

The server deletes between 1 and **countOfObjectsToDelete** objects, inclusive. If the server does not delete the entire tree in a single LDAP delete request, it MUST NOT delete the root of the tree (the object specified in the delete operation), and MUST return the error code *adminLimitExceeded* / *ERROR\_DS\_TREE\_DELETE\_NOT\_FINISHED*.

LDAP\_SERVER\_SEARCH\_HINTS\_OID

The LDAP\_SERVER\_SEARCH\_HINTS\_OID control is used with an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) search operation. This control supplies hints to the search operation on how to satisfy the search. When sending this control to the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), the **controlValue** field is set to the [**BER**](#gt_604a7335-ec3e-4c3b-a8a9-c6c36f53d063) encoding of the following ASN.1 structure.

1. SearchHintsRequestValue ::= SEQUENCE OF SEQUENCE{
2. hintId LDAPOID
3. hintValue OCTET STRING
4. }

where **hintId** is an [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) that corresponds to a specific hint name, and **hintValue** is a value related to that hint. Each hint specifies an encoding for its value.

The following table specifies the hints that a DC MUST honor. A DC MAY honor other implementation-defined search hints. No other search hints are honored by DCs in applicable Windows Server releases.

| Statistic name | OID (as specified by hintId) |
| --- | --- |
| Require Sort Index | 1.2.840.113556.1.4.2207 |
| Soft Size Limit | 1.2.840.113556.1.4.2210 |

Multiple instances of the LDAP\_SERVER\_SEARCH\_HINTS\_OID control can be included with a single LDAP search operation. The hints are applied in the order in which the controls are encoded in the LDAP request; that is, a later hint can override an earlier hint, overriding both **hintValue** and control criticality. This behavior allows the application of different criticality to individual hints.

If the control is critical and an unrecognized search hint is specified, the DC returns the error *unwillingToPerform* / *<unrestricted>*. If the control is not critical, unrecognized hints are ignored.

Require Sort Index

The **hintValue** for this hint is a [**BER**](#gt_604a7335-ec3e-4c3b-a8a9-c6c36f53d063) encoding specified by the following ASN.1 structure:

1. RequireSortIndexHintValue ::= SEQUENCE {
2. IndexOnly BOOLEAN
3. }

If the value of **IndexOnly** is false, or if no LDAP\_SERVER\_SORT\_OID control accompanies the LDAP\_SERVER\_SEARCH\_HINTS\_OID control, then the hint is ignored.

This hint suggests to the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) that it use an index (as specified by the search flags IX and PI in section [2.2.9](#Section_7C1CDF821ECC4834827ED26FF95FB207)) over the [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) specified in the LDAP\_SERVER\_SORT\_OID control to satisfy the search.

If the sort control is critical and no index is available, the search will fail with the error *DB\_ERR\_CANT\_SORT* / *<unrestricted>*.

If the sort control is not critical and no index is available, the hint is ignored.

Exactly what an index is in relationship to a DC is implementation-specific. Therefore, the determination that an index is not available is not constrained by the protocol, but rather is implementation-specific. This hint is provided only as a facility to make suggestions to a DC that it favor search-operation execution that is based on information specified in the sort control rather than information that is specifically derived from the scope of the search, the [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda), or any other parameters of the search.

Soft Size Limit

The **hintValue** for this hint is a [**BER**](#gt_604a7335-ec3e-4c3b-a8a9-c6c36f53d063) encoding specified by the following ASN.1 structure:

1. SoftSizeLimitHintValue ::= SEQUENCE {
2. limitValue INTEGER
3. }

If an LDAP\_SERVER\_SORT\_OID control does not accompany this hint, this hint is ignored.

Given that the value of **LimitValue** is *X*, given an imposed [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) size limit of *Y* (whether specified in the LDAP search operation or imposed by an implementation-specific default value), and given that a sort order is specified in an LDAP\_SERVER\_SORT\_OID control, when these values are all applied to an LDAP search operation, the LDAP search operation conceptually results in a list of [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) to return as a response to the request. Due to the size limit, the cardinality of the list is less than or equal to *Y*. The elements in the list are ordered by the [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) specified in the LDAP\_SERVER\_SORT\_OID control. If the list of objects contains fewer than *X* objects, or exactly *X* objects, then the Soft Size Limit hint has no affect. If the LDAP search operation identifies more than *X* objects, then any objects in the list subsequent to the *X*th object that do not have a value of the sort attribute that is equal to the sort value of the *X*th object (as defined by the equality comparison rules for that attribute) are removed from the list before the response is returned to the client.

If the search operation would otherwise have returned success and if one or more objects are removed from the list according to the earlier algorithm, the search operation will return *sizeLimitExceeded* / *<unrestricted>*.

LDAP\_SERVER\_EXPECTED\_ENTRY\_COUNT\_OID

The LDAP\_SERVER\_EXPECTED\_ENTRY\_COUNT\_OID is used with an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) search operation to potentially modify the return code of the operation.

When sending this control to the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), the **controlValue** field is set to the [**BER**](#gt_604a7335-ec3e-4c3b-a8a9-c6c36f53d063) encoding of the following ASN.1 structure.

1. ExpectedEntryCountRequestValue ::= SEQUENCE {
2. searchEntriesMin INTEGER
3. searchEntriesMax INTEGER
4. }

When the search operation would normally return *success* / *<unrestricted>* and the number of **searchEntries** returned by the search is less than **searchEntriesMin** or greater than **searchEntriesMax**, the return code of the search operation is modified to be *constraintViolation* / *<unrestricted>*. Note that this control affects only the return value of the search operation. It does not affect any other part of the returned data from the search operation.

LDAP\_SERVER\_SET\_OWNER\_OID

The LDAP\_SERVER\_SET\_OWNER\_OID is used with an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) add operation to specify the owner of the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) to be created. The owner is to be set into the owner portion of the [**security descriptor**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) stored in the ntSecurityDescriptor [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the object to be created.

When sending this control to the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), the **controlValue** field is set to the [**BER**](#gt_604a7335-ec3e-4c3b-a8a9-c6c36f53d063) encoding of the following ASN.1 structure.

1. SID octetString

The supplied [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) value is a valid SDDL [**UTF-8**](#gt_409411c4-b4ed-4ab6-b0ee-6d7815f85a35) string representation of a SID ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.4.2.1).

If an owner is specified both via this control and via a value for the ntSecurityDescriptor attribute, the value specified by this control takes precedence.

LDAP\_SERVER\_BYPASS\_QUOTA\_OID

The LDAP\_SERVER\_BYPASS\_QUOTA\_OID is used with an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) add operation to specify that exceeding quota limitations MUST NOT cause the add to fail. When sending this control to the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), the **controlValue** field of the **Control** structure is omitted. Sending this control to the DC does not cause the server to include any controls in its response.

LDAP\_SERVER\_LINK\_TTL\_OID

The LDAP\_SERVER\_LINK\_TTL\_OID control is used with an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) search request to cause the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) to return TTL-DNs for [**link values**](#gt_659e8352-a6db-4752-8c05-4b21c602f238) with associated expiry times (see section [3.1.1.9.2](#Section_d079eee81bac4b0386e4506a21450905)).

When sending this control to a DC, the **controlValue** field is omitted.

Sending this control to the DC does not cause the server to include any controls in its response.

LDAP\_SERVER\_SET\_CORRELATION\_ID\_OID

The LDAP\_SERVER\_SET\_CORRELATION\_ID\_OID control is used with any [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) operation to provide an identifier for the operation that the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) can use for implementation-defined troubleshooting. Additionally, the value can be returned to the caller via the LDAP\_SERVER\_GET\_STATS\_OID control (section [3.1.1.3.4.1.6](#Section_611fd0125ccb460fb29ebafaeb639e0f)).

When sending this control to a DC, the **controlValue** field MUST contain 16 bytes. If **controlValue** does not contain 16 bytes and the control is critical, the DC returns the error *unavailableCriticalExtension* / *<unrestricted>*.

Sending this control to the DC does not cause the server to include any controls in its response.

LDAP\_SERVER\_THREAD\_TRACE\_OVERRIDE\_OID

The LDAP\_SERVER\_THREAD\_TRACE\_OVERRIDE\_OID control is used with any LDAP operation to provide an indication to the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) to perform additional implementation-defined troubleshooting.

When sending this control to a DC, the **controlValue** field is omitted.

Sending this control to the DC does not cause the server to include any controls in its response.

###### LDAP Extended Operations

[**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) extended operations are an extensibility mechanism in version 3 of LDAP, as discussed in [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.12. The following sections describe the LDAP extended operations that are implemented by [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in Windows Server 2003 and later (including ADAM).

The LDAP extended operations supported by a DC are exposed as [**OIDs**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) in the supportedExtension [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6). Each OID is mapped to a human-readable name as shown in the following table.

| Extended operation name | OID |
| --- | --- |
| LDAP\_SERVER\_FAST\_BIND\_OID | 1.2.840.113556.1.4.1781 |
| LDAP\_SERVER\_START\_TLS\_OID | 1.3.6.1.4.1.1466.20037 |
| LDAP\_TTL\_REFRESH\_OID | 1.3.6.1.4.1.1466.101.119.1 |
| LDAP\_SERVER\_WHO\_AM\_I\_OID | 1.3.6.1.4.1.4203.1.11.3 |
| LDAP\_SERVER\_BATCH\_REQUEST\_OID | 1.2.840.113556.1.4.2212 |

Only Windows Server 2003 and later DCs support extended operations. The following table specifies the set of LDAP extended operations supported in applicable Windows Server releases or ADAM versions that support extended operations.

The table contains information for the following products. See section [3](#Section_C4084C23AA9C47A7BDBA9D6BD7A16E24) for more information.

* D --> Windows Server 2003
* DR2 --> Windows Server 2003 R2
* G --> ADAM
* J --> Windows Server 2008
* M --> Windows Server 2008 R2
* R --> Windows Server 2012
* U --> Windows Server 2012 R2
* X --> Windows Server 2016
* A2 --> Windows Server v1709
* D2 --> Windows Server v1803
* G2 --> Windows Server v1809
* J2 --> Windows Server 2019

| Extended operation name | D, DR2 | G, J, M | R, U, X, A2, D2, G2, J2 |
| --- | --- | --- | --- |
| LDAP\_SERVER\_FAST\_BIND\_OID | X | X | X |
| LDAP\_SERVER\_START\_TLS\_OID | X | X | X |
| LDAP\_TTL\_REFRESH\_OID | X | X | X |
| LDAP\_SERVER\_WHO\_AM\_I\_OID |  | X | X |
| LDAP\_SERVER\_BATCH\_REQUEST\_OID |  |  | X |

Each of these operations is executed by performing an LDAP ExtendedRequest operation, specifying the OID of the extended operation as the requestName field in the ExtendedRequest (see [RFC2251] section 4.12). The server responds to an ExtendedRequest by returning an ExtendedResponse, the fields of which are also documented in section 4.12 of the RFC.

LDAP\_SERVER\_FAST\_BIND\_OID

The presence of this [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) in the supportedExtension [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) indicates that the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) provides support for fast bind mode. In fast bind mode, the server validates (authenticates) the credentials of [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) bind requests that are sent on the connection. However, unlike a regular (non–fast bind mode) bind, the DC performs [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) only. The DC does not perform [**authorization**](#gt_5946f74c-27ca-4ef8-8630-f1a06cd8d59e) steps, such as computing the [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) memberships of the authenticated [**security principal**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409).

The LDAP\_SERVER\_FAST\_BIND\_OID operation puts the [**LDAP connection**](#gt_198f4791-cea3-465d-89e2-262991624e08) on which it was sent into fast bind mode on the DC. The server will reject this operation with the error *unwillingToPerform* / *ERROR\_DS\_UNWILLING\_TO\_PERFORM* if a successful bind has already been performed on the connection.

Note that a client can retrieve the supportedExtension attribute from the root DSE without having first performed a bind (since the supportedExtension attribute is anonymously accessible, and LDAPv3 does not require a bind to be performed for anonymous access). A client MUST NOT specify any control other than LDAP\_SERVER\_EXTENDED\_DN\_OID when querying the root DSE anonymously. Thus, a client can determine if the server supports fast bind mode without first having to bind to the server.

Only [**simple binds**](#gt_49986978-abd0-4f77-b04c-c221098e3fef) are accepted on a connection in this mode. All other types of bind operations are rejected with the error *unwillingToPerform* / *ERROR\_DS\_INAPPROPRIATE\_AUTH*. The connection is always treated as if no bind had occurred for the purposes of all other LDAP operations; that is, the connection is treated as the anonymous user (in other words, an anonymous bind).

To send this extended operation to the DC, the client sends an LDAP ExtendedRequest with the **requestName** field containing the operation's OID. The **requestValue** field is omitted. The server will return an ExtendedResponse with the **responseName** field containing the operation's OID and the response field omitted.

The following shows a typical sequence of operations in fast bind:

1. The client establishes an LDAP connection with the DC.
2. (Optional) The client checks the supportedExtension attribute on the root DSE to confirm that the DC supports fast bind mode.
3. The client sends the LDAP\_SERVER\_FAST\_BIND\_OID extended operation to the DC to put the LDAP connection into fast bind mode.
4. The client performs one or more simple binds on the connection.

LDAP\_SERVER\_START\_TLS\_OID

This presence of this [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) in the [supportedExtension](#Section_9abd44e6641a4e3fb634b905be369034) [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) indicates that the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) provides support for the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) StartStopTLS protocol as described in [[RFC2830]](https://go.microsoft.com/fwlink/?LinkId=91359).

A connection cannot be put into [**TLS**](#gt_f2bc7fed-7e02-4fa5-91b3-97f5c978563a) mode if it is using an integrity validation or encryption mechanism that was negotiated as part of a bind request (for example, a [**SASL**](#gt_92d19873-ca51-489a-9d6c-e4a2afc66df5)-layer encryption mechanism). Such an attempt will be rejected with the error *operationsError* / *ERROR\_SUCCESS*.

LDAP\_TTL\_REFRESH\_OID

The presence of this [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) in the supportedExtension [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) indicates that the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) provides support for [**dynamic objects**](#gt_ea6b6f3f-6bed-4622-aaca-fd7df28badb9) as defined in [[RFC2589]](https://go.microsoft.com/fwlink/?LinkId=90370). This extended operation is sent to the DC to refresh a specific dynamic object that has already been created. The extended operation is documented in [RFC2589]. The refresh operation is treated as a modify operation (section [3.1.1.5.3](#Section_606A854613784F4FA288051F2E248340)) of the entryTTL attribute (section [3.1.1.4.5.12](#Section_442C225DBA9C43C1AD0FAAACAF59E346)).

If the modify is successful, the responseTtl field ([RFC2589] section 4.2) is populated from the dynamic object's entryTTL [**constructed attribute**](#gt_d848b035-c151-4fd8-88d9-9f152d053fee) according to section 3.1.1.4.5.12, using the msDS-Entry-Time-To-Die (section [3.1.1.5.3.3](#Section_DD5E0D4878764C64BC62F9C39C3C76C2)) and DynamicObjectMinTTL (section [3.1.1.3.4.7](#Section_41CBDB2CEAB145B08236AE777B1C5406)) attributes, and honoring the dynamic object's requirements, as specified in section [6.1.7](#Section_A0EA4E754B344F97AE06A8B19A5AAA5B).

LDAP\_SERVER\_WHO\_AM\_I\_OID

The presence of this [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) in the supportedExtension [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) indicates that the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) provides support for the "Who Am I?" [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) extended operation described in [[RFC4532]](https://go.microsoft.com/fwlink/?LinkId=90480). [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) implements this operation in conformance with that RFC.

If the client is authenticated as a Windows [**security principal**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409), the authzId returned in the response will contain the string "u:" followed by either (1) the [**NetBIOS domain name**](#gt_f7f8efcc-c6d5-40f0-9605-c9d99c5a0b92), followed by a backslash ("\"), followed by the sAMAccountName of the security principal, or (2) the [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) of the security principal, in SDDL SID string format ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.4.2.1). If the client is authenticated as an [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) security principal, the returned authzId will contain the string "dn:" followed by the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the security principal. If the client has not authenticated, the returned authzId will be the empty string.

Active Directory does not implement Proxied Authentication Control of [[RFC4370]](https://go.microsoft.com/fwlink/?LinkId=90475), so section 4.1 of [RFC4532] is not applicable to Active Directory.

LDAP\_SERVER\_BATCH\_REQUEST\_OID

The presence of this [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) in the [supportedExtension](#Section_9abd44e6641a4e3fb634b905be369034) [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) indicates that the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) provides support for the batched [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) extended operation. In a batched LDAP extended operation, the DC accepts an extended operation that contains a sequence of LDAP messages (that is, LDAP operations) encoded and packed into the operation data and then operates on the individual messages sequentially.

When sending this extended operation to the DC, the data field is set to the [**BER**](#gt_604a7335-ec3e-4c3b-a8a9-c6c36f53d063) encoding of the following ASN.1 structure.

1. BatchRequestRequestValue ::= SEQUENCE of OCTET STRING

Each OCTET STRING contains a BER encoded ([[ITUX690]](https://go.microsoft.com/fwlink/?LinkId=89924)) **LDAPMessage** as defined in [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325).

The DC MUST support the following values of the **protocolOp** field of an LDAP message.

* searchRequest
* modifyRequest
* addRequest
* deleteRequest

The DC MAY support any of the other legal values of the **protocolOp** field of an LDAP message. No applicable Windows Server releases support any of these other values.

The DC MUST accept the following controls (defined in section [3.1.1.3.4.1](#Section_3C5E87DB47284F29B16401DD7D7391EA)) as part of the encoded **LDAPMessage**:

* LDAP\_SERVER\_DOMAIN\_SCOPE\_OID
* LDAP\_SERVER\_EXTENDED\_DN\_OID
* LDAP\_SERVER\_GET\_STATS\_OID
* LDAP\_SERVER\_PERMISSIVE\_MODIFY\_OID
* LDAP\_SERVER\_SD\_FLAGS\_OID
* LDAP\_SERVER\_SEARCH\_OPTIONS\_OID
* LDAP\_SERVER\_SHOW\_DELETED\_OID
* LDAP\_SERVER\_DN\_INPUT\_OID
* LDAP\_SERVER\_SHOW\_DEACTIVATED\_LINK\_OID
* LDAP\_SERVER\_SHOW\_RECYCLED\_OID

The DC MAY support other controls. No applicable Windows Server releases support any other controls.

If the DC returns any return code for the batched LDAP extended operation other than *success* / *<unrestricted>*, then the DC returns no data for the batched LDAP extended operation.

If the DC returns any data for the batched LDAP extended operation, the data is set to the BER encoding of the following ASN.1 structure.

1. BatchRequestResponseValue ::= SEQUENCE of LDAPMessage

If the DC receives an **LDAPMessage** containing unsupported **protocolOp** values or controls, or if the data for the batched LDAP extended operation is not a legal BER encoding as required, the DC must return the error *protocolError* / *<unrestricted>*.

If the number of individual messages in the return data exceeds the DC's limit, the overall batched LDAP extended operation returns the error *sizeLimitExceeded* / *<unrestricted>*. This limit is controlled by the MaxBatchReturnMessages LDAP policy (see section [3.1.1.3.4.6](#Section_3F0137A163DF400CBF97E1040F055A99)).

If the amount of time spent processing the batched LDAP extended operation exceeds the DC's limit, the overall batched LDAP extended operation returns the error *timeLimitExceeded* / *ERROR\_INVALID\_PARAMETER*. This limit is implementation-defined. In Windows Server 2012 and later this limit is controlled by the MaxQueryDuration LDAP policy (see section 3.1.1.3.4.6).

If any operation in a batched LDAP extended operation results in an LDAP return code other than *success* / *<unrestricted>*, then all subsequent operations in that batched LDAP operation are not performed and all prior operations are "rolled back"; that is, no changes that would have been caused by the operations are committed to the DC's state. Note that, other than where explicitly stated, the return codes of these individual operations do not affect the return code of the batched LDAP extended operation.

If an individual operation in the batched LDAP extended operation returns *busy* / *<unrestricted>*, then the batched LDAP extended operation returns the return code generated by that individual operation.

If no other error conditions are present, the DC returns the error code *success* / *<unrestricted>*.

If the DC returns any return code for the batched LDAP extended operation other than *success* / *<unrestricted>*, then all operations in that batched LDAP operation are "rolled back"; that is, no changes caused by the operations are committed to the DC's state.

The returned data for the batched LDAP extended operation is the sequence containing the return messages generated by performing the individual operations encoded in the incoming data. Note especially that if an individual operation fails, causing the whole sequence to be interrupted and "rolled back", the return sequence of messages includes all messages generated up to and including the message returning the individual operation's failure code. In this case, the returned data can show successful modifications to DC state, but since the final message in the incoming sequence of operations was not completed with a successful return code, these messages indicate only that the operations that modify the DC state would have succeeded and been committed if they had been the last operation in the sequence of messages; that is, these messages indicate that the operations up to the operation that failed would have succeeded.

###### LDAP Capabilities

The following sections specify the capabilities exposed by [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) on the supportedCapabilities [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6). Capabilities are exposed in that attribute as [**OIDs**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2), each of which is mapped to a human-readable name, as shown in the following table.

| Capability name | OID |
| --- | --- |
| LDAP\_CAP\_ACTIVE\_DIRECTORY\_OID | 1.2.840.113556.1.4.800 |
| LDAP\_CAP\_ACTIVE\_DIRECTORY\_LDAP\_INTEG\_OID | 1.2.840.113556.1.4.1791 |
| LDAP\_CAP\_ACTIVE\_DIRECTORY\_V51\_OID | 1.2.840.113556.1.4.1670 |
| LDAP\_CAP\_ACTIVE\_DIRECTORY\_ADAM\_DIGEST\_OID | 1.2.840.113556.1.4.1880 |
| LDAP\_CAP\_ACTIVE\_DIRECTORY\_ADAM\_OID | 1.2.840.113556.1.4.1851 |
| LDAP\_CAP\_ACTIVE\_DIRECTORY\_PARTIAL\_SECRETS\_OID | 1.2.840.113556.1.4.1920 |
| LDAP\_CAP\_ACTIVE\_DIRECTORY\_V60\_OID | 1.2.840.113556.1.4.1935 |
| LDAP\_CAP\_ACTIVE\_DIRECTORY\_V61\_R2\_OID | 1.2.840.113556.1.4.2080 |
| LDAP\_CAP\_ACTIVE\_DIRECTORY\_W8\_OID | 1.2.840.113556.1.4.2237 |

Not all applicable Windows Server releases and ADAM versions support all the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) capabilities. The following table indicates which capabilities are supported.

The table contains information for the following products. See section [3](#Section_c4084c23aa9c47a7bdba9d6bd7a16e24) for more information.

* A --> Windows 2000
* C --> Windows 2000 Server SP3
* D --> Windows Server 2003
* DR2 --> Windows Server 2003 R2
* H --> ADAM RTW
* I --> ADAM SP1
* K --> Windows Server 2008 AD DS
* L --> Windows Server 2008 AD LDS
* N --> Windows Server 2008 R2 AD DS
* P --> Windows Server 2008 R2 AD LDS
* S --> Windows Server 2012 AD DS
* T --> Windows Server 2012 AD LDS
* V --> Windows Server 2012 R2 AD DS
* W --> Windows Server 2012 R2 AD LDS
* Y --> Windows Server 2016 AD DS
* Z --> Windows Server 2016 AD LDS
* B2 --> Windows Server v1709 AD DS
* C2 --> Windows Server v1709 AD LDS
* E2 --> Windows Server v1803 AD DS
* F2 --> Windows Server v1803 AD LDS
* H2 --> Windows Server v1809 AD DS
* I2 --> Windows Server v1809 AD LDS
* K2 --> Windows Server 2019 AD DS
* L2 --> Windows Server 2019 AD LDS

| Capability name | A | C | D, DR2 | H | I | K | L | N | P | S, V, Y, B2, E2, H2, K2 | T, W, Z, C2, F2, I2, L2 |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| LDAP\_CAP\_ACTIVE\_DIRECTORY\_OID | X | X | X |  |  | X |  | X |  | X |  |
| LDAP\_CAP\_ACTIVE\_DIRECTORY\_LDAP\_INTEG\_OID |  | X | X | X | X | X | X | X | X | X | X |
| LDAP\_CAP\_ACTIVE\_DIRECTORY\_V51\_OID |  |  | X |  |  | X | X | X | X | X | X |
| LDAP\_CAP\_ACTIVE\_DIRECTORY\_ADAM\_DIGEST\_OID |  |  |  |  | X\* |  | X\* |  | X\* |  | X\* |
| LDAP\_CAP\_ACTIVE\_DIRECTORY\_ADAM\_OID |  |  |  | X | X |  | X |  | X |  | X |
| LDAP\_CAP\_ACTIVE\_DIRECTORY\_PARTIAL\_SECRETS\_OID |  |  |  |  |  | X\* |  | X\* |  | X\* |  |
| LDAP\_CAP\_ACTIVE\_DIRECTORY\_V60\_OID |  |  |  |  |  | X | X | X | X | X | X |
| LDAP\_CAP\_ACTIVE\_DIRECTORY\_V61\_R2\_OID |  |  |  |  |  |  |  | X | X | X | X |
| LDAP\_CAP\_ACTIVE\_DIRECTORY\_W8\_OID |  |  |  |  |  |  |  |  |  | X | X |

\* These capabilities are only exposed by the server in certain conditions. For each of these conditional capabilities, the section describing the capability describes the conditions that apply.

LDAP\_CAP\_ACTIVE\_DIRECTORY\_OID

The presence of this capability indicates that the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) server is running [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) and is running as [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024).

LDAP\_CAP\_ACTIVE\_DIRECTORY\_LDAP\_INTEG\_OID

The presence of this capability indicates that the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) server on the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is capable of signing and sealing on an NTLM authenticated connection, and that the server is capable of performing subsequent binds on a signed or sealed connection.

LDAP\_CAP\_ACTIVE\_DIRECTORY\_V51\_OID

On an [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) operating as [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), the presence of this capability indicates that the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) server is running at least the Windows Server 2003 version of Active Directory.

On an Active Directory DC operating as [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), the presence of this capability indicates that the LDAP server is running at least the Windows Server 2008 version of Active Directory.

LDAP\_CAP\_ACTIVE\_DIRECTORY\_ADAM\_DIGEST\_OID

On a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) operating as [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), the presence of this capability indicates that the DC accepts DIGEST-MD5 binds for AD LDS [**security principals**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) (section [5.1.1.5](#Section_89EA294A5B6547BC8ED551CC925858A7)). An AD LDS DC's DIGEST-MD5 bind functionality depends upon the value of the ADAMDisableSSI configurable setting as specified in section [3.1.1.3.4.7](#Section_41cbdb2ceab145b08236ae777b1c5406).

LDAP\_CAP\_ACTIVE\_DIRECTORY\_ADAM\_OID

The presence of this capability indicates that the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) server is running [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) as [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

LDAP\_CAP\_ACTIVE\_DIRECTORY\_PARTIAL\_SECRETS\_OID

On an [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) operating as [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), the presence of this capability indicates that the DC is an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870).

LDAP\_CAP\_ACTIVE\_DIRECTORY\_V60\_OID

The presence of this capability indicates that the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) server is running at least the Windows Server 2008 version of [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90).

LDAP\_CAP\_ACTIVE\_DIRECTORY\_V61\_R2\_OID

The presence of this capability indicates that the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) server is running at least the Windows Server 2008 R2 version of [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90).

LDAP\_CAP\_ACTIVE\_DIRECTORY\_W8\_OID

The presence of this capability indicates that the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) server is running at least the Windows Server 2012 version of [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90).

###### LDAP Matching Rules (extensibleMatch)

The following sections describe the matching rules supported by [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) when performing [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) search requests. Unlike, for example, extended controls and extended operations, there is no [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) exposed by the DC that specifies which matching rules it supports. The identifiers for these matching rules are used in an extensibleMatch clause in the [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda) portion of a SearchRequest, as described in [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.5.1. Matching rules are identified by an [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) that corresponds to a human-readable name, as shown in the following table.

| Capability name | OID |
| --- | --- |
| LDAP\_MATCHING\_RULE\_BIT\_AND | 1.2.840.113556.1.4.803 |
| LDAP\_MATCHING\_RULE\_BIT\_OR | 1.2.840.113556.1.4.804 |
| LDAP\_MATCHING\_RULE\_TRANSITIVE\_EVAL | 1.2.840.113556.1.4.1941 |
| LDAP\_MATCHING\_RULE\_DN\_WITH\_DATA | 1.2.840.113556.1.4.2253 |

Windows 2000, Windows Server 2003, Windows Server 2003 R2, and ADAM support the LDAP\_MATCHING\_RULE\_BIT\_AND and LDAP\_MATCHING\_RULE\_BIT\_OR matching rules. Windows Server 2008 and later support those two rules and the LDAP\_MATCHING\_RULE\_TRANSITIVE\_EVAL rule, in both [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab). Windows Server 2012 R2 and later support those three rules and the LDAP\_MATCHING\_RULE\_DN\_WITH\_DATA rule, in both AD DS and AD LDS.

LDAP\_MATCHING\_RULE\_BIT\_AND

This rule is equivalent to a bitwise "AND" operation. When this matching rule is used as a clause in a query [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda), the clause is satisfied only if all the bits set to '1' in the value included in the clause correspond to bits set to '1' in the value stored in the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9).

LDAP\_MATCHING\_RULE\_BIT\_OR

This rule is equivalent to a bitwise "OR" operation. When this matching rule is used as a clause in a query [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda), the clause is satisfied only if at least one of the bits set to '1' in the value included in the clause corresponds to a bit set to '1' in the value stored in the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9).

LDAP\_MATCHING\_RULE\_TRANSITIVE\_EVAL

This rule provides recursive search of a [**link attribute**](#gt_be41074d-ce6b-4488-853a-4bbb3ea243ce). A [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda) F of the form "(A: 1.2.840.113556.1.4.1941:=V)", where A is a link attribute and V is a value, evaluates to True for an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) whose [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) is D if the following method EvalTransitiveFilter(A, V, D) returns true, and False if the method returns false. If A is not a link attribute, the filter F evaluates to Undefined.

EvalTransitiveFilter(A: [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f), V: value, D: DN)

* If A is of Object(DN-String), Object(DN-Binary), Object(OR-Name), or Object(Access-Point) syntax, let V' equal the **object\_DN** portion of V. Otherwise, let V' equal V.
* Return the value of EvalTransitiveFilterHelper(A, V', D, {})

EvalTransitiveFilterHelper(A: attribute, V': value, ToVisit: DN, Visited: SET OF DN)

* If A is of Object(DN-String), Object(DN-Binary), Object(OR-Name), or Object(Access-Point) syntax, let C be the set of the **object\_DN** components of the values of ToVisit.A. Otherwise, let C be the set of the values of ToVisit.A. Note that C is a set of DNs.
* If V' is in C, return true.
* Let Visited' equal the Visited set plus {ToVisit}.
* For each DN NextToVisit in C
  + If NextToVisit is in Visited, do nothing.
  + Let Result = EvalTransitiveFilterHelper(A, V', NextToVisit, Visited')
  + If Result is true, return true.
* Return false.

LDAP\_MATCHING\_RULE\_DN\_WITH\_DATA

This rule provides a way to match on portions of values of syntax Object(DN-String) and Object(DN-Binary).

Let F be a [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda) of the form "(A: 1.2.840.113556.1.4.2253:=V)", where A is a [**link attribute**](#gt_be41074d-ce6b-4488-853a-4bbb3ea243ce) and V is a value of syntax Object(DN-String) (section [3.1.1.2.2.2.1](#Section_D59EEF2CAA2B499DA6841EACA4CEF55C)) or Object(DN-Binary) (section [3.1.1.2.2.2.3](#Section_E216328C74EB41E9ADEF9F0BDA09FBCC)). This filter evaluates to True for an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) whose [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) is D if the method defined below, EvalDNWithDataFilter(A,V,D), returns true, and False if the method returns false. If A is not of syntax Object(DN-String) or Object(DN-Binary), the filter F evaluates to Undefined.

EvalDNWithDataFilter(A: [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f), V: value, D: DN)

* For either syntax, let O be the DN portion of the value V and B be the string or binary portion of the value V. If the attribute is of syntax Object(DN-String), B is the value of the string considered strictly as the sequence of bytes of the string. Note that O can be the [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6). Note also that B can have 0 length.
* For every V' where V' is a value of attribute A on object D:
  + Let O' be the DN portion of value V' and let B' be the string or binary portion of the value V'.
  + If O is not equal to O' and O is not equal to the rootDSE, continue processing other values of V'.
  + If B is not equal to the initial bytes of B', continue processing other values of V'. Note especially that only byte values are used in this comparison. No special handling of B as a string is performed (for example, no case-insensitivity, locale specific comparisons, etc.).
  + Return true.
* If this method does not return true, it returns false.

###### LDAP SASL Mechanisms

The following sections describe the [**SASL**](#gt_92d19873-ca51-489a-9d6c-e4a2afc66df5) mechanisms that are implemented by [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). SASL is described in [[RFC2222]](https://go.microsoft.com/fwlink/?LinkId=90322), and the usage of SASL and other [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) methods in [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) is described in [[RFC2829]](https://go.microsoft.com/fwlink/?LinkId=90386). The SASL mechanisms supported by a DC are exposed as strings in the supportedSASLMechanisms [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6).

Not all applicable Windows Server releases and ADAM versions support all the LDAP SASL mechanisms. The following table indicates where the SASL mechanisms are supported.

| Mechanism name | Windows 2000 | Windows Server 2003 and later | AD LDS |
| --- | --- | --- | --- |
| GSSAPI | X | X | X |
| GSS-SPNEGO | X | X | X |
| EXTERNAL |  | X | X |
| DIGEST-MD5 |  | X | X |

Additional details of LDAP authentication in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) are in section [5.1](#Section_3cf530affad24e14aac8c416e25f9f43).

GSSAPI

The presence of the "GSSAPI" string value in the supportedSASLMechanisms [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) indicates that the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) accepts the GSSAPI security mechanism for [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) bind requests. The GSSAPI mechanism for [**SASL**](#gt_92d19873-ca51-489a-9d6c-e4a2afc66df5) is described in [[RFC2222]](https://go.microsoft.com/fwlink/?LinkId=90322) section 7.2, and GSSAPI is described in more detail in [[RFC2078]](https://go.microsoft.com/fwlink/?LinkId=90312). [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) supports [**Kerberos**](#gt_d6a282ce-b1da-41e1-b05a-22f777a5c1fe) when using GSSAPI; see [[MS-KILE]](%5bMS-KILE%5d.pdf#Section_2a32282edd484ad9a542609804b02cc9) and [[RFC1964]](https://go.microsoft.com/fwlink/?LinkId=90304) for details of Kerberos.

GSS-SPNEGO

The presence of the "GSS-SPNEGO" string value in the supportedSASLMechanisms [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) indicates that the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) accepts the GSS-SPNEGO security mechanism for [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) bind requests. This mechanism is documented in [[RFC4178]](https://go.microsoft.com/fwlink/?LinkId=90461). [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) supports Kerberos (see [[MS-KILE]](%5bMS-KILE%5d.pdf#Section_2a32282edd484ad9a542609804b02cc9)) and NTLM (see [[MS-NLMP]](%5bMS-NLMP%5d.pdf#Section_b38c36ed28044868a9ff8dd3182128e4)) when using GSS-SPNEGO.

EXTERNAL

The presence of the "EXTERNAL" string value in the **supportedSASLMechanisms** [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) indicates that the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) accepts external security mechanisms for [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) bind requests. The EXTERNAL [**SASL**](#gt_92d19873-ca51-489a-9d6c-e4a2afc66df5) mechanism is described in [[RFC2222]](https://go.microsoft.com/fwlink/?LinkId=90322) section 7.4, and [[RFC2829]](https://go.microsoft.com/fwlink/?LinkId=90386). In the case of DCs, the external [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) information that is used to validate the identity of the client making the bind request comes from the client certificate presented by the client during the [**SSL/TLS handshake**](#gt_f17e8628-fadb-462b-a654-8ad363204d17) that occurs in response to the client sending an LDAP\_SERVER\_START\_TLS\_OID extended operation. When the server receives an EXTERNAL SASL bind following a successful LDAP\_SERVER\_START\_TLS\_OID extended operation in which a valid certificate was presented by the client, the server causes the connection to be bound as the identity represented by that certificate.

DIGEST-MD5

The presence of the "DIGEST-MD5" string value in the **supportedSASLMechanisms** [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) indicates that the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) accepts the [**digest**](#gt_1c222b9e-7176-4840-9d19-e65895b9fc62) security mechanism for [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) bind requests. The usage of digest [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) with LDAP is documented in [[RFC2829]](https://go.microsoft.com/fwlink/?LinkId=90386) section 6.1, and in [[RFC2831]](https://go.microsoft.com/fwlink/?LinkId=90387).

###### LDAP Policies

The [**DC's**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) interface supports various policies that can be configured by an administrator. The names of these policies are listed on the supportedLDAPPolicies [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) on the [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6). These policies are listed in the following table. The table also lists which applicable Windows Server releases and ADAM versions support which policies.

The table contains information for the following products. See section [3](#Section_c4084c23aa9c47a7bdba9d6bd7a16e24) for more information.

* A --> Windows 2000
* D --> Windows Server 2003
* DR2 --> Windows Server 2003 R2
* G --> ADAM
* J --> Windows Server 2008
* M --> Windows Server 2008 R2
* R --> Windows Server 2012
* U --> Windows Server 2012 R2
* X --> Windows Server 2016
* A2 --> Windows Server v1709
* D2 --> Windows Server v1803
* G2 --> Windows Server v1809
* J2 --> Windows Server 2019

| Policy name | A | D, DR2, G, J | M | R | U | X, A2, D2, G2, J2 |
| --- | --- | --- | --- | --- | --- | --- |
| MaxActiveQueries | X\* |  |  |  |  |  |
| InitRecvTimeout | X | X | X | X | X | X |
| MaxConnections | X | X | X | X | X | X |
| MaxConnIdleTime | X | X | X | X | X | X |
| MaxDatagramRecv | X | X | X | X | X | X |
| MaxNotificationPerConn | X | X | X | X | X | X |
| MaxPoolThreads | X | X | X | X | X | X |
| MaxReceiveBuffer | X | X | X | X | X | X |
| MaxPageSize | X | X | X | X | X | X |
| MaxQueryDuration | X | X | X | X | X | X |
| MaxResultSetSize | X | X | X | X | X | X |
| MaxTempTableSize | X | X | X | X | X | X |
| MaxValRange |  | X | X | X | X | X |
| MaxResultSetsPerConn |  |  | X | X | X | X |
| MinResultSets |  |  | X | X | X | X |
| MaxBatchReturnMessages |  |  |  | X | X | X |
| MaxPercentDirSyncRequest |  |  |  |  | X | X |
| MaxValRangeTransitive |  |  |  |  | X | X |
| ThreadMemoryLimit |  |  |  |  | X | X |
| SystemMemoryLimitPercent |  |  |  |  | X | X |
| MaxDirSyncDuration |  |  |  |  |  | X |

\* Support for this policy was removed in Windows Server 2003.

LDAP policies are specified using the lDAPAdminLimits attribute. The lDAPAdminLimits attribute of a queryPolicy [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is a multivalued string where each string value encodes a name-value pair. In the encoding, the name and value are separated by an "=". For example, the encoding of the name "MaxActiveQueries" with value "0" is "MaxActiveQueries=0". Each name is the name of an LDAP policy, and the value is a value of that policy.

There can be multiple queryPolicy objects in a [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62). A DC determines the queryPolicy object that contains its policies according to the following logic:

* If the queryPolicyObject attribute is present on the DC's nTDSDSA object, the DC uses the queryPolicy object referenced by it.
* Otherwise, if the queryPolicyObject attribute is present on the nTDSSiteSettings object for the [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) to which the DC belongs, the DC uses the queryPolicy object referenced by it.
* Otherwise, the DC uses the queryPolicy object whose [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) is "CN=Default Query Policy,CN=Query-Policies" relative to the nTDSService object (for example, "CN=Default Query Policy, CN=Query-Policies, CN=Directory Service, CN=Windows NT, CN=Services" relative to the root of the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625)).

The effect of setting an LDAP policy is outside the state model. The effect of each policy, as well as the default value used if the policy's value is not specified in an lDAPAdminLimits attribute, is shown in the following table.

| Policy name | Default value | Description |
| --- | --- | --- |
| MaxActiveQueries | 20 | The maximum number of concurrent LDAP search operations that are permitted to run at the same time on a DC. When this limit is reached, the DC returns a *busy* / *ERROR\_DS\_ADMIN\_LIMIT\_EXCEEDED* error. |
| InitRecvTimeout | 120 | The maximum time, in seconds, that a DC waits for the client to send the first request after the DC receives a new connection. If the client does not send the first request in this amount of time, the server disconnects the client. |
| MaxConnections | 5000 | The maximum number of simultaneous [**LDAP connections**](#gt_198f4791-cea3-465d-89e2-262991624e08) that a DC will accept. If a connection comes in after the DC reaches this limit, the DC will drop another connection. The connection that is selected to drop is not constrained by the protocol and is determined based on the implementation. |
| MaxConnIdleTime | 900 | The maximum time, in seconds, that the client can be idle before the DC closes the connection. If a connection is idle for more than this time, the DC disconnects the client. |
| MaxDatagramRecv | 4096 | The maximum size, in bytes, of a [**UDP**](#gt_a70f5e84-6960-42f0-a160-ba0281eb548d) datagram request that a DC will process. Requests that are larger than this value are ignored by the DC. |
| MaxNotificationPerConn | 5 | The maximum number of outstanding notification search requests (using the [LDAP\_SERVER\_NOTIFICATION\_OID](#Section_f14f3610ee224d078a241bf1466cba5f) control) that the DC permits on a single connection. When this limit is reached, the server returns an *adminLimitExceeded* / *ERROR\_DS\_ADMIN\_LIMIT\_EXCEEDED* error to any new notification searches that are requested on that connection. |
| MaxPoolThreads | 4 | The maximum number of threads per processor that a DC dedicates to listening for network input or output. This value also determines the maximum number of threads per processor that can work on LDAP requests at the same time. |
| MaxReceiveBuffer | 10,485,760 | The maximum size, in bytes, of a request that the server will accept. If the server receives a request that is larger than this, it will drop the connection. |
| MaxPageSize | 1000 | The maximum number of objects that are returned in a single search result, independent of how large each returned object is. To perform a search where the result might exceed this number of objects, the client must specify the paged search control. |
| MaxQueryDuration | 120 | The maximum time, in seconds, that a DC will spend on a single search or batched LDAP extended operation (in Windows Server 2012 and later). When this limit is reached, the DC returns a *timeLimitExceeded* / *ERROR\_INVALID\_PARAMETER* error. |
| MaxResultSetSize | 262,144 | The maximum number of bytes that a DC stores to optimize the individual searches that make up a paged search. The data that is stored is outside the state model and is implementation-specific. |
| MaxTempTableSize | 10,000 | The maximum number of rows that a DC will create in a temporary database table to hold intermediate results during query processing. |
| MaxValRange | 1500 | The maximum number of values that can be retrieved from a multivalued attribute in a single search request. Windows 2000 DCs do not support this policy and instead always use a setting of 1000 values. |
| MaxResultSetsPerConn | 10 | The maximum number of individual paged searches per LDAP connection for which a DC will store optimization data. The data that is stored is outside the state model and is implementation-specific. |
| MinResultSets | 3 | The minimum number of individual paged searches for which a DC will store optimization data. The data that is stored is outside the state model and is implementation-specific. |
| MaxBatchReturnMessages | 1100 | The maximum number of messages that can be returned when processing an LDAP\_SERVER\_BATCH\_REQUEST\_OID extended operation (section [3.1.1.3.4.2.5](#Section_ee97400ee5514b4a9a60998e89493b3c)). |
| MaxPercentDirSyncRequests | 100 | The maximum percentage of LDAP threads that can be performing a search using the LDAP\_SERVER\_DIRSYNC\_OID or LDAP\_SERVER\_DIRSYNC\_EX\_OID at one time. |
| MaxValRangeTransitive | 4500 | The maximum number of values that can be retrieved from one of the following multivalued, constructed attributes in a single search request:  [3.1.1.4.5.19](#Section_0100259892db4c59822eb22f53168c90) - tokenGroups, tokenGroupsNoGCAcceptable  [3.1.1.4.5.42](#Section_1d81008397414b0a999b30d9f2bc1f95) - msds-tokenGroupNames, msds-tokenGroupNamesNoGCAcceptable  [3.1.1.4.5.43](#Section_85f01903f663415792962280f5203b3b) - msds-tokenGroupNamesGlobalAndUniversal  [3.1.1.4.5.20](#Section_a366b6b6f36f46e8ba2daf79bf8966bf) - tokenGroupsGlobalAndUniversal  This policy is effective only when the fTreatTokenGroupsAsLDAPTransitiveAttribute dsHeuristic is TRUE (section [6.1.1.2.4.1.2](#Section_e5899be4862e496f9a3833950617d2c5)).  **Note**: The ability to use LDAP limits to configure the maximum number of objects retrievable by the msds-TokenGroup\* family constructed attributes, is supported in Windows 11 v22H2 and later, and in the operating systems specified in[[MSKB-5011543]](https://go.microsoft.com/fwlink/?linkid=2188923), [[MSKB-5011551]](https://go.microsoft.com/fwlink/?linkid=2188687), [[MSKB-5011558]](https://go.microsoft.com/fwlink/?linkid=2188592), and [[MSKB-5011563]](https://go.microsoft.com/fwlink/?linkid=2188658), each with the corresponding KB package installed.  This policy is significant on Windows 10 v1903 operating system and later and Windows Server v1903 operating system and later. It otherwise has no significance. |
| ThreadMemoryLimit | none | This policy affects implementation-specific memory allocation and limits. |
| SystemMemoryLimitPercent | none | This policy affects implementation-specific memory allocation and limits. |
| MaxDirSyncDuration | 60 | The maximum time, in seconds, that a DC will spend on a single search when using the LDAP\_SERVER\_DIRSYNC\_OID or LDAP\_SERVER\_DIRSYNC\_EX\_OID controls. When this limit is reached, the DC returns a *timeLimitExceeded* / *ERROR\_INVALID\_PARAMETER* error. |

###### LDAP Configurable Settings

A [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) supports several administrator-controlled settings that affect [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d). The name of each setting is included in the [supportedConfigurableSettings](#Section_a27404dbd3c34e54839d48f13f4eeb06) [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) on the [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6). These settings are listed in the following table. The table also lists which applicable Windows Server releases and ADAM versions support which settings. The settings are stored on the msDS-Other-Settings attribute of the [**directory service**](#gt_c36db657-3138-4d9a-9289-ded5cbb8b40e) [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca), as specified in section [6.1.1.2.4.1.1](#Section_7c60c04e018646e59116b68e60352857). For more information, see [[ADDLG]](https://go.microsoft.com/fwlink/?LinkId=89792).

The table contains information for the following products. See section [3](#Section_c4084c23aa9c47a7bdba9d6bd7a16e24) for more information.

* D --> Windows Server 2003
* E --> Windows Server 2003 with SP1
* DR2 --> Windows Server 2003 R2
* H --> ADAM RTW
* I --> ADAM SP1
* K --> Windows Server 2008 AD DS
* L --> Windows Server 2008 AD LDS
* N --> Windows Server 2008 R2 AD DS
* P --> Windows Server 2008 R2 AD LDS
* S --> Windows Server 2012 AD DS
* T --> Windows Server 2012 AD LDS
* V --> Windows Server 2012 R2 AD DS
* W --> Windows Server 2012 R2 AD LDS
* Y --> Windows Server 2016 AD DS
* Z --> Windows Server 2016 AD LDS
* B2 --> Windows Server v1709 AD DS
* C2 --> Windows Server v1709 AD LDS
* E2 --> Windows Server v1803 AD DS
* F2 --> Windows Server v1803 AD LDS
* H2 --> Windows Server v1809 AD DS
* I2 --> Windows Server v1809 AD LDS
* K2 --> Windows Server 2019 AD DS
* L2 --> Windows Server 2019 AD LDS
* M2 --> Windows Server v1903 AD DS
* N2 --> Windows Server v1903 AD LDS

| Setting name | D | DR2, E | H | I | K, N, S, V, Y, B2, E2, H2, K2 | L, P, T, W, Z, C2, F2, I2, L2 | E2, F2, H2, I2, K2, L2, M2, N2 |
| --- | --- | --- | --- | --- | --- | --- | --- |
| DynamicObjectDefaultTTL | X | X | X | X | X | X | X |
| DynamicObjectMinTTL | X | X | X | X | X | X | X |
| DisableVLVSupport |  | X |  | X | X | X | X |
| ADAMAllowADAMSecurityPrincipalsInConfigPartition |  |  |  | X |  | X | X |
| ADAMDisableLogonAuditing |  |  | X | X |  | X | X |
| ADAMDisablePasswordPolicies |  |  | X | X |  | X | X |
| ADAMDisableSPNRegistration |  |  |  | X |  | X | X |
| ADAMDisableSSI |  |  |  | X |  | X | X |
| ADAMLastLogonTimestampWindow |  |  | X | X |  | X | X |
| MaxReferrals |  |  | X | X | X | X | X |
| ReferralRefreshInterval |  |  | X | X | X | X | X |
| RequireSecureProxyBind |  |  | X | X |  | X | X |
| RequireSecureSimpleBind |  |  | X | X |  | X | X |
| SelfReferralsOnly |  |  | X | X | X | X | X |
| DenyUnauthenticatedBind |  |  |  |  |  |  | X |

The DynamicObjectDefaultTTL is the default entryTTL value for a new [**dynamic object**](#gt_ea6b6f3f-6bed-4622-aaca-fd7df28badb9). The value is in seconds and defaults to 86400. The minimum value is 1 and the maximum value is 31557600 (one year).

The DynamicObjectMinTTL is the minimum valid entryTTL value for a new dynamic object. The value is in seconds and defaults to 900. The minimum value is 1 and the maximum value is 31557600 (one year).

When the DisableVLVSupport setting is set to 1, the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) excludes the [**OIDs**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) for the LDAP\_CONTROL\_VLVREQUEST and LDAP\_CONTROL\_VLVRESPONSE controls from the supportedControl attribute of the rootDSE. Additionally, if the LDAP\_CONTROL\_VLVREQUEST control is attached to an incoming LDAP request and is not marked as critical, the DC ignores the control. If the control is attached to an incoming LDAP request and is marked critical, the DC fails the request with the error *unavailableCriticalExtension* / *ERROR\_INVALID\_PARAMETER*. If the DisableVLVSupport setting is not specified, it defaults to 0.

When ADAMAllowADAMSecurityPrincipalsInConfigPartition equals 1, [**security principals**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) (that is, objects that have an objectSid attribute) can be created in the Config NC. When equal to 0, attempts to create a security principal in the Config NC are rejected with the error *unwillingToPerform* / *ERROR\_DS\_CANT\_CREATE\_IN\_NONDOMAIN\_NC*. If ADAMAllowADAMSecurityPrincipalsInConfigPartition is not specified, it defaults to 0.

The effect of ADAMDisableLogonAuditing is outside the state model. When ADAMDisableLogonAuditing equals 1, the DC does not generate audit events when an [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) security principal (section [5.1.1.5](#Section_89ea294a5b6547bc8ed551cc925858a7)) authenticates to the server. If set to 0, the DC attempts to generate audit events when an AD LDS security principal authenticates to the server; policy on the computer running the DC determines whether audit events are actually generated. If ADAMDisableLogonAuditing is not specified, it defaults to 0.

When ADAMDisablePasswordPolicies does not equal 1 and an LDAP bind is performed or a password is changed on an AD LDS security principal, the DC enforces the current password policy in effect on the AD LDS server as reported by SamrValidatePassword ([[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 3.1.5.13.7). When ADAMDisablePasswordPolicies is set to 1, the DC does not enforce any such policies. If ADAMDisablePasswordPolicies is not explicitly specified, it defaults to 0.

When ADAMDisableSPNRegistration equals 1, a DC running as AD LDS does not register its [**SPNs (2)**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4) on the servicePrincipalName of the computer object as described in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 2.2.2. When ADAMDisableSPNRegistration equals 0, a DC running as AD LDS performs SPN (2) registration as described in that document. If ADAMDisableSPNRegistration is not explicitly specified, it defaults to 0.

When ADAMDisableSSI equals 1, a DC running as AD LDS does not support DIGEST-MD5 [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) for AD LDS security principals. If ADAMDisableSSI equals 0, a DC running as AD LDS supports DIGEST-MD5 for AD LDS security principals. ADAMDisableSSI has no effect on a DC running as [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024). If ADAMDisableSSI is not explicitly specified, it defaults to 0.

ADAMLastLogonTimestampWindow specifies how frequently, in days, AD LDS [**updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) the lastLogonTimestamp attribute when an AD LDS security principal (see section 5.1.1.5) authenticates to the server. For an AD LDS security principal O, if a successful LDAP bind as that security principal is performed at time T, and the difference between O!lastLogonTimestamp and T is greater than ADAMLastLogonTimestampWindow days, then the AD LDS DC sets O!lastLogonTimestamp to T. Otherwise, the AD LDS DC leaves O!lastLogonTimestamp unchanged. If ADAMLastLogonTimestampWindow is not explicitly specified, it defaults to 7.

MaxReferrals specifies the maximum number of LDAP URLs that the DC will include in a referral or continuation reference. The default value is 3.

The effect of ReferralRefreshInterval is outside the state model. A Windows DC maintains an in-memory cache of referral information so that it can return referrals and continuation references without consulting the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) state. ReferralRefreshInterval specifies how frequently, in minutes, a DC refreshes the in-memory cache from the directory state. The default value is 5.

When RequireSecureProxyBind is set to 1, AD LDS will reject (with the error *confidentialityRequired* / *<unrestricted>*) an LDAP [**simple bind**](#gt_49986978-abd0-4f77-b04c-c221098e3fef) request that requests authentication as an AD LDS bind proxy (section 5.1.1.5) if that request is not performed on an [**SSL**](#gt_d7ef66a9-f154-4d88-bda9-98bdf7235352)/[**TLS**](#gt_f2bc7fed-7e02-4fa5-91b3-97f5c978563a)-encrypted or [**SASL**](#gt_92d19873-ca51-489a-9d6c-e4a2afc66df5)-protected connection with a cipher strength of at least 128 bits. If RequireSecureProxyBind is set to 0, no such restriction is imposed. If RequireSecureProxyBind is not explicitly specified, it defaults to 1.

When RequireSecureSimpleBind is set to 1, AD LDS will reject (with the error *confidentialityRequired* / *<unrestricted>*) an LDAP simple bind request that requests authentication as an AD LDS security principal (section 5.1.1.5) if that request is not performed on an SSL/TLS-encrypted or SASL-protected connection with a cipher strength of at least 128 bits. If RequireSecureSimpleBind is set to 0, no such restriction is imposed. If RequireSecureSimpleBind is not explicitly specified, it defaults to 0.

If SelfReferralsOnly is set to 1, then the DC will only return referrals and continuation references that refer to itself. It will not return referrals and continuation references to [**NCs**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) of which it does not have an [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210). Referrals and continuation references to NCs of which it does have an NC replica will name itself as the referred-to server.

When DenyUnauthenticatedBind is set to 1, AD LDS will reject (with the error *unwillingToPerform* / <unrestricted>) an LDAP simple bind request that specifies a zero-length password. If DenyUnauthenticatedBind is set to 0, no such restriction is imposed. If DenyUnauthenticatedBind is not explicitly specified, it defaults to 0.

###### LDAP IP-Deny List

The IP Deny list specifies a set of IP addresses from which the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) will reject incoming [**LDAP connection**](#gt_198f4791-cea3-465d-89e2-262991624e08) requests. The IP Deny list is stored in the lDAPIPDenyList [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) on the queryPolicy [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). The DC retrieves the lDAPIPDenyList attribute from the same queryPolicy object that it retrieves the lDAPAdminLimits attribute from in section [3.1.1.3.4.6](#Section_3f0137a163df400cbf97e1040f055a99)

The lDAPIPDenyList attribute is a multivalued attribute. Each value of the attribute is a string in the following form

**X.X.X.X M.M.M.M**

where **X.X.X.X** is an IP address and **M.M.M.M** is a network mask. A connection from an IP address Y.Y.Y.Y will be rejected if the bitwise AND of Y.Y.Y.Y and **M.M.M.M** equals **X.X.X.X.**

For example, the value "157.59.132.0 255.255.255.0" would cause requests from IP addresses 157.59.132.0 through 157.59.132.255 to be rejected. The value "157.59.132.245 255.255.255.255" would reject only IP address 157.59.132.245.

The IP Deny list is only supported on IPv4 connections. [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) does not support this mechanism on IPv6 connections.

#### Reads

**References**:

* [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325)
* Special Objects and Forest Requirements: section [6.1](#Section_3a396e5621b442c5894664f25a03391e)
* [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47)
* [[XMLSCHEMA2/2]](https://go.microsoft.com/fwlink/?LinkId=90609)
* Quota Calculation: section [3.1.1.5](#Section_832b9a419bb44619ac40243561fa1e65)
* Range Retrieval of Attribute Values: section [3.1.1.3](#Section_3c5916a9f1a0429db937f8fe672d777c)
* Referrals in LDAPv2 and LDAPv3: section 3.1.1.3
* [[MS-ADSC]](%5bMS-ADSC%5d.pdf#Section_9abb5e97123d4da99557b353ab79b830)
* [[MS-ADA1]](%5bMS-ADA1%5d.pdf#Section_19528560f41e4623a406dabcfff0660f)
* [[MS-ADA2]](%5bMS-ADA2%5d.pdf#Section_e20ebc4e528540bab3bdffcb81c2783e)
* [[MS-ADA3]](%5bMS-ADA3%5d.pdf#Section_4517e8353ee644d4bb95a94b6966bfb0)
* Function GetWellknownObject: section [3.1.1.1](#Section_c30d7cccfd8b4a268345ce34064f3d2b)

##### Introduction

[**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) reads are specified in [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.5. Generally and imprecisely, reads are searches starting at some [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) and restricted by the requester to either the object, the object's children, or the tree of objects rooted by object. After applying that restriction, the search is then restricted to the objects and the values for [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) on those objects to which the requester has access. The search is finally restricted to the objects that match the search [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda). The requested attributes and their values for those matching objects are then returned to the requester. The RFC specifies the details for LDAP reads. This section covers [**access checks**](#gt_d7906f17-bb2c-4193-a3f0-848bcc351dec) for LDAP reads, extended access checks for reading the specified attributes, the attributes used to construct the specified [**constructed attributes**](#gt_d848b035-c151-4fd8-88d9-9f152d053fee), and the effect of [**defunct**](#gt_cf8d27d1-dcfa-4864-8d7f-c6401ccd08be) attributes and classes on reads.

This section does not provide details on the classes and attributes mentioned here. For details, see [[MS-ADSC]](%5bMS-ADSC%5d.pdf#Section_9abb5e97123d4da99557b353ab79b830), [[MS-ADA1]](%5bMS-ADA1%5d.pdf#Section_19528560f41e4623a406dabcfff0660f), [[MS-ADA2]](%5bMS-ADA2%5d.pdf#Section_e20ebc4e528540bab3bdffcb81c2783e), and [[MS-ADA3]](%5bMS-ADA3%5d.pdf#Section_4517e8353ee644d4bb95a94b6966bfb0).

##### Definitions

The following functions are used to specify the behavior of several of the [**constructed attributes**](#gt_d848b035-c151-4fd8-88d9-9f152d053fee). They are collected together here because of the dependencies they have on each other.

Let SUPCLASSES (top) be the empty set. For other classes O, let SUPCLASSES(O) be the union of O!subClassOf and SUPCLASSES(O!subClassOf).

Let AUXCLASSES(O) be the union of

O!systemAuxiliaryClass

and O!auxiliaryClass

and AUXCLASSES(O!systemAuxiliaryClass)

and AUXCLASSES(O!auxiliaryClass)

and AUXCLASSES(C) for all C in SUPCLASSES(O)

Let SUBCLASSES(O) be the set of all C such that O is in SUPCLASSES(C).

Let POSSSUP\_NOSUBCLASSES(O) be the union of

O!systemPossSuperiors

and O!possSuperiors

and POSSSUP\_NOSUBCLASSES(C) for all C in SUPCLASSES(O)

Let POSSSUPERIORS(O) be the union of

POSSSUP\_NOSUBCLASSES(O)

and SUBCLASSES(C) for all C in POSSSUP\_NOSUBCLASSES(O)

Let CLASSATTS(O) be the union of

O!mustContain

and O!systemMustContain

and O!mayContain

and O!systemMayContain

and CLASSATTS(C) for all C in SUPCLASSES(O)

and CLASSATTS(C) for all C in AUXCLASSES(O)

Let SPC(O) be true when O or any SUPCLASSES(O) is one of builtinDomain, samServer, samDomain, group, or user; and false, otherwise.

##### Access Checks

An [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is not visible to a requester if the requester is not granted the necessary rights. But even if an object is visible to a requester, the requester might lack the necessary rights to see individual [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f). The values for attributes that are not visible to the requester are treated as "does not exist" in the returned attributes and the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda). For example, if the requester requests the value for displayName but that attribute is not visible, then the returned value will be the same as it would have been if the attribute displayName did not exist on that Object. Likewise, if displayName were part of the LDAP filter, then, similarly, the filter would behave just as if displayName did not exist on that Object.

Let O be the Object being considered during search.

Let ON be the root object of the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) containing O.

Let OP be O!parent.

Let OA be the Attribute, or the [**property set**](#gt_dc3c2e4a-3b46-4284-973e-cc0e362a3264) containing the Attribute, that is being considered for O during search.

Generally, the [**security context**](#gt_88d49f20-6c95-4b64-a52c-c3eca2fe5709) of the requester must be granted rights RIGHT\_DS\_LIST\_CONTENTS (defined in section [5.1.3.2](#Section_990fb975ab314bc18b755da132cd4584)) on OP by OP!nTSecurityDescriptor.

Generally, the security context of the requester must be granted rights RIGHT\_DS\_READ\_PROPERTY on OA by O!nTSecurityDescriptor. Otherwise, the value is treated as "does not exist" in the returned attributes and the LDAP filter. This behavior changes for special attributes, for attributes with special search flags in their definition, and for some attributes because of dSHeuristics (section [6.1.1.2.4.1.2](#Section_e5899be4862e496f9a3833950617d2c5)), as specified in section [3.1.1.4.4](#Section_e6685d315d8742d08a5fe55d337f47cd).

##### Extended Access Checks

Some [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) require different access than that specified in the previous section.

The [**security context**](#gt_88d49f20-6c95-4b64-a52c-c3eca2fe5709) of the requester must be granted the indicated rights on OA by O!nTSecurityDescriptor unless otherwise specified. If not granted, then the value is treated as "does not exist" in the returned attributes and the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda).

| OA | Requires right(s) |
| --- | --- |
| nTSecurityDescriptor | (ACCESS\_SYSTEM\_SECURITY)  and (RIGHT\_READ\_CONTROL) |
| msDS-QuotaEffective | (RIGHT\_DS\_READ\_PROPERTY on the Quotas [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56), described in section [6.1.1.4.3](#Section_d55ca655109b4175902a3e9d60833012))  or ((the client is querying the quota for the [**security principal**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) it is authenticated as)  and (DS-Query-Self-Quota [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) on the Quotas container)) |
| msDS-QuotaUsed | (RIGHT\_DS\_READ\_PROPERTY on the Quotas container, described in section 6.1.1.4.3)  or ((the client is querying the quota for the security principal it is authenticated as)  and (DS-Query-Self-Quota control access right on the Quotas container)) |
| userPassword | When the fUserPwdSupport heuristic in the dSHeuristics attribute (see section [6.1.1.2.4.1.2](#Section_e5899be4862e496f9a3833950617d2c5)) is false, the requester must be granted RIGHT\_DS\_READ\_PROPERTY. When fUserPwdSupport is true, access is never granted. |
| pekList | Access is never granted |
| currentValue | Access is never granted |
| dBCSPwd | Access is never granted |
| unicodePwd | Access is never granted |
| ntPwdHistory | Access is never granted |
| priorValue | Access is never granted |
| supplementalCredentials | Access is never granted |
| trustAuthIncoming | Access is never granted |
| trustAuthOutgoing | Access is never granted |
| lmPwdHistory | Access is never granted |
| initialAuthIncoming | Access is never granted |
| initialAuthOutgoing | Access is never granted |
| msDS-ExecuteScriptPassword | Access is never granted |
| Attribute whose attributeSchema has CF (fCONFIDENTIAL, 0x0x00000080) set in searchFlags. | (RIGHT\_DS\_READ\_PROPERTY)  and (RIGHT\_DS\_CONTROL\_ACCESS) |
| sDRightsEffective | See section [3.1.1.4.5.4](#Section_1e517bde739c4c078e9ccc2e3cedaa8c) |
| allowedChildClassesEffective | See section [3.1.1.4.5.5](#Section_2d3f3808daf549e4b9023dca929e0549) |
| allowedAttributesEffective | See section [3.1.1.4.5.7](#Section_c16a23d168474b259f6bf09fc29e8627) |
| msDS-Approx-Immed-Subordinates | See section [3.1.1.4.5.15](#Section_6e92dbd6ce134b2fa980958f9c78dca5) |
| msDS-QuotaEffective | See section [3.1.1.4.5.22](#Section_47f8b6c9472049338e8fad3b959bbf1a) |
| msDS-ReplAttributeMetaData  msDS-ReplValueMetaData | The security context of the requester must be granted the following rights on the replPropertyMetaData attribute:  (RIGHT\_DS\_READ\_PROPERTY)  or (DS-Replication-Manage-Topology by ON!nTSecurityDescriptor) |
| msDS-NCReplInboundNeighbors | The security context of the requester must be granted the following rights on repsFrom:  (RIGHT\_DS\_READ\_PROPERTY)  or (DS-Replication-Manage-Topology)  or (DS-Replication-Monitor-Topology) |
| msDS-NCReplOutboundNeighbors | The security context of the requester must be granted the following rights on repsTo:  (RIGHT\_DS\_READ\_PROPERTY)  or (DS-Replication-Manage-Topology)  or (DS-Replication-Monitor-Topology) |
| msDS-NCReplCursors | The security context of the requester must be granted the following rights on replUpToDateVector:  (RIGHT\_DS\_READ\_PROPERTY)  or (DS-Replication-Manage-Topology)  or (DS-Replication-Monitor-Topology) |
| msDS-IsUserCachableAtRodc | The security context of the requester must be granted the Read-Only-Replication-Secret-Synchronization control access right on the root of the [**default NC**](#gt_adc2c434-9679-419f-8c8b-b8c234921ad3). |
| [msDS-ManagedPassword](#Section_9cd2fc5e73054fb8b2332a60bc3eec68) | The security context of the requester must be granted the RIGHT\_DS\_READ\_PROPERTY control access right on the [**security descriptor**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) in the msDS-GroupMSAMembership attribute. |
| Attribute whose attributeSchema has SE (fPARTITIONSECRET, 0x0x00001000) set in searchFlags. | (RIGHT\_DS\_READ\_PROPERTY) must be granted on the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca), and the DS-Read-Partition-Secrets control access right must be granted on the object that is the root of the [**naming context**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) to which the object belongs. |

##### Constructed Attributes

Individual [**constructed attributes**](#gt_d848b035-c151-4fd8-88d9-9f152d053fee), other than [rootDSE Attributes (section 3.1.1.3.2)](#Section_96f7b0861ca347649a0833f8f7a543db), are specified in [[MS-ADA1]](%5bMS-ADA1%5d.pdf#Section_19528560f41e4623a406dabcfff0660f), [[MS-ADA2]](%5bMS-ADA2%5d.pdf#Section_e20ebc4e528540bab3bdffcb81c2783e), and [[MS-ADA3]](%5bMS-ADA3%5d.pdf#Section_4517e8353ee644d4bb95a94b6966bfb0). But briefly, constructed attributes have the property that they are [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) for which the attribute value is computed by using other attributes, sometimes from other [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). Regardless of this property, constructed attributes are defined to be those attributes that meet one of the following three criteria:

* The attributeSchema object's systemFlags attribute has the ATTR\_IS\_CONSTRUCTED bit (section [2.2.10](#Section_1e38247d823442739de3bbf313548631)) set to one.
* The attribute is a rootDSE attribute (section 3.1.1.3.2).
* The attribute is a [**back link attribute**](#gt_3037ec79-2674-4bff-9925-bc98b15372fc).

The objects and attributes for specified constructed attributes are covered in this section.

Except as otherwise noted, these constructed attributes are applicable to both [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

###### subSchemaSubEntry

The value is the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) equal to the schema NC's DN appended to "CN=Aggregate,".

###### canonicalName

The value is the [**canonical name**](#gt_79ab9d86-0d30-41c3-b7da-153ad41bdfd8) of the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) (section [3.1.1.1.7](#Section_a0cd29cc16074f508afb744a600a905c)).

###### allowedChildClasses

Let TO be the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) from which the allowedChildClasses [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is being read.

The value of TO!allowedChildClasses is the set of lDAPDisplayName values read from each Object O where:

* (O.distinguishedName is in the [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450))
* and (O!objectClass is classSchema)
* and (not O!systemOnly)
* and (not O!objectClassCategory is 2)
* and (not O!objectClassCategory is 3)
* and (there exists C in TO!objectClass such that C is in POSSSUPERIORS(O))

###### sDRightsEffective

Let TO be the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) from which the sDRightsEffective [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is being read.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | S S I | D S I | G S I | O S I |

**Note**  Bits are presented in [**big-endian**](#gt_6f6f9e8e-5966-4727-8527-7e02fb864e7e) byte order.

The value of TO!sDRightsEffective is derived as follows from the bits shown in the preceding table:

* OSI (OWNER\_SECURITY\_INFORMATION, 0x00000001) and GSI (GROUP\_SECURITY\_INFORMATION, 0x00000002) are both set if TO!nTSecurityDescriptor grants RIGHT\_WRITE\_OWNER to the requester.
* DSI (DACL\_SECURITY\_INFORMATION, 0x00000004) is set if TO!nTSecurityDescriptor grants RIGHT\_WRITE\_DAC to the requester.
* SSI (SACL\_SECURITY\_INFORMATION, 0x00000008) is set if TO!nTSecurityDescriptor grants RIGHT\_ACCESS\_SYSTEM\_SECURITY to the requester.

###### allowedChildClassesEffective

The allowedChildClassesEffective [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) has different behavior on [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

If the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is running as AD LDS, then let fAllowPrincipals equal true if the value of the ADAMAllowADAMSecurityPrincipalsInConfigPartition configuration setting (section [3.1.1.3.4.7](#Section_41cbdb2ceab145b08236ae777b1c5406)) is 1, false otherwise. If the ADAMAllowADAMSecurityPrincipalsInConfigPartition configuration setting is not supported, then let fAllowPrincipals = false.

Let TO be the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) from which the allowedChildClassesEffective attribute is being read.

TO!allowedChildClassesEffective contains each [**object class**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) O in TO!allowedChildClasses such that:

* (

(TO!nTSecurityDescriptor grants RIGHT\_DS\_CREATE\_CHILD via a simple [**ACE**](#gt_b581857f-39aa-4979-876b-daba67a40f15) to the client for instantiating an object beneath TO)

or

(TO.nTSecurityDescriptor grants RIGHT\_DS\_CREATE\_CHILD via an object-specific ACE to the client for instantiating an [**object of class**](#gt_c2c67596-8d8f-42b9-9c70-1c4f7c952200) O beneath TO)

)

* and (fAllowPrincipals or (not TO!distinguishedName in [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625)) or (not SPC(O)))
* and (fAllowPrincipals or (not TO!distinguishedName in [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450)) or (not SPC(O)))

Simple ACEs and object-specific ACEs are discussed in section [5.1.3](#Section_4e11a7e6e18c46e4a7813ca2b4de6f30).

###### allowedAttributes

Let TO be the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) from which the allowedAttributes [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is being read.

The value of TO!allowedAttributes is the set of lDAPDisplayName values read from each Object O where:

* (O.dn is in the [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450))
* and (O!objectClass is attributeSchema)
* and (there exists C in TO!objectClass such that O is in CLASSATTS(C))

###### allowedAttributesEffective

Let TO be the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) from which the allowedAttributesEffective [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is being read.

The value of TO!allowedAttributesEffective is the subset of values returned by allowedAttributes for which values (O) conform to the following:

* TO!nTSecurityDescriptor grants RIGHT\_DS\_WRITE\_PROPERTY on O to the requester
* and (O!linkID is even or O!linkID is not present)
* (and (not bit 0x4 is set in O!systemFlags) or O!lDAPDisplayName is entryTTL)

###### fromEntry

Let TO be the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) from which the fromEntry [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is being read.

The value of TO!fromEntry is true if TO!instanceType has bit 0x4 set, otherwise false.

###### createTimeStamp

Let TO be the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) from which the **createTimeStamp** [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is being read.

The value of TO!createTimeStamp is TO!whenCreated.

###### modifyTimeStamp

Let TO be the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) from which the **modifyTimeStamp** [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is being read.

The value of TO!modifyTimeStamp is TO!whenChanged.

###### primaryGroupToken

Let TO be the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) from which the primaryGroupToken [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is being read.

The value of TO!primaryGroupToken is the [**RID**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c) from TO!objectSid when there exists C in TO!objectClass such that C is the group class. Otherwise, no value is returned. That is, if TO is a [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac), then the value of this attribute is the RID from the group's [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d). If TO is not a group, no value is returned when this attribute is read from TO.

###### entryTTL

Let TO be the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) from which the entryTTL [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is being read.

The value of TO!entryTTL is the number of seconds in TO!msDS-Entry-Time-To-Die minus the current system time, and is constrained to the range 0..0xFFFFFFFF by returning 0 if the difference is less than 0, and 0xFFFFFFFF if the difference is greater than 0xFFFFFFFF.

###### msDS-NCReplInboundNeighbors, msDS-NCReplCursors, msDS-ReplAttributeMetaData, msDS-ReplValueMetaData

If the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) from which msDS-NCReplInboundNeighbors or msDS-NCReplCursors is being read is not the root object of an [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942), the result of the read is no value.

Otherwise, reading any of these four [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) on an object returns an alternate representation of the structures returned by IDL\_DRSGetReplInfo() applied to that object. The result is either a binary data structure or XML (IDL\_DRSGetReplInfo and its associated structures are documented in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.13). The relationship between these [**constructed attributes**](#gt_d848b035-c151-4fd8-88d9-9f152d053fee) and the IDL\_DRSGetReplInfo data is shown in the following table.

| Constructed attribute | Equivalent DS\_REPL\_INFO code\* | XML structure\*\* | Binary structure\*\*\* |
| --- | --- | --- | --- |
| msDS-NCReplInboundNeighbors | DS\_REPL\_INFO\_NEIGHBORS | DS\_REPL\_NEIGHBORW | DS\_REPL\_NEIGHBORW\_BLOB |
| msDS-NCReplCursors | DS\_REPL\_INFO\_CURSORS\_3\_FOR\_NC | DS\_REPL\_CURSORS\_3W | DS\_REPL\_CURSOR\_BLOB |
| msDS-ReplAttributeMetaData | DS\_REPL\_INFO\_METADATA\_2\_FOR\_OBJ | DS\_REPL\_ATTR\_META\_DATA\_2 | DS\_REPL\_ATTR\_META\_DATA\_BLOB |
| msDS-ReplValueMetaData | DS\_REPL\_INFO\_METADATA\_2\_FOR\_ATTR\_VALUE | DS\_REPL\_VALUE\_META\_DATA\_2 | DS\_REPL\_VALUE\_META\_DATA\_BLOB |

\* See [MS-DRSR] section 4.1.13.1.4.

\*\* See [MS-DRSR] section 4.1.13.1.

\*\*\* See section [2.2](#Section_a38fb14a5f5441ad8875c0c716afd53b).

The information returned is exactly the same information as is returned by a call to IDL\_DRSGetReplInfo when specifying the value in the second column as the value for DRS\_MSG\_GETREPLINFO\_REQ\_V1.InfoType or DRS\_MSG\_GETREPLINFO\_REQ\_V2.InfoType.

Without any attribute qualifier, the data is returned as XML. The parent element of the XML is the name of the structure contained in the "XML structure" column in the table, and the child element names and order in the XML exactly follow the names of the fields in that structure as well. The meaning of each child element is the same as the meaning of the corresponding field in the structure. Values of integer types are represented as decimal strings. Values of FILETIME type are represented as XML dateTime values in [**UTC**](#gt_f2369991-a884-4843-a8fa-1505b6d5ece7), for example, "04-07T18:39:09Z", as specified in [[XMLSCHEMA2/2]](https://go.microsoft.com/fwlink/?LinkId=90609). Values of [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) fields are represented as [**GUIDStrings**](#gt_b330cb96-68e2-41be-a53f-cae98c2b5d32).

If the ";binary" attribute qualifier is specified when the attribute is requested, the value of this attribute is returned as binary data; specifically, the structure contained in the "Binary Structure" column. In this representation, fields that would contain strings are represented as integer offsets (relative to the beginning of the binary data) to a null-terminated [**UTF-16**](#gt_4c9eef52-69d4-43e7-ac04-ff1fe43a94fb) encoded string embedded in the returned binary data.

###### msDS-NCReplOutboundNeighbors

The msDS-NCReplOutboundNeighbors [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is equivalent to msDS-NCReplInboundNeighbors, except that it retrieves representations of each repsTo value for the requested Object (that is, information related to [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) notifications for event-driven replication), while msDS-NCReplInboundNeighbors retrieves representations of each repsFrom value (that is, information related to inbound replication). Like msDS-NCReplInboundNeighbors, it can return the data in either XML or binary form, depending on the presence of the ";binary" attribute qualifier, and uses the DS\_REPL\_NEIGHBOR and DS\_REPL\_NEIGHBORW\_BLOB structures for its XML and binary representations, respectively.

###### msDS-Approx-Immed-Subordinates

Let TO be the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) from which the msDS-Approx-Immed-Subordinates [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is being read.

The value of TO!msDS-Approx-Immed-Subordinates is the approximate number of direct descendants of this object if TO!nTSecurityDescriptor grants RIGHT\_DS\_LIST\_CONTENTS to the client. This estimate has no guarantee or requirement of accuracy. If the client does not have the RIGHT\_DS\_LIST\_CONTENTS access right, the value 0 is returned as the estimate.

###### msDS-KeyVersionNumber

The **msDS-KeyVersionNumber** [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) exists on [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) but not on [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

Let TO be the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) from which the msDS-KeyVersionNumber attribute is being read.

If the fKVNOEmuW2k heuristic of the dSHeuristics attribute (see section [6.1.1.2.4.1.2](#Section_e5899be4862e496f9a3833950617d2c5)) is true, TO!msDS-KeyVersionNumber equals 1. Otherwise, TO!msDS-KeyVersionNumber equals the dwVersion field of the [**AttributeStamp**](#gt_8b76bf17-8a80-4f43-abb8-2e0feed5509f) associated with TO's unicodePwd attribute. See section [3.1.1.1.9](#Section_03c3c09103aa42d0a7bf7c5f8adaf0c2) for more information about AttributeStamp and dwVersion.

###### msDS-User-Account-Control-Computed

The msDS-User-Account-Control-Computed [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) has different behavior on [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

Let TO be the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) from which the msDS-User-Account-Control-Computed attribute is being read.

For AD DS, the following description applies.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | P E | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | L O | 0 | 0 | 0 | 0 |

**Note**  Bits are presented in [**big-endian**](#gt_6f6f9e8e-5966-4727-8527-7e02fb864e7e) byte order.

If the object TO is not in a [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef), TO!msDS-User-Account-Control-Computed = 0.

If the object TO is in a domain NC, let D be the root of that [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942), and let ST be the current time, read from the system clock. Then the value of TO!msDS-User-Account-Control-Computed is the preceding bit pattern, where:

* LO (ADS\_UF\_LOCKOUT, 0x00000010) is set if:
  + (none of bits ADS\_UF\_WORKSTATION\_TRUST\_ACCOUNT, ADS\_UF\_SERVER\_TRUST\_ACCOUNT, ADS\_UF\_INTERDOMAIN\_TRUST\_ACCOUNT are set in TO!userAccountControl)
  + and (TO!lockoutTime is nonzero and either (1) Effective-LockoutDuration (regarded as an unsigned quantity) < 0x8000000000000000, or (2) ST + Effective-LockoutDuration (regarded as a signed quantity) ≤ TO!lockoutTime ), where Effective-LockoutDuration is defined in [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 3.1.1.5.
* PE (ADS\_UF\_PASSWORD\_EXPIRED, 0x00800000) is set if:
  + (none of bits ADS\_UF\_SMARTCARD\_REQUIRED, ADS\_UF\_DONT\_EXPIRE\_PASSWD, ADS\_UF\_WORKSTATION\_TRUST\_ACCOUNT, ADS\_UF\_SERVER\_TRUST\_ACCOUNT, ADS\_UF\_INTERDOMAIN\_TRUST\_ACCOUNT are set in TO!userAccountControl)
  + and (TO!pwdLastSet = null, or TO!pwdLastSet = 0, or (Effective-MaximumPasswordAge ≠ 0x8000000000000000 and (ST - TO!pwdLastSet) > Effective-MaximumPasswordAge)), where Effective-MaximumPasswordAge is defined in [MS-SAMR] section 3.1.1.5.

For AD LDS, the following description applies.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | P E | 0 | 0 | 0 | 0 | 0 | 0 | D E P | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | P N R | L O | 0 | 0 | A D | 0 |

**Note**  Bits are presented in big-endian byte order.

The value of TO!msDS-User-Account-Control-Computed attribute is the preceding bit pattern, where:

* AD (ADS\_UF\_ACCOUNT\_DISABLE, 0x00000002) is set if:
  + TO!msDS-UserAccountDisabled is true
* LO (ADS\_UF\_LOCKOUT, 0x00000010) is set if:
  + TO!ms-DS-UserAccountAutoLocked is true
* PNR (ADS\_UF\_PASSWD\_NOTREQD, 0x00000020) is set if:
  + TO!ms-DS-UserPasswordNotRequired is true
* DEP (ADS\_UF\_DONT\_EXPIRE\_PASSWD, 0x00010000) is set if:
  + TO!msDS-UserDontExpirePassword is true
* PE (ADS\_UF\_PASSWORD\_EXPIRED, 0x00800000) is set if:
  + TO!msDS-UserPasswordExpired is true

###### msDS-Auxiliary-Classes

Let TO be the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) from which the msDS-Auxiliary-Classes [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is being read.

The value of TO!msDS-Auxiliary-Classes is the set of lDAPDisplayName values from each Object O such that (O is in TO!objectClass) and (O is not in SUPCLASSES(Most Specific class of TO)).

###### tokenGroups, tokenGroupsNoGCAcceptable

The tokenGroups [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) exists on both [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab). The tokenGroupsNoGCAcceptable attribute exists on AD DS but not on AD LDS.

These two computed attributes return the set of [**SIDs**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) from a transitive [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) membership expansion operation on a given [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca).

For AD DS, the tokenGroups attribute is not present if no [**GC server**](#gt_a5a99ce4-e206-42dc-8874-e103934c5b0d) is available to evaluate the transitive reverse memberships. The tokenGroupsNoGCAcceptable attribute can always be retrieved, but if no GC server is available, the set of SIDs might be incomplete.

Let U be the object from which the tokenGroups or tokenGroupsNoGCAcceptable attribute is being read.

* If U!objectSid does not exist, U!tokenGroups and U!tokenGroupsNoGCAcceptable are not present.
* For AD DS in [**mixed mode**](#gt_06c1c70e-f2c6-4efd-bff8-474409e69660), let OperationType=RevMembGetGroupsForUser ([[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.8.1.3); otherwise, for AD LDS and AD DS not in mixed mode, let OperationType=RevMembGetAccountGroups.
* Otherwise, U!tokenGroups and U!tokenGroupsNoGCAcceptable are the result of the algorithm in [MS-DRSR] section 4.1.8.3 (IDL\_DRSGetMemberships) using DRS\_MSG\_REVMEMB\_REQ\_V1.OperationType=OperationType, DRS\_MSG\_REVMEMB\_REQ\_V1.ppDsNames=U, and DRS\_MSG\_REVMEMB\_REQ\_V1.pLimitingDomain = the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) for which the server is a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

###### tokenGroupsGlobalAndUniversal

The tokenGroupsGlobalAndUniversal [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) exists on [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) but not on [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

This computed attribute returns the set of [**SIDs**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) of global and [**universal groups**](#gt_f46053d6-0708-4094-ac63-57c1bcb73d32) resulting from a transitive [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) membership expansion operation on a given [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). This attribute is not present if no [**GC server**](#gt_a5a99ce4-e206-42dc-8874-e103934c5b0d) is available to evaluate the transitive reverse memberships.

Let U be the object from which the tokenGroupsGlobalAndUniversal attribute is being read.

* If U!objectSid does not exist, U!tokenGroupsGlobalAndUniversal is not present.
* Otherwise let S be the set of SIDs returned by invoking the algorithm in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.8.3 (IDL\_DRSGetMemberships) using DRS\_MSG\_REVMEMB\_REQ\_V1.OperationType=RevMembGetAccountGroups, DRS\_MSG\_REVMEMB\_REQ\_V1.ppDsNames=U, and DRS\_MSG\_REVMEMB\_REQ\_V1.pLimitingDomain = the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) for which the server is a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).
* Let accumulator set T be the Null set.
* For each SID s in S:
  + Let X be the set of SIDs returned by invoking the algorithm in [MS-DRSR] section 4.1.8.3 (IDL\_DRSGetMemberships) using DRS\_MSG\_REVMEMB\_REQ\_V1.OperationType=RevMembGetUniversalGroups, DRS\_MSG\_REVMEMB\_REQ\_V1.ppDsNames=s, and DRS\_MSG\_REVMEMB\_REQ\_V1.pLimitingDomain = NULL.
  + T = T union X.
* U!tokenGroupsGlobalAndUniversal is the union of T and S.

###### possibleInferiors

Let TO be the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) from which the possibleInferiors [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is being read.

Let C be the classSchema object corresponding to TO!governsID.

The value of TO!possibleInferiors is the set of O!governsID for each Object O where

* (O is in the [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450))
* and (O!objectClass is classSchema)
* and (not O!systemOnly)
* and (not O!objectClassCategory is 2)
* and (not O!objectClassCategory is 3)
* and ((C is contained in POSSSUPERIORS(O))

###### msDS-QuotaEffective

Let TO be the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) from which the msDS-QuotaEffective [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is being read.

Let R be the root object of the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) containing TO.

Let [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) be the sid specified by the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) extended control LDAP\_SERVER\_QUOTA\_CONTROL\_OID or, if none is specified, the requester's SID.

Let SIDS be the set of SIDs including SID and the set of SIDs returned by tokenGroups.

The value of TO!msDS-QuotaEffective is the maximum of all O!msDS-QuotaAmount for each object O where:

* (TO is the object:

**GetWellknownObject**(n: R, guid: GUID\_NTDS\_QUOTAS\_CONTAINER\_W))

* and (O is a child of TO)
* and (the client has access to O as specified in section [3.1.1.4.3](#Section_8271b44da7554872a7621ac57152099d))
* and (the client has access to O!msDS-QuotaAmount as specified in section 3.1.1.4.3)
* and (the client has access to O!msDS-QuotaTrustee as specified in section 3.1.1.4.3)
* and (there exists S in SIDS such that S is equal to O!msDS-QuotaTrustee)

###### msDS-QuotaUsed

Let TO be the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) from which the msDS-QuotaUsed [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is being read.

Let C be the Most Specific Class from TO!objectClass.

Let R be the root object of the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) containing TO.

Let [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) be the SID specified by the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) extended control LDAP\_SERVER\_QUOTA\_CONTROL\_OID or, if none is specified, the requester's SID.

The value of TO!msDS-QuotaUsed is:

* (cLive + ((cTombstoned \* TO!msDS-TombstoneQuotaFactor)+99)/100)

where:

* cLive is the number of non-[**tombstoned**](#gt_9d8e0963-13fa-4e19-a97f-7ce6bc90d20f) objects associated with SID, and cTombstoned is the number of tombstoned objects associated with SID, as detailed in section [3.1.1.5.2.5](#Section_3f21a8656ebe48838f102207a8628b86), Quota Calculation.

when:

* (TO is the object:

**GetWellknownObject**(n: R, guid: GUID\_NTDS\_QUOTAS\_CONTAINER\_W))

###### msDS-TopQuotaUsage

Let TO be the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) from which the msDS-TopQuotaUsage [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is being read.

Let R be the root object of the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) containing TO.

TO!msDS-TopQuotaUsage equals a set of XML-encoded strings sorted by the element quotaUsed when:

* TO is the object:

**GetWellknownObject**(n: R, guid: GUID\_NTDS\_QUOTAS\_CONTAINER\_W)

Each string represents the quota information for a [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) as specified in section [3.1.1.5.2.5](#Section_3f21a8656ebe48838f102207a8628b86), Quota Calculation. The format of the XML-encoded string is

**<MS\_DS\_TOP\_QUOTA\_USAGE>**

**<partitionDN>***DN of the NC containing TO* **</partitionDN>**

**<ownerSID>***SID of quota user* **</ownerSID>**

**<quotaUsed>***rounded up value of quota used (computed)* **</quotaUsed>**

**<tombstoneCount>***value in the TombstoneCount column* **</tombstoneCount>**

**<totalCount>***value in the TotalCount column* **</totalCount>**

**</MS\_DS\_TOP\_QUOTA\_USAGE>**

where quotaUsed is computed as specified in msDS-QuotaUsed with cLive set to (totalCount - tombstoneCount).

The number of values returned can be controlled with the ";range" syntax as detailed in Range Retrieval of Attribute Values in section [3.1.1.3.1.3.3](#Section_e27b48db6f8244cd90382e54f790cc1f). The default range is 10 for this attribute.

###### ms-DS-UserAccountAutoLocked

The ms-DS-UserAccountAutoLocked [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) exists on [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) but not on [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024).

Let TO be the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) from which the ms-DS-UserAccountAutoLocked attribute is being read. Let ST be the current time, read from the system clock.

If the machine running AD LDS is joined to a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) D, TO!ms-DS-UserAccountAutoLocked is true if both of the following are true:

* The [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) configurable setting ADAMDisablePasswordPolicies ≠ 1.
* TO!lockoutTime ≠ 0 and either (1) D!lockoutDuration (regarded as an unsigned quantity) < 0x8000000000000000, or (2) ST + D!lockoutDuration (regarded as a signed quantity) ≤ TO!lockoutTime.

If the machine running AD LDS is not joined to a domain, TO!ms-DS-UserAccountAutoLocked is true if both of the following are true:

* The LDAP configurable setting ADAMDisablePasswordPolicies ≠ 1.
* TO!lockoutTime ≠ 0 and (current time - TO!lockoutTime) ≤ X, where X is determined by the policy of the machine on which AD LDS is running.

###### msDS-UserPasswordExpired

The msDS-UserPasswordExpired [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) exists on [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) but not on [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024).

Let TO be the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) from which the msDS-UserPasswordExpired attribute is being read. Let ST be the current time, read from the system clock.

If the machine running AD LDS is joined to a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca), let D be the root of the [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) of the joined domain. Then TO!msDS-UserPasswordExpired is true if all of the following are true:

* The [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) configurable setting ADAMDisablePasswordPolicies ≠ 1.
* None of bits ADS\_UF\_SMARTCARD\_REQUIRED, ADS\_UF\_DONT\_EXPIRE\_PASSWD, ADS\_UF\_WORKSTATION\_TRUST\_ACCOUNT, ADS\_UF\_SERVER\_TRUST\_ACCOUNT, ADS\_UF\_INTERDOMAIN\_TRUST\_ACCOUNT is set in TO!userAccountControl.
* TO!pwdLastSet = null, or TO!pwdLastSet = 0, or (D!maxPwdAge ≠ 0x8000000000000000 and (ST - TO!pwdLastSet) > D!maxPwdAge)).

If the machine running AD LDS is not joined to a domain, then TO!msDS-UserPasswordExpired is true if all of the following are true:

* The LDAP configurable setting ADAMDisablePasswordPolicies ≠ 1.
* None of bits ADS\_UF\_SMARTCARD\_REQUIRED, ADS\_UF\_DONT\_EXPIRE\_PASSWD, ADS\_UF\_WORKSTATION\_TRUST\_ACCOUNT, ADS\_UF\_SERVER\_TRUST\_ACCOUNT, ADS\_UF\_INTERDOMAIN\_TRUST\_ACCOUNT is set in TO!userAccountControl.
* TO!pwdLastSet = null, or TO!pwdLastSet = 0, or (ST - TO!pwdLastSet) > X, where X is determined by the policy of the machine on which AD LDS is running.

###### msDS-PrincipalName

The msDS-PrincipalName [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) has different behavior on [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

Let TO be the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) from which the msDS-PrincipalName attribute is being read.

For AD DS, the value of TO!msDS-PrincipalName is either (1) the [**NetBIOS domain name**](#gt_f7f8efcc-c6d5-40f0-9605-c9d99c5a0b92), followed by a backslash ("\"), followed by TO!sAMAccountName, or (2) the value of TO!objectSid in SDDL [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) string format ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.4.2.1).

For AD LDS, let OBJSID be the value of TO!objectSid. If OBJSID is the SID of a [**security principal**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) of the computer on which [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) is running, then TO!msDS-PrincipalName is the [**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4) computer name, followed by a backslash ("\"), followed by the name of the security principal. If the computer on which Active Directory is running is a member of a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca), and OBJSID is a SID for a security principal S in that domain, then TO!msDS-PrincipalName is the NetBIOS domain name, followed by a backslash ("\"), followed by S!sAMAccountName. Otherwise, the value of TO!msDS-PrincipalName is the value of TO!objectSid in SDDL SID string format ([MS-DTYP] section 2.4.2.1).

###### parentGUID

This [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is not present on an object that is the root of an [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942). For all other [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca), let TO be the object from which the parentGUID attribute is being read and let TP be TO!parent. TO!parentGUID is equal to TP!objectGUID.

###### msDS-SiteName

The msDS-SiteName [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) exists on [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) but not on [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

Let TO be the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) on which msDS-SiteName is being read. If TO is an nTDSDSA object or a server object, then TO!msDS-SiteName is equal to the value of the [**RDN**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9) of the site object under which TO is located. For example, given a TO that is an nTDSDSA object with the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) "CN=NTDS Settings, CN=TESTDC-01, CN=Servers, CN=Default-First-Site-Name, CN=Sites, CN=Configuration, DC=fabrikam, DC=com", the value of TO!msDS-SiteName is "Default-First-Site-Name".

If TO is a computer object, then let TS be the server object named by TO!serverReferenceBL. TO!msDS-SiteName equals TS!msDS-SiteName.

If TO is neither a computer, server, nor nTDSDSA object, then TO!msDS-SiteName is not present.

###### msDS-isRODC

The msDS-isRODC [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) exists on [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) but not on [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

This attribute indicates whether a specified [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870). Let TO be the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) on which msDS-isRODC is being read. If TO is not an nTDSDSA, computer, or server object, then TO!msDS-isRODC is not present.

* If TO is an [**nTDSDSA object**](#gt_dc90b593-841f-4c6d-8032-b32e58e887a8):
  + If TO!objectCategory equals the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the classSchema object for the nTDSDSA object class, then TO!msDS-isRODC is false. Otherwise, TO!msDS-isRODC is true.
* If TO is a server object:
  + Let TN be the nTDSDSA object whose DN is "CN=NTDS Settings," prepended to the DN of TO. Apply the previous rule for the "TO is an nTDSDSA object" case, substituting TN for TO.
* If TO is a computer object:
  + Let TS be the [**server object**](#gt_62a8c543-5998-480b-8fa7-41a8f04a18e5) named by TO!serverReferenceBL. Apply the previous rule for the "TO is a server object" case, substituting TS for TO.

###### msDS-isGC

The msDS-isGC [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) exists on [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) but not on [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

This attribute indicates whether a specified [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is a [**GC server**](#gt_a5a99ce4-e206-42dc-8874-e103934c5b0d). Let TO be the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) on which msDS-isGC is being read. If TO is not an nTDSDSA, computer, or server object, then TO.msDS-isGC is not present.

* If TO is an nTDSDSA object:
  + TO!msDS-isGC iff TO!options has the NTDSDSA\_OPT\_IS\_GC bit set (section [6.1.1.2.2.1.2.1.1](#Section_8ebf24191169441388e212a5ad499cf5)).
* If TO is a server object:
  + Let TN be the nTDSDSA object whose [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) is "CN=NTDS Settings," prepended to the DN of TO. Apply the previous rule for the "TO is an nTDSDSA object" case, substituting TN for TO.
* If TO is a computer object:
  + Let TS be the server object named by TO!serverReferenceBL. Apply the previous rule for the "TO is a server object" case, substituting TS for TO.

###### msDS-isUserCachableAtRodc

The msDS-IsUserCachableAtRodc [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) exists on [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) but not on [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

This attribute indicates whether a specified [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870) is permitted by administrator policy to cache the [**secret attributes**](#gt_d01d16a8-7864-4c7f-acaa-8c695508d6e0) of a specified [**security principal**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409). The [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the security principal is specified using the LDAP Control LDAP\_SERVER\_DN\_INPUT\_OID. The DN specified is either an RFC 2253–style DN or one of the alternate DN formats specified in section [3.1.1.3.1.2.4](#Section_92a5486938d74e71a3be5f67a0dcdd7e).

Let TO be the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) on which msDS-IsUserCachableAtRodc is being read. If TO is not an nTDSDSA, computer, or server object, then TO!msDS-IsUserCachableAtRodc is not present.

* If TO is a computer object:
  + If TO!userAccountControl does not have the ADS\_UF\_PARTIAL\_SECRETS\_ACCOUNT bit set, TO!msDS-IsUserCachableAtRodc is not present.
  + If TO!userAccountControl has the ADS\_UF\_PARTIAL\_SECRETS\_ACCOUNT bit set, the value of TO!msDS-IsUserCachableAtRodc is calculated as follows:
    - Let D be the DN of the user [**principal**](#gt_8492780e-99e2-47ba-8553-aedb8de9f9c0) specified using LDAP Control LDAP\_SERVER\_DN\_INPUT\_OID. If the DN of a security principal is not explicitly specified, D is the DN of the current requester.
    - TO!msDS-IsUserCachableAtRodc = GetRevealSecretsPolicyForUser(TO!distinguishedName, D) (procedure GetRevealSecretsPolicyForUser is defined in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.10.5.14).
* If TO is a server object:
  + Let TC be the computer object named by TO!serverReference. Apply the previous rule for the "TO is a computer object" case, substituting TC for TO.
* If TO is an nTDSDSA object:
  + Let TS be the server object that is the parent of TO. Apply the previous rule for the "TO is a server object" case, substituting TS for TO.

###### msDS-UserPasswordExpiryTimeComputed

The msDS-UserPasswordExpiryTimeComputed [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) exists on [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) but not on [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

This attribute indicates the time when the password of the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) will expire. Let TO be the object on which the attribute msDS-UserPasswordExpiryTimeComputed is read. If TO is not in a [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef), then TO!msDS-UserPasswordExpiryTimeComputed = null. Otherwise let D be the root of the domain NC containing TO. The [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) applies the following rules, in the order specified below, to determine the value of TO!msDS-UserPasswordExpiryTimeComputed:

* If any of the ADS\_UF\_SMARTCARD\_REQUIRED, ADS\_UF\_DONT\_EXPIRE\_PASSWD, ADS\_UF\_WORKSTATION\_TRUST\_ACCOUNT, ADS\_UF\_SERVER\_TRUST\_ACCOUNT, ADS\_UF\_INTERDOMAIN\_TRUST\_ACCOUNT bits is set in TO!userAccountControl, then TO!msDS-UserPasswordExpiryTimeComputed = 0x7FFFFFFFFFFFFFFF.
* Else, if TO!pwdLastSet = null, or TO!pwdLastSet = 0, then TO!msDS-UserPasswordExpiryTimeComputed = 0.
* Else, if Effective-MaximumPasswordAge = 0x8000000000000000, then TO!msDS-UserPasswordExpiryTimeComputed = 0x7FFFFFFFFFFFFFFF (where Effective-MaximumPasswordAge is defined in [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 3.1.1.5).
* Else, TO!msDS-UserPasswordExpiryTimeComputed = TO!pwdLastSet + Effective-MaximumPasswordAge (where Effective-MaximumPasswordAge is defined in [MS-SAMR] section 3.1.1.5).

###### msDS-RevealedList

The msDS-RevealedList [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) exists on [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) (starting with Windows Server 2008) but not on [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

The msDS-RevealedList attribute exists only on the computer [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) of an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870). The value of msDS-RevealedList is a multivalued DN-String. The string portion of each value is the lDAPDisplayName of a [**secret attribute**](#gt_d01d16a8-7864-4c7f-acaa-8c695508d6e0), and the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) portion of each value names an object. Each value represents the presence of a value for the named attribute on the named object on the RODC; in other words, the value has been "revealed" to the RODC.

The msDS-RevealedList attribute is constructed from the msDS-RevealedUsers attribute as follows.

Let *O* be the object from which the msDS-RevealedList attribute is being read.

Let *RESULT* be a set of DN-String, initially empty.

For each *V* (a DN-Binary) in *O*!msDS-RevealedUsers do the following:

* Let *USER* be the object with DN *V.object\_DN*.
* Let *P* (a PROPERTY\_META\_DATA, see [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.10.2.23) equal *V.binary\_value*.
* Let *SCH* equal SchemaObj(*P.attrType*) ([MS-DRSR] section 5.183).
* Let *RV* be a DN-String with *RV.string\_value* equal *SCH*!lDAPDisplayName and *RV.object\_DN* equal *V.object\_DN*.
* Let *A* be *SCH*!lDAPDisplayName.
* If AttributeStampCompare(*P.propMetadataExt*, AttrStamp(*USER*, *P.attrType*)) = 0, set *RESULT* = *RESULT +* {*RV* }. (See [MS-DRSR] section 4.1.10.3.5 for procedure AttributeStampCompare, and [MS-DRSR] section 5.13 for procedure AttrStamp.)

Return the set *RESULT* (if empty, the msDS-RevealedList attribute is not present).

###### msDS-RevealedListBL

The msDS-RevealedListBL [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) exists on [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) (starting with Windows Server 2008) but not on [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

This attribute behaves precisely like a [**back link attribute**](#gt_3037ec79-2674-4bff-9925-bc98b15372fc) for the msDS-RevealedList [**constructed attributes**](#gt_d848b035-c151-4fd8-88d9-9f152d053fee) described in the previous section.

Therefore, the msDS-RevealedList attribute exists only on a [**user object**](#gt_e767a471-c3fa-4e4b-a40c-daeb08f82a17), one or more of whose [**secret attributes**](#gt_d01d16a8-7864-4c7f-acaa-8c695508d6e0) have been "revealed" to an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870). The value is the set of RODCs (represented by their [**computer objects**](#gt_d8e8f5a7-db85-40a8-98ed-1abab2237b82)) to which one or more of the given user object's secret attributes have been revealed.

###### msDS-ResultantPSO

The msDS-ResultantPSO [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) exists on [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) on Windows Server 2008 and later. This attribute does not exist on [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab). This attribute specifies the effective password policy applied on this [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca).

The value of msDS-ResultantPSO is a single value of Object (DS-DN) syntax. This attribute is constructed as follows:

Let *RESULTSET* be a set of DS-DN, initially empty.

Let *U* be the object from which the msDS-ResultantPSO attribute is being read.

* If the [**domain functional level**](#gt_f9b5a663-12d5-46d4-b23a-147704f026fc) is less than DS\_BEHAVIOR\_WIN2008, then there is no value in this attribute.
* If *U*!objectClass does not contain the value "user", then there is no value in this attribute.
* If the bit for ADS\_UF\_NORMAL\_ACCOUNT (see section [2.2.16](#Section_dd302fd10aa7406bad912a6b35738557)) is not set in *U*!userAccountControl, then there is no value in this attribute.
* If the [**RID**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c) in *U*!objectSid is equal to DOMAIN\_USER\_RID\_KRBTGT, then there is no value in this attribute.

**Note**: Windows Server 2016 and earlier and Windows Server v1803 and earlier do not enforce this check.

* If the *U*!msDS-SecondaryKrbTgtNumber attribute has a value, then there is no value in this attribute.
* Let RESULTSET be the values of *U*!msDS-PSOApplied that are of [**object class**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) msDS-PasswordSettings and are under the Password Settings [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) (see section [6.1.1.4.11.1](#Section_99f7fd20c7ab44cea891bfe49325ce3e))
* If RESULTSET is empty:
  + Let *S* be the set of objects returned by invoking the algorithm in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.8.3 (IDL\_DRSGetMemberships) using DRS\_MSG\_REVMEMB\_REQ\_V1.OperationType=RevMembGetAccountGroups, DRS\_MSG\_REVMEMB\_REQ\_V1.ppDsNames=U, and DRS\_MSG\_REVMEMB\_REQ\_V1.pLimitingDomain = the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) for which the server is a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).
  + For each *O* (an object) in *S* do the following:
    - *RESULTSET* = *RESULTSET* union *O*!msDS-PSOApplied
* Sort objects in set *RESULTSET* according to msDS-PasswordSettingsPrecedence values, breaking ties with objectGUID values, with smaller values coming first.
* Return the first element in the sorted *RESULTSET* (if empty, the msDS-ResultantPSO attribute is not present).

###### msDS-LocalEffectiveDeletionTime

The msDS-LocalEffectiveDeletionTime [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) exists on [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) on Windows Server 2008 R2 and later.

This attribute contains the value that a [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) maintains as the time when the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) was transformed into a [**tombstone**](#gt_9d8e0963-13fa-4e19-a97f-7ce6bc90d20f) or [**deleted-object**](#gt_d9c9e99f-74f1-483e-bcb1-310e75ff1344).

Each [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is permitted to modify this value locally for implementation-specific reasons outside the state model. Therefore, this value does not necessarily accurately reflect when the object was actually transformed. However, no replica is permitted to modify this value to be earlier than the actual time that the object was transformed. This value is not replicated. Therefore, for a specific object, each DC can have a different value for this attribute.

When the [**Recycle Bin**](#gt_54624800-58f4-45e9-90bf-c9b52dcf98f3) [**optional feature**](#gt_785b66f1-22b3-450f-97aa-a24a39d04d47) is enabled, each replica will transform the deleted-object into a [**recycled-object**](#gt_156b927d-f1ce-4629-993f-18f0cd5e1e12) some time after the difference that exists between the current time and the value of msDS-LocalEffectiveDeletionTime is greater than the value of the [**deleted-object lifetime**](#gt_f10f0c75-7969-433d-a710-ba8641e7e103).

When the Recycle Bin optional feature is not enabled, the DC makes no use of this value. When this attribute exists on a tombstone, it is not used by the replica.

###### msDS-LocalEffectiveRecycleTime

The msDS-LocalEffectiveRecycleTime [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) exists on [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) on Windows Server 2008 R2 and later.

This attribute contains the value that a [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) maintains as the time when the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) was transformed into a [**tombstone**](#gt_9d8e0963-13fa-4e19-a97f-7ce6bc90d20f) or [**recycled-object**](#gt_156b927d-f1ce-4629-993f-18f0cd5e1e12).

Each [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is permitted to modify this value locally for implementation-specific reasons outside the state model. Therefore, this value does not necessarily accurately reflect when the object was actually transformed. However, no replica is permitted to modify this value to be earlier than the actual time that the object was transformed. This value is not replicated. Therefore, for a specific object, each replica can have a different value for this attribute.

Each replica will remove the tombstone or recycled-object some time after the difference that exists between the current time and the value of msDS-LocalEffectiveRecycleTime is greater than the value of the [**tombstone lifetime**](#gt_d636f4dc-5f08-49ef-9a2b-765015cd3289).

###### msDS-ManagedPassword

The msDS-ManagedPassword [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) exists in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) on Windows Server 2012 and later. This attribute contains a [**BLOB**](#gt_ad861812-8cb0-497a-80bb-13c95aa4e425) with password information for group-managed service accounts.

Let TO be the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) on which msDS-ManagedPassword is being read. If TO is not an msDS-GroupManagedServiceAccount object, then TO!msDS-ManagedPassword is not present. If the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is not writable, then TO!msDS-ManagedPassword cannot be constructed and the request is forwarded to a writable DC by the [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870).

The value of TO!msDS-ManagedPassword is obtained by calling GetgMSAPasswordBlob(TO) (defined later in this section), which uses the functions defined next.

Define function PostProcessPasswordBuffer(*Password*: OCTET STRING), which returns an octet string [ITUX680] as follows:

1. Let RESULT be set to *Password*, which is a BLOB.
2. Take RESULT and convert each wide (2-byte) NULL character into a wide value of 1 (0x00 0x01) to guarantee that the resulting string is a [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string with no intervening NULL characters that would limit its length.
3. Set the last wide character in RESULT to NULL to terminate the string.
4. Return RESULT.

Define function MaxClockSkew(), which returns the integer 3,000,000,000. This is a quantity of 10^(-7) second units of time; that is, five minutes in 100ns units.

Define function GmsaSD(), which returns the [**security descriptor**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) corresponding to the policy on all msDS-GroupManagedServiceAccount object keys:

1. static const BYTE gmsaSecurityDescriptor[] = {/\* O:SYD:(A;;FRFW;;;S-1-5-9) \*/
2. 0x01, 0x00, 0x04, 0x80, 0x30, 0x00, 0x00, 0x00, 0x00, 0x00, 0x00, 0x00, 0x00, 0x00, 0x00,
3. 0x00, 0x14, 0x00, 0x00, 0x00, 0x02, 0x00, 0x1c, 0x00, 0x01, 0x00, 0x00, 0x00, 0x00, 0x00,
4. 0x14, 0x00, 0x9f, 0x01, 0x12, 0x00, 0x01, 0x01, 0x00, 0x00, 0x00, 0x00, 0x00, 0x05, 0x09,
5. 0x00, 0x00, 0x00, 0x01, 0x01, 0x00, 0x00, 0x00, 0x00, 0x00, 0x05, 0x12, 0x00, 0x00, 0x00
6. };

Define function GenerateGmsaPassword(*Key*: L1 or L2 key ([[MS-GKDI]](%5bMS-GKDI%5d.pdf#Section_943dd4f66b804a66859480df6d2aad0a) section 2.2.4), *HashAlg*: null-terminated Unicode string, *AccountSID*: [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d)), which returns a password and a key identifier, KeyID, as follows:

1. Use the same processing rules as defined for KDF ([MS-GKDI] section 3.1.4.1.2) where:
   * HashAlg (for KDF) contains *HashAlg*.
   * KI contains *Key*.
   * Label contains the Unicode (wide-character) NULL-terminated string "GMSA PASSWORD" (without the quotes).
   * Context contains the binary representation of the *AccountSID* parameter.
   * L contains the password length, in bytes, including the terminating NULL.
2. Return KeyID and the password to the caller.

Define function MarshalPassword(*Current\_Password*: OCTET STRING, *Previous\_Password*: OCTET STRING (optional), *QueryPasswordInterval*: FILETIME, *UnchangedPasswordInterval*: FILETIME). This function returns an msDS-ManagedPassword BLOB using the MSDS-MANAGEDPASSWORD\_BLOB structure from section [2.2.19](#Section_a90197403d7346efa9ae3ea8eb86ac2e), which is constructed as follows:

* The **Version** field is set to 0x0001.
* The **Reserved** field is set to 0x0000.
* The **Length** field is set to the length, in bytes, of the msDS-ManagedPassword BLOB.
* The **CurrentPasswordOffset** field is set to the offset, in bytes, from the beginning of this structure to the **CurrentPassword** field.
* The **PreviousPasswordOffset** field is set to the offset, in bytes, from the beginning of this structure to the **PreviousPassword** field. If the *Previous\_Password* parameter is not included, this field is set to 0x0000.
* The **QueryPasswordIntervalOffset** field is set to the offset, in bytes, from the beginning of this structure to the **QueryPasswordInterval** field.
* The **UnchangedPasswordIntervalOffset** field is set to the offset, in bytes, from the beginning of this structure to the **UnchangedPasswordInterval** field.
* The **CurrentPassword** field is set to *Current\_Password*.
* The **PreviousPassword** field is set to *Previous\_Password*. If the *Previous\_Password* parameter is not included, then this field MUST be absent.
* The **AlignmentPadding** field is constructed with enough bytes of padding to align the **QueryPasswordInterval** field to a 64-bit boundary.
* The **QueryPasswordInterval** field is set to *QueryPasswordInterval*.
* The **UnchangedPasswordInterval** field is set to *UnchangedPasswordInterval*.

Define function GetIntervalId(*TimeStamp*: FILETIME), which returns L0KeyID: INTEGER, L1KeyID: INTEGER, and L2KeyID: INTEGER as follows:

1. Let KeyCycleDuration be the integer 360,000,000,000. This is a quantity of 10^(-7) second units of time; that is, 10 hours in 100ns units.
2. Let TimeStamp be the number of 100ns intervals since January 1,1601, [**UTC**](#gt_f2369991-a884-4843-a8fa-1505b6d5ece7).
3. Let L1\_KEY\_ITERATION be 32.
4. Let L2\_KEY\_ITERATION be 32.
5. L0KeyID = (ULONG)(*TimeStamp* / KeyCycleDuration / L2\_KEY\_ITERATION / L1\_KEY\_ITERATION)
6. L1KeyID = (*TimeStamp* / KeyCycleDuration / L2\_KEY\_ITERATION) & (L1\_KEY\_ITERATION - 1)
7. L2KeyID = (*TimeStamp* / KeyCycleDuration) & (L2\_KEY\_ITERATION - 1)
8. Return L0KeyID, L1KeyID, and L2KeyID.

Define function GKDIGetKeyStartTime(*KeyID*: GUID), which returns a FILETIME structure as follows:

1. Extract the variables L0, L1, and L2 from the Group Key Envelope structure ([MS-GKDI] section 2.2.4) identified by KeyID. The Group Key Envelope fields of relevance are **L0 index**, **L1 index**, and **L2 index**, respectively.
2. Let KeyCycleDuration be the integer 360,000,000,000. This is a quantity of 10^(-7) second units of time; that is, 10 hours in 100ns units.
3. Let L1\_KEY\_ITERATION be 32.
4. Let L2\_KEY\_ITERATION be 32.
5. Return ((L0 \* L1\_KEY\_ITERATION \* L2\_KEY\_ITERATION) + (L1 \* L2\_KEY\_ITERATION) + L2) \* KeyCycleDuration

Define function GetPasswordBasedOnTimeStamp(*TimeStamp*: FILETIME, *AccountSID*: SID), which returns an msDS-ManagedPassword BLOB (section 2.2.19) and KeyID: GUID as follows:

1. Call GetIntervalID() with the supplied *TimeStamp* to compute variables L0, L1, and L2.
2. Call *GetKey()* ([MS-GKDI] section 3.1.4.1) to compute the output key where:
   * *hBinding* contains an [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) binding handle ([[C706]](https://go.microsoft.com/fwlink/?LinkId=89824) and [[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15)) to a GKDI server.
   * *cbTargetSD* contains the length, in bytes, of the security descriptor supplied in *pbTargetSD*.
   * *pbTargetSD* contains a pointer to the security descriptor returned by GmsaSD().
   * *pRootKeyID* is set to NULL.
   * *L0KeyID* contains L0 returned in step 1.
   * *L1KeyID* contains L1 returned in step 1.
   * *L2KeyID* contains L2 returned in step 1.
3. Compute the [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) key using the output key from step 2 and the same processing rules as defined in step 2 of [MS-GKDI] section 3.2.4.3.
4. Call GenerateGmsaPassword() to obtain the password BLOB and KeyID where:
   * *Key* contains the group key from step 3.
   * *HashAlg* contains **Hash algorithm name** from the KDF parameters ([MS-GKDI] section 2.2.1) of the output key from step 2.
   * *AccountSID* contains the *AccountSID* parameter passed to this function.
5. Call PostProcessPasswordBuffer() with the returned password BLOB to make it into a properly NULL-terminated Unicode string.
6. Return the password BLOB and KeyID to the caller.

Define function GetPasswordBasedOnKeyID(*Key-ID*: GUID*, Account-SID*: SID), which returns an msDS-ManagedPassword BLOB (section 2.2.19) as follows:

1. Extract the variables L0, L1, and L2 and the root key ID from the Group Key Envelope data structure ([MS-GKDI] section 2.2.4) identified by *Key-ID*. The Group Key Envelope fields of relevance are **L0 index**, **L1 index**, **L2 index**, and **Root key identifier**, respectively.
2. Call GetKey() ([MS-GKDI] section 3.1.4.1) to compute the output key where:
   * *hBinding* contains an RPC binding handle ([C706] and [MS-RPCE]) to a GKDI server.
   * *cbTargetSD* contains the length, in bytes, of the security descriptor supplied in *pbTargetSD*.
   * *pbTargetSD* contains a pointer to the security descriptor returned by GmsaSD().
   * *pRootKeyID* is set to the root key ID returned in step 1.
   * *L0KeyID* contains L0 returned in step 1.
   * *L1KeyID* contains L1 returned in step 1.
   * *L2KeyID* contains L2 returned in step 1.
3. Compute the group key using the output key from step 2 and the same processing rules as defined in step 3 of [MS-GKDI] section 3.2.4.3.
4. Call GenerateGmsaPassword() where:
   * *Key* contains the group key from step 3.
   * *HashAlg* contains **Hash algorithm name** from the KDF parameters ([MS-GKDI] section 2.2.1) of the output key from step 2.
   * *AccountSID* contains the *Account-SID* parameter passed to this function.
5. Call PostProcessPasswordBuffer() to convert the returned BLOB into a properly NULL-terminated Unicode string.
6. Return the password BLOB to the caller.

Define function GetgMSAPasswordBlob(TO: OBJECT), which returns an msDS-ManagedPassword BLOB structure (section 2.2.19) as follows using integer arithmetic where divisions are rounded down without a remainder.

1. If the connection is not encrypted, ERROR\_DS\_CONFIDENTIALITY\_REQUIRED is returned.
2. If the caller does not have the RIGHT\_DS\_READ\_PROPERTY [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) on the security descriptor in the TO!msDS-GroupMSAMembership attribute ([[MS-ADA2]](%5bMS-ADA2%5d.pdf#Section_e20ebc4e528540bab3bdffcb81c2783e) section 2.321), the error operationsError / ERROR\_DS\_CANT\_RETRIEVE\_ATTRS is returned. This [**access check**](#gt_d7906f17-bb2c-4193-a3f0-848bcc351dec) is also specified in section [3.1.1.4.4](#Section_e6685d315d8742d08a5fe55d337f47cd).
3. Convert the TO!msDS-ManagedPasswordInterval attribute ([MS-ADA2] section 2.368) into the rollover interval as follows:
   1. Let KeyCycleDuration be the integer 360,000,000,000. This is a quantity of 10^(-7) second units of time; that is, 10 hours in 100ns units.
   2. Let GKDIRolloverInterval = (TO!msDS-ManagedPasswordInterval \* 24 / KeyCycleDuration) \* KeyCycleDuration.
4. Let a variable called CurrentKeyExpirationTime be computed as follows:
   1. If the TO!msDS-ManagedPasswordId attribute ([MS-ADA2] section 2.367) exists, call GKDIGetKeyStartTime() where:
      * *KeyID* contains TO!msDS-ManagedPasswordId.

Set CurrentKeyExpirationTime = the time returned by GKDIGetKeyStartTime() + GKDIRolloverInterval.

* 1. Otherwise, set CurrentKeyExpirationTime = the TO!creationTime attribute ([[MS-ADA1]](%5bMS-ADA1%5d.pdf#Section_19528560f41e4623a406dabcfff0660f) section 2.131).

1. If TO!msDS-ManagedPasswordId does not exist or CurrentKeyExpirationTime is less than the current time, then:
   1. Let StaleCount be zero.
   2. Let NewKeyStartTime = CurrentKeyExpirationTime.
   3. Let NewKeyStartTime = NewKeyStartTime + GDKIRolloverInterval and StaleCount = StaleCount +1 until NewKeyStartTime is greater than the current time.
   4. Call GetPasswordBasedOnTimestamp() where:
      * *Timestamp* contains NewKeyStartTime.
      * *AccountSID* contains the TO!objectSid attribute ([[MS-ADA3]](%5bMS-ADA3%5d.pdf#Section_4517e8353ee644d4bb95a94b6966bfb0) section 2.45).

Let NewKeyID be the returned KeyID. Let NewPassword be the returned password.

* 1. Let a variable called OldKeyID be computed as follows:
     1. If StaleCount is zero AND TO!msDS-ManagedPasswordId exists and is not NULL:
        1. Call GetPasswordBasedOnKeyID() where:
           + *Key-ID* contains TO!msDS-ManagedPasswordId.
           + *Account-SID* contains TO!objectSid ([MS-ADA3] section 2.45).
        2. Let OldPassword be the returned password and set OldKeyID to the value of TO!msDS-ManagedPasswordId.
     2. Otherwise, if the current time - TO!creationTime >= GDKIRolloverInterval, the current key cannot be reused as the previous key. Call GetPasswordBasedOnTimeStamp() where:
        + *Timestamp* contains NewKeyStartTime – GDKIRolloverInterval.
        + *AccountSID* contains TO!objectSid.

Set OldKeyID to the returned KeyID. Let OldPassword be the returned password.

* + 1. Otherwise, the account is not old enough to have a previous password and neither the OldKeyID nor the OldPassword will be returned.
  1. Let variables called QueryPasswordInterval and UnchangedPasswordInterval be computed as follows:
     1. Let NewKeyExpirationTime = NewKeyStartTime + GKDIRolloverInterval.
     2. Call MaxClockSkew() and let MaxClockSkew be the returned value.
     3. If NewKeyExpirationTime - the current time <= MaxClockSkew:
        + Let QueryPasswordInterval be NewKeyExpirationTime - the current time.
        + Let UnchangedPasswordInterval be 0.
     4. Otherwise:
        + Let QueryPasswordInterval be NewKeyExpirationTime - the current time.
        + Let UnchangedPasswordInterval be NewKeyExpirationTime - the current time - MaxClockSkew.
  2. Call MarshalPassword() where:
     + *Current\_Password* contains NewPassword.
     + *Previous\_Password* contains OldPassword.
     + *QueryPasswordInterval* contains QueryPasswordInterval.
     + *UnchangedPasswordInterval* contains UnchangedPasswordInterval.

Return the resulting msDS-ManagedPassword BLOB.

1. If CurrentKeyExpirationTime - the current time <= MaxClockSkew(), create a new key that will be valid in the next epoch:
   1. Call GetPasswordBasedOnTimeStamp() where:
      * *Timestamp* contains CurrentKeyExpirationTime.
      * *AccountSID* contains TO!objectSid.

Let NewKeyID be the returned KeyID. Let NewPassword be the returned password.

* 1. Call GetPasswordBasedOnKeyID() where:
     + *Key-ID* contains TO!msDS-ManagedPasswordId.
     + *Account-SID* contains TO!objectSid.

Let OldPassword be the returned password and do not return OldKeyID.

* 1. Let QueryPasswordInterval = CurrentKeyExpirationTime - the current time.
  2. Let UnchangedPasswordInterval = CurrentKeyExpirationTime + GKDIRolloverInterval - MaxClockSkew - the current time.
  3. Call MarshalPassword() where:
     + *Current\_Password* contains NewPassword.
     + *Previous\_Password* contains OldPassword.
     + *QueryPasswordInterval* contains QueryPasswordInterval.
     + *UnchangedPasswordInterval* contains UnchangedPasswordInterval.

Return the resulting msDS-ManagedPassword BLOB.

1. Otherwise, create a current key:
   1. Call GetPasswordBasedOnKeyID() where:
      * *Key-ID* contains TO!msDS-ManagedPasswordId.
      * *Account-SID* contains TO!objectSid.

Let NewPassword be the returned password.

* 1. If the TO!msDS-ManagedPasswordPreviousId attribute ([MS-ADA2] section 2.369) exists, call GetPasswordBasedOnKeyID() where:
     + *Key-ID* contains TO!msDS-ManagedPasswordPreviousId.
     + *Account-SID* contains TO!objectSid.

Let OldPassword be the returned password.

* 1. Let QueryPasswordInterval = CurrentKeyExpirationTime - the current time.
  2. Let UnchangedPasswordInterval = CurrentKeyExpirationTime - MaxClockSkew - the current time.
  3. Call MarshalPassword() where:
     + *Current\_Password* contains NewPassword.
     + *Previous\_Password* contains OldPassword.
     + *QueryPasswordInterval* contains QueryPasswordInterval.
     + *UnchangedPasswordInterval* contains UnchangedPasswordInterval.

Return the resulting msDS-ManagedPassword BLOB.

###### msds-memberOfTransitive

The **msds-memberOfTransitive** attribute exists on [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) on Windows Server 2012 R2 and later.

This computed [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) returns the set of [**DNs**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) from a transitive group membership expansion operation on a given [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca).

Let TO be the object from which the **msds-memberOfTransitive** attribute is being read.

The value of TO!msds-memberOfTransitive is the set of DNs of each object O, where one of the following is true:

* O is a value of the attribute TO!memberOf
* or O is a value of the attribute (O'!memberOf), where O' is a value of TO!msds-memberOfTransitive.

###### msds-memberTransitive

The **msds-memberTransitive** attribute exists on [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) on Windows Server 2012 R2 and later.

This computed [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) returns the set of [**DNs**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) from a transitive group member expansion operation on a given [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca).

Let TO be the object from which the **msds-memberTransitive** attribute is being read.

The value of TO!msds-memberTransitive is the set of DNs of each object O, where one of the following is true:

* O is a value of the attribute TO!member
* or O is a value of the attribute (O'!member), where O' is a value of TO!msds-memberTransitive.

###### msds-tokenGroupNames, msds-tokenGroupNamesNoGCAcceptable

The **msds-tokenGroupNames** and **msds-tokenGroupNamesNoGCAcceptable** attributes exist on [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) but not on [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), on Windows Server 2016 and later.

The **msds-tokenGroupNames** attribute contains the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) values corresponding to the [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) values returned by the constructed attribute **tokenGroups** (section [3.1.1.4.5.19](#Section_0100259892db4c59822eb22f53168c90)).

The **msds-tokenGroupNamesNoGCAcceptable** attribute contains the DN values corresponding to the SID values returned by the constructed attribute **tokenGroupsNoGCAcceptable** (section 3.1.1.4.5.19).

###### msds-tokenGroupNamesGlobalAndUniversal

The **msds-tokenGroupNamesGlobalAndUniversal** attribute exists on [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) but not on [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), on Windows Server 2016 and later.

The **msds-tokenGroupNamesGlobalAndUniversal** attribute contains the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) values corresponding to the [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) values returned by the constructed attribute **tokenGroupsGlobalAndUniversal** (section [3.1.1.4.5.20](#Section_a366b6b6f36f46e8ba2daf79bf8966bf)).

###### structuralObjectClass

The **structuralObjectClass** attribute exists on [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) on Windows Server 2003 and later.

This computed [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) returns the inheritance chain of the structural class of a given [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca).

Let TO be the object from which the **structuralObjectClass** attribute is being read.

The value of TO!structuralObjectClass is the set of lDAPDisplayName values read from each Object O, where one of the following is true:

* O is the most specific [**structural object class**](#gt_f569c63a-21ed-492c-8db5-0c88122ba5bb) of TO
* or (O is O'!subClassOf for some O' in TO!structuralObjectClass).

Note that this value is computed from the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) based only on the most specific structural object class of an object. It differs from the attribute **objectClass** in that it contains no [**auxiliary classes**](#gt_d881c624-8023-4bd6-b2df-f9af5e6f93bb) (section [3.1.1.3.1.1.5](#Section_b24cec6c170a4c58832aa031cd9a58ea)). Further, if the schema has changed since the object was created, it is possible that the calculated value of **structuralObjectClass** will not match the stored value of **objectClass**.

##### Referrals

When the server returns a referral as documented in section [3.1.1.3.1.4](#Section_5cf1457fb8124e8cafb4e48505e19ca2), it must determine which server(s) to refer the client to. The set of servers to which the client will be referred is the set of values returned by the following algorithm.

Let N be the **DSNAME** of the base of the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) search.

Let NSID be the sid portion of N.

Let NGUID be the guid portion of N.

Let NSTR be the dn portion of N.

The value is:

* (the values of O!dnsRoot for the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) O where:
  + (NSTR is not present)
  + and (NGUID is not present)
  + and (NSID is present)
  + and ((O!nCName)!objectSid matches the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) sid from NSID)
  + and (O!parent is the [**Partitions container**](#gt_d6b4c198-f9d3-4c49-b0f0-390e07f89af1))
  + and (O!objectClass's most specific class is crossRef)
  + and (O!Enabled is true))
* and (the value for Root-Domain-NC!dnsRoot after prepending "gc.\_msdcs." and either replacing the first matching ":\*" with ":3268" or, if there are no matches of ":\*", then by appending ":3268" when:
  + (NSTR is not present)
  + and (NGUID is present))
* and (the values of O!dnsRoot for the object O where:
  + (NSTR is present)
  + and (O!nCName is a prefix for NSTR and is the longest prefix among all O satisfying these conditions)
  + and (O!parent is the Partitions container)
  + and (O!objectClass's [**most specific object class**](#gt_7e7a492c-c05b-4584-8b26-c28a9e82d67f) is crossRef)
  + and (O!Enabled is true))
* and (the value is Root-Domain-NC!superiorDNSRoot when:
  + (NSTR is present)
  + and (Root-Domain-NC!superiorDNSRoot is present)
  + and (there exists no object O such that
    - ((O!nCName is a prefix for NSTR)
    - and (O!parent is the Partitions container)
    - and (O!objectClass's most specific class is crossRef)
    - and (O!Enabled is true)))
* and (the value is the transform of TO.dn into a dotted string by concatenating the value for the first dc component with values for subsequent components separated by "." (for example, CN=bob,DC=One,DC=Two is transformed into One.Two) when:
  + ((NSTR is present)
  + and (Root-Domain-NC!superiorDNSRoot is not present)
  + and (there exists no object O such that
    - ((O!nCName is a prefix for NSTR)
    - and (O!parent is the Partitions container)
    - and (O!objectClass's most specific class is crossRef)
    - and (O!Enabled is true)))))

##### Continuations

When the server returns a continuation reference as documented in section [3.1.1.3.1.4](#Section_5cf1457fb8124e8cafb4e48505e19ca2), it must determine which server(s) to refer the client to. The set of servers to which the client will be referred is the set of values returned by the following algorithm.

Let TO be the base [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) of an LDAP Search.

Let [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) be the [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) containing TO.

The values are made up of:

* The values from O!dnsRoot for all objects O where
  + (O.dn is listed in NC!subRefs)
  + and (O!Enabled is true)
  + and (O!objectClass's most specific class is crossRef)
  + and
    - (((O!nCName is a prefix of TO.dn for all but the first component)

and (the scope of the search is LDAP\_SCOPE\_ONELEVEL))

or

* + - ((O!nCName is a prefix of TO.dn)

and (the scope of the search is LDAP\_SCOPE\_SUBTREE)))

* and the value for Root-Domain-NC!dnsRoot after prepending "gc.\_msdcs." and either replacing the first matching ":\*" with ":3268" or, if there are no matches of ":\*", then by appending ":3268" if and only if:
  + (TO!objectClass's [**most specific object class**](#gt_7e7a492c-c05b-4584-8b26-c28a9e82d67f) is addressBookContainer)

and (the scope of the search is LDAP\_SCOPE\_ONELEVEL)

##### Effects of Defunct Attributes and Classes

If the [**forest functional level**](#gt_b3240417-ca43-4901-90ec-fde55b32b3b8) is less than DS\_BEHAVIOR\_WIN2003, a search that mentions a [**defunct**](#gt_cf8d27d1-dcfa-4864-8d7f-c6401ccd08be) class or [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) succeeds just as if the class or attribute were not defunct.

If the forest functional level is DS\_BEHAVIOR\_WIN2003 or greater:

* Instances of a defunct attribute cannot be read.
* Instances of a defunct class can be read using the [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda) term (objectClass=\*).
* When reading any OID-valued attribute that contains identifiers for [**schema objects**](#gt_b639ec59-647b-4ac2-acb2-a67cda43bc6d), if the attribute identifies a defunct schema object, the read returns an [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) (the attributeID if an attribute, the governsID if a class) not a name (the lDAPDisplayName of an attribute or class). This behavior applies to the mustContain, systemMustContain, mayContain, systemMayContain, subClassOf, auxiliaryClass, and possSuperiors attributes of schema objects (that is, attributeSchema or classSchema [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that are located in the [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450)). This behavior also applies to the objectClass attribute of all other objects.

#### Updates

##### General

**References**

* LDAP attributes: fSMORoleOwner, invocationId, objectGUID.
* State model attributes: rdnType.
* LDAP classes: classSchema, crossRef, nTDSDSA, rIDManager.
* Glossary terms: [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625), [**default NC**](#gt_adc2c434-9679-419f-8c8b-b8c234921ad3), [**dsname**](#gt_4d5e1f08-aa00-4dde-9411-7dd6e09ed85a), [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210), [**replicated attribute**](#gt_74537956-c9e2-414a-a684-0fd75f204181), [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450).
* Abstract attribute repsTo: see [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 5.173.
* IDL\_DRSReplicaSync method: see [MS-DRSR] section 4.1.23.
* DRS\_MSG\_REPSYNC message: see [MS-DRSR] section 4.1.23.1.1.
* DRS\_MSG\_REPSYNC\_V1 message: see [MS-DRSR] section 4.1.23.1.2.
* Urgent replication specified by SAM: see [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 3.1.1.8.

This section specifies operations that are common for all [**originating update**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20) and [**replicated update**](#gt_2a923099-db0a-4932-af28-4354601e85c4) operations. An [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) could be an Add, Modify, Modify DN, or Delete operation.

###### Enforce Schema Constraints

The [**originating update**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20) is validated for [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) constraints as explained in Restrictions on Schema Extensions in section [3.1.1.2](#Section_5859bab0f5454db680c69798b484b3d8). Schema constraints are not enforced for [**replicated updates**](#gt_2a923099-db0a-4932-af28-4354601e85c4).

During an originating update of the Add and Modify operations, the server validates that the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) being added or modified is consistent with the schema definition of the object of the objectClass values that are assigned to the object (see section 3.1.1.2 for more information):

* The mayContain/mustContain constraints that are applicable based on the selected objectClass values are enforced. The computation of the mayContain/mustContain set takes into consideration the complete [**inheritance**](#gt_3069119c-2912-43b0-b867-512aa37aad02) chain of the structural objectClass and the [**88 object class**](#gt_3f5f01d4-66a5-4bcb-807d-7a4276b22a50) as well as any [**auxiliary classes**](#gt_d881c624-8023-4bd6-b2df-f9af5e6f93bb) supplied. If any [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) in the mustContain set are not provided, the Add fails with *objectClassViolation* / <unrestricted>. If any attributes provided are not present in either the mayContain or mustContain sets, the Add fails with *objectClassViolation* / <unrestricted>. Exception: In [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), the objectSid attribute is present on all [**application NC**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a) roots, even if this violates the schema mayContain/mustContain constraints.
* All attribute values are formed correctly according to the [**attribute syntax**](#gt_811ea26f-62cc-472e-9aca-9448831f16d8) and satisfy schema constraints, such as single-valuedness, rangeLower/rangeUpper, and so on. See sections [3.1.1.2.3](#Section_cf133d47b3584add81d315ea1cff9cd9) through [3.1.1.2.5](#Section_1502db961ae54b56a34416ce26b7e0fb) for more information.
* All attribute values must be compliant with the rangeUpper and rangeLower constraints of the schema (see section 3.1.1.2.3). If a supplied value violates a rangeUpper or rangeLower constraint, then the Add fails with *constraintViolation* / *<unrestricted>*.
* All attribute values must be compliant with the isSingleValued constraint of the schema (see section 3.1.1.2.3). If multiple values are provided for an attribute that is single-valued, then the Add fails with *constraintViolation* / *<unrestricted>*.
* The attributeType of the first label of the object [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) matches the rDNAttID of the [**structural object class**](#gt_f569c63a-21ed-492c-8db5-0c88122ba5bb) or the 88 object class. Otherwise, *namingViolation* / *ERROR\_DS\_RDN\_DOESNT\_MATCH\_SCHEMA* is returned. For example, it is not allowed to create an organizationalUnit with CN=test [**RDN**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9); the correct RDN for an organizationalUnit object is OU=test. If there is no class C for which the attributeType is equal to C!rDNAttID, *namingViolation* / *<unrestricted>* is returned.

###### Naming Constraints

During an [**originating update**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20) of the Add, Modify, and Modify DN operations, the server validates the following naming constraints. Unless otherwise specified, the server returns the error *namingViolation* / *<unrestricted>* if a naming constraint is not met.

* The [**RDN**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9) must not contain a character with value 0xA.
* The RDN must not contain a character with value 0x0; otherwise, the server SHOULD return the error *invalidDNSyntax* / *<unrestricted>*. However, if the [**DC functional level**](#gt_a98902f5-21e9-470f-b56b-cc6f8fde2141) is DS\_BEHAVIOR\_WIN2000, the server will not return an error.
* The [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) must be compliant with [[RFC2253]](https://go.microsoft.com/fwlink/?LinkId=90327).
* The RDN size must be less than 255 characters.

Naming constraints are not enforced for [**replicated updates**](#gt_2a923099-db0a-4932-af28-4354601e85c4).

###### Uniqueness Constraints

During an [**originating update**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20) of the Add, Modify, and Undelete operations on a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) with [**functional level**](#gt_a98902f5-21e9-470f-b56b-cc6f8fde2141) DS\_BEHAVIOR\_WIN2012R2 or greater, the server enforces the following constraint for the servicePrincipalName and userPrincipalName [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) if present on the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca).

* In [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), if the DC functional level is DS\_BEHAVIOR\_WIN2012R2 or greater, then the new attribute value must be unique within the entire [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62). If the DC is not a [**GC**](#gt_4f5d605a-7b3f-4db7-8c21-b146856d7169), then the DC must issue an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) search against a GC to determine uniqueness. The following additional considerations for uniqueness checking are relevant:
  + userPrincipalName ([**UPN**](#gt_9d606f55-b798-4def-bf96-97b878bb92c6)) uniqueness is checked only if bit 0 of the DoNotVerifyUPNAndOrSPNUniqueness dsHeuristic attribute (section [6.1.1.2.4.1.2](#Section_e5899be4862e496f9a3833950617d2c5)) is set to 1.
  + servicePrincipalName ([**SPN (2)**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4)) uniqueness is checked only if bit 1 of the DoNotVerifyUPNAndOrSPNUniqueness dsHeuristic attribute value (section 6.1.1.2.4.1.2) is set to 1.
  + servicePrincipalName alias uniqueness is checked only if bit 2 of the DoNotVerifyUPNAndOrSPNUniqueness dsHeuristic attribute value (section 6.1.1.2.4.1.2) is set to 1 and if the current user is not admin or local system.

**Note**: sPNMappings are defined in [[MS-ADA3]](%5bMS-ADA3%5d.pdf#Section_4517e8353ee644d4bb95a94b6966bfb0) section 2.276.

The format of an entry is x=a,b,c. In this context, a, b, and c are all aliases of x.

The first part of a servicePrincipalName is the SERVICE, for example SERVICE/foo. When the servicePrincipalName alias uniqueness feature is on the new value SERVICE, the name must be unique, including its aliases. For example if CIFS is an alias of HOST, then setting the servicePrincipalName to CIFS/foo will actually check uniqueness for both CIFS/foo and HOST/foo.

**Note**: The uniqueness checking additions for userPrincipalName and servicePrincipalName described earlier are relevant to Windows Server 2012 R2 with [[MSKB-3070083]](https://go.microsoft.com/fwlink/?LinkId=619010) installed and to the operating systems specified in [[MSFT-CVE-2021-42282]](https://go.microsoft.com/fwlink/?linkid=2179823), each with its related MSKB article download installed. These features are also supported in Windows 11 v22H2 and later.

* In [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), if the DC functional level is DS\_BEHAVIOR\_WIN2012R2 or greater, then the new attribute value must be unique within its own partition.

If another object exists with a duplicate userPrincipalName value, the operation fails with an extended error of *ERROR\_DS\_UPN\_VALUE\_NOT\_UNIQUE\_IN\_FOREST*. If another object exists with a duplicate servicePrincipalName value, the operation fails with an extended error of *ERROR\_DS\_SPN\_VALUE\_NOT\_UNIQUE\_IN\_FOREST*.

Uniqueness constraints are not enforced for [**replicated updates**](#gt_2a923099-db0a-4932-af28-4354601e85c4).

###### Transactional Semantics

The effects of an [**originating update**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20) are captured in the state model by committing a transaction. When the originating update is initiated by a protocol request, such as an LDAP Modify, the transaction is committed before sending the appropriate protocol response. The transaction has the [**ACID**](#gt_44f0cb35-f618-456d-b7b1-25213fed1045) properties [GRAY] and provides at least degree 2 isolation of concurrent read and [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) requests [GRAY].

Transactions that are used to implement [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) provide degree 2 isolation of concurrent read and update requests.

Each Search request or Update request is performed as a transaction. When multiple Search requests are used to retrieve a large set of results, each request is its own transaction. An originating update is processed as one or more transactions. In some cases a request will cause transactions to occur after the response has been sent. Section [3.1.1.1.16](#Section_ae33d28fd3f2419b903592bb0a28b350) and the remainder of section [3.1.1.5](#Section_832b9a419bb44619ac40243561fa1e65) specify the transaction boundaries used for all originating updates and describes all cases where processing continues after the response.

###### Stamp Construction

[**Stamps**](#gt_ff635a35-a17d-477b-a30d-9723b415bf00) for [**replicated attributes**](#gt_74537956-c9e2-414a-a684-0fd75f204181) and [**link values**](#gt_659e8352-a6db-4752-8c05-4b21c602f238) will be [**updated**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) for each [**originating update**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20) as defined in section [3.1.1.1](#Section_c30d7cccfd8b4a268345ce34064f3d2b). When applying [**replicated updates**](#gt_2a923099-db0a-4932-af28-4354601e85c4), stamps are constructed as described in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.10.6.

###### Replication Notification

Each [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) on the server has an associated abstract [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) repsTo. When an originating or [**replicated update**](#gt_2a923099-db0a-4932-af28-4354601e85c4) occurs in the NC replica on the server, the server notifies each destination [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) that has an [**entry**](#gt_e0272034-98d8-4732-941e-8917a98c6afd) in repsTo. The server notifies the destination DC by calling method IDL\_DRSReplicaSync. The destination DC contacts the server and requests it to provide updates—this is event-driven [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) as described in section [3.1.1.1.14](#Section_4f62218eef0942689365ec59949c9fce).

The server sends replication notifications as follows:

Let *N* be the NC replica where the originating or replicated update has occurred on the server.

For each *i* in [0 .. (*N*!repsTo)*.length*-1] do the following:

* Let *E* be *N*!repsTo[*i*].
* Let *C* be the crossRef [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) corresponding to *N*.
* Let *pmsgIn* be a reference to a structure of type DRS\_MSG\_REPSYNC.
* Set *pmsgIn->V1.pNC* to [**dsname**](#gt_4d5e1f08-aa00-4dde-9411-7dd6e09ed85a) of *N*.
* Let *O* be the nTDSDSA object of the server.
* Set *pmsgIn->V1.uuidDsaSrc* to *O*!objectGUID.
* Set *pmsgIn->V1.ulOptions* to (DRS\_ASYNC\_OP | DRS\_UPDATE\_NOTIFICATION).
* If (*E.replicaFlags* & DRS\_WRITE\_REP ≠ 0) then set *pmsgIn->V1.ulOptions* to (*pmsgIn->V1.ulOptions* | DRS\_WRIT\_REP).
* If the originating/replicated update satisfies the condition for urgent replication then set *pmsgIn->V1.ulOptions* to (*pmsgIn->V1.ulOptions* | DRS\_SYNC\_URGENT).
* Let *H* be the handle obtained by calling IDL\_DRSBind against *E.uuidDsa*. If (*E.replicaFlags* & DRS\_REF\_GCSPN ≠ 0), then, for mutual [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) of the IDL\_DRSBind client, use the [**service principal name (2)**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4) associated with *E.uuidDsa* that begins with "GC" ([[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 2.2.3.2).
* If (*pmsgIn->V1.ulOptions* & DRS\_SYNC\_URGENT = 0), then wait for an implementation-specific time *T*. If i = 0 the default time *T* is 15 seconds; if i > 0 the default time *T* is 3 seconds.
* Let *R* be the result of calling IDL\_DRSReplicaSync(*H*, *1*, *pmsgIn*).
* Let *Z* be the current time.
* If *E.timeLastAttempt > Z* or *Z.timeLastAttempt - Z >* an implementation-specific duration *U*, [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) *N*!repsTo[*i*] as follows:
  + Set *E.timeLastAttempt* to *Z*.
  + Set *E.ulResultLastAttempt* to *R*.
  + If *R = 0*, set *E.timeLastSuccess* to *Z* and set *E.cConsecutiveFailures* to 0.
  + If *R* ≠ *0*, increment *E.cConsecutiveFailures* by 1.
  + Set *N*!repsTo[*i*] to *E*.

The default duration *U* is one hour.

###### Urgent Replication

Let *N* be the [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) on the server. There are few originating/[**replicated updates**](#gt_2a923099-db0a-4932-af28-4354601e85c4) in *N* that need to be replicated immediately to each destination [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) that has an [**entry**](#gt_e0272034-98d8-4732-941e-8917a98c6afd) in *N*!repsTo. Updates that need to be replicated immediately are listed below:

* Creation of nTDSDSA [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca).
* Creation of crossRef object.
* Updates to [**schema object**](#gt_b639ec59-647b-4ac2-acb2-a67cda43bc6d) (attributeSchema or classSchema).
* Deletion of nTDSDSA object.
* Deletion of crossRef object.
* Update to secret object.
* Update to rIDManager object.
* Update to pwdLastSet and userAccountControl [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) as specified in [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 3.1.1.8.
* Unless the DC is running as ADAM or [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), update to lockoutTime attribute as specified in [MS-SAMR] section 3.1.1.8.

The server behavior for urgent [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) is specified in section [3.1.1.5.1.6](#Section_bcdd3b6b32f04937b6eff3df127f595c).

###### Updates Performed Only on FSMOs

Certain [**originating update**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20) operations in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) must be performed on a single master. For example, all [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) [**updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) must happen on the schema master [**FSMO**](#gt_3fcc9e5e-60b6-40f8-acb6-ad3189cf90ec) [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd); creation and deletion of crossRef [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) representing [**naming contexts**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) must happen on the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) naming FSMO DC. If the operation is attempted on a DC that does not hold the [**FSMO role**](#gt_73841222-e9d8-4dc1-83a1-206c75f4f90f), then it issues a referral to the current [**FSMO role owner**](#gt_de81e9fd-25f5-4e90-aadb-1d35c5e8a06b). The following section describes how such updates are handled. The processing is not performed when applying [**replicated updates**](#gt_2a923099-db0a-4932-af28-4354601e85c4).

The following types and functions are used in specifying the FSMO-related processing of originating update.

The function IsEffectiveRoleOwner(roleObject:object) verifies that the current DC is the valid owner of the given FSMO role. The FSMO ownership is considered valid if a successful [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) of the corresponding NC occurred with some replication partner. This function is defined later in this section.

For a given FSMO role, the function RoleUpdateScope(roleObject:Object) returns the set of objects and their [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) that can only be updated on the FSMO role owner DC. For example, for [Schema Master FSMO Role (section 6.1.5.1)](#Section_f15ace514dc7478c8a7a86ecc3c00914), the set contains all objects residing within [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450), with all of their attributes. The function is defined later in this section.

Define variable *timeLastReboot* equal to the time when the server last rebooted.

Define function IsEffectiveRoleOwner(*roleObject*: object), which returns a Boolean as follows:

* Let *S* be the nTDSDSA object of the server.
* If *S* ≠ *roleObject*!fSMORoleOwner, then return false.
* Let *N* be the NC containing roleObject.
* If there exists at least one [**entry**](#gt_e0272034-98d8-4732-941e-8917a98c6afd) *E* in *N*!repsFrom such that *E.timeLastSuccess* > *timeLastReboot*, then return true.
* Otherwise return false.

Let RoleType be the enumeration (SchemaMasterRole, DomainNamingMasterRole, InfrastructureMasterRole, RidAllocationMasterRole, PdcEmulationMasterRole).

Define function RoleObject(*n*: NC, *roleType*: RoleType), which returns an object as follows:

* If *roleType* = SchemaMasterRole,
  + if *n* = Schema NC, return *n*, otherwise return null.
* If *roleType* = DomainNamingMasterRole,
  + if *n* = Config NC, return Partition [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) of *n*, otherwise return null.
* If roleType = InfrastructureMasterRole,
  + if *n* = Default NC ([**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024)), return Infrastructure container of *n*, otherwise return null.
* If *roleType* = RidAllocationMasterRole,
  + if *n* = Default NC (AD DS), return RID Manager container of *n*, otherwise return null.
* If *roleType* = PdcEmulationMasterRole,
  + if *n* = Default NC (AD DS), return *n*, otherwise return null.
* Otherwise return null.

Define function RoleUpdateScope(*roleObject*: object), which returns the set *S* as follows. *S* is a set such that each element is an object and a list of attributes associated with the object.

* Let *n* be the NC containing *roleObject*.
* Let *roleType* be the role corresponding to the *roleObject*; that is, RoleObject(*n*, *roleType*) = *roleObject*.
* If *roleType* = SchemaMasterRole, the union of:
  + The set of all objects and all attributes in the *roleObject*'s NC.
  + The RoleObject(Config NC, DomainNamingMasterRoll) with the msDS-Behavior-Version attribute.
* If *roleType* = DomainNamingMasterRole, the union of
  + *roleObject* and all attributes except msDS-Behavior-Version.
  + The objects that are children of *roleObject* and all attributes.
* If *roleType* = InfrastructureMasterRole, the union of
  + *roleObject* and all attributes.
  + The Updates container u of *roleObject*'s NC and all attributes.
  + The objects that are children u and all attributes.
* If *roleType* = RidAllocationMasterRole, the union of
  + *roleObject* and all attributes.
  + Let *I* = GetWellKnownObject(n, GUID\_INFRASTRUCTURE\_CONTAINER).
  + All children *C* of *I* and all attributes, such that *C*!objectClass contains infrastructureUpdate and *C*!proxiedObjectName is present.
  + If *C* is the computer object for the DC requesting the FSMO operation, *C* and all attributes.
  + The DC's rIDSet object.
* If *roleType* = PdcEmulationMasterRole,
  + *roleObject* and all attributes.
  + *n* with attributes wellKnownObjects and msDS-Behavior-Version.
* Otherwise return NULL.

Given those preliminaries, the following processing is performed on each object *O* on which an originating update is being made.

Let *O.A* be the attribute that is being updated.

Let *N* be the *NC* containing *O*.

For each RoleType *T* do the following:

* Let *R* = RoleObject(*N*, *T*)
* If *R* exists, then
  + Let *S* = RoleUpdateScope(*R*).
  + If *O* is not an element of {*S*} or *O.A* is not an element of {*S*}, then proceed with the originating update operation.
  + If *R*!fSMORoleOwner ≠ *distinguished name of the nTDSDSA object of the server*, then let *K* = (*R*!fSMORoleOwner)!parent. Return the error *referral* / *<unrestricted>* to *K*!dNSHostName.
  + If IsEffectiveRoleOwner(*R*) = true, proceed with the originating update operation.
  + Otherwise, return the error *busy* / *<unrestricted>*.

###### Allow Updates Only When They Are Enabled

Originating and [**replicated updates**](#gt_2a923099-db0a-4932-af28-4354601e85c4) are only allowed when dc.fEnableUpdates is TRUE. When dc.fEnableUpdates is FALSE, the server returns the error unavailable / ERROR\_DS\_SHUTTING\_DOWN.

###### Originating Updates Attempted on an RODC

In addition to the constraints described in section [3.1.1.5.1.9](#Section_287050ddd56a4d498208b5d840d5e52a), an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870) does not perform [**originating updates**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20). When an originating update is requested on an RODC, the RODC generates an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) referral ([[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) sections 3.2 and 4.1.11) to a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) holding a [**writable NC replica**](#gt_51db485c-dcf6-4845-99b3-2df414ef0aa9), as specified in this section. By following the referral, the client can perform the desired [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493).

Define *O* as follows:

* If the originating update is an add, let *O* be the parent of the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) to be added.
* If the originating update is a modify, modify [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b), or delete, let *O* be the object to be updated.

If *O* does not exist, return the error *noSuchObject* / *ERROR\_DS\_OBJ\_NOT\_FOUND*. Otherwise, let *N* be the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) containing *O*. Using techniques described in section [6.3.6](#Section_3e9711af9067435e93fb09182053cef7), find a DC *D* that has a writable NC replica for *N*. Generate an LDAP referral to *D* as specified in [RFC2251] section 4.1.11.

###### Constraints and Processing Specifics Defined Elsewhere

In addition to the constraints and processing specifics defined in the remainder of section [3.1.1.5](#Section_832b9a419bb44619ac40243561fa1e65), [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) operations MUST conform to the constraints and processing details defined in [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) and [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47). The constraints specified in [MS-SAMR] are enforced only for [**originating updates**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20).

##### Add Operation

**References**

LDAP attributes: objectClass, nTSecurityDescriptor, instanceType, distinguishedName, objectGUID, objectSid, entryTTL, msDS-Entry-Time-To-Die, systemFlags, msDS-AllowedToDelegateTo, objectCategory, defaultObjectCategory, defaultHidingValue, showInAdvancedViewOnly, msDS-DefaultQuota, msDS-QuotaTrustee, msDS-TombstoneQuotaFactor, subRefs, nCName, Enabled, uSNLastObjRem, uSNDSALastObjRemoved, whenCreated, uSNCreated, replPropertyMetaData, isDeleted, instanceType, proxiedObjectName, msDS-LockoutObservationWindow, msDS-LockoutDuration, msDS-MaximumPasswordAge, msDS-MinimumPasswordAge, msDS-MinimumPasswordLength, msDS-PasswordHistoryLength.

LDAP classes: dynamicObject, crossRef, trustedDomain, secret, classSchema, attributeSchema, msDS-QuotaControl, foreignSecurityPrincipal.

Constants

* Win32/status error codes: ERROR\_DS\_OBJ\_CLASS\_NOT\_DEFINED, ERROR\_DS\_ILLEGAL\_MOD\_OPERATION, ERROR\_DS\_OBJECT\_CLASS\_REQUIRED, ERROR\_DS\_OBJ\_CLASS\_NOT\_SUBCLASS, ERROR\_DS\_BAD\_INSTANCE\_TYPE, ERROR\_DS\_ADD\_REPLICA\_INHIBITED, ERROR\_DS\_CANT\_ADD\_SYSTEM\_ONLY, ERROR\_DS\_CLASS\_MUST\_BE\_CONCRETE, ERROR\_DS\_BAD\_NAME\_SYNTAX, ERROR\_DS\_ATT\_NOT\_DEF\_IN\_SCHEMA, ERROR\_DS\_NOT\_SUPPORTED, ERROR\_DS\_RDN\_DOESNT\_MATCH\_SCHEMA, STATUS\_QUOTA\_EXCEEDED, ERROR\_DS\_REFERRAL, ERROR\_DS\_CROSS\_REF\_EXISTS, ERROR\_DS\_RANGE\_CONSTRAINT, ERROR\_DS\_ROLE\_NOT\_VERIFIED, ERROR\_DS\_NO\_CROSSREF\_FOR\_NC, ERROR\_DS\_SPN\_VALUE\_NOT\_UNIQUE\_IN\_FOREST, ERROR\_DS\_UPN\_VALUE\_NOT\_UNIQUE\_IN\_FOREST
* [**Access mask**](#gt_462f2aa7-2cfc-404a-b479-30f127c512b1) bits, [**control access rights**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e): RIGHT\_DS\_CREATE\_CHILD, Add-GUID
* Security [**privileges**](#gt_d8092e10-b227-4b44-b015-511bb8178940): SE\_ENABLE\_DELEGATION\_PRIVILEGE
* instanceType flags: IT\_NC\_HEAD, IT\_WRITE, IT\_NC\_ABOVE
* Generic systemFlags bits: FLAG\_CONFIG\_ALLOW\_RENAME, FLAG\_CONFIG\_ALLOW\_MOVE, FLAG\_CONFIG\_ALLOW\_LIMITED\_MOVE
* Schema systemFlags bits: FLAG\_ATTR\_IS\_RDN
* crossRef systemFlags bits: FLAG\_CR\_NTDS\_NC, FLAG\_CR\_NTDS\_DOMAIN, FLAG\_CR\_NTDS\_NOT\_GC\_REPLICATED

The add operation results in addition of a new [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) to the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) tree. The requester supplies the following data:

* The [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the new object.
* The set of [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) defining the new object.

###### Security Considerations

For regular [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) creation, the requester must have RIGHT\_DS\_CREATE\_CHILD on the [**parent object**](#gt_0d41951a-62f0-4fbd-bb23-22f645ae3bf5) for the objectClass of the object being added, and must also satisfy the constraints specified in section [3.1.1.5.2.2](#Section_7dfeb38c3cb94215ae1cef209fd251ae).[4](#pbn4)

In the case of Windows Server 2008 R2 and later, in the absence of RIGHT\_DS\_CREATE\_CHILD, [**computer object**](#gt_d8e8f5a7-db85-40a8-98ed-1abab2237b82) creation requires that the security constraints and state changes specified in step 13 of [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 3.1.5.4.4 be followed.

For [**application NC**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a) creation (see section [3.1.1.5.2.6](#Section_dd5010e70628488dbb910aba806c63dd)), the requester must have sufficient permissions to create the crossRef object in the [**Partitions container**](#gt_d6b4c198-f9d3-4c49-b0f0-390e07f89af1) on the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) naming [**FSMO**](#gt_3fcc9e5e-60b6-40f8-acb6-ad3189cf90ec), or to take over an existing crossRef object (in case of pre-created crossRef). See section 3.1.1.5.2.6 for more details.

If the msDS-AllowedToDelegateTo [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is specified as a part of the add operation, then the requester must possess SE\_ENABLE\_DELEGATION\_PRIVILEGE.

If any attributes being added are marked in the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) as partition secrets (see the SE flag in section [2.2.9](#Section_7C1CDF821ECC4834827ED26FF95FB207)), the requester must have the [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) DS-Write-Partition-Secrets on the root object of the [**naming context**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) to which the modified object belongs.

[**Access checks**](#gt_d7906f17-bb2c-4193-a3f0-848bcc351dec) are not performed for [**replicated updates**](#gt_2a923099-db0a-4932-af28-4354601e85c4).

[4](#pbn4) Specified additional constraints to apply to regular object creation, as supported by the operating systems specified in [[MSFT-CVE-2021-42291]](https://go.microsoft.com/fwlink/?linkid=2180155), each with its related MSKB article download installed.

Per Attribute Authorization for Add Operation

If AttributeAuthorizationOnLDAPAdd equals 0 or 2, this check succeeds with no further processing.

If AttributeAuthorizationOnLDAPAdd equals 1, processing proceeds as follows:

1. If the requester is a member of either Domain Administrators (section [6.1.1.6.5](#Section_8ba46366add743b1821a1640cf616ebc)) or Enterprise Administrators (section [6.1.1.6.10](#Section_7799841e196346cd99f399dfa2e4dab2)), this check succeeds with no further processing.
2. If the objectClass being added is neither of type computer or a class derived from type computer, this check succeeds with no further processing, otherwise proceed.[5](#pbn5)
3. Let DefaultSD be a security descriptor created per the algorithm specified in sections [6.1.3](#Section_081c41f04c8d4ab0971d77ec2504375a) and [6.1.3.3](#Section_e42f988c72a04f8da7057235eac175d9). If the requester submitted an nTSecurityDescriptor attribute as part of the Add request, that attribute MUST be excluded for the purpose of creating DefaultSD.
4. Check if the requester is granted explicit WRITE\_DAC permission on DefaultSD. Explicit means that WRITE\_DAC must be granted due to the presence of least one access-allowed ACE in the SD, and not due to the requester being an Owner in the DefaultSD.
5. If the requester is granted explicit WRITE\_DAC permission on DefaultSD, this check succeeds with no further processing.
6. If the requester is not granted explicit WRITE\_DAC permission on DefaultSD, and the requester submitted an nTSecurityDescriptor attribute as part of the Add request, and implicit Owner rights are blocked, as specified in section [6.1.3.4](#Section_7afacb02548b4e74bf9604b0bf0c71b6), and the server returns an error.
7. Let A be the set of attributes included in the requester’s Add request. Remove from A any attributes that are configured in the schema as either systemMustContain or mustContain attributes for the object class being created.
8. Remove from A the unicodePwd or userPassword attributes if present.
9. If A is empty, this check succeeds with no further processing.
10. If A is non-empty, perform an access check operation against DefaultSD as if the requester was trying to modify the attributes contained in A, using the steps specified in section [3.1.1.5.3.1](#Section_c714e48cea2148b0913dfc065ab3dda3). If this access check fails, the server returns an error.
11. If processing reaches this point where the server returns no error, the check succeeds.

[5](#pbn5) This new process for authorizing attributes for the Add operation is supported by the operating systems specified in [[MSFT-CVE-2021-42291]](https://go.microsoft.com/fwlink/?linkid=2180155), each with its related MSKB article download installed.

###### Constraints

The following constraints are enforced for [**originating update**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20) Add operations. If any of these constraints are not satisfied, the server returns an error.

These constraints are not enforced for [**replicated updates**](#gt_2a923099-db0a-4932-af28-4354601e85c4).

* The [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) value is a syntactically valid DN (see [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d), section [3.1.1.3](#Section_3c5916a9f1a0429db937f8fe672d777c)). If it is not, Add returns *namingViolation* / *ERROR\_DS\_NAME\_UNPARSEABLE*.
* If instanceType [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) value is specified, then the following constraints MUST be satisfied:
  + If the [**DC functional level**](#gt_a98902f5-21e9-470f-b56b-cc6f8fde2141) is DS\_BEHAVIOR\_WIN2000, then multiple integer values are permitted. However, if the DC functional level is DS\_BEHAVIOR\_WIN2003 or greater, then there must be exactly one integer value; otherwise Add returns *unwillingToPerform* / *ERROR\_DS\_BAD\_INSTANCE\_TYPE*.
  + If the instanceType value has IT\_NC\_HEAD bit set, then IT\_WRITE MUST be set. If this is the case, then this operation is considered to be an *NC-Add* operation, and additional constraints and processing specifics apply (see [NC-Add Operation (section 3.1.1.5.2.8)](#Section_d14e2e9cf93a47d9abbb8829dcd073fb) for details).
  + If IT\_NC\_HEAD is set, but IT\_WRITE is not set, Add returns *unwillingToPerform* / *ERROR\_DS\_ADD\_REPLICA\_INHIBITED*.
  + If IT\_NC\_HEAD is not set in the value, and the DC functional level is DS\_BEHAVIOR\_WIN2003 or greater, then the only allowed values are zero and IT\_WRITE; otherwise Add returns *unwillingToPerform* / *ERROR\_DS\_BAD\_INSTANCE\_TYPE*.
* If the operation is not *NC-Add*, then the [**parent object**](#gt_0d41951a-62f0-4fbd-bb23-22f645ae3bf5) MUST be in an [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) whose [**full replica**](#gt_f523a137-bda8-45a0-8c9b-f54d86b00bcb) is hosted at this [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd); otherwise *referral* / *ERROR\_DS\_REFERRAL* is returned.
* If the operation is not *NC-Add*, then the parent object MUST be present in the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9). The parent DN is computed from the passed-in DN value by removing the first [**RDN**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9) label. If the parent object is not found in the directory, then *noSuchObject* / *ERROR\_DS\_OBJ\_NOT\_FOUND* is returned.
* At least one objectClass value MUST be specified. Otherwise, Add returns *objectClassViolation* / *ERROR\_DS\_OBJECT\_CLASS\_REQUIRED*.
* The objectClass attribute MUST be specified only once in the input attribute list. Otherwise, Add returns *attributeOrValueExists* / *ERROR\_DS\_ATT\_ALREADY\_EXISTS* if the DC functional level is DS\_BEHAVIOR\_WIN2000, and *objectClassViolation* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION* if the DC functional level is DS\_BEHAVIOR\_2003 or greater.
* All objectClass values correspond to classes that are defined and [**active**](#gt_8b8ae4c6-29b8-40af-997d-b287285255c4) in the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093).
  + If a [**defunct**](#gt_cf8d27d1-dcfa-4864-8d7f-c6401ccd08be) class is referenced, then Add returns *objectClassViolation* / *ERROR\_DS\_OBJ\_CLASS\_NOT\_DEFINED* if the DC functional level is DS\_BEHAVIOR\_2003 or lower, and *noSuchAttribute* / *ERROR\_INVALID\_PARAMETER* if the DC functional level is DS\_BEHAVIOR\_WIN2008 or greater.
  + If the objectClass does not exist in the schema, Add returns *noSuchAttribute* / *ERROR\_INVALID\_PARAMETER*.
* The set of non-auxiliary objectClass values defines a (possibly incomplete) [**inheritance**](#gt_3069119c-2912-43b0-b867-512aa37aad02) chain with a single, most specific structural objectClass or a single [**88 object class**](#gt_3f5f01d4-66a5-4bcb-807d-7a4276b22a50). If this is not true, Add returns *objectClassViolation* / *ERROR\_DS\_OBJ\_CLASS\_NOT\_SUBCLASS*.
* If the [**forest functional level**](#gt_b3240417-ca43-4901-90ec-fde55b32b3b8) is DS\_BEHAVIOR\_WIN2003 or higher, then [**auxiliary classes**](#gt_d881c624-8023-4bd6-b2df-f9af5e6f93bb) can be included while setting the value for the objectClass attribute. If the forest functional level is lower than DS\_BEHAVIOR\_WIN2003, then including auxiliary classes while setting the value of the objectClass attribute results in *unwillingToPerform* / *ERROR\_DS\_NOT\_SUPPORTED* being returned by the server.
* If the **fschemaUpgradeInProgress** field is false on the *LDAPConnection* instance in dc.ldapConnections ([[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 5.116) corresponding to the [**LDAP connection**](#gt_198f4791-cea3-465d-89e2-262991624e08) on which the operation is being performed and the [**structural**](#gt_f569c63a-21ed-492c-8db5-0c88122ba5bb) objectClass or the 88 object class is not marked as systemOnly, then Add returns *unwillingToPerform* / *ERROR\_DS\_CANT\_ADD\_SYSTEM\_ONLY*.
* The objectClass’s objectClassCategory is either 0 (88 object class) or 1 (structural object class). If it is not, Add returns *unwillingToPerform* / *ERROR\_DS\_CLASS\_MUST\_BE\_CONCRETE*.
* The structural objectClass is not a Local Security Authority (LSA)–specific [**object class**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) (section [3.1.1.5.2.3](#Section_8dfc81be746148f28caf07402bccb0ea)). If it is, Add returns *unwillingToPerform* / *ERROR\_DS\_CANT\_ADD\_SYSTEM\_ONLY*.
* If the structural objectClass is crossRef, then crossRef requirements (section [3.1.1.5.2.7](#Section_9e2174fadcd647329ac72d3c8396f5c3)), as well as NC naming requirements (section [3.1.1.5.2.6](#Section_dd5010e70628488dbb910aba806c63dd)), are enforced.
* It is disallowed to create objects with duplicate RDN values under the same parent [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56). See section [3.1.1.3.1.2.1](#Section_04f6dde4ce004fc582f0f36d19518289) for more information.
* All attribute names/[**OIDs**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) refer to attributes that are defined and active in the schema. If an unknown or defunct attribute is referenced, Add returns *noSuchAttribute* / *ERROR\_INVALID\_PARAMETER*.
* Object quota requirements are satisfied for the requester in the NC where the object is being added (see section [3.1.1.5.2.5](#Section_3f21a8656ebe48838f102207a8628b86)).
* The objectClass being created satisfies the possSuperiors schema constraint (section [3.1.1.2](#Section_5859bab0f5454db680c69798b484b3d8)) for the objectClass of the parent object. Otherwise, *objectClassViolation* / *ERROR\_DS\_ILLEGAL\_SUPERIOR* is returned if the DC functional level is DS\_BEHAVIOR\_WIN2000, and *namingViolation* / *ERROR\_DS\_ILLEGAL\_SUPERIOR* is returned if the DC functional level is DS\_BEHAVIOR\_WIN2003 or greater.
* The set of attributes provided for object creation is consistent with the schema as described in section [3.1.1.5.1.1](#Section_075022926db0442ba464efbe6294b574).
* If the requester has supplied a value for the [**RDN attribute**](#gt_8b8cbf4d-c7f7-47f9-bd6e-b402fae62c38), then it matches the first label of the supplied DN value in both attribute type and attribute value, according to the LDAP [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string comparison rules in section 3.1.1.3.
* The RDN value satisfies schema constraints (rangeLower/rangeUpper, single-valuedness, syntax, and so on).
* If a [**site object**](#gt_0ce6abc5-9823-4a69-bb30-12e42ff99629) is being created, then the RDN value is a valid [**DNS name**](#gt_102a36e2-f66f-49e2-bee3-558736b2ecd5) label (according to the [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) RFC [[RFC1035]](https://go.microsoft.com/fwlink/?LinkId=90264)). Otherwise, *invalidDNSyntax* / *ERROR\_DS\_BAD\_NAME\_SYNTAX* is returned.
* If a subnet object is being created, then the RDN value MUST be a valid subnet object name, according to the algorithm described in section [6.1.1.2.2.2.1](#Section_255d4630f03342898db6c36060b47e17). Otherwise, *invalidDNSyntax* / *ERROR\_DS\_BAD\_NAME\_SYNTAX* is returned.
* In the following two cases, the requester specifies the objectGUID or the objectSid during Add:
  + The requester is allowed to specify the objectGUID if the following five conditions are all satisfied:
    - The fSpecifyGUIDOnAdd heuristic is true in the dSHeuristics attribute (see section [6.1.1.2.4.1.2](#Section_e5899be4862e496f9a3833950617d2c5)).
    - The requester has the Add-GUID [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) (section [5.1.3.2.1](#Section_1522b774646441a387a51e5633c3fbbb)) on the NC root of the NC where the object is being added.
    - The requester-specified objectGUID is not currently in use in the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62).
    - [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) is operating as [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024).
    - The requester-specified objectGUID is not the [**NULL GUID**](#gt_ba500a5b-8c29-467c-a335-0980c8b11304).
  + The requester is required to specify the objectSid when creating a bind proxy object (section [3.1.1.8.2](#Section_2ed9761700a94f8c800523a5f926111f)) in an [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) NC. The objectSid value specified for a bind proxy object must be resolvable by the machine running the AD LDS DC to an active Windows user. If the [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) cannot be resolved to an active Windows user, Add returns *unwillingToPerform* / *ERROR\_DS\_SECURITY\_ILLEGAL\_MODIFY*. If the requester-specified objectSid value is present on an [**existing object**](#gt_9d8e0663-2926-47b0-9b10-0a204901950e) in the same NC, Add returns *unwillingToPerform* / *ERROR\_DS\_SECURITY\_ILLEGAL\_MODIFY*.

In all other cases, it is an error (*unwillingToPerform* / *ERROR\_DS\_SECURITY\_ILLEGAL\_MODIFY*) for the requester to specify the objectGUID or objectSid during Add; these values are automatically generated (as specified in section [3.1.1.5.2.4](#Section_4abb859361c94da283c472d19760508d), “Processing Specifics”) by the system as required.

* If the requester has specified an owner using the LDAP\_SERVER\_SET\_OWNER\_OID LDAP control and has specified a value for the nTSecurityDescriptor, the owner in the [**security descriptor**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) is set to the owner supplied by the control. Any other portions of the security descriptor are unchanged. The resultant value is a valid security descriptor value in self-relative format, and it satisfies the security descriptor constraints (see “Security Descriptor Requirements” in section [6.1.3](#Section_081c41f04c8d4ab0971d77ec2504375a)).
* If the requester has specified an owner using the LDAP\_SERVER\_SET\_OWNER\_OID LDAP control but has not specified a value for nTSecurityDescriptor, a new value for nTSecurityDescriptor is created: a security descriptor with the owner set to the owner supplied by the control. No other portions of the security descriptor are valid. The resultant value is a valid security descriptor value in self-relative format, and it satisfies the security descriptor constraints (see “Security Descriptor Requirements” in section 6.1.3).
* If the requester has not specified an owner using the LDAP\_SERVER\_SET\_OWNER\_OID LDAP control but has specified a value for nTSecurityDescriptor, the value is a valid security descriptor value in self-relative format, and it satisfies the security descriptor constraints (see “Security Descriptor Requirements” in section 6.1.3).
* If the requester has specified a value for the objectCategory attribute, then it points to an existing classSchema object in the [**schema container**](#gt_d49403ee-4523-4d75-9a92-407be24992e6).
* If the requester has specified a value for the servicePrincipalName attribute, then it is a syntactically valid [**SPN (2)**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4) value (see section [5.1.1.4](#Section_e712a88161f140629822c771ff176a7b), “Mutual Authentication”).
* If the requester has specified values for the servicePrincipalName or userPrincipalName attributes, those values must meet the constraints specified in section [3.1.1.5.1.3](#Section_3c154285454c43539a99fb586e806944).
* If the DC functional level is DS\_BEHAVIOR\_WIN2003 or greater and the msDS-Entry-Time-To-Die attribute is set, then the objectClass value includes the dynamicObject auxiliary class.
* If the DC functional level is DS\_BEHAVIOR\_WIN2003 or greater, then it is disallowed for a non-dynamicObject child to be created under a dynamicObject parent (see section [6.1.7](#Section_a0ea4e754b344f97ae06a8b19a5aaa5b)). If this constraint is violated, then *unwillingToPerform* / *ERROR\_DS\_UNWILLING\_TO\_PERFORM* is returned.
* If the DC functional level is DS\_BEHAVIOR\_WIN2008 or greater, the following constraints are enforced on objects of class msDS-PasswordSettings:
  + The msDS-PasswordHistoryLength attribute is less than or equal to 1024.
  + The msDS-MinimumPasswordAge attribute is less than or equal to 0.
  + The msDS-MaximumPasswordAge attribute is less than or equal to 0.
  + The msDS-MaximumPasswordAge attribute is less than the value of the msDS-MinimumPasswordAge attribute on the same object after the Add would have completed.
  + The msDS-MinimumPasswordLength attribute is less than or equal to 256.
  + The msDS-LockoutDuration attribute is less than or equal to 0.
  + The msDS-LockoutObservationWindow attribute is less than or equal to 0.
  + The msDS-LockoutDuration attribute is less than or equal to the value of the msDS-LockoutObservationWindow attribute on the same object after the Add would have completed.

Otherwise, unwillingToPerform / ERROR\_DS\_SECURITY\_ILLEGAL\_MODIFY is returned.

* An AD LDS [**security principal object**](#gt_4bb21ec2-b7ec-435d-9b7c-1eae5ad8f3da) (section [5.1.1.5](#Section_89ea294a5b6547bc8ed551cc925858a7)) can be created in an [**application NC**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a). In addition, if the ADAMAllowADAMSecurityPrincipalsInConfigPartition configurable setting (section [3.1.1.3.4.7](#Section_41CBDB2CEAB145B08236AE777B1C5406)) is supported and equals 1, an AD LDS security principal object can also be created in the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625). An AD LDS security principal object can never be created in the [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450).
* In AD LDS, if the LDAP policy ADAMDisablePasswordPolicies does not equal 1, and a password value (either unicodePwd or userPassword) is specified in an Add, the password must satisfy the current password policy in effect on the AD LDS server as reported by SamrValidatePassword ([[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 3.1.5.13.7). If the provided password value does not satisfy the password policy, the Add returns *constraintViolation* / *ERROR\_PASSWORD\_RESTRICTION*.
* In AD LDS, if the fAllowPasswordOperationsOverNonSecureConnection heuristic of the dSHeuristics attribute (see section 6.1.1.2.4.1.2) is not true, and a password value (either unicodePwd or userPassword) is specified in an Add, the LDAP connection must be encrypted with cipher strength of at least 128 bits. If the connection does not pass the test, the Add returns *operationsError* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION*.
* In AD LDS, if the userPrincipalName value is specified in an Add, then the value must be unique within all NCs on this DC. If another object exists with the same userPrincipalName value, the Add returns *attributeOrValueExists* / *ERROR\_DS\_NAME\_NOT\_UNIQUE*.
* In AD LDS, the following attributes are disallowed in an Add: badPwdCount, badPasswordTime, lastLogonTimestamp, pwdLastSet. If one of these attributes is specified in an add, the Add returns *constraintViolation* / *ERROR\_DS\_ATTRIBUTE\_OWNED\_BY\_SAM*.
* In AD DS, the following attributes are disallowed in an Add for objects of class user: badPasswordTime, badPwdCount, dBCSPwd, isCriticalSystemObject, lastLogoff, lastLogon, lastLogonTimestamp, lmPwdHistory, logonCount, memberOf, msDS-User-Account-Control-Computed, ntPwdHistory, objectSid, rid, sAMAccountType, and supplementalCredentials. If one of these attributes is specified in an Add, the Add returns *unwillingToPerform* / *ERROR\_DS\_ATTRIBUTE\_OWNED\_BY\_SAM*.
* In AD DS, the following attributes are disallowed in an Add for objects of class [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac): isCriticalSystemObject, memberOf, objectSid, rid, sAMAccountType, and userPassword. If one of these attributes is specified in an Add, the Add returns *unwillingToPerform* / *ERROR\_DS\_ATTRIBUTE\_OWNED\_BY\_SAM*.
* In AD DS, the following attributes are disallowed in an Add for an object whose class is not a SAM-specific object class (see 3.1.1.5.2.3): isCriticalSystemObject, lmPwdHistory, ntPwdHistory, objectSid, samAccountName, sAMAccountType, supplementalCredentials, and unicodePwd. If one of these attributes is specified in an Add, the Add returns *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION*.
* Additional constraints are enforced if the object being created is a SAM-specific object (section 3.1.1.5.2.3); [MS-SAMR] section 3.1.1.6 specifies these constraints.
* Additional constraints are enforced if the object being created is a [**schema object**](#gt_b639ec59-647b-4ac2-acb2-a67cda43bc6d) (section 3.1.1.5.2.3). See section 3.1.1.2, “Active Directory Schema”, for more details.
* In the case of Windows Server 2008 R2 and later, if the object being created is a [**computer object**](#gt_d8e8f5a7-db85-40a8-98ed-1abab2237b82) and all of the following conditions hold true:
  + The requester does not have RIGHT\_DS\_CREATE\_CHILD access on the Container-Object object.
  + The **RpcImpersonationAccessToken.Privileges[]** field has the SE\_MACHINE\_ACCOUNT\_NAME [**privilege**](#gt_d8092e10-b227-4b44-b015-511bb8178940) (defined in [[MS-LSAD]](%5bMS-LSAD%5d.pdf#Section_1b5471ef4c334a91b079dfcbb82f05cc) section 3.1.1.2.1).

Then these constraints apply:

* + Following is the list of allowed and required attributes that must be specified:
    - dNSHostName
    - servicePrincipalName
    - userAccountControl
    - unicodePwd\*
    - objectClass
    - sAMAccountName

\*If the account is created with UF\_ACCOUNTDISABLE set in userAccountControl, unicodePwd is not required.

* + Iterate over the list of attributes specified in the request:
    - If the attribute is not in the preceding list of required attributes, the Add returns ERROR\_DS\_MISSING\_REQUIRED\_ATT.
    - If the attribute is userAccountControl and the UF\_WORKSTATION\_TRUST\_ACCOUNT bit is not set or any bit other than UF\_WORKSTATION\_TRUST\_ACCOUNT | UF\_ACCOUNTDISABLE is set, Add returns ERROR\_DS\_SECURITY\_ILLEGAL\_MODIFY.
    - If the attribute is unicodePwd and the value is of zero length and userAccountControl is either not in the list of attributes in the request or is present but the bit UF\_ACCOUNTDISABLE is not set, Add returns ERROR\_DS\_SECURITY\_ILLEGAL\_MODIFY.
    - If the attribute unicodePwd is not found in the request and the UF\_ACCOUNTDISABLE bit is not set in userAccountControl, the Add returns ERROR\_DS\_MISSING\_REQUIRED\_ATT.
    - If the attribute is dNSHostName and its value does not conform to the requirements stated in section [3.1.1.5.3.1.1.2](#Section_5c578b15d619408dba17380714b89fd1), the Add returns ERROR\_DS\_INVALID\_ATTRIBUTE\_SYNTAX.
    - If the attribute is servicePrincipalName and its value does not conform to the requirements stated in section [3.1.1.5.3.1.1.4](#Section_28ca4eca0e0b46669175a37ccb8edada), the Add operation returns ERROR\_DS\_INVALID\_ATTRIBUTE\_SYNTAX.
* If the object being created is a computer object and the requester has RIGHT\_DS\_CREATE\_CHILD access, the following constraints apply:
  + If the **userAccountControl** attribute is not specified, then the default bit will be set to UF\_WORKSTATION\_TRUST\_ACCOUNT.
  + If the **userAccountControl** attribute is specified and does not contain UF\_USER\_NORMAL\_ACCOUNT, UF\_USER\_INTERDOMAIN\_TRUST\_ACCOUNT, UF\_WORKSTATION\_TRUST\_ACCOUNT, or UF\_SERVER\_TRUST\_ACCOUNT, then the default bit will be set to UF\_WORKSTATION\_TRUST\_ACCOUNT.
  + If the **userAccountControl** attribute is specified and does not contain UF\_WORKSTATION\_TRUST\_ACCOUNT or UF\_SERVER\_TRUST\_ACCOUNT, the Add operation returns ERROR\_DS\_SECURITY\_ILLEGAL\_MODIFY.

**Note**: When a computer object is being created and the requester has RIGHT\_DS\_CREATE\_CHILD access, the constraints that apply are supported by the operating systems specified in [[MSFT-CVE-2021-42278]](https://go.microsoft.com/fwlink/?linkid=2179768), each with its related MSKB article download installed. This feature is also supported in Windows 11 v22H2 and later.

###### Special Classes and Attributes

This section defines three sets of [**object classes**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a): LSA-specific object classes, SAM-specific object classes, and [**schema object**](#gt_b639ec59-647b-4ac2-acb2-a67cda43bc6d) classes. These sets are mentioned elsewhere in the specification, because special processing is applied to instances of these classes.

Each set includes both the specific object classes mentioned here and any subclasses of these object classes.

* LSA-specific object classes: secret, trustedDomain ([**originating updates**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20) only, in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only).
* SAM-specific object classes: group, samDomain, samServer, user (originating updates only, in AD DS only).
* Schema object classes: attributeSchema, classSchema (originating and [**replicated updates**](#gt_2a923099-db0a-4932-af28-4354601e85c4)).

This section also defines one set of [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f): [**foreign principal object (FPO)**](#gt_eeb1e143-87d4-4b18-9c58-4a64736f9968)-enabled attributes. This set is mentioned elsewhere in the specification, because special processing is applied to instances of these attributes.

* FPO-enabled attributes: member, msDS-MembersForAzRole, msDS-NeverRevealGroup, msDS-NonMembers, msDS-RevealOnDemandGroup, msDS-ServiceAccount.

###### Processing Specifics

* For [**originating updates**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20), a new objectGUID value is generated and set on the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). This value MUST NOT be the [**NULL GUID**](#gt_ba500a5b-8c29-467c-a335-0980c8b11304). For [**replicated updates**](#gt_2a923099-db0a-4932-af28-4354601e85c4), the received objectGUID is set on the object.
* In [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), if the object is a [**security principal**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) (according to its objectClass values), then for originating updates the objectSid value is generated and set on the object (see [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) sections 3.1.1.6 and 3.1.1.9). For replicated updates, the received objectSid is set on the object.
* In [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), if the object being added is an [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) root and not the [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450) root, then it is given an objectSid value, ignoring [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) constraints. The objectSid value ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.4.2), with one [**SubAuthority**](#gt_080b64f9-3599-443b-9f4a-139fe3fc8be0) value, is generated using the following algorithm:
  + The IdentifierAuthority value (6 bytes) is generated as follows: the first 2 bytes are zero, the high 4 bits of the third byte are 0001, and the remaining 3.5 bytes (the lower 4 bits of the third byte, and bytes 4, 5 and 6) are randomly generated.
  + The first SubAuthority value (DWORD) is randomly generated.
* In AD LDS, if the object being added is an AD LDS [**security principal object**](#gt_4bb21ec2-b7ec-435d-9b7c-1eae5ad8f3da) (an object that is not an NC root and contains the objectSid [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f)), then the objectSid value is generated using the following algorithm, which produces a [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) with 5 SubAuthority values:
  + The Revision byte is 1.
  + The SubAuthorityCount is 5.
  + The IdentifierAuthority is set to the same value as the IdentifierAuthority of the SID of the NC root.
  + The first SubAuthority is set to the same value as the first SubAuthority of the SID of the NC root.
  + A randomly generated [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) value (16 bytes or 4 DWORDs) is taken as second, third, fourth, and fifth SubAuthority values of the new SID value. This GUID value is unrelated to the objectGUID value that is also generated randomly for the object being added. This GUID MUST NOT be the NULL GUID.
* In AD LDS, if a [**group object**](#gt_7ce4771c-2043-49b8-85d3-0c60c7789f9a) is being created (that is, an object containing the value [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) in its objectClass), and the groupType attribute is not specified, then the following value is assigned to groupType: GROUP\_TYPE\_ACCOUNT\_GROUP | GROUP\_TYPE\_SECURITY\_ENABLED.
* In AD LDS, if an AD LDS user is being created, and the password value (either unicodePwd or userPassword) was not supplied, then the password value is defaulted to an empty string.
* In AD LDS, if an AD LDS user is being created, and the password value is defaulted and does not satisfy the password policy in effect on the AD LDS server (as reported by SamrValidatePassword, [MS-SAMR] section 3.1.5.13.7), then the user is created in the disabled state; that is, msDS-UserAccountDisabled = true. However, if the Add operation specifies the msDS-UserAccountDisabled attribute with the value of false, the add returns *constraintViolation* / *ERROR\_PASSWORD\_RESTRICTION*. This processing rule is not effective if the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) policy ADAMDisablePasswordPolicies is equal to 1.
* In AD LDS, if an AD LDS user is being created, then badPwdCount and badPasswordTime values are set to zero.
* The nTSecurityDescriptor value is computed and set on the object (see section [6.1.3](#Section_081c41f04c8d4ab0971d77ec2504375a) for more details).
* Any values specified for attributes that are marked as constructed in the schema are ignored, with one exception: the entryTTL attribute.
* If the value of the entryTTL attribute is specified in the Add request, it is processed as follows:
  + If the value of the entryTTL attribute is less than the DynamicObjectMinTTL LDAP setting, then the entryTTL attribute is set to the value of the DynamicObjectMinTTL setting.
  + The current system time, plus the entryTTL attribute interpreted as seconds, is written into the msDS-Entry-Time-To-Die attribute.
* If dynamicObject is present among objectClass values, but neither entryTTL nor msDS-Entry-Time-To-Die were specified in an originating update, then Add proceeds as if the value of the DynamicObjectDefaultTTL LDAP policy had been specified as the value of the entryTTL attribute.
* Any values specified by the requester for the following attributes are ignored: distinguishedName, subRefs, uSNLastObjRem, uSNDSALastObjRemoved, uSNCreated, replPropertyMetaData, isDeleted, proxiedObjectName.
* For an originating update, any value specified for the whenCreated attribute is ignored and its value is set to the current time according to the system clock on this [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).
* If a value of the systemFlags attribute is specified by the requester, the DC removes any flags not listed below from the systemFlags value before storing it on the new object:
  + FLAG\_CONFIG\_ALLOW\_RENAME
  + FLAG\_CONFIG\_ALLOW\_MOVE
  + FLAG\_CONFIG\_ALLOW\_LIMITED\_MOVE
  + FLAG\_ATTR\_IS\_RDN (removed unless the object is an attributeSchema object)
* For the following scenarios, the DC sets additional bits in the systemFlags value of the object created:
  + [**server objects**](#gt_62a8c543-5998-480b-8fa7-41a8f04a18e5): FLAG\_DISALLOW\_MOVE\_ON\_DELETE, FLAG\_CONFIG\_ALLOW\_RENAME, and FLAG\_CONFIG\_ALLOW\_LIMITED\_MOVE.
  + serversContainer and nTDSDSA objects: FLAG\_DISALLOW\_MOVE\_ON\_DELETE.
  + [**site object**](#gt_0ce6abc5-9823-4a69-bb30-12e42ff99629): FLAG\_DISALLOW\_MOVE\_ON\_DELETE and FLAG\_CONFIG\_ALLOW\_RENAME.
  + siteLink, siteLinkBridge, and nTDSConnection objects: FLAG\_CONFIG\_ALLOW\_RENAME.
  + Any object that is not mentioned above and whose parent is the Subnets Container (section [6.1.1.2.2.2](#Section_448970b1177845699bb33bbaa86ad7df)): FLAG\_CONFIG\_ALLOW\_RENAME.
  + Any object that is not mentioned above and whose parent is the Sites Container (section [6.1.1.2.2](#Section_7a864c154a324614bf717d9e7f661b71)) except the Subnets Container (section 6.1.1.2.2.2) and the Inter-Site-Transports Container (section [6.1.1.2.2.3](#Section_729f745669a54555ba2e10ed1783c379)): FLAG\_CONFIG\_ALLOW\_RENAME.
* If a value for the objectCategory attribute was not specified by the requester, then it is defaulted to the current value of the defaultObjectCategory attribute on the classSchema object corresponding to the [**88 object class**](#gt_3f5f01d4-66a5-4bcb-807d-7a4276b22a50) or the [**most specific structural object class**](#gt_7e7a492c-c05b-4584-8b26-c28a9e82d67f) of the object being added.
* The complete [**inheritance**](#gt_3069119c-2912-43b0-b867-512aa37aad02) chain of [**object classes**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) (starting from the most specific structural object class or 88 object class as well as from all dynamic [**auxiliary classes**](#gt_d881c624-8023-4bd6-b2df-f9af5e6f93bb) specified by the user) is computed and set. The correct ordering of objectClass values is performed (see section [3.1.1.2.4.3](#Section_1de0b9e36cc64a8cb9da715dc301645b) for more details).
* The value of instanceType attribute is written. For originating updates of regular objects, it is IT\_WRITE. For NC root object specifics, see [NC-Add Operation (section 3.1.1.5.2.8)](#Section_d14e2e9cf93a47d9abbb8829dcd073fb). For replicated updates, the instanceType value computed by the IDL\_DRSGetNCChanges client is written.
* distinguishedName attribute is written, matching the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) value of the supplied object.
* The [**RDN attribute**](#gt_8b8cbf4d-c7f7-47f9-bd6e-b402fae62c38) of the correct attribute type is written, as computed from the DN value of the supplied object.
* If the showInAdvancedViewOnly value was not provided by the requester and the defaultHidingValue of the objectClass is true, then the showInAdvancedViewOnly attribute value is set to true.
* If the Add assigns a value to an [**FPO**](#gt_eeb1e143-87d4-4b18-9c58-4a64736f9968)-enabled attribute (section [3.1.1.5.2.3](#Section_8dfc81be746148f28caf07402bccb0ea)) of the new object, and the DN value in the add request has <SID=stringizedSid> format (section [3.1.1.3.1.2.4](#Section_92a5486938d74e71a3be5f67a0dcdd7e)), then the DC creates a corresponding foreignSecurityPrincipal object in the ForeignSecurityPrincipals [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) (section [6.1.1.4.10](#Section_5aa09c90c5db4e9798d0b7cdd6bc1bfe)) and assigns a reference to the new foreignSecurityPrincipal object as the FPO-enabled attribute value. [MS-SAMR] section 3.1.1.8.9 specifies the creation of the foreignSecurityPrincipal object.
* If attributeSchema or classSchema object is created in schema NC, then apply special processing as described in section [3.1.1.2.5](#Section_1502db961ae54b56a34416ce26b7e0fb).
* If an infrastructureUpdate object is created, then let O be the object that is created. If (O!dNReferenceUpdate has a value), then for each object P in each [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) on the server, do the following:
  + Let S be the set of all attributes of P with [**attribute syntax**](#gt_811ea26f-62cc-472e-9aca-9448831f16d8) Object(DS-DN), Object(DN-String), Object(DN-Binary), Object(OR-Name), or Object(Access-Point).
  + For each attribute A in set S and for each value V of A, do the following:
    - If the attribute syntax of A is Object(DS-DN), then let G be P.A.guid\_value.
    - Otherwise, let G be P.A.V.object\_DN.guid\_value.
    - Let RG be O!dNReferenceUpdate.guid\_value.
    - Let RD be O!dNReferenceUpdate.dn.
    - If (RG = G), then delete V from P.A.
    - If (RG = G) and A is not a [**link value**](#gt_659e8352-a6db-4752-8c05-4b21c602f238) attribute, then add attribute value of O!dNReferenceUpdate to P.A
    - If (RG = G) and A is a link value attribute and [**RDN**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9) of RD is not a delete-mangled RDN (see section [3.1.1.5.5](#Section_6c21dd2f40cd496390a2a7f657f319a4)), then add value of O!dNReferenceUpdate to P.A.
    - If (RG = G) and A is a link value attribute and RDN of RD is a delete-mangled RDN (see section 3.1.1.5.5) and the [**Recycle Bin**](#gt_54624800-58f4-45e9-90bf-c9b52dcf98f3) [**optional feature**](#gt_785b66f1-22b3-450f-97aa-a24a39d04d47) is enabled (see section [3.1.1.9.1](#Section_e9482178ee534b6c841d5259d6261985)), then add the value of O!dNReferenceUpdate to P.A. However, this value is to be treated as a linked value to or from a [**deleted-object**](#gt_d9c9e99f-74f1-483e-bcb1-310e75ff1344). That is, the value is not generally visible to LDAP clients unless the LDAP\_SHOW\_DEACTIVATED\_LINK\_OID control is used.
* If a [**crossRef object**](#gt_353fac65-0774-4ba8-8081-eb4c963f94e7) is being created, the server MUST return ERROR\_DS\_ROLE\_NOT\_VERIFIED if the IsEffectiveRoleOwner(RoleObject(Config NC, DomainNamingMasterRole)) function specified in section [3.1.1.5.1.8](#Section_111C589D284A427A91E99031A3767597) returns FALSE.

###### Quota Calculation

Quotas control the number of [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) (including [**tombstones**](#gt_9d8e0963-13fa-4e19-a97f-7ce6bc90d20f), [**deleted-objects**](#gt_d9c9e99f-74f1-483e-bcb1-310e75ff1344), and [**recycled-objects**](#gt_156b927d-f1ce-4629-993f-18f0cd5e1e12)) that a [**security principal**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) can own within an [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942). A security principal is considered the "owner" of an object if the OWNER field in the object's nTSecurityDescriptor value equals the [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) of the security principal. In the event the object owner changes, the quota (USAGE) for the existing and potential new owner is recalculated.

The quota is not enforced in two cases:

* When the requester of an operation is not the same as the potential owner.
* When the requester has specified the LDAP\_SERVER\_BYPASS\_QUOTA\_OID control and has been granted the [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) DS-Bypass-Quota on the object that is the root of the NC in which the operation is to be performed.

When a quota is enforced, the USAGE value for the requester is computed. When the USAGE value computed for a requester exceeds their MAX-USAGE value (see below), add, undelete (reanimation), delete, and change-of-owner operations are prevented for the requester and the server returns the *adminLimitExceeded* / *STATUS\_QUOTA\_EXCEEDED* error.

The USAGE value is computed as follows:

USAGE = *owned\_existing\_objects* + ceil(*tombstone-factor*/100 \* *owned\_deleted\_objects*)

In the preceding formula, *owned\_existing\_objects* is the total number of [**existing-objects**](#gt_9d8e0663-2926-47b0-9b10-0a204901950e) that the requester owns. *owned\_deleted\_objects* is the total number of tombstones, deleted-objects, or recycled-objects (see the Delete operation in section [3.1.1.5.5](#Section_6c21dd2f40cd496390a2a7f657f319a4)) that the requester owns. *tombstone-factor* is the integer value stored in the msDS-TombstoneQuotaFactor [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) on the Quotas [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) in the NC. Ceil() is the "ceiling" mathematical function.

The MAX-USAGE value is computed as follows:

1. A set of applicable msDS-QuotaControl objects in the Quotas container is obtained. An msDS-QuotaControl object is applicable for the requester if its msDS-QuotaTrustee attribute contains a SID that is present in the requester's [**authorization**](#gt_5946f74c-27ca-4ef8-8630-f1a06cd8d59e) information.
2. If the set of applicable msDS-QuotaControl objects is non-empty, then the maximum value of the msDS-QuotaAmount attribute is chosen as the MAX-USAGE value.
3. If the set of applicable msDS-QuotaControl objects is empty, then the value of the msDS-DefaultQuota attribute on the Quotas container is chosen as the MAX-USAGE value.

###### NC Requirements

The following requirements apply to [**DNs**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) [**NCs**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) (the set of NCs that are parts of the [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62)) other than the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625) and [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450):

* Each [**RDN**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9) label within the DN has the DC= type.
* Each RDN label within the DN has a value, which is a valid [**DNS name**](#gt_102a36e2-f66f-49e2-bee3-558736b2ecd5) label.

The following requirements apply to DNs of all Active Directory NCs:

* The full DN of the NC does not match the DN of another existing [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in an Active Directory NC.
* If the immediate parent of the NC is not an Active Directory NC, then none of the ancestors (grandparent, grand-grandparent, and so on) are an Active Directory NC. In other words, the set of Active Directory NCs is a set of nonintersecting trees, and each tree does not have "holes".

The following requirements apply to the data stored in NC roots:

* IT\_NC\_HEAD bit is set in the instanceType [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f).
* If the NC has an immediate parent (which must be an NC root per the preceding rules), then IT\_NC\_ABOVE bit is be set in its instanceType attribute.
* If the NC has [**child NCs**](#gt_3a257d9b-0e93-4b34-8302-25cd74525192), then their DNs are listed in its subRefs attribute.

If any server has a [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) of the NC and of an NC C, which is a child of the NC, then the NC root of C is the [**subordinate reference object**](#gt_a4b4bece-8452-402c-99c6-12ebf0af0b58) of C. If the server does not have a replica of C, then an object o is present in the server and satisfies the following requirements, and o is the subordinate reference object of C.

* The IT\_NC\_HEAD bit is set in the instanceType attribute.
* The IT\_NC\_ABOVE bit is set in the instanceType attribute.
* The IT\_UNINSTANT bit is set in the instanceType attribute.
* Object o has the same distinguishedName and objectGUID as the child NC root object.

Object o is not exposed through the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) protocol. For information about the [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) of subordinate reference objects, see [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) sections 4.1.1.2.2, 4.1.20.2, 5.6, and 5.32.

The default structure of data in NCs is covered in Naming Contexts in section [6.1.1.1](#Section_f0f1e85a3ac2466a87bf2a8a1d18e4b8).

###### crossRef Requirements

crossRef [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) represent [**NCs**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) within the [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62), as well as "external" (foreign) NCs. The relationship between the crossRef and the NC is represented by the nCName [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) on the crossRef. The value of this attribute is the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the corresponding NC. Each Active Directory NC has a corresponding crossRef object. A crossRef object can also represent an intention to create a new Active Directory NC with the specified DN.

The following requirements apply to crossRef objects:

* The FLAG\_CR\_NTDS\_NC bit is set in systemFlags if and only if the nCName represents an Active Directory NC.
* The FLAG\_CR\_NTDS\_DOMAIN bit is set in systemFlags if and only if the nCName represents a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) Active Directory NC.
* The FLAG\_CR\_NTDS\_NOT\_GC\_REPLICATED bit is set in systemFlags if and only if the nCName represents an Application Active Directory NC.
* If the FLAG\_CR\_NTDS\_NC bit is set in systemFlags and the Enabled attribute value is false, then the crossRef represents an intention to create an Active Directory NC. Otherwise, it represents an Active Directory NC that is actually present.

###### NC-Add Operation

For [**originating updates**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20), the NC-Add operation is distinguished by the presence of instanceType [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) with (IT\_NC\_HEAD | IT\_WRITE) value in the input attribute set. For [**replicated updates**](#gt_2a923099-db0a-4932-af28-4354601e85c4), the NC-Add operation is distinguished by the presence of instanceType attribute with IT\_NC\_HEAD value in the input attribute set. The [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) represents the new [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) DN, and the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) enforces the constraints on NC naming described previously.

For originating updates, the NC-Add operation is only supported for [**application NCs**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a). If a new [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) needs to be created, then IDL\_DRSAddEntry [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) MUST be used to create the crossRef (see [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.1).

Constraints

Regular Add operation constraints apply to the NC-Add operation (as defined in previous sections), with the exception of constraints pertaining to the [**parent object**](#gt_0d41951a-62f0-4fbd-bb23-22f645ae3bf5) (for example, the possSuperiors [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) constraint).

There are two distinct NC-Add scenarios that are supported with regard to maintaining crossRef requirements:

1. The crossRef corresponding to the new [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) does not exist. In this case, a new crossRef [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is created. If the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) naming [**FSMO**](#gt_3fcc9e5e-60b6-40f8-acb6-ad3189cf90ec), then the crossRef is created locally. Otherwise, the crossRef is created on the domain naming FSMO DC using the IDL\_DRSAddEntry call with appropriate parameters (see [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.1 for details).
2. The crossRef corresponding to the new NC has been pre-created (that is, it was created previously). The crossRef object is located finding the object where the value of nCName matches the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the NC being created. Once located, the following constraints on the crossRef are validated:
   1. If Enabled is true, the server MUST return ERROR\_DS\_CROSS\_REF\_EXISTS.
   2. If the dnsRoot [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) value does not match the dnsName of the DC processing the NC-Add operation, the server MUST return ERROR\_DS\_MASTERDSA\_REQUIRED.

Security Considerations

Regular Add [**access checks**](#gt_d7906f17-bb2c-4193-a3f0-848bcc351dec) do not apply to the NC-Add operation, because the [**parent object**](#gt_0d41951a-62f0-4fbd-bb23-22f645ae3bf5) might not even exist in the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9). Instead, the requester must have sufficient permissions to either create a new crossRef or modify the pre-created crossRef [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). Regular Add and modify permission checks apply for these operations.

No access check is performed for [**replicated updates**](#gt_2a923099-db0a-4932-af28-4354601e85c4).

Processing Specifics

The following operations are performed during an NC-Add operation performed as an [**originating update**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20):

* The matching crossRef [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is obtained (see details in section [3.1.1.5.2.8.1](#Section_f41452bbddbe4f0da52b774fc0f88173)).
* The [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) root object is created per the Add request. Regular Add processing applies (as defined in sections [3.1.1.5.2.1](#Section_af608d5214274dbcaa74dd51b33ae46b) through [3.1.1.5.2.3](#Section_8dfc81be746148f28caf07402bccb0ea)).
* The [**default NC**](#gt_adc2c434-9679-419f-8c8b-b8c234921ad3) tree structure is generated (see Naming Contexts in section [6.1.1.1](#Section_f0f1e85a3ac2466a87bf2a8a1d18e4b8)), and the appropriate wellKnownObjects references are written on the NC root.
* The matching crossRef object is [**updated**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) as follows: the Enabled [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is removed, and the dnsRoot is updated to contain the full [**DNS name**](#gt_102a36e2-f66f-49e2-bee3-558736b2ecd5) of the NC, as computed from the NC [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b).
* If the NC being created is child of an NC P, and the server in which the NC is being created has a [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) of P, then the new NC root will be the [**subordinate reference object**](#gt_a4b4bece-8452-402c-99c6-12ebf0af0b58) to the new NC and must be listed in the subRefs attribute of P's NC root. For more information about subordinate reference objects, see section [3.1.1.5.2.6](#Section_DD5010E70628488DBB910ABA806C63DD).

These steps are not performed for [**replicated updates**](#gt_2a923099-db0a-4932-af28-4354601e85c4).

##### Modify Operation

**References**

LDAP attributes: objectClass, nTSecurityDescriptor, instanceType, distinguishedName, objectGUID, objectSid, entryTTL, msDS-Entry-Time-To-Die, systemFlags, objectCategory, msDS-AllowedToDelegateTo, member, sAMAccountName, msDS-AdditionalSamAccountName, dNSHostName, msDS-AdditionalDnsHostName, servicePrincipalName, uSNCreated, subRefs, uSNLastObjRem, uSNDSALastObjRemoved, name, isDeleted, isRecycled, hasMasterNCs, msDS-hasMasterNCs, hasPartialReplicaNCs, msDS-hasFullReplicaNCs, whenCreated, managedBy, msDS-LockoutObservationWindow, msDS-LockoutDuration, msDS-MaximumPasswordAge, msDS-MinimumPasswordAge, msDS-MinimumPasswordLength, msDS-PasswordHistoryLength.

LDAP classes: dynamicObject, crossRef, server, computer, foreignSecurityPrincipal.

Well-known object GUIDs: GUID\_USERS\_CONTAINER\_W, GUID\_COMPUTERS\_CONTAINER\_W.

Constants

* Win32/status error codes: ERROR\_DS\_REFERRAL, ERROR\_DS\_WKO\_CONTAINER\_CANNOT\_BE\_SPECIAL, ERROR\_DS\_CONFIDENTIALITY\_REQUIRED, ERROR\_DS\_ILLEGAL\_MOD\_OPERATION, ERROR\_DS\_RANGE\_CONSTRAINT, ERROR\_DS\_HIGH\_DSA\_VERSION, ERROR\_DS\_SPN\_VALUE\_NOT\_UNIQUE\_IN\_FOREST, ERROR\_DS\_UPN\_VALUE\_NOT\_UNIQUE\_IN\_FOREST.
* [**Access mask**](#gt_462f2aa7-2cfc-404a-b479-30f127c512b1) bits, [**control access rights**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e): RIGHT\_DS\_WRITE\_PROPERTY, RIGHT\_DS\_WRITE\_PROPERTY\_EXTENDED, Change-Infrastructure-Master, Change-Schema-Master, Change-Rid-Master, Change-[**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d), Change-Domain-Master, Reanimate-Tombstones.
* Security [**privileges**](#gt_d8092e10-b227-4b44-b015-511bb8178940): SE\_ENABLE\_DELEGATION\_PRIVILEGE
* systemFlags bits: FLAG\_DISALLOW\_DELETE, FLAG\_DOMAIN\_DISALLOW\_RENAME, FLAG\_DOMAIN\_DISALLOW\_MOVE, FLAG\_ATTR\_IS\_RDN.
* [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d): LDAP\_SERVER\_PERMISSIVE\_MODIFY\_OID

The modify operation results in modification of a single existing [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) tree. The requester supplies the following data:

* The [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the object.
* The set of [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) defining the modifications that are to be performed.

###### Security Considerations

For [**originating updates**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20), the following [**access checks**](#gt_d7906f17-bb2c-4193-a3f0-848bcc351dec) are performed. No access checks are performed for [**replicated updates**](#gt_2a923099-db0a-4932-af28-4354601e85c4).

The requester needs to have RIGHT\_DS\_WRITE\_PROPERTY access to all [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) being directly affected by the modify operation. Note that some attributes can be modified indirectly as a result of triggers and processing rules. The requester is not required to have write access to those attributes.

If any attributes being directly modified are marked in the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) as partition secrets (see the SE flag in section [2.2.9](#Section_7C1CDF821ECC4834827ED26FF95FB207)), the requester must have the [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) DS-Write-Partition-Secrets on the root [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) of the [**naming context**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) to which the modified object belongs.

* Additional access checks might apply if the nTSecurityDescriptor value is being modified. See "Security Descriptor Requirements", section [6.1.3](#Section_081c41f04c8d4ab0971d77ec2504375a), for more details.

If the modify operation represents an Undelete operation, then additional security checks apply (see the Undelete operation in section [3.1.1.5.3.7](#Section_4302a2eb55c8426cb3106791c6ae8307)).

If the msDS-AllowedToDelegateTo attribute is modified, then the requester must possess SE\_ENABLE\_DELEGATION\_PRIVILEGE.

In [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), if a password value is being modified as a password change operation, then the requester needs to have the User-Change-Password control access right on the object being modified. A password change operation is defined as removing the old password value and adding the new password value, where the old password value matches the current password on the object.

In AD LDS, if a password value is being modified as a password reset operation, then the requester needs to have the User-Force-Change-Password control access right on the object being modified. A password reset operation is defined as a replace operation on the password attribute.

In AD LDS, if a password unexpire operation is being performed, then the requester needs to have the Unexpire-Password control access right on the object being modified. A password unexpire operation is defined as setting the pwdLastSet attribute to the value -1.

Validated Writes

In some cases, when the requester does not have RIGHT\_DS\_WRITE\_PROPERTY access on an [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f), but has RIGHT\_DS\_WRITE\_PROPERTY\_EXTENDED access (also called "validated write"), then the write is allowed, subject to additional constraints for the attribute value. The following subsections specify the additional checks that are performed for validated writes of the specified attributes.

See section [5.1.3.2.2](#Section_20504d6043ec458fbc7a754eb64446df) for the validated write rights [**GUIDs**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1).

Member

The operation is either add value or remove value, and the value is the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the [**user object**](#gt_e767a471-c3fa-4e4b-a40c-daeb08f82a17) representing the requester. In other words, it is allowed that one can add/remove oneself to and from a [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac).

The requester must have the [Self-Membership](#Section_67a329825f5842b8b0194f03a81d53fc) validated write right.

dNSHostName

The [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) has class computer or server (or a subclass of computer or server).

In [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), the value of the dNSHostName [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) being written is in the following format: *computerName.fullDomainDnsName*, where *computerName* is the current sAMAccountName of the object (without the final "$" character), and the *fullDomainDnsName* is the [**DNS name**](#gt_102a36e2-f66f-49e2-bee3-558736b2ecd5) of the [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) or one of the values of msDS-AllowedDNSSuffixes on the domain NC (if any) where the object that is being modified is located.

The requester must have the [Validated-DNS-Host-Name](#Section_f75b33e1071546e9962da042f51b89bf) validated write right.

msDS-AdditionalDnsHostName

The functional level of the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) on which the modification is taking place is at least DS\_BEHAVIOR\_WIN2012.

The [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) has class computer or server (or a subclass of computer or server).

In [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), the value of the msDS-AdditionalDnsHostName [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) being written is in the following format: *anyDnsLabel.suffix*, where *anyDnsLabel* is a valid [**DNS name**](#gt_102a36e2-f66f-49e2-bee3-558736b2ecd5) label, and *suffix* matches one of the values of msDS-AllowedDNSSuffixes on the [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) root (if any).

The requester must have the [Validated-MS-DS-Additional-DNS-Host-Name](#Section_cbc634d3d212446683cfe4b5f54eed01) validated write right.

servicePrincipalName

The [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) has class computer (or a subclass of computer).

In [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), the servicePrincipalName value satisfies the following constraints:

* The [**SPN (2)**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4) is a syntactically correct two-part SPN (2), or it is a syntactically correct three-part SPN (2) and the object is a [**DC's**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) domain controller object (see sections [6.1.1.3.1](#Section_5dbcf875e8024357a6e21bdff19ff9b5) and [6.1.1.3.2](#Section_73d11ea7e634453e944d559654cc91c5)). See section [2.2.21](#Section_cd3283864d974666be33056545c1cad2) for the syntax of an SPN (2).
* The SPN (2) MUST NOT contain an ":instancename" component.
* One of the following constraints:
  + The hostname matches one of the following: the dNSHostName of the machine, the sAMAccountName of the machine (without the terminating "$"), one of the msDS-AdditionalDnsHostName, or one of the msDS-AdditionalSamAccountName (without the terminating "$").
  + The object has class msDS-ManagedServiceAccount (or a subclass of msDS-ManagedServiceAccount), the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) behavior version is at least DS\_BEHAVIOR\_WIN2008R2, and the hostname matches one of the following: the dNSHostName, the sAMAccountName (without the terminating "$"), one of the msDS-AdditionalDnsHostName, or one of the msDS-AdditionalSamAccountName (without the terminating "$"), of an object that is referenced by the msDS-HostServiceAccountBL [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) on the object.
  + The SPN (2) is a two-part SPN (2), and the service name is of the form <guid>.\_msdcs.<fqdn>, where <guid> is the objectGUID of the domain controller, and <fqdn> matches the msDS-DnsRootAlias of a [**crossRef object**](#gt_353fac65-0774-4ba8-8081-eb4c963f94e7) representing the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62).
* The SPN (2) is a three-part SPN (2) and the service name matches one of the following constraints:
  + The service class is "GC" and the service name matches one of the following: the dnsRoot, or the msDS-DnsRootAlias of the crossRef object representing the [**forest root domain NC**](#gt_9259fc5d-b976-44b0-b9a8-f7fe5e5ecf85).
  + The service class is "ldap" and the service name matches one of the following: the NetBIOSName, the dnsRoot, or the msDS-DnsRootAlias of a crossRef object representing the [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) or one of the [**application NCs**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a) hosted by the DC.

The requester must have the [Validated-SPN](#Section_eee2df66838044528a76c535dc066385) validated write right.

msDS-Behavior-Version

The functional level of the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) on which the modification is taking place is at least DS\_BEHAVIOR\_WIN2012.

The [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is an nTDSDSA object.

The DC that the object represents is an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870).

The object's parent is a server object.

The computer object specified by the serverReference [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the server object that is the parent of the object being modified represents the requester. In other words, it is allowed that an RODC itself can [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) the msDS-Behavior-Version attribute of its nTDSDSA object on a writable DC.

The requester must have the [Validated-MS-DS-Behavior-Version](#Section_55650b5cbb9841cfb78c96345faac53d) validated write right.

msDS-KeyCredentialLink

The object has class computer (or a subclass of computer).

The msDS-KeyCredentialLink value satisfies the following constraints:

For adding a value, the following constraints must be met

* The Binary portion of this attribute is a well formed KEYCREDENTIALLINK\_BLOB value. (See section [2.2.20](#Section_de61eb56b75f4743b8afe9be154b47af) and sub-sections.)
  + The KeyUsage entry is KEY\_USAGE\_NGC.
  + The KeySource entry is KEY\_SOURCE\_AD.
  + The CustomKeyInformation entry is not present.
  + The KeyApproximateLastLogonTimeStamp entry is not present.
  + There is no existing value.
  + The requestor must be SELF.
* For deleting a value:
  + No attribute level constraints are required.

The requestor must have the [DS-Validated-Write-Computer](#Section_9e882000fb1f4b68bdb96a067674d187) validated write right.

FSMO Changes

If a write to the fSMORoleOwner [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is performed, and the objectClass of the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) being modified is one of the following classes, then the requester is required to have an additional [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) on the object. The following control access rights are checked, depending on the objectClass of the object being modified:

* infrastructureUpdate ([**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) infrastructure master [**FSMO**](#gt_3fcc9e5e-60b6-40f8-acb6-ad3189cf90ec), in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only): Change-Infrastructure-Master
* dMD (schema FSMO): Change-Schema-Master
* rIDManager (domain [**RID**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c) FSMO, in AD DS only): Change-Rid-Master
* domainDNS ([**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) emulator FSMO, in AD DS only): Change-PDC
* crossRefContainer (domain naming FSMO): Change-Domain-Master

###### Constraints

The following constraints are enforced for a modify operation performed as an [**originating update**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20). These constraints are not enforced for [**replicated updates**](#gt_2a923099-db0a-4932-af28-4354601e85c4).

* The [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) resides in a [**writable NC replica**](#gt_51db485c-dcf6-4845-99b3-2df414ef0aa9); otherwise the modify returns *referral* / *ERROR\_DS\_REFERRAL*.
* In [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), if the object being modified is in the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625) or [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450), and the RM control ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.4.6) of the [**SD**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) is present and contains the SECURITY\_PRIVATE\_OBJECT bit (section [6.1.3](#Section_081c41f04c8d4ab0971d77ec2504375a)), the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) requires one of the following two conditions to be true:
  + The DC is a member of the [**root domain**](#gt_529c766b-af01-4bc8-b853-65fba6c704b3) in the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62).
  + The DC is a member of the same [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) to which the current object owner belongs.

If neither condition is true, the modify returns *referral* / *ERROR\_DS\_REFERRAL*.

* If a [**LostAndFound container**](#gt_2761433f-c664-4b7e-af5e-e16ab6d86c5c) is being modified, the modify returns *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION*.
* If the **fschemaUpgradeInProgress** field is false on the [LDAPConnection](#Section_03c3c09103aa42d0a7bf7c5f8adaf0c2) instance in dc.ldapConnections ([[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 5.116) corresponding to the [**LDAP connection**](#gt_198f4791-cea3-465d-89e2-262991624e08) on which the operation is being performed and the object being modified has class subSchema, then only nTSecurityDescriptor modifications are allowed; otherwise, *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION* is returned.
* Modifying an object with isDeleted = true is allowed only if one of the following conditions is true:
  + The [**Recycle Bin**](#gt_54624800-58f4-45e9-90bf-c9b52dcf98f3) [**optional feature**](#gt_785b66f1-22b3-450f-97aa-a24a39d04d47) is not enabled and the operation is an undelete operation. Note that the undelete operation is a special case of the modify operation. See section [3.1.1.9.1](#Section_e9482178ee534b6c841d5259d6261985) for more details on the Recycle Bin optional feature. See section [3.1.1.5.3.7](#Section_4302a2eb55c8426cb3106791c6ae8307) for more details on the undelete operation.
  + The Recycle Bin optional feature is enabled, the object does not have isRecycled = true, and the operation is an undelete operation. Note that the undelete operation is a special case of the modify operation. See section 3.1.1.9.1 for more details on the Recycle Bin optional feature. See section 3.1.1.5.3.7 for more details on the undelete operation.
  + The object being modified is the [**Deleted Objects**](#gt_d9c9e99f-74f1-483e-bcb1-310e75ff1344) container (section [6.1.1.4.2](#Section_cf6135817be94195b8fdf78f65bad6bc)).
  + The [**DC functional level**](#gt_a98902f5-21e9-470f-b56b-cc6f8fde2141) is DS\_BEHAVIOR\_WIN2008R2 or higher, the modification only affects the nTSecurityDescriptor [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f), and the requester has the Reanimate-Tombstones [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) on the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) root of the object's NC.

Any other modifications of these objects fail with *unwillingToPerform* / *ERROR\_DS\_*ILLEGAL*\_MOD\_OPERATION*.

* In AD DS, modifications to objects of LSA-specific [**object classes**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) (section [3.1.1.5.2.3](#Section_8dfc81be746148f28caf07402bccb0ea)) fail with *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION*.
* It is disallowed to modify [**constructed attributes**](#gt_d848b035-c151-4fd8-88d9-9f152d053fee), with the exception of the entryTTL attribute. Such modifications fail with *undefinedAttributeType* / *ERROR\_DS\_ATT\_NOT\_DEF\_IN\_SCHEMA* if the DC functional level is DS\_BEHAVIOR\_WIN2000, and *constraintViolation* / *ERROR\_DS\_CONSTRUCTED\_ATT\_MOD* if the DC functional level is DS\_BEHAVIOR\_WIN2003 or greater.
* [**Updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) to the name attribute, as well as updates to the object's naming attribute (the attribute named by the rdnType attribute), are disallowed and modification will return *notAllowedOnRDN* / *ERROR\_DS\_CANT\_MOD\_SYSTEM\_ONLY*. [Modify DN](#Section_95fe5b94859b4001a3e8a98d6a417546) performs these updates.
* A modify of an object whose objectClass is [**defunct**](#gt_cf8d27d1-dcfa-4864-8d7f-c6401ccd08be) fails with *objectClassViolation* / *ERROR\_DS\_OBJECT\_CLASS\_REQUIRED*.
* If the [**forest functional level**](#gt_b3240417-ca43-4901-90ec-fde55b32b3b8) is less than DS\_BEHAVIOR\_WIN2003, a modify is allowed to remove all values of a defunct attribute. Any other modification that references a defunct attribute fails with *undefinedAttributeType* / *ERROR\_DS\_ATT\_NOT\_DEF\_IN\_SCHEMA*.
* If the forest functional level is greater than or equal to DS\_BEHAVIOR\_WIN2003, a modify that references a defunct attribute fails with *noSuchAttribute* / *ERROR\_INVALID\_PARAMETER*.
* If the **fschemaUpgradeInProgress** field is false on the LDAPConnection instance in dc.ldapConnections ([MS-DRSR] section 5.116) corresponding to the LDAP connection on which the operation is being performed, objectCategory modifications on classSchema objects that have FLAG\_SCHEMA\_BASE\_OBJECT present in systemFlags fail with *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION*.
* If the [**domain functional level**](#gt_f9b5a663-12d5-46d4-b23a-147704f026fc) is less than DS\_BEHAVIOR\_WIN2003, then modifications of msDS-AdditionalDnsHostName fail with *unwillingToPerform* / *ERROR\_DS\_NOT\_SUPPORTED*.
* If the DC functional level is DS\_BEHAVIOR\_WIN2003 or greater and the msDS-UpdateScript attribute is being modified:
  + IsEffectiveRoleOwner(RoleObject([**default NC**](#gt_adc2c434-9679-419f-8c8b-b8c234921ad3), RidAllocationMaster)) = true. Otherwise, the server returns error *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION*.
  + The connection is encrypted with at least 128-bit cipher. If the connection is not encrypted with at least 128-bit cipher, then *unwillingToPerform* / *ERROR\_DS\_CONFIDENTIALITY\_REQUIRED* is returned.

The msDS-UpdateScript attribute is for server-to-server [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) implementation only; the client does not interpret it. This attribute MAY have meaning to applicable Windows Server releases, but the meaning is not significant to Windows clients.

* If the dSHeuristics attribute is being modified, the new value must satisfy the following constraints:
  + If the length of the value is 10 or more characters, then the tenth character must be "1";
  + If the length of the value is 20 or more characters, then the twentieth character must be "2";
  + If the length of the value is 30 or more characters, then the thirtieth character must be "3";
  + The same for "4" through "9".

When this constraint is violated, the error returned depends on the DC functional level. If the DC functional level is DS\_BEHAVIOR\_WIN2000, no error is returned. If the DC functional level is DS\_BEHAVIOR\_WIN2003 or greater, then *constraintViolation* / ERROR\_DS\_CONSTRAINT\_VIOLATION is returned.

* If the DC functional level is DS\_BEHAVIOR\_WIN2003 or greater and the nTMixedDomain attribute is modified, then the object being modified is the [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) root. Modification of nTMixedDomain on any other object fails with *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION*.
* If the servicePrincipalName attribute is modified, then the values must be syntactically valid [**SPN (2)**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4) values (note that additional constraints might apply if the requester did not have WRITE\_PROPERTY access to the attribute; see the preceding Validated Writes section [3.1.1.5.3.1.1](#Section_b2e5d03cae3b4dab8441388789dd2438)). Otherwise, *constraintViolation* / *ERROR\_DS\_NAME\_REFERENCE\_INVALID* is returned. See section [5.1.1.4](#Section_e712a88161f140629822c771ff176a7b), Mutual Authentication, for SPN (2) syntax.
* If the servicePrincipalName or userPrincipalName attribute is modified, the values must meet the constraints specified in section [3.1.1.5.1.3](#Section_3c154285454c43539a99fb586e806944).
* If the fSMORoleOwner attribute is modified, then the only allowed attribute value is the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the [**DSA object**](#gt_dc90b593-841f-4c6d-8032-b32e58e887a8) of the current DC; for all other values, *unwillingToPerform* / *ERROR\_DS\_INVALID\_ROLE\_OWNER* is returned. In other words, the [**FSMO role**](#gt_73841222-e9d8-4dc1-83a1-206c75f4f90f) can only be "taken" or transferred to the current DC. It cannot be given away.
* System-only attribute modifications (including the case of adding an [**auxiliary class**](#gt_d881c624-8023-4bd6-b2df-f9af5e6f93bb) with a must-have system-only attribute) are disallowed, as well as modifications of all [**back link attributes**](#gt_3037ec79-2674-4bff-9925-bc98b15372fc); with the following exceptions:
  + If the **fschemaUpgradeInProgress** field is true on the LDAPConnection instance in dc.ldapConnections ([MS-DRSR] section 5.116) corresponding to the LDAP connection on which the operation is being performed.
  + If the DC functional level is DS\_BEHAVIOR\_WIN2003 or greater, then modifications of the objectClass attribute are permitted, subject to additional constraints (section [3.1.1.5.3.5](#Section_d86f8a030201408ea366ed0583f83adf)).
  + If the DC functional level is DS\_BEHAVIOR\_WIN2003 or greater, then modifications of msDS-Behavior-Version are permitted, subject to additional constraints (section [3.1.1.5.3.4](#Section_feb24e8c310c4ff99303629c7bbebbbb)).
  + Modifications of msDS-AdditionalDnsHostName are permitted.
  + Modifications of systemFlags are permitted only in the following case: the modify is on an attributeSchema object in the [**schema container**](#gt_d49403ee-4523-4d75-9a92-407be24992e6), and the change is to set (but not reset) the FLAG\_ATTR\_IS\_RDN bit.
  + Modifications of wellKnownObjects are permitted, subject to additional constraints. See section [3.1.1.5.3.6](#Section_cc23526050694067b5209f11a7c25ad5), wellKnownObjects Updates, for more details.
  + Modifications of isDeleted and distinguishedName are permitted only when the modify operation is Undelete (section 3.1.1.5.3.7).
  + Modifications of mAPIID are permitted, subject to the constraints described in section [3.1.1.2.3](#Section_cf133d47b3584add81d315ea1cff9cd9).

Otherwise constraintViolation / ERROR\_DS\_CANT\_MOD\_SYSTEM\_ONLY is returned.

* The following constraints are enforced if the DC functional level is DS\_BEHAVIOR\_WIN2003 or greater and the requester is not passing the LDAP\_SERVER\_PERMISSIVE\_MODIFY\_OID control:
  + Inserting duplicate values into an attribute fails with *attributeOrValueExists* / *ERROR\_DS\_ATT\_VAL\_ALREADY\_EXISTS*.
  + A modification that removes values that are not present from an attribute fails with *noSuchAttribute* / *ERROR\_DS\_CANT\_REM\_MISSING\_ATT\_VAL*.
  + Removing an attribute that is not currently present on the object by virtue of the attribute not having any value set on it fails with *noSuchAttribute* / *ERROR\_DS\_ATT\_IS\_NOT\_ON\_OBJ*.
* If the DC functional level is DS\_BEHAVIOR\_WIN2008 or greater, the following constraints are enforced on objects of class msDS-PasswordSettings:
  + The msDS-PasswordHistoryLength attribute is less than or equal to 1024.
  + The msDS-MinimumPasswordAge attribute is less than or equal to 0.
  + The msDS-MaximumPasswordAge attribute is less than or equal to 0.
  + The msDS-MaximumPasswordAge attribute is less than the value of the msDS-MinimumPasswordAge attribute on the same object after the modify would have completed.
  + The msDS-MinimumPasswordLength attribute is less than or equal to 256.
  + The msDS-LockoutDuration attribute is less than or equal to 0.
  + The msDS-LockoutObservationWindow attribute is less than or equal to 0.
  + The msDS-LockoutDuration attribute is less than or equal to the value of the msDS-LockoutObservationWindow attribute on the same object after the modify would have completed.

Otherwise, unwillingToPerform / ERROR\_DS\_SECURITY\_ILLEGAL\_MODIFY is returned.

* In [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), if the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) policy ADAMDisablePasswordPolicies does not equal 1, and a password value (either unicodePwd or userPassword) is specified in a modify, the password must satisfy the current password policy in effect on the AD LDS server as reported by SamrValidatePassword ([[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 3.1.5.13.7). If the provided password value does not satisfy the password policy, the modify returns *constraintViolation* / *ERROR\_PASSWORD\_RESTRICTION*.
* In AD LDS, if the fAllowPasswordOperationsOverNonSecureConnection heuristic of the dSHeuristics attribute (see section [6.1.1.2.4.1.2](#Section_e5899be4862e496f9a3833950617d2c5)) is not true, and a password value (either unicodePwd or userPassword) is specified in a modify, the LDAP connection must be encrypted with cipher strength of at least 128 bits. If the connection does not pass the test, the modify returns *operationsError* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION*.
* In AD LDS, if the userPrincipalName value is modified, then the new value must be unique within all NCs on this DC. If another object exists with the same userPrincipalName value, the modify returns *constraintViolation* / *ERROR\_DS\_NAME\_NOT\_UNIQUE*.
* In AD LDS, if the pwdLastSet attribute is modified, then the operation MUST replace the existing value with a new value of 0 or -1. Otherwise, *constraintViolation* / *ERROR\_INVALID\_PARAMETER* is returned.
* In AD LDS, if the lockoutTime attribute is modified, then the operation MUST replace the existing value with a new value of 0. Otherwise, *constraintViolation* / *ERROR\_INVALID\_PARAMETER* is returned.
* In AD LDS, if the msDS-UserAccountDisabled attribute is being set to false, then the operation succeeds if one of the following is true:
  + The LDAP policy ADAMDisablePasswordPolicies equals 1.
  + The ms-DS-UserPasswordNotRequired attribute equals true.
  + The current password value on the object satisfies the current password policy, as reported by SamrValidatePassword ([MS-SAMR] section 3.1.5.13.7).

If this check fails, the modify returns constraintViolation / ERROR\_PASSWORD\_RESTRICTION.

* After the modify operation, the object must remain compliant with the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) as described in section [3.1.1.5.1.1](#Section_075022926db0442ba464efbe6294b574).
* If the object being modified is a SAM-specific object (section 3.1.1.5.2.3), then additional constraints apply (specified in [MS-SAMR] section 3.1.1.6).
* If the modify operation affects the nTSecurityDescriptor attribute, then additional constraints apply (see section 6.1.3, "Security Descriptor Requirements", for more details).
* If the modify operation would require delayed link processing (section [3.1.1.1.16](#Section_ae33d28fd3f2419b903592bb0a28b350)), and such processing is already underway for the object being modified due to a previous update, then the modify returns *busy* / *ERROR\_DS\_DATABASE\_ERROR*.
* If the modify operation adds or replaces values of the description attribute on a SAM-specific object (section 3.1.1.5.2.3), and results in more than one value in the attribute, then the modification fails with *attributeOrValueExists* / *ERROR\_DS\_SINGLE\_VALUE\_CONSTRAINT*.
* In AD DS, the following attributes are disallowed in a Modify for an [**object of class**](#gt_c2c67596-8d8f-42b9-9c70-1c4f7c952200) user: badPasswordTime, badPwdCount, dBCSPwd, isCriticalSystemObject, lastLogoff, lastLogon, lastLogonTimestamp, lmPwdHistory, logonCount, memberOf, msDS-User-Account-Control-Computed, ntPwdHistory, objectSid, rid, sAMAccountType, and supplementalCredentials. If one of these attributes is specified in a Modify, the Modify returns *unwillingToPerform* / *ERROR\_DS\_ATTRIBUTE\_OWNED\_BY\_SAM*.
* In AD DS, the following attributes are disallowed in a Modify for an object of class [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac): isCriticalSystemObject, memberOf, objectSid, rid, sAMAccountType, and userPassword. If one of these attributes is specified in a Modify, the Modify returns *unwillingToPerform* / *ERROR\_DS\_ATTRIBUTE\_OWNED\_BY\_SAM*.
* In AD DS, the following attributes are disallowed in a Modify for an object whose class is not a SAM-specific object class (see 3.1.1.5.2.3): isCriticalSystemObject, lmPwdHistory, ntPwdHistory, objectSid, samAccountName, sAMAccountType, supplementalCredentials, and unicodePwd. If one of these attributes is specified in a Modify, the Modify returns *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION*.

###### Processing Specifics

The following processing rules apply to the modify operation:

* If a value of the entryTTL [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is specified in the modify request, it is processed as follows:
  + If the value of the entryTTL attribute is less than the DynamicObjectMinTTL [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) setting, then the entryTTL attribute is set to the value of the DynamicObjectMinTTL setting.
  + The current system time, plus the entryTTL attribute interpreted as seconds, is written into the msDS-Entry-Time-To-Die attribute.
* If the modify assigns a value to an [**FPO**](#gt_eeb1e143-87d4-4b18-9c58-4a64736f9968)-enabled attribute (section [3.1.1.5.2.3](#Section_8dfc81be746148f28caf07402bccb0ea)) of the existing [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca), and the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) value in the modify request has <SID=stringizedSid> format (section [3.1.1.3.1.2.4](#Section_92a5486938d74e71a3be5f67a0dcdd7e)), then the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) creates a corresponding foreignSecurityPrincipal object in the [Foreign Security Principals Container (section 6.1.1.4.10)](#Section_5aa09c90c5db4e9798d0b7cdd6bc1bfe) and assigns a reference to the new foreignSecurityPrincipal object as the FPO-enabled attribute value. [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 3.1.1.8.9 specifies the creation of the foreignSecurityPrincipal object.
* If the msDS-UpdateScript attribute is changed in an [**originating update**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20) of the [**Partitions container**](#gt_d6b4c198-f9d3-4c49-b0f0-390e07f89af1), then the msDS-ExecuteScriptPassword value is removed from the Partitions container. The msDS-UpdateScript and msDS-ExecuteScriptPassword attributes are for server-to-server [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) implementation only; the client does not interpret them. These attributes MAY have meaning to applicable Windows Server releases, but the meaning is not significant to Windows clients.
* If the objectClass value is [**updated**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493), then additional operations are performed (see [ObjectClass Updates (section 3.1.1.5.3.5)](#Section_d86f8a030201408ea366ed0583f83adf) for more details).
* In [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), if the wellKnownObjects value is updated, then additional operations are performed (see [wellKnownObjects Updates (section 3.1.1.5.3.6)](#Section_cc23526050694067b5209f11a7c25ad5) for more details).
* In [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), if a password value (unicodePwd or userPassword) is modified on a bind proxy, then the password operation is "forwarded" to Windows as follows:
  + The objectSid on the bind proxy object is resolved to a Windows [**user object**](#gt_e767a471-c3fa-4e4b-a40c-daeb08f82a17).
  + A DC hosting the Windows user's [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) is discovered.
  + The currently bound user is impersonated.
  + For a change password operation, the NetUserChangePassword API is invoked with the new and old password values.
  + For a reset password operation, then NetUserSetInfo(level=1003) API is invoked with the new password value.
  + The currently bound user is unimpersonated.

If any of the operations above fail, then the modify returns *unwillingToPerform*. This processing rule is not supported by ADAM RTW DCs.

* In AD DS, if the **msDS-AdditionalDnsHostName** attribute is modified, additional operations are performed as follows. These steps assume the value(s) added or deleted are in the form anyDnsLabel.suffix:
  + For each **msDS-AdditionalDnsHostName** attribute value that is being added, the server MUST add a value to the **msDS-AdditionalSamAccountName** attribute in the format ‘anyDnsLabel$’.
    - Windows Server 2016, Windows Server 2019 and later, and Windows Server v1903 without [[MSKB-4505903]](https://go.microsoft.com/fwlink/?linkid=2141835) installed, will add the ‘*anyDnsLabel*$’ value to the **msDS-AdditionalDnsHostName** attribute.
  + For each **msDS-AdditionalDnsHostName** value that is being removed, the server MUST check for a corresponding ‘anyDnsLabel$’ value in the **msDS-AdditionalSamAccountName** attribute, and if found, remove it.
* In AD LDS, if the pwdLastSet attribute is set to -1 (that is, an unexpire-password operation is performed), then the current time is written as the value of the pwdLastSet attribute.
* For originating updates, additional operations might be performed if the object being modified is a SAM-specific object (section 3.1.1.5.2.3); [MS-SAMR] section 3.1.1.8 specifies these additional operations.
* Additional operations might be performed if the object being modified is a [**schema object**](#gt_b639ec59-647b-4ac2-acb2-a67cda43bc6d) (section 3.1.1.5.2.3); the additional operations are specified in section [3.1.1.2.5](#Section_1502db961ae54b56a34416ce26b7e0fb).
* If [**link attribute**](#gt_be41074d-ce6b-4488-853a-4bbb3ea243ce) values that refer to [**deleted-objects**](#gt_d9c9e99f-74f1-483e-bcb1-310e75ff1344) are not visible to the update operation (section [3.1.1.3.4.1.25](#Section_059e33fcc7af451e92a9fcb33d828f0f)), and the update operation is a complete removal of a link attribute, all existing values of the attribute are removed, including values that refer to deleted-objects. Note that if the update operation is an explicit list of attributes to be removed rather than a directive to completely remove the attribute, then no values that refer to deleted-objects are removed.
* If link attribute values that refer to deleted-objects are not visible to the update operation (section 3.1.1.3.4.1.25), and the update operation is a complete replacement of a link attribute, all existing values of the attribute including values that refer to deleted-objects are removed before any new values specified by the replacement are added.
* If link attribute values that refer to deleted-objects are not visible to the update operation (section 3.1.1.3.4.1.25), and the update operation is the addition of a value to a single-valued attribute, and all existing values of the attribute refer to deleted-objects, then all existing values of the attribute (including values that refer to deleted-objects) are removed before the new value is added.
* In AD LDS, if an originating update is made to the unicodePwd or userPassword attribute on a bind proxy (section [3.1.1.8.2](#Section_2ED9761700A94F8C800523A5F926111F)):
  + Let V be the value of the objectSid attribute from the bind proxy.
  + If the modify request specified a password reset (section [3.1.1.3.1.5](#Section_3983110D4D244A59BAEBDB5B863A92C6)), pass the password update operation to the host operating system as a request to update the password of a [**principal**](#gt_8492780e-99e2-47ba-8553-aedb8de9f9c0) whose [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) is V with the new password supplied in the modify request.
  + If the modify request specified a password change (section 3.1.1.3.1.5), pass the password update request operation to the host operating system as a request to update the password of a principal whose SID is V and whose current password is the old password specified in the modify request. That principal's password is to be changed to the new password specified in the modify request.

###### BehaviorVersion Updates

If the [**DC functional level**](#gt_a98902f5-21e9-470f-b56b-cc6f8fde2141) is DS\_BEHAVIOR\_WIN2003 or greater and less than DS\_BEHAVIOR\_WIN2008R2, then [**originating updates**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20) of the msDS-Behavior-Version [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) are permitted, subject to the following additional constraints:

* The [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) being modified is the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) root of the [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) ([**domain functional level**](#gt_f9b5a663-12d5-46d4-b23a-147704f026fc)) or the CN=Partitions child of the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625) ([**forest functional level**](#gt_b3240417-ca43-4901-90ec-fde55b32b3b8)); otherwise, *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION* is returned.
* The new value is greater than the current value; otherwise, *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION* is returned.
* The operation is performed on the [**FSMO**](#gt_3fcc9e5e-60b6-40f8-acb6-ad3189cf90ec) ([**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) for domain functional level [**updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493), Schema Master FSMO for forest functional level updates); otherwise *referral* / *ERROR\_DS\_REFERRAL* is returned.
* If the domain functional level is being raised, then the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) MUST NOT contain a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) whose functional level is lower than the new value. This is determined by searching the config NC for objects with objectCategory nTDSDSA whose msDS-Behavior-Version attribute value is below the new value and whose hasMasterNCs attribute contains the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the domain NC root. If the search returns one or more results, then *unwillingToPerform* / *ERROR\_DS\_LOW\_DSA\_VERSION* is returned.
* If the forest functional level is being raised, then the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) MUST NOT contain a DC whose functional level is lower than the new value. This is determined by searching the config NC for objects with objectCategory nTDSDSA whose msDS-Behavior-Version attribute value is below the new value. If the search returns one or more results, then *unwillingToPerform* / *ERROR\_DS\_LOW\_DSA\_VERSION* is returned.
* If the domain functional level is being raised from a value below DS\_BEHAVIOR\_WIN2003 to a value of DS\_BEHAVIOR\_WIN2003 or greater, then the domain is not a [**mixed-mode**](#gt_06c1c70e-f2c6-4efd-bff8-474409e69660) domain. If the domain is a mixed-mode domain, then *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION* is returned.
* If the forest functional level is raised from a value below DS\_BEHAVIOR\_WIN2003 to a value of DS\_BEHAVIOR\_WIN2003 or greater, then the forest does not contain mixed-mode domains. If the forest does contain mixed-mode domains, then *unwillingToPerform* / *ERROR\_DS\_NO\_BEHAVIOR\_VERSION\_IN\_MIXED\_DOMAIN* is returned.

If the DC functional level is DS\_BEHAVIOR\_WIN2008R2 or greater, then originating updates of the msDS-Behavior-Version attribute are permitted, subject to the following additional constraints:

* The object being modified is the nTDSDSA object of an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870) (DC functional level of an RODC), or NC root of the domain NC (domain functional level) or the CN=Partitions child of the config NC (forest functional level); otherwise, *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION* is returned.
* If the DC functional level of an RODC is being modified, the operation is performed on a writable DC that is a member of the same domain the RODC is a member of; otherwise, *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION* is returned.
* If the DC functional level of an RODC is being modified, the new value is greater than or equal to the domain functional level of the domain the RODC is a member of; otherwise, *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION* is returned.
* If the domain functional level is being modified, the operation is performed on the PDC FSMO; otherwise *referral* / *ERROR\_DS\_REFERRAL* is returned.
* If the domain functional level is being modified, the new value is greater than the current value or is greater than the forest functional level; otherwise, *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION* is returned.
* If the domain functional level is being modified, then the domain MUST NOT contain a DC whose functional level is lower than the new value. This is determined by searching the config NC for objects with objectCategory nTDSDSA or nTDSDSARO, whose msDS-Behavior-Version attribute value is below the new value and whose hasMasterNCs attribute contains the DN of the domain NC root. If the search returns one or more results, then *unwillingToPerform* / *ERROR\_DS\_LOW\_DSA\_VERSION* is returned.
* If the domain functional level is being raised from a value below DS\_BEHAVIOR\_WIN2003 to a value of DS\_BEHAVIOR\_WIN2003 or greater, then the domain is not a mixed-mode domain. If the domain is a mixed-mode domain, then *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION* is returned.
* If the forest functional level is being modified, the operation is performed on the Schema Master FSMO; otherwise *referral* / *ERROR\_DS\_REFERRAL* is returned.
* If the forest functional level is being modified, then the forest MUST NOT contain a DC whose functional level is lower than the new value. This is determined by searching the config NC for objects with objectCategory nTDSDSA or nTDSDSARO and whose msDS-Behavior-Version attribute value is below the new value. If the search returns one or more results, then *unwillingToPerform* / *ERROR\_DS\_LOW\_DSA\_VERSION* is returned.
* If the forest functional level is raised from a value below DS\_BEHAVIOR\_WIN2003 to a value of DS\_BEHAVIOR\_WIN2003 or greater, then the forest does not contain mixed-mode domains. If the forest does contain mixed-mode domains, then *unwillingToPerform* / *ERROR\_DS\_NO\_BEHAVIOR\_VERSION\_IN\_MIXED\_DOMAIN* is returned.
* If the new value is less than or equal to the existing value, the new value is greater than or equal to DS\_BEHAVIOR\_WIN2008; otherwise, *unwillingToPerform* / *ERROR\_DS\_HIGH\_DSA\_VERSION* is returned.

**Note**  In applicable Windows Server releases prior to Windows Server 2012, unwillingToPerform / ERROR\_DS\_ILLEGAL\_MOD\_OPERATION is returned.

###### ObjectClass Updates

If the [**DC functional level**](#gt_a98902f5-21e9-470f-b56b-cc6f8fde2141) is DS\_BEHAVIOR\_WIN2003 or greater, then [**originating updates**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20) of the objectClass [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) are permitted, subject to the following additional constraints:

* If the [**forest functional level**](#gt_b3240417-ca43-4901-90ec-fde55b32b3b8) is less than DS\_BEHAVIOR\_WIN2003, objectClass [**updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) can be performed only on [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in [**application NCs**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a); otherwise *unwillingToPerform* / *ERROR\_DS\_NOT\_SUPPORTED* is returned.
* The specified objectClass value(s) contains a single [**most specific structural object class**](#gt_7e7a492c-c05b-4584-8b26-c28a9e82d67f); otherwise *objectClassViolation* / *ERROR\_DS\_OBJ\_CLASS\_NOT\_SUBCLASS* is returned. If the set of [**object classes**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) specified by an update contains "holes" (that is, classes are missing on the [**inheritance**](#gt_3069119c-2912-43b0-b867-512aa37aad02) chain from the most specific structural object class to the distinguished class top), the server fills the "holes" during the update.
* The [**structural object class**](#gt_f569c63a-21ed-492c-8db5-0c88122ba5bb) is not modified, with two exceptions:
  + It is permitted to convert a [**user object**](#gt_e767a471-c3fa-4e4b-a40c-daeb08f82a17) to an inetOrgPerson by the addition of inetOrgPerson to the objectClass attribute.
  + It is permitted to convert an inetOrgPerson object to a user by the removal of inetOrgPerson from the objectClass attribute.

Otherwise, the error returned depends on the DC functional level. If the DC functional level is DS\_BEHAVIOR\_WIN2000, *constraintViolation* / *ERROR\_DS\_CONSTRAINT\_VIOLATION* is returned. If the DC functional level is DS\_BEHAVIOR\_WIN2003, *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION* is returned. If the DC functional level is DS\_BEHAVIOR\_WIN2008 or greater, *objectClassViolation* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION* is returned.

**Processing specifics**:

* The set of values is updated to include the full inheritance chains of the structural object class as well as all [**auxiliary classes**](#gt_d881c624-8023-4bd6-b2df-f9af5e6f93bb) present in the value.
* The set of values is sorted according to the objectClass requirements (see section [3.1.1.2.4.3](#Section_1de0b9e36cc64a8cb9da715dc301645b) for more information).
* A new value of nTSecurityDescriptor is computed and written based on the new objectClass values, according to the [**security descriptor**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) requirements (see section [6.1.3](#Section_081c41f04c8d4ab0971d77ec2504375a)).

###### wellKnownObjects Updates

In [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), when a wellKnownObjects value is modified by an [**originating update**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20), the following additional constraints apply. These constraints are not enforced for [**replicated updates**](#gt_2a923099-db0a-4932-af28-4354601e85c4).

* The [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) is performed on the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) [**FSMO**](#gt_3fcc9e5e-60b6-40f8-acb6-ad3189cf90ec); otherwise *referral* / *ERROR\_DS\_REFERRAL* is returned.
* The update is on the [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) root [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca); otherwise, *unwillingToPerform* / *ERROR\_DS\_UNWILLING\_TO\_PERFORM* is returned.
* The [**domain functional level**](#gt_f9b5a663-12d5-46d4-b23a-147704f026fc) is at least DS\_BEHAVIOR\_WIN2003; otherwise *unwillingToPerform* / *ERROR\_DS\_NOT\_SUPPORTED* is returned.
* Only the Users and Computers container wellKnownObjects references can be updated. This corresponds to the GUID\_USERS\_CONTAINER\_W and GUID\_COMPUTERS\_CONTAINER\_W [**well-known object (WKO)**](#gt_4a60d503-c61a-45e9-a2e8-8216c71ca3ae) [**GUIDs**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1), respectively; otherwise, *unwillingToPerform* / *ERROR\_DS\_UNWILLING\_TO\_PERFORM* is returned.
* Only add-value and remove-value [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) verbs are supported; otherwise, *unwillingToPerform* / *ERROR\_DS\_UNWILLING\_TO\_PERFORM* is returned.
* If the [**DC functional level**](#gt_a98902f5-21e9-470f-b56b-cc6f8fde2141) is DS\_BEHAVIOR\_WIN2008 or greater, then the object named by the new value must satisfy the possSuperiors [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) constraint for the objectClass corresponding to the WKO reference being updated. For example, if the wellKnownObjects reference corresponding to the GUID\_USERS\_CONTAINER\_W WKO GUID is updated, then it must be possible to create user objects as children of the object named by the new value. If this constraint is not satisfied, the server returns *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_SUPERIOR*.
* The added value does not reside in the [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) identified by the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of "CN=System,<domain NC DN>"; otherwise, *unwillingToPerform* / *ERROR\_DS\_DISALLOWED\_IN\_SYSTEM\_CONTAINER* is returned.
* The object named by the new value MUST NOT have the following bits set in its systemFlags value: FLAG\_DISALLOW\_DELETE, FLAG\_DOMAIN\_DISALLOW\_RENAME or FLAG\_DOMAIN\_DISALLOW\_MOVE; otherwise *unwillingToPerform* / *ERROR\_DS\_WKO\_CONTAINER\_CANNOT\_BE\_SPECIAL* must be returned.
* The removed value matches the corresponding existing value of the WKO reference. If not, then *unwillingToPerform* / *ERROR\_DS\_UNWILLING\_TO\_PERFORM* is returned.

**Processing specifics**:

* The following bits MUST be set in the systemFlags of the new container: FLAG\_DISALLOW\_DELETE, FLAG\_DOMAIN\_DISALLOW\_RENAME and FLAG\_DOMAIN\_DISALLOW\_MOVE.
* The following bits MUST be reset in the systemFlags of the old container: FLAG\_DISALLOW\_DELETE, FLAG\_DOMAIN\_DISALLOW\_RENAME and FLAG\_DOMAIN\_DISALLOW\_MOVE.
* isCriticalSystemObject MUST be set to true on the new container.
* isCriticalSystemObject MUST be set to false on the old container.

###### Undelete Operation

The undelete operation is used to revert the effects of a delete operation; that is, to turn a [**tombstone**](#gt_9d8e0963-13fa-4e19-a97f-7ce6bc90d20f) or [**deleted-object**](#gt_d9c9e99f-74f1-483e-bcb1-310e75ff1344) into a regular [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) (see section [3.1.1.5.5](#Section_6c21dd2f40cd496390a2a7f657f319a4) for more details). The undelete operation is represented by a regular [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) modify operation, which contains special instructions that are used to distinguish it from a modify operation. These instructions ([**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) modifications) are disallowed for regular modify operations.

The undelete operation is identified by the presence of the following attribute LDAPMods (both MUST be present):

* REMOVE isDeleted attribute
* REPLACE distinguishedName attribute with a new value

The undelete operation combines characteristics of both Modify and Modify DN operations. It modifies the object's attributes and moves it in the same transaction.

Undelete Security Considerations

In order to be able to perform the undelete operation as an [**originating update**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20), the requester must have the following permissions. No permissions are required for [**replicated updates**](#gt_2a923099-db0a-4932-af28-4354601e85c4).

* The Reanimate-Tombstones [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) on the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) root of the NC where the operation is being performed.
* All the permissions required to rename an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) (section [3.1.1.5.4](#Section_95fe5b94859b4001a3e8a98d6a417546)).
* CREATE\_CHILD on the new parent [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) for the objectClass of the object being undeleted.

**Note**  Unlike with the Modify DN operation, the Delete/DeleteChild permission is not required.

Undelete Constraints

For [**originating updates**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20), the following constraints are enforced for the Undelete operation; otherwise *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION* is returned (unless specified otherwise). These constraints do not apply to [**replicated updates**](#gt_2a923099-db0a-4932-af28-4354601e85c4).

* All the modify constraints as they apply to the [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) being modified within the undelete processing (described in previous sections).
* All the Modify DN constraints as they apply to the "move" portion of the undelete operation, with the exception of the "disallowed to move in or out of the System container" constraint.
* If the [**Recycle Bin**](#gt_54624800-58f4-45e9-90bf-c9b52dcf98f3) [**optional feature**](#gt_785b66f1-22b3-450f-97aa-a24a39d04d47) is not enabled, the target [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is a [**tombstone**](#gt_9d8e0963-13fa-4e19-a97f-7ce6bc90d20f); that is, the isDeleted attribute must be true. If the [**DC functional level**](#gt_a98902f5-21e9-470f-b56b-cc6f8fde2141) is DS\_BEHAVIOR\_WIN2008R2 or higher, the error returned is *noSuchAttribute* / *ERROR\_DS\_ATT\_IS\_NOT\_ON\_OBJ*.
* If the Recycle Bin optional feature is enabled, the target object is a [**deleted-object**](#gt_d9c9e99f-74f1-483e-bcb1-310e75ff1344); that is, the isDeleted attribute is true and the isRecycled attribute is not present on the object. If the DC functional level is DS\_BEHAVIOR\_WIN2008R2 or higher, the error returned is *noSuchAttribute* / *ERROR\_DS\_ATT\_IS\_NOT\_ON\_OBJ*.
* The target object is not the Deleted Objects [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) in its [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942).
* The target object is not the user object of the currently connected user (that is, the user cannot undelete his own object).
* After the modify attribute [**updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) are applied, the object is checked for full [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) compliance with regard to both mayContain and mustContain constraints.
* The new object [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) is specified in string format (as opposed to <GUID=*stringized-guid*> or <SID=*stringized-sid*> format).
* The new parent container is in the same NC as the target tombstone object (that is, cross-NC undelete is not allowed).
* If the undelete operation would require delayed link processing (section [3.1.1.1.16](#Section_ae33d28fd3f2419b903592bb0a28b350)), and such processing is already underway for the object being undeleted due to a previous update, then the undelete returns *busy* / *ERROR\_DS\_DATABASE\_ERROR*.
* If the target object contains userPrincipalName or servicePrincipalName attribute values, those values must meet the uniqueness constraints specified in section [3.1.1.5.1.3](#Section_3c154285454c43539a99fb586e806944).
* If the [**object class**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) of the target object is part of the base schema, the **objectCategory** attribute of the target object cannot be specified as part of the undelete operation.

Undelete Processing Specifics

The undelete operation comprises two suboperations: modifying the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) and moving it to a new location. The destination of the move operation is obtained from the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) specified in the request.

* All the Modify operation processing specifics apply.
* All the Modify DN operation processing specifics apply.
* If the user did not specify the value for objectCategory [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f), and the target object did not have this value retained at the time of deletion, then the default objectCategory attribute is written, as obtained from the objectClass's defaultObjectCategory value (section [3.1.1.2.4.8](#Section_ccd553732fa642379f660d90fbd866f5)).
* On [**originating updates**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20), additional processing might apply if the object being reanimated is a SAM-related object (see [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 3.1.1.8).

##### Modify DN

**References**

* LDAP control LDAP\_SERVER\_CROSSDOM\_MOVE\_TARGET\_OID: see section [3.1.1.3](#Section_3c5916a9f1a0429db937f8fe672d777c).
* LDAP Modify DN operation: see [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.9.
* Concrete structure DRS\_MSG\_MOVEREQ: see [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.15.1.1.
* Concrete structure DRS\_MSG\_MOVEREQ\_V2: see [MS-DRSR] section 4.1.15.1.3.
* Concrete structure DRS\_SecBufferDesc: see [MS-DRSR] section 5.44.
* Concrete structure DRS\_MSG\_MOVEREPLY: see [MS-DRSR] section 4.1.15.1.4.
* Concrete structure DRS\_MSG\_MOVEREPLY\_V2: see [MS-DRSR] section 4.1.15.1.6.
* Concrete method IDL\_DRSInterDomainMove: see [MS-DRSR] section 4.1.15.
* Concrete method IDL\_DRSBind: see [MS-DRSR] section 4.1.3.
* Function RoleObject: section [3.1.1.5.1](#Section_f37333ce66c3490388e7f9e7101f6b3e).
* Function GetWellknownObject: section [3.1.1.1.6](#Section_538ec13514654266bb0a777924f02846).
* Kerberos delegation: [[MS-KILE]](%5bMS-KILE%5d.pdf#Section_2a32282edd484ad9a542609804b02cc9).
* Glossary terms: [**global group**](#gt_2002f42a-84dd-4401-ac8b-8088af87eae6), [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625), [**default NC**](#gt_adc2c434-9679-419f-8c8b-b8c234921ad3), [**dsname**](#gt_4d5e1f08-aa00-4dde-9411-7dd6e09ed85a), [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210), [**prefix table**](#gt_028437b6-7749-4428-b874-22e9559c1abe), [**primary group**](#gt_e5134397-f946-4acc-a593-46c04c52774f), [**RID**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c), [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450), [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d), structural class.
* Access control rights RIGHT\_DELETE, RIGHT\_DS\_DELETE\_CHILD.
* LDAP attributes: distinguishedName, groupType, instanceType, isCriticalSystemObject, isDeleted, lDAPDisplayName, member, msDS-NonMembers, name, nCName, objectSid, proxiedObjectName, systemFlags, systemOnly, userAccountControl, wellKnownObjects.
* State model attributes: parent, rdnType.
* LDAP classes: classSchema, crossRef, infrastructureUpdate.

Constants

* [**Access mask**](#gt_462f2aa7-2cfc-404a-b479-30f127c512b1) bits: RIGHT\_DELETE, RIGHT\_DS\_DELETE\_CHILD: see section [5.1](#Section_3cf530affad24e14aac8c416e25f9f43).
* GROUP\_TYPE\_BUILTIN\_LOCAL\_GROUP, GROUP\_TYPE\_ACCOUNT\_GROUP, GROUP\_TYPE\_RESOURCE\_GROUP, GROUP\_TYPE\_SECURITY\_ENABLED: see section [2.2.12](#Section_1197227209ec4a42bf5e3e99b321cf55).
* ADS\_UF\_WORKSTATION\_TRUST\_ACCOUNT, ADS\_UF\_INTERDOMAIN\_TRUST\_ACCOUNT: see [MS-DRSR] section 5.206, userAccountControl Bits.
* GUID\_INFRASTRUCTURE\_CONTAINER\_W, GUID\_SYSTEMS\_CONTAINER\_W: see section [6.1.1.4](#Section_5a00c8906be5457593c48bf8be0ca8d8).

The Modify DN [**originating update**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20) operation modifies the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca).

The requester supplies the following data:

* *OldDN*: DN of the object that is being modified by the Modify DN operation.
* *NewRDN*: [**RDN**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9) that will form the leftmost component of the new name of the object.
* *NewParentDN*: DN of the object that becomes the immediate superior of the object.
* *DeleteOldRDN*: Boolean value that determines whether the old RDN value is to be retained. True means that the old RDN value must NOT be retained.

Let *NewDN* be the DN of the renamed object. The value *NewDN* is *NewParentDN* preceded by *NewRDN*.

**Definitions**

Let *O* be the object such that O!distinguishedName = OldDN.

Let *P* be O!parent.

If *NewParentDN* = NULL then *NP* is O!parent.

Otherwise, let *NP* be an object such that NP!distinguishedName = NewParentDN.

The originating update is a rename operation if O!name ≠ *NewRDN*.

The originating update is a move operation if *P* ≠ *NP*.

###### Intra Domain Modify DN

For [**originating updates**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20), if the requester does not specify LDAP\_SERVER\_CROSSDOM\_MOVE\_TARGET\_OID LDAP control in the Modify DN request, then the server interprets the update as an intradomain Modify DN operation. [**Replicated updates**](#gt_2a923099-db0a-4932-af28-4354601e85c4) are always interpreted as intradomain Modify DN operations. The request must have the LDAP\_SERVER\_CROSSDOM\_MOVE\_TARGET\_OID control (see section [3.1.1.3.4.1.2](#Section_2fceb09040e34d37b3cf367a37b76417)) if the requester intends to perform a cross-domain move operation. Cross-domain move is not supported by [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

Security Considerations

For [**originating updates**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20), the requester must have all the following permissions to perform a Modify DN operation. If the security check does not succeed, the server returns the error *insufficientAccessRights* / *ERROR\_DS\_INSUFF\_ACCESS\_RIGHTS*.

The [**security context**](#gt_88d49f20-6c95-4b64-a52c-c3eca2fe5709) of the requester must be granted rights RIGHT\_DS\_WRITE\_PROPERTY permission on *O*!name to perform move or rename operation.

For a move operation, the requester must be granted right RIGHT\_DS\_CREATE\_CHILD on *NP* for the objectClass of the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) being added.

For a move operation, the requester must be granted rights RIGHT\_DELETE on *O*, or must be granted right RIGHT\_DS\_DELETE\_CHILD on *P*.

In [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), if *O* is within the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625) or [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450) and the RM control field of the [**security descriptor**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) of the object has the SECURITY\_PRIVATE\_OBJECT bit set, the requester must be the owner of the object to perform this operation.

No [**access check**](#gt_d7906f17-bb2c-4193-a3f0-848bcc351dec) is performed for [**replicated updates**](#gt_2a923099-db0a-4932-af28-4354601e85c4).

Constraints

For [**originating updates**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20), the following constraints must be satisfied for the Modify DN operation. These constraints are not enforced for [**replicated updates**](#gt_2a923099-db0a-4932-af28-4354601e85c4).

* *DeleteOldRDN* = true. Otherwise, the server returns the error *unwillingToPerform* / *ERROR\_INVALID\_PARAMETER*.
* *OldDN* ≠ NULL. Otherwise, the server returns the error *noSuchObject* / *ERROR\_DS\_OBJ\_NOT\_FOUND*.
* *NewRDN* ≠ NULL. Otherwise, the server returns the error *protocolError* / *ERROR\_INVALID\_PARAMETER*.
* All naming constraints on *NewRDN* must be satisfied. This is explained in section [3.1.1.3.1.2](#Section_3bd300a2b4dc4d27afc2aa91570d74c7).
* *O* is present. Otherwise, the server returns the error *noSuchObject* / *ERROR\_DS\_OBJ\_NOT\_FOUND*.
* *NP* is present. Otherwise, the server returns the error *other* / *ERROR\_DS\_NO\_PARENT\_OBJECT*.
* Both *O* and *NP* must be within the same [**NC Replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210). Otherwise, the server returns the error *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION*.
* *NP* is not equal to *O* or a descendant of *O*. If it is, then the server returns *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION*.
* (*O* is in the System [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56)) if and only if (*NP* is the System container or an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) inside the System container). Otherwise, the server returns the error *other* / *ERROR\_DS\_UNWILLING\_TO\_PERFORM* if the [**DC functional level**](#gt_a98902f5-21e9-470f-b56b-cc6f8fde2141) is DS\_BEHAVIOR\_WIN2000, and the error *other* / *ERROR\_DS\_DISALLOWED\_IN\_SYSTEM\_CONTAINER* if the DC functional level is DS\_BEHAVIOR\_WIN2003 or greater.
* *O* is not an LSA-specific object (section [3.1.1.5.2.3](#Section_8dfc81be746148f28caf07402bccb0ea)). Otherwise, the server returns the error *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION*.
* *O*!isDeleted ≠ true. Otherwise, the server returns the error *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION*.
* *O* must not be [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) root. Otherwise, the server returns the error *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION* if the DC functional level is DS\_BEHAVIOR\_WIN2000, and *unwillingToPerform* / *ERROR\_DS\_MODIFYDN\_DISALLOWED\_BY\_INSTANCE\_TYPE* if the DC functional level is DS\_BEHAVIOR\_WIN2003 or greater.
* If (*O* is in [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625)) and (operation is rename), then (*O*!systemFlags & FLAG\_CONFIG\_ALLOW\_RENAME ≠ 0). Otherwise, the server returns the error *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION* if the DC functional level is DS\_BEHAVIOR\_WIN2000, and *unwillingToPerform* / *ERROR\_DS\_MODIFYDN\_DISALLOWED\_BY\_FLAG* if the DC functional level is DS\_BEHAVIOR\_WIN2003 or greater.
* If (*O* is in config NC) and (operation is move), then either (*O*!systemFlags & FLAG\_CONFIG\_ALLOW\_MOVE ≠ 0) or ((((*O*!parent)!parent)!parent before and after move is the same) and (*O*!systemFlags & FLAG\_CONFIG\_ALLOW\_LIMITED\_MOVE ≠ 0)). Otherwise, the server returns the error *unwillingToPerform* / *ERROR\_DS\_MODIFYDN\_DISALLOWED\_BY\_FLAG*. The FLAG\_CONFIG\_ALLOW\_LIMITED\_MOVE flag is used to move [**server objects**](#gt_62a8c543-5998-480b-8fa7-41a8f04a18e5) between [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) containers.
* If (operation is move) and (*O* is in [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450)), then the server returns the error *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION* if the DC functional level is DS\_BEHAVIOR\_WIN2000, and *unwillingToPerform* / *ERROR\_DS\_NO\_OBJECT\_MOVE\_IN\_SCHEMA\_NC* if the DC functional level is DS\_BEHAVIOR\_WIN2003 or greater.
* If (*O* is a classSchema object) or (*O* is an attributeSchema object), then (*O*!systemFlags & FLAG\_SCHEMA\_BASE\_OBJECT = 0). Otherwise, if the **fschemaUpgradeInProgress** field is false on the [LDAPConnection](#Section_03c3c09103aa42d0a7bf7c5f8adaf0c2) instance in dc.ldapConnections ([[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 5.116) corresponding to the [**LDAP connection**](#gt_198f4791-cea3-465d-89e2-262991624e08) on which the operation is being performed then the server returns the error *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_BASE\_SCHEMA\_MOD*.
* If (*O* is in [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) or schema NCs) and (operation is rename) and ([**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) *O*!systemFlags is present), then (*O*!systemFlags & FLAG\_DOMAIN\_DISALLOW\_RENAME = 0). Otherwise, the server returns the error *unwillingToPerform* / *ERROR\_DS\_MODIFYDN\_DISALLOWED\_BY\_FLAG*.
* If (*O* is in [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef)) and (operation is move) and (attribute *O*!systemFlags is present), then (*O*!systemFlags & FLAG\_DOMAIN\_DISALLOW\_MOVE = 0). Otherwise, the server returns the error *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION* if the DC functional level is DS\_BEHAVIOR\_WIN2000, and *unwillingToPerform* / *ERROR\_DS\_MODIFYDN\_DISALLOWED\_BY\_FLAG* if the DC functional level is DS\_BEHAVIOR\_WIN2003 or greater.
* The [**object class**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) of *O* must satisfy the possSuperiors [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) constraint for the objectClass of *NP*. Schema constraints are explained in Restrictions on schema extensions in section [3.1.1.2](#Section_5859bab0f5454db680c69798b484b3d8).
* There exists no object *CC* such that *CC*!parent = *NP*, *CC*!name = *O*!name, and *CC* ≠ *O*. Otherwise, the server returns the error *entryAlreadyExists* / *ERROR\_DS\_OBJ\_STRING\_NAME\_EXISTS*.

Processing Specifics

* If the operation is move, set *O*!parent to the objectGUID of the new [**parent object**](#gt_0d41951a-62f0-4fbd-bb23-22f645ae3bf5) *NP*.
* Let *A* be the [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) on *O* equal to *O*!rdnType. Set *O*!*A* to *newRDN*.
* Set *O*!name to *newRDN*.

###### Cross Domain Move

The Modify DN LDAP request must have LDAP\_SERVER\_CROSSDOM\_MOVE\_TARGET\_OID control to indicate that the requester intends to perform a cross-domain move operation. Cross-domain move is not supported by [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

The controlValue field of LDAP\_SERVER\_CROSSDOM\_MOVE\_TARGET\_OID control has the [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) hostname of the target [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) that must be used as a helper to perform cross-domain move. If the DNS hostname is not specified in the controlValue field of the LDAP control, then the server will only perform constraint check as explained in section [3.1.1.3](#Section_3c5916a9f1a0429db937f8fe672d777c).

Security Considerations

The requester must have all the following permissions to perform a cross-domain move operation. If the security check does not succeed, the server returns the error *insufficientAccessRights* / *ERROR\_DS\_INSUFF\_ACCESS\_RIGHTS*.

For a move operation, the requester must be granted right RIGHT\_DELETE on *O* or must be granted right RIGHT\_DS\_DELETE\_CHILD on *P*.

The requester must have performed a Kerberos [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) bind with delegation enabled (see [[RFC4120]](https://go.microsoft.com/fwlink/?LinkId=90458) section 2.8). Delegation must be enabled because the server impersonates the requester when it contacts the target [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) to perform cross-domain move. If Kerberos delegation is not enabled on the [**LDAP connection**](#gt_198f4791-cea3-465d-89e2-262991624e08), the server returns the error *inappropriateAuthentication* / *ERROR\_DS\_INAPPROPRIATE\_AUTH*.

Constraints

The following constraints must be satisfied for the Modify DN operation.

* *DeleteOldRDN* = true. Otherwise, the server returns error *unwillingToPerform* / *ERROR\_INVALID\_PARAMETER*.
* *OldDN* ≠ NULL and *NewParentDN* ≠ NULL. Otherwise, the server returns error *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_XDOM\_MOVE\_OPERATION*.
* *NewRDN* ≠ NULL. Otherwise, the server returns error *protocolError* / *ERROR\_INVALID\_PARAMETER*.
* (*O*!systemFlags & FLAG\_DISALLOW\_DELETE = 0). Otherwise, the server returns error *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION* if the [**DC functional level**](#gt_a98902f5-21e9-470f-b56b-cc6f8fde2141) is DS\_BEHAVIOR\_WIN2000, and *unwillingToPerform* / *ERROR\_DS\_CANT\_DELETE* if the DC functional level is DS\_BEHAVIOR\_WIN2003 or greater.
* IsEffectiveRoleOwner(RoleObject([**default NC**](#gt_adc2c434-9679-419f-8c8b-b8c234921ad3), RidAllocationMaster)) = true. Otherwise, the server returns error *unwillingToPerform* / *ERROR\_DS\_INCORRECT\_ROLE\_OWNER*. This constraint is enforced to avoid conflicting cross-domain move operations.
* Let C be the classSchema [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) of the most-specific structural class of O. *C*!systemOnly = false. Otherwise, the server returns error *unwillingToPerform* / *ERROR\_DS\_CANT\_MOD\_SYSTEM\_ONLY*.
* *C*!lDAPDisplayName must not be any of the following. Otherwise, the server returns error *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_XDOM\_MOVE\_OPERATION*.
  + addressBookContainer
  + attributeSchema
  + builtinDomain
  + certificationAuthority
  + classSchema
  + configuration
  + cRLDistributionPoint
  + crossRef
  + crossRefContainer
  + dMD
  + domain
  + dSA
  + foreignSecurityPrincipal
  + infrastructureUpdate
  + linkTrackObjectMoveTable
  + linkTrackOMTEntry
  + linkTrackVolEntry
  + linkTrackVolumeTable
  + lostAndFound
  + nTDSConnection
  + nTDSDSA
  + nTDSSiteSettings
  + rIDManager
  + rIDSet
  + samDomain
  + samDomainBase
  + samServer
  + site
  + siteLink
  + siteLinkBridge
  + sitesContainer
  + subnet
  + subnetContainer
  + trustedDomain
* (*O*!systemFlags & FLAG\_DOMAIN\_DISALLOW\_MOVE = 0). Otherwise, the server returns error *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION*.
* (*O*!isCriticalSystemObject ≠ true). Otherwise, the server returns error *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION*.
* (*O*!userAccountControl & ADS\_UF\_SERVER\_TRUST\_ACCOUNT = 0) and (*O*!userAccountControl & ADS\_UF\_INTERDOMAIN\_TRUST\_ACCOUNT = 0). Otherwise, the server returns error *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_XDOM\_MOVE\_OPERATION*.
* Let *K* be the [**RID**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c) of [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) *O*!objectSid. (*K* > 1000). Otherwise, the server returns error *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_XDOM\_MOVE\_OPERATION*.
* (*O*!instanceType & IT\_WRITE ≠ 0). Otherwise, the server returns error *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_XDOM\_MOVE\_OPERATION*.
* (*O*!instanceType & IT\_NC\_HEAD = 0). Otherwise, the server returns error *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_XDOM\_MOVE\_OPERATION*.
* (*O*!isDeleted ≠ true). Otherwise, the server returns error *unwillingToPerform* / *ERROR\_DS\_CANT\_MOVE\_DELETED\_OBJECT*.
* If (*O* is a group object), then (*O*!groupType & GROUP\_TYPE\_BUILTIN\_LOCAL\_GROUP = 0). Otherwise, the server returns error *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_XDOM\_MOVE\_OPERATION*.
* If (*O* is a group object) and (([**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) *O*!member is present) or (attribute *O*!msDS-NonMembers is present)), then (*O*!groupType & GROUP\_TYPE\_ACCOUNT\_GROUP = 0). Otherwise, the server returns error *unwillingToPerform* / *ERROR\_DS\_CANT\_MOVE\_ACCOUNT\_GROUP*.
* If (O is a group object) and ((attribute O!member is present) or (attribute O!msDS-NonMembers is present)), then (O!groupType & GROUP\_TYPE\_RESOURCE\_GROUP = 0). Otherwise, the server returns error *unwillingToPerform* / *ERROR\_DS\_CANT\_MOVE\_RESOURCE\_GROUP*.
* If (O is a group object) and ((attribute O!member is present) or (attribute O!msDS-NonMembers is present)), then (O!groupType & GROUP\_TYPE\_APP\_BASIC\_GROUP = 0). Otherwise, the server returns error *unwillingToPerform* / *ERROR\_DS\_CANT\_MOVE\_APP\_BASIC\_GROUP*. This constraint is enforced only if the DC functional level is DS\_BEHAVIOR\_WIN2003 or greater.
* If (O is a group object) and ((attribute O!member is present) or (attribute O!msDS-NonMembers is present)), then (O!groupType = 0). Otherwise, the server returns error *unwillingToPerform* / *ERROR\_DS\_CANT\_MOVE\_APP\_QUERY\_GROUP*. This constraint is enforced only if the DC functional level is DS\_BEHAVIOR\_WIN2003 or greater.
* If ((*O* is a user object) or (*O* is a group object)) and (*O* is a member of any [**global group**](#gt_2002f42a-84dd-4401-ac8b-8088af87eae6)), then (*O* is a member of only one global group and that [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) is its [**primary group**](#gt_e5134397-f946-4acc-a593-46c04c52774f)). Otherwise, the server returns error *unwillingToPerform* / *ERROR\_DS\_CANT\_WITH\_ACCT\_GROUP\_MEMBERSHPS*.
* Let *N* be the root of [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) where *OldDN* exists. Let *R* be a crossRef object such that *R*!nCName = *N*. *R* must exist and (*R*!systemFlags & FLAG\_CR\_NTDS\_NC ≠ 0) and (*R*!systemFlags & FLAG\_CR\_NTDS\_DOMAIN ≠ 0). Otherwise, the server returns error *noSuchObject* / *ERROR\_DS\_CANT\_FIND\_EXPECTED\_NC*.
* Let *NN* be the root of NC replica where *NP* exists. Let *NR* be a crossRef object such that *NR*!nCName = *NN*!distinguishedName. *NR* must exist and (*NR*!systemFlags & FLAG\_CR\_NTDS\_NC ≠ 0) and (*NR*!systemFlags & FLAG\_CR\_NTDS\_DOMAIN ≠ 0). Otherwise, the server returns error *noSuchObject* / *ERROR\_DS\_CANT\_FIND\_EXPECTED\_NC*.
* *R* ≠ *NR*. Otherwise, the server returns error *invalidDNSyntax* / *ERROR\_DS\_SRC\_AND\_DST\_NC\_IDENTICAL*.
* Let *WKS* be a set of all attribute values for *N*!wellKnownObjects. There is no attribute value *V* in *WKS* such that *V.object\_DN* = *O*!distinguishedName. Otherwise, the server returns error *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_XDOM\_MOVE\_OPERATION*.
* *O* has no [**child objects**](#gt_9b04b599-9dca-48f1-aa9e-08e254d20553). Otherwise, the server returns error *notAllowedOnNonLeaf* / *ERROR\_DS\_CHILDREN\_EXIST*.

Processing Specifics

Once the previously described constraint checking is done, the server performs the move operation on the target [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) as specified below. The server then performs the cleanup operation as specified below. Constraint checking and cleanup operation are performed in two separate local transactions.

The caller specifies the [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) hostname of the target DC in the *controlValue* field of LDAP\_SERVER\_CROSSDOM\_MOVE\_TARGET\_OID LDAP control.

If the *controlValue* field is empty, then the server performs only constraints checking as mentioned previously. It returns *success* if it passes all the constraints.

**Invoke move operation on target DC**:

Let *S* be the nTDSDSA object of the server.

Let *NN* be the root of [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) where *NP* exists.

Let *pmsgIn* be a reference to a structure of type DRS\_MSG\_MOVEREQ.

Set *pmsgIn->V2.pSrcDSA* to [**dsname**](#gt_4d5e1f08-aa00-4dde-9411-7dd6e09ed85a) of *S*.

*pmsgIn->V2.pSrcObject* is a reference to a structure of type ENTINF. Define ENTINF for *O* as described later in this section.

Set *pmsgIn->V2.pDstName* to dsname of *NewDN*.

Set *pmsgIn->V2.pExpectedTargetNC* to dsname of *NN*.

*pmsgIn->V2.pClientCreds* is a reference to DRS\_SecBuffer structure. It is set to the GSS Kerberos [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) token (see [[RFC1964]](https://go.microsoft.com/fwlink/?LinkId=90304)) derived from the [**security context**](#gt_88d49f20-6c95-4b64-a52c-c3eca2fe5709) of the caller.

Set *pmsgIn->V2.PrefixTable* to dc.prefixTable, as specified in section [3.1.1.1.9](#Section_03c3c09103aa42d0a7bf7c5f8adaf0c2).

Set *pmsgIn->V2.ulFlags* to 0.

Let *H* be the bind handle derived by calling IDL\_DRSBind method against target DC.

Let *pdwOutVersion* be a reference to *dwOutversion* of type integer.

Let *pmsgOut* be a reference to DRS\_MSG\_MOVEREPLY structure.

Call IDL\_DRSInterDomainMove(*H*, 2, *pmsgIn*, *pdwOutVersion*, *pmsgOut*). If the method returns an error, then the server returns [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) error *unavailable*.

If (*dwOutVersion* ≠ 2), then the server returns LDAP error *operationsError*.

If (*pmsgOut->v2.win32Error* ≠ 0), then the server returns LDAP error *unwillingToPerform*.

**Create proxy object and perform cleanup**

The proxiedObjectName [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is present on the infrastructureUpdate object that is used to communicate the cross-domain move from the originating NC replica to other [**replicas**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) of the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942). The proxiedObjectName attribute is also present on an object that has been moved across [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca), as specified in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.15.3.

The proxiedObjectName attribute has syntax Object(DN-Binary); see section [3.1.1.2.2.2.3](#Section_e216328c74eb41e9adef9f0bda09fbcc) for the specification of this syntax, which contains the fields char\_count, binary\_value, and object\_DN. The binary\_value part of a proxiedObjectName value is 16 characters. Bytes 0 to 7 contain the character string "00000001" for a cross-domain move. Bytes 8 to 15 contain the hexadecimal representation of a number called the cross-domain move epoch.

The cross-domain move epoch *E* of the proxiedObjectName attribute on an infrastructureUpdate object is determined as follows:

* If *O*!proxiedObjectName is present, then let *B* be the binary\_value of *O*!proxiedObjectName. Let *E* be value given by the least significant 32 bits of *B*.
* Otherwise, let *E* be 0.

Create an attribute value *K* of type Object (DN-Binary). Set *K.char\_count* to 16. Let *J* be a string of eight characters that is the hexadecimal representation of value *E*. Set *K.binary\_value* to the concatenation of the strings "00000001" and *J*. Set *object\_DN* part of K to *NewDN*.

[**Expunge**](#gt_c947d085-898e-44c0-a849-47c3b817b7b7) object *O* from *NC replica*.

Let *I* = GetWellknownObject([**default NC**](#gt_adc2c434-9679-419f-8c8b-b8c234921ad3), GUID\_INFRASTRUCTURE\_CONTAINER\_W).

Create an infrastructureUpdate object *L* such that *L*!parent = *I* and *L*!name is any name unique among the children of *I* and *L*!proxiedObjectName = *K* and *L*!systemFlags = (FLAG\_DOMAIN\_DISALLOW\_RENAME | FLAG\_DISALLOW\_MOVE\_ON\_DELETE | FLAG\_DOMAIN\_DISALLOW\_MOVE).

Delete L and turn it into a *tombstone* object.

**Defining ENTINF structure for object O**

Let *t* be the [**prefix table**](#gt_028437b6-7749-4428-b874-22e9559c1abe) dc.prefixTable specified in section 3.1.1.1.9.

Let *AttsSet* be the set of all attributes (represented as [ATTRTYP](#Section_98b5578370294a048f8b9df9344089c3)) of object *O*.

Let *Atts* be a sequence of ATTRTYP whose elements are elements of *AttsSet*.

Let *EntInf* be a structure of type ENTINF.

Set *EntInf.pName* to the dsname of *O*.

Set *EntInf.ulFlags* to 0.

Let *AttrBlock* be a structure of type ATTRBLOCK of length *Atts.length*.

Give *AttrBlock.pAttr[i]* a value determined by *Atts[i]* as follows, for all *i* in [0...*Atts.length*) (in any order)

* Let K be the attributeSchema object SchemaObj(*Atts[i]*). SchemaObj is specified in [MS-DRSR] section 5.183.
* Let *syntax* be *K*!attributeSyntax.
* Let *AttrBlock.pAttr[i].AttribTyp* be the value returned by MakeAttid(*t*, *oid*).
* Let *Vals* be the sequence of values *O.Atts[i]*.
* Let *AttrBlock.pAttr[i].AttrVal* be a structure of type ATTRVALBLOCK of length *Vals.length*.
* Set *AttrBlock.pAttr[i].AttrVal.valCount* = *Vals.length*.
* Give *AttrBlock.pAttr[i].AttrVal.pAVal[j]* a value determined by *Vals[j]* as follows, for all *j* in [0..*Vals.length*) (in any order).
  + Set *AttrBlock.pAttr[i].AttrVal.pAVal[j]* = ATTRVALFromValue(*Vals[j]*, *syntax*, *t*)

##### Delete Operation

**References**

LDAP attributes: distinguishedName, isDeleted, isRecycled, entryTTL, msDS-Entry-Time-To-Die, nTSecurityDescriptor, attributeID, attributeSyntax, dNReferenceUpdate, dNSHostName, flatName, governsID, groupType, instanceType, lDAPDisplayName, legacyExchangeDN, mS-DS-CreatorSID, msDS-LastKnownRDN, mSMQOwnerID, nCName, objectClass, objectGUID, objectSid, oMSyntax, proxiedObjectName, name, replPropertyMetaData, sAMAccountName, securityIdentifier, sIDHistory, subClassOf, systemFlags, trustPartner, trustDirection, trustType, trustAttributes, userAccountControl, uSNChanged, uSNCreated, whenCreated, searchFlags, isCriticalSystemObject, objectCategory, sAMAccountType, isDeleted, lastKnownParent.

State model attributes: rdnType

LDAP classes: dynamicObject, crossRef.

Constants

* Win32/status error codes: ERROR\_DS\_REFERRAL, ERROR\_DS\_ILLEGAL\_MOD\_OPERATION, ERROR\_DS\_CHILDREN\_EXIST, ERROR\_DS\_TREE\_DELETE\_NOT\_FINISHED
* [**Access mask**](#gt_462f2aa7-2cfc-404a-b479-30f127c512b1) bits, [**control access rights**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e): SECURITY\_PRIVATE\_OBJECT, RIGHT\_DELETE, RIGHT\_DS\_DELETE\_CHILD, RIGHT\_DS\_DELETE\_TREE
* systemFlags bits: FLAG\_DISALLOW\_DELETE, FLAG\_DISALLOW\_MOVE\_ON\_DELETE
* Schema bits: fPRESERVEONDELETE

The delete operation results in the transformation of an [**existing-object**](#gt_9d8e0663-2926-47b0-9b10-0a204901950e) in the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) tree into some form of deleted [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). There are several modes of transformation, depending on whether the [**Recycle Bin**](#gt_54624800-58f4-45e9-90bf-c9b52dcf98f3) [**optional feature**](#gt_785b66f1-22b3-450f-97aa-a24a39d04d47) is enabled or not. In all modes of transformation, the requester supplies the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the object to be transformed.

If the Recycle Bin optional feature is not enabled, the delete operation results in the transformation of an existing-object in the directory tree into a [**tombstone**](#gt_9d8e0963-13fa-4e19-a97f-7ce6bc90d20f). If the Recycle Bin optional feature is enabled and the requester has specified an existing-object as the object to be transformed, the deletion operation results in transformation of the existing-object in the directory tree into a [**deleted-object**](#gt_d9c9e99f-74f1-483e-bcb1-310e75ff1344).

If the Recycle Bin optional feature is enabled and the requester has specified a deleted-object as the object to be transformed, the operation results in transformation of a deleted-object in the directory tree into a [**recycled-object**](#gt_156b927d-f1ce-4629-993f-18f0cd5e1e12). Recycled-objects are created only by the transformation of a deleted-object, never directly from a normal object.

Tombstones, deleted-objects, and recycled-objects (collectively referred to in this section as deleted objects) are special placeholder objects that replicate around, signaling [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) partners that the original object was deleted. Tombstones, deleted-objects, and recycled-objects are invisible to [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) searches by default, so for an LDAP application, it appears that the object was physically removed from the directory after a delete operation has taken place.

Tombstones are a type of deleted object distinguished from existing-objects by the presence of the isDeleted [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) with the value true. The value of the isRecycled attribute can be true, or the isRecycled attribute can be absent. Tombstones exist only when the Recycle Bin optional feature is not enabled. After a time period at least as large as a [**tombstone lifetime**](#gt_d636f4dc-5f08-49ef-9a2b-765015cd3289), the tombstone is removed from the directory.

Deleted-objects are a type of deleted object distinguished from existing-objects by the presence of the isDeleted attribute with the value true and the absence of the isRecycled attribute. Deleted-objects exist only when the Recycle Bin optional feature is enabled. After a time period at least as large as a [**deleted-object lifetime**](#gt_f10f0c75-7969-433d-a710-ba8641e7e103), the deleted-object is transformed into a recycled-object.

Recycled-objects are a type of deleted object distinguished from existing-objects by the presence of the isRecycled attribute with the value true. Recycled-objects exist only when the Recycle Bin optional feature is enabled. After a time period at least as large as a tombstone lifetime, the recycled-object is removed from the directory.

Normally, only leaf objects (objects without descendants in the directory tree) can be deleted. There is also a special tree-delete operation, with which whole trees of objects are removed (see Tree-delete operation in section [3.1.1.5.5.7](#Section_12616f59c05d4b4e80262a65db152342)).

In most cases, upon deletion, a tombstone, deleted-object, or recycled-object is moved into the Deleted Objects [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) of its [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942); for exceptions see section [3.1.1.5.5.6](#Section_d90024429f8346f1be15ef706a82e342). The [**RDN**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9) of the object is changed to a "delete-mangled RDN"-an RDN that is guaranteed to be unique within the Deleted Objects container. If *O* is the object that is deleted, the delete-mangled RDN is the concatenation of *O*!name, the character with value 0x0A, the string "DEL:", and the dashed string representation ([[RFC4122]](https://go.microsoft.com/fwlink/?LinkId=90460) section 3) of *O*!objectGUID. During this concatenation, if required, the O!name part is truncated to ensure that the length of the delete-mangled RDN does not violate the RDN size constraint in section [3.1.1.5.1.2](#Section_545b5e8eb91b4896aea65b880f062987). The [**RDN attribute**](#gt_8b8cbf4d-c7f7-47f9-bd6e-b402fae62c38) of this object is also set to this delete-mangled RDN value. The illegal character constraint regarding a character with the value 0xA, as specified in section 3.1.1.5.1.2, is not enforced for this delete-mangled RDN. Also, the rangeUpper constraint for the RDN attribute of this object is not enforced. A "delete-mangled DN" is a DN such that the leaf RDN is a delete-mangled RDN.

An object whose class is [**defunct**](#gt_cf8d27d1-dcfa-4864-8d7f-c6401ccd08be), or whose class is [**active**](#gt_8b8ae4c6-29b8-40af-997d-b287285255c4) but some of whose attributes are defunct, can still be deleted.

Linked attributes store references to other objects in the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) (see referential integrity in section [3.1.1.1.6](#Section_538ec13514654266bb0a777924f02846)). They are pairs of attributes for which the system calculates the values of one attribute (the back link) based on the values set on the other attribute (the forward link) throughout the forest. A back-[**link value**](#gt_659e8352-a6db-4752-8c05-4b21c602f238) on any object instance consists of the DNs of all the objects that have that object's DN set in the corresponding forward link. In addition to storing [**object references**](#gt_3ca938ae-c14f-4f59-8a7d-daca9f76db4e) using linked attributes, objects can also store references to other objects in attributes that have an object reference syntax (see referential integrity in section 3.1.1.1.6). Such attributes are not considered to be linked attributes.

The direction of a linked attribute is determined by the directional flow of a forward link and the object from which this link is viewed. If this object has a [**forward link attribute**](#gt_ca910b1e-dfb2-4a06-94a8-425013020fb9) containing a reference to another object, then its linked attribute is called an outgoing linked attribute. The link, as viewed from the referenced object, is called an incoming link. For example, if Object A has a forward link storing a reference to Object B (this implies that Object B has a backward link storing a reference to Object A), then the linked attribute on Object A is an outgoing linked attribute and accordingly, an incoming linked attribute on Object B.

###### Resultant Object Requirements

Tombstone Requirements

The following requirements apply to all [**tombstones**](#gt_9d8e0963-13fa-4e19-a97f-7ce6bc90d20f) except the Deleted Objects [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) (which is considered a tombstone and never an [**existing-object**](#gt_9d8e0663-2926-47b0-9b10-0a204901950e) if the [**Recycle Bin**](#gt_54624800-58f4-45e9-90bf-c9b52dcf98f3) [**optional feature**](#gt_785b66f1-22b3-450f-97aa-a24a39d04d47) is not enabled):

* The isDeleted [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is set to true on tombstones.
* The tombstone does not have descendant [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca).
* The tombstone remains in the database and is available for outbound [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) for at least the [**tombstone lifetime**](#gt_d636f4dc-5f08-49ef-9a2b-765015cd3289) time interval (see section [6.1.1](#Section_3f1207398ac34164bdc37bd1a0075474)) after its transformation into a tombstone.
* A tombstone does not retain the attribute values of the original existing-object for any attributes except for the following:
  + The attribute that is the [**RDN**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9), plus the objectGUID and objectSid attributes.
  + Attributes marked as being preserved on deletion (see section [2.2.9](#Section_7c1cdf821ecc4834827ed26ff95fb207)).
  + Attributes on the following list:
    - attributeID, attributeSyntax, dNReferenceUpdate, dNSHostName, flatName, governsID, groupType, instanceType, lDAPDisplayName, legacyExchangeDN, isDeleted, isRecycled, lastKnownParent, msDS-LastKnownRDN, mS-DS-CreatorSID, mSMQOwnerID, nCName, objectClass, distinguishedName, objectGUID, objectSid, oMSyntax, proxiedObjectName, name, [nTSecurityDescriptor](#Section_0bf38ee3016f442e9ceb7b82348639cf), replPropertyMetaData, sAMAccountName, securityIdentifier, sIDHistory, subClassOf, systemFlags, trustPartner, trustDirection, trustType, trustAttributes, userAccountControl, uSNChanged, uSNCreated, whenCreated, [msDS-PortLDAP](#Section_dd8b6bf025084f5d8c17d12e2d95e271)
* A tombstone does not retain the attribute values of the original object for the attributes objectCategory and sAMAccountType or for any linked attributes even if these attributes would otherwise be retained according to the preceding bullet point. In other words, when an object is deleted and transformed into a tombstone, objectCategory values, sAMAccountType values, and any linked attribute values on it are always removed.
* [**NC replicas**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) do not contain objects with linked attribute values referencing tombstones. In other words, when an object is deleted and transformed into a tombstone, any linked attribute values on other objects referencing it are also removed.
* If any NC replicas contain other objects with nonlinked attribute values referencing a tombstone, then those attribute values on those objects are retained. In other words, when an object is deleted and transformed into a tombstone, any nonlinked attribute values on other objects referencing it are not removed.
* Except as described in section [3.1.1.5.5.6](#Section_d90024429f8346f1be15ef706a82e342), tombstones exist only in the Deleted Objects container of an [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942).
* Except as described in section 3.1.1.5.5.6, tombstones have "delete-mangled RDNs".
* A protected object cannot be deleted and transformed into a tombstone (see [Protected Objects (section 3.1.1.5.5.3)](#Section_b1ba2e80efd54fa083dd36f968aba673)).

The following requirements apply to the Deleted Objects container when it is a tombstone:

* The isDeleted attribute is set to true.
* The Deleted Objects container always remains in the database and is available for outbound replication.
* The Deleted Objects container does not have a "delete-mangled RDN".

Note especially that many of the restrictions specified in this section on other tombstones pertaining to attribute values do not apply to the Deleted Objects container.

Deleted-Object Requirements

The following requirements apply to [**deleted-objects**](#gt_d9c9e99f-74f1-483e-bcb1-310e75ff1344) except the Deleted Objects [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) (which is considered a deleted-object and never an [**existing-object**](#gt_9d8e0663-2926-47b0-9b10-0a204901950e) or a [**recycled-object**](#gt_156b927d-f1ce-4629-993f-18f0cd5e1e12) if the [**Recycle Bin**](#gt_54624800-58f4-45e9-90bf-c9b52dcf98f3) [**optional feature**](#gt_785b66f1-22b3-450f-97aa-a24a39d04d47) is enabled):

* The isDeleted [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is set to true on deleted-objects.
* The isRecycled attribute is not present.
* The deleted-object retains all of the attributes of the original [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) except for the attributes objectCategory and sAMAccountType.
* The deleted-object does not have descendant objects.
* The deleted-object remains in the database and is available for outbound [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) for at least the [**deleted-object lifetime**](#gt_f10f0c75-7969-433d-a710-ba8641e7e103) interval (see section [6.1.1](#Section_3f1207398ac34164bdc37bd1a0075474)) after its deletion.
* If a deleted-object has linked attribute values, then those attribute values are retained. For details, see [LDAP\_SERVER\_SHOW\_DEACTIVATED\_LINK\_OID (section 3.1.1.3.4.1.25)](#Section_059e33fcc7af451e92a9fcb33d828f0f).
* If any [**NC replicas**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) contain other objects with linked attribute values referencing deleted-objects, then those attribute values on those objects are retained. In other words, when an object is deleted and transformed into a deleted-object, any linked attribute values on other objects referencing it are not removed. For details, see LDAP\_SERVER\_SHOW\_DEACTIVATED\_LINK\_OID (section 3.1.1.3.4.1.25).
* If any NC replicas contain other objects with nonlinked attribute values referencing a deleted-object, then those attribute values on those objects are retained. In other words, when an object is deleted and transformed into a deleted-object, any nonlinked attribute values on other objects referencing it are not removed.
* Except as described in section [3.1.1.5.5.6](#Section_d90024429f8346f1be15ef706a82e342), deleted-objects exist only in the Deleted Objects container of an [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942).
* Except as described in section 3.1.1.5.5.6, deleted-objects have "delete-mangled RDNs".
* A protected object cannot be deleted and transformed into a deleted-object (see Protected Objects in section [3.1.1.5.5.3](#Section_b1ba2e80efd54fa083dd36f968aba673)).

The following requirements apply to the Deleted Objects container when it is a deleted-object:

* The isDeleted attribute is set to true.
* The isRecycled attribute is not present.
* The Deleted Objects container always remains in the database and is available for outbound replication.
* The Deleted Objects container does not have a "delete-mangled RDN".

Note especially that many of the restrictions specified in this section on other deleted-objects pertaining to attribute values do not apply to the Deleted Objects container.

Recycled-Object Requirements

The following requirements apply to [**recycled-objects**](#gt_156b927d-f1ce-4629-993f-18f0cd5e1e12):

* The Deleted Objects [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) is never a recycled-object. It cannot be transformed into a recycled-object.
* The isDeleted [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is set to true on recycled-objects.
* The isRecycled attribute is set to true on recycled-objects.
* The recycled-object does not have descendant [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca).
* The recycled-object remains in the database and is available for outbound [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) for at least the [**tombstone lifetime**](#gt_d636f4dc-5f08-49ef-9a2b-765015cd3289) time interval (see section [6.1.1](#Section_3f1207398ac34164bdc37bd1a0075474)) after its transformation into a recycled-object.
* A recycled-object does not retain the attribute values of the deleted object for any attributes except for the following:
  + The attribute that is the [**RDN**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9), plus the objectGUID and objectSid attributes
  + Attributes marked as being preserved on deletion (see section [2.2.9](#Section_7c1cdf821ecc4834827ed26ff95fb207))
  + Attributes on the following list:
    - nTSecurityDescriptor, attributeID, attributeSyntax, dNReferenceUpdate, dNSHostName, flatName, governsID, groupType, instanceType, lDAPDisplayName, legacyExchangeDN, isDeleted, isRecycled, lastKnownParent, msDS-LastKnownRDN, mS-DS-CreatorSID, mSMQOwnerID, nCName, objectClass, distinguishedName, objectGUID, objectSid, oMSyntax, proxiedObjectName, name, replPropertyMetaData, sAMAccountName, securityIdentifier, sIDHistory, subClassOf, systemFlags, trustPartner, trustDirection, trustType, trustAttributes, userAccountControl, uSNChanged, uSNCreated, whenCreated, [msDS-PortLDAP](#Section_dd8b6bf025084f5d8c17d12e2d95e271)
* A recycled-object does not retain the attribute values of the original object for the attributes objectCategory, sAMAccountType, or for any linked attributes even if these attribute would otherwise be retained according to the preceding bullet point. In other words, when a [**deleted-object**](#gt_d9c9e99f-74f1-483e-bcb1-310e75ff1344) is transformed into a recycled-object, objectCategory values, sAMAccountType values, and any linked attribute values on it are always removed.
* [**NC replicas**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) do not contain objects with linked attribute values referencing recycled-objects. In other words, when a deleted-object is transformed into a recycled-object, any linked attribute values on other objects referencing it are also removed.
* If any NC replicas contain other objects with nonlinked attribute values referencing a recycled-object, then those attribute values on those objects are retained. In other words, when a deleted-object is transformed into a recycled-object, any non-linked attribute values on other objects referencing it are not removed.
* Except as described in section [3.1.1.5.5.6](#Section_d90024429f8346f1be15ef706a82e342), recycled-objects exist only in the Deleted Objects container of an [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942).
* Except as described in section 3.1.1.5.5.6, recycled-objects have "delete-mangled RDNs".

###### dynamicObject Requirements

See section [6.1.7](#Section_a0ea4e754b344f97ae06a8b19a5aaa5b).

###### Protected Objects

The following [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) are considered protected and cannot be deleted:

* The [**DC's**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) nTDSDSA object and all of its ancestors.
* The DC's rIDSet object and all of its ancestors. A DC's rIDSet object is the referent of the rIDSetReferences [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the DC's Domain Controller object (section [6.1.1.3.1](#Section_5dbcf875e8024357a6e21bdff19ff9b5)).
* The crossRef objects corresponding to the DC's config, [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093), and [**default domain NCs**](#gt_4a5a119a-b1f3-45b8-abca-6230fe557d3f).

###### Security Considerations

No permissions are required for [**replicated updates**](#gt_2a923099-db0a-4932-af28-4354601e85c4).

For [**originating updates**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20), the requester must have the following permissions.

To delete a regular [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca), at least one of the following permissions must be granted to the requester:

* RIGHT\_DELETE on the object being deleted, or
* RIGHT\_DS\_DELETE\_CHILD on the parent of the object being deleted, when the object is not an [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) root.

For originating updates of transformations of [**deleted-objects**](#gt_d9c9e99f-74f1-483e-bcb1-310e75ff1344) to [**recycled-objects**](#gt_156b927d-f1ce-4629-993f-18f0cd5e1e12), all the same security requirements as those listed for a normal deletion must be met. In addition, the requester must have the permission RIGHT\_DS\_REANIMATE\_TOMBSTONES on the NC root of the NC where the operation is being performed.

###### Constraints

For [**originating updates**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20), the following constraints are enforced for the delete operation. These constraints are not enforced for [**replicated updates**](#gt_2a923099-db0a-4932-af28-4354601e85c4).

* The [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) being deleted resides in a [**writable NC replica**](#gt_51db485c-dcf6-4845-99b3-2df414ef0aa9); otherwise, the delete returns *referral* / *ERROR\_DS\_REFERRAL*.
* If the object being deleted is in the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625) or [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450), and the RM control ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.4.6) of the [**SD**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) is present and contains the SECURITY\_PRIVATE\_OBJECT bit (section [6.1.3](#Section_081c41f04c8d4ab0971d77ec2504375a)), additional requirements on the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) performing the operation are enforced (if neither is true, *referral* / *ERROR\_DS\_REFERRAL* must be returned):
  + The DC must be a member of the [**root domain**](#gt_529c766b-af01-4bc8-b853-65fba6c704b3) in the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62), or
  + The DC must be a member of the same [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) where the current object owner belongs.
* If the FLAG\_DISALLOW\_DELETE bit is set in the systemFlags [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f), *unwillingToPerform* / *ERROR\_DS\_CANT\_DELETE* is returned.
* Deletions of [**tombstone**](#gt_9d8e0963-13fa-4e19-a97f-7ce6bc90d20f) objects fail with *unwillingToPerform* / *ERROR\_DS\_ILLEGAL\_MOD\_OPERATION* if the [**DC functional level**](#gt_a98902f5-21e9-470f-b56b-cc6f8fde2141) is DS\_BEHAVIOR\_WIN2008 or lower, and with *unwillingToPerform* / *ERROR\_DS\_CANT\_DELETE* if the DC functional level is DS\_BEHAVIOR\_WIN2008R2 or higher. However, if the object being deleted is a tombstone of a SAM-specific object (section [3.1.1.5.2.3](#Section_8dfc81be746148f28caf07402bccb0ea)), *noSuchObject* / *ERROR\_DS\_OBJ\_NOT\_FOUND* is returned instead.
* If the object being deleted is a [**recycled-object**](#gt_156b927d-f1ce-4629-993f-18f0cd5e1e12), *unwillingToPerform* / *ERROR\_DS\_CANT\_DELETE* is returned.
* If the object being deleted has descendants, the delete operation fails with *notAllowedOnNonleaf* / *ERROR\_DS\_CHILDREN\_EXIST*. This constraint is not effective if the requester is passing the LDAP\_SERVER\_TREE\_DELETE\_OID control (see section [3.1.1.5.5.7](#Section_12616f59c05d4b4e80262a65db152342)).
* If the **fschemaUpgradeInProgress** field is false on the [LDAPConnection](#Section_03c3c09103aa42d0a7bf7c5f8adaf0c2) instance in dc.ldapConnections ([[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 5.116) corresponding to the [**LDAP connection**](#gt_198f4791-cea3-465d-89e2-262991624e08) on which the operation is being performed and the object being deleted is in the schema NC, *unwillingToPerform* / *ERROR\_DS\_CANT\_DELETE* is returned.
* If the object being deleted is a SAM-specific object (section 3.1.1.5.2.3), additional constraints apply (see [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 3.1.5.7).
* If the delete operation would require delayed link processing (section [3.1.1.1.16](#Section_ae33d28fd3f2419b903592bb0a28b350)), and such processing is already underway for the object being deleted due to a previous [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493), then the delete returns *busy* / *ERROR\_DS\_DATABASE\_ERROR*.
* If the object being deleted is the DC's [**nTDSDSA object**](#gt_dc90b593-841f-4c6d-8032-b32e58e887a8) or any of its ancestors, *unwillingToPerform* / *ERROR\_DS\_CANT\_DELETE\_DSA\_OBJ* is returned.
* If the object being deleted is a [**crossRef object**](#gt_353fac65-0774-4ba8-8081-eb4c963f94e7) corresponding to the DC's config NC, schema NC, or [**default domain NC**](#gt_4a5a119a-b1f3-45b8-abca-6230fe557d3f), the returned error code depends on the following conditions:
  + If the crossRef object is a child of the CN=Partitions child of the config NC and the **nCName** attribute of the crossRef object is set to the value *DN1* and there exists another crossRef object with the same parent where the **nCName** attribute of the second crossRef object is set to the value *DN2*, and the object referred to by *DN1* is an ancestor of the object referred to by *DN2*, then *notAllowedOnNonLeaf* / *ERROR\_DS\_CANT\_ON\_NON\_LEAF* is returned.
  + Else if the crossRef object is a child of the CN=Partitions child of the config NC, and the crossRef object's NC is hosted by some domain controller, *unwillingToPerform* / *ERROR\_DS\_NC\_STILL\_HAS\_DSAS* is returned.
  + Otherwise, *unwillingToPerform* / *ERROR\_DS\_CANT\_DEL\_MASTER\_CROSSREF* is returned.
* If the object being deleted is protected (see section [3.1.1.5.5.3](#Section_B1BA2E80EFD54FA083DD36F968ABA673)) and does not fall into the two categories above, *unwillingToPerform* / *ERROR\_DS\_CANT\_DELETE* is returned.

###### Processing Specifics

Transformation into a Tombstone

When the delete operation results in the transformation of an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) into a [**tombstone**](#gt_9d8e0963-13fa-4e19-a97f-7ce6bc90d20f), the following processing rules apply to the delete operation:

* For [**originating updates**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20):
  + The [**RDN**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9) for the tombstone is the object's delete-mangled RDN, as specified in Delete Operation in section [3.1.1.5](#Section_832b9a419bb44619ac40243561fa1e65). For [**replicated updates**](#gt_2a923099-db0a-4932-af28-4354601e85c4), the received RDN for the tombstone is set on the object.
  + The lastKnownParent [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) value is set to the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the current [**parent object**](#gt_0d41951a-62f0-4fbd-bb23-22f645ae3bf5).
  + Additional operations might be performed if the object being modified is a SAM-specific object (section [3.1.1.5.2.3](#Section_8dfc81be746148f28caf07402bccb0ea)); see [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 3.1.1.8).
* All attribute values are removed from the object, with the following exceptions:
  + nTSecurityDescriptor, attributeID, attributeSyntax, dNReferenceUpdate, dNSHostName, flatName, governsID, groupType, instanceType, lDAPDisplayName, legacyExchangeDN, mS-DS-CreatorSID, mSMQOwnerID, nCName, objectClass, distinguishedName, objectGUID, objectSid, oMSyntax, proxiedObjectName, name, replPropertyMetaData, sAMAccountName, securityIdentifier, sIDHistory, subClassOf, systemFlags, trustPartner, trustDirection, trustType, trustAttributes, userAccountControl, uSNChanged, uSNCreated, whenCreated attribute values are retained.
  + In [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), the msDS-PortLDAP attribute is also retained.
  + The attribute that equals the rdnType of the object (for example, cn for a user object) is retained.
  + Any attribute that has fPRESERVEONDELETE flag set in its searchFlags is retained, except objectCategory and sAMAccountType, which are always removed, regardless of the value of their searchFlags.
* All outgoing linked attribute values are removed, but not as an originating update. These values are simply removed from the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9).
* All incoming linked attribute values are removed, but not as an originating update. These values are simply removed from the directory.
* The isDeleted attribute is set to true.
* The object is moved into the Deleted Objects [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) in its [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942), except in the following scenarios, when it must remain in its current place:
  + The object is an NC root.
  + The object's systemFlags value has FLAG\_DISALLOW\_MOVE\_ON\_DELETE bit set.

Transformation into a Deleted-Object

When the delete operation results in the transformation of an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) into a [**deleted-object**](#gt_d9c9e99f-74f1-483e-bcb1-310e75ff1344), the following processing rules apply to the delete operation:

* For [**originating updates**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20):
  + The [**RDN**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9) for the deleted-object is the object's delete-mangled RDN, as specified in Delete Operation in section [3.1.1.5](#Section_832b9a419bb44619ac40243561fa1e65). For [**replicated updates**](#gt_2a923099-db0a-4932-af28-4354601e85c4), the received RDN for the deleted-object is set on the object.
  + The lastKnownParent [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) value is set to the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the object's parent at the time of its deletion.
  + The msDS-LastKnownRDN attribute value is set to the RDN of the object before the deletion transformation.
  + Additional operations might be performed if the object being modified is a SAM-specific object (section [3.1.1.5.2.3](#Section_8dfc81be746148f28caf07402bccb0ea)); see [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 3.1.1.8).
* The attributes objectCategory and sAMAccountType are removed.
* The isDeleted attribute is set to true.
* The object is moved into the Deleted Objects [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) in its [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942), except in the following scenarios, when it MUST remain in its current place:
  + The object is an NC root.
  + The object's systemFlags value has FLAG\_DISALLOW\_MOVE\_ON\_DELETE bit set.

Transformation into a Recycled-Object

When the delete operation results in the transformation of an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) into a [**recycled-object**](#gt_156b927d-f1ce-4629-993f-18f0cd5e1e12), the following processing rules apply to the delete operation:

* For [**originating updates**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20):
  + Additional operations might be performed if the object being modified is a SAM-specific object (section [3.1.1.5.2.3](#Section_8dfc81be746148f28caf07402bccb0ea)); see [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 3.1.1.8).
* All [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) values are removed from the object, with the following exceptions:
  + nTSecurityDescriptor, attributeID, attributeSyntax, dNReferenceUpdate, dNSHostName, flatName, governsID, groupType, instanceType, lDAPDisplayName, lastKnownParent, ms-DS-lastKnownRDN, legacyExchangeDN, mS-DS-CreatorSID, mSMQOwnerID, nCName, objectClass, distinguishedName, objectGUID, objectSid, oMSyntax, proxiedObjectName, name, replPropertyMetaData, sAMAccountName, securityIdentifier, sIDHistory, subClassOf, systemFlags, trustPartner, trustDirection, trustType, trustAttributes, userAccountControl, uSNChanged, uSNCreated, whenCreated attribute values are retained.
  + In [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), the msDS-PortLDAP attribute is also retained.
  + The attribute that equals the rdnType of the object (for example, cn for a user object) is retained.
  + Any attribute that has the fPRESERVEONDELETE flag set in its searchFlags is retained, except objectCategory and sAMAccountType, which are always removed, regardless of the value of their searchFlags.
* All outgoing linked attribute values are removed, but not as an originating update. These values are simply removed.
* All incoming linked attribute values are removed, but not as an originating update. These values are simply removed.
* The isDeleted attribute is set to true.
* The isRecycled attribute is set to true.
* The object is moved into the Deleted Objects [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) in its [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942), except in the following scenarios, when it MUST remain in its current place:
  + The object is an NC root.
  + The object's systemFlags value has the FLAG\_DISALLOW\_MOVE\_ON\_DELETE bit set.

###### Tree-delete Operation

The tree-delete operation is a special mode of delete operation that simplifies the deletion of trees of [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). The regular delete operation can only delete leaf objects. The tree-delete operation processes a tree of objects one-by-one, deleting objects starting from the leaf objects and continuing up until the root can be deleted. The tree-delete operation is represented by a regular [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) delete operation with the requester passing the LDAP\_SERVER\_TREE\_DELETE\_OID control.

A tree-delete operation is never performed as a [**replicated update**](#gt_2a923099-db0a-4932-af28-4354601e85c4).

Tree-delete Security Considerations

The requester must have the RIGHT\_DS\_DELETE\_TREE on the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) being deleted. Note that no additional permissions are required on the descendants of the object.

Tree-delete Constraints

* All regular delete operation constraints apply on each [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) being deleted.
* The tree-delete operation cannot be applied to an [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) root.
* Objects with the isCriticalSystemObject [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) equal to true and which are not SAM-specific objects (as defined by section [3.1.1.5.2.3](#Section_8DFC81BE746148F28CAF07402BCCB0EA)) cannot be deleted by the tree-delete operation. This constraint is checked object-by-object, and deletion stops at the first deletion attempt that violates the constraint. If deletion stops, the resultant tree might not be the same as the original tree because some objects might have been deleted prior to the failure.

Tree-delete Processing Specifics

* The tree-delete operation proceeds by removing the tree, starting from the leaf [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) and making its way to the root of the tree. The order of processing is not important, as long as each node is only deleted after all of its descendants have been deleted and moved into a Deleted Objects Container (section [6.1.1.4.2](#Section_cf6135817be94195b8fdf78f65bad6bc)).
* Regular delete processing specifics apply to each object being deleted.
* The tree-delete operation is implemented using multiple transactions.
* It is allowed for the tree-delete operation not to delete the complete subtree. If the server failed to complete the tree-delete operation and the error is recoverable (that is, no user intervention is required), it returns a special error code *adminLimitExceeded* / *ERROR\_DS\_TREE\_DELETE\_NOT\_FINISHED* to the user. However, it is required that at least one object in the subtree was deleted (that is, some progress was made). The clients continue repeating the tree-delete request until they either receive a *success* (indicating that the tree was successfully removed) or receive an error code other than ERROR\_DS\_TREE\_DELETE\_NOT\_FINISHED (as specified in section [3.1.1.5.5.5](#Section_f61fcfd55c394d84a9c15765a8606c1a)).

#### Background Tasks

In [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), the server runs background tasks periodically to:

* Protect [**security principals**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) that have elevated administrative [**privilege**](#gt_d8092e10-b227-4b44-b015-511bb8178940).
* Maintain referential integrity (see Referential integrity in section [3.1.1.1](#Section_c30d7cccfd8b4a268345ce34064f3d2b)) on [**object references**](#gt_3ca938ae-c14f-4f59-8a7d-daca9f76db4e).
* Maintain [**security descriptor**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) requirements (see Security Descriptor Requirements in section [6.1.3](#Section_081c41f04c8d4ab0971d77ec2504375a)).
* Query and persist domain information about trusting forests (see section [3.1.1.6.4](#Section_0904e645d35c431494d7a3a7b224d632)).

**Note**: Features and tasks related to querying and persisting domain information about trusting forests described in this section are also supported in Windows 11 v22H2 and later operating systems.

These periodic tasks are specified in the following sections.

##### AdminSDHolder

**References**

* Special Objects in section [6.1](#Section_3a396e5621b442c5894664f25a03391e): Windows NT operating system

Glossary terms: [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90), [**security principal**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409), [**privileges**](#gt_d8092e10-b227-4b44-b015-511bb8178940), [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d), [**FSMO**](#gt_3fcc9e5e-60b6-40f8-acb6-ad3189cf90ec), [**SD**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350), [**transitive membership**](#gt_e0fdb1a9-78f0-4c47-b185-44bee5396caa), [**RID**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c)

LDAP attributes: nTSecurityDescriptor, groupType, objectClass, member, objectSid, dSHeuristics

LDAP classes: container, user, group

Constants

* [**Access mask**](#gt_462f2aa7-2cfc-404a-b479-30f127c512b1) bits, CARs:
* groupType bits: GROUP\_TYPE\_SECURITY\_ENABLED
* Constant RIDs: DOMAIN\_ALIAS\_RID\_ADMINS, DOMAIN\_ALIAS\_RID\_ACCOUNT\_OPS, DOMAIN\_ALIAS\_RID\_SYSTEM\_OPS, DOMAIN\_ALIAS\_RID\_PRINT\_OPS, DOMAIN\_ALIAS\_RID\_BACKUP\_OPS, DOMAIN\_ALIAS\_RID\_REPLICATOR, DOMAIN\_GROUP\_RID\_SCHEMA\_ADMINS, DOMAIN\_GROUP\_RID\_ADMINS, DOMAIN\_GROUP\_RID\_CONTROLLERS, DOMAIN\_USER\_RID\_KRBTGT, DOMAIN\_USER\_RID\_ADMIN

If a [**security principal object**](#gt_4bb21ec2-b7ec-435d-9b7c-1eae5ad8f3da) with elevated administrative privileges in Active Directory has a weak SD, Active Directory is vulnerable to straightforward attack. Therefore, Active Directory protects the SDs of such [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) from [**updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) that might give them weak SDs.

Each security principal is represented as an object o in Active Directory. For every o there is an [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) o!nTSecurityDescriptor. The value is the SD that defines ownership, permissions, and audited operations for o.

Active Directory protects the SD on certain objects by periodically overwriting any changes. This mechanism loosely establishes an upper bound on the length of time that a protected object can have a weak SD.

###### Authoritative Security Descriptor

The [**security descriptor**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) that is written to protected [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is stored in the nTSecurityDescriptor [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) on the AdminSDHolder object in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90). The AdminSDHolder object is of class container and has a [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of "CN=AdminSDHolder,CN=System,<Domain NC DN>".

###### Protected Objects

In [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) d, the set S of all [**security principal objects**](#gt_4bb21ec2-b7ec-435d-9b7c-1eae5ad8f3da) o that are protected is defined as follows:

* (o!objectClass = group AND [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) o!groupType & GROUP\_TYPE\_SECURITY\_ENABLED ≠ 0) OR (o!objectClass = user)
* AND (o!objectSid = d!objectSid + [**RID**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c))
* AND either
  + o is a member, directly or transitively, of any [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) in the set:
    - built-in well-known group with RID = DOMAIN\_ALIAS\_RID\_ADMINS
    - built-in well-known group with RID = DOMAIN\_ALIAS\_RID\_ACCOUNT\_OPS
    - built-in well-known group with RID = DOMAIN\_ALIAS\_RID\_SYSTEM\_OPS
    - built-in well-known group with RID = DOMAIN\_ALIAS\_RID\_PRINT\_OPS
    - built-in well-known group with RID = DOMAIN\_ALIAS\_RID\_BACKUP\_OPS
    - built-in well-known group with RID = DOMAIN\_ALIAS\_RID\_REPLICATOR
    - [**account domain**](#gt_b56f14e3-d874-48bc-837b-5e812ee1a96e) well-known group with RID = DOMAIN\_GROUP\_RID\_ADMINS
    - account domain well-known group with RID = DOMAIN\_GROUP\_RID\_SCHEMA\_ADMINS
    - account domain well-known group with RID = DOMAIN\_GROUP\_RID\_ENTERPRISE\_ADMINS
  + OR, is one of the following well-known [**security principals**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409):
    - of class user with RID = DOMAIN\_USER\_RID\_ADMIN
    - of class user with RID = DOMAIN\_USER\_RID\_KRBTGT
    - of class group with RID = DOMAIN\_GROUP\_RID\_CONTROLLERS
    - of class group with RID = DOMAIN\_GROUP\_RID\_READONLY\_CONTROLLERS

###### Protection Operation

Every [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in the protected set is examined at least once every 120 minutes, every 60 minutes by default, at [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) d's [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) [**FSMO role owner**](#gt_de81e9fd-25f5-4e90-aadb-1d35c5e8a06b). For any object o where o!nTSecurityDescriptor ≠ AdminSDHolder!nTSecurityDescriptor an [**originating update**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20) is performed replacing o!nTSecurityDescriptor with the value of AdminSDHolder!nTSecurityDescriptor. Other [**replicas**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) of domain d see the effects of this operation after a delay due to [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb).

###### Configurable State

Let C be the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625) identified by the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of "CN=Windows NT,CN=Services,CN=Configuration,<forest root DN>". C!dSHeuristics (section [6.1.1.2.4.1.2](#Section_e5899be4862e496f9a3833950617d2c5)) is a [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f), in which the 16th character, **dwAdminSDExMask**, can optionally be set to cause the protection operation to exclude one or more protected objects.

The valid values of **dwAdminSDExMask** are the characters "0"–"9" and "a"–"f". The value is interpreted as a hex digit, of which each bit represents a specific set of [**security principals**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) that is to be excluded from the AdminSDHolder protection operation.

The set of [**security principal objects**](#gt_4bb21ec2-b7ec-435d-9b7c-1eae5ad8f3da) that are excluded are a member, directly or transitively, of any [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) in the set defined by bits set in the list below:

* C!dSHeuristics[15] & 0x1 ≠ 0 then DOMAIN\_ALIAS\_RID\_ACCOUNT\_OPS
* C!dSHeuristics[15] & 0x2 ≠ 0 then DOMAIN\_ALIAS\_RID\_SYSTEM\_OPS
* C!dSHeuristics[15] & 0x4 ≠ 0 then DOMAIN\_ALIAS\_RID\_PRINT\_OPS
* C!dSHeuristics[15] & 0x8 ≠ 0 then DOMAIN\_ALIAS\_RID\_BACKUP\_OPS

##### Reference Update

**References**

* Variable: [**dsname**](#gt_4d5e1f08-aa00-4dde-9411-7dd6e09ed85a)
* LDAP attributes: dNReferenceUpdate.
* LDAP classes: infrastructureUpdate.
* Glossary terms: dsname, Infrastructure FSMO master, [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210), [**tombstone**](#gt_9d8e0963-13fa-4e19-a97f-7ce6bc90d20f), GC.
* IDL\_DRSVerifyNames method: see [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.27.
* Well-known Objects

In [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of [**attribute syntax**](#gt_811ea26f-62cc-472e-9aca-9448831f16d8) Object (DS-DN), Object(DN-String), Object(DN-Binary), Object(Access-Point) and Object(OR-Name) can have attribute values that reference [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in an [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) for which no NC replica is present on the server. The server does not get a [**replicated update**](#gt_2a923099-db0a-4932-af28-4354601e85c4) when an object in the NC replica not present on the server is modified or deleted. In such a case, references to such objects will remain to an old dsname on the server. In order to [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) these kinds of references, a background task called reference update is run at regular intervals. By default, each reference is examined every two days.

The reference update task is not run on a Global Catalog.

If the [**Recycle Bin**](#gt_54624800-58f4-45e9-90bf-c9b52dcf98f3) [**optional feature**](#gt_785b66f1-22b3-450f-97aa-a24a39d04d47) is not enabled and the Infrastructure FSMO master is not a global catalog, then the reference update task is run only on the Infrastructure FSMO master.

If the Recycle Bin optional feature is enabled, every [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) that is not also a global catalog runs the reference update task.

The reference update task does processing as follows:

For each object *P* in each NC replica on the server do the following:

* Let *S* be the set of all attributes of *P* with attribute syntax Object(DS-DN), Object(DN-String), Object(DN-Binary), Object(OR-Name) and Object(Access-Point).
* For each attribute *A* in set *S* and for each value *V* of *A* do the following:
  + If there exists an object with dsname *V* in any NC replica on this DC, then skip this value *V*.
  + If attribute syntax of *A* is Object(DS-DN) then let *G* be *P.A.V.guid\_value*. Let *D* be *P.A.V.dn*.
  + Otherwise, let *G* be *P.A.V.object\_DN.guid\_value*. Let *D* be *P.A.object\_DN.dn*.
  + If the Recycle Bin optional feature is not enabled:
    - Retrieve the dsname *N* of object with objectGUID *G* from a GC by calling method IDL\_DRSVerifyNames. IDL\_DRSVerifyNames is explained in [MS-DRSR] section 4.1.27.
    - If *N*!name ≠ *D* then create an infrastructureUpdate object *I* in the well-known infrastructure update [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) (see section [6.1.1.4](#Section_5a00c8906be5457593c48bf8be0ca8d8)). Set *I*!dNReferenceUpdate to *N*. Delete *I* immediately to turn it to a tombstone.

Creation of an infrastructureUpdate object *K* with attribute dNReferenceUpdate will trigger an update of all references to dsnames corresponding to *K*!dNReferenceUpdate, as explained in section [3.1.1.5.2.4](#Section_4abb859361c94da283c472d19760508d).

* + If the Recycle Bin optional feature is enabled:
    - Retrieve the dsname *N* and the value *Vgc* of the isRecycled attribute of object with objectGUID *G* from a GC by calling method IDL\_DRSVerifyNames. IDL\_DRSVerifyNames is explained in [MS-DRSR] section 4.1.27.
    - If *Vgc* is true and attribute *A* is a linked attribute, remove value *V* from attribute *A*. This removal is not replicated to any other DCs.
    - If *N*!name ≠ *D* then replace value *V* of attribute *A* with *N*!name. This replacement is not replicated to any other DCs.
    - If attribute *A* is a [**link value**](#gt_659e8352-a6db-4752-8c05-4b21c602f238) and the [**RDN**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9) of *N*!name is a delete-mangled RDN (see section [3.1.1.5.5](#Section_6c21dd2f40cd496390a2a7f657f319a4)), the value *V* is to be treated as a linked value to or from a [**deleted-object**](#gt_d9c9e99f-74f1-483e-bcb1-310e75ff1344). That is, the value is not generally visible to [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) clients unless the LDAP\_SHOW\_DEACTIVATED\_LINK\_OID control is used.
    - If attribute *A* is a link value and the RDN of *N*!name is not a delete-mangled RDN (see section 3.1.1.5.5), the value *V* is to be treated as a normal linked value. That is, the value is generally visible to LDAP clients.

##### Security Descriptor Propagator Update

**References**

* LDAP attributes: nTSecurityDescriptor
* Glossary terms: [**ACE**](#gt_b581857f-39aa-4979-876b-daba67a40f15), [**naming context (NC)**](#gt_784c7cce-f782-48d8-9444-c9030ba86942), [**security descriptor (SD)**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350)

In [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90), SDs can contain ACEs that are inheritable. Thus, modifying the SD on an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) can imply a change in the SDs of descendant objects (either by adding or by removing such an inheritable ACE). In order to propagate the changes of inheritable ACEs to descendant objects, each [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) runs a background task called the Security Descriptor Propagator Update task. By default, this task is triggered by the following conditions:

* Any modification (originating or replicated) of the nTSecurityDescriptor [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of any object, except for those modifications done by the Security Descriptor Propagator Update task. Such an object is said to have caused a propagation event.
* Any modification of the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of an object that results in the object having a different parent, except for those cases where the new parent is a Deleted Objects [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56). Such an object is said to have caused a propagation event.

The Security Descriptor Propagator Update task performs the following processing.

For each object *P* that has caused a propagation event, the server does the following:

* Initialize a set *S* with the single element *P*.
* While the set *S* is not empty, do the following:
  + Let *T* be an element of set *S*.
  + Enforce all SD requirements from section [6.1.3](#Section_081c41f04c8d4ab0971d77ec2504375a) on the SD of the object *T*. This might require that a new SD be written to the nTSecurityDescriptor attribute of object *T*. If this is the case, such a modification is not replicated to any other instances of Active Directory. Note that this modification of nTSecurityDescriptor is not a new propagation event; it is considered to be part of the original event that was triggered by the modification of the nTSecurityDescriptor attribute of object *P*.
  + If *T* is not a Deleted Objects container, as described in section [6.1.1.4.2](#Section_cf6135817be94195b8fdf78f65bad6bc), let *U* be the set of all children of *T* that are in the same naming context as *T*. Add all elements of *U* to the set *S*. The set *U* is said to contain qualifying children of object *T*. All objects that are ever elements of set *S* are said to be qualifying descendants of object *P*.
  + Remove *T* from set *S*.

The [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) metadata values (see *AttributeStamp* and *LinkValueStamp* in section [3.1.1.1.9](#Section_03C3C09103AA42D0A7BF7C5F8ADAF0C2)) MUST NOT be modified for any attributes that are [**updated**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) during the processing shown in the preceding list.

There is no constraint on the number of transactions that the Security Descriptor Propagator Update task uses during processing. Therefore, there is no requirement that at any given time all of the objects that are qualifying descendants of an object whose SD has an inheritable ACE actually have the inheritable ACE. It is possible that there is a period of time during which an object that should contain an inheritable ACE from one of its ancestors will not have that inheritable ACE, pending completion of the Security Descriptor Propagator Update task. Likewise, it is possible there is a period of time during which an inheritable ACE that was removed from one of the object's ancestors is still present on the object. Although the protocol places no boundary or requirements on the length of this period of time, it is recommended that implementations minimize the length of this period of time to improve usability of the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) for clients.

The server MUST guarantee that all inheritable ACEs are eventually propagated to all qualifying descendants of an object that causes a propagation event.

##### PDC Forest Trust Update

###### Informative Overview

In the operating systems specified by [[MSFT-CVE-2022-21857]](https://go.microsoft.com/fwlink/?linkid=2184901), with the related KB article download installed, the PDC must run a periodic task that queries and stores information about all domains in all inbound trusting forests. This information is persisted in ForestTrustScannerInfo records in the msdsForestTrustInfo attribute of the trust object for each respective forest trust.

###### Logical Processing

The periodic task must do the following:

* 1. Let *TOs* be the set of trust objects whose trustDirection attribute has the TRUST\_DIRECTION\_INBOUND flag set, and whose trustAttributes attribute has the TRUST\_ATTRIBUTE\_FOREST\_TRANSITIVE flag set.
  2. For each trust object *TO* in *TOs*, the PDC must issue an LDAP search against the configuration naming context of the trusting forest, retrieving all crossRef objects that have both the FLAG\_CR\_NTDS\_NC and FLAG\_CR\_NTDS\_DOMAIN flags set in the systemFlags attribute. The search must request that the dnsRoot and nETBIOSName attributes be returned. Let *CRs* be the returned set of crossRef objects.
  3. For each trust object *TO* in *TOs*:
     1. Let *SRs* be the set of ForestTrustScannerInfo records that are currently persisted in the msdsForestTrustInfo attribute of *TO*.
     2. For each *CR* in *CRs*, if there is not already a matching ForestTrustScannerInfo record in *SRs*, add a new ForestTrustScannerInfo record *SR* to *SRs*, where:

*SR*!Flags = 0

*SR*!ForestTrustType = ForestTrustScannerInfo

*SR*!DnsName = *CR*!dnsRoot

*SR*!NetbiosName = *CR*!nETBIOSName

*SR*!Sid = NULL

* + 1. For each *CR* in *CRs*, if there is a matching ForestTrustScannerInfo record in *SRs*, leave it as is.
    2. For each existing *SR* in *SRs* that does not have a matching *CR* in *CRs*, remove *SR* from *SRs*.
    3. If *SRs* has changed from its original state in step 1, write *SRs* back to the msdsForestTrustForestInfo attribute of *TO* as an originating update.

#### NT4 Replication Support

[**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) supports the NT4 [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) protocol as specified in [[MS-NRPC]](%5bMS-NRPC%5d.pdf#Section_ff8f970f3e3740f7bd4baf7336e4792f) section 3.6 by maintaining two variables: *nt4ReplicationState* and *pdcChangeLog*. These variables are referenced by [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.11.3 in order to specify the IDL\_DRSGetNT4ChangeLog method. This section normatively specifies the format of these variables and how they are maintained during state changes in AD DS.

This section also normatively specifies the format of the referent of the pmsgOut.V1.pLog field of the DRS\_MSG\_NT4\_CHGLOG\_REPLY\_V1 response message of the IDL\_DRSGetNT4ChangeLog method [MS-DRSR] section 4.1.11.3.

##### Format of nt4ReplicationState and pdcChangeLog

###### nt4ReplicationState

*nt4ReplicationState* is a tuple containing the following fields:

**SamNT4ReplicationUSN**: this field, a signed 64-bit value, is an [**update sequence number**](#gt_01936446-8739-4b98-b83f-fb5e2a53ce4c) for [**updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) that occur in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) that are relevant to the NT4 [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) protocol. Relevant updates are described in section [3.1.1.7.2.2](#Section_7d2815fb656a4f658f784527b13adf5a).

**SamCreationTime**: this field, a FILETIME, records the timestamp when SamNT4ReplicationUSN is set to one.

**BuiltinNT4ReplicationUSN**: this field, a signed 64-bit value, is an update sequence number for updates that occur in AD DS that are relevant to the NT4 replication protocol. It is different from SamNT4ReplicationUSN in that this value is used only to identify changes to [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) whose objectSid has the [**domain prefix**](#gt_9066e9dc-8275-4452-9073-daab5fd427c5) of the [**built-in domain SID**](#gt_d725b5fc-5024-468e-8dae-2a523abeb49b).

**BuiltinCreationTime**: this field, a FILETIME, is used to record the timestamp when BuiltinNT4ReplicationUSN is set to one.

###### pdcChangeLog

The variable *pdcChangeLog* maintains a sequence of elements, each representing a unique [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) to [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) that is exposed through the NT4 [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) protocol ([[MS-NRPC]](%5bMS-NRPC%5d.pdf#Section_ff8f970f3e3740f7bd4baf7336e4792f) section 3.5).

Though *pdcChangeLog* is an internal variable, its contents are sent over the network.

The *pdcChangeLog* variable is a sequence of CHANGELOG\_ENTRY elements. These CHANGELOG\_ENTRY elements are defined in [MS-NRPC] section 3.5.4.6.4.

##### State Changes

This section describes state changes in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) that cause the *nt4ReplicationState* and *pdcChangeLog* variables to change values.

###### Initialization

*nt4ReplicationState* and *pdcChangeLog* are reset on Active Domain [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) creation (for example, when the first [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in an [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) domain is installed). See section [3.1.1.7.2.4](#Section_1670b154b88942509380a437e92f5048) for information on resetting the *pdcChangeLog* for the specific values of the variables in this condition.

###### Directory Updates

Entries are added to the *pdcChangeLog* on select [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) [**updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493), specified here. The *pdcChangeLog* is maintained as a circular buffer—once an implementation-specific size limit (64K bytes) is exceeded, the least-recently-added entries are removed to make room for new entries.

If the following condition is true during a directory update, then the following action occurs:

1. Condition
   1. The update, create, or delete occurs within the [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) (both for an originating and [**replicated update**](#gt_2a923099-db0a-4932-af28-4354601e85c4)).
   2. The [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) is in [**mixed mode**](#gt_06c1c70e-f2c6-4efd-bff8-474409e69660).
   3. A condition listed in the Trigger Condition Tables (below) matches the update.
2. Action
   * An [**entry**](#gt_e0272034-98d8-4732-941e-8917a98c6afd) is added to *pdcChangeLog* with the associated fields in the Trigger Condition Tables that satisfied condition (1.3). The remaining fields in the *pdcChangeLog* entry are as follows:
     1. If the objectSid [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) value of the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) being updated has a [**domain prefix**](#gt_9066e9dc-8275-4452-9073-daab5fd427c5) of the [**built-in domain SID**](#gt_d725b5fc-5024-468e-8dae-2a523abeb49b), then DbIndex is 0x1; otherwise, DbIndex is 0x0.
     2. The SerialNumber field is set as follows:
        1. If DbIndex is 0x0, SamNT4ReplicationUSN is incremented by one and the resulting value is used for the SerialNumber field.
        2. If DbIndex is 0x1, BuiltinNT4ReplicationUSN is incremented by one and the resulting value is used for the SerialNumber field.
     3. The **SID** field is not specified.

**Trigger Condition Tables**: Database triggers for *pdcChangeLog* update.

* **Trigger Condition**: An update occurs to one or more of the attributes specified in Table A on a domain object or [**built-in domain**](#gt_22904540-f2fb-470e-af48-ce1b0e9a02b8) object.

| pdcChangeLog entry | |
| --- | --- |
| **Field** | **Value** |
| RelativeId | 0x0 |
| Flags | CHANGELOG\_SID |
| DeltaType | AddOrChangeDomain |

* **Trigger Condition**: A group object creation or update to one or more of the attributes specified in Table B occurs when the groupType attribute is GROUP\_TYPE\_ACCOUNT\_GROUP.

| pdcChangeLog entry | |
| --- | --- |
| **Field** | **Value** |
| RelativeId | RelativeId of the objectSid attribute value |
| Flags | CHANGELOG\_SID |
| DeltaType | AddOrChangeGroup |
| Name | sAMAccountName attribute value |

* **Trigger Condition**: A group object creation or update to one or more of the attributes specified in Table B occurs when the groupType attribute is GROUP\_TYPE\_RESOURCE\_GROUP.

| pdcChangeLog entry | |
| --- | --- |
| **Field** | **Value** |
| RelativeId | RelativeId of the objectSid attribute value |
| Flags | CHANGELOG\_SID |
| DeltaType | AddOrChangeAlias |
| Name | sAMAccountName attribute value |

* **Trigger Condition**: A user object creation or update to one of more of the attribute specified in Table C occurs.

| pdcChangeLog entry | |
| --- | --- |
| **Field** | **Value** |
| RelativeId | RelativeId of the objectSid attribute value |
| Flags | CHANGELOG\_SID |
| DeltaType | AddOrChangeUser |
| Name | sAMAccountName attribute value |

* **Trigger Condition**: A group object deletion whose groupType attribute value is GROUP\_TYPE\_ACCOUNT\_GROUP occurs.

| pdcChangeLog entry | |
| --- | --- |
| **Field** | **Value** |
| RelativeId | RelativeId of the objectSid attribute value |
| Flags | 0x8 |
| DbType | DeleteGroup |
| Name | sAMAccountName attribute value |

* **Trigger Condition**: A group object deletion whose groupType attribute value is GROUP\_TYPE\_RESOURCE\_GROUP occurs.

| pdcChangeLog entry | |
| --- | --- |
| **Field** | **Value** |
| RelativeId | RelativeId of the objectSid attribute value |
| Flags | CHANGELOG\_SID |
| DeltaType | DeleteAlias |
| Name | sAMAccountName attribute value |

* **Trigger Condition**: A user object deletion occurs.

| pdcChangeLog entry | |
| --- | --- |
| **Field** | **Value** |
| RelativeId | RelativeId of the objectSid attribute value |
| Flags | CHANGELOG\_SID |
| DeltaType | DeleteUser |
| Name | sAMAccountName attribute value |

**Table A: Domain Attributes for NT4 Replication**

| Attributes |
| --- |
| nTSecurityDescriptor |
| oEMInformation |
| minPwdLength |
| pwdHistoryLength |
| pwdProperties |
| maxPwdAge |
| minPwdAge |
| lockoutDuration |
| lockOutObservationWindow |
| lockoutThreshold |

**Table B: Group Attributes for NT4 Replication**

| Attributes |
| --- |
| nTSecurityDescriptor |
| sAMAccountName |
| description |
| member |

**Table C: User Attributes for NT4 Replication**

| Attributes |
| --- |
| sAMAccountName |
| displayName |
| primaryGroupID |
| description |
| comment |
| homeDirectory |
| homeDrive |
| scriptPath |
| profilePath |
| userWorkstations |
| logonHours |
| accountExpires |
| userAccountControl |
| userParameters |
| countryCode |
| codePage |
| pwdLastSet |
| unicodePwd |
| dBCSPwd |
| nTSecurityDescriptor |
| groupType |

###### Acquiring the PDC Role

When the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) role is acquired through a [**FSMO role**](#gt_73841222-e9d8-4dc1-83a1-206c75f4f90f) transfer, one of the following two predicates is true following the transfer:

1. The new PDC's *pdcChangeLog* is in the reset state described in section [3.1.1.7.2.4](#Section_1670b154b88942509380a437e92f5048)
2. All of the following are true:
   1. The new PDC's *pdcChangeLog* has the same ordering of entries for all entries that existed in the *pdcChangeLog* on the old PDC during the PDC role transfer.
   2. All [**updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) to the state of [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) of the old PDC are reflected in the state of objects in the domain NC replica of the new PDC when the transfer is complete.
   3. All updates to the state of objects in domain NC replica on the new PDC that are not present on the old PDC have a corresponding [**entry**](#gt_e0272034-98d8-4732-941e-8917a98c6afd) in the *pdcChangeLog* on the new PDC, as described in section [3.1.1.7.2.2](#Section_7d2815fb656a4f658f784527b13adf5a).
   4. The SamNT4ReplicationUSN and BuiltNT4ReplicationUSN variables were increased by adding 0x1000000000 during the transfer.

When predicate (2) above is satisfied after a transfer, the transfer does not cause NT4 [**BDCs**](#gt_ce1138c6-7ab4-4c37-98b4-95599071c3c3) to perform a full synchronization (described in [[MS-NRPC]](%5bMS-NRPC%5d.pdf#Section_ff8f970f3e3740f7bd4baf7336e4792f) section 3.6). The implementation satisfies predicate (2) above when possible.

Once the PDC role is acquired, the following two entries are added to the *pdcChangeLog*. This notifies NT4 BDCs that the PDC has changed. SamNT4ReplicationUSN and BuiltinNT4ReplicationUSN are updated prior to use in creating these entries.

| pdcChangeLog entry | Field | Value |
| --- | --- | --- |
| Entry 1 | RelativeId  Flags  DbDelta  DbIndex  SerialNumber | 0x0  CHANGELOG\_SID  AddOrChangeDomain  0x0  SamNT4ReplicationUSN |
| Entry 2 | RelativeId  Flags  DbDelta  DbIndex  SerialNumber | 0x0  CHANGELOG\_SID  AddOrChangeDomain  0x1  BuiltinNT4ReplicationUSN |

###### Resetting the pdcChangeLog

To reset the *pdcChangeLog*, set the array to have 0 elements, set SamCreationTime and BuiltinCreationTime to the current time and SamNT4ReplicationUSN and BuiltinNT4ReplicationUSN to one.

Resetting the *pdcChangeLog* has the effect of causing NT4 [**BDCs**](#gt_ce1138c6-7ab4-4c37-98b4-95599071c3c3) to perform a full sync.

##### Format of the Referent of pmsgOut.V1.pLog

The DRS\_MSG\_NT4\_CHGLOG\_REPLY\_V1 ([[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.11.1.4) response message to an IDL\_DRSGetNT4ChangeLog request ([MS-DRSR] section 4.1.11) contains a BYTE \*pLog field. The format of the referent of this field is not specified in [MS-DRSR] section 4.1.11; it is specified here.

The referent of this field is a CHANGE\_LOG\_ENTRIES structure:

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| Size | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Version | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| SequenceNumber | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Flags | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ChangeLogEntries (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**Size (4 bytes):** The size, in bytes, of the part of the buffer preceding the **ChangeLogEntries** field. Equals 0x00000010.

**Version (4 bytes):** The version of the message. Equals 0x00000001.

**SequenceNumber (4 bytes):** The sequence number for the buffer. Is set to 0x00000001 in a response to an IDL\_DRSGetNT4ChangeLog request with pmsgIn.V1.pRestart = NULL. The value of pmsgOut.V1.pRestart in any IDL\_DRSGetNT4ChangeLog response encapsulates SequenceNumber. In a response to an IDL\_DRSGetNT4ChangeLog request with pmsgIn.V1.pRestart ≠ NULL, SequenceNumber is the value encapsulated in pmsgIn.V1.pRestart, plus one.

**Flags (4 bytes):** Equals 0x00000000. Ignored upon receipt.

**ChangeLogEntries (variable):** A sequence of CHANGELOG\_ENTRY structures. Each CHANGELOG\_ENTRY is followed by padding bytes with value zero such that the number of bytes in the CHANGELOG\_ENTRY plus the padding is congruent to zero mod 8.

The server stores the total number of bytes in the fixed-length and variable-length portions of the CHANGE\_LOG\_ENTRIES structure in the DWORD cbLog field of the DRS\_MSG\_NT4\_CHGLOG\_REPLY\_V1 response message. This field allows the client to determine the number of CHANGELOG\_ENTRY structures contained in the CHANGE\_LOG\_ENTRIES structure.

#### AD LDS Special Objects

[**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) [**NCs**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) can contain the following special types of [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca): AD LDS users and AD LDS bind proxies. Special processing applies to these types of objects.

##### AD LDS Users

An [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) [**user object**](#gt_e767a471-c3fa-4e4b-a40c-daeb08f82a17) is a [**security principal object**](#gt_4bb21ec2-b7ec-435d-9b7c-1eae5ad8f3da) in AD LDS that contains a password.

If at least one of the following statements applies to an [**object class**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) within an AD LDS [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093), then each instance of that object class functions as an AD LDS user:

1. The object class contains msDS-BindableObject as a static [**auxiliary class**](#gt_d881c624-8023-4bd6-b2df-f9af5e6f93bb).
2. The object class contains a static auxiliary class that is a subclass of msDS-BindableObject.
3. The object class is a subclass of another object class that satisfies statement 1 or 2.

An AD LDS user object has these special properties and behavior:

* Its objectSid is assigned during Add as specified in section [3.1.1.5.2.4](#Section_4abb859361c94da283c472d19760508d).
* It can be a member of group [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in its AD LDS [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62), subject to the limitations on inter-[**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) references specified in section [3.1.1.2.2.3](#Section_5f59481c1bff43aca57615ad28a516fe), Referential Integrity.
* It can be named in an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) bind; section [5.1.1.5](#Section_89ea294a5b6547bc8ed551cc925858a7) specifies the supported [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) mechanisms and protocols. If the bind succeeds, it creates a [**security context**](#gt_88d49f20-6c95-4b64-a52c-c3eca2fe5709) for the [**LDAP connection**](#gt_198f4791-cea3-465d-89e2-262991624e08) as specified in section [5.1.3.4](#Section_5fc59d2e0b8848a49ddc444ae33de1b5).
* Its password can both be assigned an initial value and [**updated**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493). Special processing is performed on both the initial assignment and on update. Sections [3.1.1.5.2.2](#Section_7dfeb38c3cb94215ae1cef209fd251ae), 3.1.1.5.2.4, [3.1.1.5.3.1](#Section_c714e48cea2148b0913dfc065ab3dda3), [3.1.1.5.3.2](#Section_76df255ddc674c1fadc61e5b60021304), and [3.1.1.5.3.3](#Section_dd5e0d4878764c64bc62f9c39c3c76c2) specify this processing.
* Its objectSid can be written into an AD LDS [**security descriptor**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350), subject to restrictions specified in section [6.1.3.3](#Section_e42f988c72a04f8da7057235eac175d9).

##### Bind Proxies

An [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) bind proxy is an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that represents a [**security principal**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) of the underlying operating system; it is not a security principal itself. A bind proxy object does not contain a password.

If at least one of the following statements applies to an [**object class**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) within an AD LDS [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093), then each instance of that object class functions as an AD LDS bind proxy:

1. The object class contains msDS-BindProxy as a static [**auxiliary class**](#gt_d881c624-8023-4bd6-b2df-f9af5e6f93bb).
2. The object class contains a static auxiliary class that is a subclass of msDS-BindProxy.
3. The object class is a subclass of another object class that satisfies statement 1 or 2.

An AD LDS bind proxy object has these special properties and behavior:

* Its objectSid is assigned during Add and is the [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) of some Windows user in a security realm [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) by the machine running the AD LDS [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) that performed the Add. For instance, if an AD LDS DC is running on a machine that is joined to an [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) D, then the objectSid of a bind proxy created by that DC can be a user within D or within the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) that contains D, or within any domain or forest trusted by D or the forest that contains D.
* It can be a member of group objects in its AD LDS forest, subject to the limitations on inter-[**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) references specified in section [3.1.1.2.2.3](#Section_5f59481c1bff43aca57615ad28a516fe), Referential Integrity.
* It can be named in an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) bind; section [5.1.1.5](#Section_89ea294a5b6547bc8ed551cc925858a7) specifies the supported [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) mechanisms and protocols. If the bind succeeds, it creates a [**security context**](#gt_88d49f20-6c95-4b64-a52c-c3eca2fe5709) for the [**LDAP connection**](#gt_198f4791-cea3-465d-89e2-262991624e08) as specified in section [5.1.3.4](#Section_5fc59d2e0b8848a49ddc444ae33de1b5).
* It does not contain a password. Special processing is performed on [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) to its password [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f), as specified in section [3.1.1.5.3.3](#Section_dd5e0d4878764c64bc62f9c39c3c76c2), except on ADAM RTW DCs.

#### Optional Features

On Windows Server 2008 R2 and later, [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) supports a set of [**optional features**](#gt_785b66f1-22b3-450f-97aa-a24a39d04d47). An optional feature is a set of modifications to the Active Directory state model and the Directory Replication Service (DRS) Remote Protocol [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47).

Optional features are enabled in some scope. A scope defines the set of [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) participating in the state-model changes that make up the optional feature. Optional features can be forest-wide, domain-wide, or server-wide in scope. A forest-wide optional feature affects the state model of all DCs in the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) when the optional feature is enabled. A domain-wide optional feature affects the state model of all DCs in the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) in which the optional feature is enabled. A server-wide optional feature affects the state model of the DCs in which the optional feature is enabled. [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) supports forest-wide and server-wide optional features. In AD LDS, a forest-wide optional feature affects the state model of all AD LDS instances in a configuration set. Domain-wide optional features are not supported in AD LDS.

Scopes are represented by [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) information tree (DIT). The object that represents the forest-wide scope is the Cross-Ref-Container [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) (see section [6.1.1.2.1](#Section_342fbd2a7fdd4d64b70be61b1727ac7c)). The object that represents a domain-wide scope is the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) root object of the domain. The object that represents a server-wide scope is the nTDSDSA object.

Optional features are represented by instances of the [**object class**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) msDS-OptionalFeature. Objects representing optional features are stored in the Optional Features container in the Config NC (see section [6.1.1.2.4.1.3](#Section_89b4f97ecede4c0e8b3ba84bbc1c7350)).

Optional features are disabled in a scope via the disableOptionalFeature [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6) modify operation (see section [3.1.1.3.3.27](#Section_8106371b9d69413a8e017fd97eca81b1)).

Optional features are enabled in a scope via the enableOptionalFeature rootDSE modify operation (see section [3.1.1.3.3.28](#Section_3177e8858912471b8fa5761cabd6b3ff)).

The list of optional features enabled for a scope is stored in the msDS-EnabledFeature [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) on the object representing the scope. The value stored is a reference to the specific enabled optional feature.

The list of scopes in which an optional feature is enabled is stored in the msDS-EnabledFeatureBL attribute on the object representing the optional feature. The values stored are references to the objects representing the scopes where the feature is enabled.

If an optional feature is enabled in some scope, then, depending on the feature, it might be automatically enabled in another scope; for example, the [**Recycle Bin**](#gt_54624800-58f4-45e9-90bf-c9b52dcf98f3) optional feature (section [3.1.1.9.1](#Section_E9482178EE534B6C841D5259D6261985)).

Optional features are uniquely identified by a [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1). The GUID is stored in the msDS-OptionalFeatureGUID attribute of the object representing the optional feature.

The following procedure determines whether an optional feature is enabled in a scope by using the msDS-EnabledFeature attribute:

1. procedure IsOptionalFeatureEnabled (
2. scope: DSNAME, featureGuid: GUID): boolean
3. Returns true if scope!msDS-EnabledFeature contains the DN of a
4. msDS-optionalFeature object o such that o!msDS-optionalFeatureGUID
5. equals featureGuid.
6. Returns false otherwise.

Permissible scopes for optional features are specified in the msDS-OptionalFeatureFlags attribute on the object representing the optional feature. If an optional feature is permissible for a forest-wide scope, the attribute contains the bit flag FOREST\_OPTIONAL\_FEATURE (see section [2.2.17](#Section_5170a98c091c4d348ca5fe77630f112a)). If an optional feature is permissible for a domain-wide scope, the attribute contains the bit flag DOMAIN\_OPTIONAL\_FEATURE (see section 2.2.17). If an optional feature is permissible for a server-wide scope, the attribute contains the bit flag SERVER\_OPTIONAL\_FEATURE (see section 2.2.17). More than one flag can be specified, meaning that the optional feature can be enabled in more than one scope. If none of these flags is specified, an optional feature does not have a scope and, therefore, will not be enabled anywhere.

Whether an optional feature can be disabled is specified in the msDS-OptionalFeatureFlags attribute on the object representing the optional feature. If the feature can be disabled, the attribute contains the bit flag DISABLABLE\_OPTIONAL\_FEATURE. Absence of this flag means that the feature cannot be disabled once it has been enabled.

Optional features might require Active Directory to be at specific functional levels in order to be enabled.

If an optional feature requires a specific [**forest functional level**](#gt_b3240417-ca43-4901-90ec-fde55b32b3b8) before it can be enabled, the forest functional level required is stored in the msDS-RequiredForestBehaviorVersion attribute of the object representing the optional feature.

If an optional feature requires a specific [**domain functional level**](#gt_f9b5a663-12d5-46d4-b23a-147704f026fc) before it can be enabled in a domain-wide scope, the domain functional level required is stored in the msDS-RequiredDomainBehaviorVersion attribute of the object representing the optional feature.

The following table shows the optional features that are available in applicable Windows Server releases.

The table contains information for the following products. See section [3](#Section_c4084c23aa9c47a7bdba9d6bd7a16e24) for more information.

* M --> Windows Server 2008 R2
* R --> Windows Server 2012
* U --> Windows Server 2012 R2
* X --> Windows Server 2016
* A2 --> Windows Server v1709
* D2 --> Windows Server v1803
* G2 --> Windows Server v1809
* J2 --> Windows Server 2019

| Optional feature name | M, R, U | X, A2, D2, G2, J2 |
| --- | --- | --- |
| Recycle Bin | X | X |
| Privileged Access Management |  | X |

##### Recycle Bin Optional Feature

The [**Recycle Bin**](#gt_54624800-58f4-45e9-90bf-c9b52dcf98f3) [**optional feature**](#gt_785b66f1-22b3-450f-97aa-a24a39d04d47) is represented by the Recycle Bin Feature Object (see section [6.1.1.2.4.1.3.1](#Section_267b7f82ebb24cd3bcc19669092a99de)).

The Recycle Bin optional feature modifies the DRS Remote Protocol and modifies the way [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) processes [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) deletion, object undeletion, and referential integrity. When the Recycle Bin optional feature is enabled, [**deleted-objects**](#gt_d9c9e99f-74f1-483e-bcb1-310e75ff1344) maintain virtually all of their state, and therefore can be undeleted without loss of information. When the Recycle Bin optional feature is enabled, [**link valued**](#gt_659e8352-a6db-4752-8c05-4b21c602f238) [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) are maintained both to and from deleted-objects. This is not possible in the unmodified state model. When the Recycle Bin optional feature is enabled, all [**tombstones**](#gt_9d8e0963-13fa-4e19-a97f-7ce6bc90d20f) are transformed to be [**recycled-objects**](#gt_156b927d-f1ce-4629-993f-18f0cd5e1e12), and all the requirements for recycled-objects in section [3.1.1.5.5.1.3](#Section_e2afecb044084343878d86a5ad9d150e) are maintained.

The state model modifications that implement the Recycle Bin optional feature are specified throughout this document, with specific details in sections [3.1.1.1.6](#Section_538ec13514654266bb0a777924f02846), [3.1.1.4.5.37](#Section_d75febb8ef9b41be80ec7d5bc5174559), [3.1.1.4.5.38](#Section_eecb91d52bde4a7491445d585569b5f6), [3.1.1.5.3](#Section_606a854613784f4fa288051f2e248340) (especially [3.1.1.5.3.7](#Section_4302a2eb55c8426cb3106791c6ae8307)), [3.1.1.5.5](#Section_6c21dd2f40cd496390a2a7f657f319a4), [3.1.1.6.2](#Section_9f3add749c9a4d85a40a7660fe8e1d71), and [6.1.5.5](#Section_f2d2513adbce43f7be7a0be5d25877af).

The Recycle Bin optional feature is identified by the feature [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) {766ddcd8-acd0-445e-f3b9-a7f9b6744f2a}.

The Recycle Bin optional feature requires a Forest Functional Level of DS\_BEHAVIOR\_WIN2008R2 or greater.

The Recycle Bin optional feature is forest-wide in scope; it cannot be enabled in only a domain-wide scope or server-wide scope. When the [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6) modify operation enableOptionalFeature (section [3.1.1.3.3.28](#Section_3177E8858912471B8FA5761CABD6B3FF)) is executed on a given [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) to enable the Recycle Bin optional feature, in addition to being added to the list of forest-wide enabled features, the optional feature is also added to the list of server-wide enabled features (see section [3.1.1.9](#Section_9AE2A9AD970C4938A6BF9C1FDC0B8B3E)).

The Recycle Bin optional feature cannot be disabled once it is enabled.

Any DC with a behavior version of DS\_BEHAVIOR\_WIN2008R2 or greater MUST be capable of supporting the Recycle Bin optional feature.

##### Privileged Access Management Optional Feature

The Privileged Access Management [**optional feature**](#gt_785b66f1-22b3-450f-97aa-a24a39d04d47) is represented by the Privileged Access Management Feature Object (see section [6.1.1.2.4.1.3.2](#Section_de72f0efb93f42b59198828d703cdda2)).

The Privileged Access Management optional feature modifies the way in which [**link values**](#gt_659e8352-a6db-4752-8c05-4b21c602f238) are maintained in the state model of a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac). It allows a link value to have an expiry time associated with it. This expiry time is replicated to all DC replicas. When the expiry time has passed, the link value is no longer returned to [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) clients. After an additional time period at least as large as a [**tombstone lifetime**](#gt_d636f4dc-5f08-49ef-9a2b-765015cd3289), the link value is removed from the state model of the DC.

The Privileged Access Management optional feature is identified by the feature [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) {ec43e873-cce8-4640-b4ab-07ffe4ab5bcd}.

The Privileged Access Management optional feature requires a Forest Functional Level of DS\_BEHAVIOR\_WIN2016 or greater.

The Privileged Access Management optional feature is forest-wide in scope; it cannot be enabled in only a domain-wide scope or server-wide scope. When the [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6) modify operation enableOptionalFeature (section [3.1.1.3.3.28](#Section_3177e8858912471b8fa5761cabd6b3ff)) is executed on a given DC to enable the Privileged Access Management optional feature, in addition to being added to the list of forest-wide enabled features, the optional feature is also added to the list of server-wide enabled features (see section [3.1.1.9](#Section_9ae2a9ad970c4938a6bf9c1fdc0b8b3e)).

The Privileged Access Management optional feature cannot be disabled once it is enabled.

Any DC with a behavior version of DS\_BEHAVIOR\_WIN2016 or greater MUST be capable of supporting the Privileged Access Management optional feature.

**Note**  The Privileged Access Management optional feature also enables shadow-principal expansion, which is defined in the ExpandShadowPrincipal procedure (section [3.1.1.13.5](#Section_23b503c11db44d159cfa35372e52feb5)).

#### Revisions

Sections [3.1.1.10.1](#Section_f879046b00e84073a9c580902a8d2350), [3.1.1.10.2](#Section_12bf9d33581f4630b204762e33837969), and [3.1.1.10.3](#Section_97a357f9e5fa4a47bc111dcc722c6ec3) apply only to [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), not to [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

##### Forest Revision

The [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) revision represents the default state of the set of [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that are stored in the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) and required for the forest functionality.

The contents of a forest revision are established when the forest is created. [**Updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) to the forest revision, if necessary (see below), are performed by an implementation-specific upgrade process.

The version of the forest revision consists of two integer parts that are separated by a period: major.minor. Assuming that a forest revision X has the version a.b, and forest revision Y has the version c.d, X has a higher or equal version compared to Y if a>c, or if a=c and b>=d.

See section [6.1.1.2.8](#Section_2004A31C4E6146548FAF4898790F8032) for the way in which the version of the forest revision is stored.

Introducing [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) into a forest is possible only if the version of the forest revision is higher than or equal to the minimum version of forest revision that is required for that [**DC functional level**](#gt_a98902f5-21e9-470f-b56b-cc6f8fde2141), as shown in the following table.

| DC functional level | Minimum required forest revision |
| --- | --- |
| DS\_BEHAVIOR\_WIN2000 | 0.0 |
| DS\_BEHAVIOR\_WIN2003 | 0.9 |
| DS\_BEHAVIOR\_WIN2008 | 2.10 |
| DS\_BEHAVIOR\_WIN2008R2 | 5.10 |
| DS\_BEHAVIOR\_WIN2012 | 11.10 |
| DS\_BEHAVIOR\_WIN2012R2 | 15.10 |
| DS\_BEHAVIOR\_WIN2016 | 15.10 |

If the version of the forest revision is lower than the minimum version of forest revision for that DC, the forest revision must be upgraded to a newer version by an implementation-specific forest revision upgrade process before the DC can be added. The upgrade process updates the contents and the version of the forest revision.

**Note**  The preceding table specifies the minimum required forest revisions for the case of a freshly-installed DC. In the case of a DC that has been upgraded from an older version of Windows, some of the minimum required forest revisions are different, depending on the DC functional level. These differences are shown in the following table.

| DC functional level | Minimum required forest revision |
| --- | --- |
| DS\_BEHAVIOR\_WIN2008 | 2.9 |
| DS\_BEHAVIOR\_WIN2008R2 | 5.9 |
| DS\_BEHAVIOR\_WIN2012 | 11.9 |
| DS\_BEHAVIOR\_WIN2012R2 | 15.9 |

##### RODC Revision

The [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870) revision represents the default state of the set of [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that are stored in the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) and required for RODC functionality.

The contents of the RODC revision are established when the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) is created. [**Updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) to the RODC revision, if necessary (see below), are performed by an implementation-specific upgrade process.

The version of the RODC revision is an integer. See section [6.1.1.2.8](#Section_2004A31C4E6146548FAF4898790F8032) for the way in which the version of the RODC revision is stored.

Introducing an RODC into a forest is possible only if the version of the RODC revision is higher than or equal to the minimum version of RODC revision that is required for the [**DC functional level**](#gt_a98902f5-21e9-470f-b56b-cc6f8fde2141) of the RODC, as shown in the following table.

| DC functional level of the RODC | Minimum required RODC revision |
| --- | --- |
| DS\_BEHAVIOR\_WIN2008 | 2 |
| DS\_BEHAVIOR\_WIN2008R2 | 2 |
| DS\_BEHAVIOR\_WIN2012 | 2 |
| DS\_BEHAVIOR\_WIN2012R2 | 2 |
| DS\_BEHAVIOR\_WIN2016 | 2 |

If the version of the RODC revision is lower than the minimum version of RODC revision for that RODC, the RODC revision must be upgraded to a newer version by an RODC revision upgrade process before the RODC can be added. The upgrade process updates the contents and version of the RODC revision.

##### Domain Revision

The [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) revision represents the default state of the set of [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that are stored in the domain and required for its functionality.

The contents of a domain revision are established when the domain is created. [**Updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) to the domain revision, if necessary (see below), are performed by an implementation-specific upgrade process.

The version of the domain revision consists of two integer parts that are separated by a period: major.minor. Assuming that a domain revision X has the version a.b, and a domain revision Y has the version c.d, X is said to have a higher or equal version compared to Y if a>c, or if a=c and b>=d.

See section [6.1.1.5.4](#Section_0758E22CD5F04C6B8F4259F9ADF84589) for the way in which the version of the domain revision is stored.

Introducing [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) into a domain is possible only if the version of the domain revision is higher than or equal to the minimum version of domain revision that is required for that [**DC functional level**](#gt_a98902f5-21e9-470f-b56b-cc6f8fde2141), as shown in the following table.

| DC functional level | Minimum required domain revision |
| --- | --- |
| DS\_BEHAVIOR\_WIN2000 | 0.0 |
| DS\_BEHAVIOR\_WIN2003 | 0.8 |
| DS\_BEHAVIOR\_WIN2008 | 3.9 |
| DS\_BEHAVIOR\_WIN2008R2 | 5.9 |
| DS\_BEHAVIOR\_WIN2012 | 9.9 |
| DS\_BEHAVIOR\_WIN2012R2 | 10.9 |
| DS\_BEHAVIOR\_WIN2016 | 15.9 |

If the version of the domain revision is lower than the minimum version of domain revision for that DC, the domain revision must be upgraded to a newer version by a domain revision upgrade process before the DC can be added. The upgrade process updates the contents and the version of the domain revision.

**Note**  The preceding table specifies the minimum required domain revisions for the case of a freshly-installed DC. In the case of a DC that has been upgraded from an older version of Windows, some of the minimum required domain revisions are different, depending on the DC functional level. These differences are shown in the following table.

| DC functional level | Minimum required domain revision |
| --- | --- |
| DS\_BEHAVIOR\_WIN2008 | 3.8 |
| DS\_BEHAVIOR\_WIN2008R2 | 5.8 |
| DS\_BEHAVIOR\_WIN2012 | 9.8 |
| DS\_BEHAVIOR\_WIN2012R2 | 10.8 |

#### Claims

##### Informative Overview

This section contains an informative overview of [**claims**](#gt_d5c7aa9b-65be-4dd4-a686-cd5253eb203d) issuance and claims transformation in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90). Refer to [Claims Procedures (section 3.1.1.11.2)](#Section_e2ad7d3831fe429fa1d594d0b078b40d) for the normative specification of claims issuance and claims transformation.

**Note**  Claims issuance and claims transformation in Active Directory were introduced in Windows Server 2012. Constructed claims were introduced in Windows Server 2012 R2.

###### Claim

A [**claim**](#gt_d5c7aa9b-65be-4dd4-a686-cd5253eb203d) is an assertion about a user's identity and is represented as the following n-tuple.

1. {Type, ValueType, m Values of type ValueType}

###### Claims Dictionary

The Claims Dictionary is a list of [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) of type msDS-ClaimType placed in the "CN=Claim Types, CN=Claims Configuration, CN=Services" [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) in the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625) of [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90). The Claims Dictionary is configured by administrators in order to enable [**claims**](#gt_d5c7aa9b-65be-4dd4-a686-cd5253eb203d) issuance.

###### Claim Source

[**Claims**](#gt_d5c7aa9b-65be-4dd4-a686-cd5253eb203d) have two sources of values:

* **AD**: [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) is the default claim source.
* **Certificate**: Certificate sourced claims originate from the strings provided to the GetClaimsForPrincipal procedure (section [3.1.1.11.2.1](#Section_a7448d191cac45458332cc63bb28a395)) and are single-valued Boolean claims.

Constructed claims are generated dynamically according to a claim-specific algorithm, but are still considered to have **AD** as their source.

###### Claims Issuance

[**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) generates [**claims**](#gt_d5c7aa9b-65be-4dd4-a686-cd5253eb203d) for a [**principal**](#gt_8492780e-99e2-47ba-8553-aedb8de9f9c0) using a configuration called the Claims Dictionary. The following is a high-level overview of claims issuance in Active Directory:

1. The claim **Type** of the claim is the value of the name [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the msDS-ClaimType [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca).
2. The claim **Value** or **Values** are retrieved from the source specified in the msDS-ClaimSourceType attribute of the msDS-ClaimType object (or computed dynamically in the case of constructed claims). At least one value must be present for this claim to be issued.
3. The claim **ValueType** is generated based on the claim **Values**.

Refer to the GetClaimsForPrincipal claims procedure (section [3.1.1.11.2.1](#Section_a7448d191cac45458332cc63bb28a395)) for a normative description of claims issuance.

###### Claims Transformation Rules

[**Claims**](#gt_d5c7aa9b-65be-4dd4-a686-cd5253eb203d) transformation rules are stored in the msDS-TransformationRules [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) in the msDS-ClaimsTransformationPolicyType [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). Refer to the GetTransformationRulesText claims procedure (section [3.1.1.11.2.13](#Section_5928d13d56194693a07016cebcc94db8)) for the processing details that describe how to obtain the transformation rules from the msDS-TransformationRules attribute.

For an msDS-ClaimsTransformationPolicyType object to be valid, it MUST be stored in the "CN=Claims Transformation Policies, CN=Claims Configuration, CN=Services" [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) in the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625) of [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90).

An msDS-ClaimsTransformationPolicyType object MUST be associated with a [**TDO**](#gt_f2ceef4e-999b-4276-84cd-2e2829de5fc4) for a given claims-traversal direction in order to apply the claims transformation rules in the msDS-ClaimsTransformationPolicyType object to sets of claims that traverse the TDO in the specified direction.

Claims transformation rules are configured by administrators.

###### Claims Transformation

[**Claims**](#gt_d5c7aa9b-65be-4dd4-a686-cd5253eb203d) need to be examined, [**filtered**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda), possibly modified, and reissued when traversing [**trusts**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6). This process is known as *claims transformation*. Claims transformation is invoked only on certain types of trusts. Refer to [[MS-PAC]](%5bMS-PAC%5d.pdf#Section_166d8064c86341e19c23edaaa5f36962) section 4.1.2.2 for details about when claims transformation is invoked.

Claims transformation uses the trust name and the direction of the traversal of the trust to look up the corresponding msDS-ClaimsTransformationPolicyType [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) and obtain claims transformation rules from it.

The claims to be transformed and the transformation rules are passed to the Claims Transformation Algorithm [[MS-CTA]](%5bMS-CTA%5d.pdf#Section_5e5a5e483c9f46daac3dea3044a74c21).

The output of the Claims Transformation Algorithm is further processed using the Claims Dictionary to produce claims that are relevant to the new [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) in which they are used.

Refer to the TransformClaimsOnTrustTraversal claims procedure (section [3.1.1.11.2.11](#Section_ad56132d3f53494e93c64899e828c7ef)) for a normative description of claims transformation.

##### Claims Procedures

This section defines the logical processing for claim-related operations. The procedure definitions use the pseudocode language defined in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 3.4. This section uses the data structures and types defined in section [2.2.18](#Section_cadf8336ba9f4559820986e86273f713).

###### GetClaimsForPrincipal

1. procedure GetClaimsForPrincipal(
2. pADPrincipal : ADDRESS OF DSNAME,
3. pCertificateStringsArray : set of unicodestring,
4. pClaimsBlob : ADDRESS OF CLAIMS\_BLOB)

This procedure defines the process of generating [**claims**](#gt_d5c7aa9b-65be-4dd4-a686-cd5253eb203d) for a [**principal**](#gt_8492780e-99e2-47ba-8553-aedb8de9f9c0) in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) and returning these claims as a [**BLOB**](#gt_ad861812-8cb0-497a-80bb-13c95aa4e425) in the wire format.

**pADPrincipal:** The Active Directory principal whose claims need to be generated.

**pCertificateStringsArray:** A set of [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) strings.

**pClaimsBlob:** The output [CLAIMS\_BLOB](#Section_cdbab044ca614ca5a0674720dedf62bc) structure that is filled with encoded claims.

**Return Values:** This procedure does not return a value.

**Logical Processing:**

1. principalClass: ObjectClass;
2. adSourcedClaims: CLAIMS\_ARRAY;
3. certificateSourcedClaims: CLAIMS\_ARRAY;
4. constructedClaims: CLAIMS\_ARRAY
5. adSourcedAndConstructedClaims: CLAIMS\_ARRAY
6. claimsSet : CLAIMS\_SET;
7. principalClass := pADPrincipal^!ObjectClass.ClassId;
8. adSourcedClaims := null;
9. certificateSourcedClaims := null;
10. constructedClaims := null;
11. claimsSet := null;
12. GetADSourcedClaims (pADPrincipal, principalClass,
13. ADDRESS OF adSourcedClaims);
14. GetCertificateSourcedClaims(
15. principalClass,
16. pCertificateStringsArray,
17. ADDRESS OF certificateSourcedClaims);
18. GetConstructedClaims (pADPrincipal, ADDRESS OF constructedClaims);
19. /\*
20. Merge AD-sourced claims and constructed claims into one CLAIMS\_ARRAY
21. \*/
22. adSourcedAndConstructedClaims.usClaimsSourceType := CLAIMS\_SOURCE\_TYPE\_AD;
23. if (adSourcedClaims.ulClaimsCount > 0)
24. adSourcedAndConstructedClaims.ClaimsEntry :=
25. adSourcedClaims.ClaimsEntry
26. adSourcedAndConstructedClaims.ulClaimsCount :=
27. adSourcedClaims.ulClaimsCount;
28. endif
29. if (constructedClaims.ulClaimsCount > 0)
30. adSourcedAndConstructedClaims.ClaimsEntry[adSourcedAndConstructedClaims.ulClaimsCount]
31. := constructedClaims.ClaimsEntry;
32. adSourcedAndConstructedClaims.ulClaimsCount :=
33. adSourcedAndConstructedClaims.ulClaimsCount + constructedClaims.ulClaimsCount;
34. endif
35. if (adSourcedAndConstructedClaims.ulClaimsCount > 0)
36. claimsSet.ulClaimsArrayCount := claimsSet.ulClaimsArrayCount + 1;
37. claimsSet.ClaimsArrays.add (adSourcedAndConstructedClaims);
38. endif
39. if (certificateSourcedClaims.ulClaimsCount > 0)
40. claimsSet.ulClaimsArrayCount := claimsSet.ulClaimsArrayCount + 1;
41. claimsSet.ClaimsArrays.add (certificateSourcedClaims);
42. endif
43. if (claimsSet.ulClaimsArrayCount = 0)
44. pClaimsBlob^ := NULL;
45. return;
46. endif
47. EncodeClaimsSet(ADDRESS OF claimsSet, pClaimsblob);
48. return;

###### GetADSourcedClaims

1. procedure GetADSourcedClaims (
2. pADPrincipal : ADDRESS OF DSNAME,
3. principalClass : ObjectClass,
4. pAdSourcedClaims : ADDRESS OF CLAIMS\_ARRAY)

This procedure is a helper routine that retrieves [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90)-sourced [**claims**](#gt_d5c7aa9b-65be-4dd4-a686-cd5253eb203d) (section [3.1.1.11.1.3](#Section_a6a988cfa17049deac4f3c082865fce7)) for a given [**principal**](#gt_8492780e-99e2-47ba-8553-aedb8de9f9c0) from Active Directory using the Claims Dictionary (section [3.1.1.11.1.2](#Section_024cef36bff148aca8f9676675b5d9b1)).

**pADPrincipal:** The principal whose Active Directory claims are to be retrieved.

**principalClass:** The [**object class**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) of the principal.

**pAdSourcedClaims:** The address of a [CLAIMS\_ARRAY](#Section_41b2b30c2dd4475db02467dd9ad5d020) structure used for the output Active Directory-sourced claims.

**Return Values:** This procedure does not return a value.

**Logical Processing:**

1. bIssueClaim : boolean;
2. claim: CLAIM\_ENTRY;
3. claimConfigContainer : DSName;
4. bIssueClaim := FALSE;
5. claim := null;
6. pAdSourcedClaims^ := null;
7. claimConfigContainer := DescendantObject( ConfigNC(),
8. "CN=Claim Types, CN=Claims Configuration, CN=Services");
9. pAdSourcedClaims^.usClaimsSourceType := CLAIMS\_SOURCE\_TYPE\_AD;
10. for (x in children claimConfigContainer)
11. if (x!msDS-ClaimSourceType = "AD" &&
12. x!msDS-ClaimTypeAppliesToClass in principalClass &&
13. ValidateClaimDefinition(x))
14. bIssueClaim := TRUE;
15. endif
16. if (bIssueClaim && pADPrincipal^!(x!msDS-ClaimAttributeSource) ≠ null)
17. claim.Id := x!name;
18. claim.Type := x!msDS-ClaimValueType;
19. claim.ValueCount :=
20. pADPrincipal^!(x!msDS-ClaimAttributeSource).count();
21. if (x!msDs-ClaimAttributeSource.Syntax = 2.5.5.1)
22. claim.Values :=
23. pADPrincipal^!(x!msDS-ClaimAttributeSource)[].DN;
24. else
25. claim.Values := pADPrincipal^!(x!msDS-ClaimAttributeSource)[];
26. endif
27. pAdSourcedClaims^.ClaimEntries.Add(claim);
28. pAdSourcedClaims^. ulClaimsCount :=
29. pAdSourcedClaims^. ulClaimsCount + 1;
30. endif
31. claim := null;
32. bIssueClaim := FALSE;
33. endfor
34. return;

###### GetCertificateSourcedClaims

1. procedure GetCertificateSourcedClaims (
2. principalClass : ObjectClass,
3. pCertificateStringsArray : set of unicodestring,
4. pCertificateSourcedClaims : ADDRESS of CLAIMS\_ARRAY)

This procedure is a helper routine that generates certificate-sourced [**claims**](#gt_d5c7aa9b-65be-4dd4-a686-cd5253eb203d) (section [3.1.1.11.1.3](#Section_a6a988cfa17049deac4f3c082865fce7)) from given strings for a given [**principal**](#gt_8492780e-99e2-47ba-8553-aedb8de9f9c0) type.

**principalClass:** The [**object class**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) of the principal for whom the claims are being generated.

**pCertificateStringsArray:** A set of [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) strings.

**pCertificateSourcedClaims:** The address of a [CLAIMS\_ARRAY](#Section_41b2b30c2dd4475db02467dd9ad5d020) structure used for the output certificate-sourced claims.

**Return Values:** This procedure does not return a value.

**Logical Processing:**

1. bIssueClaim : boolean;
2. claim : CLAIM\_ENTRY;
3. claimConfigContainer : DSName;
4. bIssueClaim := FALSE;
5. claim := null;
6. pCertificateSourcedClaims^ := null;
7. claimConfigContainer := DescendantObject( ConfigNC(),
8. "CN=Claim Types, CN=Claims Configuration, CN=Services");
9. pCertificateSourcedClaims^.usClaimsSourceType :=
10. CLAIMS\_SOURCE\_TYPE\_CERTIFICATE;
11. for (x in children claimConfigContainer)
12. if (x!msDS-ClaimSourceType = "Certificate" &&
13. x!msDS-ClaimTypeAppliesToClass in principalClass &&
14. ValidateClaimDefinition(x))
15. bIssueClaim := TRUE;
16. endif
17. if (bIssueClaim && x!msDS-ClaimSource in pCertificateStringsArray)
18. claim.Id := x!msDS-ClaimSource;
19. claim.Type := x!msDS-ClaimValueType;
20. claim.ValueCount := 1;
21. claim.Values := TRUE;
22. pCertificateSourcedClaims^.ClaimEntries.Add(claim);
23. pCertificateSourcedClaims^.ulClaimsCount :=
24. pCertificateSourcedClaims^.ulClaimsCount + 1;
25. endif
26. claim := null;
27. bIssueClaim := FALSE;
28. endfor
29. return;

###### GetConstructedClaims

1. procedure GetConstructedClaims (
2. pADPrincipal : ADDRESS OF DSNAME,
3. principalClass : ObjectClass,
4. pConstructedClaims : ADDRESS OF CLAIMS\_ARRAY)

This procedure is a helper routine that computes constructed [**claims**](#gt_d5c7aa9b-65be-4dd4-a686-cd5253eb203d) (section [3.1.1.11.1.3](#Section_A6A988CFA17049DEAC4F3C082865FCE7)) for a given [**principal**](#gt_8492780e-99e2-47ba-8553-aedb8de9f9c0) from [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) by using the Claims Dictionary (section [3.1.1.11.1.2](#Section_024CEF36BFF148ACA8F9676675B5D9B1)).

**pADPrincipal:** The principal whose Active Directory claims are to be retrieved.

**principalClass:** The [**object class**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) of the principal.

**pConstructedClaims:** The address of a [CLAIMS\_ARRAY (section 2.2.18.6)](#Section_41B2B30C2DD4475DB02467DD9AD5D020) structure that is used for the output constructed claims.

**Return Values:** This procedure does not return a value.

**Logical Processing:**

1. bIssueClaim : boolean;
2. claim: CLAIM\_ENTRY;
3. claimConfigContainer : DSName;
4. bIssueClaim := FALSE;
5. claim := null;
6. pConstructedClaims^ := null;
7. claimConfigContainer := DescendantObject( ConfigNC(),
8. "CN=Claim Types, CN=Claims Configuration, CN=Services");
9. /\*
10. Constructed claims use the CLAIMS\_SOURCE\_TYPE\_AD source type.
11. \*/
12. pConstructedClaims^.usClaimsSourceType := CLAIMS\_SOURCE\_TYPE\_AD;
13. for (each x in children claimConfigContainer)
14. if (x!msDS-ClaimSourceType = "Constructed" &&
15. x!msDS-ClaimTypeAppliesToClass in principalClass &&
16. ValidateClaimDefinition(x))
17. bIssueClaim := TRUE;
18. endif
19. if (bIssueClaim)
20. /\*
21. Currently only the AuthenticationSilo claim is supported
22. \*/
23. if (x.Name = "ad://ext/AuthenticationSilo")
24. claim := GetAuthSiloClaim(pADPrincipal)
25. if (claim != null)
26. pConstructedClaims^.ClaimEntries.Add(claim);
27. pConstructedClaims^.ulClaimsCount :=
28. pConstructedClaims^.ulClaimsCount + 1;
29. endif
30. endif
31. endif
32. endfor
33. return;

###### EncodeClaimsSet

1. procedure EncodeClaimsSet (
2. pClaimsSet : ADDRESS OF CLAIMS\_SET,
3. pClaimsBlob : ADDRESS OF CLAIMS\_BLOB)

This procedure is a helper routine that encodes a given [**claims**](#gt_d5c7aa9b-65be-4dd4-a686-cd5253eb203d) set into a claims [**BLOB**](#gt_ad861812-8cb0-497a-80bb-13c95aa4e425).

**pClaimsSet:** The address of the input [CLAIMS\_SET](#Section_cde2d5123a1543f794fccfac5588adaf) structure that is to be encoded.

**pClaimsBlob:** The address of the output [CLAIMS\_BLOB](#Section_cdbab044ca614ca5a0674720dedf62bc) structure that receives the encoded claims set.

**Return Values:** This procedure does not return a value.

**Logical Processing:**

1. encodedClaimsSet: BYTE[];
2. encodedClaimsSetSize: ULONG;
3. claimsSetMetadata: CLAIMS\_SET\_METADATA;
4. encodedClaimsSet := null;
5. encodedClaimsSetSize := 0;
6. claimsSetMetadata := null;
7. pClaimsBlob^ := null;
8. NdrEncode (pClaimsSet, ADDRESS OF encodedClaimsSet,
9. ADDRESS OF encodedClaimsSetSize);
10. FillClaimsSetMetadata(
11. ADDRESS OF encodedClaimsSet,
12. ADDRESS OF encodedClaimsSetSize,
13. ADDRESS OF claimsSetMetadata);
14. NdrEncode (
15. claimsSetMetadata,
16. ADDRESS OF pClaimsBlob^.EncodedBlob,
17. ADDRESS OF pClaimsBlob^.ulBlobSizeinBytes);
18. return;

###### FillClaimsSetMetadata

1. Procedure FillClaimsSetMetadata (
2. pByteArray : BYTE ARRAY,
3. ulBufferSizeinBytes : ULONG,
4. pClaimsSetMetadata : ADDRESS OF CLAIMS\_SET\_METADATA)

This procedure is a helper routine that fills a [CLAIMS\_SET\_METADATA](#Section_bf4a98a1f2ea4597873debbee41ef43d) structure using a given byte buffer after compressing the buffer based on its size.

**pByteArray:** A byte array of size *ulBufferSizeinBytes* that is used to fill in the CLAIMS\_SET\_METADATA structure.

**ulBufferSizeinBytes:** The size of the byte array.

**pClaimsSetMetadata:** The address of a CLAIMS\_SET\_METADATA structure, whose data is generated from the *pByteArray* parameter.

**Return Values:** This procedure does not return a value.

**Logical Processing:**

1. CompressionFormat : CLAIMS\_COMPRESSION\_FORMAT;
2. CompressionFormat := COMPRESSION\_FORMAT\_XPRESS\_HUFF;
3. pClaimsSetMetadata^ := null;
4. if (ulBufferSizeinBytes = 0)
5. return;
6. endif
7. pClaimsSetMetadata^.ulUncompressedClaimsSetSize := ulBufferSizeinBytes;
8. if (ulBufferSizeinBytes < 0x100)
9. pClaimsSetMetadata^.ulClaimsSetSize := ulBufferSizeinBytes;
10. pClaimsSetMetadata^.ClaimsSet := pByteArray;
11. return;
12. endif
13. pClaimsSetMetadata^.usCompressionFormat := CompressionFormat;
14. RunCompressionAlgorithm(
15. TRUE,
16. CompressionFormat,
17. pByteArray,
18. ulBufferSizeinBytes,
19. ADDRESS OF pClaimsSetMetadata^.ClaimsSet,
20. ADDRESS OF pClaimsSetMetadata^.ulClaimsSetSize)
21. return;

###### RunCompressionAlgorithm

1. procedure RunCompressionAlgorithm (
2. compressData : boolean,
3. compressionFormat : CLAIMS\_COMPRESSION\_FORMAT,
4. pInByteArray : BYTE ARRAY,
5. ulBufferSizeinBytes : ULONG,
6. pOutByteArray : ADDRESS OF BYTE ARRAY,
7. pOutByteArraySizeinBytes : ADDRESS OF ULONG)

This is a helper method that implements the compression and decompression algorithms listed in section [2.2.18.4](#Section_4a0a453de42a4251869d922342a343cf). This method compresses or decompresses the given input data using the algorithm identified by the input *compressionFormat* parameter. If the compression algorithm encounters an error during its operation, the output byte array is cleared.

**compressData:** Specifies the compression direction. If set to TRUE, this method compresses the input data; otherwise, the method decompresses the input data.

**compressionFormat:** Specifies the compression or decompression algorithm.

**pInByteArray:** The input byte array of size *ulBufferSizeinBytes* that is to be compressed or decompressed.

**ulBufferSizeinBytes:** The size of the input byte array.

**pOutByteArray:** The address of the output byte array.

**pOutByteArraySizeinBytes:** The address of a ULONG that will contain the size of the output byte array.

**Return Values:** This procedure does not return a value.

**Logical Processing:**

1. pOutByteArray^ := null;
2. pOutByteArraySizeinBytes^ := null;
3. if (compressionFormat = COMPRESSION\_FORMAT\_LZNT1)
4. if compressData
5. pOutByteArray^ := CompressUsing\_LZNT1;
6. else
7. pOutByteArray^ := UncompressUsing\_LZNT1;
8. endif
9. else if (compressionFormat = COMPRESSION\_FORMAT\_XPRESS)
10. if compressData
11. pOutByteArray^ := CompressUsing\_XPRESS;
12. else
13. pOutByteArray^ := UncompressUsing\_XPRESS;
14. endif
15. else if (compressionFormat = COMPRESSION\_FORMAT\_XPRESS\_HUFF)
16. if compressData
17. pOutByteArray^ := CompressUsing\_XPRESS\_HUFF;
18. else
19. pOutByteArray^ := UncompressUsing\_XPRESS\_HUFF;
20. endif
21. else
22. pOutByteArray^ := ADDRESS OF pInByteArray;
23. pOutByteArraySizeinBytes^ := ulBufferSizeinBytes;
24. endif
25. return;

###### NdrEncode

1. procedure NdrEncode (
2. pStructX : ADDRESS of struct X,
3. pSerializedData : BYTE ARRAY,
4. pDataLengthInBytes : ADDRESS OF ULONG)

This is a per-structure helper function that serializes a structure into an array of bytes using the NDR Type Serialization engine, as specified in [[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15) section 2.2.6. This function returns a null output buffer in case of errors.

**pStructX:** The address of a structure of some type (represented by "X") that needs to be serialized.

**pSerializedData:** A byte array of length *pDataLengthInBytes* that contains the output serialized data.

**pDataLengthInBytes:** The address of a ULONG that will contain the size of the output byte array.

**Return Values:** This procedure does not return a value.

###### NdrDecode

1. procedure NdrDecode (
2. pSerializedData : BYTE ARRAY,
3. dataLengthInBytes : ULONG,
4. pStructX : ADDRESS of struct X)

This is a per-structure helper function that deserializes a byte array into a structure using the NDR type deserialization engine, as specified in [[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15) section 2.2.6. This function returns a null structure as output in case of errors.

**pSerializedData:** A byte array of length **dataLengthInBytes** that contains the input serialized data.

**dataLengthInBytes:** The length of the pSerializedData byte array.

**pStructX:** The address of a structure of some type (represented by "X") that receives the deserialized data.

**Return Values:** This procedure does not return a value.

###### DecodeClaimsSet

1. procedure DecodeClaimsSet (
2. pClaimsBlob : ADDRESS OF CLAIMS\_BLOB,
3. pClaimsSet : ADDRESS OF CLAIMS\_SET)

This method decodes the given [CLAIMS\_BLOB](#Section_cdbab044ca614ca5a0674720dedf62bc) structure into a [CLAIMS\_SET](#Section_cde2d5123a1543f794fccfac5588adaf) structure and performs various validations on it. Upon successful validation, the output CLAIMS\_SET structure is filled. In the case of errors, an empty output CLAIMS\_SET structure is returned.

**pClaimsBlob:** The address of a CLAIMS\_BLOB structure that is to be decoded.

**pClaimsSet:** The address of a CLAIMS\_SET structure that receives the decoded output.

**Return Values:** This procedure does not return a value.

**Logical Processing:**

1. claimsSetMetaData : CLAIMS\_SET\_METADATA;
2. pByteArray : BYTE[];
3. ulBufferSizeinBytes: ULONG;
4. claimsSetMetaData := null;
5. pByteArray := null;
6. ulBufferSizeinBytes := 0;
7. pClaimsSet^ := null;
8. if (pClaimsBlob^.ulBlobSizeinBytes = 0)
9. return;
10. endif
11. NdrDecode (
12. pClaimsBlob^.EncodedBlob,
13. pClaimsBlob^.ulBlobSizeinBytes,
14. ADDRESS OF claimsSetMetadata);
15. if (claimsSetMetadata.ulClaimsSetSize = 0)
16. return;
17. endif
18. RunCompressionAlgorithm(
19. FALSE,
20. claimsSetMetadata.usCompressionFormat,
21. claimsSetMetadata.ClaimsSet,
22. claimsSetMetadata.ulClaimsSetSize,
23. ADDRESS OF pByteArray,
24. ADDRESS OF ulBufferSizeinBytes);
25. if (ulBufferSizeinBytes = 0 ||
26. ulBufferSizeinBytes ≠ claimsSetMetadata.ulUncompressedClaimsSetSize)
27. return;
28. endif
29. NdrDecode (pByteArray, ulBufferSizeinBytes, pClaimsSet);
30. return;

###### TransformClaimsOnTrustTraversal

1. procedure TransformClaimsOnTrustTraversal (
2. pInputClaimsBlob : ADDRESS OF CLAIMS\_BLOB,
3. trustName : unicodestring,
4. fIncomingDirection : boolean,
5. pOutputClaimsBlob : ADDRESS OF CLAIMS\_BLOB) : ULONG

This procedure defines the logical processing for transforming a set of [**claims**](#gt_d5c7aa9b-65be-4dd4-a686-cd5253eb203d) on [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) traversal. This procedure uses the **Claim** data structure defined in [[MS-CTA]](%5bMS-CTA%5d.pdf#Section_5e5a5e483c9f46daac3dea3044a74c21) section 2.1.2 and invokes the Claims Transformation Algorithm ([MS-CTA] section 2.1) for intermediate processing.

**pInputClaimsBlob:** The address of the [CLAIMS\_BLOB](#Section_CDBAB044CA614CA5A0674720DEDF62BC) structure that contains the set of claims that are to be transformed.

**trustName:** The name of the trust that is being traversed.

**fIncomingDirection:** The direction of traversal. This parameter MUST be set to TRUE if the claims originated outside the trust boundary and are entering the trust boundary; otherwise, this parameter MUST be set to FALSE.

**pOutputClaimsBlob:** The address of a CLAIMS\_BLOB structure that receives the transformed claims output.

**Return Values:** This procedure returns zero upon success or a nonzero result upon failure.

**Logical Processing:**

1. trustDsName : DSName;
2. claimsTransformRulesXml : string;
3. claimsTransformRulesText : string;
4. status : ULONG;
5. CTAInputClaims : Claim[];
6. CTAOutputClaims : Claim[];
7. outputClaimsUnfiltered : CLAIMS\_ARRAY;
8. systemContainer : DSName;
9. trustDsName := null;
10. claimsTransformRulesXml := null;
11. claimsTransformRulesText := null;
12. status := 0;
13. CTAInputClaims := null;
14. CTAOutputClaims := null;
15. outputClaimsUnfiltered := null;
16. systemContainer := DescendantObject( DefaultNC(), "CN=System");
17. for (x in children systemContainer )
18. if (x!name = trustName)
19. trustDsName := x
20. break;
21. endif
22. endfor
23. if (trustDsName = null)
24. return ERROR\_INVALID\_PARAMETER;
25. endif
26. status := GetClaimsTransformationRulesXml(trustDsName, fIncomingDirection,
27. ADDRESS OF claimsTransformRulesXml)
28. if (status ≠ 0 and
29. status ≠ ERROR\_DS\_OBJ\_NOT\_FOUND)
30. pOutputClaimsBlob^ := 0;
31. return 0;
32. endif
33. if (status = ERROR\_DS\_OBJ\_NOT\_FOUND)
34. if (fIncomingDirection = FALSE)
35. pOutputClaimsBlob^ := pInputClaimsBlob^;
36. else
37. pOutputClaimsBlob^ := 0;
38. endif
39. endif
40. if (claimsTransformRulesXml ≠ null)
41. status := GetTransformationRulesText (claimsTransformRulesXml,
42. ADDRESS OF claimsTransformRulesText);
43. if (status ≠ 0)
44. pOutputClaimsBlob^ := 0;
45. endif
46. endif
47. GetCTAClaims (pInputClaimsBlob^, ADDRESS OF CTAInputClaims);
48. // Invoke the Claims Transformation Algorithm
49. // specified generally in [MS-CTA] section 2 and more specifically
50. // in [MS-CTA] section 2.1.3 with the following parameter mappings:
51. // CTAInputClaims --> InputClaims
52. // claimsTransformRulesText --> InputTransformationRulesText
53. // ADDRESS OF CTAOutputClaims --> OutputClaims
54. // status --> ReturnValue
55. if (status ≠ 0)
56. pOutputClaimsBlob^ := 0;
57. return 0;
58. endif
59. CollapseMultiValuedClaims (CTAOutputClaims, ADDRESS OF outputClaimsUnfiltered);
60. FilterAndPackOutputClaims(outputClaimsUnfiltered,
61. fIncomingDirection, pOutputClaimsBlob);
62. return 0;

###### GetClaimsTransformationRulesXml

1. procedure GetClaimsTransformationRulesXml (
2. trustDSName : DSNAME,
3. fIncomingDirection : boolean,
4. pClaimsTransformRulesXml : unicodestring) : ULONG

This is a helper procedure that retrieves the transformation rules (section [3.1.1.11.1.5](#Section_3aa672b6a46b4707adff01a02e97d956)) stored in the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) for a given [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) and claims-traversal direction.

**trustDSName:** The DSName of the trust.

**fIncomingDirection:** The direction of traversal. This parameter MUST be set to TRUE if the caller requires transformation rules for [**claims**](#gt_d5c7aa9b-65be-4dd4-a686-cd5253eb203d) that are entering the trust boundary; otherwise, this parameter MUST be set to FALSE.

**pClaimsTransformRulesXML:** The XML-encapsulated rules-text that is read directly from the directory.

**Return Values:** This procedure returns zero when it successfully returns the claims transformation rules. It returns ERROR\_DS\_OBJ\_NOT\_FOUND when no claims transformation rules are configured for the given input. Other errors are returned for all other conditions including invalid input parameters and the condition wherein the claims transformation is incorrectly configured.

**Logical Processing:**

1. claimsTransformObject : DSNAME;
2. status : ULONG;
3. allowedClaimsTransformPolicies : DSName;
4. pClaimsTransformRulesXml^ := NULL;
5. claimsTransformObject := NULL;
6. status := 0;
7. allowedClaimsTransformPolicies := DescendantObject(ConfigNC(),
8. "CN=Claims Transformation Policies, CN=Claims Configuration, CN=Services");
9. if (trustDSName = null)
10. return ERROR\_INVALID\_PARAMETER;
11. endif
12. if (fIncomingDirection)
13. claimsTransformObject :=
14. trustDSName!msDS-IngressClaimsTransformationPolicy;
15. else
16. claimsTransformObject :=
17. trustDSName!msDS-EgressClaimsTransformationPolicy;
18. endif
19. if (claimsTransformObject = NULL)
20. return ERROR\_DS\_OBJ\_NOT\_FOUND;
21. endif
22. if (claimsTransformObject not in children allowedClaimsTransformPolicies)
23. return ERROR\_INVALID\_PARAMETER;
24. endif
25. pClaimsTransformRulesXml^ :=
26. ClaimsTransformObject!msDS-TransformationRules;
27. return 0;

###### GetTransformationRulesText

1. procedure GetTransformationRulesText (
2. claimsTransformRulesXML : unicodestring,
3. claimsTransformRulesText : unicodestring) : ULONG

This procedure validates the given string for the expected XML encapsulation of [**claims**](#gt_d5c7aa9b-65be-4dd4-a686-cd5253eb203d) transformation rules stored in the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) and retrieves the plain-text claims transformation rules from the XML. For explanatory purposes, this procedure uses an XPath 1.0 [[XPATH]](https://go.microsoft.com/fwlink/?LinkId=90611) query to extract the plain-text rules from the XML.

**claimsTransformRulesXML:** The XML-encapsulated rules text that was read from the directory.

**claimsTransformRulesText:** The rules text that is extracted from the given input.

**Return Values:** This procedure returns zero upon success along with the claims transformation rules text; otherwise, this procedure returns an error.

**Logical Processing:** (includes citation for [[XMLSCHEMA1]](https://go.microsoft.com/fwlink/?LinkId=90608))

1. 1. Set claimsTransformRulesText to NULL
2. 2. If claimsTransformRulesXML is NULL, return zero.
3. 3. If claimsTransformRulesXML is not well-formed XML (see [XMLSCHEMA1])
4. return an error.
5. 4. Extract the rules from the first Rules node by executing the following
6. XPath query over claimsTransformRulesXML:
7. /ClaimsTransformationPolicy/Rules[@version="1"][1][text()]
8. 5. If the XPATH query in step 4 cannot be executed, return an error.
9. 6. Set claimsTransformRulesText equal to the results of the XPATH query in
10. step 4 and return success.

###### GetCTAClaims

1. procedure GetCTAClaims (
2. inputClaimsBlob : CLAIMS\_BLOB,
3. outputCTAClaims : set of Claim)

This is a helper procedure that converts a [CLAIMS\_BLOB](#Section_cdbab044ca614ca5a0674720dedf62bc) into a set of Claim structures, which are defined in [[MS-CTA]](%5bMS-CTA%5d.pdf#Section_5e5a5e483c9f46daac3dea3044a74c21) section 2.1.2.

**inputClaimsBlob:** The input CLAIMS\_BLOB structure.

**outputCTAClaims:** The set of output CTA Claim structures.

**Return Values:** This procedure does not return a value.

**Logical Processing:**

1. inputClaimsSet : CLAIMS\_SET;
2. valueType : string;
3. inputClaimsSet := null;
4. outputCTAClaims := null;
5. DecodeClaimsSet(ADDRESS OF inputClaimsBlob, ADDRESS OF inputClaimsSet);
6. for each array in inputClaimsSet.ClaimsArrays
7. for each claim in array.ClaimEntries
8. if (claim.Type = CLAIM\_TYPE\_INT64)
9. valueType := "int64";
10. else if (claim.Type = CLAIM\_TYPE\_UINT64)
11. valueType := "uint64";
12. else if (claim.Type = CLAIM\_TYPE\_BOOLEAN)
13. valueType := "boolean";
14. else if (claim.Type = CLAIM\_TYPE\_STRING)
15. valueType := "string";
16. endif
17. for each value in claim.Values
18. outputCTAClaims.Add(TYPE = claim.Id, VALUE\_TYPE = valueType,
19. VALUE = value);
20. endfor
21. endfor
22. endfor

###### CollapseMultiValuedClaims

1. procedure CollapseMultiValuedClaims (
2. cTAClaims : set of Claim,
3. pOutputClaims : ADDRESS OF CLAIMS\_ARRAY) : ULONG

This is a helper procedure that converts a given set of Claim structures (defined in [[MS-CTA]](%5bMS-CTA%5d.pdf#Section_5e5a5e483c9f46daac3dea3044a74c21) section 2.1.2) into a [CLAIMS\_ARRAY](#Section_41b2b30c2dd4475db02467dd9ad5d020) structure. This procedure also aggregates more than one [**single-valued claim**](#gt_644c2b05-15cc-4e76-a0fd-8dc52e730530) of the same type, removes any duplicates from each aggregate, and collapses the remaining single-valued claims in that aggregate into one [**multi-valued claim**](#gt_835cdb2b-94a9-4c14-a607-d6bf2d416cfc).

**cTAClaims:** The input set of Claim structures.

**pOutputClaims:** The address of the output CLAIMS\_ARRAY structure.

**Return Values:** This procedure returns zero upon success or an error otherwise.

**Logical Processing:**

1. tempClaim : CLAIM\_ENTRY;
2. valueType : USHORT;
3. tempClaim := null;
4. valueType := 0;
5. for each claim1 in cTAClaims
6. if (claim1.VALUE\_TYPE = "int64")
7. valueType := CLAIM\_TYPE\_INT64;
8. else if (claim1.VALUE\_TYPE = "uint64")
9. valueType := CLAIM\_TYPE\_UINT64;
10. else if (claim1.VALUE\_TYPE = "boolean")
11. valueType := CLAIM\_TYPE\_BOOLEAN;
12. else if (claim1.VALUE\_TYPE = "string")
13. valueType := CLAIM\_TYPE\_STRING;
14. endif
15. tempClaim := (Id = claim1.TYPE, Type = valueType,
16. ValueCount = count of claim1.VALUE, Values = claim1.VALUE);
17. for each claim2 in (cTAClaims – claim1)
18. if (claim1.TYPE = claim2.TYPE and
19. claim1.VALUE\_TYPE = claim2.VALUE\_TYPE and
20. (claim2.VALUE\_TYPE NOT in tempClaim.Values))
21. tempClaim.Values := tempClaim.Values + Claim2.VALUE;
22. endif
23. endfor
24. pOutputClaims^.claims := pOutputClaims^.claims + tempClaim;
25. endfor
26. return 0;

###### FilterAndPackOutputClaims

1. procedure FilterAndPackOutputClaims (
2. inputClaims : CLAIMS\_ARRAY,
3. fIncomingDirection : boolean,
4. pOutputClaimsBlob : ADDRESS OF CLAIMS\_BLOB) : ULONG

This is a helper procedure that [**filters**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda) and packs the given [CLAIMS\_ARRAY](#Section_41b2b30c2dd4475db02467dd9ad5d020) structure using the Claims Dictionary ([3.1.1.11.1.2](#Section_024cef36bff148aca8f9676675b5d9b1)) in the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62). Filtering is done only for [**claims**](#gt_d5c7aa9b-65be-4dd4-a686-cd5253eb203d) in the incoming direction as indicated by the *fIncomingDirection* parameter, and involves the removal of any claims whose types are not defined in the dictionary. Packing of claims involves sorting them into CLAIMS\_ARRAY structures based on the claims source type as listed in the Claims Dictionary, and packing them into a [CLAIMS\_BLOB](#Section_cdbab044ca614ca5a0674720dedf62bc) structure.

**inputClaims:** The input CLAIMS\_ARRAY structure that is to be filtered.

**fIncomingDirection:** The direction of traversal. This parameter MUST be set to TRUE if the claims originated outside the [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) boundary and are entering the trust boundary; otherwise, this parameter MUST be set to FALSE.

**pOutputClaimsBlob:** The address of a CLAIMS\_BLOB structure for the output.

**Return Values:** This procedure returns zero upon success or an error otherwise.

**Logical Processing:**

1. status : ULONG;
2. claimConfigContainer : DSName
3. outputClaimsSet : CLAIMS\_SET;
4. fMatchFound : boolean;
5. claimType : CLAIMS\_SOURCE\_TYPE;
6. status := 0;
7. claimConfigContainer := DescendantObject( ConfigNC(),
8. "CN=Claim Types, CN=Claims Configuration, CN=Services");
9. fMatchFound := FALSE;
10. claimType := null;
11. pOutputClaimsBlob^ := null;
12. outputClaimsSet := null;
13. if (status ≠ 0)
14. return status;
15. endif
16. outputClaimsSet.ClaimsArrays[0].ClaimsSourceType := CLAIMS\_SOURCE\_TYPE\_AD;
17. outputClaimsSet.ClaimsArrays[1].ClaimsSourceType :=
18. CLAIMS\_SOURCE\_TYPE\_CERTIFICATE;
19. for each claim in inputClaims.ClaimEntries
20. fMatchFound := FALSE;
21. for (each claimdef in children claimConfigContainer &&
22. NOT fMatchFound && ValidateClaimDefinition(claimdef))
23. if (claimdef!msDS-ClaimSourceType = "Certificate")
24. claimType := CLAIMS\_SOURCE\_TYPE\_CERTIFICATE;
25. else if (claimdef!msDS-ClaimSourceType = "AD")
26. claimType := CLAIMS\_SOURCE\_TYPE\_AD;
27. else if (claimdef!msDS-ClaimSourceType = "TransformPolicy")
28. claimType := CLAIMS\_SOURCE\_TYPE\_AD;
29. endif
30. if (claimdef!Enabled AND
31. claim.Id = claimdef!name AND
32. claim.Type = claimdef!msDS-ClaimValueType)
33. // Filter and sort claims in the incoming direction
34. if (fIncomingDirection)
35. if (claimType = CLAIMS\_SOURCE\_TYPE\_CERTIFICATE)
36. outputClaimsSet.ClaimsArrays[1].ClaimEntries =
37. outputClaimsSet.ClaimsArrays[1].ClaimEntries +
38. claim;
39. else if (claimType = CLAIMS\_SOURCE\_TYPE\_AD)
40. outputClaimsSet.ClaimsArrays[0].ClaimEntries =
41. outputClaimsSet.ClaimsArrays[0].ClaimEntries +
42. claim;
43. endif
44. endif
45. fMatchFound := TRUE;
46. endif
47. endfor
48. // Sort claims on the outgoing direction
49. if (!fIncomingDirection)
50. if (claimType = CLAIMS\_SOURCE\_TYPE\_CERTIFICATE)
51. outputClaimsSet.ClaimsArrays[1].ClaimEntries =
52. outputClaimsSet.ClaimsArrays[1].ClaimEntries + claim;
53. else
54. outputClaimsSet.ClaimsArrays[0].ClaimEntries =
55. outputClaimsSet.ClaimsArrays[0].ClaimEntries + claim;
56. endif
57. endif
58. endfor
59. EncodeClaimsSet(ADDRESS OF outputClaimsSet, pOutputClaimsBlob);
60. return 0;

###### ValidateClaimDefinition

1. procedure ValidateClaimDefinition (
2. claimDefinition : DSNAME) : Boolean

This is a helper procedure that validates a [**claim**](#gt_d5c7aa9b-65be-4dd4-a686-cd5253eb203d) definition defined in the [Claims Dictionary (section 3.1.1.11.1.2)](#Section_024cef36bff148aca8f9676675b5d9b1) in the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62). The validation ensures that the correct [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) values are populated in the claim definition.

**claimDefinition:** The **DSNAME** of the claim definition in the Claims Dictionary that needs to be validated.

**Return Values:** This procedure returns TRUE if the claim definition is valid and FALSE otherwise.

**Logical Processing:**

1. status : Boolean;
2. status := FALSE;
3. if (claimDefinition = null ||
4. claimDefinition!name = null ||
5. NOT claimDefinition!Enabled ||
6. claimDefinition!msDS-ClaimValueType = null)
7. return status;
8. endif
9. if (claimDefinition!msDS-ClaimSourceType = "Certificate" &&
10. claimDefinition!msDS-ClaimAttributeSource = null &&
11. claimDefinition!msDS-ClaimSource ≠ null &&
12. claimDefinition!msDS-ClaimValueType = CLAIM\_TYPE\_BOOLEAN)
13. status := TRUE;
14. else if (claimDefinition!msDS-ClaimSourceType = "AD" &&
15. claimDefinition!msDS-ClaimAttributeSource ≠ null &&
16. claimDefinition!msDs-ClaimAttributeSource.Syntax in
17. {2.5.5.1, 2.5.5.2, 2.2.5.8, 2.5.5.9, 2.5.5.12, 2.5.5.15, 2.5.5.16} &&
18. claimDefinition!msDS-ClaimValueType ≠ null)
19. if (claimDefinition!msDs-ClaimAttributeSource.Syntax in
20. {2.5.5.1, 2.5.5.12, 2.5.5.15} &&
21. claimDefinition!msDS-ClaimValueType = CLAIM\_TYPE\_STRING)
22. status := TRUE;
23. endif
24. if (claimDefinition!msDs-ClaimAttributeSource.Syntax = 2.5.5.2 &&
25. claimDefinition!msDS-ClaimValueType = CLAIM\_TYPE\_UINT64)
26. status := TRUE;
27. endif
28. if (claimDefinition!msDs-ClaimAttributeSource.Syntax in {2.5.5.9, 2.5.5.16} &&
29. claimDefinition!msDS-ClaimValueType = CLAIM\_TYPE\_INT64)
30. status := TRUE;
31. endif
32. if (claimDefinition!msDs-ClaimAttributeSource.Syntax = 2.5.5.8 &&
33. claimDefinition!msDS-ClaimValueType = CLAIM\_TYPE\_BOOLEAN)
34. status := TRUE;
35. endif
36. else if (claimDefinition!msDS-ClaimSourceType = "TransformPolicy" &&
37. claimDefinition!msDS-ClaimAttributeSource = null &&
38. claimDefinition!msDS-ClaimSource = null)
39. status := TRUE;
40. else if (claimDefinition!msDS-ClaimSourceType = "Constructed" &&
41. claimDefinition!msDS-ClaimAttributeSource = null &&
42. claimDefinition!msDS-ClaimSource = null)
43. status := TRUE;
44. endif
45. return status;

###### GetAuthSiloClaim

1. procedure GetAuthSiloClaim (
2. pADPrincipal : ADDRESS OF DSNAME) : CLAIM\_ENTRY

This is a helper procedure that computes the value of the ad://ext/AuthenticationSilo constructed [**claim**](#gt_d5c7aa9b-65be-4dd4-a686-cd5253eb203d) type for the specified [**principal**](#gt_8492780e-99e2-47ba-8553-aedb8de9f9c0).

**pADPrincipal:** The [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) principal to return an AuthenticationSilo claim for, if applicable.

**Return Values:** This procedure returns a [CLAIM\_ENTRY (section 2.2.18.5)](#Section_252D7E10EAF844E98B8D205B384F5782) if the specified principal is a member of an [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) silo; otherwise NULL.

**Logical Processing:**

1. claim : CLAIM\_ENTRY;
2. parentNC : DSName
3. siloMember : DSName
4. memberOfSilo : Boolean;
5. assignedSilo : DSName
6. /\*
7. AuthSiloClaim is not issued until the domain
8. functional level is at DS\_BEHAVIOR\_WIN2012R2
9. or higher.
10. \*/
11. parentNC := GetObjectNC(pADPrincipal)
12. if (parentNC!msDS-BehaviorVersion < DS\_BEHAVIOR\_WIN2012R2)
13. return NULL
14. endif
15. /\*
16. Check if user is assigned to an enforced silo.
17. \*/
18. assignedSilo := pADPrincipal!msDS-AssignedAuthNPolicySilo
19. if (assignedSilo = NULL ||
20. assignedSilo!msDS-AuthNPolicySiloEnforced = FALSE)
21. return NULL
22. endif
23. /\*
24. Check if silo is configured with the user as a member.
25. \*/
26. memberOfSilo := FALSE
27. foreach (siloMember in assignedSilo!msDS-AuthNPolicySiloMembers)
28. if (siloMember = pADPrincipal)
29. memberOfSilo := TRUE
30. break
31. endif
32. endfor
33. if (memberOfSilo = FALSE)
34. return NULL
35. endif
36. /\*
37. Fill in the claim details and return the claim.
38. \*/
39. claim.Id := "ad://ext/AuthenticationSilo";
40. claim.Type := CLAIM\_TYPE\_STRING
41. claim.ValueCount := 1
42. claim.Values := assignedSilo.name
43. return claim;

#### NC Rename

NC Rename is an operation that runs on a single [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) and changes the identity and identity-related information of [**NC replicas**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) hosted on the DC. Except where noted, these changes are strictly local to the abstract data of the DC (that is, the changes are not replicated). Because of this fact, NC Rename can result in multiple DCs wherein each DC hosts an NC replica of the same [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942), but each DC has different values for the abstract data relating to that NC. If such diverging changes are performed, the protocol places no restriction on the behavior of the DCs that hold the divergent abstract data. No mechanism in the protocol prevents such diverging changes. It is recommended to users of the NC Rename operation that great care be taken to make such possibly diverging changes on every DC that is affected by the operation, thereby avoiding such divergence.

To accomplish an NC Rename, three general classes of change need to be made. First, [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) directly associated with the name of the NC need to be modified. These attributes include such things as the [**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4) name and the [**fully qualified domain name (FQDN) (1)**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e) of the NC. Second, [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) and attributes associated with the interdomain [**trusts**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) that a [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) is a part of need to be modified. These objects and attributes include such things as [**trusted domain objects (TDOs)**](#gt_f2ceef4e-999b-4276-84cd-2e2829de5fc4) and [**interdomain trust accounts**](#gt_ba0d31d7-aa03-4e10-936a-a0ebd276ebc9). Third, the [**crossRef objects**](#gt_353fac65-0774-4ba8-8081-eb4c963f94e7) associated with the NCs need to be modified. Additionally, some changes are made to reflect the fact that the preceding types of changes have been completed.

NC Rename can be used to rename both domain NCs and [**application NCs**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a). In the case of application NCs, there are no interdomain trusts to [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493).

##### Abstract Data Types

An NC Rename operation is specified by an instance of the NCRenameDescription tuple. This section describes that tuple, including the tuple types that are included directly or indirectly in the NCRenameDescription tuple.

###### FlatName

1. type FlatName = A string composed of any alphanumeric characters except the quote character (") and characters ',' and '<'.

Instances of the FlatName type exist as fields of tuples of types [InterdomainTrustAccountDescription (section 3.1.1.12.1.4)](#Section_22B9FAC99B8240DEAC25CAC642CB4D56), [TrustedDomainObjectDescription (section 3.1.1.12.1.5)](#Section_A74DB2153C3548D68580C96EE3F767FF), [NCDescription (section 3.1.1.12.1.6)](#Section_67B2781EC8CD453DB295B0D2F75C8816), [DomainDescriptionElements (section 3.1.1.12.1.7)](#Section_E4EFE90280904DC68FED838439598447), and [NewTrustParentElements (section 3.1.1.12.1.9)](#Section_C53ACAAB1FCF4D8A9DE20AFDAB481BF5).

###### SPNValue

1. type SPNValue = A string that does not contain the quote character (").

Instances of the SPNValue type exist as members of the **SPNs** field of the [ServerDescription (section 3.1.1.12.1.3)](#Section_A06411D0356A412491E9194DDEC332FC) tuple.

###### ServerDescription

1. type ServerDescription = [
2. serverGuid: GUID,
3. ExistingDN: DN,
4. SPNs: A set containing 1 or more SPNValue elements
5. ]

An instance of a ServerDescription is a description of a specific [**object of class**](#gt_c2c67596-8d8f-42b9-9c70-1c4f7c952200) computer in the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9). Instances of ServerDescription exist as members of the **Servers** field of a DomainDescriptionElements tuple (section [3.1.1.12.1.7](#Section_E4EFE90280904DC68FED838439598447)).

**serverGuid:** Holds the value of the objectGUID [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) on the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). The value of this field is unique across all instances of ServerDescription.

**ExistingDN:** Holds the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the object. The value of this field is unique across all instances of ServerDescription.

**SPNs:** A set of SPNValue elements (section [3.1.1.12.1.2](#Section_1bb0c4c8aab5497da1fa1e8a80bc67c2)) to be used in pre-process verification. Successful verification requires that values in the **SPNs** field also exist as values of the attribute SPN on the object. For more information, see section [3.1.1.12.1.4](#Section_22b9fac99b8240deac25cac642cb4d56).

###### InterdomainTrustAccountDescription

1. type InterdomainTrustAccountDescription = [
2. Guid: GUID,
3. ParentDNFromDomainDN: DN,
4. ExistingFlatName: FlatName
5. NewFlatName: FlatName
6. ]

An InterdomainTrustAccountDescription is a description of a specific interdomain [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) account [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) (see section [6.1.6.8](#Section_AC527B5B0E8848A18C73497D40388D04)) stored in the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) and the changes to be performed as part of the NC Rename operation. Instances of InterdomainTrustAccountDescription exist as members of the **InterdomainTrustAccounts** field of the DomainDescription tuple (section [3.1.1.12.1.8](#Section_bf047c1363ba4715ba0aa9088c00015a)).

**GUID:** Holds the value of the objectGUID [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the object. The value of this field is unique across all instances of InterdomainTrustAccountDescription.

**ParentDNFromDomainDN:** Holds the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) that, when prepended to the **ExistingDN** field of the instance of the DomainDescription tuple that contains this instance of an InterdomainTrustAccountDescription as an element of the **InterdomainTrustAccounts** field (section [3.1.1.12.1.7](#Section_e4efe90280904dc68fed838439598447)), results in the DN of the object that is the parent of the interdomain trust account object.

**ExistingFlatName:** Holds the value of the sAMAccountName attribute of the object. The value of this field is unique across all instances of InterdomainTrustAccountDescription.

**NewFlatName:** Holds the value to which the sAMAccountName attribute on the object is to be set as part of the NC Rename operation. The value of this field is unique across all instances of InterdomainTrustAccountDescription. This value is a valid SAM account name.

###### TrustedDomainObjectDescription

1. type TrustedDomainObjectDescription = [
2. Guid: GUID,
3. SID: SecurityIdentifier,
4. ExistingTrustPartnerDNSName: DNSAddress,
5. NewTrustPartnerDNSName: DNSAddress,
6. NewTrustPartnerFlatName: FlatName
7. ]

A TrustedDomainObjectDescription is a description of a specific interdomain [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) account [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that is stored in the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) and the changes to be performed as part of the NC Rename operation. Instances of TrustedDomainObjectDescription exist as members of the **TrustedDomainObjects** field of a DomainDescriptionElements tuple (section [3.1.1.12.1.7](#Section_e4efe90280904dc68fed838439598447)).

**Guid:** Holds the value of the objectGUID [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) on the object. The value of this field is unique across all instances of TrustedDomainObjectDescription.

**SID:** Holds the value of the objectSid attribute of the object. The value of this field is unique across all instances of TrustedDomainObjectDescription.

**ExistingTrustPartnerDNSName:** Holds the value of the trustPartner attribute on the object. The value of this field is unique across all instances of TrustedDomainObjectDescription.

**NewTrustPartnerDNSName:** Holds the value that the trustPartner attribute of the object is to be set to as part of the NC Rename operation. The value of this field is unique across all instances of TrustedDomainObjectDescription.

**NewTrustPartnerFlatName:** Holds the value that the flatName attribute of the object is to be set to as part of the NC Rename operation. The value of this field is unique across all instances of TrustedDomainObjectDescription. This value is a valid value for the flatName attribute.

###### NCDescription

1. type NCDescription = [
2. Guid: GUID,
3. ExistingDN: DN,
4. NewDN: DN,
5. CrossRefGuid: GUID,
6. NewDNSName: DNSAddress,
7. ExistingFlatName: FlatName
8. ]

An NCDescription is a description of a specific [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) and the changes to be performed as part of the NC Rename operation. Instances of NCDescription exist as members of the **AppNCs** field of an NCRenameDescription tuple (section [3.1.1.12.1.11](#Section_51d919b22ab447b58e55fdfb15f286c7)), indirectly as the **RootDomain** field of an NCRenameDescription tuple, and indirectly as members of the **TrustTreeRootDomains** and **TrustTreeNonRootDomains** fields of an NCRenameDescription tuple.

Two [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) are referenced by this tuple: the **NCRoot** and the **NCCrossRef**, as defined below.

**Guid:** Holds the value of the objectGUID [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the object that is the root of the NC replica. The value of this field is unique across all instances of NCDescription. This object is referred to here as the "**NCRoot** object".

**ExistingDN:** Holds the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the **NCRoot** object. The value of this field is unique across all instances of NCDescription.

**NewDN:** Holds the value that the DN of the **NCRoot** object is to be set to as part of the NC Rename operation. The value of this field is unique across all instances of NCDescription.

**CrossRefGuid:** Holds the value of the objectGUID attribute on the [**object of class**](#gt_c2c67596-8d8f-42b9-9c70-1c4f7c952200) crossRef in the [**Partitions container**](#gt_d6b4c198-f9d3-4c49-b0f0-390e07f89af1) whose nCName attribute holds the value of the **ExistingDN** field. The value of this field is unique across all instances of NCDescription. This object is referred to here as the "**NCCrossRef** object".

**NewDNSName:** Holds the value that the dnsRoot attribute of the **NCCrossRef** object is to be set to as part of the NC Rename operation. The value of this field is unique across all instances of NCDescription.

**ExistingFlatName:** Holds the value that the nETBIOSName attribute of the **NCCrossRef** object is to be set to as part of the NC Rename operation. The value of this field is unique across all instances of NCDescription. This field is a valid [**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4) name.

###### DomainDescriptionElements

1. type DomainDescriptionElements = [
2. ExistingDNSName: DNSAddress,
3. NewFlatName: FlatName,
4. TrustedDomainObjects: a set containing 1 or more
5. TrustedDomainObjectDescription tuples,
6. InterdomainTrustAccounts: A set containing 1 or more
7. InterdomainTrustAccountDescription tuples,
8. CountTrusts: A 32-bit integer that contains the number of elements in
9. TrustedDomainObjects,
10. Servers: a set containing 1 or more ServerDescription tuples
11. ]

A DomainDescriptionElements tuple is a partial description of a specific [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) and the changes to be performed as part of the NC Rename operation. Tuples of this type are never encountered. This type exists as a partial definition of the DomainDescription tuple (section [3.1.1.12.1.8](#Section_bf047c1363ba4715ba0aa9088c00015a)). Since a DomainDescriptionElements tuple is always part of a DomainDescription tuple, and since a DomainDescription tuple implies an NCDescription tuple, an **NCRoot** and an **NCCrossRef** [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) are used in the following description.

**ExistingDNSName:** Holds the value of the dnsRoot [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the crossRef object. The value of this field is unique across all instances of DomainDescription.

**NewFlatName:** Holds the value to which the nETBIOSName attribute of the **NCCrossRef** object is to be set. The value of this field is unique across all instances of DomainDescription.

**TrustedDomainObjects:** Holds a set of TrustedDomainObjectDescription tuples (section [3.1.1.12.1.5](#Section_a74db2153c3548d68580c96ee3f767ff)). The value of this field is unique across all instances of DomainDescription. The TrustedDomainObjectDescription tuples are also unique across all instances of TrustedDomainObjectDescription. Each element of this field is a TrustedDomainObjectDescription tuple describing an object that exists in the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) described by the DomainDescription tuple. This field contains one TrustedDomainObjectDescription for each [**trusted domain object (TDO)**](#gt_f2ceef4e-999b-4276-84cd-2e2829de5fc4) that is present in the NC replica.

**InterdomainTrustAccounts:** Holds a set of InterdomainTrustAccountDescription tuples (section [3.1.1.12.1.4](#Section_22b9fac99b8240deac25cac642cb4d56)). The value of this field is unique across all instances of DomainDescription. The InterdomainTrustAccountDescription tuples are also unique across all instances of InterdomainTrustAccountDescription. Each element of this field is an InterdomainTrustAccountDescription tuple describing an object that exists in the domain NC replica described by the DomainDescription tuple. This field contains one InterdomainTrustAccountDescription for each interdomain [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) account object that is present in the NC replica.

**CountTrusts:** Contains the number of elements in the set for the **TrustedDomainObjects** field.

**Servers:** Holds a set of ServerDescription tuples (section [3.1.1.12.1.3](#Section_a06411d0356a412491e9194ddec332fc)). The value of this field is unique across all instances of DomainDescription. The ServerDescription tuples are also unique across all instances of ServerDescription. Each element of this field is a ServerDescription tuple describing an object that exists in the domain NC replica described by the DomainDescription tuple. This field contains one ServerDescription for each [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) that holds a full [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) of the domain NC.

###### DomainDescription

A DomainDescription is a tuple containing the union of all elements of an NCDescription tuple (section [3.1.1.12.1.6](#Section_67b2781ec8cd453db295b0d2f75c8816)) and a DomainDescriptionElements tuple (section [3.1.1.12.1.7](#Section_e4efe90280904dc68fed838439598447)). It describes a [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) in the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) and the changes to be performed as part of the NC Rename operation. Because a DomainDescription is a superset of an NCDescription, wherever a tuple of type NCDescription is specified in a production rule (see [3.1.1.12.2.1](#Section_8DEB6D433E71493B9465B84BB3CD3C45)), a tuple of type DomainDescription can be used. A similar statement can be made for a tuple of type DomainDescriptionElements.

When used as an NCDescription, the elements from DomainDescriptionElements are ignored, and vice versa.

###### NewTrustParentElements

1. type NewTrustParentFlatName = [
2. NewTrustParentFlatName: FlatName
3. ]

A NewTrustParentElements tuple is a partial description of a specific [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) that is to have a new [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) parent as the result of an NC Rename operation, in addition to the changes to be performed as part of the NC Rename operation. Tuples of this type are never encountered. This type exists as a partial definition of the DomainWithNewTrustParentDescription tuple (section [3.1.1.12.1.10](#Section_A2A1A3CE98D24EC69827D97869AAA9A4)).

**NewTrustParentFlatName:** Holds the value that the trustParent [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the crossRef [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is to be set to as part of the NC Rename operation.

###### DomainWithNewTrustParentDescription

A DomainWithNewTrustParentDescription is a tuple containing the union of all elements of a DomainDescription tuple (section [3.1.1.12.1.8](#Section_BF047C1363BA4715BA0AA9088C00015A)) and a NewTrustParentElements tuple (section [3.1.1.12.1.9](#Section_C53ACAAB1FCF4D8A9DE20AFDAB481BF5)). It describes a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) that is to have a new [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) parent as a result of an NC Rename operation, in addition to the changes to be performed as part of the NC Rename operation. Because a DomainWithNewTrustParentDescription tuple is a superset of a DomainDescription tuple, wherever a tuple of type DomainDescription is specified in a production rule, a tuple of type DomainWithNewTrustParentDescription can be used. When used as a DomainDescription, the elements from NewTrustParentElements are ignored. Similarly, because a DomainWithNewTrustParentDescription tuple is a superset of an NCDescription tuple (section [3.1.1.12.1.6](#Section_67B2781EC8CD453DB295B0D2F75C8816)), wherever a tuple of type NCDescription is specified in a production rule, a tuple of type DomainWithNewTrustParentDescription can be used. When used as an NCDescription, the elements from NewTrustParentElements and DomainDescriptionElements (section [3.1.1.12.1.7](#Section_E4EFE90280904DC68FED838439598447)) are ignored.

###### NCRenameDescription

1. type NCRenameDescription = [
2. NewReplicationEpoch: 32-bit integer,
3. ConfigurationNCGuid: GUID,
4. AppNCs: A set containing 0 or more NCDescription tuples,
5. RootDomain: DomainDescription,
6. TrustTreeRootDomains: A set containing 0 or more
7. DomainDescription tuples,
8. TrustTreeNonRootDomains: A set containing 0 or more
9. DomainWithNewTrustParentDescription tuples,
10. AllDomains: A set containing references to DomainDescription tuples
11. and DomainWithNewTrustParentDescription tuples. This set has at least
12. one element.
13. DomainsCount: A 32-bit integer that contains the number of elements in
14. the AllDomains field.
15. AllNCs: A set containing references to NCDescription tuples,
16. DomainDescription tuples, and DomainWithNewTrustParentDescription
17. tuples. This set has at least one element.
18. ]

An NCRenameDescription tuple describes an NC Rename operation. Tuples of this type are provided as input to an NC Rename operation.

**NewReplicationEpoch:** Holds the value to which the msDS-ReplicationEpoch [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the NTDS Settings [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) (section [6.1.1.2.2.1.2.1.1](#Section_8EBF24191169441388E212A5AD499CF5)) of the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) performing the NC Rename operation is to be set. It is also used in preprocessing verification.

**ConfigurationNCGuid:** Holds the value of the objectGUID attribute of the root object of the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625).

**AppNCs:** Holds a set of NCDescription tuples (section [3.1.1.12.1.6](#Section_67B2781EC8CD453DB295B0D2F75C8816)). This field contains one element for each non-[**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) in the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62). These elements describe the initial state of all such non-domain NC replicas and the changes to be performed as part of the NC Rename operation.

**RootDomain:** Holds a DomainDescription tuple (section [3.1.1.12.1.8](#Section_BF047C1363BA4715BA0AA9088C00015A)) describing the [**root domain**](#gt_529c766b-af01-4bc8-b853-65fba6c704b3) of the forest. This field describes the initial state of the root domain NC replica and the changes to be performed as part of the NC Rename operation.

**TrustTreeRootDomains:** A set of DomainDescription tuples. This field contains one element for each domain NC replica that is to have no values of the trustParent attribute on the **NCCrossRef** object. These elements describe the initial state of all such domain NC replicas and the changes to be performed as part of the NC Rename operation.

**TrustTreeNonRootDomains:** A set of DomainWithNewTrustParentDescription tuples. This field contains one element for each domain NC replica that is to have a new value for the trustParent attribute on the **NCCrossRef** object. These elements describe the initial state of all such domain NC replicas and the changes to be performed as part of the NC Rename operation.

**AllDomains:** Holds a set containing references to the elements in the union of the sets in the **TrustTreeRootDomains** field, the **TrustTreeNonRootDomains** field, and a set containing the value of the **RootDomain** field. This set holds references to both DomainDescription tuples and DomainWithNewTrustParentDescription tuples (section [3.1.1.12.1.10](#Section_A2A1A3CE98D24EC69827D97869AAA9A4)). At a minimum, this set contains one reference to a DomainDescription tuple, which is the DomainDescription in the **RootDomain** field. This field contains one reference to an object that describes each [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) in the forest.

**Note**  This field contains only references to tuples, not instances of the tuple, in order to formally preserve the uniqueness constraints of various tuple fields. Although it contains only references, it can be used in a production rule exactly as if it contained the instances themselves.

**DomainsCount:** Holds the number of elements in the **AllDomains** field.

**AllNCs:** Holds a set containing references to the elements in the union of the sets in the **AppNCs** field, the **TrustTreeRootDomains** field, the **TrustTreeNonRootDomains** field, and a set containing the value of the **RootDomain** field. At a minimum, this set contains a reference to one DomainDescription tuple, which is the DomainDescription in the **RootDomain** field.

**Note**  This field contains only references to tuples, not instances of the tuple, in order to formally preserve the uniqueness constraints of various tuple fields. Although it contains only references, it can be used in a production rule exactly as if it contained the instances themselves.

##### Encoding/Decoding Rules

This section defines a notation for encoding and decoding a tuple to and from a string. An expression that describes the specific encoding/decoding for an NCRenameDescription tuple (section [3.1.1.12.1.11](#Section_51D919B22AB447B58E55FDFB15F286C7)) is defined.

###### EBNF-M

Extended Backus-Naur Form (EBNF) [[ISO/IEC-14977]](https://go.microsoft.com/fwlink/?LinkId=112362) is a notation used for expressing context-free grammars, describing all possible legal statements that match an expression. The syntax used to describe the encoding and decoding of an NCRenameDescription tuple to and from a string is a modified version of EBNF, hereafter called Extended Backus-Naur Form--Modified (EBNF-M). EBNF-M is defined here and is used to express an instance (or set of equivalent instances) of a legal statement based on an instance of a tuple. The elements defined in the following sections have been added to EBNF to produce EBNF-M.

Tuples as Parameters to Production Rules

An EBNF-M production rule can be defined such that it has access to one or more instances of tuples. The syntax for this is as follows.

1. productionRule(parameterList) = \_\_expression\_\_

Where productionRule and \_\_expression\_\_ are standard EBNF syntax and parameterList is a comma-delimited list of one or more tuple types. These parameters are accessible to \_\_expression\_\_, which can make use of them as described in the following sections.

Parameter Fields as Terminal Values

In EBNF, an \_\_expression\_\_ is a substitution rule that is made up of a set of operators and either terminal values or non-terminals. In EBNF-M, parameter fields are terminals. When a parameter field is used as a terminal, the meaning is to use the value of the field as a terminal value. The following is an example of this usage.

Given:

1. type tuple1 = [ field1: string ]
2. tuple1 Instance1 = [field1= "b"]
3. productionRule1(tuple1) = "a" , tuple1.field1, "c";

Then:

1. productionRule1(Instance1) == "abc"

Formatting of Non-String Parameter Fields as Terminal Values

Tuple fields are not limited to strings. In the case where a field is not a string, a specification for how to express the value as a string is necessary. The syntax for this is as follows.

1. <type> = Text description of how to format the type as a string

The following is an example of this usage.

Given:

1. type tuple2 = [ field1: integer ]
2. tuple2 Instance2 = [ field1 = 2]
3. <integer> = A base 10 integer with no leading zeros
4. productionRule2(tuple2) = "1" , tuple2.field1, "3";

Then:

1. productionRule2(Instance2) == "123"

Parameter Fields as Iterators

In EBNF, the standard way to define that a production rule results in one or more repetitions of another production rule is the following.

1. productionRuleX = productionRuleX | (productionRuleX , productionRuleY)

When describing how an instance of a tuple results in a legal expression, it is often necessary to constrain this basic repetition to invoke a production rule once for every element in a set stored as a field in a tuple. EBNF-M uses "foreach", a specialized non-terminal, to describe this. The syntax for this keyword is the following.

1. foreach(typeA in typeB.field) productionRule(typeA)

typeB.field must be a set of elements of type typeA. This non-terminal is equivalent to the following.

1. productionRule(typeB.field.elementX),
2. productionRule(typeB.field.elementY),
3. ...
4. productionRule(typeB.field.elementZ);

Where the set in typeB.field comprises all typeB.field.element\*. No ordering of element\* is implied or required. Since the elements of a set are not ordered, this non-terminal results in more than one legal statement when typeB.field contains more than one element.

The following is an example of this usage.

Given:

1. type tuple3 = [ field1: set of integers ]
2. tuple3 Instance3 = [field1 = {1, 2}]
3. <integer> = A base 10 integer with no leading zeros
4. productionRule3(tuple1) =
5. foreach(integer in tuple3.field1) productionRule4(string);
6. productionRule4(integer) = "<", integer, ">";

Then:

1. productionRule3(Instance3) == "<1><2>"

Or:

1. productionRule3(Instance3) == "<2><1>"

Reversed Production Rules

EBNF-M production rules can be reversed. That is, given a production rule with a tuple as a parameter and the result of the production rule, the instance of the tuple that produced the result can be recovered. The syntax for this is as follows.

1. Reversed::productionRule(result) = tuple

The following is an example of this usage.

Given:

1. type tuple4 = [ field1: stringVal; field2: integer ]
2. <stringVal> = A string containing no quotation marks.
3. <integer> = A base 10 integer with no leading zeros
4. productionRule5(tuple4) =
5. "The string is \"", tuple4.field1, "\"",
6. " and the integer is ", tuple4.field2, ".";

Then:

1. Reversed::productionRule5("The string is \"a\" and the integer is 1) =
2. [ field1 = "a", field2 = 1 ]

Note that not all production rules can be deterministically reversed. The following is an example of such a production rule.

Given:

1. type tuple5 = [ field1: string; field2: string ]
2. productionRule6(tuple5) = tuple5.field1, tuple5.field2;

Then:

1. Reversed::productionRule("a,b") = Error

The error occurs because any of the following tuples produce the result.

1. [ field1: "a,b"; field2: "" ]
2. [ field1: "a,"; field2: "b" ]
3. [ field1: "a"; field2: ",b" ]
4. [ field1: ""; field2: "a,b" ]

Note that not all reversible production rules can be reversed in a context-free manner, although they can still be reversed. The following is an example of such a production rule.

Given:

1. type tuple6 = [ field1: alphabetic caracter;
2. field2:alphabetic character;
3. field3:alphabetic character]
4. field1 of all instances of tuple6 is unique across all instances of tuple6
5. type tuple7 = [ field4: a set of tuple6 ]
6. productionRule7(tuple7) =
7. "[",
8. foreach(tuple6 in tuple7.field4) productionRule8(tuple6),
9. "]",
10. "[",
11. foreach(tuple6 in tuple7.field4) productionRule9(tuple6),
12. "]";
13. productionRule8(tuple6) = "(", tuple6.field1, "," tuple6.field2, ")";
14. productionRule9(tuple6) = "(", tuple6.field1, "," tuple6.field3, ")";

Then:

1. Reversed::productionRule("[(a,b)(d,e)][(d,f),(a,c)") =
2. [ field4: {(field1:a, field2:b, field3:c),(field1:d,field2:e,field3:f)]

Reversal is possible in this case because the use of tuple6.field1 is unique across all instances of tuple6 and is used in both productionRule8 and productionRule9, allowing field1 to be used as a "key" to combine the results from reversing productionRule8 and productionRule9.

###### CodedNCRenameDescription

This section defines an EBNF-M expression that is used to encode an NCRenameDescription tuple into a string and to decode strings to NCRenameDescription tuples. The given expression is a reversible EBNF-M expression.

Expression

1. CodedNCRenameDescription(NCRenameDescription):=
2. ExpressionPrefix,
3. Tests(NCRenameDescription),
4. Flatten(NCRenameDescription),
5. Rebuild(NCRenameDescription),
6. CrossRefs(NCRenameDescription),
7. Trusts(NCRenameDescription),
8. ReplicationEpoch(NCRenameDescription),
9. ExpressionSuffix;
10. ExpressionPrefix =
11. ExpressionPrefixFragment01,
12. WhiteSpace,
13. ExpressionPrefixFragment02,
14. WhiteSpace;
15. ExpressionPrefixFragment01 =
16. "<?xml version =\"1.0\"?>";
17. ExpressionPrefixFragment02 =
18. "<NTDSAscript opType=\"renamedomain\">"
19. ExpressionSuffix:=
20. "</NTDSAscript>";

Common

1. <GUID> = Expressed in the form of a dashed-string UUID defined in ([RFC4122] section 3).
2. <SecurityIdentifier> = Expressed in the form of a Security Descriptor
3. Definition Language (SDDL) SID string. The SID structure and the format
4. of SDDL SID strings are defined in [MS-DTYP] sections 2.4.2 and 2.5.1.
5. <DNSAddress> = Expressed in the form defined in [RFC1035] section 2.3.1.
6. <DN> = Expressed in the form defined in [RFC2253] section 3.
7. <32-bit integer> = Expressed as a base 10 integer with no leading zeros.
8. ErrorReportNoEnd =
9. ErrorMessage,
10. Space,
11. ReturnValue,
12. ErrorReportNoEndFragment01,
13. WhiteSpace;
14. ErrorReportNoEndFragment01 =
15. ">";
16. ErrorReport =
17. ErrorMessage,
18. Space,
19. ReturnValue,
20. ErrorReportFragment01,
21. WhiteSpace;
22. ErrorReportFragment01 =
23. "/>";
24. ErrorMessage =
25. Quote,
26. Message,
27. Quote;
28. Quote =
29. "\"";
30. Message =
31. A string composed strictly of spaces and alphanumerics.
32. ReturnValue =
33. ReturnValueFragment01,
34. Code;
35. ReturnValueFragment01 =
36. "returnCode=";
37. Code =
38. Quote,
39. Number,
40. Quote;
41. Number =
42. A 32-bit integer.
43. Space =
44. " ";
45. Comma =
46. ",";
47. SystemRDN =
48. ",CN=System,";
49. WhiteSpace =
50. "" |
51. WhiteSpaceChar |
52. (WhiteSpaceChar, WhiteSpace);
53. WhiteSpaceChar =
54. A space, a newline, or a tab.

Tests

1. Tests(NCRenameDescription) =
2. TestsBegin,
3. TestConfigurationNC(NCRenameDescription),
4. TestReplicationEpoch(NCRenameDescription),
5. TestAppNCs(NCRenameDescription),
6. TestDomains(NCRenameDescription),
7. TestPartitionCounts(NCRenameDescription),
8. TestsEnd;
9. TestsBegin =
10. TestsBeginFragment01,
11. Message,
12. TestsBeginFragment02,
13. Message,
14. TestsBeginFragment03,
15. WhiteSpace;
16. TestsBeginFragment01 =
17. "<action name=\"";
18. TestsBeginFragment02 =
19. "\" stage=\"";
20. TestsBeginFragment03 =
21. "\">";
22. TestsEnd =
23. TestsEndFragment01,
24. WhiteSpace;
25. TestsEndFragment01 =
26. "</action>";

TestConfigurationNC

1. TestConfigurationNC(NCRenameDescription) =
2. TestConfigurationNCFragment01,
3. NCRenameDescription.ConfigurationNCGUID,
4. TestConfigurationNCFragment02,
5. ErrorReport;
6. TestConfigurationNCFragment01 =
7. "<predicate test=\"instantiated\" instancetype=\"write\" path=\"guid:";
8. TestConfigurationNCFragment02 =
9. "\" type=\"base\" ";

TestReplicationEpoch

1. TestReplicationEpoch(NCRenameDescription) =
2. TestReplicationEpochFragment01,
3. ErrorReportNoEnd,
4. TestReplicationEpochFragment02,
5. TestReplicationEpochFragment03,
6. NCRenameDescription.NewReplicationEpoch,
7. TestReplicationEpochFragment04,
8. ErrorReport,
9. TestReplicationEpochFragment05,
10. WhiteSpace;
11. TestReplicationEpochFragment01 =
12. "<predicate test=\"not\" ";
13. TestReplicationEpochFragment02 =
14. "<predicate test=\"compare\" path=\"$LocalNTDSSettingsObjectDN$\"";
15. TestReplicationEpochFragment03 =
16. " attribute=\"msDS-ReplicationEpoch\" attrval=\"";
17. TestReplicationEpochFragment04 =
18. "\" defaultvalue=\"0\" type=\"base\" ";
19. TestReplicationEpochFragment05 =
20. "</predicate>";

TestAppNCs

1. TestAppNCs(NCRenameDescription) =
2. foreach(NCDescription in NCRenameDescription.AppNCs)
3. TestAppNCCrossRef(NCDescription);
4. TestAppNCCrossRef(NCDescription) =
5. TestAppNCCrossRefExists(NCDescription),
6. TestAppNCCrossRefNCNameUnchanged(NCDescription);
7. TestAppNCCrossRefExists(NCDescription) =
8. TestAppNCCrossRefExistsFragment01,
9. NCDescription.CrossRefGuid,
10. TestAppNCCrossRefExistsFragment02,
11. ErrorReport;
12. TestAppNCCrossRefExistsFragment01 =
13. "<predicate test=\"instantiated\" instancetype=\"write\" path=\"guid:";
14. TestAppNCCrossRefExistsFragment02 =
15. "\" type=\"base\" ";
16. TestAppNCCrossRefNCNameUnchanged(NCDescription) =
17. TestAppNCCrossRefNCNameUnchangedFragment01,
18. NCDescription.CrossRefGuid,
19. TestAppNCCrossRefNCNameUnchangedFragment02,
20. NCDescription.ExistingDN,
21. TestAppNCCrossRefNCNameUnchangedFragment03,
22. ErrorReport;
23. TestAppNCCrossRefNCNameUnchangedFragment01 =
24. "<predicate test=\"compare\" path=\"guid:";
25. TestAppNCCrossRefNCNameUnchangedFragment02 =
26. "\" attribute=\"NcName\" attrval=\"";
27. TestAppNCCrossRefNCNameUnchangedFragment03 = "\" defaultvalue=\"0\" type=\"base\" ";

TestDomains

1. TestDomains(NCRenameDescription) =
2. foreach(DomainDescription in NCRenameDescription.AllDomains)
3. TestDomainDescription(NCRenameDescription, DomainDescription);
4. TestDomainDescription(NCRenameDescription, DomainDescription) =
5. TestCrossRef(NCRenameDescription, DomainDescription),
6. TestServersInstantiated(DomainDescription),
7. TestTrustedDomainObjectDescriptions(DomainDescription),
8. TestTrustCount(DomainDescription),
9. TestInterdomainTrustAccountDescriptions(DomainDescription),
10. TestDomainDescriptionFragment01,
11. WhiteSpace,
12. TestDomainDescriptionFragment02,
13. WhiteSpace,
14. TestDomainDescriptionFragment03,
15. WhiteSpace,
16. TestServerDescriptions(DomainDescription);
17. TestDomainDescriptionFragment01 =
18. "</action>";
19. TestDomainDescriptionFragment02 =
20. "</then>";
21. TestDomainDescriptionFragment03 =
22. "</condition>";

TestCrossRef

1. TestCrossRef(NCRenameDescription, DomainDescription) =
2. TestCrossRefExists(DomainDescription),
3. TestCrossRefNCNameUnchanged(DomainDescription),
4. TestCrossRefNewDNUnused(NCRenameDescription, DomainDescription);
5. TestCrossRefExists(DomainDescription) =
6. CrossRefExistsFragment01,
7. DomainDescription.CrossRefGuid,
8. CrossRefExistsFragment02,
9. ErrorReport;
10. CrossRefExistsFragment01 =
11. "<predicate test=\"instantiated\" instancetype=\"write\" path=\"guid:";
12. CrossRefExistsFragment02 =
13. "\" type=\"base\" ";
14. TestCrossRefNCNameUnchanged(DomainDescription) =
15. TestCrossRefNCNameUnchangedFragment01,
16. DomainDescription.CrossRefGuid,
17. TestCrossRefNCNameUnchangedFragment02,
18. DomainDescription.ExistingDN,
19. TestCrossRefNCNameUnchangedFragment03,
20. ErrorReport;
21. TestCrossRefNCNameUnchangedFragment01 =
22. "<predicate test=\"compare\" path=\"guid:";
23. TestCrossRefNCNameUnchangedFragment02 =
24. "\" attribute=\"NcName\" attrval=\"";
25. TestCrossRefNCNameUnchangedFragment03 =
26. "\" defaultvalue=\"0\" type=\"base\" ";
27. TestCrossRefNewDNUnused(NCRenameDescription, DomainDescription) =
28. TestCrossRefNewDNUnusedFragment01,
29. ErrorReportNoEnd,
30. TestCrossRefNewDNUnusedFragment02,
31. DomainDescription.NewFlatName,
32. TestCrossRefNewDNUnusedFragment03,
33. NCRenameDescription.RootDomain.ExistingDN,
34. TestCrossRefNewDNUnusedFragment04,
35. ErrorReport,
36. TestCrossRefNewDNUnusedFragment05,
37. WhiteSpace;
38. TestCrossRefNewDNUnusedFragment01 =
39. "<predicate test=\"not\" ";
40. TestCrossRefNewDNUnusedFragment02 =
41. "<predicate test=\"instantiated\" instancetype=\"write\" path=\"CN=";
42. TestCrossRefNewDNUnusedFragment03 =
43. ",CN=Partitions,CN=Configuration,";
44. TestCrossRefNewDNUnusedFragment04 =
45. "\" type=\"base\" ";
46. TestCrossRefNewDNUnusedFragment05 =
47. "</predicate>";

TestServersInstantiated

1. TestServersInstantiated(DomainDescription) =
2. foreach(ServerDescription in DomainDescription.Servers)
3. TestServerInstantiated(ServerDescription);
4. TestServerInstantiated(ServerDescription)
5. TestServerInstantiatedFragment01,
6. WhiteSpace,
7. TestServerInstantiatedFragment02,
8. WhiteSpace,
9. TestServerInstantiatedFragment03,
10. ServerDescription.serverGuid,
11. TestServerInstantiatedFragment04,
12. WhiteSpace,
13. TestServerInstantiatedFragment05,
14. WhiteSpace,
15. TestServerInstantiatedFragment06,
16. WhiteSpace,
17. TestServerInstantiatedFragment07,
18. WhiteSpace;
19. TestServerInstantiatedFragment01 =
20. "<condition>";
21. TestServerInstantiatedFragment02 =
22. "<if>";
23. TestServerInstantiatedFragment03 =
24. "<predicate test=\"instantiated\" instancetype=\"write\" path=\"guid:";
25. TestServerInstantiatedFragment04 =
26. "\" type=\"base\"/>";
27. TestServerInstantiatedFragment05 =
28. "</if>";
29. TestServerInstantiatedFragment06 =
30. "<then>";
31. TestServerInstantiatedFragment07 =
32. "<action>";

TestTrustCount

1. TestTrustCount(DomainDescription) =
2. TestTrustCountFragment01,
3. DomainDescription.ExistingDN,
4. TestTrustCountFragment02,
5. DomainDescription.CountTrusts,
6. TestTrustCountFragment03,
7. ErrorReport;
8. TestTrustCountFragment01 =
9. "<predicate test=\"cardinality\" type=\"subTree\" path=\"CN=System,";
10. TestTrustCountFragment02 =
11. "\" filter=\"COUNT\_TRUSTS\_FILTER\" cardinality=\"";
12. TestTrustCountFragment03 =
13. "\" ";

TestTrustedDomainObjectDescriptions

1. TestTrustedDomainObjectDescriptions(DomainDescription) =
2. foreach(TrustedDomainObjectDescription in
3. DomainDescription.TrustedDomainObjects)
4. TestTrustedDomainObjectDescription(DomainDescription,
5. TrustedDomainObjectDescription);
6. TestTrustedDomainObjectDescription(DomainDescription, TrustedDomainObjectDescription) =
7. TestTrustedDomainObjectDescriptionFragment01,
8. TrustedDomainObjectDescription.Guid,
9. TestTrustedDomainObjectDescriptionFragment02,
10. ErrorReport,
11. TestTrustedDomainObjectDescriptionFragment03,
12. TrustedDomainObjectDescription.Guid,
13. TestTrustedDomainObjectDescriptionFragment04,
14. TrustedDomainObjectDescription.SID,
15. TestTrustedDomainObjectDescriptionFragment05,
16. ErrorReport,
17. TestTrustedDomainObjectDescriptionFragment06,
18. ErrorReportNoEnd,
19. TestTrustedDomainObjectDescriptionFragment07,
20. TrustedDomainObjectDescription.NewTrustPartnerDNSName,
21. SystemRDN,
22. DomainDescription.ExistingDN,
23. TestTrustedDomainObjectDescriptionFragment08,
24. ErrorReport,
25. TestTrustedDomainObjectDescriptionFragment09,
26. WhiteSpace;
27. TestTrustedDomainObjectDescriptionFragment01 =
28. "<predicate test=\"instantiated\" instancetype=\"write\" path=\"guid:";
29. TestTrustedDomainObjectDescriptionFragment02 =
30. "\" type=\"base\" ";
31. TestTrustedDomainObjectDescriptionFragment03 =
32. "<predicate test=\"compare\" path=\"guid:";
33. TestTrustedDomainObjectDescriptionFragment04 =
34. "\" attribute=\"securityIdentifier\" attrval=\"";
35. TestTrustedDomainObjectDescriptionFragment05 =
36. "\" defaultvalue=\"0\" type=\"base\" ";
37. TestTrustedDomainObjectDescriptionFragment06 =
38. "<predicate test=\"not\" ";
39. TestTrustedDomainObjectDescriptionFragment07 =
40. "<predicate test=\"instantiated\" instancetype=\"write\" path=\"CN=";
41. TestTrustedDomainObjectDescriptionFragment08 =
42. "\" type=\"base\" ";
43. TestTrustedDomainObjectDescriptionFragment09 =
44. "</predicate>";

TestInterdomainTrustAccountDescriptions

1. TestInterdomainTrustAccountDescriptions(DomainDescription) =
2. foreach(InterdomainTrustAccountDescription in
3. DomainDescription.InterdomainTrustAccounts)
4. TestInterdomainTrustAccountDescription(DomainDescription,
5. InterdomainTrustAccountDescription);
6. TestInterdomainTrustAccountDescription(DomainDescription,
7. InterdomainTrustAccountDescription) =
8. TestInterdomainTrustAccountDescriptionFragment01,
9. InterdomainTrustAccountDescription.Guid,
10. TestInterdomainTrustAccountDescriptionFragment02,
11. ErrorReport,
12. TestInterdomainTrustAccountDescriptionFragment03,
13. InterdomainTrustAccountDescription.Guid,
14. TestInterdomainTrustAccountDescriptionFragment04,
15. InterdomainTrustAccountDescription.ExistingFlatName,
16. TestInterdomainTrustAccountDescriptionFragment05,
17. ErrorReport,
18. TestInterdomainTrustAccountDescriptionFragment06,
19. ErrorReportNoEnd,
20. TestInterdomainTrustAccountDescriptionFragment07,
21. InterdomainTrustAccountDescription.NewFlatName,
22. Comma,
23. InterdomainTrustAccountDescription.ParentDNFromDomainDN,
24. Comma,
25. DomainDescription.NewDN,
26. TestInterdomainTrustAccountDescriptionFragment08,
27. ErrorReport,
28. TestInterdomainTrustAccountDescriptionFragment09,
29. WhiteSpace;
30. TestInterdomainTrustAccountDescriptionFragment01 =
31. "<predicate test=\"instantiated\" instancetype=\"write\" path=\"guid:";
32. TestInterdomainTrustAccountDescriptionFragment02 =
33. "\" type=\"base\" ";
34. TestInterdomainTrustAccountDescriptionFragment03 =
35. "<predicate test=\"compare\" path=\"guid:";
36. TestInterdomainTrustAccountDescriptionFragment04 =
37. "\" attribute=\"samAccountName\" attrval=\"";
38. TestInterdomainTrustAccountDescriptionFragment05 =
39. "\" defaultvalue=\"0\" type=\"base\" ";
40. TestInterdomainTrustAccountDescriptionFragment06 =
41. "<predicate test=\"not\" ";
42. TestInterdomainTrustAccountDescriptionFragment07 =
43. "<predicate test=\"instantiated\" instancetype=\"write\" path=\"CN=";
44. TestInterdomainTrustAccountDescriptionFragment08 =
45. "\" type=\"base\" ";
46. TestInterdomainTrustAccountDescriptionFragment09 =
47. "</predicate>";

TestServerDescriptions

1. TestServerDescriptions(DomainDescription) =
2. foreach (ServerDescription in DomainDescription.Servers)
3. TestServerSPNs(ServerDescription)
4. TestServerSPNs(ServerDescription) =
5. TestServerSPNsFragment01,
6. WhiteSpace,
7. TestServerSPNsFragment02,
8. WhiteSpace,
9. TestServerSPNsFragment03,
10. ServerDescription.serverGuid,
11. TestServerSPNsFragment04,
12. WhiteSpace,
13. TestServerSPNsFragment05,
14. WhiteSpace,
15. TestServerSPNsFragment06,
16. WhiteSpace,
17. TestServerSPNsFragment07,
18. WhiteSpace,
19. TestSPNs(ServerDescription),
20. TestServerSPNsFragment08,
21. WhiteSpace,
22. TestServerSPNsFragment09,
23. WhiteSpace,
24. TestServerSPNsFragment10,
25. WhiteSpace;
26. TestServerSPNsFragment01 =
27. "<condition>";
28. TestServerSPNsFragment02 =
29. "<if>";
30. TestServerSPNsFragment03 =
31. "<predicate test=\"instantiated\" instancetype=\"read\" path=\"guid:";
32. TestServerSPNsFragment04 =
33. "\" type=\"base\"/>";
34. TestServerSPNsFragment05 =
35. "</if>";
36. TestServerSPNsFragment06 =
37. "<then>";
38. TestServerSPNsFragment07 =
39. "<action>";
40. TestServerSPNsFragment08 =
41. "</action>";
42. TestServerSPNsFragment09 =
43. "</then>";
44. TestServerSPNsFragment10 =
45. "</condition>";
46. TestSPNs(ServerDescription) =
47. foreach(SPNValue in ServerDescription.SPNs)
48. TestSPN(SPNValue, ServerDescription);
49. TestSPN(SPNValue, ServerDescription) =
50. TestSPNFragment01,
51. ServerDescription.ExistingDN,
52. TestSPNFragment02,
53. SPNValue,
54. TestSPNFragment03,
55. ErrorReport;
56. TestSPNFragment01 =
57. "<predicate test=\"compare\" path=\"";
58. TestSPNFragment02 =
59. "\" attribute=\"servicePrincipalName\" attrval=\"";
60. TestSPNFragment03 =
61. "\" defaultvalue=\"0\" type=\"base\" ";

TestPartitionCounts

1. TestPartitionCounts(NCRenameDescription) =
2. TestPartitionCountsFragment01,
3. NCRenameDescription.RootDomain.ExistingDN,
4. TestPartitionCountsFragment02,
5. NCRenameDescription.DomainsCount,
6. TestPartitionCountsFragment03,
7. ErrorReport;
8. TestPartitionCountsFragment01 =
9. "<predicate test=\"cardinality\" type=\"subTree\" path=\"CN=Partitons,CN=Configuration,";
10. TestPartitionCountsFragment02 =
11. "\" filter=\"COUNT\_DOMAINS\_FILTER\" cardinality=\"";
12. TestPartitionCountsFragment03 =
13. "\" ";

Flatten

1. Flatten(NCRenameDescription) =
2. FlattenFragment01,
3. Message,
4. FlattenFragment02,
5. WhiteSpace,
6. FlattenNCs(NCRenameDescription),
7. FlattenFragment03,
8. WhiteSpace;
9. FlattenFragment01 =
10. "<action name=\"";
11. FlattenFragment02 =
12. "\">";
13. FlattenFragment03 =
14. "</action>";
15. FlattenNCs(NCRenameDescription) =
16. foreach(NCDescription in NCRenameDescription.AllNCs)
17. FlattenNC(NCDescription);
18. FlattenNC(NCDescription) =
19. FlattenNCFragment01,
20. NCDescription.ExistingDN,
21. FlattenNCFragment02,
22. WhiteSpace,
23. FlattenNCFragment03,
24. NCDescription.Guid,
25. FlattenNCFragment04,
26. WhiteSpace,
27. FlattenNCFragment05,
28. WhiteSpace;
29. FlattenNCFragment01 =
30. "<move path=\"dn:";
31. FlattenNCFragment02 =
32. "\" metadata=\"0\">";
33. FlattenNCFragment03 =
34. "<to path=\"dn:DC=";
35. FlattenNCFragment04 =
36. ",DC=INVALID\"/>";
37. FlattenNCFragment05 =
38. "</move>";

Rebuild

1. Rebuild(NCRenameDescription) =
2. RebuildFragment01,
3. Message,
4. RebuildFragment02,
5. WhiteSpace,
6. RebuildNCs(NCRenameDescription),
7. RebuildFragment03,
8. WhiteSpace;
9. RebuildFragment01 =
10. "<action name=\"";
11. RebuildFragment02 =
12. "\">";
13. RebuildFragment03 =
14. "</action>";
15. RebuildNCs(NCRenameDescription) =
16. foreach(NCDescription in NCRenameDescription.AllNCs)
17. RebuildNC(NCDescription);
18. RebuildNC(NCDescription) =
19. RebuildNCFragment01,
20. NCDescription.Guid,
21. RebuildNCFragment02,
22. WhiteSpace,
23. RebuildNCFragment03,
24. NCDescription.NewDN,
25. RebuildNCFragment04,
26. WhiteSpace,
27. RebuildNCFragment05,
28. WhiteSpace;
29. RebuildNCFragment01 =
30. "<move path=\"dn:DC=";
31. RebuildNCFragment02 =
32. ",DC=INVALID\" metadata=\"0\">";
33. RebuildNCFragment03 =
34. "<to path=\"dn:";
35. RebuildNCFragment04 =
36. "\"/>";
37. RebuildNCFragment05 =
38. "</move>";

Trusts

1. Trusts(NCRenameDescription) =
2. TrustsFragment01,
3. Message,
4. TrustsFragment02,
5. WhiteSpace,
6. DomainsTrusts(NCRenameDescription),
7. TrustsFragment03,
8. WhiteSpace;
9. TrustsFragment01 =
10. "<action name=\"";
11. TrustsFragment02 =
12. "\">";
13. TrustsFragment03 =
14. "</action>";
15. DomainsTrusts(NCRenameDescription) =
16. foreach(DomainDescription in NCRenameDescription.AllDomains)
17. DomainTrust(DomainDescription);
18. DomainTrust(DomainDescription)
19. DomainTrustFragment01,
20. WhiteSpace,
21. DomainTrustFragment02,
22. WhiteSpace,
23. DomainTrustFragment03,
24. DomainDescription.Guid,
25. DomainTrustFragment04,
26. WhiteSpace,
27. DomainTrustFragment05,
28. WhiteSpace,
29. DomainTrustFragment06,
30. WhiteSpace,
31. DomainTrustFragment07,
32. WhiteSpace,
33. DomainTrustSpecifications(DomainDescription),
34. DomainTrustAccounts(DomainDescription),
35. DomainTrustFragment08,
36. WhiteSpace,
37. DomainTrustFragment09,
38. WhiteSpace,
39. DomainTrustFragment10,
40. WhiteSpace;
41. DomainTrustFragment01 =
42. "<condition>";
43. DomainTrustFragment02 =
44. "<if>";
45. DomainTrustFragment03 =
46. "<predicate test=\"instantiated\" instancetype=\"write\" path=\"guid:";
47. DomainTrustFragment04 =
48. "\" type=\"base\"/>";
49. DomainTrustFragment05 =
50. "</if>";
51. DomainTrustFragment06 =
52. "<then>";
53. DomainTrustFragment07 =
54. "<action>";
55. DomainTrustFragment08 =
56. "</action>";
57. DomainTrustFragment09 =
58. "</then>";
59. DomainTrustFragment10 =
60. "</condition>";

DomainTrustSpecifications

1. DomainTrustSpecifications(DomainDescription) =
2. foreach(TrustedDomainObject in DomainDescription.TrustedDomainObjects)
3. DomainTrustSpecification(DomainDescription, TrustedDomainObject);
4. DomainTrustSpecification(DomainDescription, TrustedDomainObject) =
5. DomainTrustSpecificationFragment01,
6. TrustedDomainObject.ExistingTrustPartnerDNSName,
7. SystemRDN,
8. DomainDescription.NewDN,
9. DomainTrustSpecificationFragment02,
10. WhiteSpace,
11. DomainTrustSpecificationFragment03,
12. TrustedDomainObject.NewTrustPartnerFlatName,
13. DomainTrustSpecificationFragment04,
14. WhiteSpace,
15. DomainTrustSpecificationFragment05,
16. TrustedDomainObject.NewTrustPartnerDNSName,
17. DomainTrustSpecificationFragment06,
18. WhiteSpace,
19. DomainTrustSpecificationFragment07,
20. WhiteSpace,
21. DomainTrustSpecificationFragment08,
22. TrustedDomainObject.ExistingTrustPartnerDNSName,
23. SystemRDN,
24. DomainDescription.NewDN,
25. DomainTrustSpecificationFragment09,
26. WhiteSpace
27. DomainTrustSpecificationFragment10,
28. TrustedDomainObject.NewTrustPartnerDNSName,
29. SystemRDN,
30. DomainDescription.NewDN,
31. DomainTrustSpecificationFragment11,
32. WhiteSpace,
33. DomainTrustSpecificationFragment12,
34. WhiteSpace;
35. DomainTrustSpecificationFragment01 =
36. "<update path=\"dn:CN=";
37. DomainTrustSpecificationFragment02 =
38. "\" metadata=\"1\">";
39. DomainTrustSpecificationFragment03 =
40. "<flatName op=\"replace\">";
41. DomainTrustSpecificationFragment04 =
42. "</flatName>";
43. DomainTrustSpecificationFragment05 =
44. "<trustPartner op=\"replace\">";
45. DomainTrustSpecificationFragment06 =
46. "</trustPartner>";
47. DomainTrustSpecificationFragment07 =
48. "</update>";
49. DomainTrustSpecificationFragment08 =
50. "<move path=\"dn:CN=";
51. DomainTrustSpecificationFragment09 =
52. "\" metadata=\"1\">";
53. DomainTrustSpecificationFragment10 =
54. "<to path=\"dn:CN=";
55. DomainTrustSpecificationFragment11 =
56. "\"/>";
57. DomainTrustSpecificationFragment12 =
58. "</move>";

DomainTrustAccounts

1. DomainTrustAccounts(DomainDescription) =
2. foreach (InterdomainTrustAccountDescription in
3. DomainDescription.InterdomainTrustAccounts)
4. InterdomainTrustAccount(DomainDescription,
5. InterdomainTrustAccountDescription);
6. InterdomainTrustAccount(DomainDescription,
7. InterdomainTrustAccountDescription) =
8. InterdomainTrustAccountFragment01,
9. InterdomainTrustAccountDescription.ExistingFlatName,
10. Comma,
11. InterdomainTrustAccountDescription.ParentDNFromDomainDN,
12. Comma,
13. DomainDescription.NewDN,
14. InterdomainTrustAccountFragment02,
15. WhiteSpace,
16. InterdomainTrustAccountFragment03,
17. InterdomainTrustAccountDescription.NewFlatName,
18. InterdomainTrustAccountFragment04,
19. WhiteSpace,
20. InterdomainTrustAccountFragment05,
21. WhiteSpace,
22. InterdomainTrustAccountFragment06,
23. InterdomainTrustAccountDescription.ExistingFlatName,
24. Comma,
25. InterdomainTrustAccountDescription.ParentDNFromDomainDN,
26. Comma,
27. DomainDescription.NewDN,
28. InterdomainTrustAccountFragment07,
29. WhiteSpace,
30. InterdomainTrustAccountFragment08,
31. InterdomainTrustAccountDescription.NewFlatName,
32. Comma,
33. InterdomainTrustAccountDescription.ParentDNFromDomainDN,
34. Comma,
35. DomainDescription.NewDN,
36. InterdomainTrustAccountFragment09,
37. WhiteSpace,
38. InterdomainTrustAccountFragment10,
39. WhiteSpace;
40. InterdomainTrustAccountFragment01 =
41. "<update path=\"dn:CN=";
42. InterdomainTrustAccountFragment02 =
43. "\" metadata=\"1\">";
44. InterdomainTrustAccountFragment03 =
45. "<samAccountName op=\"replace\">";
46. InterdomainTrustAccountFragment04 =
47. "</samAccountName>";
48. InterdomainTrustAccountFragment05 =
49. "</update>";
50. InterdomainTrustAccountFragment06 =
51. "<move path=\"dn:CN=";
52. InterdomainTrustAccountFragment07 =
53. "\" metadata=\"1\">";
54. InterdomainTrustAccountFragment08 =
55. "<to path=\"dn:CN=";
56. InterdomainTrustAccountFragment09 =
57. "\"/>";
58. InterdomainTrustAccountFragment10 =
59. "</move>";

CrossRefs

1. CrossRefs(NCRenameDescription) =
2. CrossRefsFragment01,
3. Message,
4. CrossRefsFragment02,
5. WhiteSpace,
6. ConfigurationCrossRef(NCRenameDescription),
7. SchemaCrossRef(NCRenameDescription),
8. NCRenameDescriptionRootCrossRef(NCRenameDescription),
9. TrustTreeRootDomainCrossRefs(NCRenameDescription),
10. TrustTreeNonRootDomainCrossRefs(NCRenameDescription),
11. AppNCsCrossRefs(NCRenameDescription),
12. CrossRefsFragment03,
13. WhiteSpace;
14. CrossRefsFragment01 =
15. "<action name=\"";
16. CrossRefsFragment02 =
17. "\">";
18. CrossRefsFragment03 =
19. "</action>";

ConfigurationCrossRef

1. ConfigurationCrossRef(NCRenameDescription) =
2. ConfigurationCrossRefFragment01,
3. NCRenameDescription.RootDomain.NewDN,
4. ConfigurationCrossRefFragment02,
5. WhiteSpace,
6. ConfigurationCrossRefFragment03,
7. NCRenameDescription.RootDomain.NewDNSName,
8. ConfigurationCrossRefFragment04,
9. WhiteSpace,
10. ConfigurationCrossRefFragment05,
11. WhiteSpace;
12. ConfigurationCrossRefFragment01 =
13. "<update path=\"dn:CN=Enterprise Configuration,CN=Partitions,CN=Configuration,";
14. ConfigurationCrossRefFragment02 =
15. "\" metadata=\"1\">";
16. ConfigurationCrossRefFragment03 =
17. "<DnsRoot op=\"replace\">";
18. ConfigurationCrossRefFragment04 =
19. "</DnsRoot>";
20. ConfigurationCrossRefFragment05 =
21. "</update>";

SchemaCrossRef

1. SchemaCrossRef(NCRenameDescription) =
2. SchemaCrossRefFragment01,
3. NCRenameDescription.RootDomain.NewDN,
4. SchemaCrossRefFragment02,
5. WhiteSpace,
6. SchemaCrossRefFragment03,
7. NCRenameDescription.RootDomain.NewDNSName,
8. SchemaCrossRefFragment04,
9. WhiteSpace,
10. SchemaCrossRefFragment05,
11. WhiteSpace;
12. SchemaCrossRefFragment01 =
13. "<update path=\"dn:CN=Enterprise Schema,CN=Partitions,CN=Configuration,";
14. SchemaCrossRefFragment02 =
15. "\" metadata=\"1\">";
16. SchemaCrossRefFragment03 =
17. "<DnsRoot op=\"replace\">";
18. SchemaCrossRefFragment04 =
19. "</DnsRoot>";
20. SchemaCrossRefFragment05 =
21. "</update>";

AppNCsCrossRefs

1. AppNCsCrossRefs(NCRenameDescription) =
2. foreach(NCDescription in NCRenameDescription.AppNCs)
3. AppNCCrossRef(NCRenameDescription, NCDescription);
4. AppNCCrossRef(NCRenameDescription, NCDescription) =
5. AppNCCrossRefFragment01,
6. NCDescription.ExistingFlatname,
7. AppNCCrossRefFragment02,
8. NCRenameDescription.RootDomain.NewDN,
9. AppNCCrossRefFragment03,
10. WhiteSpace,
11. AppNCCrossRefFragment04,
12. NCDescription.NewDNSName,
13. AppNCCrossRefFragment05,
14. WhiteSpace,
15. AppNCCrossRefFragment06,
16. WhiteSpace;
17. AppNCCrossRefFragment01 =
18. "<update path=\"dn:CN=";
19. AppNCCrossRefFragment02 =
20. ",CN=Partitions,CN=Configuration,";
21. AppNCCrossRefFragment03 =
22. "\" metadata=\"0\">";
23. AppNCCrossRefFragment04 =
24. "<DnsRoot op=\"replace\">";
25. AppNCCrossRefFragment05 =
26. "</DnsRoot>";
27. AppNCCrossRefFragment06 =
28. "</update>";

NCRenameDescriptionRootCrossRef

1. NCRenameDescriptionRootCrossRef(NCRenameDescription) =
2. NCRenameDescriptionRootCrossRefFragment01,
3. NCRenameDescription.RootDomain.ExistingFlatName,
4. NCRenameDescriptionRootCrossRefFragment02,
5. NCRenameDescription.RootDomain.NewDN,
6. NCRenameDescriptionRootCrossRefFragment03,
7. WhiteSpace,
8. NCRenameDescriptionRootCrossRefFragment04,
9. NCRenameDescription.RootDomain.NewDNSName,
10. NCRenameDescriptionRootCrossRefFragment05,
11. WhiteSpace,
12. NCRenameDescriptionRootCrossRefFragment06,
13. NCRenameDescription.RootDomain.ExistingDNSName,
14. NCRenameDescriptionRootCrossRefFragment07,
15. WhiteSpace,
16. NCRenameDescriptionRootCrossRefFragment08,
17. NCRenameDescription.RootDomain.NewFlatName,
18. NCRenameDescriptionRootCrossRefFragment09,
19. WhiteSpace,
20. NCRenameDescriptionRootCrossRefFragment10,
21. WhiteSpace,
22. NCRenameDescriptionRootCrossRefFragment11,
23. NCRenameDescription.RootDomain.ExistingFlatName,
24. NCRenameDescriptionRootCrossRefFragment12,
25. NCRenameDescription.RootDomain.NewDN,
26. NCRenameDescriptionRootCrossRefFragment13,
27. WhiteSpace,
28. NCRenameDescriptionRootCrossRefFragment14,
29. NCRenameDescription.RootDomain.NewFlatName,
30. NCRenameDescriptionRootCrossRefFragment15,
31. NCRenameDescription.RootDomain.NewDN,
32. NCRenameDescriptionRootCrossRefFragment16,
33. WhiteSpace,
34. NCRenameDescriptionRootCrossRefFragment17,
35. WhiteSpace;
36. NCRenameDescriptionRootCrossRefFragment01 =
37. "<update path=\"dn:CN=";
38. NCRenameDescriptionRootCrossRefFragment02 =
39. ",CN=Partitions,CN=Configuration,";
40. NCRenameDescriptionRootCrossRefFragment03 =
41. "\" metadata=\"0\">";
42. NCRenameDescriptionRootCrossRefFragment04 =
43. "<DnsRoot op=\"replace\">";
44. NCRenameDescriptionRootCrossRefFragment05 =
45. "</DnsRoot>";
46. NCRenameDescriptionRootCrossRefFragment06 =
47. "<msDS-DnsRootAlias op=\"replace\">";
48. NCRenameDescriptionRootCrossRefFragment07 =
49. "</msDS-DnsRootAlias>";
50. NCRenameDescriptionRootCrossRefFragment08 =
51. "<NetBiosName op=\"replace\">";
52. NCRenameDescriptionRootCrossRefFragment09 =
53. "</NetBiosName>";
54. NCRenameDescriptionRootCrossRefFragment10 =
55. "</update>";
56. NCRenameDescriptionRootCrossRefFragment11 =
57. "<move path=\"dn:CN=";
58. NCRenameDescriptionRootCrossRefFragment12 =
59. ",CN=Partitions,CN=Configuration,";
60. NCRenameDescriptionRootCrossRefFragment13 =
61. "\" metadata=\"0\">";
62. NCRenameDescriptionRootCrossRefFragment14 =
63. "<to path=\"dn:CN=";
64. NCRenameDescriptionRootCrossRefFragment15 =
65. ",CN=Partitions,CN=Configuration,";
66. NCRenameDescriptionRootCrossRefFragment16 =
67. "\"/>";
68. NCRenameDescriptionRootCrossRefFragment17 =
69. "</move>";

TrustTreeNonRootDomainCrossRefs

1. TrustTreeNonRootDomainCrossRefs(NCRenameDescription) =
2. foreach(DomainWithNewTrustParentDescription in
3. NCRenameDescription.TrustTreeNonRootDomains)
4. TrustTreeNonRootDomainCrossRef(NCRenameDescription,
5. DomainWithNewTrustParentDescription);
6. TrustTreeNonRootDomainCrossRef(NCRenameDescription,
7. DomainWIthNewTrustParentDescription) =
8. TrustTreeNonRootDomainCrossRefFragment01,
9. DomainWithNewTrustParentDescription.ExistingFlatName,
10. TrustTreeNonRootDomainCrossRefFragment02,
11. NCRenameDescription.RootDomain.NewDN,
12. TrustTreeNonRootDomainCrossRefFragment03,
13. WhiteSpace,
14. TrustTreeNonRootDomainCrossRefFragment04,
15. DomainWithNewTrustParentDescription.NewDNSName,
16. TrustTreeNonRootDomainCrossRefFragment05,
17. WhiteSpace,
18. TrustTreeNonRootDomainCrossRefFragment06,
19. DomainWithNewTrustParentDescription.NewFlatName,
20. TrustTreeNonRootDomainCrossRefFragment07,
21. WhiteSpace,
22. TrustTreeNonRootDomainCrossRefFragment08,
23. DomainWithNewTrustParentDescription.NewTrustParentFlatName,
24. TrustTreeNonRootDomainCrossRefFragment09,
25. NCRenameDescription.RootDomain.NewDN,
26. TrustTreeNonRootDomainCrossRefFragment10,
27. WhiteSpace,
28. TrustTreeNonRootDomainCrossRefFragment11,
29. WhiteSpace,
30. TrustTreeNonRootDomainCrossRefFragment12,
31. DomainWithNewTrustParentDescription.ExistingDNSName,
32. TrustTreeNonRootDomainCrossRefFragment13,
33. WhiteSpace,
34. TrustTreeNonRootDomainCrossRefFragment14,
35. WhiteSpace,
36. TrustTreeNonRootDomainCrossRefFragment15,
37. DomainWithNewTrustParentDescription.ExistingFlatName,
38. TrustTreeNonRootDomainCrossRefFragment02,
39. NCRenameDescription.RootDomain.NewDN,
40. TrustTreeNonRootDomainCrossRefFragment16,
41. WhiteSpace,
42. TrustTreeNonRootDomainCrossRefFragment17,
43. DomainWithNewTrustParentDescription.NewFlatName,
44. TrustTreeNonRootDomainCrossRefFragment02,
45. NCRenameDescription.RootDomain.NewDN,
46. TrustTreeNonRootDomainCrossRefFragment18,
47. WhiteSpace,
48. TrustTreeNonRootDomainCrossRefFragment19,
49. WhiteSpace;
50. TrustTreeNonRootDomainCrossRefFragment01 =
51. "<update path=\"dn:CN=";
52. TrustTreeNonRootDomainCrossRefFragment02 =
53. ",CN=Partitions,CN=Configuration,";
54. TrustTreeNonRootDomainCrossRefFragment03 =
55. "\" metadata=\"1\">";
56. TrustTreeNonRootDomainCrossRefFragment04 =
57. "<DnsRoot op=\"replace\">";
58. TrustTreeNonRootDomainCrossRefFragment05 =
59. "</DnsRoot>";
60. TrustTreeNonRootDomainCrossRefFragment06 =
61. "<NetBiosName op=\"replace\">";
62. TrustTreeNonRootDomainCrossRefFragment07 =
63. "</NetBiosName>";
64. TrustTreeNonRootDomainCrossRefFragment08 =
65. "<TrustParent op=\"replace\">CN=";
66. TrustTreeNonRootDomainCrossRefFragment09 =
67. ",CN=Partitions,CN=Configuration,";
68. TrustTreeNonRootDomainCrossRefFragment10 =
69. "</TrustParent>";
70. TrustTreeNonRootDomainCrossRefFragment11 =
71. "<RootTrust op=\"delete\"></RootTrust>";
72. TrustTreeNonRootDomainCrossRefFragment12 =
73. "<msDS-DnsRootAlias op=\"replace\">";
74. TrustTreeNonRootDomainCrossRefFragment13 =
75. "</msDS-DnsRootAlias>";
76. TrustTreeNonRootDomainCrossRefFragment14 =
77. "</update>";
78. TrustTreeNonRootDomainCrossRefFragment15 =
79. "<move path=\"dn:CN=";
80. TrustTreeNonRootDomainCrossRefFragment16 =
81. "\" metadata=\"0\">";
82. TrustTreeNonRootDomainCrossRefFragment17 =
83. "<to path=\"dn:CN=";
84. TrustTreeNonRootDomainCrossRefFragment18 =
85. "\"/>";
86. TrustTreeNonRootDomainCrossRefFragment19 =
87. "</move>";

TrustTreeRootDomainCrossRefs

1. TrustTreeRootDomainCrossRefs(NCRenameDescription) =
2. foreach (TrustTreeRootDomainDescription in
3. NCRenameDescription.TrustTreeRootDomains)
4. TrustTreeRootDomainCrossRef(NCRenameDescription,
5. TrustTreeRootDomainDescription);
6. TrustTreeRootDomainCrossRef(NCRenameDescription, TrustTreeRootDomainDescription) =
7. TrustTreeRootDomainCrossRefFragment01,
8. TrustTreeRootDomainDescription.ExistingFlatName,
9. TrustTreeRootDomainCrossRefFragment02,
10. NCRenameDescription.RootDomain.NewDN,
11. TrustTreeRootDomainCrossRefFragment03,
12. WhiteSpace,
13. TrustTreeRootDomainCrossRefFragment04,
14. TrustTreeRootDomainDescription.NewDNSName,
15. TrustTreeRootDomainCrossRefFragment05,
16. WhiteSpace,
17. TrustTreeRootDomainCrossRefFragment06,
18. TrustTreeRootDomainDescription.NewFlatName,
19. TrustTreeRootDomainCrossRefFragment07,
20. WhiteSpace,
21. TrustTreeRootDomainCrossRefFragment08,
22. WhiteSpace,
23. TrustTreeRootDomainCrossRefFragment09,
24. NCRenameDescription.RootDomain.NewFlatName,
25. TrustTreeRootDomainCrossRefFragment10,
26. NCRenameDescription.RootDomain.NewDN,
27. TrustTreeRootDomainCrossRefFragment11,
28. WhiteSpace,
29. TrustTreeRootDomainCrossRefFragment12,
30. TrustTreeRootDomainDescription.ExistingDNSName,
31. TrustTreeRootDomainCrossRefFragment13,
32. WhiteSpace,
33. TrustTreeRootDomainCrossRefFragment14,
34. WhiteSpace,
35. TrustTreeRootDomainCrossRefFragment15,
36. TrustTreeRootDomainDescription.ExistingFlatName,
37. TrustTreeRootDomainCrossRefFragment16,
38. NCRenameDescription.RootDomain.NewDN,
39. TrustTreeRootDomainCrossRefFragment17,
40. WhiteSpace,
41. TrustTreeRootDomainCrossRefFragment18,
42. TrustTreeRootDomainDescription.NewFlatName,
43. TrustTreeRootDomainCrossRefFragment19,
44. NCRenameDescription.RootDomain.NewDN,
45. TrustTreeRootDomainCrossRefFragment20,
46. WhiteSpace,
47. TrustTreeRootDomainCrossRefFragment21,
48. WhiteSpace;
49. TrustTreeRootDomainCrossRefFragment01 =
50. "<update path=\"dn:CN=";
51. TrustTreeRootDomainCrossRefFragment02 =
52. ",CN=Partitions,CN=Configuration,";
53. TrustTreeRootDomainCrossRefFragment03 =
54. "\" metadata=\"1\">";
55. TrustTreeRootDomainCrossRefFragment04 =
56. "<DnsRoot op=\"replace\">";
57. TrustTreeRootDomainCrossRefFragment05 =
58. "</DnsRoot>";
59. TrustTreeRootDomainCrossRefFragment06 =
60. "<NetBiosName op=\"replace\">";
61. TrustTreeRootDomainCrossRefFragment07 =
62. "</NetBiosName>";
63. TrustTreeRootDomainCrossRefFragment08 =
64. "<TrustParent op=\"delete\"></TrustParent>";
65. TrustTreeRootDomainCrossRefFragment09 =
66. "<RootTrust op=\"replace\">CN=";
67. TrustTreeRootDomainCrossRefFragment10 =
68. ",CN=Partitions,CN=Configuration,";
69. TrustTreeRootDomainCrossRefFragment11 =
70. "</RootTrust>";
71. TrustTreeRootDomainCrossRefFragment12 =
72. "<msDS-DnsRootAlias op=\"replace\">";
73. TrustTreeRootDomainCrossRefFragment13 =
74. "</msDS-DnsRootAlias>";
75. TrustTreeRootDomainCrossRefFragment14 =
76. "</update>";
77. TrustTreeRootDomainCrossRefFragment15 =
78. "<move path=\"dn:CN=";
79. TrustTreeRootDomainCrossRefFragment16 =
80. ",CN=Partitions,CN=Configuration,";
81. TrustTreeRootDomainCrossRefFragment17 =
82. "\" metadata=\"0\">";
83. TrustTreeRootDomainCrossRefFragment18 =
84. "<to path=\"dn:CN=";
85. TrustTreeRootDomainCrossRefFragment19 =
86. ",CN=Partitions,CN=Configuration,";
87. TrustTreeRootDomainCrossRefFragment20 =
88. "\"/>";
89. TrustTreeRootDomainCrossRefFragment21 =
90. "</move>";

ReplicationEpoch

1. ReplicationEpoch(NCRenameDescription) =
2. ReplicationEpochFragment01,
3. Message,
4. ReplicationEpochFragment02,
5. WhiteSpace,
6. ReplicationEpochFragment03,
7. WhiteSpace,
8. ReplicationEpochFragment04,
9. NCRenameDescription.NewReplicationEpoch,
10. ReplicationEpochFragment05,
11. WhiteSpace,
12. ReplicationEpochFragment06,
13. WhiteSpace,
14. ReplicationEpochFragment07,
15. WhiteSpace;
16. ReplicationEpochFragment01 =
17. "<action name=\"";
18. ReplicationEpochFragment02 =
19. "\">";
20. ReplicationEpochFragment03 =
21. "<update path=\"$LocalNTDSSettingsObjectDN$\" metadata=\"0\">";
22. ReplicationEpochFragment04 =
23. "<msDS-ReplicationEpoch op=\"replace\">";
24. ReplicationEpochFragment05 =
25. "</msDS-ReplicationEpoch>";
26. ReplicationEpochFragment06 =
27. "</update>";
28. ReplicationEpochFragment07 =
29. "</action>";

##### Decode Operation

To process an NC Rename operation, an instance of the NCRenameDescription tuple (section [3.1.1.12.1.11](#Section_51D919B22AB447B58E55FDFB15F286C7)) describing the operation is required and is provided by the invoker of the NC Rename operation. The following EBNF-M operation is performed on the value.

1. Reversed::CodedNCRenameDescription(value) = NR

If the reverse operation returns an error (that is, the reversal does not result in a single instance of an NCRenameDescription (see section [3.1.1.12.2.1.5](#Section_1FAB6D707E9245FB9BCFA98111A45BD3))), this protocol does not restrict what changes occur in the abstract data of the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) performing the NC Rename operation, nor what the return value from the operation is. Such changes can be nondeterministic, and no expectation can be made by the user of the NC Rename operation as to what the result of an operation using a malformed value will be. In order to improve the usability of this operation, it is suggested to implementers that an error be returned in this case.

##### Verify Conditions

Before an NC Rename operation is performed, the following conditions must be true for the abstract data of the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) performing the rename and the NCRenameDescription tuple (section [3.1.1.12.1.11](#Section_51D919B22AB447B58E55FDFB15F286C7)) describing the operation, hereafter called *NR*.

* NR.ConfigurationNCGuid is the [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) of a writable [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in an [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) hosted on this DC.
* The value of the msDS-ReplicationEpoch [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) on the DC's NTDS Settings object (section [6.1.1.2.2.1.2.1.1](#Section_8EBF24191169441388E212A5AD499CF5)) does not equal NR.NewReplicationEpoch.
* The number of crossRef objects that refer to [**domain NCs**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) in the [**Partitions container**](#gt_d6b4c198-f9d3-4c49-b0f0-390e07f89af1) (that is, the count of [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) crossrefs) equals NR.DomainsCount.
* For every NCDescription *AppNC* in NR.AppNCs:
  + AppNC.CrossRefGuid is the GUID of a writable object in an NC replica hosted on this DC.
  + The [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the object whose GUID is AppNC.CrossRefGuid equals AppNC.ExistingDN.
* For every DomainDescription *Domain* in the union of NR.AllDomains:
  + Domain.CrossRefGuid is the GUID of a writable object in an NC replica hosted on this DC.
  + The value of the nCName attribute on the object whose GUID is Domain.CrossRefGuid equals Domain.ExistingDN.
  + There does not exist an object in an NC replica hosted on this DC whose DN is "CN=*Domain.NewFlatName*,CN=Partitions,CN=Configuration,*NR.RootDomain.ExistingDN*".
  + For every ServerDescription *Server* in Domain.Servers:
    - Server.serverGuid is the GUID of a writable object in an NC replica hosted on this DC.
    - Every value in Server.SPNs exists as a value of the servicePrincipalName attribute on the object whose DN is Server.ExistingDN.
  + For every TrustedDomainObjectDescription *TrustedDomainObject* in Domain.TrustedDomainObjects:
    - TrustedDomainObject.Guid refers to a writable object in an NC replica hosted on this DC.
    - The value of the securityIdentifier attribute on the object whose GUID is TrustedDomainObject.Guid equals TrustedDomainObject.SID.
    - There does not exist an object whose DN is "CN=*TrustedDomainObject.NewTrustPartnerDNSName*".
  + For every InterdomainTrustAccountDescription *InterdomainTrustAccount* in Domain.InterdomainTrustAccounts:
    - InterdomainTrustAccount.Guid refers to a writable object in an NC replica hosted on this DC.
    - The value of the sAMAccountName attribute on the object whose GUID is InterdomainTrustAccount.Guid equals InterdomainTrustAccount.ExistingFlatName.
    - There does not exist an object whose DN is "CN=*InterdomainTrustAccount.NewFlatName*,*InterdomainTrustAccount.ParentDNFromDomainDN*,*Domain.NewDN*".
  + The number of [**objects of class**](#gt_c2c67596-8d8f-42b9-9c70-1c4f7c952200) trustedDomain that are children of the object whose DN is "CN=System,*Domain.ExistingDN*" equals Domain.CountTrusts.

If an NC Rename operation is attempted when any of these conditions are not met, the NC Rename operation is not performed and the operation returns an error. This protocol does not prescribe what error is to be returned; the value of the error is strictly for implementation debugging purposes, and clients cannot rely on consistent or meaningful return codes.

##### Process Changes

To perform the NC Rename operation, the following changes are completed. No ordering of these changes is implied or required. When an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is referred to by [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b), the value of the DN is the value before any changes have been completed. Except where indicated, the metadata of changed objects is not [**updated**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) to reflect the changes. Where the metadata is not updated, the changes are not replicated.

As in the previous section, *NR* is the NCRenameDescription tuple (section [3.1.1.12.1.11](#Section_51D919B22AB447B58E55FDFB15F286C7)) describing the NC Rename operation.

* For the object referred to by the DN "CN=Enterprise Configuration,CN=Partitions,CN=Configuraiton,*NR.RootDomain.ExistingDN*":
  + The dnsRoot [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is set to NR.RootDomain.NewDNSName.
  + The metadata of the object is updated to reflect this change.
* For the object referred to by the DN "CN=Enterprise Schema,CN=Partitions,CN=Configuration,*NR.RootDomain.ExistingDN*":
  + The dnsRoot attribute is set to NR.RootDomain.NewDNSName.
  + The metadata of the object is updated to reflect this change.
* For every NCDescription *AppNC* in NR.AppNCs:
  + The DN of the object whose [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) is AppNC.Guid is set to AppNC.NewDN.
  + For the object referred to by "CN=*AppNC.ExistingFlatName*,CN=Partitions,CN=Configuraiton,*NR.RootDomain.ExistingDN*":
    - The dnsRoot attribute on the object is set to AppNC.NewDNSName.
* For the [**root domain**](#gt_529c766b-af01-4bc8-b853-65fba6c704b3) described by the DomainDescription tuple in NR.RootDomain:
  + The DN of the object referred to by NR.RootDomain.GUID is set to NR.RootDomain.NewDN.
  + For the object referred to by "CN=*NR.RootDomain.ExistingFlatName*,CN=Partitions,CN=Configuration,*NR.RootDomain.ExstingDN*":
    - The [**RDN**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9) is set to NR.RootDomain.NewFlatName.
    - The dnsRoot attribute is set to NR.RootDomain.NewDNSName.
    - The msDS-DnsRootAlias attribute is set to NR.RootDomain.ExistingDNSName.
    - The nETBIOSName attribute is set to NR.RootDomain.NewFlatName.
* For every DomainDescription *Domain* in NR.TrustTreeRootDomains:
  + The DN of the object referred to by Domain.Guid is set to Domain.NewDN.
  + For the object referred to by "CN=*Domain.ExistingFlatName*,CN=Partitions,CN=Configuration,*NR.RootDomain.ExstingDN*":
    - The RDN is set to Domain.NewFlatName.
    - The dnsRoot attribute is set to Domain.NewDNSName.
    - The nETBIOSName attribute is set to Domain.NewFlatName.
    - Any values of the trustParent attribute are removed.
    - The rootTrust attribute is set to Domain.NewDN.
    - The msDS-DnsRootAlias attribute is set to Domain.ExistingDNSName.
* For every DomainWithNewTrustParentDescription *Domain* in NR.TrustTreeNonRootDomains:
  + The DN of the object whose GUID is Domain.Guid is set to Domain.NewDN.
  + For the object referred to by "CN=*Domain.ExistingFlatName*,CN=Partitions,CN=Configuration,*NR.RootDomain.ExstingDN*":
    - The RDN is set to Domain.NewFlatName.
    - The dnsRoot attribute is set to Domain.NewDNSName.
    - The nETBIOSName attribute is set to Domain.NewFlatName.
    - The trustParent attribute is set to Domain.NewTrustParentFlatName.
    - Any values of the rootTrust attribute are removed.
    - The msDS-DnsRootAlias attribute is set to Domain.ExistingDNSName.
* For every DomainDescription *Domain* in NR.AllDomains, where Domain.Guid refers to a writable object in an [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) hosted on this [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd):
  + For every TrustedDomainObjectDescription *TrustedDomainObject* in Domain.TrustedDomainObjects:
    - For the object referred to by "CN=*TrustedDomainObject.ExistingTrustPartnerDNSName*,CN=System,*Domain.ExistingDN*":
      * The RDN is set to TrustedDomainObject.NewTrustPartnerDNSName.
      * The flatName attribute is set to TrustedDomainObject.NewTrustPartnerFlatName.
      * The trustPartner attribute is set to TrustedDomainObject.NewTrustPartnerDNSName.
      * The metadata of the object is updated to reflect these changes.
  + For every InterdomainTrustAccountDescription *InterdomainTrustAccount* in Domain.InterdomainTrustAccounts:
    - For the object referred to by "CN=*InterdomainTrustAccount.ExistingFlatName*,*InterdomainTrustAccount.ParentDNFromDomainDN*,*Domain.ExistingDN*"
      * The RDN is set to InterdomainTrustAccount.NewFlatName.
      * The sAMAccountName attribute is set to InterdomainTrustAccount.NewFlatName.
      * The metadata of the object is updated to reflect these changes.
* The msDS-ReplicationEpoch attribute on the DC's NTDS Settings object (section [6.1.1.2.2.1.2.1.1](#Section_8EBF24191169441388E212A5AD499CF5)) is set to NR.NewReplicationEpoch.

When the changes have been successfully performed, the NC Rename operation returns a value of success. If some part of the NC Rename operation is not or cannot be performed, this protocol does not restrict what changes do occur in the abstract data of the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) performing the NC Rename operation, nor what the return value from the operation is. Such changes can be nondeterministic, and no expectation can be made by the user of the NC Rename operation as to what the result of a failed NC Rename operation will be. In order to improve the usability of this operation, it is suggested to implementers that, in this failure case, no changes be made and an error be returned.

#### Authentication Information Retrieval

##### Informative Overview

This section defines abstract procedures that are used for obtaining information about a user [**principal**](#gt_8492780e-99e2-47ba-8553-aedb8de9f9c0) during an [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) procedure.

**Note**  Authentication information retrieval is applicable only to AD DS.

##### ExpandMemberships

1. procedure ExpandMemberships(
2. InputSids: ARRAY(SID),
3. OperationType: DWORD,
4. ExpandedSids: ARRAY(SID),
5. MaxValidityTimeHint: LARGE\_INTEGER) : NTSTATUS

**InputSids:** An array of [**SIDs**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) to be expanded.

**OperationType:** Specifies how the SIDs in *InputSids* are to be expanded. Must be a value from the REVERSE\_MEMBERSHIP\_OPERATION\_TYPE enumeration ([[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.8.1.3).

**ExpandedSids:** Returns the set of expanded SIDs.

**MaxValidityTimeHint:** Returns the smallest expiration timestamp of all memberships returned in *ExpandedSids*, or zero if all memberships are persistent.

**Return Values**: This procedure returns STATUS\_SUCCESS ([[MS-ERREF]](%5bMS-ERREF%5d.pdf#Section_1bc92ddfb79e413cbbaa99a5281a6c90) section 2.3.1) to indicate success; otherwise, an NTSTATUS error code.

**Note**  This procedure utilizes the IDL\_DRSGetMemberships method ([MS-DRSR] section 4.1.8).

**Logical Processing**:

1. Status: NTSTATUS;
2. OutVersion: DWORD;
3. msgIn: DRS\_MSG\_REVMEMB\_REQ;
4. msgOut: DRS\_MSG\_REVMEMB\_REPLY;
5. MaxValidityTimeHint := 0;
6. /\* Initialize input argument for IDL\_DRSGetMemberships \*/
7. msgIn.dwInVersion := 1;
8. msgIn.cDSNames := ARRAYSIZE(InputSids);
9. msgIn.ppDSNames := InputSids;
10. msgIn.dwFlags := 0;
11. msgIn.OperationType := OperationType;
12. msgIn.pLimitingDomain := NULL;
13. /\* Invoke IDL\_DRSGetMemberships locally \*/
14. Status := IDL\_DRSGetMemberships(NULL, 1, &msgIn, &OutVersion, &msgOut);
15. if Status != STATUS\_SUCCESS return Status;
16. /\* Merge the returned SIDs and returned SID-history SIDs \*/
17. ExpandedSids := msgOut.ppDSNames + msgOut.ppSidHistory;
18. if (minimum TTL of all memberships returned in ExpandedSids > 0)
19. MaxValidityTimeHint := (minimum TTL of all memberships
20. returned in ExpandedSids);
21. endif
22. return STATUS\_SUCCESS;

##### GetUserLogonInfo

1. procedure GetUserLogonInfo(
2. UserPrincipal: DSNAME,
3. ExpandedSids: ARRAY(SID),
4. MaxValidityTimeHint: LARGE\_INTEGER) : NTSTATUS

**UserPrincipal:** The [**principal**](#gt_8492780e-99e2-47ba-8553-aedb8de9f9c0) whose logon information needs to be retrieved.

**ExpandedSids:** Returns the set of expanded [**SIDs**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d).

**MaxValidityTimeHint:** Returns a future timestamp that specifies when the returned results are no longer considered valid; a value of zero signifies that no hint is being returned.

**Return Values**: This procedure returns STATUS\_SUCCESS ([[MS-ERREF]](%5bMS-ERREF%5d.pdf#Section_1bc92ddfb79e413cbbaa99a5281a6c90) section 2.3.1) to indicate success; otherwise, an NTSTATUS error code.

**Logical Processing**:

1. Status: NTSTATUS;
2. ShadowPrincipalSids: ARRAY(SID);
3. MaxShadowPrincipalValidityTimeHint: LARGE\_INTEGER;
4. /\* Invoke ExpandMemberships locally \*/
5. Status := ExpandMemberships(
6. UserPrincipal,
7. RevMembGetUniversalGroups,
8. ExpandedSids,
9. MaxValidityTimeHint);
10. if (STATUS\_SUCCESS != Status)
11. return Status;
12. endif
13. /\* Invoke ExpandShadowPrincipal locally \*/
14. Status := ExpandShadowPrincipal(
15. ExpandedSids,
16. ShadowPrincipalSids,
17. MaxShadowPrincipalValidityTimeHint);
18. if (MaxShadowPrincipalValidityTimeHint > 0)
19. MaxValidityTimeHint := min(MaxValidityTimeHint, MaxShadowPrincipalValidityTimeHint);
20. endif
21. ExpandedSids := ExpandedSids + ShadowPrincipalSids;
22. return Status;

##### GetResourceDomainInfo

1. procedure GetResourceDomainInfo(
2. InputSids: ARRAY(SID),
3. ResourceSids: ARRAY(SID),
4. MaxValidityTimeHint: LARGE\_INTEGER) : NTSTATUS

**InputSids:** The [**SIDs**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) to be expanded in the resource [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca).

**ResourceSids:** Returns the set of expanded SIDs.

**MaxValidityTimeHint:** Returns a future timestamp that specifies when the returned results are no longer considered valid; a value of zero signifies that no hint is being returned.

**Return Values**: This procedure returns STATUS\_SUCCESS ([[MS-ERREF]](%5bMS-ERREF%5d.pdf#Section_1bc92ddfb79e413cbbaa99a5281a6c90) section 2.3.1) to indicate success; otherwise, an NTSTATUS error code.

**Logical Processing**:

1. Status: NTSTATUS;
2. /\* Invoke ExpandMemberships locally \*/
3. Status := ExpandMemberships(
4. InputSids,
5. RevMembGetResourceGroups,
6. ResourceSids,
7. MaxValidityTimeHint);
8. return Status;

##### ExpandShadowPrincipal

1. procedure ExpandShadowPrincipal(
2. InputSids: ARRAY(SID),
3. ExpandedSids: ARRAY(SID),
4. MaxValidityTimeHint: LARGE\_INTEGER) : NTSTATUS

**InputSids:** An array of [**SIDs**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) to be expanded.

**ExpandedSids:** Returns the set of expanded SIDs.

**MaxValidityTimeHint:** Returns the smallest expiration timestamp of all memberships returned in *ExpandedSids*, or zero if all memberships are persistent.

**Return Values**: This procedure returns STATUS\_SUCCESS ([[MS-ERREF]](%5bMS-ERREF%5d.pdf#Section_1bc92ddfb79e413cbbaa99a5281a6c90) section 2.3.1) to indicate success; otherwise, an NTSTATUS error code.

**Note**  In the following logical processing, the [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) of the Privileged Access Management [**optional feature**](#gt_785b66f1-22b3-450f-97aa-a24a39d04d47) is defined in section [6.1.1.2.4.1.3.2](#Section_de72f0efb93f42b59198828d703cdda2).

**Logical Processing**:

1. v,u,w : DSName;
2. ShadowPrincipalContainer : DSName;
3. nameSet : set of DSName;
4. pamFeatureGuid: GUID;
5. MaxValidityTimeHint := 0;
6. /\* Check if the feature is enabled \*/
7. pamFeatureGuid := GUID of the Privileged Access Management optional feature;
8. if (!IsOptionalFeatureEnabled(DSName of Cross-Ref-Container, pamFeatureGuid))
9. ExpandedSids := {};
10. MaxValidityTimeHint := 0;
11. return STATUS\_SUCCESS
12. endif
13. /\* Get the name of the shadow principal container \*/
14. ShadowPrincipalContainer := "CN=Shadow Principal Configuration,CN=Services" ShadowPrincipalContainer := ShadowPrincipalContainer + dc.configNC
15. /\* Check if each SID is a member of any shadow principals \*/
16. foreach v in InputSids
17. nameSet := select all w from children ShadowPrincipalContainer where
18. (w!member := v) and
19. (w!objectClass := msDS-ShadowPrincipal)
20. /\* For each shadow principal, add its shadow principal SID to the output \*/
21. foreach u in nameSet
22. if (!(u!msDS-ShadowPrincipalSid in ExpandedSids))
23. ExpandedSids := ExpandedSids + u!msDS-ShadowPrincipalSid
24. endif
25. endfor
26. endfor
27. if ((minimum TTL of all memberships returned in ExpandedSids) > 0)
28. MaxValidityTimeHint := (minimum TTL of all memberships
29. returned in ExpandedSids);
30. endif

return STATUS\_SUCCESS;

##### GetUserLogonInfoByAttribute

procedure GetUserLogonInfoByAttribute(

SearchKey: unicodestring,

Attribute: ATTRTYP,

ExpandedSids: ARRAY(SID),

MaxValidityTimeHint: LARGE\_INTEGER) : NTSTATUS

**SearchKey:** The principal whose logon information is to be retrieved.

**Attribute:** The attribute to use when searching for the principal.

**ExpandedSids:** Returns the set of expanded SIDs.

**MaxValidityTimeHint:** Returns a future timestamp that specifies when the returned results are no longer considered valid; a value of zero signifies that no hint is being returned.

**Return Values:** This procedure returns STATUS\_SUCCESS ([[MS-ERREF]](%5bMS-ERREF%5d.pdf#Section_1bc92ddfb79e413cbbaa99a5281a6c90) section 2.3.1) to indicate success; otherwise, an NTSTATUS error code.

**Note**  This procedure uses the pseudocode language defined in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 3.4, and other functions defined in [MS-DRSR] section 4.1.4.2.

**Logical Processing:**

Status: NTSTATUS;

Names: set of DSName

/\* Look for user account \*/

Names := LookupAttr(0, Attribute, SearchKey)

if Names == null

return STATUS\_NO\_SUCH\_USER

endif

/\* Ensure uniqueness \*/

if number(Names) != 1

return STATUS\_NO\_SUCH\_USER

endif

Status = GetUserLogonInfo(

Names[0],

ExpandedSids,

MaxValidityTimeHint);

return Status;

##### GetUserLogonInfoByUPNOrAccountName

procedure GetUserLogonInfoByUPNOrAccountName(

UPNOrName: unicodestring,

ExpandedSids: ARRAY(SID),

MaxValidityTimeHint: LARGE\_INTEGER) : NTSTATUS

**UPNOrName:** The principal whose logon information is to be retrieved.

**ExpandedSids:** Returns the set of expanded SIDs.

**MaxValidityTimeHint:** Returns a future timestamp that specifies when the returned results are no longer considered valid; a value of zero signifies that no hint is being returned.

**Return Values:** This procedure returns STATUS\_SUCCESS ([[MS-ERREF]](%5bMS-ERREF%5d.pdf#Section_1bc92ddfb79e413cbbaa99a5281a6c90) section 2.3.1) to indicate success; otherwise, an NTSTATUS error code.

**Note**  This procedure uses functions defined in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.4.2.

**Logical Processing:**

Status: NTSTATUS;

UserName: unicodestring

/\* Search on the userPrincipalName attribute first \*/

Status := GetUserLogonInfoByAttribute(

UPNOrName,

userPrincipalName,

ExpandedSids,

MaxValidityTimeHint);

if Status == STATUS\_SUCCESS

return Status;

endif

/\* Search on the sAMAccountName attribute next \*/

Status := GetUserLogonInfoByAttribute(

UPNOrName,

sAMAccountName,

ExpandedSids,

MaxValidityTimeHint);

if Status == STATUS\_SUCCESS

return Status;

endif

/\* Parse the input for the user name and search on that \*/

UserName := UserNameFromUPN(UPNOrName);

if UserName != null

Status := GetUserLogonInfoByAttribute(

UserName,

sAMAccountName,

ExpandedSids,

MaxValidityTimeHint);

if Status == STATUS\_SUCCESS

return Status;

endif

endif

return STATUS\_NO\_SUCH\_USER;

# Protocol Examples

**Note**  For information about [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) join see see section [6.4](#Section_e5dd47ea3ff5451cb6fec3bda5591402). To examine a sample scenario for joining a domain, see [[MS-SYS-ARCHIVE]](%5bMS-SYS-ARCHIVE%5d.pdf) section 6.

The Active Directory Technical Specification (this document) does not specify a protocol, but rather a state model and a set of behaviors that must be followed such that protocols in the documentation set (for instance, the protocols specified in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) and [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380)) will expose the expected behavior to Windows clients. While this document includes a discussion of [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d), it does so only to specify [**Active Directory's**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) conformance with and extensions to that protocol, not to specify the protocol itself.

As a result, no protocol examples are appropriate for this document. This section is left in place to maintain section numbering consistency with the documentation template that is used throughout the protocol documentation set.

# Security

## LDAP Security

**References**

LDAP attributes: userPassword, sAMAccountName, userPrincipalName, uPNSuffixes, supported Capabilities, servicePrincipalName, nTSecurityDescriptor, schemaIDGUID, attributeSecurityGUID, dSHeuristics, validAccesses, rightsGuid, appliesTo: [[MS-ADA1]](%5bMS-ADA1%5d.pdf#Section_19528560f41e4623a406dabcfff0660f), [[MS-ADA2]](%5bMS-ADA2%5d.pdf#Section_e20ebc4e528540bab3bdffcb81c2783e), [[MS-ADA3]](%5bMS-ADA3%5d.pdf#Section_4517e8353ee644d4bb95a94b6966bfb0)

LDAP object class controlAccessRight: [[MS-ADSC]](%5bMS-ADSC%5d.pdf#Section_9abb5e97123d4da99557b353ab79b830)

ACCESS\_MASK structure and access right bits: [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.4.3

ACE structure: [MS-DTYP] section 2.4.4

ACL structure: [MS-DTYP] section 2.4.5

SECURITY\_DESCRIPTOR structure: [MS-DTYP] section 2.4.6

### Authentication

This section discusses the use of the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) bind mechanism in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) to perform [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317), and the various authentication methods that are supported.

#### Supported Authentication Methods

[[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.2 defines an AuthenticationChoice structure for a BindRequest that contains two alternatives: simple and [**SASL**](#gt_92d19873-ca51-489a-9d6c-e4a2afc66df5). [[RFC1777]](https://go.microsoft.com/fwlink/?LinkId=90290) section 4.1 defines an [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) structure for a BindRequest that contains three alternatives: simple, krbv42LDAP, and krbv42DSA. [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) supports only simple and SASL authentication mechanisms. The former is for [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) [**simple binds**](#gt_49986978-abd0-4f77-b04c-c221098e3fef), while the latter is for LDAP SASL binds (as documented in [[RFC2829]](https://go.microsoft.com/fwlink/?LinkId=90386)). In addition, Active Directory supports a third mechanism named "Sicily" that is primarily intended for compatibility with legacy systems. Sicily support adds three choices to the AuthenticationChoice structure, resulting in the following.

1. AuthenticationChoice ::= CHOICE {
2. simple [0] OCTET STRING,
3. sasl [3] SaslCredentials
4. sicilyPackageDiscovery [9] OCTET STRING
5. sicilyNegotiate [10] OCTET STRING
6. sicilyResponse [11] OCTET STRING }

The relationship of the three authentication mechanisms, and the authentication protocols supported by each, is summarized in the following tables.

Authentication Mechanism: Simple

For the simple authentication mechanism, authentication is described entirely by the mechanism; no additional authentication protocols are used.

Authentication Mechanism: SASL

| Authentication protocols | Comments |
| --- | --- |
| GSS-SPNEGO | GSS-SPNEGO, in turn, uses Kerberos or NTLM as the underlying authentication protocol. |
| GSSAPI | GSSAPI, in turn, always uses Kerberos as the underlying authentication protocol. |
| EXTERNAL | - |
| DIGEST-MD5 | - |

Authentication Mechanism: Sicily

| Authentication protocols | Comments |
| --- | --- |
| NTLM | - |

Each of the three authentication mechanisms supported by Active Directory is discussed in more detail in the following sections.

##### Simple Authentication

The support of [**simple bind**](#gt_49986978-abd0-4f77-b04c-c221098e3fef) in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) is consistent with [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.2 and [[RFC2829]](https://go.microsoft.com/fwlink/?LinkId=90386). Active Directory does not require, but supports, the use of an [**SSL**](#gt_d7ef66a9-f154-4d88-bda9-98bdf7235352)/[**TLS**](#gt_f2bc7fed-7e02-4fa5-91b3-97f5c978563a)-encrypted or otherwise protected connection when performing a simple bind. Also, while section 6.2 of [RFC2829] specifies that an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) possessing a userPassword [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is a prerequisite to being able to perform a simple bind using that object's credentials, Active Directory does not use the userPassword attribute to store the user's password in most cases, and possession of such an attribute is not a prerequisite to performing a simple bind against an object. The password attributes used in Active Directory are discussed in more detail in "LDAP Password Modify Operations" in section [3.1.1.3.1.5](#Section_3983110d4d244a59baebdb5b863a92c6). The simple bind uses the password policy settings described in the Group Policy: Security Protocol [[MS-GPSB]](%5bMS-GPSB%5d.pdf#Section_6a07a06be62847659d910d63ba47fdc0) section 2.2.1.2 and is applied using the policy described in [MS-GPSB] section 3.2.5.2.

When performing a simple bind, Active Directory accepts several forms of name in the name field of the BindRequest. Each name form is tried in turn. If the name field of the BindRequest maps to a single object using the attempted name form, the password on that object is checked, and the [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) succeeds or fails (with the error *invalidCredentials* / *<unrestricted>*) depending on the result. If the name field of the BindRequest maps to more than one object, the BindRequest fails with the error *invalidCredentials* / *ERROR\_INVALID\_PARAMETER*. If the name field of the BindRequest maps to no object, the next object name form is tried; if all forms have been tried, the BindRequest fails with the error *invalidCredentials* / *ERROR\_INVALID\_PARAMETER*.

For [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), the name forms are tried in the order they are listed below. For [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), the name forms are tried in the order below, except that forms marked "Only for AD DS" are not tried, and the User Principal Name (UPN) mapping (the second form below) is tried last.

The name forms are:

1. The [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the object.
2. The user principal name (UPN) of the object. The UPN of an object is either:
   * A value of the userPrincipalName attribute of the object, or
   * Only for AD DS: The value of the sAMAccountName attribute of the object, followed by a "@" sign, followed by either:
     + The [**DNS name**](#gt_102a36e2-f66f-49e2-bee3-558736b2ecd5) of a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) in the same [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) as the object, or
     + A value in the uPNSuffixes attribute of the [**Partitions container**](#gt_d6b4c198-f9d3-4c49-b0f0-390e07f89af1) in the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625) [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac).

When a name matches both the userPrincipalName attribute of one object and the UPN generated from the sAMAccountName of another object, the simple bind processing attempts to authenticate as the first object (that is, priority is given to the value of the userPrincipalName attribute) rather than failing the bind due to duplicate objects.

1. Only for AD DS: The [**NetBIOS domain name**](#gt_f7f8efcc-c6d5-40f0-9605-c9d99c5a0b92), followed by a backslash ("\"), followed by the value of the sAMAccountName attribute of the object.
2. The [**canonical name**](#gt_79ab9d86-0d30-41c3-b7da-153ad41bdfd8) of the object.
3. The value of the objectGUID attribute of the object, expressed in dashed-string form ([[RFC4122]](https://go.microsoft.com/fwlink/?LinkId=90460) section 3) and surrounded by curly braces (for example, "{ca2e693f-6280-4589-9376-b3707345d3ad}").
4. The value of the displayName attribute of the object.
5. Only for AD DS: A value of the servicePrincipalName attribute of the object.
6. Only for AD DS: A value V that, when the MapSPN(V, M) algorithm of [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.4.2.19 is applied to it, corresponds to a value of the servicePrincipalName attribute of the object. M is the value of the sPNMappings attribute of the nTDSService object.
7. The value of the objectSid attribute of the object, in SDDL [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) string form ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.4.2.1).
8. Only for AD DS: A value from the sIDHistory attribute of the object, in SDDL SID string form ([MS-DTYP] section 2.4.2.1).
9. The canonical name of the object in which the rightmost forward slash (/) is replaced with a newline character (\n).

##### SASL Authentication

The support of [**SASL**](#gt_92d19873-ca51-489a-9d6c-e4a2afc66df5) bind in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) is consistent with [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.2.1 and [[RFC2829]](https://go.microsoft.com/fwlink/?LinkId=90386). The following SASL mechanisms are supported by Active Directory. They are briefly described in "LDAP SASL Mechanisms", section [3.1.1.3.4.5](#Section_a98c1f56824642128c4ed92da1a9563b):

* GSS\_SPNEGO [[MS-SPNG]](%5bMS-SPNG%5d.pdf#Section_f377a379c24f4a0fa3eb0d835389e28a)
* GSSAPI [[RFC2078]](https://go.microsoft.com/fwlink/?LinkId=90312)
* EXTERNAL [RFC2829]
* DIGEST-MD5 [[RFC2831]](https://go.microsoft.com/fwlink/?LinkId=90387)

Active Directory supports the optional use of integrity verification or encryption that is negotiated as part of the SASL [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317). While Active Directory permits SASL binds to be performed on an [**SSL**](#gt_d7ef66a9-f154-4d88-bda9-98bdf7235352)/[**TLS**](#gt_f2bc7fed-7e02-4fa5-91b3-97f5c978563a)-protected connection, it does not permit the use of SASL-layer encryption/integrity verification mechanisms on such a connection. While this restriction is present in Active Directory on Windows 2000 Server operating system and later, versions prior to Windows Server 2008 operating system can fail to reject an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) bind that is requesting SASL-layer encryption/integrity verification mechanisms when that bind request is sent on a SSL/TLS-protected connection.

Once a SASL-layer encryption/integrity verification mechanism is in use on a connection, the client SHOULD not send an additional bind request on that connection (for example, to change the credentials with which the connection is authenticated), unless the LDAP\_CAP\_ACTIVE\_DIRECTORY\_LDAP\_INTEG\_OID capability is present in the [supportedCapabilities](#Section_831cd6c8a4294c95a07fe114c1ed3922) [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6) for that [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) (see "LDAP Capabilities" in section [3.1.1.3.4.3](#Section_3ed61e6ccfdc487d9f025a3397be3772)). If the client sends an additional bind to a DC on which that capability is not present, the DC returns the *unwillingToPerform* / *ERROR\_DS\_INAPPROPRIATE\_AUTH* error.

Regarding [RFC2829] section 9: when using the EXTERNAL SASL mechanism, Active Directory supports the **authzId** field. However, it only supports the dnAuthzId form and not the uAuthzId form. Additionally, it does not permit an [**authorization**](#gt_5946f74c-27ca-4ef8-8630-f1a06cd8d59e) identity to be established on the connection that is different from the authentication identity used on the connection. Violation of either of these rules causes the DC to return the *invalidCredentials* / *<unrestricted>* error.

Regarding [RFC2829] section 6.1: when using the DIGEST-MD5 mechanism:

* On Windows 2000 operating system, Windows Server 2003 operating system, Windows Server 2003 R2 operating system, Windows Server 2008, and Windows Server 2008 R2 operating system, Active Directory does not support subsequent authentication, although the credentials field contains the string defined by "response-auth" in [RFC2831] section 2.1.3.
* On Windows Server 2008 R2 operating system with Service Pack 1 (SP1) and Windows Server 2012 operating system and later, Active Directory also does not support subsequent authentication, but will respond to such requests with an initial authentication challenge (see [RFC2831] section 2.1.1).

##### Sicily Authentication

Sicily is a combination of a package discovery mechanism and an [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) mechanism. Unlike [**SASL**](#gt_92d19873-ca51-489a-9d6c-e4a2afc66df5), Sicily includes package discovery in the authentication mechanism itself. The package discovery mechanism permits a client to discover the authentication protocols (also known as packages) that a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) supports. The authentication mechanism then permits a client to authenticate using one of those protocols. The authentication mechanism is independent of the package discovery mechanism in that a client can skip the package discovery mechanism entirely and proceed directly to the authentication mechanism (for example, if the client has some out-of-band knowledge of which authentication protocols the server supports).

[**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) exposes and supports only the NTLM authentication protocol, as specified in [[MS-NLMP]](%5bMS-NLMP%5d.pdf#Section_b38c36ed28044868a9ff8dd3182128e4), via Sicily.

The package discovery mechanism is performed by the client sending a BindRequest to the DC in which the name field of the BindRequest is empty and the authentication field contains the sicilyPackageDiscovery choice. The octet string contained in the sicilyPackageDiscovery choice is not used and is empty.

The DC responds to a sicilyPackageDiscovery by returning a SicilyBindResponse. A SicilyBindResponse is similar to an [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) BindResponse, but some of the fields differ. The SicilyBindResponse is defined as follows.

1. SicilyBindResponse ::= [APPLICATION 1] SEQUENCE {
2. resultCode ENUMERATED {
3. success (0),
4. protocolError (2),
5. adminLimitExceeded (11),
6. inappropriateAuthentication (48),
7. invalidCredentials (49),
8. busy (51),
9. unavailable (52),
10. unwillingToPerform (53),
11. other (80) },
12. serverCreds OCTET STRING,
13. errorMessage LDAPString }

Note that resultCode is a subset of the enumeration present in LDAPResult. If the sicilyPackageDiscovery request is successful, the DC sets the resultCode to *success* in its SicilyBindResponse, and returns a string in serverCreds consisting of the semicolon-separated names of the authentication protocols it supports via the Sicily authentication mechanism. Active Directory supports NTLM, and returns the string "NTLM" in the package discovery response. The names of the authentication protocols are ordered in the server's preferred order, starting with the most-preferred authentication protocol. If the sicilyPackageDiscovery request is not successful, the DC returns an error in the **resultCode** field of the SicilyBindResponse. If the sicilyPackageDiscovery request fails because the DC does not support any authentication protocols via Sicily, the DC returns the error *inappropriateAuthentication* / *ERROR\_DS\_INAPPROPRIATE\_AUTH*. The **errorMessage** field of the SicilyBindResponse can contain additional implementation-specific details indicating why the request failed.

Once the client has determined which authentication protocol it will use, it uses the Sicily authentication mechanism to authenticate the connection. The Sicily authentication mechanism consists of two requests, both of which take the form of an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) BindRequest. The first request is the sicilyNegotiate request. If successful, this is followed by the sicilyResponse request.

The authentication begins when the client sends the sicilyNegotiate request to the DC. This constitutes a BindRequest in which the name field is set to "NTLM" and the authentication field contains the sicilyNegotiate choice. The sicilyNegotiate choice contains an octet string consisting of binary data supplied by and dependent on the authentication protocol that is used, and which serves as a representation of the credentials with which the client wishes to authenticate the connection. If successful, the DC responds with a SicilyBindResponse in which the resultCode is set to *success* and the serverCreds contains binary data supplied by the authentication protocol on the server side. The client is expected to pass this binary data, whose content is authentication protocol–specific, to its implementation of the authentication package. If not successful, the DC returns an error in the **resultCode** field of the SicilyBindResponse, indicating that the sicilyNegotiate request was not successful. If the credentials supplied by the client are invalid, the DC returns the *invalidCredentials* / *<unrestricted>* error. If the client requests an authentication protocol that is not supported by the DC, it returns the *inappropriateAuthentication* / *ERROR\_DS\_INAPPROPRIATE\_AUTH* error. The errorMessage field of the SicilyBindResponse can contain additional implementation-specific details indicating why the request failed.

If the sicilyNegotiate request is successful, the client then sends the sicilyResponse request to the DC by sending a BindRequest in which the name field is empty and the authentication field contains the sicilyResponse choice. The octet string in the sicilyResponse choice contains authentication protocol–specific data, generated in response to the data received in the serverCreds field of the SicilyBindResponse. The DC responds to this sicilyResponse request by sending a SicilyBindResponse. The serverCred field is not used in this response, and is empty. If successful, the DC sets the resultCode field to *success*, and the connection is now authenticated as the client-supplied credentials. If the bind fails, the DC sets resultCode to an error and the connection is not authenticated. As in the previous case, the DC uses the error *invalidCredentials* / *<unrestricted>* to indicate that the client presented incorrect credentials, and the error *inappropriateAuthentication* / *ERROR\_DS\_INAPPROPRIATE\_AUTH* to indicate that the client requested an unsupported protocol. The errorMessage field of the SicilyBindResponse can contain additional implementation-specific details indicating why the request failed.

As with SASL, integrity verification or encryption can be negotiated as part of the Sicily authentication. The support for, and means of implementation of, such mechanisms is dependent on the particular authentication protocol used (for example, NTLM). As with SASL, such mechanisms cannot be used on a connection that is protected by [**SSL**](#gt_d7ef66a9-f154-4d88-bda9-98bdf7235352)/[**TLS**](#gt_f2bc7fed-7e02-4fa5-91b3-97f5c978563a) mechanisms, and once such a mechanism is in use, the connection cannot be rebound unless the LDAP\_CAP\_ACTIVE\_DIRECTORY\_LDAP\_INTEG\_OID capability is present in the [supportedCapabilities](#Section_831cd6c8a4294c95a07fe114c1ed3922) [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6) of the DC.

#### Using SSL/TLS

[**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) permits two means of establishing an [**SSL**](#gt_d7ef66a9-f154-4d88-bda9-98bdf7235352)/[**TLS**](#gt_f2bc7fed-7e02-4fa5-91b3-97f5c978563a)-protected connection to a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). The first is by connecting to a DC on a protected LDAPS port ([**TCP**](#gt_b08d36f6-b5c6-4ce4-8d2d-6f2ab75ea4cb) ports 636 and 3269 in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), and a configuration-specific port in [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab)). The second is by connecting to a DC on a regular [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) port (TCP ports 389 or 3268 in AD DS, and a configuration-specific port in AD LDS), and later sending an LDAP\_SERVER\_START\_TLS\_OID extended operation [[RFC2830]](https://go.microsoft.com/fwlink/?LinkId=91359). In both cases, the DC will request (but not require) the client's certificate as part of the [**SSL/TLS handshake**](#gt_f17e8628-fadb-462b-a654-8ad363204d17) [[RFC2246]](https://go.microsoft.com/fwlink/?LinkId=90324). If the client presents a valid certificate to the DC at that time, it can be used by the DC to authenticate (bind) the connection as the credentials represented by the certificate.

If the client establishes the SSL/TLS-protected connection by means of connecting on a protected LDAPS port, then the connection is considered to be immediately authenticated (bound) as the credentials represented by the client certificate. An EXTERNAL bind is not allowed, and the bind will be rejected with an error. If the client does not present a certificate during the SSL/TLS handshake, the connection is not authenticated and is treated as anonymous. In that case, the DC rejects any attempt to perform an EXTERNAL bind with the error *invalidCredentials* / *<unrestricted>*.

If the client establishes the SSL/TLS-protected connection by means of an LDAP\_SERVER\_START\_TLS\_OID operation, the [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) state of the connection remains the same after the operation as it was before the operation. The DC authenticates the connection as the credentials represented by the client's certificate only if an EXTERNAL [**SASL**](#gt_92d19873-ca51-489a-9d6c-e4a2afc66df5) bind is subsequently performed. This is similar to the "implicit assertion" of [RFC2830] section 5.1.2.1, except that neither the authentication identity nor the [**authorization**](#gt_5946f74c-27ca-4ef8-8630-f1a06cd8d59e) identity is established on the connection until the EXTERNAL bind takes place. If the client includes the authzId field in the EXTERNAL bind, in accord with the "explicit assertion" of [RFC2830] section 5.1.2.2, then as described in section [5.1.1.1.2](#Section_989e07480953455d9d37d08dfbf3998b) the authzId field contains the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that the EXTERNAL bind is authenticating the connection as; in other words, the object associated with the credentials represented by the certificate. Therefore, the implicit assertion and explicit assertion are functionally identical. If the client performs an EXTERNAL bind but does not supply a certificate during the SSL/TLS handshake, the EXTERNAL bind fails with the error *invalidCredentials* / *<unrestricted>*.

Alternatively, the client can perform any other form of LDAP bind that is permissible on an SSL/TLS-protected connection, or the client can perform no bind to continue to use any authentication and authorization identity that was previously established on the connection.

#### Using Fast Bind

[**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) supports a mode of operation known as "fast bind" that can be enabled for each [**LDAP connection**](#gt_198f4791-cea3-465d-89e2-262991624e08). Fast bind mode allows a client to use the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) bind request to simply validate credentials and authenticate the client without the overhead of establishing the [**authorization**](#gt_5946f74c-27ca-4ef8-8630-f1a06cd8d59e) information. Fast bind mode is enabled on a connection by sending the LDAP\_SERVER\_FAST\_BIND\_OID LDAP extended operation on the connection, documented in "LDAP Extended Operations" in section [3.1.1.3.4.2](#Section_962a5f25f54148a6b73cda01f1b7fc69).

Once fast bind mode is enabled on a connection, it cannot be disabled on that connection. This mode cannot be enabled on a connection on which a successful bind was previously performed, and the server returns *unwillingToPerform* / *ERROR\_DS\_INAPPROPRIATE\_AUTH* if such an attempt is made.

When fast bind mode is enabled on an LDAP connection, the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) accepts bind requests and validates the credentials presented, returning an error code that indicates a success or failure. However, on successful binds, the DC does not perform authorization steps, and the connection is treated as if it was authorized as the anonymous user.

While [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.2.1 specifies that a bind request causes all operations currently in progress on a connection to be abandoned, when the connection is in fast bind mode, multiple independent binds (for example, using different credentials) can simultaneously be in progress on the same connection without any of them being abandoned. This permits a client to validate multiple sets of credentials at the same time, while the DC always considers the connection to be authenticated and authorized as the anonymous user.

Only [**simple binds**](#gt_49986978-abd0-4f77-b04c-c221098e3fef) are accepted on a connection in fast bind mode. The client can use [**SSL**](#gt_d7ef66a9-f154-4d88-bda9-98bdf7235352)/[**TLS**](#gt_f2bc7fed-7e02-4fa5-91b3-97f5c978563a) protection on a connection in fast bind mode.

#### Mutual Authentication

[[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) sections 2.2.2 and 2.2.4 specify the mutual [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) requirements for client-to-[**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) interactions over the [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) interfaces documented in [MS-DRSR]. The requirements are the same for mutual authentication in an [**LDAP connection**](#gt_198f4791-cea3-465d-89e2-262991624e08).

Therefore, by registering its [**SPNs (2)**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4) for the RPC interfaces documented in [MS-DRSR], a DC also satisfies its SPN (2) registration requirements for [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d).

#### Supported Types of Security Principals

For [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), the concept of "security principal" is straightforward: a [**security principal**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) is an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) that possesses an objectSid [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f). But for [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), the notion of security principal is more complex, because AD LDS recognizes three distinct types of security principals, any of which can authenticate via an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) Bind request:

* AD LDS security principals that are created in an AD LDS [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942).
* Principals that are defined by the operating system of the computer on which AD LDS is running.
* Principals that are defined in an [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) to which the computer on which AD LDS is running is joined, or [**principals**](#gt_8492780e-99e2-47ba-8553-aedb8de9f9c0) that are in domains that are [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) by the joined domain.

In addition to these three types of security principals, AD LDS also supports bind proxies, which are not security principals but which can be authenticated via an LDAP Bind request. This section will discuss each of the three types of security principals in turn, and follow that with a discussion of bind proxies. Finally, it will conclude with an explanation of which types of LDAP Binds an AD LDS server must support for each type of principal and bind proxy.

The first type of security principal in AD LDS is unchanged from AD DS: an object in the directory that possesses an objectSid attribute. However, while AD DS restricts security principals to the [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef), AD LDS (which has no domain NCs) permits security principals to be stored in an [**application NC**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a). Additionally, if the ADAMAllowADAMSecurityPrincipalsInConfigPartition configuration setting is supported and equals 1 (section [3.1.1.3.4.7](#Section_41cbdb2ceab145b08236ae777b1c5406)), AD LDS permits security principals to be created in the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625).

In AD DS, the set of [**security principal object**](#gt_4bb21ec2-b7ec-435d-9b7c-1eae5ad8f3da) classes is fixed. In AD LDS, any [**object class**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) that statically links (section [3.1.1.2.4.6](#Section_06f3acb88cff49e994ad6737fa0a9503)) to the msDS-BindableObject [**auxiliary class**](#gt_d881c624-8023-4bd6-b2df-f9af5e6f93bb) is a security principal object class. Dynamically instantiating the msDS-BindableObject auxiliary class does not have the same effect.

The second and third types of principals are similar to each other in that both are means for AD LDS to "pass through" the Authentication to the underlying operating system on which it is running. AD LDS recognizes as a security principal those security principals (users and [**groups**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac)) that are stored locally on the computer on which AD LDS is running. Additionally, if the computer is a member of a domain, then AD LDS recognizes as security principals any security principals that are in that domain or which are in a domain trusted by that domain. Such security principals can be included in the [**security descriptors**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) of objects in the AD LDS directory in the same fashion as security principals of the first type. Additionally, such security principals can be included in the membership of group objects in AD LDS, and in the msDS-ServiceAccount attribute of nTDSDSA objects in AD LDS, via the automatic creation of foreignSecurityPrincipal objects (sections [3.1.1.5.2.4](#Section_4abb859361c94da283c472d19760508d) and [3.1.1.5.3.3](#Section_dd5e0d4878764c64bc62f9c39c3c76c2)).

Note that, except for the creation of foreignSecurityPrincipal objects as needed to represent group members or service accounts, the second and third types of principals are not represented as objects in AD LDS. Instead, upon receipt of an LDAP Bind request for such a principal, AD LDS provides the credentials it receives in the Bind request to the host operating system and relies on the host operating system to validate those credentials. The means of passing the received credentials to the host operating system, as well as the method that the host operating system uses to validate those credentials, is implementation-specific.

Bind proxies are objects in AD LDS that contain the msDS-BindProxy auxiliary class. A bind proxy contains an objectSid attribute but is not a security principal. Rather, it is a means of associating an object in AD LDS with a security principal of the underlying operating system (that is, the second or third type of security principal). The objectSid attribute contains the [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) of a security principal of the second or third type. When an LDAP Bind request is received in which the object identified in the name field of the BindRequest is an msDS-BindProxy object, the server performs the following actions:

* Retrieve the value V of the objectSid attribute from the named object.
* Pass through the Authentication request to the host operating system as a request to authenticate a principal whose SID is V and whose password is as supplied in the LDAP Bind request.

An LDAP Bind request that targets an msDS-BindProxy object O has nearly the same effect as an LDAP Bind request for a security principal S of the second or third type. Instead of directly naming S in the LDAP Bind request, the client names an object O such that O!objectSid equals the SID of S. The [**security context**](#gt_88d49f20-6c95-4b64-a52c-c3eca2fe5709) generated by the two requests is slightly different, as specified in section [5.1.3.4](#Section_5fc59d2e0b8848a49ddc444ae33de1b5).

In order for an object class to be usable in an LDAP Bind request in AD LDS, that object class must either contain the msDS-BindableObject class or the msDS-BindProxy class.

AD LDS servers restrict the [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) mechanisms and protocols that can be used to authenticate different types of security principal and bind proxies. The authentication mechanisms and protocols supported by AD LDS for each type of principal or proxy are specified in the following table.

| Type of principal/proxy | Supported authentication mechanism | Supported authentication protocol |
| --- | --- | --- |
| First type (AD LDS principal) | Simple  SASL | -  DIGEST-MD5\* |
| Second or third type (computer or domain principal) | SASL  SASL  SASL  SASL  Sicily | GSSAPI  GSS-SPNEGO  DIGEST-MD5  EXTERNAL  NTLM |
| Bind proxy | Simple | - |

\* DIGEST-MD5 authentication for AD LDS security principals is supported only when the ADAMDisableSSI configurable setting (section 3.1.1.3.4.7) is supported and is equal to 0. If the ADAMDisableSSI configurable setting is not supported, then DIGEST-MD5 authentication for AD LDS security principals is not supported.

In particular, note that [**simple bind**](#gt_49986978-abd0-4f77-b04c-c221098e3fef) is not supported for principals of the second or third type, and that DIGEST-MD5 is the only [**SASL**](#gt_92d19873-ca51-489a-9d6c-e4a2afc66df5) protocol supported for all types of security principals in AD LDS.

#### Authentication Expiration

* If the [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) method used to establish a connection specifies an expiry time, the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) MUST associate the expiry time with the connection. The expiry time is then used as follows: A DC MUST disconnect connections having expiry times in a given period of time following the expiry time. Although the protocol places no boundary or other requirement on the length of the given time period, it is recommended that implementations minimize the length of the time period to improve client usability of the directory.
* When a DC receives a new [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) request on an existing connection that has an associated expiry time, where the current time exceeds the expiry time, the DC MUST NOT execute the LDAP request. Instead, the DC MUST disconnect the connection and send a Notice of Disconnection.

The Notice of Disconnection has the following [**ASN.1**](#gt_2ae47996-2ca2-4ca7-9e80-8ba36f62051a) definition:

1. NoticeOfDisconnectionLDAPMessage ::= SEQUENCE {
2. messageID MessageID,
3. protocolOp CHOICE {
4. extendedResp NoticeOfDisconnectionExtendedResponse },
5. responseName [10] LDAPOID}
7. NoticeOfDisconnectionExtendedResponse ::= [APPLICATION 24] SEQUENCE {
8. COMPONENTS OF LDAPResult }
10. where MessageID is defined in [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325)

Note that the NoticeOfDisconnectionLDAPMessage is used instead of the LDAPMessage specified in [RFC2251].

### Message Security

#### Using SASL

[**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) supports the optional use of an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) message security layer that provides message integrity and/or confidentiality protection services that are negotiated as part of the [**SASL**](#gt_92d19873-ca51-489a-9d6c-e4a2afc66df5) [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317). Support for such mechanisms and their implementation is dependent on the specific authentication protocol used (for example, Kerberos or Digest), and is documented in the SASL specification for each authentication protocol.

Once a SASL-negotiated security layer is in effect in the LDAP data stream, it remains in effect until either a subsequently negotiated security layer is installed or the underlying transport connection is closed. When in effect, the security layer processes protocol data into buffers of protected data as per [[RFC2222]](https://go.microsoft.com/fwlink/?LinkId=90322).

While Active Directory permits SASL binds to be performed on an [**SSL**](#gt_d7ef66a9-f154-4d88-bda9-98bdf7235352)/[**TLS**](#gt_f2bc7fed-7e02-4fa5-91b3-97f5c978563a)-protected connection, it does not permit the use of SASL-layer confidentiality/integrity protection mechanisms on such a connection. Active Directory can also be configured to require that SASL layer integrity protection services be used on a [**LDAP connection**](#gt_198f4791-cea3-465d-89e2-262991624e08) (the way in which the configuration can be done is outside the scope of the state model and is implementation-dependent).

On Windows 2000 Server and later, Active Directory treats a request for SASL-layer integrity protection and SASL-layer confidentiality protection distinctly. Therefore, if a client does not request SASL-layer integrity protection or requests SASL-layer confidentiality protection without requesting integrity protection when sending a bind request to a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) which is configured to require SASL-layer integrity protection, the DC will reject such a bind and return the error *strongAuthRequired* / *ERROR\_DS\_STRONG\_AUTH\_REQUIRED*. On Windows Server 2008 and later, Active Directory treats a request for SASL-layer confidentiality protection as also requesting SASL-layer integrity protection; therefore, a DC that is configured to require SASL-layer integrity protection will accept a bind from a client that requests SASL-layer confidentiality protection but does not explicitly request SASL-layer integrity protection. A DC configured to require SASL-layer integrity protection will accept a bind request from a client sent on a SSL/TLS-protected connection even if the client does not request SASL-layer integrity because it will accept the SSL/TLS-encryption in lieu of SASL-layer integrity.

#### Using SSL/TLS

[**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) supports [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) message security on an [**SSL**](#gt_d7ef66a9-f154-4d88-bda9-98bdf7235352)/[**TLS**](#gt_f2bc7fed-7e02-4fa5-91b3-97f5c978563a)-protected connection to a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in accordance with [[RFC2246]](https://go.microsoft.com/fwlink/?LinkId=90324).

As indicated in the previous section, Active Directory does not permit [**SASL**](#gt_92d19873-ca51-489a-9d6c-e4a2afc66df5)-layer message confidentiality/integrity protection mechanisms to be employed on an SSL/TLS-protected [**LDAP connection**](#gt_198f4791-cea3-465d-89e2-262991624e08).

Active Directory supports channel binding on SSL/TLS-protected LDAP [**connections**](#gt_866b0055-ceba-4acf-a692-98452943b981), as specified in [[RFC5929]](https://go.microsoft.com/fwlink/?linkid=2127878), [[RFC5056]](https://go.microsoft.com/fwlink/?linkid=2127877), and [[RFC4121]](https://go.microsoft.com/fwlink/?LinkId=90459). Note that for LDAP connections, a DC MUST support the tls-server-endpoint type binding, as specified in [RFC5929] and [RFC5056].

Active Directory can be configured for channel binding in the following ways:

* To not use channel binding (the default).
* To use channel binding but refuse connections that do not meet channel binding requirements.
* To use channel binding and permit connections that do not meet channel binding requirements.

The mechanism to specify such configurations is implementation-defined.

### Authorization

Although the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) security model does not include mechanisms for access control, [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) provides access control in the form of [**access control lists (ACLs)**](#gt_9f92aa05-dd0a-45f2-88d6-89f1fb654395) on [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca).

If the fLDAPBlockAnonOps heuristic of the dSHeuristics [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) (see section [6.1.1.2.4.1.2](#Section_e5899be4862e496f9a3833950617d2c5)) is true, anonymous (unauthenticated) users are limited to performing [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6) searches and binds. If fLDAPBlockAnonOps is false, anonymous users can perform any LDAP operation, subject to [**access checks**](#gt_d7906f17-bb2c-4193-a3f0-848bcc351dec) that use the ACL mechanisms described in this section.

#### Background

The [**security context**](#gt_88d49f20-6c95-4b64-a52c-c3eca2fe5709) of a requester (see security context in the Glossary) requesting access to an [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) represents the [**authorization**](#gt_5946f74c-27ca-4ef8-8630-f1a06cd8d59e) information that is associated with the requester. A [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) performs an [**access check**](#gt_d7906f17-bb2c-4193-a3f0-848bcc351dec) to determine whether the security context, and thus the requester, is authorized for the type of access that has been requested before allowing any further processing to continue. Access control information associated with an object is contained in the [**security descriptor**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) of the object.

Every object in Active Directory has an nTSecurityDescriptor [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) whose value is the security descriptor that contains access control information for the object.

An access check compares information in the thread's security context with information in the object's security descriptor:

* The security context contains a [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) that identifies the [**principal**](#gt_8492780e-99e2-47ba-8553-aedb8de9f9c0) associated with the thread, and SIDs that identify the [**groups**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) of which the principal is a member.
* The security descriptor contains a [**DACL**](#gt_d727f612-7a45-48e4-9d87-71735d62b321) that specifies the access rights that are allowed or denied to specific principals or groups. It also identifies the owner of the object. The structure of a security descriptor is described in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.4.6.

A DACL in a security descriptor is an ordered list of access control entries ([**ACEs**](#gt_b581857f-39aa-4979-876b-daba67a40f15)) that define the protections that apply to an object and its properties. Each ACE identifies a [**security principal**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) (that is, a user, group, and so on) and specifies a set of access rights that are allowed, denied, or audited for that security principal. The data structures for an ACE and a DACL are described in [MS-DTYP] sections 2.4.4 and 2.4.5.

There are two types of ACEs: simple and object-specific. A simple ACE applies to an entire object. If a simple ACE gives a particular user read access, the user can read all information associated with the object. An object-specific ACE, on the other hand, can apply to any individual attribute of an object or to a set of attributes. It makes it possible to place independent access controls on each attribute of an Active Directory object.

During an access check, the server steps through the ACEs in the order in which they appear in the object's DACL, looking for ACEs that apply to the principal and group SIDs from the thread's security context. It steps through each ACE until it finds one that either allows or denies access to the principal or one of the principal's groups, or until there are no more ACEs to check. If it comes to the end of the DACL, and the thread's desired access is still not explicitly allowed or denied, the server denies access to the object.

The order in which ACEs are listed in a DACL is important. For example, an object's DACL might contain one ACE that allows access to a group and another ACE that denies access to a principal who is a member of the group. If the access check process encounters the ACE that allows access to the group before the ACE that denies access to the principal, the principal is allowed access to the object. If the ACEs are encountered in the reverse order, then the principal is denied access to the object.

[**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) security principals cannot appear in an [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) ACE. Section [6.1.3.3](#Section_e42f988c72a04f8da7057235eac175d9) specifies a restriction on the AD LDS security principals that can be used in an AD LDS ACE.

#### Access Rights

The following diagram specifies access rights that can be assigned to or requested for an [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). The [**access mask**](#gt_462f2aa7-2cfc-404a-b479-30f127c512b1) in an [**ACE**](#gt_b581857f-39aa-4979-876b-daba67a40f15) contains a combination of these values.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| G R | G W | G X | G A | X | X | X | X | X | X | X | X | W O | W D | R C | D E | X | X | X | X | X | X | X | C R | L O | D T | W P | R P | V W | L C | D C | C C |

**Note**  The values are presented in [**big-endian**](#gt_6f6f9e8e-5966-4727-8527-7e02fb864e7e) byte order.

**CC (RIGHT\_DS\_CREATE\_CHILD, 0x00000001)**: The right to create [**child objects**](#gt_9b04b599-9dca-48f1-aa9e-08e254d20553) of the object. The ObjectType member of an ACE can contain a [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) that identifies the objectClass of child object whose creation is controlled. If ObjectType does not contain a GUID, the ACE controls the creation of all child object classes allowed by the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093).

**DC (RIGHT\_DS\_DELETE\_CHILD, 0x00000002)**: The right to delete child objects of the object. The ObjectType member of an ACE can contain a GUID that identifies the objectClass of the child object whose deletion is controlled. If ObjectType does not contain a GUID, the ACE controls the deletion of all child object classes.

**LC (RIGHT\_DS\_LIST\_CONTENTS, 0x00000004)**: The right to list child objects of this object. For more information about this right, see section [3.1.1.4](#Section_34eb9be4ad7f43c6b9d75302d1ee638b).

**VW (RIGHT\_DS\_WRITE\_PROPERTY\_EXTENDED, 0x00000008)**: The right to perform an operation controlled by a validated write access right. The ObjectType member of an ACE can contain a GUID that identifies the validated write. If ObjectType does not contain a GUID, the ACE controls the rights to perform all validated write operations associated with the object. For a list of validated write rights, see section [5.1.3.2.2](#Section_20504d6043ec458fbc7a754eb64446df). For specifics of validated write processing, see the Modify operation in section [3.1.1.5.3](#Section_606a854613784f4fa288051f2e248340).

**RP (RIGHT\_DS\_READ\_PROPERTY, 0x00000010)**: The right to read properties of the object. The ObjectType member of an ACE can contain a GUID that identifies a [**property set**](#gt_dc3c2e4a-3b46-4284-973e-cc0e362a3264) or an [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f). If ObjectType does not contain a GUID, the ACE controls the right to read all attributes of the object.

**WP (RIGHT\_DS\_WRITE\_PROPERTY, 0x00000020)**: The right to write properties of the object. The ObjectType member of an ACE can contain a GUID that identifies a property set or an attribute. If ObjectType does not contain a GUID, the ACE controls the right to write all attributes of the object.

**DT (RIGHT\_DS\_DELETE\_TREE, 0x00000040)**: The right to perform a Delete-Tree operation on this object. See the Delete operation in section [3.1.1.5.5](#Section_6c21dd2f40cd496390a2a7f657f319a4) for more details.

**LO (RIGHT\_DS\_LIST\_OBJECT, 0x00000080)**: The right to list a particular object. If the user is not granted this right, and the user is not granted the RIGHT\_DS\_LIST\_CONTENTS right on the object's parent, the object is hidden from the user. Note that LIST\_OBJECT rights are not enforced by Active Directory by default. In order to enable LIST\_OBJECT enforcement, the fDoListObject heuristic of the dSHeuristics attribute (see section [6.1.1.2.4.1.2](#Section_e5899be4862e496f9a3833950617d2c5)) must be true.

**CR (RIGHT\_DS\_CONTROL\_ACCESS, 0x00000100)**: The right to perform an operation controlled by a [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e). The ObjectType member of an ACE can contain a GUID that identifies the control access right. If ObjectType does not contain a GUID, the ACE controls the right to perform all control access right controlled operations associated with the object. For a list of control access rights, see section [5.1.3.2.1](#Section_1522b774646441a387a51e5633c3fbbb).

**DE (RIGHT\_DELETE, 0x00010000)**: The right to delete the object.

**RC (RIGHT\_READ\_CONTROL, 0x00020000)**: The right to read data from the [**security descriptor**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) of the object, not including the data in the [**SACL**](#gt_c189801e-3752-4715-88f4-17804dad5782).

**WD (RIGHT\_WRITE\_DAC, 0x00040000)**: The right to modify the [**DACL**](#gt_d727f612-7a45-48e4-9d87-71735d62b321) in the object security descriptor.

**WO (RIGHT\_WRITE\_OWNER, 0x00080000)**: The right to modify the owner of an object in the object's security descriptor. A user can only take ownership of an object, but cannot transfer ownership of an object to other users.

**GA (RIGHT\_GENERIC\_ALL, 0x10000000)**: The right to create or delete child objects, delete a subtree, read and write properties, examine child objects and the object itself, add and remove the object from the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9), and read or write with an extended right.

**GX (RIGHT\_GENERIC\_EXECUTE, 0x20000000)**: The right to read permissions on, and list the contents of, a [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) object.

**GW (RIGHT\_GENERIC\_WRITE, 0x40000000)**: The right to read permissions on this object, write all the properties on this object, and perform all validated writes to this object.

**GR (RIGHT\_GENERIC\_READ, 0x80000000)**: The right to read permissions on this object, read all the properties on this object, list this object name when the parent container is listed, and list the contents of this object if it is a container.

**X**: Ignored. These bits are ignored in Active Directory DACLs.

The four generic rights are presented, along with the specific access rights which they represent. The mapping for access to objects in Active Directory is as follows:

**GR** = (RC | LC | RP | LO)

**GW** = (RC | WP | VW)

**GX** = (RC | LC)

**GA** = (DE | RC | WD | WO | CC | DC | DT | RP | WP | LC | LO | CR | VW)

Note that the preceding "GENERIC" access mask bits are never stored in Active Directory security descriptor values. They can be present in an SD value sent by a user in an add or modify request. When the SD value is stored in the database, the GENERIC access bits are mapped according to the specific access rights that they represent, using the mapping described above. See section [6.1.3](#Section_081c41f04c8d4ab0971d77ec2504375a) and [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.4.3 for more information.

##### Control Access Rights

In [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90), the implementer can control which users have the right to perform a particular operation on an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) or its [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) by using standard access rights. However, there are certain operations that have semantics that are not tied to specific properties, or where it is desirable to control access in a way that is not supported by the standard access rights. For example, the implementer can grant users a "Reanimate tombstones" right so that they are able to perform [**tombstone**](#gt_9d8e0963-13fa-4e19-a97f-7ce6bc90d20f) reanimation on any object in a [**naming context**](#gt_784c7cce-f782-48d8-9444-c9030ba86942). Active Directory allows the standard access control mechanism to be extended for controlling access to custom actions or operations, using a mechanism called [**control access rights**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e).

A control access right is not identified by a specific bit in an [**access mask**](#gt_462f2aa7-2cfc-404a-b479-30f127c512b1) as the standard access rights are. Instead, each control access right is identified by a [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1). An [**ACE**](#gt_b581857f-39aa-4979-876b-daba67a40f15) that grants or denies a control access right specifies the RIGHT\_DS\_CONTROL\_ACCESS (CR) bit in the **ACCESS\_MASK** field and the GUID identifying the particular control access right in the ObjectType field of the ACE. If the **ObjectType** field does not contain a GUID, the ACE is deemed to control the right to perform all operations associated with the objects that are controlled by control access rights. For convenience and easy identification by Active Directory administrative tools facilitating access control, each control access right is represented by an [**object of class**](#gt_c2c67596-8d8f-42b9-9c70-1c4f7c952200) controlAccessRight in the [**Extended-Rights container**](#gt_a1b2a99c-af78-43d6-8461-ccbc1d9b7552). Note that these objects are not integral to evaluating access to an operation and, therefore, their presence is not required for the proper functioning of the access control mechanism. There are a number of predefined control access rights in Active Directory, and that list can be extended by application developers by adding controlAccessRight objects to the Extended-Rights container.

The pertinent attributes on the controlAccessRight object that defines the use of the control access right for the administrative tools are as follows:

* validAccesses: The type of access right bits in the **ACCESS\_MASK** field of an ACE with which the control access right can be associated. The only permitted access right for control access rights is RIGHT\_DS\_CONTROL\_ACCESS (CR).
* rightsGuid: The GUID that is used to identify the control access right in an ACE. The GUID value is placed in the **ObjectType** field of the ACE.
* appliesTo: This multivalue attribute has a list of [**object classes**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) that the control access right applies to. Each object class in the list is represented by the schemaIDGUID attribute of the classSchema object that defines the object class in the Active Directory [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093). The appliesTo values on the controlAccessRight are not enforced by the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) server; that is, the controlAccessRight can be included in [**security descriptors**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) of objects of classes not specified in the appliesTo attribute.

The following table summarizes the predefined control access rights, and the corresponding GUID value identifying each right, that can be specified in an ACE that is supported by applicable Windows Server releases.

The table contains information for the following products. See section [3](#Section_c4084c23aa9c47a7bdba9d6bd7a16e24) for more information.

* A --> Windows 2000
* D --> Windows Server 2003
* DR2 --> Windows Server 2003 R2
* K --> Windows Server 2008 AD DS
* L --> Windows Server 2008 AD LDS
* N --> Windows Server 2008 R2 AD DS
* P --> Windows Server 2008 R2 AD LDS
* S --> Windows Server 2012 AD DS
* T --> Windows Server 2012 AD LDS
* V --> Windows Server 2012 R2 operating system AD DS
* W --> Windows Server 2012 R2 AD LDS
* Y --> Windows Server 2016 operating system AD DS
* Z --> Windows Server 2016 AD LDS
* B2 --> Windows Server v1709 operating system AD DS
* C2 --> Windows Server v1709 AD LDS
* E2 --> Windows Server v1803 operating system AD DS
* F2 --> Windows Server v1803 AD LDS
* H2 --> Windows Server v1809 operating system AD DS
* I2 --> Windows Server v1809 AD LDS
* K2 --> Windows Server 2019 operating system AD DS
* L2 --> Windows Server 2019 AD LDS

| Control access right symbol | Identifying GUID used in ACE | A | D, DR2 | K | L | N | P | S | T | V | W | Y, B2, E2, H2, K2 | Z, C2, F2, I2, L2 |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| Abandon-Replication | ee914b82-0a98-11d1-adbb-00c04fd8d5cd | X |  |  |  |  |  |  |  |  |  |  |  |
| Add-GUID | 440820ad-65b4-11d1-a3da-0000f875ae0d | X | X | X | X | X | X | X | X | X | X | X | X |
| Allocate-Rids | 1abd7cf8-0a99-11d1-adbb-00c04fd8d5cd | X | X | X |  | X |  | X |  | X |  | X |  |
| Allowed-To-Authenticate | 68b1d179-0d15-4d4f-ab71-46152e79a7bc |  | X | X |  | X |  | X |  | X |  | X |  |
| Apply-Group-Policy | edacfd8f-ffb3-11d1-b41d-00a0c968f939 | X | X | X |  | X |  | X |  | X |  | X |  |
| Certificate-Enrollment | 0e10c968-78fb-11d2-90d4-00c04f79dc55 | X | X | X |  | X |  | X |  | X |  | X |  |
| Certificate-AutoEnrollment | a05b8cc2-17bc-4802-a710-e7c15ab866a2 |  |  |  |  |  |  | X |  | X |  | X |  |
| Change-Domain-Master | 014bf69c-7b3b-11d1-85f6-08002be74fab |  | X | X |  | X |  | X |  | X |  | X |  |
| Change-Infrastructure-Master | cc17b1fb-33d9-11d2-97d4-00c04fd8d5cd | X | X | X |  | X |  | X |  | X |  | X |  |
| Change-[**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) | bae50096-4752-11d1-9052-00c04fc2d4cf | X | X | X |  | X |  | X |  | X |  | X |  |
| Change-Rid-Master | d58d5f36-0a98-11d1-adbb-00c04fd8d5cd | X | X | X |  | X |  | X |  | X |  | X |  |
| Change-Schema-Master | e12b56b6-0a95-11d1-adbb-00c04fd8d5cd | X | X | X | X | X | X | X | X | X | X | X | X |
| Create-Inbound-Forest-Trust | e2a36dc9-ae17-47c3-b58b-be34c55ba633 |  | X | X |  | X |  | X |  | X |  | X |  |
| Do-Garbage-Collection | fec364e0-0a98-11d1-adbb-00c04fd8d5cd | X | X | X | X | X | X | X | X | X | X | X | X |
| Domain-Administer-Server | ab721a52-1e2f-11d0-9819-00aa0040529b | X | X | X |  | X |  | X |  | X |  | X |  |
| DS-Check-Stale-Phantoms | 69ae6200-7f46-11d2-b9ad-00c04f79f805 | X | X | X |  | X |  | X |  | X |  | X |  |
| DS-Execute-Intentions-Script | 2f16c4a5-b98e-432c-952a-cb388ba33f2e |  | X | X | X | X | X | X | X | X | X | X | X |
| DS-Install-Replica | 9923a32a-3607-11d2-b9be-0000f87a36b2 | X | X | X | X | X | X | X | X | X | X | X | X |
| DS-Query-Self-Quota | 4ecc03fe-ffc0-4947-b630-eb672a8a9dbc |  | X | X | X | X | X | X | X | X | X | X | X |
| DS-Replication-Get-Changes | 1131f6aa-9c07-11d1-f79f-00c04fc2dcd2 | X | X | X | X | X | X | X | X | X | X | X | X |
| DS-Replication-Get-Changes-All | 1131f6ad-9c07-11d1-f79f-00c04fc2dcd2 |  | X | X | X | X | X | X | X | X | X | X | X |
| DS-Replication-Get-Changes-In-Filtered-Set | 89e95b76-444d-4c62-991a-0facbeda640c |  |  | X |  | X |  | X |  | X |  | X |  |
| DS-Replication-Manage-Topology | 1131f6ac-9c07-11d1-f79f-00c04fc2dcd2 | X | X | X | X | X | X | X | X | X | X | X | X |
| DS-Replication-Monitor-Topology | f98340fb-7c5b-4cdb-a00b-2ebdfa115a96 |  | X | X | X | X | X | X | X | X | X | X | X |
| DS-Replication-Synchronize | 1131f6ab-9c07-11d1-f79f-00c04fc2dcd2 | X | X | X | X | X | X | X | X | X | X | X | X |
| Enable-Per-User-Reversibly-Encrypted-Password | 05c74c5e-4deb-43b4-bd9f-86664c2a7fd5 |  | X | X |  | X |  | X |  | X |  | X |  |
| Generate-RSoP-Logging | b7b1b3de-ab09-4242-9e30-9980e5d322f7 |  | X | X |  | X |  | X |  | X |  | X |  |
| Generate-RSoP-Planning | b7b1b3dd-ab09-4242-9e30-9980e5d322f7 |  | X | X |  | X |  | X |  | X |  | X |  |
| Manage-Optional-Features | 7c0e2a7c-a419-48e4-a995-10180aad54dd |  |  |  |  | X | X | X | X | X | X | X | X |
| Migrate-SID-History | ba33815a-4f93-4c76-87f3-57574bff8109 |  | X | X |  | X |  | X |  | X |  | X |  |
| msmq-Open-Connector | b4e60130-df3f-11d1-9c86-006008764d0e | X | X | X |  | X |  | X |  | X |  | X |  |
| msmq-Peek | 06bd3201-df3e-11d1-9c86-006008764d0e | X | X | X |  | X |  | X |  | X |  | X |  |
| msmq-Peek-computer-Journal | 4b6e08c3-df3c-11d1-9c86-006008764d0e | X | X | X |  | X |  | X |  | X |  | X |  |
| msmq-Peek-Dead-Letter | 4b6e08c1-df3c-11d1-9c86-006008764d0e | X | X | X |  | X |  | X |  | X |  | X |  |
| msmq-Receive | 06bd3200-df3e-11d1-9c86-006008764d0e | X | X | X |  | X |  | X |  | X |  | X |  |
| msmq-Receive-computer-Journal | 4b6e08c2-df3c-11d1-9c86-006008764d0e | X | X | X |  | X |  | X |  | X |  | X |  |
| msmq-Receive-Dead-Letter | 4b6e08c0-df3c-11d1-9c86-006008764d0e | X | X | X |  | X |  | X |  | X |  | X |  |
| msmq-Receive-journal | 06bd3203-df3e-11d1-9c86-006008764d0e | X | X | X |  | X |  | X |  | X |  | X |  |
| msmq-Send | 06bd3202-df3e-11d1-9c86-006008764d0e | X | X | X |  | X |  | X |  | X |  | X |  |
| Open-Address-Book | a1990816-4298-11d1-ade2-00c04fd8d5cd | X | X | X |  | X |  | X |  | X |  | X |  |
| Read-Only-Replication-Secret-Synchronization | 1131f6ae-9c07-11d1-f79f-00c04fc2dcd2 |  |  | X |  | X |  | X |  | X |  | X |  |
| Reanimate-Tombstones | 45ec5156-db7e-47bb-b53f-dbeb2d03c40f |  | X | X | X | X | X | X | X | X | X | X | X |
| Recalculate-Hierarchy | 0bc1554e-0a99-11d1-adbb-00c04fd8d5cd | X | X | X |  | X |  | X |  | X |  | X |  |
| Recalculate-Security-Inheritance | 62dd28a8-7f46-11d2-b9ad-00c04f79f805 | X | X | X | X | X | X | X | X | X | X | X | X |
| Receive-As | ab721a56-1e2f-11d0-9819-00aa0040529b | X | X | X |  | X |  | X |  | X |  | X |  |
| Refresh-Group-Cache | 9432c620-033c-4db7-8b58-14ef6d0bf477 |  | X | X |  | X |  | X |  | X |  | X |  |
| Reload-SSL-Certificate | 1a60ea8d-58a6-4b20-bcdc-fb71eb8a9ff8 |  |  | X | X | X | X | X | X | X | X | X | X |
| Run-Protect\_Admin\_Groups-Task | 7726b9d5-a4b4-4288-a6b2-dce952e80a7f |  |  |  |  | X |  | X |  | X |  | X |  |
| SAM-Enumerate-Entire-Domain | 91d67418-0135-4acc-8d79-c08e857cfbec |  | X | X |  | X |  | X |  | X |  | X |  |
| Send-As | ab721a54-1e2f-11d0-9819-00aa0040529b | X | X | X |  | X |  | X |  | X |  | X |  |
| Send-To | ab721a55-1e2f-11d0-9819-00aa0040529b | X | X | X |  | X |  | X |  | X |  | X |  |
| Unexpire-Password | ccc2dc7d-a6ad-4a7a-8846-c04e3cc53501 |  | X | X | X | X | X | X | X | X | X | X | X |
| Update-Password-Not-Required-Bit | 280f369c-67c7-438e-ae98-1d46f3c6f541 |  | X | X |  | X |  | X |  | X |  | X |  |
| Update-Schema-Cache | be2bb760-7f46-11d2-b9ad-00c04f79f805 | X | X | X | X | X | X | X | X | X | X | X | X |
| User-Change-Password | ab721a53-1e2f-11d0-9819-00aa0040529b | X | X | X | X | X | X | X | X | X | X | X | X |
| User-Force-Change-Password | 00299570-246d-11d0-a768-00aa006e0529 | X | X | X | X | X | X | X | X | X | X | X | X |
| DS-Clone-Domain-Controller | 3e0f7e18-2c7a-4c10-ba82-4d926db99a3e |  |  |  |  |  |  | X |  | X |  | X |  |
| DS-Read-Partition-Secrets | 084c93a2-620d-4879-a836-f0ae47de0e89 |  |  |  |  |  |  |  |  | X | X | X | X |
| DS-Write-Partition-Secrets | 94825a8d-b171-4116-8146-1e34d8f54401 |  |  |  |  |  |  |  |  | X | X | X | X |
| DS-Set-Owner | 4125c71f-7fac-4ff0-bcb7-f09a41325286 |  |  |  |  |  |  |  |  | X | X | X | X |
| DS-Bypass-Quota | 88a9933e-e5c8-4f2a-9dd7-2527416b8092 |  |  |  |  |  |  |  |  | X | X | X | X |
| DS-Validated-Write-Computer | 9b026da6-0d3c-465c-8bee-5199d7165cba |  |  |  |  |  |  |  |  |  |  | X |  |

##### Validated Writes

In [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90), write access to an [**object's**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is controlled by using the RIGHT\_DS\_WRITE\_PROPERTY (WP) access right. However, that would allow any value that is permissible by the attribute [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) to be written to the attribute with no value checking performed. There are cases where validation of the attribute values being written, beyond that required by the schema, is necessary before writing them to an object in order to maintain integrity constraints. Active Directory extends the standard access control mechanism to allow such additional validation semantics to be incorporated by using a mechanism called "validated write rights". The attributes to which the validated write rights apply, and the specific validations performed, are specified in section [3.1.1.5.3.1](#Section_c714e48cea2148b0913dfc065ab3dda3).

A validated write right is not identified by a specific bit in an [**access mask**](#gt_462f2aa7-2cfc-404a-b479-30f127c512b1) as the standard access rights are. Instead, each validated write right is identified by a [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1). This GUID is the value of the schemaIDGUID attribute from the attributeSchema object of the attribute where the validated write is defined. An [**ACE**](#gt_b581857f-39aa-4979-876b-daba67a40f15) that grants or denies a validated write right specifies the RIGHT\_DS\_WRITE\_PROPERTY\_EXTENDED (VW) bit in the **ACCESS\_MASK** field and the GUID identifying the particular validated write right in the **ObjectType** field of the ACE. If the **ObjectType** field does not contain a GUID, the ACE is deemed to control the right to perform all validated write operations associated with the object. As with [**control access rights**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e), each validated write right is represented by an [**object of class**](#gt_c2c67596-8d8f-42b9-9c70-1c4f7c952200) controlAccessRight in the [**Extended-Rights container**](#gt_a1b2a99c-af78-43d6-8461-ccbc1d9b7552) for convenience and easy identification by Active Directory administrative tools. Note that these objects are not integral to evaluating access to an [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) operation and, therefore, their presence is not required for the proper functioning of the access control mechanism. The predefined list of validated write rights in Active Directory cannot be extended by application developers.

The attributes to which the validated write rights apply to, and the specific validations performed, are specified in section [3.1.1.5.3.1.1](#Section_b2e5d03cae3b4dab8441388789dd2438). The following table summarizes the validated write rights, and the corresponding GUID value identifying each right, that can be specified in an ACE that is supported by applicable Windows Server releases.

The table contains information for the following products. See section [3](#Section_c4084c23aa9c47a7bdba9d6bd7a16e24) for more information.

* A --> Windows 2000
* D --> Windows Server 2003
* DR2 --> Windows Server 2003 R2
* K --> Windows Server 2008 AD DS
* L --> Windows Server 2008 AD LDS
* N --> Windows Server 2008 R2 AD DS
* P --> Windows Server 2008 R2 AD LDS
* S --> Windows Server 2012 AD DS
* T --> Windows Server 2012 AD LDS
* V --> Windows Server 2012 R2 AD DS
* W --> Windows Server 2012 R2 AD LDS
* Y --> Windows Server 2016 AD DS
* Z --> Windows Server 2016 AD LDS
* B2 --> Windows Server v1709 AD DS
* C2 --> Windows Server v1709 AD LDS
* E2 --> Windows Server v1803 AD DS
* F2 --> Windows Server v1803 AD LDS
* H2 --> Windows Server v1809 AD DS
* I2 --> Windows Server v1809 AD LDS
* K2 --> Windows Server 2019 AD DS
* L2 --> Windows Server 2019 AD LDS

| Validated write right symbol | Identifying GUID used in ACE | A, D, DR2 | K, N | L, P | S, V, Y, B2, E2, H2, K2 | T, W, Z, C2, F2, I2, L2 |
| --- | --- | --- | --- | --- | --- | --- |
| Self-Membership | bf9679c0-0de6-11d0-a285-00aa003049e2 (member attribute) | X | X | X | X | X |
| Validated-DNS-Host-Name | 72e39547-7b18-11d1-adef-00c04fd8d5cd (dNSHostName attribute) | X | X |  | X |  |
| Validated-MS-DS-Additional-DNS-Host-Name | 80863791-dbe9-4eb8-837e-7f0ab55d9ac7 (msDS-AdditionalDnsHostName attribute) |  |  |  | X |  |
| Validated-MS-DS-Behavior-Version | d31a8757-2447-4545-8081-3bb610cacbf2(msDS-Behavior-Version attribute) |  |  |  | X |  |
| Validated-SPN | f3a64788-5306-11d1-a9c5-0000f80367c1 (servicePrincipalName attribute) | X | X |  | X |  |

#### Checking Access

Before performing a requested access on an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90), the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) performs an [**access check**](#gt_d7906f17-bb2c-4193-a3f0-848bcc351dec) to confirm that the [**security context**](#gt_88d49f20-6c95-4b64-a52c-c3eca2fe5709) of the requester is authorized for the type of access requested. This determination is made by using the following information:

* The requester's security context
* The requester's desired [**access mask**](#gt_462f2aa7-2cfc-404a-b479-30f127c512b1)
* An appropriate [**security descriptor**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) (the security descriptor used for the access check is typically the security descriptor of the object itself, but for some types of access the security descriptor of the object's parent and/or other objects in the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) might be used).

Note that a special [**principal**](#gt_8492780e-99e2-47ba-8553-aedb8de9f9c0) called "Principal Self," identified by the fixed [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) value of S-1-5-10, can appear in the **SID** field of an [**ACE**](#gt_b581857f-39aa-4979-876b-daba67a40f15) in the security descriptor of an object. This fixed SID value represents the object itself in an ACE on a [**security principal object**](#gt_4bb21ec2-b7ec-435d-9b7c-1eae5ad8f3da). For example, when an ACE on a user object grants certain access rights to Principal Self, it essentially grants those access rights to the user represented by that object. During an access check for object O, if O!nTSecurityDescriptor contains any ACEs with the fixed SID for Principal Self the server replaces them with O!objectSid before proceeding with the access check.

For the access check behavior described in the following sections, it is assumed that any security descriptor used as input to that process has already undergone the SID substitution for Principal Self (as described in this section), if necessary.

##### Null vs. Empty DACLs

The presence of a NULL [**DACL**](#gt_d727f612-7a45-48e4-9d87-71735d62b321) in the nTSecurityDescriptor [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) grants full access to the object to any [**principal**](#gt_8492780e-99e2-47ba-8553-aedb8de9f9c0) that requests it; normal [**access checks**](#gt_d7906f17-bb2c-4193-a3f0-848bcc351dec) are not performed with respect to the object.

An empty DACL, on the other hand, is a properly allocated and initialized DACL containing no [**ACEs**](#gt_b581857f-39aa-4979-876b-daba67a40f15). An empty DACL in the nTSecurityDescriptor attribute of an object grants no access to the object. Note that even with an empty DACL, some rights are implied. For example, the current OWNER of an object is implicitly granted RIGHT\_READ\_CONTROL and RIGHT\_WRITE\_DAC access. When BlockOwnerImplicitRights is set to 1 and the requester is a member of neither the Domain Administrators (section [6.1.1.6.5](#Section_8ba46366add743b1821a1640cf616ebc)) or Enterprise Administrators (section [6.1.1.6.10](#Section_7799841e196346cd99f399dfa2e4dab2)) group, the implicit grant of WRITE\_DAC MUST be ignored for purposes of the authorization check.[7](#pbn7)

If the user possesses the SE\_TAKE\_OWNERSHIP\_PRIVILEGE, then RIGHT\_WRITE\_OWNER access is implied.

7 Under the stated conditions, the implicit WRITE\_DAC grant MUST be ignored for purposes of the authorization check on computers running the operating systems specified in [[MSFT-CVE-2021-42291]](https://go.microsoft.com/fwlink/?linkid=2180155), each with its related MSKB article download installed.

##### Checking Simple Access

When evaluating standard access rights specified in simple [**ACEs**](#gt_b581857f-39aa-4979-876b-daba67a40f15) for an [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca), the [**security descriptor**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) of the object is used. Let G and D denote the access rights that are granted and denied, respectively, on the object. Set both to a value of 0 initially.

The following rules are used to determine the [**authorization**](#gt_5946f74c-27ca-4ef8-8630-f1a06cd8d59e) for the requester's [**security context**](#gt_88d49f20-6c95-4b64-a52c-c3eca2fe5709):

1. If the security descriptor has no [**DACL**](#gt_d727f612-7a45-48e4-9d87-71735d62b321) or its "DACL Present" (DP) bit is not set, then grant the requester all possible access rights on the object.
2. If the DACL does not have any ACE, then grant the requester no access rights on the object.
3. If the [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) in the Owner field of the object's security descriptor matches any SID in the requester's security context, then add the bits "Read Control" (RC), "Write DACL" (WD) and "Write Owner" (WO) to G.
4. Evaluate the DACL by examining each ACE in sequence, starting with the first ACE. Perform the following sequence of actions for each ACE in the order as shown. Let the ACCESS\_MASK field of the ACE have a value M.
   1. If the "Inherit Only" (IO) flag is set in the ACE, skip the ACE.
   2. If the SID in the ACE does not match any SID in the requester's security context, skip the ACE.
   3. If the ACE type is "Access Denied" and the access rights in M are not in G, then add the rights in M to D.
   4. If the ACE type is "Access Allowed" and the access rights in M are not in D, then add the rights in M to G.
5. When the end of the DACL is reached, the access rights in G is the maximum standard access available to the requester on the object. Check the requested [**access mask**](#gt_462f2aa7-2cfc-404a-b479-30f127c512b1) against the access rights granted in G.

##### Checking Object-Specific Access

This section describes how [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca)-specific access rights on [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) objects are evaluated, with the exception of access rights representing [**control access rights**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) and validated write rights. That is the subject of the subsequent sections.

When evaluating object-specific access rights specified in object-specific [**ACEs**](#gt_b581857f-39aa-4979-876b-daba67a40f15) for an Active Directory object, the [**security descriptor**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) of the object (or its parent) is used along with a three-level "object type tree" associated with that object. For an object O that is the subject of an [**access check**](#gt_d7906f17-bb2c-4193-a3f0-848bcc351dec), the object type tree T(V, E) consists of nodes V={v1, v2, ...}, edges E={e1, e2, ...}, and a GUID-valued label for each node in V indicated by *Guid(v)*, and is constructed as follows:

* Let O be an [**object of class**](#gt_c2c67596-8d8f-42b9-9c70-1c4f7c952200) c, and let A={a1, a2, ...} be the set of [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) that instances of class c can contain. For each attribute ai that is an element of A, if ai.attributeSecurityGUID ≠ NULL, then let pi denote the [**property set**](#gt_dc3c2e4a-3b46-4284-973e-cc0e362a3264) of which ai is a member and let Guid(pi) = ai.attributeSecurityGUID (see Property Set in section [3.1.1.2](#Section_5859bab0f5454db680c69798b484b3d8)). Let P be the union of all such sets {pi}.
* Add c to V as the root node of the tree and set Guid(c) to c!schemaIDGUID.
* For every property set pi that is an element of P, add a node pi to V and Guid(pi) is as specified earlier.
* For every attribute ai that is an element of A, add a node ai to V and set Guid(ai) to ai!schemaIDGUID.
* For every property set pi that is an element of P, add an edge (c, pi) to E such that pi is a child of c.
* For every attribute ai that is an element of A, if there exists a property set pi that is an element of P of which ai is a member then add an edge (pi, ai) to E such that ai is a child of pi; otherwise add an edge (c, ai) to E such that ai is a child of c.

**Note**  The object type tree used during an access check can include only a subset of the property set (see Property Set in section [3.1.1.2.3.3](#Section_177c0db5fa124c31b75a473425ce9cca)) nodes and a subset of the attribute nodes that the requester is interested in. An object type tree for an object is illustrated by the following figure.
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Figure 4: An object type tree

Let r be the root node of the object type tree T. Further, label each node v that is an element of V with two additional labels called Grant(v) and Deny(v) indicating the access rights that are granted and denied, respectively, at that node. Set both labels to a value 0 initially for every node.

The following rules are used to determine the [**authorization**](#gt_5946f74c-27ca-4ef8-8630-f1a06cd8d59e) for the requester's [**security context**](#gt_88d49f20-6c95-4b64-a52c-c3eca2fe5709):

1. If the security descriptor of object O has no [**DACL**](#gt_d727f612-7a45-48e4-9d87-71735d62b321) or its "DACL Present" (DP) bit is not set, then grant the requester all possible access rights on the object.
2. If the DACL does not have any ACE, then grant the requester no access rights on the object.
3. Evaluate the DACL by examining each ACE in sequence, starting with the first ACE. Perform the following sequence of actions for each ACE in the order as shown. Let the ACCESS\_MASK field of the ACE have a value M.
   1. If the "Inherit Only" (IO) flag is set in the ACE, skip the ACE.
   2. If the [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) in the ACE does not match any SID in the requester's security context, skip the ACE.
   3. If the ACE type is "Access Allowed" and the access rights in M are not in Deny(r), then add the rights in M to Grant(r) (where r denotes the root node of object type tree T as stated above). For every descendant node u of r, if the rights in M are not in Deny(u), then add the rights in M to Grant(u).
   4. If the ACE type is "Object Access Allowed" and the ObjectType field in the ACE is not present, then treat the ACE type as "Access Allowed" and perform the action in 3.3.
   5. If the ACE type is "Object Access Allowed" and the ObjectType field in the ACE contains a [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) value g:

If there exists no node v that is an element of V such that Guid(v) = g, then skip the ACE.

Otherwise, let v that is an element of V be the unique node such that Guid(v) = g. If the rights in M are not in Deny(v), then add the rights in M to Grant(v). For every descendant node u of v, if the rights in M are not in Deny(u), then add the rights in M to Grant(u).

* + 1. If v = r, then proceed to the next ACE.
    2. If Grant(v) = Grant(s) for every sibling s of node v, then add the rights in Grant(v) to Grant(p) where p is the parent of node v. Otherwise, proceed to the next ACE.
    3. Set v to p, and repeat these three steps.
  1. If the ACE type is "Access Denied" and the access rights in M are not in Grant(r), then add the rights in M to Deny(r). For every descendant node u below the root node, if the rights in M are not in Grant(u), then add the rights in M to Deny(u).
  2. If the ACE type is "Object Access Denied" and the ObjectType field in the ACE is not present, then treat the ACE type as "Access Denied" and perform the action in 3.6.
  3. If the ACE type is "Object Access Denied" and the ObjectType field in the ACE contains a GUID value g:

If there exists no node v that is an element of V such that Guid(v) = g, then skip the ACE.

Otherwise, let v be the unique node in P such that Guid(v) = g if any such node exists. If no such node exists, let v be the unique node in A such that Guid(v) = g. If the rights in M are not in Grant(v), then add the rights in M to Deny(v). For every descendant node u of v, if the rights in M are not in Grant(u), then add the rights in M to Deny(u). For every ancestor node w of v, add the rights in M to Deny(w).

1. When the end of the DACL is reached, the access rights in Grant(r) at the root node of tree T is the maximum access available to the requester on the object. For each node u below the root node r, the access rights in Grant(u) is the maximum access available to the requester for that node.

If the requested access is for the entire object, check the requested [**access mask**](#gt_462f2aa7-2cfc-404a-b479-30f127c512b1) against the access rights granted in Grant(r). If the requested access is for specific properties on the object, check the requested access mask against the rights granted in Grant(u) where u is the attribute node in tree T that is the target of the request.

##### Checking Control Access Right-Based Access

When evaluating the right to perform an operation that is controlled by a [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) identified by the [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) value G, use the following rules to determine the [**authorization**](#gt_5946f74c-27ca-4ef8-8630-f1a06cd8d59e) for the requester's [**security context**](#gt_88d49f20-6c95-4b64-a52c-c3eca2fe5709):

1. If the [**security descriptor**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) has no [**DACL**](#gt_d727f612-7a45-48e4-9d87-71735d62b321) or its "DACL Present" (DP) bit is not set, then grant the requester the requested control access right.
2. If the DACL does not have any [**ACE**](#gt_b581857f-39aa-4979-876b-daba67a40f15), then deny the requester the requested control access right.
3. Evaluate the DACL by examining each ACE in sequence, starting with the first ACE. Perform the following sequence of actions for each ACE in the order as shown. Let the ACCESS\_MASK field of the ACE have a value M.
   1. If the "Inherit Only" (IO) flag is set in the ACE, skip the ACE.
   2. If the [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) in the ACE does not match any SID in the requester's security context, skip the ACE.
   3. If the ACE type is "Object Access Allowed", the access right RIGHT\_DS\_CONTROL\_ACCESS (CR) is present in M, and the ObjectType field in the ACE is not present, then grant the requested control access right. Stop any further [**access checks**](#gt_d7906f17-bb2c-4193-a3f0-848bcc351dec).
   4. If the ACE type is "Object Access Allowed" the access right RIGHT\_DS\_CONTROL\_ACCESS (CR) is present in M, and the ObjectType field in the ACE contains a GUID value equal to G, then grant the requested control access right. Stop any further access checks.
   5. If the ACE type is "Object Access Denied", the access right RIGHT\_DS\_CONTROL\_ACCESS (CR) is present in M, and the ObjectType field in the ACE is not present, then deny the requested control access right. Stop any further access checks.
   6. If the ACE type is "Object Access Denied" the access right RIGHT\_DS\_CONTROL\_ACCESS (CR) is present in M, and the ObjectType field in the ACE contains a GUID value equal to G, then deny the requested control access right. Stop any further access checks.

##### Checking Validated Write-Based Access

When evaluating the right to perform an operation controlled by a validated write access right identified by the [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) value G, use the following rules to determine the [**authorization**](#gt_5946f74c-27ca-4ef8-8630-f1a06cd8d59e) for the requester's [**security context**](#gt_88d49f20-6c95-4b64-a52c-c3eca2fe5709):

1. If the [**security descriptor**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) has no [**DACL**](#gt_d727f612-7a45-48e4-9d87-71735d62b321) or its "DACL Present" (DP) bit is not set, then grant the requester the requested validated write right.
2. If the DACL does not have any [**ACE**](#gt_b581857f-39aa-4979-876b-daba67a40f15), then deny the requester the requested validated write right.
3. Evaluate the DACL by examining each ACE in sequence, starting with the first ACE. Perform the following sequence of actions for each ACE in the order as shown. Let the ACCESS\_MASK field of the ACE have a value M.
   1. If the "Inherit Only" (IO) flag is set in the ACE, skip the ACE.
   2. If the [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) in the ACE does not match any SID in the requester's security context, skip the ACE.
   3. If the ACE type is "Object Access Allowed", the access right RIGHT\_DS\_WRITE\_PROPERTY\_EXTENDED (VW) is present in M, and the ObjectType field in the ACE is not present, then grant the requested validated write right. Stop any further [**access checks**](#gt_d7906f17-bb2c-4193-a3f0-848bcc351dec).
   4. If the ACE type is "Object Access Allowed" the access right RIGHT\_DS\_WRITE\_PROPERTY\_EXTENDED (VW) is present in M, and the ObjectType field in the ACE contains a GUID value equal to G, then grant the requested validated write right. Stop any further access checks.
   5. If the ACE type is "Object Access Denied", the access right RIGHT\_DS\_WRITE\_PROPERTY\_EXTENDED (VW) is present in M, and the ObjectType field in the ACE is not present, then deny the requested validated write right. Stop any further access checks.
   6. If the ACE type is "Object Access Denied" the access right RIGHT\_DS\_WRITE\_PROPERTY\_EXTENDED (VW) is present in M, and the ObjectType field in the ACE contains a GUID value equal to G, then deny the requested validated write right. Stop any further access checks.

##### Checking Object Visibility

An [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) is considered to be "visible" to a requester if the requester can see the name of the object and thus learn of its existence, even if the requester can see no other [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the object. The default behavior of Active Directory with respect to making objects visible to a requesting [**principal**](#gt_8492780e-99e2-47ba-8553-aedb8de9f9c0) is as follows:

* If a user is granted the RIGHT\_DS\_LIST\_CONTENTS access right on a [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56), all [**child objects**](#gt_9b04b599-9dca-48f1-aa9e-08e254d20553) of that container are visible to the user.
* Otherwise (if a user is not granted the RIGHT\_DS\_LIST\_CONTENTS access right on a container), no child object of that container is visible to the user. This allows the contents of entire containers to be hidden.

However, Active Directory can optionally be put into a special mode, called the "List Object" mode. Active Directory is put into the "List Object" mode by setting the third character of dSHeuristics (section [6.1.1.2.4.1.2](#Section_e5899be4862e496f9a3833950617d2c5)) to the value "1". The mode is disabled by setting the same character to the value "0". The default setting is "0".

In "List Object" mode, a requester is allowed to selectively view specific child objects of a container while other child objects remain hidden. In this mode, an object is visible if the user has been granted the RIGHT\_DS\_LIST\_CONTENTS right on the [**parent object**](#gt_0d41951a-62f0-4fbd-bb23-22f645ae3bf5). If, however, the user does not have that right on the parent, then the object is visible if the user is granted the RIGHT\_DS\_LIST\_OBJECT right on both the object and its parent.

In summary, an object is not visible to a requester if:

* The object is not the root object of a [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210), and
* The requester lacks RIGHT\_DS\_LIST\_CONTENTS right on the object's parent, and
* "List Object" mode is not set (as described above) or the requester lacks the RIGHT\_DS\_LIST\_OBJECT right on both the object and its parent.

#### AD LDS Security Context Construction

The construction of a Windows [**security context**](#gt_88d49f20-6c95-4b64-a52c-c3eca2fe5709) for an authenticated [**security principal**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) is specified in [[MS-PAC]](%5bMS-PAC%5d.pdf#Section_166d8064c86341e19c23edaaa5f36962) section 4.1.2.2.

After a successful [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) to an [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), the DC constructs a security context for the authenticated security principal as follows:

1. Create an initial security context.
   * If the bind named an AD LDS [**user object**](#gt_e767a471-c3fa-4e4b-a40c-daeb08f82a17), the initial security context contains only the objectSid of that [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca).
   * If the bind named an AD LDS bind proxy, or the [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) of some Windows account, the initial security context is the context returned by the Windows login.
2. Extend the security context with well-known SIDs.
   * If the bind named an AD LDS user object or an AD LDS bind proxy object, add the following SIDs to the security context if not already present:
     1. Authenticated Users (section [6.1.1.2.6.2](#Section_cd1c533e30c546d7bee05a3af85052cf)).
     2. Everyone (section [6.1.1.2.6.10](#Section_b98154132f164eee96dea62f3c1ddc1e)).
     3. Users, for the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) containing the AD LDS object (section [6.1.1.4.13.3](#Section_6f78b5c196ae458183298c0e08440329)).
     4. Users, for the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625) of the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) containing the AD LDS object (section 6.1.1.4.13.3).
3. Extend the security context with AD LDS [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) memberships.

* If a SID currently in the security context is a member of an AD LDS group on this DC, and that group is not already present in the context, add the SID of that group to the context. (The group membership is represented as a reference to an object whose objectSid equals the SID: either an AD LDS user, an AD LDS bind proxy, an AD LDS group, or a foreignSecurityPrincipal object.) Repeat until there are no more SIDs to add.

# Additional Information

## Special Objects and Forest Requirements

This section specifies some of the [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that are necessary for the proper functioning of the [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in a [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) and the requirements that govern the state of these objects. Newer implementations of applicable Windows Server releases might depend on additional objects that are added to the forest via an implementation-specific upgrade process.

### Special Objects

#### Naming Contexts

**References**

* Special Attributes: Well-known Objects, Other Well-known Objects, Behavior Version
* Forest Requirements
* FSMO Roles
* State Model: NC Naming
* Security: SD Reference Domain

Glossary terms: [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942), [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210), NC root, [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), Forest root, [**Domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef), [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d), [**FSMO**](#gt_3fcc9e5e-60b6-40f8-acb6-ad3189cf90ec)

LDAP attributes: instanceType, subRefs, repsTo, repsFrom, replUpToDateVector, wellKnownObjects, otherWellKnownObjects, name, objectClass, nTSecurityDescriptor, fSMORoleOwner, msDS-Behavior-Version, distinguishedName, systemFlags, nTMixedDomain, domainReplica, msDS-AllowedDNSSuffixes, dNSHostName, msDS-AdditionalDnsHostName, msDS-SDReferenceDomain

LDAP classes: configuration, dMD, domainDNS

Constants

* [**Access mask**](#gt_462f2aa7-2cfc-404a-b479-30f127c512b1) bits, [**control access rights**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e): DS-Replication-Get-Changes, DS-Replication-Get-Changes-All, DS-Replication-Get-Changes-In-Filtered-Set
* systemFlags bits: FLAG\_DISALLOW\_DELETE | FLAG\_DOMAIN\_DISALLOW\_RENAME | FLAG\_DOMAIN\_DISALLOW\_MOVE

##### Any NC Root

The following [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) have constant semantics across all types of [**NCs**](#gt_784c7cce-f782-48d8-9444-c9030ba86942).

instanceType: The instanceType of an NC root is a bit field, which is presented here in [**big-endian**](#gt_6f6f9e8e-5966-4727-8527-7e02fb864e7e) byte order.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | G | C | A | W | U | H |

**X:** Unused. SHOULD be zero and MUST be ignored.

**H (IT\_NC\_HEAD, 0x00000001):** This flag is set (value 1) on all NC roots.

**U (IT\_UNINSTANT, 0x00000002):** If this flag is set, the [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) that this root represents does not exist locally. This flag implies that this root is a [**subordinate reference object**](#gt_a4b4bece-8452-402c-99c6-12ebf0af0b58).

**W (IT\_WRITE, 0x00000004):** This flag is written locally based upon the desired NC replica type. A regular NC replica will have this flag set, and a [**partial NC replica**](#gt_2d142c30-79c2-47f7-81d0-6ae878c5db2c) will not have this flag set. The IT\_WRITE flag MUST be propagated identically to every [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in the NC replica.

**A (IT\_NC\_ABOVE, 0x00000008):** This flag indicates that the [**local DC**](#gt_17b69a5a-adc1-4763-92cf-5e44f11abbe7) holds an instantiated NC replica that is a parent of the NC replica represented by this NC root. This flag also indicates that this NC root is a subordinate reference object.

**C (IT\_NC\_COMING, 0x00000010):** This flag indicates that the NC replica has not completed its initial [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) into the local DC, and might not have a full set of objects in the NC represented by this NC root.

**G (IT\_NC\_GOING, 0x00000020):** This flag indicates that the NC replica is being removed from the local DC, and might not have a full set of objects in the NC represented by this NC root.

Requirements:

* IT\_UNINSTANT can only be set with IT\_NC\_HEAD and IT\_NC\_ABOVE. The remaining bits are incompatible with IT\_UNINSTANT.
* IT\_NC\_COMING and IT\_NC\_GOING cannot be set at the same time.
* If IT\_NC\_GOING is set, then no replication can occur with that NC, either as server or as client.

subRefs: This value references all [**child objects**](#gt_9b04b599-9dca-48f1-aa9e-08e254d20553) in this NC replica of this NC root that are, themselves, NC roots. For example, the [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450) is always referenced by this value on the Config NC root object.

repsTo: This attribute contains the abstract attribute repsTo that is associated with this [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) for this NC replica. This attribute is [**nonreplicated**](#gt_6c9b51bd-519b-4f20-97ae-baaf9675f2d7). [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 5.173 specifies this abstract attribute.

repsFrom: This attribute contains the abstract attribute repsFrom that is associated with this DC for this NC replica. This attribute is nonreplicated. [MS-DRSR] section 5.172 specifies this abstract attribute.

replUpToDateVector: This attribute contains the abstract attribute replUpToDateVector that is associated with this DC for this NC replica. This attribute is nonreplicated. [MS-DRSR] section 5.166 specifies this abstract attribute.

##### Config NC Root

name: Configuration

parent: For [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), the forest root [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) root [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). For [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), no parent.

objectClass: configuration

wellKnownObjects: This [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) holds DN-Binary values. See section [6.1.4](#Section_58435b05172f4f08b30c4199f02687b2) for details.

instanceType: This value can never contain the following flags:

* IT\_NC\_COMING
* IT\_NC\_GOING
* IT\_UNINSTANT

nTSecurityDescriptor:

* Let D1 be a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) that is instructed to host a writable [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) of the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625) (see section [6.1.2.3](#Section_3f04b6ca3cbd47518a91c36922dc565a) for hosting requirements). In order for D1 to replicate the config NC, D1 MUST be granted the following rights on the config NC root:
  + DS-Replication-Get-Changes
  + DS-Replication-Get-Changes-All
  + DS-Replication-Get-Changes-In-Filtered-Set
* Let D2 be a DC that is instructed to host a read-only replica of config NC (see section 6.1.2.3 for hosting requirements) such that the objects in the [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) will not contain attributes in the [**filtered**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda) attribute set. In order for D2 to replicate the config NC, D2 MUST be granted the following rights on the config NC root:
  + DS-Replication-Get-Changes

msDS-ReplAuthenticationMode: Present and used on AD LDS only. Specifies the [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) that is used for DC-to-DC communication over [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) ([[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47)). The msDS-ReplAuthenticationMode values 0, 1, and 2 are valid; if absent, the effect is as if the value was 1. See [MS-DRSR] section 2.2.1 for the effects of these values.

objectSid: Present and used on AD LDS only. This attribute contains the [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) that is used in generating objectSid values for new AD LDS [**security principals**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) residing in the config NC, as specified in section [3.1.1.5.2.4](#Section_4abb859361c94da283c472d19760508d). This attribute is not returned by [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) queries.

##### Schema NC Root

name: Schema

parent: Config NC root

objectClass: dMD

fSMORoleOwner: This value refers to the nTDSDSA [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) of the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) that owns the Schema Master FSMO. See section [6.1.5](#Section_2aae459366fa4d89a9211625b19af5b7).

instanceType: This value can never contain the following flags:

* IT\_NC\_COMING
* IT\_NC\_GOING
* IT\_UNINSTANT

nTSecurityDescriptor: Let D be a DC that is instructed to host the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) (see section [6.1.2.3](#Section_3f04b6ca3cbd47518a91c36922dc565a) for hosting requirements). In order for D to replicate the [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450), D must be granted the following rights on the schema NC root:

* DS-Replication-Get-Changes
* DS-Replication-Get-Changes-All
* DS-Replication-Get-Changes-In-Filtered-Set

##### Domain NC Root

distinguishedName: See section [3.1.1.1](#Section_c30d7cccfd8b4a268345ce34064f3d2b) for more information about [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) naming rules.

objectClass: domainDNS

fSMORoleOwner: This value refers to the nTDSDSA [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) of the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) that owns the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) [**FSMO**](#gt_3fcc9e5e-60b6-40f8-acb6-ad3189cf90ec) role. See section [6.1.5](#Section_2aae459366fa4d89a9211625b19af5b7) for more information about the PDC role.

systemFlags: {FLAG\_DISALLOW\_DELETE | FLAG\_DOMAIN\_DISALLOW\_RENAME | FLAG\_DOMAIN\_DISALLOW\_MOVE}

wellKnownObjects: This [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) holds DN-Binary values. See section [6.1.4](#Section_58435b05172f4f08b30c4199f02687b2) for details.

otherWellKnownObjects: This attribute holds DN-Binary values. See section 6.1.4 for details.

msDS-Behavior-Version: This value defines the functional level of the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). See section 6.1.4.

nTMixedDomain: This value defines whether NT BDC [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) [[MS-NRPC]](%5bMS-NRPC%5d.pdf#Section_ff8f970f3e3740f7bd4baf7336e4792f) is available in the domain. See section [6.1.4.1](#Section_b40f9606812d4b76924e55a5401e2bc8).

domainReplica: See section [3.1.1.5](#Section_832b9a419bb44619ac40243561fa1e65) for more information.

msDS-AllowedDNSSuffixes: List of [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) suffixes that are allowed in the dNSHostName and msDS-AdditionalDnsHostName attributes of computer objects in this domain.

nTSecurityDescriptor:

* Let D1 be a DC that is instructed to host a writable domain [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) (see section [6.1.2.3](#Section_3f04b6ca3cbd47518a91c36922dc565a) for hosting requirements). In order for D1 to replicate the domain NC, D1 must be granted the following rights on the domain NC root:
  + DS-Replication-Get-Changes
  + DS-Replication-Get-Changes-All
  + DS-Replication-Get-Changes-In-Filtered-Set
* Let D2 be a DC that is instructed to host a partial or read-only domain replica NC (see section 6.1.2.3 for hosting requirements) such that objects in the [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) can have attributes in the [**filtered**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda) attribute set. In order for D2 to replicate the domain NC, D2 must be granted the following right on the domain NC root:
  + DS-Replication-Get-Changes
  + DS-Replication-Get-Changes-In-Filtered-Set
* Let D3 be a DC that is instructed to host a partial or read-only domain replica NC (see section 6.1.2.3 for hosting requirements) such that objects in the NC replica will not have attributes in the filtered attribute set. In order for D3 to replicate the domain NC, D3 must be granted the following right on the domain NC root:
  + DS-Replication-Get-Changes

msDS-EnabledFeature: This value references the objects that represent [**optional features**](#gt_785b66f1-22b3-450f-97aa-a24a39d04d47) that are enabled in the domain. See section [3.1.1.9](#Section_9AE2A9AD970C4938A6BF9C1FDC0B8B3E).

##### Application NC Root

distinguishedName: See section [3.1.1.1](#Section_c30d7cccfd8b4a268345ce34064f3d2b) for more information about [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) naming rules.

objectClass: domainDNS ([**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024)); any structural or 88 class except dMD and configuration ([**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab))

wellKnownObjects: This [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) holds DN-Binary values. See section [6.1.4](#Section_58435b05172f4f08b30c4199f02687b2) for details.

otherWellKnownObjects: This attribute holds DN-Binary values. See section 6.1.4 for details.

nTSecurityDescriptor:

* Let D1 be a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) that is instructed to host a writable application [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) (see section [6.1.2.3](#Section_3f04b6ca3cbd47518a91c36922dc565a) for hosting requirements). In order for D1 to replicate the NC, D1 must be granted the following rights on the NC root:
  + DS-Replication-Get-Changes
  + DS-Replication-Get-Changes-All
  + DS-Replication-Get-Changes-In-Filtered-Set
* Let D2 be a DC that is instructed to host a read-only application replica NC (see section 6.1.2.3 for hosting requirements) such that [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in the [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) will not contain attributes in the [**filtered**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda) attribute set. In order for D2 to replicate the NC, D2 must be granted the following rights on the NC root:
  + DS-Replication-Get-Changes
* Note that this nTSecurityDescriptor must be resolved with the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) specified on the msDS-SDReferenceDomain attribute on the crossRef object representing this NC; see section [5](#Section_4118efdac92a477eb802258e3d66a536) for details.

objectSid: Present and used on AD LDS only. This attribute contains the [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) that is used in generating objectSid values for new AD LDS [**security principals**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) residing in this [**application NC**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a), as specified in section [3.1.1.5.2.4](#Section_4abb859361c94da283c472d19760508d). This attribute is not returned by [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) queries.

#### Configuration Objects

**References**

* FSMO Roles
* LDAP
* Special Attributes
* Forest Requirements
* Security
* Knowledge Consistency Checker
* Originating Updates

Glossary terms: [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942), [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210), NC root, [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), [**Domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef), [**FSMO**](#gt_3fcc9e5e-60b6-40f8-acb6-ad3189cf90ec), [**forest functional level**](#gt_b3240417-ca43-4901-90ec-fde55b32b3b8), Application NC, KCC, [**ISTG**](#gt_71641c1d-1938-4598-98f8-fecc69fd54d1), Intra-site, Inter-site, Global Catalog, [**Forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62), [**SMTP**](#gt_0678be67-e739-4e33-97fe-2b03b903a379), [**Site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba), [**COM**](#gt_ef2ebebc-1760-407a-9ace-af48f9050e02) (Component Object Model (COM)), [**UUID**](#gt_c4813fc3-b2e5-4aa3-bde7-421d950d68d3), [**MAPI**](#gt_54117430-d977-4db7-a042-3a8e3b3862da), [**ANR**](#gt_74f3dfcc-c54c-4005-8a9e-d88b95c5d33b), NSPI

LDAP attributes: name, objectClass, fSMORoleOwner, msDS-Behavior-Version, msDS-EnabledFeature, distinguishedName, systemFlags, nTMixedDomain, dnsRoot, nCName, msDS-Replication-Notify-First-DSA-Delay, msDS-Replication-Notify-Subsequent-DSA-Delay, nETBIOSName, msDS-SDReferenceDomain, options, schedule, interSiteTopologyGenerator, interSiteTopologyFailover, interSiteTopologyRenew, serverReference, dNSHostName, mailAddress, invocationId, hasMasterNCs, hasPartialReplicaNCs, msDS-HasInstantiatedNCs, instanceType, msDS-OptionalFeatureGUID, msDS-RequiredForestBehaviorVersion, msDS-OptionalFeatureFlags, msDS-HasDomainNCs, msDS-hasMasterNCs, msDS-ReplicationEpoch, enabledConnection, fromServer, transportType, mS-DS-ReplicatesNCReason, siteObject, transportDLLName, transportAddressAttribute, cost, siteList, replInterval, siteLinkList, adminPropertyPages, shellPropertyPages, adminContextMenu, shellContextMenu, adminMultiselectPropertyPages, treatAsLeaf, creationWizard, createWizardExt, dSHeuristics, objectGUID, msDS-KeyVersionNumber, msDS-DeletedObjectLifetime, tombstoneLifetime, sPNMappings, msDS-Other-Settings, rightsGuid, appliesTo, localizationDisplayId, validAccesses, repsTo

LDAP classes: crossRefContainer, crossRef, sitesContainer, site, nTDSSiteSettings, nTDSConnection, serversContainer, server, nTDSDSA, subnetContainer, subnet, interSiteTransportContainer, interSiteTransport, siteLink, container, displaySpecifier, nTDSService, physicalLocation, controlAccessRight

Constants

* systemFlags bits: FLAG\_DISALLOW\_DELETE, FLAG\_CR\_NTDS\_NC, FLAG\_CR\_NTDS\_DOMAIN, FLAG\_CR\_NTDS\_NOT\_GC\_REPLICATED, FLAG\_DISALLOW\_MOVE\_ON\_DELETE, FLAG\_CONFIG\_ALLOW\_LIMITED\_MOVE, FLAG\_CONFIG\_ALLOW\_RENAME
* Replication bits: DRS\_SYNC\_FORCED

##### Cross-Ref-Container Container

name: Partitions

parent: Config NC root

objectClass: crossRefContainer

fSMORoleOwner: This value references the Domain Naming Master FSMO role owner. See section [6.1.5](#Section_2aae459366fa4d89a9211625b19af5b7).

systemFlags: {FLAG\_DISALLOW\_DELETE}

msDS-Behavior-Version: This value defines the [**forest functional level**](#gt_b3240417-ca43-4901-90ec-fde55b32b3b8). See section [6.1.4](#Section_58435b05172f4f08b30c4199f02687b2).

msDS-EnabledFeature: This value references the [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that represent [**optional features**](#gt_785b66f1-22b3-450f-97aa-a24a39d04d47) that are enabled in the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62). See section [3.1.1.9](#Section_9ae2a9ad970c4938a6bf9c1fdc0b8b3e).

###### Cross-Ref Objects

The following is the description of the flags and their meaning for crossRef [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) stored in systemFlags. The flags are presented in [**big-endian**](#gt_6f6f9e8e-5966-4727-8527-7e02fb864e7e) byte order.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | G C | D | N C |

**X:** Unused. Must be zero and ignored.

**NC (FLAG\_CR\_NTDS\_NC, 0x00000001):** [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) exists within the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) (not external).

**D (FLAG\_CR\_NTDS\_DOMAIN, 0x00000002):** NC is a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca).

**GC (FLAG\_CR\_NTDS\_NOT\_GC\_REPLICATED, 0x00000004):** NC must not be replicated to [**GC server**](#gt_a5a99ce4-e206-42dc-8874-e103934c5b0d)s as a read-only [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac).

The following [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) and attribute values are common to crossRef objects representing all NC types:

parent: crossRefContainer object

objectClass: crossRef

Enabled: If false, this is a "pre-created" crossRef; that is, the crossRef exists, but the corresponding NC root does not yet exist. See section [3.1.1.5.2.8](#Section_d14e2e9cf93a47d9abbb8829dcd073fb).

dnsRoot: If Enabled equals false, in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) dnsRoot holds the [**DNS name**](#gt_102a36e2-f66f-49e2-bee3-558736b2ecd5) of the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) that will create the root of this NC. If Enabled equals false, in [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), dnsRoot holds the DNS name of the DC that will create the root of this NC followed by a colon (":"), followed by the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) port number used by the DC, followed by another colon (":"), followed by the [**SSL**](#gt_d7ef66a9-f154-4d88-bda9-98bdf7235352) port number used by the DC. If Enabled is not false, in AD DS dnsRoot holds the fully qualified DNS name used for LDAP referrals (section [3.1.1.4.6](#Section_0e5535e6c4834e8aaef3c14972d0ed0a)). If Enabled is not false, in AD LDS dnsRoot is absent.

nCName: If Enabled is not false, a reference to the NC root corresponding to this crossRef.

msDS-Replication-Notify-First-DSA-Delay: Indicates the number of seconds that each DC must delay after receiving [**updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) (originating or replicated) to objects in the NC referred to by nCName before the DC notifies another DC of updates received according to the DCs local repsTos. See IDL\_DRSReplicaSync in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.23.

msDS-Replication-Notify-Subsequent-DSA-Delay: Indicates the number of seconds that each DC must delay after notifying the first DC of updates received to objects in the NC referred to by nCName before notifying each additional DC according to the DCs local repsTos. See IDL\_DRSReplicaSync in [MS-DRSR] section 4.1.23.

Foreign crossRef Objects

A foreign crossRef [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is used to enable referrals for searches that need to return objects from different [**forests**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) or [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) services. For more information, see section [3.1.1.3](#Section_3c5916a9f1a0429db937f8fe672d777c). The following [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) and attribute values are defined for a foreign crossRef:

systemFlags: 0

Configuration crossRef Object

name: Enterprise Configuration

systemFlags: { FLAG\_CR\_NTDS\_NC }

nCName: The value must equal the config NC root.

dnsRoot: In [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), the value is the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) root's fully qualified [**DNS name**](#gt_102a36e2-f66f-49e2-bee3-558736b2ecd5). Not present in [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

Schema crossRef Object

name: Enterprise Schema

systemFlags: { FLAG\_CR\_NTDS\_NC }

nCName: The value must equal the [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450) root.

dnsRoot: In [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), the value is the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) root's fully qualified [**DNS name**](#gt_102a36e2-f66f-49e2-bee3-558736b2ecd5). Not present in [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

Domain crossRef Object

The following [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) and attribute values are common to [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) crossRef [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca):

name: The [**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4) name of the domain.

nCName: The reference must be to a [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) root.

nETBIOSName: This value is the NetBIOS name of the domain.

trustParent: This attribute is not present on the root domain NC's [**crossRef object**](#gt_353fac65-0774-4ba8-8081-eb4c963f94e7). For [**child NCs**](#gt_3a257d9b-0e93-4b34-8302-25cd74525192), this value references the parent NC's crossRef object. For a domain NC that is not the root and does not have a [**parent NC**](#gt_81067980-8b53-4264-977f-780bd167ba93), this value references the root domain's crossRef object.

nTMixedDomain: This value is read-only on this object. It is kept in sync with the same attribute on the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) root of the NC referred to by nCName. See section [6.1.4.1](#Section_b40f9606812d4b76924e55a5401e2bc8).

systemFlags: { FLAG\_CR\_NTDS\_NC | FLAG\_CR\_NTDS\_DOMAIN }

msDS-Behavior-Version: This value is read-only on this object. It is kept in sync with the same attribute on the NC root of the NC referred to by nCName. See section [6.1.4](#Section_58435b05172f4f08b30c4199f02687b2).

Application NC crossRef Object

dnsRoot: In [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), the value for dnsRoot for an [**application NC**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a) crossRef is derived by syntactically converting the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) portion of the crossRef's nCName into a fully qualified [**DNS name**](#gt_102a36e2-f66f-49e2-bee3-558736b2ecd5) as specified in section [3.1.1.1.5](#Section_b95c96b8e6ca40c5888151f83b66f5a7). Not present in [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

systemFlags: { FLAG\_CR\_NTDS\_NC | FLAG\_CR\_NTDS\_NOT\_GC\_REPLICATED }

msDS-NC-Replica-Locations: This [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) references the nTDSDSA [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) representing every [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) instructed to hold a [**writable NC replica**](#gt_51db485c-dcf6-4845-99b3-2df414ef0aa9) of this application NC. See Hosting Requirements in section [6.1.2.3](#Section_3f04b6ca3cbd47518a91c36922dc565a).

msDS-SDReferenceDomain: In AD DS, the attribute references an [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) root object for a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). All [**security descriptors**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) in this application NC must use the NC represented as the reference domain for resolution. See section [5](#Section_4118efdac92a477eb802258e3d66a536) for security descriptor reference domain information. Not present in AD LDS.

msDS-NC-RO-Replica-Locations: This attribute references the nTDSDSA object representing every DC instructed to hold a read-only [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) of this application NC. See Hosting Requirements in section 6.1.2.3.

##### Sites Container

Each [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) contains a Sites [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) in the Config NC. For each [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) in the forest, a site [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) exists in the Sites container.

name: Sites

parent: Config NC root object

objectClass: sitesContainer

systemFlags: { FLAG\_DISALLOW\_DELETE | FLAG\_DISALLOW\_MOVE\_ON\_DELETE }

###### Site Object

A site [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) corresponds to a set of one or more IP subnets that have LAN connectivity. Thus, by virtue of their subnet associations, [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) that are in the same [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) are well connected in terms of speed. Each site object has a child nTDSSiteSettings object and a Servers [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56).

parent: Sites container

objectClass: site

systemFlags: { FLAG\_CONFIG\_ALLOW\_RENAME | FLAG\_DISALLOW\_MOVE\_ON\_DELETE }

**Note**  The initial [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) configuration contains one initial [**site object**](#gt_0ce6abc5-9823-4a69-bb30-12e42ff99629) named Default-First-Site-Name, which has no subnet association.

NTDS Site Settings Object

NTDS [**site settings objects**](#gt_956f8ab4-4aaa-47a0-b406-8bda9db70c1e) identify [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba)-wide settings. There is one nTDSSiteSettings [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) per site.

name: NTDS Site Settings

parent: site object

objectClass: nTDSSiteSettings

options: One or more bits from the following diagram. The bits are presented in [**big-endian**](#gt_6f6f9e8e-5966-4727-8527-7e02fb864e7e) byte order.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | R S E | S H E | B H D | W 2 K | F W B | G C E | I S D | D S D | M H D | T C D | A T D |

**X:** Unused. Must be zero and ignored.

**ATD (NTDSSETTINGS\_OPT\_IS\_AUTO\_TOPOLOGY\_DISABLED, 0x00000001):** Automatic topology generation is disabled. See section [6.2](#Section_f2e2f6c7b232406db48afc6ccf231202) for more information.

**TCD (NTDSSETTINGS\_OPT\_IS\_TOPL\_CLEANUP\_DISABLED, 0x00000002):** Automatic topology cleanup is disabled. See section 6.2 for more information.

**MHD (NTDSSETTINGS\_OPT\_IS\_TOPL\_MIN\_HOPS\_DISABLED, 0x00000004):** Automatic minimum hops topology is disabled. See section 6.2 for more information.

**DSD (NTDSSETTINGS\_OPT\_IS\_TOPL\_DETECT\_STALE\_DISABLED, 0x00000008):** Automatic stale server detection is disabled. See section 6.2 for more information.

**ISD (NTDSSETTINGS\_OPT\_IS\_INTER\_SITE\_AUTO\_TOPOLOGY\_DISABLED, 0x00000010):** Automatic intersite topology generation is disabled. See section 6.2 for more information.

**GCE (NTDSSETTINGS\_OPT\_IS\_GROUP\_CACHING\_ENABLED, 0x00000020):** Caching of users' [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) memberships is enabled for this site. This caching is an implementation-specific behavior. This flag can be ignored by other implementations but must not be used in a conflicting way that would affect the performance of Windows [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

**FWB (NTDSSETTINGS\_OPT\_FORCE\_KCC\_WHISTLER\_BEHAVIOR, 0x00000040):** Force the KCC to behave in a [**forest functional level**](#gt_b3240417-ca43-4901-90ec-fde55b32b3b8) of DS\_BEHAVIOR\_WIN2003 or greater. See section 6.2 for more information.

**W2K (NTDSSETTINGS\_OPT\_FORCE\_KCC\_W2K\_ELECTION, 0x00000080):** Force the KCC to use the Windows 2000 operating system [**intersite topology generator (ISTG)**](#gt_71641c1d-1938-4598-98f8-fecc69fd54d1) election algorithm. See section 6.2 for more information.

**BHD (NTDSSETTINGS\_OPT\_IS\_RAND\_BH\_SELECTION\_DISABLED, 0x00000100):** Prevent the KCC from randomly picking a bridgehead when creating a connection. See section 6.2 for more information.

**SHE (NTDSSETTINGS\_OPT\_IS\_SCHEDULE\_HASHING\_ENABLED, 0x00000200):** Allow the KCC to use hashing when creating a [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) schedule. See section 6.2 for more information.

**RSE (NTDSSETTINGS\_OPT\_IS\_REDUNDANT\_SERVER\_TOPOLOGY\_ENABLED, 0x00000400):** Create static failover connections. See section 6.2 for more information.

schedule: The default replication schedule (defined as a SCHEDULE structure) that applies to all nTDSConnection objects for intrasite replication within this site. If this [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) does not contain any value, a schedule of once per hour is applied to replication within this site. See section 6.2 for more information.

interSiteTopologyGenerator: A reference to the nTDSDSA object of the DC that is acting as the ISTG for this site. See section 6.2 for more information on the ISTG.

interSiteTopologyFailover: Indicates how much time must transpire since the last keep-alive for the ISTG to be considered dead. See section 6.2 for more information.

interSiteTopologyRenew: Indicates how often the intersite topology generator (ISTG) [**updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) the keep-alive message that is sent to domain controllers contained in the same site. See section 6.2 for more information.

Servers Container

Each [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) contains a Servers [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) that contains the server [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) for all the [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) that are in that site.

parent: site object

objectClass: serversContainer

systemFlags: FLAG\_DISALLOW\_MOVE\_ON\_DELETE

Server Object

Each [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) has a server [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625). See requirements in section [6.1.2.1](#Section_803edcd5476d4554a700a9f27480c0f1). A server object has the following [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f):

parent: The parent of this object is a serversContainer object.

objectClass: server

systemFlags: { FLAG\_CONFIG\_ALLOW\_RENAME | FLAG\_CONFIG\_ALLOW\_LIMITED\_MOVE | FLAG\_DISALLOW\_MOVE\_ON\_DELETE }

serverReference: In [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), a reference to the domain controller object representing this DC. See requirements in section 6.1.2.1. Not present in [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

dNSHostName: Fully qualified [**DNS name**](#gt_102a36e2-f66f-49e2-bee3-558736b2ecd5) of the DC.

mailAddress: To enable the DC to perform intersite [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) via the [**SMTP**](#gt_0678be67-e739-4e33-97fe-2b03b903a379) protocol (see [[MS-SRPL]](%5bMS-SRPL%5d.pdf#Section_ec69eea50d5e428ab5bc66732aaeb866)), this attribute must contain the SMTP mail address of the server.

nTDSDSA Object

Each [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in a [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) has an [**nTDSDSA object**](#gt_dc90b593-841f-4c6d-8032-b32e58e887a8) in the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625). See requirements in section [6.1.2.1](#Section_803edcd5476d4554a700a9f27480c0f1). An nTDSDSA object has the following [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f):

name: NTDS Settings

parent: An [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) with objectClass server.

objectClass: nTDSDSA

dMDLocation: The **DSName** of the [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450) root.

invocationId: The [**invocationId**](#gt_e7869b9a-61fa-46e3-89dd-fb3f57d1ba7a) for this DC (section [3.1.1.1.9](#Section_03c3c09103aa42d0a7bf7c5f8adaf0c2)).

options: One or more of the following bits presented in [**big-endian**](#gt_6f6f9e8e-5966-4727-8527-7e02fb864e7e) byte order.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | D S | D N X | D O | D I | G C |

**X:** Unused. Must be zero and ignored.

**GC (NTDSDSA\_OPT\_IS\_GC, 0x00000001):** This DC is, or is becoming, a [**GC server**](#gt_a5a99ce4-e206-42dc-8874-e103934c5b0d).

**DI (NTDSDSA\_OPT\_DISABLE\_INBOUND\_REPL, 0x00000002):** This DC does not perform inbound [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) unless the DRS\_SYNC\_FORCED flag is passed. See [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.10.4.1, ReplicateNCRequestMsg, for the effects of this option.

**DO (NTDSDSA\_OPT\_DISABLE\_OUTBOUND\_REPL, 0x00000004):** This DC does not perform outbound replication unless the DRS\_SYNC\_FORCED flag is passed. See [MS-DRSR] section 4.1.10.5.2, GetReplChanges, for the effects of this option.

**DNX (NTDSDSA\_OPT\_DISABLE\_NTDSCONN\_XLATE, 0x00000008):** This DC does not translate connection objects into repsFroms. See section [6.2](#Section_f2e2f6c7b232406db48afc6ccf231202) for more information.

**DS (NTDSDSA\_OPT\_DISABLE\_SPN\_REGISTRATION, 0x00000010):** This DC does not perform [**SPN (2)**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4) registration. Only interpreted by [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) DCs. See [MS-DRSR] sections 2.2.3.3 and 2.2.4.3, SPN (2) for a Target DC in AD LDS, for the effects of this option.

systemFlags: {FLAG\_DISALLOW\_MOVE\_ON\_DELETE}

msDS-Behavior-Version: Indicates the DC version. See section [6.1.4.2](#Section_8f0d9838d9f244b8b018b41b62c0580c) for more information.

msDS-PortLDAP: In AD LDS, stores the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) port for this instance. Not present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024).

msDS-PortSSL: In AD LDS, stores the [**SSL**](#gt_d7ef66a9-f154-4d88-bda9-98bdf7235352) port for this instance. Not present in AD DS.

msDS-ServiceAccount: In AD LDS, stores the foreignSecurityPrincipal object that represents the service account running this DC. Not present in AD DS.

hasMasterNCs: Contains the **DSName** of the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) root objects representing the schema NC, config NC, and [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) for the default [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) of the DC. This attribute always contains these three values and only these three values. This attribute is not present on the nTDSDSA object of an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870).

hasPartialReplicaNCs: Contains the **DSName** of the root objects of all domain NCs within the forest for which the DC hosts a [**partial NC replica**](#gt_2d142c30-79c2-47f7-81d0-6ae878c5db2c).

msDS-HasInstantiatedNCs: Contains an Object(DN-Binary) value for each [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) that is hosted by this DC. The **DN** field is the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the root object of the NC. The Binary field contains the value of the instanceType attribute on the root object of the NC. This is a binary encoding of attribute instanceType with little-endian byte ordering.

Requirement: The **DN** fields of all the values of msDS-HasInstantiatedNCs must be equal to the set of DNs contained in the values of msDS-hasMasterNCs and hasPartialReplicaNCs.

msDS-HasDomainNCs: Equals the **DSName** of the NC root object for which the DC is hosting a regular NC replica. This attribute must have only one value. This NC root is called the default domain for the DC.

msDS-hasMasterNCs: Contains the **DSNames** of the root objects of all [**writable NC replicas**](#gt_51db485c-dcf6-4845-99b3-2df414ef0aa9) hosted by this DC. Not present on the nTDSDSA object of an RODC. On a normal (writable) DC, includes the [**default NC**](#gt_adc2c434-9679-419f-8c8b-b8c234921ad3), config NC, schema NC, and all [**application NC**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a) [**replicas**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) hosted by the DC.

msDS-hasFullReplicaNCs: Contains the **DSNames** of the root objects of all [**read-only full NC replicas**](#gt_35d8ed8b-3578-461a-b717-2f87de6a0807) hosted by this DC. Not present on the nTDSDSA object of a normal (writable) DC. On an RODC, includes the default NC, config NC, schema NC, and all application NC replicas hosted by the DC.

msDS-ReplicationEpoch: [MS-DRSR] section 4.1.3.1 (client behavior of IDL\_DRSBind) and [MS-DRSR] section 4.1.10.5 (server behavior of IDL\_DRSGetNCChanges) specify the effects of this attribute.

msDS-DefaultNamingContext: In AD LDS, specifies the NC that is to be returned as the default NC by the defaultNamingContext attribute of the root DSE. If this attribute is not set, AD LDS does not have a default NC and the defaultNamingContext attribute of the root DSE is treated by the server as if it does not exist. Not present in AD DS.

objectCategory: This attribute is a mandatory attribute representing the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) definition of the nTDSDSA object. If the objectCategory points to the classSchema object for the nTDSDSA class, then this nTDSDSA object is for a normal (writable) DC. If the objectCategory points to the classSchema object for the nTDSDSARO class, then this nTDSDSA object is for an RODC.

msDS-EnabledFeature: This value references the objects that represent [**optional features**](#gt_785b66f1-22b3-450f-97aa-a24a39d04d47) that are enabled in the DC. See section [3.1.1.9](#Section_9AE2A9AD970C4938A6BF9C1FDC0B8B3E).

Connection Object

An nTDSConnection [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) represents a path for [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) from a source [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) to a destination DC. This object is a child of the nTDSDSA object of the destination DC. See section [6.2](#Section_f2e2f6c7b232406db48afc6ccf231202) for more information about connection objects.

Each nTDSConnection object has the following [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f):

parent: nTDSDSA object

objectClass: nTDSConnection

enabledConnection: Indicates whether the connection can be used for replication.

fromServer: A reference to the nTDSDSA object of the source DC.

schedule: Contains a SCHEDULE structure specifying the time intervals when replication can be performed between the source and the destination DCs. In case of intrasite replication (source and destination DCs are in the same [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba)), the value of this attribute is derived from the schedule attribute on the nTDSSiteSettings object of the site where the two DCs reside. In case of intersite replication (source and destination DCs are in different sites), the value is derived from the schedule attribute on the siteLink object that links the two sites.

systemFlags: {FLAG\_CONFIG\_ALLOW\_RENAME | FLAG\_CONFIG\_ALLOW\_MOVE}

options: One or more bits from the following diagram. The bits are presented in [**big-endian**](#gt_6f6f9e8e-5966-4727-8527-7e02fb864e7e) byte order.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | U O S | D I C | U N | O N D | T S | I G |

**X:** Unused. Must be zero and ignored.

**IG (NTDSCONN\_OPT\_IS\_GENERATED, 0x00000001):** The nTDSConnection object was generated by the KCC. See section 6.2 for more information.

**TS (NTDSCONN\_OPT\_TWOWAY\_SYNC, 0x00000002):** Indicates that a [**replication cycle**](#gt_e14454ba-5d3b-4fdb-99e5-50ecf632bd16) must be performed in the opposite direction at the end of a replication cycle that is using this connection.

**OND (NTDSCONN\_OPT\_OVERRIDE\_NOTIFY\_DEFAULT, 0x00000004):** Do not use defaults to determine notification.

**UN (NTDSCONN\_OPT\_USE\_NOTIFY, 0x00000008):** The source DC notifies the destination DC regarding changes on the source DC.

**DIC (NTDSCONN\_OPT\_DISABLE\_INTERSITE\_COMPRESSION, 0x00000010):** For intersite replication, this indicates that the compression of replication data is disabled.

**UOS (NTDSCONN\_OPT\_USER\_OWNED\_SCHEDULE, 0x00000020):** For [**KCC**](#gt_c7d4f1f6-5285-4168-b21a-022f775a3f58)-generated connections, indicates that the schedule attribute is owned by the user and must not be modified by the KCC. See section 6.2 for more information.

transportType: A reference to the interSiteTransport object for the transport used on this connection. For more information about physical transport types, see [[MS-SRPL]](%5bMS-SRPL%5d.pdf#Section_ec69eea50d5e428ab5bc66732aaeb866).

mS-DS-ReplicatesNCReason: For each [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) that is replicated using this connection, this attribute contains an Object(DN-Binary) value, where the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) portion is the DN of the NC, and the binary value is a 32-bit–wide bit field. The binary portion contains extended information about a connection object that could be used by administrators. It consists of one or more bits from the following diagram. The bits are presented in big-endian byte order.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | R S | S I F | S F | I S | I S G | O C | S S | M H | R | G C |

**X:** Unused. Must be zero and ignored.

**GC** (NTDSCONN\_KCC\_GC\_TOPOLOGY, 0x00000001): Not used.

**R (NTDSCONN\_KCC\_RING\_TOPOLOGY, 0x00000002):** The connection object is created to form a ring topology.

**MH (NTDSCONN\_KCC\_MINIMIZE\_HOPS\_TOPOLOGY, 0x00000004):** The connection object is created to minimize hops between replicating nodes.

**SS (NTDSCONN\_KCC\_STALE\_SERVERS\_TOPOLOGY, 0x00000008):** If the KCC finds that the destination server is not responding, then it sets this bit.

**OC (NTDSCONN\_KCC\_OSCILLATING\_CONNECTION\_TOPOLOGY, 0x00000010):** The KCC sets this bit if deletion of the connection object was prevented.

When the **KCC** considers deleting a connection object, it first checks if it previously deleted connection objects with the same source DC, destination DC, and options for an implementation-specific number of times *T* (default value is 3) over the last implementation-specific time period *t* (the default is 7 days) since the server has started. If it did, it will set the **NTDSCONN\_KCC\_OSCILLATING\_CONNECTION\_TOPOLOGY** bit on the connection object and will not delete it. Otherwise, it will delete the connection object.

**ISG (NTDSCONN\_KCC\_INTERSITE\_GC\_TOPOLOGY, 0x00000020):** This connection is to enable replication of [**partial NC replica**](#gt_2d142c30-79c2-47f7-81d0-6ae878c5db2c) between DCs in different sites.

**IS (NTDSCONN\_KCC\_INTERSITE\_TOPOLOGY, 0x00000040):** This connection is to enable replication of a [**full NC replica**](#gt_f523a137-bda8-45a0-8c9b-f54d86b00bcb) between DCs in different sites.

**SF (NTDSCONN\_KCC\_SERVER\_FAILOVER\_TOPOLOGY, 0x00000080):** This connection is a redundant connection between DCs that is used for failover when other connections between DCs are not functioning.

**SIF (NTDSCONN\_KCC\_SITE\_FAILOVER\_TOPOLOGY, 0x00000100):** This connection is a redundant connection between [**bridgehead DCs**](#gt_5faf2a98-3080-46ad-bfee-e787333a96e9) in different DCs; it is used for failover when other connections between bridgehead DCs connecting two sites are not functioning.

**RS (NTDSCONN\_KCC\_REDUNDANT\_SERVER\_TOPOLOGY, 0x00000200):** Redundant connection object connecting bridgeheads in different sites.

The connection object is for server-to-server replication implementation only. Peer DCs MAY assign a meaning to it, but it is not required for interoperation with Windows clients.

See section 6.2 for more information about these options.

RODC NTFRS Connection Object

An [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870) NTFRS connection [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) exists for each RODC in the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62). RODC NTFRS connection objects do not exist for writable [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). An RODC NTFRS connection object represents a path for [**File Replication Service (FRS)**](#gt_20f21413-875c-4ebf-9913-a3282fbb779f) [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) [[MS-FRS1]](%5bMS-FRS1%5d.pdf#Section_0fa4f91494424b4993cc038674a333f1) from a source DC to a destination DC; it is not used for [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) replication service (DRS) replication [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47). This object is a child of the nTDSDSA object of the destination RODC. See section [6.2](#Section_f2e2f6c7b232406db48afc6ccf231202) for more information about connection objects.

Each RODC NTFRS connection object has the following [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f):

name: RODC Connection (SYSVOL)

**Note**  On Windows Server 2008 operating system and Windows Server 2008 R2 operating system, the name attribute was set to "RODC Connection (FRS)".

parent: nTDSDSA object

objectClass: nTDSConnection

enabledConnection: true

fromServer: A reference to the nTDSDSA object of the source DC.

schedule: Contains a SCHEDULE structure that specifies the time intervals when replication can be performed between the source and the destination DCs. See section [6.2.2.7](#Section_2cb41e4d235c4989959e63708f96d35f) for more information about how this value is derived.

systemFlags: {FLAG\_CONFIG\_ALLOW\_RENAME}

options: Both of the bits from the following diagram. The bits are presented in [**big-endian**](#gt_6f6f9e8e-5966-4727-8527-7e02fb864e7e) byte order.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | R T | X | X | X | X | X | I G |

**X:** Unused. Must be zero and ignored.

**IG (NTDSCONN\_OPT\_IS\_GENERATED, 0x00000001):** The nTDSConnection object was generated by the system, not by a user or administrator directly.

**RT (NTDSCONN\_OPT\_RODC\_TOPOLOGY, 0x00000040):** The NTDSCONN\_OPT\_RODC\_TOPOLOGY bit in the options attribute indicates whether the connection can be used for DRS replication [MS-DRSR]. When set, the connection must be ignored by DRS replication and used only by FRS replication [MS-FRS1]. See section 6.2 and [MS-FRS1] section 3.1.1.8.

###### Subnets Container

Each [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) contains a Subnets container in the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625). A network subnet is a segment of a [**TCP**](#gt_b08d36f6-b5c6-4ce4-8d2d-6f2ab75ea4cb)/IP network to which a set of logical IP addresses is assigned. For each subnet in the forest, a subnet [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) exists in the Subnets container.

name: Subnets

parent: Sites container

objectClass: subnetContainer

systemFlags: FLAG\_DISALLOW\_DELETE

Subnet Object

Subnet [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) define network subnets in the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9). Subnets [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) computers in a way that identifies their physical proximity on the network. subnet objects are used to map computers to [**sites**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba).

* name: The name of the subnet object identifies the set of IP addresses that fall in this subnet. An IP address that falls in this subnet is considered to be in the site specified by the siteObject [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of this object.

A valid subnet name must satisfy the following constraints:

Let s be the subnet name.

Let l be the length of the subnet name.

Let BitMask[] = {0x00000000, 0x00000080, 0x000000C0, 0x000000E0, 0x000000F0, 0x000000F8, 0x000000FC, 0x000000FE, 0x000000FF, 0x000080FF, 0x0000C0FF, 0x0000E0FF, 0x0000F0FF, 0x0000F8FF, 0x0000FCFF, 0x0000FEFF, 0x0000FFFF, 0x0080FFFF, 0x00C0FFFF, 0x00E0FFFF, 0x00F0FFFF, 0x00F8FFFF, 0x00FCFFFF, 0x00FEFFFF, 0x00FFFFFF, 0x80FFFFFF, 0xC0FFFFFF, 0xE0FFFFFF, 0xF0FFFFFF, 0xF8FFFFFF, 0xFCFFFFFF, 0xFEFFFFFF, 0xFFFFFFFF };

s is a valid subnet name if:

1. There is only one occurrence of the character "/" in s. Let i be the index of the character "/" in s.

2. The substring s[0, i-1] is either a valid IPv4 address in dotted decimal notation (as specified in [[RFC1166]](https://go.microsoft.com/fwlink/?LinkId=103593)) or a valid IPv6 address in colon-hexadecimal form or compressed form (as specified in [[RFC4291]](https://go.microsoft.com/fwlink/?LinkId=90464)), and must meet the following constraints:

* IPv4 addresses must not have any leading zeros in any individual component of the address.
  + IPv6 addresses must be in canonical text representation format (as specified in [[RFC5952]](https://go.microsoft.com/fwlink/?linkid=835928) section 4), except that the addresses are treated as case insensitive.

Examples:

Valid IPv4 subnet names:

* + 10.2.1.0/24
  + 10.20.1.0/24

Invalid IPv4 subnet names:

* + 10.02.0.0/16

Valid IPv6 subnet names:

* A:A:A:A::/64
  + a:b::c:d:0:0/64
  + 0:0:e0::/48
  + A:b:C::/128
  + A:B::F:0/128
  + 12AB:0:0:CD30::/60
  + A:a:e:b:0:d:e:f/128

Invalid IPv6 subnet names:

* + - * A:B:0C:D::/64
      * A:B:0:0:0:0:E:F/128
      * 12AB::CD30:0:0:0:0/60
      * 12AB:0:0:CD30::F:0/60
      * A:a:e:b::d:e:f/128

Let b be the binary representation of the address in little-endian format.

3. The substring s[i+1, l-1] does not have any leading zeros and can be converted to an unsigned integer n.

4. When the address is in IPv4 format, 0 < n <= 32. When the address is in IPv6 format, 0 < n <= 128.

5. When the address is in IPv4 format, b & (~BitMask[n]) = 0.

6. When the address is in IPv4 format, b ≠ BitMask[n].

Based on the subnet object name, the range of the IP addresses that the subnet contains can be determined. For example, if the IPv4 subnet object name is 10.121.0.0/22, then according the above definition, b will be 00001010.01111001.00000000.00000000 and n will be 22. This means that the first 22 bits of b will be fixed for the range of the IP addresses the subnet contains. Then the IP address range of the subnet is from 00001010.01111001.00000000.00000000 to 00001010.01111001.00000011.11111111, namely from 10.121.0.0 to 10.121.3.255. Similarly, an IPv6 subnet object name 2001:DA8::/48 represents the IPv6 addresses from 2001:DA8:0:0:0:0:0:0 to 2001:DA8:0:FFFF:FFFF:FFFF:FFFF:FFFF.

* parent: Subnets [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56)
* objectClass: subnet
* systemFlags: FLAG\_CONFIG\_ALLOW\_RENAME
* siteObject: The **DSName** of the site object for the site that covers this subnet.

###### Inter-Site Transports Container

The Inter-Site Transports [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) provides the means for specifying the transport or wire protocol to be used for [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) between [**sites**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba). Intersite replication can use either the [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) protocol over IP (see [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47)), or the [**SMTP**](#gt_0678be67-e739-4e33-97fe-2b03b903a379) protocol (see [[MS-SRPL]](%5bMS-SRPL%5d.pdf#Section_ec69eea50d5e428ab5bc66732aaeb866)).

name: Inter-Site Transports

parent: Sites container

objectClass: interSiteTransportContainer

systemFlags: FLAG\_DISALLOW\_DELETE

IP Transport Container

The IP Transport [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) contains all the siteLink and siteLinkBridge [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that connect two or more [**sites**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) for intersite [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) using [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) over IP protocol.

parent: Inter-Site Transports container

objectClass: interSiteTransport

transportDLLName: The value of this [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) MUST be the string "ismip.dll".

transportAddressAttribute: Identifies which attribute on the server object of a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is to be used as the network address of the DC for replication using this transport. For the IP transport, the attribute is dNSHostName.

options: A set of the following bit flags presented in [**big-endian**](#gt_6f6f9e8e-5966-4727-8527-7e02fb864e7e) byte order. For IP transport, the initial value is none present (options value 0x0).

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | B R | I S |

**X:** Unused. Must be zero and ignored.

**IS (NTDSTRANSPORT\_OPT\_IGNORE\_SCHEDULES, 0x00000001):** If present, values of the schedule attribute for siteLink objects associated with this transport are ignored. In this case, the schedule is assumed to be always "on"; that is, that the transport is always available to send and receive messages.

**BR (NTDSTRANSPORT\_OPT\_BRIDGES\_REQUIRED, 0x00000002):** If present, transitive connectivity between siteLink objects associated with this transport is assumed only if the siteLink objects are in the siteLinkList of the same siteLinkBridge object. If absent, the system behaves as if all siteLink objects associated with this transport were in the siteLinkList of a common siteLinkBridge object associated with this transport.

SMTP Transport Container

In [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), the [**SMTP**](#gt_0678be67-e739-4e33-97fe-2b03b903a379) Transport [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) contains all the siteLink and siteLinkBridge [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that connect two or more [**sites**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) for intersite [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) using the SMTP protocol. Not present in [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

parent: Inter-Site Transports container

objectClass: interSiteTransport

transportDLLName: The value of this [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) MUST be the string "ismsmtp.dll".

transportAddressAttribute: Identifies which attribute on the server object of a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is to be used as the network address of the DC for replication using this transport. For the SMTP transport, the attribute is mailAddress.

options: A set of bit flags as defined for options in section [6.1.1.2.2.3.1](#Section_66db6a6352d24980b87b7b2d598dba81). For SMTP transport, the initial value is **NTDSTRANSPORT\_OPT\_IGNORE\_SCHEDULES** present (options value 0x1).

Site Link Object

For a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in one [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) to replicate directly with a DC in a different site, a siteLink [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) (or a series of siteLink objects) must connect the two sites specified. A siteLink object identifies the transport (wire protocol) to be used for [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) between the sites. If the transport is IP, the siteLink object is a child of the IP Transport [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56). If the transport is [**SMTP**](#gt_0678be67-e739-4e33-97fe-2b03b903a379), the siteLink object is a child of the SMTP Transport container. Any single siteLink object can encompass two or more sites. If a siteLink object contains two sites, then those two sites are considered to be directly connected. If a siteLink object contains more than two sites, then all of the sites listed in the siteLink are considered to be connected in a mesh of point-to-point links.

parent: Either IP Transport container or SMTP Transport container.

objectClass: siteLink

systemFlags: FLAG\_CONFIG\_ALLOW\_RENAME

cost: An administrator-defined cost value associated with that replication path.

siteList: Contains the **DSName** of the site objects for the sites that are connected using this site link.

replInterval: An interval that determines how frequently replication occurs over this site link during the times when the schedule allows replication.

schedule: Replication schedule of type SCHEDULE that specifies the time intervals when replication is permitted between the two sites.

options: A set of the following bit flags presented in [**big-endian**](#gt_6f6f9e8e-5966-4727-8527-7e02fb864e7e) byte order.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | D C | T S | U N |

**X:** Unused. Must be zero and ignored.

**UN (NTDSSITELINK\_OPT\_USE\_NOTIFY, 0x00000001):** If present, enables replication notifications (see Updates, section [3.1.1.5](#Section_832b9a419bb44619ac40243561fa1e65)) between DCs in different sites in the siteList.

**TS (NTDSSITELINK\_OPT\_TWOWAY\_SYNC, 0x00000002):** If present, forces a [**replication cycle**](#gt_e14454ba-5d3b-4fdb-99e5-50ecf632bd16) in the opposite direction at the end of a replication cycle between DCs in different sites in the siteList.

**DC (NTDSSITELINK\_OPT\_DISABLE\_COMPRESSION, 0x00000004):** If present, disables compression of IDL\_DRSGetNCChanges response messages sent between DCs in different sites in the siteList.

Site Link Bridge Object

A siteLinkBridge [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) connects two or more siteLink objects that are associated with the same transport. The siteLinkBridge object is a child of the interSiteTransport object for the transport used by the siteLink objects that are being connected.

When **NTDSTRANSPORT\_OPT\_BRIDGES\_REQUIRED** is present in the options of a transport, [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) only assumes transitive communication between [**sites**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) as specified in the siteLinkBridge objects for that transport. See the specification of IDL\_QuerySitesByCost ([[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.16.3).

parent: Either an IP transport [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) or an [**SMTP**](#gt_0678be67-e739-4e33-97fe-2b03b903a379) transport container.

objectClass: siteLinkBridge

systemFlags: FLAG\_CONFIG\_ALLOW\_RENAME

siteLinkList: Contains the **DSNames** of the siteLink objects for the site links that are being connected by this site link bridge.

##### Display Specifiers Container

The Display Specifier [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) are installed in the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) for use by the administrative applications of the directory. Each supported locale (that is, language and location) for the administrative application is assigned a number, called a Locale ID (LCID), and each of the children of the Display Specifier [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) is named with that number's hexadecimal character representation (for example, 1033 is named "409"). Section [2.2.1](#Section_a29e5c289fb94c498e434b9b8e733a05) contains a table associating each locale with an LCID. Some locales do not have Display Specifier objects installed by default.

name: DisplaySpecifiers

parent: Config NC root

objectClass: container

systemFlags: FLAG\_DISALLOW\_DELETE

###### Display Specifier Object

name: The name of each Display Specifier is a hexadecimal number in [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) characters that represents a locale.

parent: Display Specifiers [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56)

objectClass: displaySpecifier

The children of the Display Specifier [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) describe an implementation component of the administrative application. These objects are not interpreted by the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

The [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the children of the Display Specifier object are:

parent: Display Specifier object

objectClass: displaySpecifier

adminPropertyPages: Each administrative application component for an [**object of class**](#gt_c2c67596-8d8f-42b9-9c70-1c4f7c952200) displaySpecifier associates a [**Component Object Model (COM)**](#gt_ef2ebebc-1760-407a-9ace-af48f9050e02) object represented by a [**universally unique identifier (UUID)**](#gt_c4813fc3-b2e5-4aa3-bde7-421d950d68d3) called a property page in this attribute. Each value in this multivalued attribute describes a single COM object. The description of a COM object is a string with the following format:

<order-number>,<UUID>,[optional data]

where:

* The order-number determines the desired ordering in the application for each COM object represented in the value.
* The UUID is a string representation of a UUID representing a COM object enclosed in curly braces.
* The optional data is passed to the COM object by the implementation.

shellPropertyPages: This attribute has the same semantics as adminPropertyPages.

adminContextMenu: This attribute can store values, where each value describes either a single COM object representation or a single application representation. For a COM object, this attribute has the same semantics as adminPropertyPage. For an application representation, the description is stored as a string with the following format:

<order-number>,<context menu name>,<program name>

where:

* The order-number determines the desired ordering for each COM object represented in the value.
* The context menu name is the text of the menu item for the administrative application interface.
* The program name is the application that is executed when the application references this adminContextMenu attribute. Either the full path must be specified, or the application must be in the search path.

shellContextMenu: This attribute has the same semantics as adminContextMenu.

adminMultiselectPropertyPages: This attribute has the same semantics as adminPropertyPages.

treatAsLeaf: This attribute is a Boolean that instructs the administrative application to ignore any [**child objects**](#gt_9b04b599-9dca-48f1-aa9e-08e254d20553) of this object, whether they exist or not.

creationWizard: The creationWizard attribute identifies primary object creation COM objects to replace the existing or native object creation wizard in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) administrative applications. The COM objects in this value are represented by UUID.

createWizardExt: The createWizardExt attribute identifies secondary object creation COM objects for the administrative applications, if needed. This attribute is multivalued and requires the following format:

<order number>,<UUID>

where

* The order-number determines the desired ordering for each COM object represented in the value.
* The UUID is a string representation of a UUID representing a COM object.

iconPath: The iconPath attribute can be specified in one of two ways:

1. "<state>,<icon file name>" or
2. "<state>,<module file name>,<resource ID>"

In these examples, the "<state>" is an integer with a value between 0 and 15. The value 0 is defined to be the default or closed state of the icon. The value 1 is defined to be the open state of the icon. The value 2 is the disabled state. All other values are application-defined.

The "<icon file name>" is the path and file name of an icon file that contains the icon image.

The "<module file name>" is the path and file name of a module, such as an EXE or DLL, that contains the icon image in a resource. The "<resource ID>" is an integer that specifies the resource identifier of the icon resource within the module.

##### Services

name: Services

parent: Config NC root [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca)

objectClass: container

systemFlags: { FLAG\_DISALLOW\_DELETE }

###### Windows NT

name: Windows NT

parent: Services

objectClass: container

Directory Service

name: Directory Service

parent: Windows NT (section [6.1.1.2.4.1](#Section_e680727d623847328c4f4bd8c97f1131))

objectClass: nTDSService

tombstoneLifetime: The number of days that a [**tombstone**](#gt_9d8e0963-13fa-4e19-a97f-7ce6bc90d20f) or [**recycled-object**](#gt_156b927d-f1ce-4629-993f-18f0cd5e1e12) exists before it is garbage collected. See [3.1.1](#Section_994347b4938b4995b8fda23b58a01dbf) for more information.

deletedObjectLifetime: The number of days that a [**deleted-object**](#gt_d9c9e99f-74f1-483e-bcb1-310e75ff1344) exists before it is transformed into a recycled-object. If no value is specified, the value of the tombstoneLifetime [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is used instead.

sPNMappings: In [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), a set of [**SPN (2)**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4) mappings, as specified in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.4.2.19 (MapSPN). Not present in [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

msDS-Other-Settings: A multivalued string where each string value encodes a name-value pair. In the encoding, the name and value are separated by an "=". For example, the encoding of the name "DisableVLVSupport" with value "0" is "DisableVLVSupport=0". Each name is the name of an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) configurable setting, and the value is the value of that setting. The LDAP configurable settings and their effects are specified in section [3.1.1.3.4.7](#Section_41cbdb2ceab145b08236ae777b1c5406).

dSHeuristics: See section [6.1.1.2.4.1.2](#Section_e5899be4862e496f9a3833950617d2c5). By default, this attribute is not set.

dSHeuristics

dSHeuristics is a [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f). Each character in the string represents a heuristic that is used to determine the behavior of [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90). These heuristics are described partly in this section and partly elsewhere in this specification.

The following constraints apply to the dSHeuristics string:

* The order of the characters in the string is fixed; characters can be omitted only by truncating the string.
* By default, the dSHeuristics attribute does not exist and, unless otherwise specified, the default value of each character in the dSHeuristics string is "0".
* When modifying an existing dSHeuristics string, the values of all existing characters that are not of interest to the modification must be preserved.

These constraints are illustrated by the following examples.

1. If dSHeuristics is not present or has length of zero, then the fSupFirstLastANR heuristic is false.
2. If dSHeuristics is only two Unicode characters long, then the fDoListObject heuristic, which would be represented by the third character in the string, is false.
3. Consider a scenario where the fSupFirstLastANR, fSupLastFirstANR, and fDoNickRes heuristics are required for certain system behaviors. The dSHeuristics string would consist of at least four characters, **fSupFirstLastANR**, **fSupLastFirstANR**, **fDoListObject**, and **fDoNickRes**, even though the fDoListObject heuristic is not needed. An implementer would set the **fDoListObject** character to the default value of "0" as described earlier.
4. Consider a scenario where anonymous [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) operations to Active Directory need to be enabled. In this scenario, the seventh character of the dSHeuristics string, **fLDAPBlockAnonOps**, would be set to character "2". If the dSHeuristics string was already in existence before this operation, no characters in the dSHeuristics string other than the seventh character would be modified. If the dSHeuristics string did not yet exist before this operation, the first through sixth characters would be set to their default values, resulting in a dSHeuristics string of "0000002" in this case.

The following table describes the characters of the dSHeuristics string.

| Character number | Character name | Description |
| --- | --- | --- |
| 1 | fSupFirstLastANR | If this character is "0", then the fSupFirstLastANR heuristic is false; otherwise, the fSupFirstLastANR heuristic is true.  Section [3.1.1.3.1.3.4](#Section_1a9177f402724ab8aa223c3eafd39e4b) specifies the effects of this heuristic. |
| 2 | fSupLastFirstANR | If this character is "0", then the fSupLastFirstANR heuristic is false; otherwise, the fSupLastFirstANR heuristic is true.  Section 3.1.1.3.1.3.4 specifies the effects of this heuristic. |
| 3 | fDoListObject | If this character is "1", then the fDoListObject heuristic is true; otherwise, the fDoListObject heuristic is false.  Section [5.1.3.2](#Section_990fb975ab314bc18b755da132cd4584) specifies the effects of this heuristic. |
| 4 | fDoNickRes | If this character is "0", then the fDoNickRes heuristic is false; otherwise, the fDoNickRes heuristic is true.  The effects of the fDoNickRes heuristic are outside the state model. If the fDoNickRes heuristic is true, an [**ANR**](#gt_74f3dfcc-c54c-4005-8a9e-d88b95c5d33b) request via [**MAPI**](#gt_54117430-d977-4db7-a042-3a8e3b3862da) attempts an exact match against the MAPI nickname attribute (the attribute with mAPIID equal to 0x3A00) before performing an ANR search (see section 3.1.1.3.1.3.4). |
| 5 | fLDAPUsePermMod | If this character is "0", then the fLDAPUsePermMod heuristic is false; otherwise, the fLDAPUsePermMod heuristic is true.  If the fLDAPUsePermMod heuristic is true, then all LDAP Modify operations behave as if the LDAP\_SERVER\_PERMISSIVE\_MODIFY\_OID control was passed. Section [3.1.1.3.4.1.8](#Section_49cdb1e33baa4c7c8cde7c26b13d3ba7) specifies the effects of the LDAP\_SERVER\_PERMISSIVE\_MODIFY\_OID control. |
| 6 | ulHideDSID | The ulHideDSID heuristic equates to the numeric value of this character; that is, character "0" equates to 0, character "1" equates to 1, and so on.  The ulHideDSID heuristic controls when DSIDs are returned in the LDAP extended error string when an operation encounters an error. If the heuristic is 0, then DSIDs will be returned at all times. If the heuristic is 1, then DSIDs will be returned as long as the error is not a name error where different DSIDs can reveal the existence of an object that is not visible to the client. If the heuristic is anything but 0 or 1, then DSIDs will not be returned at all.  A DSID consists of the string "DSID-", followed by an implementation-specific 32-bit integer expressed in hexadecimal. The integer identifies the execution point at which an error occurred. |
| 7 | fLDAPBlockAnonOps | If this character is "2", then the fLDAPBlockAnonOps heuristic is false; otherwise, the fLDAPBlockAnonOps heuristic is true. If this character is not present in the string, it defaults to "2" when the [**DC functional level**](#gt_a98902f5-21e9-470f-b56b-cc6f8fde2141) is less than DS\_BEHAVIOR\_WIN2003, and to "0" otherwise.  Section [5.1.3](#Section_4e11a7e6e18c46e4a7813ca2b4de6f30) specifies the effects of this heuristic. |
| 8 | fAllowAnonNSPI | If this character is "0", then the fAllowAnonNSPI heuristic is false; otherwise, the fAllowAnonNSPI heuristic is true.  If the fAllowAnonNSPI heuristic is true, allow anonymous calls to the [**name service provider interface (NSPI)**](#gt_e63aea5b-046b-4176-9359-fde82613a406) [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) bind method. Otherwise, only allow authenticated clients. |
| 9 | fUserPwdSupport | If this character is neither "0" nor "2", then the fUserPwdSupport heuristic is true. If this character is "2", then the fUserPwdSupport heuristic is false. If this character is "0", then the fUserPwdSupport heuristic is false for [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and true for [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).  Sections [3.1.1.3.1.5.2](#Section_f3adda9f89e14340a3f21f0a6249f1f8) and [3.1.1.4.4](#Section_e6685d315d8742d08a5fe55d337f47cd) specify the effects of this heuristic. |
| 10 | tenthChar | When setting dSHeuristics to a value that is 10 or more Unicode characters long, if the value of **tenthChar** is not character "1", the server rejects the [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493). See section [3.1.1.5.3.2](#Section_76df255ddc674c1fadc61e5b60021304). |
| 11 | fSpecifyGUIDOnAdd | If this character is "0", then the fSpecifyGUIDOnAdd heuristic is false; otherwise, the fSpecifyGUIDOnAdd heuristic is true.  The fSpecifyGUIDOnAdd heuristic applies only to AD DS. AD LDS always treats this heuristic as if the character is "0"; that is, as if the fSpecifyGUIDOnAdd heuristic is false.  Section [3.1.1.5.2.2](#Section_7dfeb38c3cb94215ae1cef209fd251ae) specifies the effects of this heuristic. |
| 12 | fDontStandardizeSDs | If this character is "0", then the fDontStandardizeSDs heuristic is false; otherwise, the fDontStandardizeSDs heuristic is true.  Section [6.1.3](#Section_081c41f04c8d4ab0971d77ec2504375a) specifies the effects of this heuristic. |
| 13 | fAllowPasswordOperationsOverNonSecureConnection | If this character is "0", then the fAllowPasswordOperationsOverNonSecureConnection heuristic is false; otherwise, the fAllowPasswordOperationsOverNonSecureConnection heuristic is true.  The fAllowPasswordOperationsOverNonSecureConnection heuristic applies only to AD LDS.  Sections [3.1.1.3.1.5.1](#Section_6E803168F1404D23B2D3C3A8AB5917D2), 3.1.1.5.2.2, and 3.1.1.5.3.2 specify the effects of this heuristic. |
| 14 | fDontPropagateOnNoChangeUpdate | If this character is "0", then the fDontPropagateOnNoChangeUpdate heuristic is false; otherwise, the fDontPropagateOnNoChangeUpdate heuristic is true.  If the fDontPropagateOnNoChangeUpdate heuristic is true, when the nTSecurityDescriptor attribute of an object is set to a value that is bitwise identical to the current value, no work item is enqueued for the task that updates the [**security descriptors**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) on the children of a modified object in order to propagate inherited [**ACEs**](#gt_b581857f-39aa-4979-876b-daba67a40f15) (section 6.1.3). If the fDontPropagateOnNoChangeUpdate heuristic is false, a work item is always enqueued when the nTSecurityDescriptor attribute is modified.  The fDontPropagateOnNoChangeUpdate heuristic applies to Windows Server 2008 and later. Windows 2000 Server operating system through Windows Server 2003 R2 operating system versions of Active Directory behave as if the fDontPropagateOnNoChangeUpdate heuristic is false. |
| 15 | fComputeANRStats | If this character is "0", then the fComputeANRStats heuristic is false; otherwise, the fComputeANRStats heuristic is true.  The effects of the fComputeANRStats heuristic are outside the state model. If the fComputeANRStats heuristic is true, ANR searches (section 3.1.1.3.1.3.4) are optimized using cardinality estimates like all other searches. |
| 16 | dwAdminSDExMask | The valid values for this character are from the set "0"–"9" and "a"–"f". The dwAdminSDExMask heuristic equals the character interpreted as a hex digit and converted into a 4-bit value (that is, "1"=0x1, "f"=0xF).  Section [3.1.1.6.1](#Section_dd3d29f38e1e4e8ca2109eaef3abd628) specifies the effects of this heuristic. |
| 17 | fKVNOEmuW2K | If this character is "0", then the fKVNOEmuW2K heuristic is false; otherwise, the fKVNOEmuW2K heuristic is true.  Section [3.1.1.4.5.16](#Section_cb85ccdf646942d5a61cebae09b72e9d) specifies the effects of this heuristic. |
| 18 | fLDAPBypassUpperBoundsOnLimits | If this character is "0", then the fLDAPBypassUpperBoundsOnLimits heuristic is false; otherwise, the fLDAPBypassUpperBoundsOnLimits heuristic is true.  If the fLDAPBypassUpperBoundsOnLimits heuristic is false, [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) impose implementation-dependent limits when interpreting values of the LDAP policies specified in section [3.1.1.3.4.6](#Section_3f0137a163df400cbf97e1040f055a99). If the configured policy value exceeds the limit, the DC ignores the policy value and instead uses the implementation-dependent limit.  This heuristic applies to Windows Server 2008 and later. Windows 2000 Server through Windows Server 2003 R2 versions of Active Directory do not impose any such limits. |
| 19 | fDisableAutoIndexingOnSchemaUpdate | If this character is "0", then the fDisableAutoIndexingOnSchemaUpdate heuristic is false; otherwise, the DisableAutoIndexingOnSchemaUpdate heuristic is true. The effects of the fDisableAutoIndexingOnSchemaUpdate heuristic are outside the state model.  If the fDisableAutoIndexingOnSchemaUpdate heuristic is false, DCs can initiate index creation upon detection of index-related changes to the searchFlags attribute (see section [2.2.10](#Section_1E38247D823442739DE3BBF313548631)). If the fDisableAutoIndexingOnSchemaUpdate heuristic is true, it is a hint to DCs that index creation can be delayed upon detection of index-related changes to the searchFlags attribute until either an administrator issues the schemaUpdateNow [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6) modify operation, the DC is rebooted, or an implementation-dependent time period has elapsed.  This heuristic applies to Windows Server 2012 operating system and later. Windows 2000 Server through Windows Server 2008 R2 do not implement support for this heuristic. |
| 20 | twentiethChar | When setting dSHeuristics to a value that is 20 or more Unicode characters long, if the value of twentiethChar is not character "2", the server rejects the update. See section 3.1.1.5.3.2. |
| 21 | DoNotVerifyUPNAndOrSPNUniqueness | In AD LDS, if this character is anything other than "0", AD LDS will not check values of userPrincipalName for uniqueness (section 3.1.1.5.2.2). In AD LDS, this heuristic applies to Windows Server 2003 operating system and later.  The following applies to AD DS only:  This heuristic value is converted to an unsigned integer and the result is interpreted as a bitwise OR.  In AD DS, this heuristic applies to Windows Server 2012 R2 operating system with [[MSKB-3070083]](https://go.microsoft.com/fwlink/?LinkId=619010) installed.  **Note**: In AD DS, the DoNotVerifyUPNAndOrSPNUniqueness heuristic also applies to the operating systems specified in [[MSFT-CVE-2021-42282]](https://go.microsoft.com/fwlink/?linkid=2179823), each with its related MSKB article download installed  Bit 2 is supported with values between “0” and “7”. Otherwise, only Bit 0 and 1 are supported, meaning supported values are between “0” and “3”.  The heuristic value is interpreted as follows, with Bit 0 as the lower bit:    Bit 0: AD DS will check values of userPrincipalName ([**UPN**](#gt_9d606f55-b798-4def-bf96-97b878bb92c6)) for uniqueness only if this bit is set (section [3.1.1.5.1.3](#Section_3c154285454c43539a99fb586e806944)).  Bit 1: AD DS will check values of servicePrincipalName (SPN) for uniqueness only if this bit is set (section 3.1.1.5.1.3).  Bit 2: AD DS will check values of [**SPN (1)**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4) for alias uniqueness only if this bit is set (section 3.1.1.5.1.3). |
| 22-23 | MinimumGetChangesRequestVersion | A hexadecimal value, ranging from "00" to "FF". This value controls the minimum version of the DRS\_MSG\_GETCHGREQ\* structures the DC will send or accept. If the value is not set, the value "00" is used. When the value is "00", no restriction is enforced.  See [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.10.5.1. |
| 24-25 | MinimumGetChangesReplyVersion | A hex value, ranging from "00" to "FF". This value controls the minimum version of the DRS\_MSG\_GETCHGREPLY\* structures the DC will send or accept. If the value is not set, the value "00" is used. When the value is "00", no restriction is enforced.  See [MS-DRSR] section 4.1.10.5.20. |
| 26 | fLoadV1AddressBooksOnlySetting | If this character is "0", then the fLoadV1AddressBooksOnlySetting heuristic is false; otherwise, the fLoadV1AddressBooksOnlySetting heuristic is true.  If fLoadV1AddressBooksOnly is true, then the hierarchy table used to support the MAPI address book is calculated using V1 attributes only, which means ignoring the V2 attributes "addressBookRoots2" and "templateRoots2".  If fLoadV1AddressBooksOnly is false, then those V2 attributes are used. This heuristic applies to Windows 10 v1903 operating system and later and Windows Server v1903 operating system and later. |
| 27 | fTreatTokenGroupsAsLDAPTransitiveAttribute | If this character is "0" (or not set), then the fTreatTokenGroupsAsLDAPTransitiveAttribute heuristic is false; otherwise, the fTreatTokenGroupsAsLDAPTransitiveAttribute heuristic is true.  This heuristic applies to Windows 10 v1903 and later and Windows Server v1903 and later. This heuristic also applies only to the number of values returned by the following constructed attributes:  [3.1.1.4.5.19](#Section_0100259892db4c59822eb22f53168c90) - tokenGroups, tokenGroupsNoGCAcceptable  [3.1.1.4.5.42](#Section_1d81008397414b0a999b30d9f2bc1f95) - msds-tokenGroupNames, msds-tokenGroupNamesNoGCAcceptable  [3.1.1.4.5.43](#Section_85f01903f663415792962280f5203b3b) - msds-tokenGroupNamesGlobalAndUniversal  [3.1.1.4.5.20](#Section_a366b6b6f36f46e8ba2daf79bf8966bf) - tokenGroupsGlobalAndUniversal  If fTreatTokenGroupsAsLDAPTransitiveAttribute is false, then the number of values returned is defined by the “MaxValRange” LDAP policy, as defined in section 3.1.1.3.4.6.  If fTreatTokenGroupsAsLDAPTransitiveAttribute is true, then the number of values returned is defined by the “MaxValRangeTransitive” LDAP policy, as defined in section 3.1.1.3.4.6.  **Note**: The ability to use LDAP limits to configure the maximum number of objects returned by the msds-TokenGroup\* family constructed attributes, is supported in Windows 11, version 22H2 operating system and later, and in the operating systems specified in [[MSKB-5011543]](https://go.microsoft.com/fwlink/?linkid=2188923), [[MSKB-5011551]](https://go.microsoft.com/fwlink/?linkid=2188687), [[MSKB-5011558]](https://go.microsoft.com/fwlink/?linkid=2188592), and [[MSKB-5011563]](https://go.microsoft.com/fwlink/?linkid=2188658), each with the corresponding KB package installed. |
| 28 | AttributeAuthorizationOnLDAPAdd | If this character is "0", “1”, or “2”, the AttributeAuthorizationOnLDAPAdd heuristic is set to the equivalent numeric value (0, 1, or 2). If this character is not set, the AttributeAuthorizationOnLDAPAdd heuristic defaults to 0. If this character has any other value, the AttributeAuthorizationOnLDAPAdd heuristic defaults to 1.  See section [3.1.1.5.2.1.1](#Section_ff004f3e89204ba4aaa7346710171972).  **Note**: This heuristic is supported by the operating systems specified in [[MSFT-CVE-2021-42291]](https://go.microsoft.com/fwlink/?linkid=2180155), each with the related MSKB article download installed. |
| 29 | BlockOwnerImplicitRights | If this character is "0", “1”, or “2”, the BlockOwnerImplicitRights heuristic is set to the equivalent numeric value (0, 1, or 2). If this character is not set, the BlockOwnerImplicitRights heuristic defaults to 0. If this character has any other value, the BlockOwnerImplicitRights heuristic defaults to 1.  See sections 3.1.1.5.2.1.1 and [3.1.1.5.3.1](#Section_c714e48cea2148b0913dfc065ab3dda3).  **Note**: This heuristic is supported by the operating systems specified in [MSFT-CVE-2021-42291], each with the related MSKB article download installed. |

Optional Features Container

A [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) to store the [**optional features**](#gt_785b66f1-22b3-450f-97aa-a24a39d04d47) [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). See section [3.1.1.9](#Section_9ae2a9ad970c4938a6bf9c1fdc0b8b3e), Optional Features.

parent: Directory Service

name: Optional Features

objectClass: container

Recycle Bin Feature Object

An msDS-OptionalFeature [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that represents the [**Recycle Bin**](#gt_54624800-58f4-45e9-90bf-c9b52dcf98f3) [**optional feature**](#gt_785b66f1-22b3-450f-97aa-a24a39d04d47). See section [3.1.1.9](#Section_9ae2a9ad970c4938a6bf9c1fdc0b8b3e) for information on optional features. See section [3.1.1.9.1](#Section_e9482178ee534b6c841d5259d6261985) for the effects of the Recycle Bin optional feature.

parent: Optional Features

name: Recycle Bin Feature

objectClass: msDS-OptionalFeature

msDS-OptionalFeatureFlags: FOREST\_OPTIONAL\_FEATURE (see section 3.1.1.9)

msDS-OptionalFeatureGUID: 766ddcd8-acd0-445e-f3b9-a7f9b6744f2a

msDS-RequiredForestBehaviorVersion: DS\_BEHAVIOR\_WIN2008R2

Privileged Access Management Feature Object

An msDS-OptionalFeature [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that represents the Privileged Access Management [**optional feature**](#gt_785b66f1-22b3-450f-97aa-a24a39d04d47). See section [3.1.1.9](#Section_9ae2a9ad970c4938a6bf9c1fdc0b8b3e) for information on optional features. See section [3.1.1.9.2](#Section_d079eee81bac4b0386e4506a21450905) for the effects of the Privileged Access Management optional feature.

parent: Optional Features

name: Privileged Access Management Feature

objectClass: msDS-OptionalFeature

msDS-OptionalFeatureFlags: FOREST\_OPTIONAL\_FEATURE (see section 3.1.1.9)

msDS-OptionalFeatureGUID: ec43e873-cce8-4640-b4ab-07ffe4ab5bcd

msDS-RequiredForestBehaviorVersion: DS\_BEHAVIOR\_WIN2016

Query-Policies

A [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) to store the default queryPolicy [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). Can also contain queryPolicy objects created by administrators. See section [3.1.1.3.4.6](#Section_3f0137a163df400cbf97e1040f055a99) for the effects of queryPolicy objects.

name: Query-Policies

parent: Directory Service

objectClass: container

Default Query Policy

Stores the default [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) query policies. See section [3.1.1.3.4.6](#Section_3f0137a163df400cbf97e1040f055a99) for the effects of the default queryPolicy [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca).

name: Default Query Policy

parent: Query-Policies

objectClass: queryPolicy

lDAPAdminLimits: Encoding of the LDAP policies as specified in section 3.1.1.3.4.6.

SCP Publication Service Object

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present only in [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab). It is system-created but can be removed and recreated by the administrator if desired. This object stores forest-wide configuration that is used to control the creation of serviceConnectionPoint objects by an AD LDS [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) running on a computer joined to an [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). Section [6.3.8](#Section_19e00bba770a405ba89c038ff2cc4ab4) specifies the effects of this object.

name: SCP Publication Service

parent: Directory Service

objectClass: msDS-ServiceConnectionPointPublicationService

Enabled: A Boolean value. If false, no DC in this [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) will create a serviceConnectionPoint object.

msDS-DisableForInstances: A set of references to nTDSDSA objects in this forest. A DC in this set will not create a serviceConnectionPoint object.

msDS-SCPContainer: If present, is a reference to an AD DS object (a reference to an object outside this AD LDS forest). The parent of any serviceConnectionPoint object created by a DC in this forest is msDS-SCPContainer. If an AD LDS DC in this forest is joined to domain D, then a DC of domain D must be capable of generating a referral to a DC containing a writable [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) of the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) containing msDS-SCPContainer.

keywords: A set of strings. The keywords [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of any serviceConnectionPoint object created by a DC in this forest contains all of these strings. There are no semantic constraints imposed on this attribute apart from any syntactic constraints that might be imposed by the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093).

###### Claims Configuration

name: Claims Configuration

parent: Services

objectClass: container

Section [3.1.1.11](#Section_850929a6dfa44cb698010587df3b07ff) specifies additional information on how this container is used.

##### Physical Locations

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is not present on [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

name: Physical Locations

parent: Config NC root object

objectClass: physicalLocation

##### WellKnown Security Principals

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is not present on [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

name: WellKnown Security Principals

parent: Config NC root object

objectClass: container

systemFlags: { FLAG\_DISALLOW\_DELETE}

###### Anonymous Logon

name: Anonymous Logon

parent: WellKnown Security Principals

objectSid: S-1-5-7

###### Authenticated Users

name: Authenticated Users

parent: WellKnown Security Principals

objectSid: S-1-5-11

###### Batch

name: Batch

parent: WellKnown Security Principals

objectSid: S-1-5-3

###### Console Logon

name: Console Logon

parent: WellKnown Security Principals

objectSid: S-1-2-1

###### Creator Group

name: Creator Group

parent: WellKnown Security Principals

objectSid: S-1-3-1

###### Creator Owner

name: Creator Owner

parent: WellKnown Security Principals

objectSid: S-1-3-0

###### Dialup

name: Dialup

parent: WellKnown Security Principals

objectSid: S-1-5-1

###### Digest Authentication

name: Digest Authentication

parent: WellKnown Security Principals

objectSid: S-1-5-64-21

###### Enterprise Domain Controllers

name: Enterprise Domain Controllers

parent: WellKnown Security Principals

objectSid: S-1-5-9

By default all normal (writable) [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) belong to this [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac).

###### Everyone

name: Everyone

parent: WellKnown Security Principals

objectSid: S-1-1-0

###### Interactive

name: Interactive

parent: WellKnown Security Principals

objectSid: S-1-5-4

###### IUSR

name: IUSR

parent: WellKnown Security Principals

objectSid: S-1-5-17

###### Local Service

name: Local Service

parent: WellKnown Security Principals

objectSid: S-1-5-19

###### Network

name: Network

parent: WellKnown Security Principals

objectSid: S-1-5-2

###### Network Service

name: Network Service

parent: WellKnown Security Principals

objectSid: S-1-5-20

###### NTLM Authentication

name: NTLM Authentication

parent: WellKnown Security Principals

objectSid: S-1-5-64-10

###### Other Organization

name: Other Organization

parent: WellKnown Security Principals

objectSid: S-1-5-1000

###### Owner Rights

name: Owner Rights

parent: WellKnown Security Principals

objectSid: S-1-3-4

###### Proxy

name: Proxy

parent: WellKnown Security Principals

objectSid: S-1-5-8

###### Remote Interactive Logon

name: Remote Interactive Logon

parent: WellKnown Security Principals

objectSid: S-1-5-14

###### Restricted

name: Restricted

parent: WellKnown Security Principals

objectSid: S-1-5-12

###### SChannel Authentication

name: SChannel Authentication

parent: WellKnown Security Principals

objectSid: S-1-5-64-14

###### Self

name: Self

parent: WellKnown Security Principals

objectSid: S-1-5-10

###### Service

name: Service

parent: WellKnown Security Principals

objectSid: S-1-5-6

###### System

name: System

parent: WellKnown Security Principals

objectSid: S-1-5-18

###### Terminal Server User

name: Terminal Server User

parent: WellKnown Security Principals

objectSid: S-1-5-13

###### This Organization

name: This Organization

parent: WellKnown Security Principals

objectSid: S-1-5-15

##### Extended Rights

name: Extended Rights

parent: Config NC root [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca)

objectClass: container

systemFlags: { FLAG\_DISALLOW\_DELETE }

###### controlAccessRight objects

All controlAccessRight [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) have:

objectClass: controlAccessRight

rightsGuid: This value is the identifier of the [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) used for [**security descriptors**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) and SDDL.

appliesTo: Each value in this [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is a [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1), with each GUID equaling an attribute schemaIDGUID on a [**schema object**](#gt_b639ec59-647b-4ac2-acb2-a67cda43bc6d) defining a class in the [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450). This class defines the objects in which the control access right can be a security descriptor for. The appliesTo values on the controlAccessRight are not enforced by the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) server; that is, the controlAccessRight can be included in security descriptors of objects of classes not specified in the appliesTo attribute.

localizationDisplayId: This is implementation-specific information for the administrative application.

validAccesses: This is implementation-specific information for the administrative application.

displayName: This is implementation-specific information for human consumption. Some of the values that are used by the Windows implementation can be found at [[MSDN-CAR]](https://go.microsoft.com/fwlink/?linkid=865865) and [[MSDOCS-SchUpd]](https://go.microsoft.com/fwlink/?linkid=865864).

###### Change-Rid-Master

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: Change-Rid-Master

rightsGuid: d58d5f36-0a98-11d1-adbb-00c04fd8d5cd

appliesTo: 6617188d-8f3c-11d0-afda-00c04fd930c9

###### Do-Garbage-Collection

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

name: Do-Garbage-Collection

rightsGuid: fec364e0-0a98-11d1-adbb-00c04fd8d5cd

appliesTo: f0f8ffab-1191-11d0-a060-00aa006c33ed

###### Recalculate-Hierarchy

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: Recalculate-Hierarchy

rightsGuid: 0bc1554e-0a99-11d1-adbb-00c04fd8d5cd

appliesTo: f0f8ffab-1191-11d0-a060-00aa006c33ed

###### Allocate-Rids

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: Allocate-Rids

rightsGuid: 1abd7cf8-0a99-11d1-adbb-00c04fd8d5cd

appliesTo: f0f8ffab-1191-11d0-a060-00aa006c33ed

###### Change-PDC

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: Change-[**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d)

rightsGuid: bae50096-4752-11d1-9052-00c04fc2d4cf

appliesTo: 19195a5b-6da0-11d0-afd3-00c04fd930c9

###### Add-GUID

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

name: Add-[**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1)

rightsGuid: 440820ad-65b4-11d1-a3da-0000f875ae0d

appliesTo: 19195a5b-6da0-11d0-afd3-00c04fd930c9

###### Change-Domain-Master

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: Change-Domain-Master

rightsGuid: 014bf69c-7b3b-11d1-85f6-08002be74fab

appliesTo: ef9e60e0-56f7-11d1-a9c6-0000f80367c1

###### Public-Information

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

name: Public-Information

rightsGuid: e48d0154-bcf8-11d1-8702-00c04fb96050

appliesTo:

* 4828CC14-1437-45bc-9B07-AD6F015E5F28
* bf967a86-0de6-11d0-a285-00aa003049e2
* bf967aba-0de6-11d0-a285-00aa003049e2
* ce206244-5827-4a86-ba1c-1c0c386c1b64 (for AD DS only)
* 7b8b558a-93a5-4af7-adca-c017e67f1057 (only in AD DS schema version 87 and greater)

###### msmq-Receive-Dead-Letter

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: msmq-Receive-Dead-Letter

rightsGuid: 4b6e08c0-df3c-11d1-9c86-006008764d0e

appliesTo: 9a0dc344-c100-11d1-bbc5-0080c76670c0

###### msmq-Peek-Dead-Letter

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: msmq-Peek-Dead-Letter

rightsGuid: 4b6e08c1-df3c-11d1-9c86-006008764d0e

appliesTo: 9a0dc344-c100-11d1-bbc5-0080c76670c0

###### msmq-Receive-computer-Journal

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: msmq-Receive-computer-Journal

rightsGuid: 4b6e08c2-df3c-11d1-9c86-006008764d0e

appliesTo: 9a0dc344-c100-11d1-bbc5-0080c76670c0

###### msmq-Peek-computer-Journal

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: msmq-Peek-computer-Journal

rightsGuid: 4b6e08c3-df3c-11d1-9c86-006008764d0e

appliesTo: 9a0dc344-c100-11d1-bbc5-0080c76670c0

###### msmq-Receive

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: msmq-Receive

rightsGuid: 06bd3200-df3e-11d1-9c86-006008764d0e

appliesTo: 9a0dc343-c100-11d1-bbc5-0080c76670c0

###### msmq-Peek

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: msmq-Peek

rightsGuid: 06bd3201-df3e-11d1-9c86-006008764d0e

appliesTo: 9a0dc343-c100-11d1-bbc5-0080c76670c0

###### msmq-Send

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: msmq-Send

rightsGuid: 06bd3202-df3e-11d1-9c86-006008764d0e

appliesTo:

* 9a0dc343-c100-11d1-bbc5-0080c76670c0
* 46b27aac-aafa-4ffb-b773-e5bf621ee87b (only in schema version 30 and greater)

###### msmq-Receive-journal

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: msmq-Receive-journal

rightsGuid: 06bd3203-df3e-11d1-9c86-006008764d0e

appliesTo: 9a0dc343-c100-11d1-bbc5-0080c76670c0

###### msmq-Open-Connector

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: msmq-Open-Connector

rightsGuid: b4e60130-df3f-11d1-9c86-006008764d0e

appliesTo: bf967ab3-0de6-11d0-a285-00aa003049e2

###### Apply-Group-Policy

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: Apply-Group-Policy

rightsGuid: edacfd8f-ffb3-11d1-b41d-00a0c968f939

appliesTo: f30e3bc2-9ff0-11d1-b603-0000f80367c1

###### RAS-Information

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: RAS-Information

rightsGuid: 037088f8-0ae1-11d2-b422-00a0c968f939

appliesTo:

* 4828CC14-1437-45bc-9B07-AD6F015E5F28
* bf967aba-0de6-11d0-a285-00aa003049e2

###### DS-Install-Replica

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

name: DS-Install-Replica

rightsGuid: 9923a32a-3607-11d2-b9be-0000f87a36b2

appliesTo: 19195a5b-6da0-11d0-afd3-00c04fd930c9

###### Change-Infrastructure-Master

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: Change-Infrastructure-Master

rightsGuid: cc17b1fb-33d9-11d2-97d4-00c04fd8d5cd

appliesTo: 2df90d89-009f-11d2-aa4c-00c04fd7d83a

###### Update-Schema-Cache

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

name: Update-Schema-Cache

rightsGuid: be2bb760-7f46-11d2-b9ad-00c04f79f805

appliesTo: bf967a8f-0de6-11d0-a285-00aa003049e2

###### Recalculate-Security-Inheritance

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

name: Recalculate-Security-Inheritance

rightsGuid: 62dd28a8-7f46-11d2-b9ad-00c04f79f805

appliesTo: f0f8ffab-1191-11d0-a060-00aa006c33ed

###### DS-Check-Stale-Phantoms

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: DS-Check-Stale-Phantoms

rightsGuid: 69ae6200-7f46-11d2-b9ad-00c04f79f805

appliesTo: f0f8ffab-1191-11d0-a060-00aa006c33ed

###### Certificate-Enrollment

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: Certificate-Enrollment

rightsGuid: 0e10c968-78fb-11d2-90d4-00c04f79dc55

appliesTo: e5209ca2-3bba-11d2-90cc-00c04fd91ab1

###### Self-Membership

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

name: Self-Membership

rightsGuid: bf9679c0-0de6-11d0-a285-00aa003049e2

appliesTo: bf967a9c-0de6-11d0-a285-00aa003049e2

###### Validated-DNS-Host-Name

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: Validated-DNS-Host-Name

rightsGuid: 72e39547-7b18-11d1-adef-00c04fd8d5cd

appliesTo:

* bf967a86-0de6-11d0-a285-00aa003049e2
* ce206244-5827-4a86-ba1c-1c0c386c1b64 (only in schema version 45 and greater)
* 7b8b558a-93a5-4af7-adca-c017e67f1057 (only in schema version 55 and greater)

###### Validated-SPN

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: Validated-SPN

rightsGuid: f3a64788-5306-11d1-a9c5-0000f80367c1

appliesTo:

* bf967a86-0de6-11d0-a285-00aa003049e2
* ce206244-5827-4a86-ba1c-1c0c386c1b64 (only in schema version 45 and greater)
* 7b8b558a-93a5-4af7-adca-c017e67f1057 (only in schema version 87 and greater)

###### Generate-RSoP-Planning

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: Generate-RSoP-Planning

rightsGuid: b7b1b3dd-ab09-4242-9e30-9980e5d322f7

appliesTo:

* 19195a5b-6da0-11d0-afd3-00c04fd930c9
* bf967aa5-0de6-11d0-a285-00aa003049e2

###### Refresh-Group-Cache

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: Refresh-Group-Cache

rightsGuid: 9432c620-033c-4db7-8b58-14ef6d0bf477

appliesTo: f0f8ffab-1191-11d0-a060-00aa006c33ed

###### Reload-SSL-Certificate

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

name: Reload-SSL-Certificate

rightsGuid: 1a60ea8d-58a6-4b20-bcdc-fb71eb8a9ff8

appliesTo: f0f8ffab-1191-11d0-a060-00aa006c33ed

###### SAM-Enumerate-Entire-Domain

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: SAM-Enumerate-Entire-Domain

rightsGuid: 91d67418-0135-4acc-8d79-c08e857cfbec

appliesTo: bf967aad-0de6-11d0-a285-00aa003049e2

###### Generate-RSoP-Logging

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: Generate-RSoP-Logging

rightsGuid: b7b1b3de-ab09-4242-9e30-9980e5d322f7

appliesTo:

* 19195a5b-6da0-11d0-afd3-00c04fd930c9
* bf967aa5-0de6-11d0-a285-00aa003049e2

###### Domain-Other-Parameters

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: Domain-Other-Parameters

rightsGuid: b8119fd0-04f6-4762-ab7a-4986c76b3f9a

appliesTo: 19195a5b-6da0-11d0-afd3-00c04fd930c9

###### DNS-Host-Name-Attributes

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: DNS-Host-Name-Attributes

rightsGuid: 72e39547-7b18-11d1-adef-00c04fd8d5cd

appliesTo:

* bf967a86-0de6-11d0-a285-00aa003049e2
* ce206244-5827-4a86-ba1c-1c0c386c1b64
* 7b8b558a-93a5-4af7-adca-c017e67f1057 (only in schema version 55 and greater)

###### Create-Inbound-Forest-Trust

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: Create-Inbound-Forest-Trust

rightsGuid: e2a36dc9-ae17-47c3-b58b-be34c55ba633

appliesTo: 19195a5b-6da0-11d0-afd3-00c04fd930c9

###### DS-Replication-Get-Changes-All

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

name: DS-Replication-Get-Changes-All

rightsGuid: 1131f6ad-9c07-11d1-f79f-00c04fc2dcd2

appliesTo:

* bf967a8f-0de6-11d0-a285-00aa003049e2
* bf967a87-0de6-11d0-a285-00aa003049e2
* 19195a5b-6da0-11d0-afd3-00c04fd930c9

###### Migrate-SID-History

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: Migrate-SID-History

rightsGuid: BA33815A-4F93-4c76-87F3-57574BFF8109

appliesTo: 19195a5b-6da0-11d0-afd3-00c04fd930c9

###### Reanimate-Tombstones

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

name: Reanimate-Tombstones

rightsGuid: 45EC5156-DB7E-47bb-B53F-DBEB2D03C40F

appliesTo:

* bf967a8f-0de6-11d0-a285-00aa003049e2
* bf967a87-0de6-11d0-a285-00aa003049e2
* 19195a5b-6da0-11d0-afd3-00c04fd930c9

###### Allowed-To-Authenticate

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: Allowed-To-Authenticate

rightsGuid: 68B1D179-0D15-4d4f-AB71-46152E79A7BC

appliesTo:

* 4828cc14-1437-45bc-9b07-ad6f015e5f28
* bf967aba-0de6-11d0-a285-00aa003049e2
* bf967a86-0de6-11d0-a285-00aa003049e2
* ce206244-5827-4a86-ba1c-1c0c386c1b64 (only in schema version 45 and greater)
* 7b8b558a-93a5-4af7-adca-c017e67f1057 (only in schema version 87 and greater)

###### DS-Execute-Intentions-Script

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

name: DS-Execute-Intentions-Script

rightsGuid: 2f16c4a5-b98e-432c-952a-cb388ba33f2e

appliesTo: ef9e60e0-56f7-11d1-a9c6-0000f80367c1

###### DS-Replication-Monitor-Topology

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

name: DS-Replication-Monitor-Topology

rightsGuid: f98340fb-7c5b-4cdb-a00b-2ebdfa115a96

appliesTo:

* bf967a8f-0de6-11d0-a285-00aa003049e2
* bf967a87-0de6-11d0-a285-00aa003049e2
* 19195a5b-6da0-11d0-afd3-00c04fd930c9

###### Update-Password-Not-Required-Bit

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: Update-Password-Not-Required-Bit

rightsGuid: 280f369c-67c7-438e-ae98-1d46f3c6f541

appliesTo: 19195a5b-6da0-11d0-afd3-00c04fd930c9

###### Unexpire-Password

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

name: Unexpire-Password

rightsGuid: ccc2dc7d-a6ad-4a7a-8846-c04e3cc53501

appliesTo: 19195a5b-6da0-11d0-afd3-00c04fd930c9

###### Enable-Per-User-Reversibly-Encrypted-Password

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: Enable-Per-User-Reversibly-Encrypted-Password

rightsGuid: 05c74c5e-4deb-43b4-bd9f-86664c2a7fd5

appliesTo: 19195a5b-6da0-11d0-afd3-00c04fd930c9

###### DS-Query-Self-Quota

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

name: DS-Query-Self-Quota

rightsGuid: 4ecc03fe-ffc0-4947-b630-eb672a8a9dbc

appliesTo: da83fc4f-076f-4aea-b4dc-8f4dab9b5993

###### Private-Information

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: Private-Information

rightsGuid: 91e647de-d96f-4b70-9557-d63ff4f3ccd8

appliesTo:

* bf967aba-0de6-11d0-a285-00aa003049e2
* 4828cc14-1437-45bc-9b07-ad6f015e5f28

###### MS-TS-GatewayAccess

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: MS-TS-GatewayAccess

rightsGuid: ffa6f046-ca4b-4feb-b40d-04dfee722543

appliesTo:

* bf967a86-0de6-11d0-a285-00aa003049e2
* ce206244-5827-4a86-ba1c-1c0c386c1b64
* 7b8b558a-93a5-4af7-adca-c017e67f1057 (only in schema version 87 and greater)

###### Terminal-Server-License-Server

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: Terminal-Server-License-Server

rightsGuid: 5805bc62-bdc9-4428-a5e2-856a0f4c185e

appliesTo:

* bf967aba-0de6-11d0-a285-00aa003049e2
* 4828cc14-1437-45bc-9b07-ad6f015e5f28

###### Domain-Administer-Server

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: Domain-Administer-Server

rightsGuid: ab721a52-1e2f-11d0-9819-00aa0040529b

appliesTo: bf967aad-0de6-11d0-a285-00aa003049e2

###### User-Change-Password

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

name: User-Change-Password

rightsGuid: ab721a53-1e2f-11d0-9819-00aa0040529b

appliesTo:

* bf967a86-0de6-11d0-a285-00aa003049e2
* bf967aba-0de6-11d0-a285-00aa003049e2
* 4828CC14-1437-45bc-9B07-AD6F015E5F28 (only in schema version 30 and greater)
* ce206244-5827-4a86-ba1c-1c0c386c1b64 (only in schema version 45 and greater, for AD DS only)

###### User-Force-Change-Password

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

name: User-Force-Change-Password

rightsGuid: 00299570-246d-11d0-a768-00aa006e0529

appliesTo:

* bf967a86-0de6-11d0-a285-00aa003049e2
* bf967aba-0de6-11d0-a285-00aa003049e2
* 4828CC14-1437-45bc-9B07-AD6F015E5F28 (only in schema version 30 and greater)
* ce206244-5827-4a86-ba1c-1c0c386c1b64 (only in schema version 45 and greater, for AD DS only)

###### Send-As

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: Send-As

rightsGuid: ab721a54-1e2f-11d0-9819-00aa0040529b

appliesTo:

* bf967a86-0de6-11d0-a285-00aa003049e2
* bf967aba-0de6-11d0-a285-00aa003049e2
* 4828CC14-1437-45bc-9B07-AD6F015E5F28 (only in schema version 30 and greater)
* ce206244-5827-4a86-ba1c-1c0c386c1b64 (only in schema version 45 and greater)
* 7b8b558a-93a5-4af7-adca-c017e67f1057 (only in schema version 87 and greater)

###### Receive-As

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: Receive-As

rightsGuid: ab721a56-1e2f-11d0-9819-00aa0040529b

appliesTo:

* bf967a86-0de6-11d0-a285-00aa003049e2
* bf967aba-0de6-11d0-a285-00aa003049e2
* 4828CC14-1437-45bc-9B07-AD6F015E5F28 (only in schema version 30 and greater)
* ce206244-5827-4a86-ba1c-1c0c386c1b64 (only in schema version 45 and greater)
* 7b8b558a-93a5-4af7-adca-c017e67f1057 (only in schema version 87 and greater)

###### Send-To

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: Send-To

rightsGuid: ab721a55-1e2f-11d0-9819-00aa0040529b

appliesTo: bf967a9c-0de6-11d0-a285-00aa003049e2

###### Domain-Password

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: Domain-Password

rightsGuid: c7407360-20bf-11d0-a768-00aa006e0529

appliesTo:

* 19195a5b-6da0-11d0-afd3-00c04fd930c9
* 19195a5a-6da0-11d0-afd3-00c04fd930c9

###### General-Information

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

name: General-Information

rightsGuid: 59ba2f42-79a2-11d0-9020-00c04fc2d3cf

appliesTo:

* 4828CC14-1437-45bc-9B07-AD6F015E5F28
* bf967aba-0de6-11d0-a285-00aa003049e2

###### User-Account-Restrictions

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

name: User-Account-Restrictions

rightsGuid: 4c164200-20c0-11d0-a768-00aa006e0529

appliesTo:

* 4828CC14-1437-45bc-9B07-AD6F015E5F28
* bf967a86-0de6-11d0-a285-00aa003049e2
* bf967aba-0de6-11d0-a285-00aa003049e2
* ce206244-5827-4a86-ba1c-1c0c386c1b64 (for AD DS only)
* 7b8b558a-93a5-4af7-adca-c017e67f1057 (only in schema version 54 and greater, for AD DS only)

###### User-Logon

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

name: User-Logon

rightsGuid: 5f202010-79a5-11d0-9020-00c04fc2d4cf

appliesTo:

* 4828CC14-1437-45bc-9B07-AD6F015E5F28
* bf967aba-0de6-11d0-a285-00aa003049e2

###### Membership

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

name: Membership

rightsGuid: bc0ac240-79a9-11d0-9020-00c04fc2d4cf

appliesTo:

* 4828CC14-1437-45bc-9B07-AD6F015E5F28
* bf967aba-0de6-11d0-a285-00aa003049e2

###### Open-Address-Book

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: Open-Address-Book

rightsGuid: a1990816-4298-11d1-ade2-00c04fd8d5cd

appliesTo: 3e74f60f-3e73-11d1-a9c0-0000f80367c1

###### Personal-Information

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

name: Personal-Information

rightsGuid: 77B5B886-944A-11d1-AEBD-0000F80367C1

appliesTo:

* 4828CC14-1437-45bc-9B07-AD6F015E5F28
* bf967a86-0de6-11d0-a285-00aa003049e2
* 5cb41ed0-0e4c-11d0-a286-00aa003049e2
* bf967aba-0de6-11d0-a285-00aa003049e2
* ce206244-5827-4a86-ba1c-1c0c386c1b64 (for AD DS only)
* 641e87a4-8326-4771-ba2d-c706df35e35a (only in AD DS schema version 52 and greater)
* 7b8b558a-93a5-4af7-adca-c017e67f1057 (only in AD DS schema version 87 and greater)

###### Email-Information

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

name: Email-Information

rightsGuid: E45795B2-9455-11d1-AEBD-0000F80367C1

appliesTo:

* 4828CC14-1437-45bc-9B07-AD6F015E5F28
* bf967a9c-0de6-11d0-a285-00aa003049e2
* bf967aba-0de6-11d0-a285-00aa003049e2

###### Web-Information

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

name: Web-Information

rightsGuid: E45795B3-9455-11d1-AEBD-0000F80367C1

appliesTo:

* 4828CC14-1437-45bc-9B07-AD6F015E5F28
* 5cb41ed0-0e4c-11d0-a286-00aa003049e2
* bf967aba-0de6-11d0-a285-00aa003049e2

###### DS-Replication-Get-Changes

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

name: DS-Replication-Get-Changes

rightsGuid: 1131f6aa-9c07-11d1-f79f-00c04fc2dcd2

appliesTo:

* bf967a8f-0de6-11d0-a285-00aa003049e2
* bf967a87-0de6-11d0-a285-00aa003049e2
* 19195a5b-6da0-11d0-afd3-00c04fd930c9

###### DS-Replication-Synchronize

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

name: DS-Replication-Synchronize

rightsGuid: 1131f6ab-9c07-11d1-f79f-00c04fc2dcd2

appliesTo:

* bf967a8f-0de6-11d0-a285-00aa003049e2
* bf967a87-0de6-11d0-a285-00aa003049e2
* 19195a5b-6da0-11d0-afd3-00c04fd930c9

###### DS-Replication-Manage-Topology

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

name: DS-Replication-Manage-Topology

rightsGuid: 1131f6ac-9c07-11d1-f79f-00c04fc2dcd2

appliesTo:

* bf967a8f-0de6-11d0-a285-00aa003049e2
* bf967a87-0de6-11d0-a285-00aa003049e2
* 19195a5b-6da0-11d0-afd3-00c04fd930c9

###### Change-Schema-Master

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

name: Change-Schema-Master

rightsGuid: e12b56b6-0a95-11d1-adbb-00c04fd8d5cd

appliesTo: bf967a8f-0de6-11d0-a285-00aa003049e2

###### DS-Replication-Get-Changes-In-Filtered-Set

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: DS-Replication-Get-Changes-In-Filtered-Set

rightsGuid: 89e95b76-444d-4c62-991a-0facbeda640c

appliesTo:

* 19195a5b-6da0-11d0-afd3-00c04fd930c9
* bf967a87-0de6-11d0-a285-00aa003049e2
* bf967a8f-0de6-11d0-a285-00aa003049e2

###### Run-Protect-Admin-Groups-Task

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: Run-Protect-Admin-Groups-Task

rightsGuid: 7726b9d5-a4b4-4288-a6b2-dce952e80a7f

appliesTo: 19195a5b-6da0-11d0-afd3-00c04fd930c9

###### Manage-Optional-Features

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) and [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

name: Manage-Optional-Features

rightsGuid: 7c0e2a7c-a419-48e4-a995-10180aad54dd

appliesTo: ef9e60e0-56f7-11d1-a9c6-0000f80367c1

###### Read-Only-Replication-Secret-Synchronization

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: Read-Only-Replication-Secret-Synchronization

rightsGuid: 1131f6ae-9c07-11d1-f79f-00c04fc2dcd2

appliesTo

* bf967a8f-0de6-11d0-a285-00aa003049e2
* bf967a87-0de6-11d0-a285-00aa003049e2
* 19195a5b-6da0-11d0-afd3-00c04fd930c9

###### Validated-MS-DS-Additional-DNS-Host-Name

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: Validated-MS-DS-Additional-DNS-Host-Name

rightsGuid: 80863791-dbe9-4eb8-837e-7f0ab55d9ac7

appliesTo: bf967a86-0de6-11d0-a285-00aa003049e2

###### Validated-MS-DS-Behavior-Version

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: Validated-MS-DS-Behavior-Version

rightsGuid: d31a8757-2447-4545-8081-3bb610cacbf2

appliesTo: f0f8ffab-1191-11d0-a060-00aa006c33ed

###### DS-Clone-Domain-Controller

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: DS-Clone-Domain-Controller

rightsGuid: 3e0f7e18-2c7a-4c10-ba82-4d926db99a3e

appliesTo: 19195a5b-6da0-11d0-afd3-00c04fd930c9

###### Certificate-AutoEnrollment

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: Certificate-AutoEnrollment

rightsGuid: a05b8cc2-17bc-4802-a710-e7c15ab866a2

appliesTo: e5209ca2-3bba-11d2-90cc-00c04fd91ab1

###### DS-Read-Partition-Secrets

name: DS-Read-Partition-Secrets

rightsGuid: 084c93a2-620d-4879-a836-f0ae47de0e89

appliesTo: 26f11b08-a29d-4869-99bb-ef0b99fd883e

###### DS-Write-Partition-Secrets

name: DS-Write-Partition-Secrets

rightsGuid: 94825a8d-b171-4116-8146-1e34d8f54401

appliesTo: 26f11b08-a29d-4869-99bb-ef0b99fd883e

###### DS-Set-Owner

name: DS-Set-Owner

rightsGuid: 4125c71f-7fac-4ff0-bcb7-f09a41325286

appliesTo: 26f11b08-a29d-4869-99bb-ef0b99fd883e

###### DS-Bypass-Quota

name: DS-Bypass-Quota

rightsGuid: 88a9933e-e5c8-4f2a-9dd7-2527416b8092

appliesTo: 26f11b08-a29d-4869-99bb-ef0b99fd883e

###### DS-Validated-Write-Computer

This [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) only.

name: DS-Validated-Write-Computer

rightsGuid: 9b026da6-0d3c-465c-8bee-5199d7165cba

appliesTo: bf967a86-0de6-11d0-a285-00aa003049e2

##### Forest Updates Container

The Forest Updates [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) includes child containers that specify the version of the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) revision. Some or all of the following containers exist, depending on the forest revision.

| Container | Minimum forest revision for which the container exists |
| --- | --- |
| Operations | 0.9 |
| Windows2003Update | 0.9 |
| ActiveDirectoryUpdate | 2.9 |

If the version of the [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870) revision is 2 or higher, the Forest Updates container includes the child container ActiveDirectoryRodcUpdate.

The major version of the forest revision is stored on the revision [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the ActiveDirectoryUpdate container. If the ActiveDirectoryUpdate container does not exist, the major version is 0. After a forest revision upgrade process, it must be equal to the major version of the current revision.

The minor version of the forest revision is stored on the revision attribute of the Windows2003Update container. If the Windows2003Update container does not exist, the minor version is 0. After a forest revision upgrade process, it must be equal to the minor version of the current revision.

The version of the RODC revision is stored on the revision attribute of the ActiveDirectoryRodcUpdate container. If the ActiveDirectoryRodcUpdate container does not exist, the version is 0. After an RODC revision upgrade process, it must be equal to the version of the current revision.

parent: Config NC root [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca)

name: ForestUpdates

objectClass: container

###### Operations Container

The contents of the Operations [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) are outside the state model and are implementation-specific.

parent: Forest Updates container

name: Operations

objectClass: container

###### Windows2003Update Container

This [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) stores the minor version of the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) revision.

parent: Forest Updates container

name: Windows2003Update

objectClass: container

revision: The minor version of the forest revision.

###### ActiveDirectoryUpdate Container

This [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) stores the major version of the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) revision.

parent: Forest Updates container

name: ActiveDirectoryUpdate

objectClass: container

revision: The major version of the forest revision.

###### ActiveDirectoryRodcUpdate Container

This [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) stores the version of the [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870) revision.

parent: Forest Updates container

name: ActiveDirectoryRodcUpdate

objectClass: container

revision: The version of the RODC revision.

#### Critical Domain Objects

**References**

* FSMO Roles
* Forest Requirements
* Security
* Originating Updates
* LDAP

Attribute Syntaxes: DN-Binary

Glossary terms: [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942), [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210), NC root, [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), [**Domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef), [**FSMO**](#gt_3fcc9e5e-60b6-40f8-acb6-ad3189cf90ec), [**Forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62), [**UUID**](#gt_c4813fc3-b2e5-4aa3-bde7-421d950d68d3), [**SPN (2)**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4), [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d), [**RID**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c)

LDAP attributes: name, objectClass, distinguishedName, systemFlags, primaryGroupID, servicePrincipalName, dNSHostName, msDS-AdditionalDnsHostName, wellKnownObjects, isDeleted, revision

LDAP classes: computer, container, msDS-QuotaContainer, infrastructureUpdate, organizationalUnit, domainPolicy, samServer

WKGuids: GUID\_USERS\_CONTAINER\_W, GUID\_COMPUTERS\_CONTAINER\_W, GUID\_SYSTEMS\_CONTAINER\_W, GUID\_DOMAIN\_CONTROLLERS\_CONTAINER\_W, GUID\_INFRASTRUCTURE\_CONTAINER\_W, GUID\_DELETED\_OBJECTS\_CONTAINER\_W, GUID\_LOSTANDFOUND\_CONTAINER\_W, GUID\_FOREIGNSECURITYPRINCIPALS\_CONTAINER\_W, GUID\_PROGRAM\_DATA\_CONTAINER\_W, GUID\_NTDS\_QUOTAS\_CONTAINER\_W

Constants

* systemFlags bits: FLAG\_DISALLOW\_DELETE, FLAG\_DOMAIN\_DISALLOW\_RENAME, FLAG\_DOMAIN\_DISALLOW\_MOVE
* userAccountControl bits: ADS\_UF\_SERVER\_TRUST\_ACCOUNT, ADS\_UF\_TRUSTED\_FOR\_DELEGATION
* groupType bits: GROUP\_TYPE\_RESOURCE\_GROUP, GROUP\_TYPE\_SECURITY\_ENABLED, GROUP\_TYPE\_ACCOUNT\_GROUP

##### Domain Controller Object

In [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), each normal (not read-only) [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) has a domain controller object in its [**default NC**](#gt_adc2c434-9679-419f-8c8b-b8c234921ad3). The DC's domain controller object is the DC's [**computer object**](#gt_d8e8f5a7-db85-40a8-98ed-1abab2237b82) (subject to the computer object constraints specified in [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) sections 3.1.1.6 and 3.1.1.8) with additional requirements as described in this section.

An AD DS [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870) has a read-only domain controller [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) as specified in section [6.1.1.3.2](#Section_73d11ea7e634453e944d559654cc91c5). An [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) DC does not have a domain controller object.

objectClass: computer

userAccountControl: {ADS\_UF\_SERVER\_TRUST\_ACCOUNT | ADS\_UF\_TRUSTED\_FOR\_DELEGATION}

primaryGroupID: Contains the value 516.

This [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is populated by the system during creation of the DC corresponding to the DC object. The [**primary group**](#gt_e5134397-f946-4acc-a593-46c04c52774f) of a DC object is the domain relative well-known Domain Controllers security [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac). So the primaryGroupID attribute of a DC object equals the [**RID**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c) of the Domain Controllers security group, 516.

servicePrincipalName: This attribute contains all of the [**SPNs (2)**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4) for a normal (not read-only) DC, as specified in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 2.2.2.

dNSHostName: Fully qualified [**DNS name**](#gt_102a36e2-f66f-49e2-bee3-558736b2ecd5) of the DC.

msDS-AdditionalDnsHostName: Additional DNS names by which the DC can be identified.

objectCategory: Contains the [**distinguished name**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the classSchema object for the computer class. This is the value of the defaultObjectCategory attribute of the computer class.

##### Read-Only Domain Controller Object

Each [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870) in a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) has a read-only [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) object in its [**default NC**](#gt_adc2c434-9679-419f-8c8b-b8c234921ad3). The DC's RODC object is the DC's [**computer object**](#gt_d8e8f5a7-db85-40a8-98ed-1abab2237b82) (subject to the computer object constraints specified in [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) sections 3.1.1.6 and 3.1.1.8) with additional requirements as described in this section. An RODC object cannot be created on Windows 2000 Server through Windows Server 2003 R2 DCs and cannot be created until the Read-Only Domain Controllers Object exists in the domain.

objectClass: computer

userAccountControl: {ADS\_UF\_PARTIAL\_SECRETS\_ACCOUNT | ADS\_UF\_WORKSTATION\_TRUST\_ACCOUNT}

primaryGroupID: Contains the value 521.

This [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is populated during creation of the RODC corresponding to the RODC object. The [**primary group**](#gt_e5134397-f946-4acc-a593-46c04c52774f) of an RODC object is the domain relative well-known RODCs security [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac). So the primaryGroupID attribute of an RODC object equals the [**RID**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c) of the RODCs security group, 521.

servicePrincipalName: This attribute contains all of the [**SPNs (2)**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4) for the RODC, as specified in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 2.2.2.

dNSHostName: Fully qualified [**DNS name**](#gt_102a36e2-f66f-49e2-bee3-558736b2ecd5) of the RODC.

msDS-AdditionalDnsHostName: Additional DNS names by which the RODC can be identified.

msDS-RevealedUsers: Contains information about the user objects whose [**secret attributes**](#gt_d01d16a8-7864-4c7f-acaa-8c695508d6e0) are cached at this RODC. This attribute is maintained by the system; see procedure UpdateRevealedList, [MS-DRSR] section 4.1.10.5.9. A more usable form of this attribute is the [**constructed attribute**](#gt_d848b035-c151-4fd8-88d9-9f152d053fee) msDS-RevealedList, specified in section [3.1.1.4.5.34](#Section_4ffbc8e24701492ba63b29f76ec62b15).

msDS-AuthenticatedToAccountlist: Contains a list of [**user objects**](#gt_e767a471-c3fa-4e4b-a40c-daeb08f82a17) that have attempted to authenticate at this RODC. This attribute is a [**back link attribute**](#gt_3037ec79-2674-4bff-9925-bc98b15372fc) whose corresponding forward link is the msDS-AuthenticatedAtDC attribute. The msDS-AuthenticatedAtDC attribute is maintained by the system; see section [6.1.4.6](#Section_092d1e386b1f4a75beaf5e2a2a11dd81).

msDS-NeverRevealGroup: This attribute is maintained by an administrator. It contains a set of user and security-enabled group objects. A user in this set, or reachable from this set by traversing any number of member links from a group in this set, will not change state from not being cached to being cached at this RODC. If a user is added to this attribute (directly or indirectly) while one of its secret attributes is already cached, the secret attribute remains cached until the secret attribute changes, at which time the caching stops. For the use of this attribute, see procedure RevealSecretsForUserAllowed, [MS-DRSR] section 4.1.10.5.15.

msDS-RevealOnDemandGroup: This attribute is maintained by an administrator. It contains a set of user and security-enabled group objects. A user in this set, or reachable from this set by traversing any number of member links from a group in this set, and not excluded by membership in msDS-NeverRevealGroup can change state from not being cached to being cached at this RODC. For the use of this attribute see procedure RevealSecretsForUserAllowed, [MS-DRSR] section 4.1.10.5.15.

msDS-KrbTgtLink: This attribute is populated during creation of the RODC object. It contains a reference to the secondary Kerberos [**ticket-granting ticket (TGT)**](#gt_7c881e2e-85a0-45e1-bd2c-5aab42bb2deb) account of the RODC. See [[MS-KILE]](%5bMS-KILE%5d.pdf#Section_2a32282edd484ad9a542609804b02cc9) section 3.1.5.10.

managedBy: If the value of this attribute points to a valid [**security principal**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409), that security principal will be an implicit member of the administrators group of this RODC. This applies to this RODC only.

objectCategory: Contains the [**distinguished name**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the classSchema object for the computer class. This is the value of the defaultObjectCategory attribute of the computer class.

#### Well-Known Objects

Within each [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) (excluding the [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450)), there are certain well-known system [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that can be referred to using a well-known [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) (see section [3.1.1.3](#Section_3c5916a9f1a0429db937f8fe672d777c) for more information). Domain and Config NC root objects contain an [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) called wellKnownObjects that lists the [**well-known objects (WKO)**](#gt_4a60d503-c61a-45e9-a2e8-8216c71ca3ae) within that NC. Each value in this list is an Object(DN-Binary) value where the Binary portion is the well-known GUID in binary form and the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) portion is the DN of the object. The well-known GUID can be used in conjunction with the NC DN to refer to the object (for more information, see section 3.1.1.3). In addition to the **wellKnownObjects** attribute, each NC root object can also contain an attribute called **otherWellKnownObjects** that lists other WKOs. Objects listed in the attribute **otherWellKnownObjects** can be referred to in the same way as those in the attribute **wellKnownObjects**.

The following requirements apply to the wellKnownObjects attribute on the NC root object and the referred-to objects, but do not apply to the **otherWellKnownObjects** attribute:

* For each of the well-known GUIDs listed below for a given NC, the wellKnownObjects attribute on the NC root object MUST contain a value such that the binary portion matches the well-known GUID. There MUST be exactly one such value.
* If rename of the referred-to object is permitted (based on the value of the systemFlags attribute on each object), the DN portion of the value is [**updated**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493).
* The well-known Users [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) and the well-known Computers container in the [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) can be redirected, under the following constraints:
  + The modification is made on a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) that owns the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) [**FSMO**](#gt_3fcc9e5e-60b6-40f8-acb6-ad3189cf90ec).
  + The modification removes the reference to the existing object and adds a new reference in the same operation.
  + The new object being referred to is not in the System container of the domain NC.
  + The new object being referred to does exist, and if different from the currently referred-to Users or Computers containers, it does not have the following bits in the systemFlags attribute: FLAG\_DISALLOW\_DELETE | FLAG\_DOMAIN\_DISALLOW\_RENAME | FLAG\_DOMAIN\_DISALLOW\_MOVE
  + As part of the redirection, the following flags are added to the new object being referred to and removed from the old object: FLAG\_DISALLOW\_DELETE | FLAG\_DOMAIN\_DISALLOW\_RENAME | FLAG\_DOMAIN\_DISALLOW\_MOVE

In [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), the following well-known objects exist within each domain NC.

| RDN | Symbolic name for well-known GUID |
| --- | --- |
| Computers | GUID\_COMPUTERS\_CONTAINER\_W |
| Deleted Objects | GUID\_DELETED\_OBJECTS\_CONTAINER\_W |
| Domain Controllers | GUID\_DOMAIN\_CONTROLLERS\_CONTAINER\_W |
| ForeignSecurityPrincipals | GUID\_FOREIGNSECURITYPRINCIPALS\_CONTAINER\_W |
| Infrastructure | GUID\_INFRASTRUCTURE\_CONTAINER\_W |
| LostAndFound | GUID\_LOSTANDFOUND\_CONTAINER\_W |
| MicrosoftNote 1 | GUID\_MICROSOFT\_PROGRAM\_DATA\_CONTAINER\_W |
| NTDS Quotas | GUID\_NTDS\_QUOTAS\_CONTAINER\_W |
| Program Data | GUID\_PROGRAM\_DATA\_CONTAINER\_W |
| System | GUID\_SYSTEMS\_CONTAINER\_W |
| Users | GUID\_USERS\_CONTAINER\_W |

Note 1 The Microsoft container is a child of the Program Data container.

In AD DS, the following well-known objects exist within each [**application NC**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a).

| RDN | Symbolic name for well-known GUID |
| --- | --- |
| Deleted Objects | GUID\_DELETED\_OBJECTS\_CONTAINER\_W |
| Infrastructure | GUID\_INFRASTRUCTURE\_CONTAINER\_W |
| LostAndFound | GUID\_LOSTANDFOUND\_CONTAINER\_W |
| NTDS Quotas | GUID\_NTDS\_QUOTAS\_CONTAINER\_W |

In AD DS, the following well-known objects exist within the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625).

| RDN | Symbolic name for well-known GUID |
| --- | --- |
| Deleted Objects | GUID\_DELETED\_OBJECTS\_CONTAINER\_W |
| LostAndFoundConfig | GUID\_LOSTANDFOUND\_CONTAINER\_W |
| NTDS Quotas | GUID\_NTDS\_QUOTAS\_CONTAINER\_W |

In [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), the following well-known objects exist within each application NC.

| RDN | Symbolic name for well-known GUID |
| --- | --- |
| Deleted Objects | GUID\_DELETED\_OBJECTS\_CONTAINER\_W |
| ForeignSecurityPrincipalsNote 2 | GUID\_FOREIGNSECURITYPRINCIPALS\_CONTAINER\_W |
| LostAndFound | GUID\_LOSTANDFOUND\_CONTAINER\_W |
| NTDS Quotas | GUID\_NTDS\_QUOTAS\_CONTAINER\_W |
| Roles | GUID\_USERS\_CONTAINER\_W |

Note 2 The ForeignSecurityPrincipals container is created (and the corresponding value created in the wellKnownObjects attribute) when the first foreignSecurityPrincipal object is created in the NC.

In AD LDS, the following well-known objects exist within the config NC.

| RDN | Symbolic name for well-known GUID |
| --- | --- |
| Deleted Objects | GUID\_DELETED\_OBJECTS\_CONTAINER\_W |
| ForeignSecurityPrincipals | GUID\_FOREIGNSECURITYPRINCIPALS\_CONTAINER\_W |
| LostAndFoundConfig | GUID\_LOSTANDFOUND\_CONTAINER\_W |
| NTDS Quotas | GUID\_NTDS\_QUOTAS\_CONTAINER\_W |
| Roles | GUID\_USERS\_CONTAINER\_W |

The following other well-known object exists within each domain NC.

| RDN | Symbolic name for well-known GUID |
| --- | --- |
| Managed Service Accounts | GUID\_MANAGED\_SERVICE\_ACCOUNTS\_CONTAINER\_W |

The following table gives the GUID values for each of the symbolic names of the well-known GUIDs.

| Symbolic name for well-known GUID | GUID |
| --- | --- |
| GUID\_COMPUTERS\_CONTAINER\_W | AA312825768811D1ADED00C04FD8D5CD |
| GUID\_DELETED\_OBJECTS\_CONTAINER\_W | 18E2EA80684F11D2B9AA00C04F79F805 |
| GUID\_DOMAIN\_CONTROLLERS\_CONTAINER\_W | A361B2FFFFD211D1AA4B00C04FD7D83A |
| GUID\_FOREIGNSECURITYPRINCIPALS\_CONTAINER\_W | 22B70C67D56E4EFB91E9300FCA3DC1AA |
| GUID\_INFRASTRUCTURE\_CONTAINER\_W | 2FBAC1870ADE11D297C400C04FD8D5CD |
| GUID\_LOSTANDFOUND\_CONTAINER\_W | AB8153B7768811D1ADED00C04FD8D5CD |
| GUID\_MICROSOFT\_PROGRAM\_DATA\_CONTAINER\_W | F4BE92A4C777485E878E9421D53087DB |
| GUID\_NTDS\_QUOTAS\_CONTAINER\_W | 6227F0AF1FC2410D8E3BB10615BB5B0F |
| GUID\_PROGRAM\_DATA\_CONTAINER\_W | 09460C08AE1E4A4EA0F64AEE7DAA1E5A |
| GUID\_SYSTEMS\_CONTAINER\_W | AB1D30F3768811D1ADED00C04FD8D5CD |
| GUID\_USERS\_CONTAINER\_W | A9D1CA15768811D1ADED00C04FD8D5CD |
| GUID\_MANAGED\_SERVICE\_ACCOUNTS\_CONTAINER\_W | 1EB93889E40C45DF9F0C64D23BBB6237 |

##### Lost and Found Container

Each [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef), [**application NC**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a), and [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625) contains a [**Lost and Found container**](#gt_2761433f-c664-4b7e-af5e-e16ab6d86c5c) for [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that are orphaned as a result of Add and Delete operations that originated on different [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

objectClass: lostAndFound

systemFlags: On [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) and application NCs: {FLAG\_DISALLOW\_DELETE | FLAG\_DOMAIN\_DISALLOW\_RENAME | FLAG\_DOMAIN\_DISALLOW\_MOVE}

On Config NC: {FLAG\_DISALLOW\_DELETE}

isCriticalSystemObject: TRUE

##### Deleted Objects Container

Each [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) and [**application NC**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a), as well as the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625), contains a Deleted Objects [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56). Objects within the domain NC that are deleted are stored in this container (unless indicated otherwise by the object's systemFlags).

[**Tombstones**](#gt_9d8e0963-13fa-4e19-a97f-7ce6bc90d20f) and [**recycled-objects**](#gt_156b927d-f1ce-4629-993f-18f0cd5e1e12) are stored until at least an amount of time equal to the [**tombstone lifetime**](#gt_d636f4dc-5f08-49ef-9a2b-765015cd3289) has passed, after which they are permanently removed from storage.

[**Deleted-objects**](#gt_d9c9e99f-74f1-483e-bcb1-310e75ff1344) are stored until at least an amount of time equal to the [**deleted-object lifetime**](#gt_f10f0c75-7969-433d-a710-ba8641e7e103) has passed, after which they are transformed into recycled-objects.

To ensure that this container does not get garbage collected, the [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) metadata for the isDeleted [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) must show that the time at which the isDeleted attribute was set to true is 9999-12-29. Furthermore, the isRecycled attribute must have no values. See section [3.1.1.5.5](#Section_6c21dd2f40cd496390a2a7f657f319a4) for more information about the tombstone lifetime, the deleted-object lifetime, and the Deleted Objects container.

objectClass: container

isDeleted: true

systemFlags: {FLAG\_DISALLOW\_DELETE | FLAG\_DOMAIN\_DISALLOW\_RENAME | FLAG\_DOMAIN\_DISALLOW\_MOVE}

isCriticalSystemObject: TRUE

##### NTDS Quotas Container

Each [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef), [**application NC**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a), and the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625) contain an NTDS Quotas Container that contains quotas restricting the number of [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that can be created by a specified [**security principal**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409).

objectClass: msDS-QuotaContainer

systemFlags:{FLAG\_DISALLOW\_DELETE}

isCriticalSystemObject: TRUE

msDS-DefaultQuota: Specifies the default object creation quota for security principles. By default this [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is not set. See section [3.1.1.5.2.5](#Section_3f21a8656ebe48838f102207a8628b86) for details.

##### Infrastructure Object

In [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), each [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) and [**application NC**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a) has an infrastructure [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that maintains a reference to the current Infrastructure role owner. This object is not present in [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

objectClass: infrastructureUpdate

systemFlags: {FLAG\_DISALLOW\_DELETE | FLAG\_DOMAIN\_DISALLOW\_RENAME | FLAG\_DOMAIN\_DISALLOW\_MOVE}

fSMORoleOwner: This value refers to the nTDSDSA object of the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) that owns the Infrastructure FSMO role.

isCriticalSystemObject: TRUE

##### Domain Controllers OU

This is a well-known [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) within the [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) containing the computer [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) for [**domain controllers**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) within this [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca).

objectClass: organizationalUnit

systemFlags: {FLAG\_DISALLOW\_DELETE | FLAG\_DOMAIN\_DISALLOW\_RENAME | FLAG\_DOMAIN\_DISALLOW\_MOVE}

isCriticalSystemObject: TRUE

##### Users Container

Each [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) contains a well-known default Users [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56).

objectClass: container

systemFlags: {FLAG\_DISALLOW\_DELETE | FLAG\_DOMAIN\_DISALLOW\_RENAME | FLAG\_DOMAIN\_DISALLOW\_MOVE}

isCriticalSystemObject: TRUE

##### Computers Container

Each [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) contains a well-known default Computers [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56).

objectClass: container

systemFlags: {FLAG\_DISALLOW\_DELETE | FLAG\_DOMAIN\_DISALLOW\_RENAME | FLAG\_DOMAIN\_DISALLOW\_MOVE}

isCriticalSystemObject: TRUE

##### Program Data Container

Each [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) contains a well-known default Program Data [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56). This container initially contains a single [**object of class**](#gt_c2c67596-8d8f-42b9-9c70-1c4f7c952200) container named "Microsoft". This protocol does not constrain the applications that store data in these containers, nor the application-specific data that is stored, beyond the normal access control and [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) validation that is applied to all data access.

name: Program Data

parent: domain NC root

objectClass: container

systemFlags: {}

##### Managed Service Accounts Container

In [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), each [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) contains this [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56). This container is not present in [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

name: Managed Service Accounts

parent: domain NC root

objectClass: container

systemFlags: {}

##### Foreign Security Principals Container

In [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), each [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) contains a well-known Foreign Security Principals [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56). This container holds [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) of class foreignSecurityPrincipal. These objects represent [**security principals**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) from [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) [**domains**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) external to the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62), and allow foreign security principals to become members of [**groups**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) within the domain.

In [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625) contains a well-known Foreign Security Principals container. It stores foreign security principals from outside of the AD LDS forest.

In an AD LDS [**application NC**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a), a Foreign Security Principals container is created (and the corresponding value created in the wellKnownObjects [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f)) when the first foreignSecurityPrincipal object is created in the application NC.

The automatic creation of foreignSecurityPrincipal objects is specified in sections [3.1.1.5.2.4](#Section_4abb859361c94da283c472d19760508d) and [3.1.1.5.3.3](#Section_dd5e0d4878764c64bc62f9c39c3c76c2)).

name: ForeignSecurityPrincipals

parent: domain NC root on AD DS; Config NC root on AD LDS.

objectClass: container

systemFlags (on AD DS): {FLAG\_DISALLOW\_DELETE | FLAG\_DOMAIN\_DISALLOW\_RENAME | FLAG\_DOMAIN\_DISALLOW\_MOVE}

systemFlags (on AD LDS): {FLAG\_DISALLOW\_DELETE}

isCriticalSystemObject: TRUE

##### System Container

name: System

parent: [**Domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) root [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca)

objectClass: container

systemFlags: {FLAG\_DISALLOW\_DELETE | FLAG\_DOMAIN\_DISALLOW\_RENAME | FLAG\_DOMAIN\_DISALLOW\_MOVE}

isCriticalSystemObject: TRUE

###### Password Settings Container

In [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), each [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) contains a well-known Password Settings [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56). This container is initially empty, but is designed to contain [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) of class msDS-PasswordSettings. These objects represent password settings for a [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) of users in the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). For more information, see [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 3.1.1.5.

name: Password Settings container

parent: System container

objectClass: msDS-PasswordSettings

systemFlags: {FLAG\_DISALLOW\_DELETE | FLAG\_DOMAIN\_DISALLOW\_RENAME | FLAG\_DOMAIN\_DISALLOW\_MOVE}

##### Builtin Container

In [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), each [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) contains this [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56). Its children are described later in this section. This container is not present in [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

name: Builtin

parent: domain NC root

objectClass: builtinDomain

systemFlags: {FLAG\_DISALLOW\_DELETE | FLAG\_DOMAIN\_DISALLOW\_RENAME | FLAG\_DOMAIN\_DISALLOW\_MOVE}

The children of the Builtin container are well-known [**security principals**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) from the [**built-in domain**](#gt_22904540-f2fb-470e-af48-ce1b0e9a02b8).

Each child of the Builtin container is a [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) with the following [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f):

parent: Builtin container

objectClass: group

objectSid: The [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) portion is the [**built-in domain SID**](#gt_d725b5fc-5024-468e-8dae-2a523abeb49b) (S-1-5-32). The [**RID**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c) portion is specified per [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in the following subsections. For instance, the Account Operators RID is 548, so the Account Operators objectSid is S-1-5-32-548.

systemFlags: {FLAG\_DISALLOW\_DELETE | FLAG\_DOMAIN\_DISALLOW\_RENAME | FLAG\_DOMAIN\_DISALLOW\_MOVE}

groupType: {GROUP\_TYPE\_BUILTIN\_LOCAL\_GROUP | GROUP\_TYPE\_RESOURCE\_GROUP | GROUP\_TYPE\_SECURITY\_ENABLED}

Unless otherwise noted in the following subsections, the initial membership of each group is empty. After initialization, the administrator controls the membership of each group.

###### Account Operators Group Object

name: Account Operators

RID: 548

###### Administrators Group Object

name: Administrators

RID: 544

member: Administrator (section [6.1.1.6.1](#Section_d6a18027c37f405f940ec716000a97de)), Domain Administrators (section [6.1.1.6.5](#Section_8ba46366add743b1821a1640cf616ebc)), Enterprise Administrators (section [6.1.1.6.10](#Section_7799841e196346cd99f399dfa2e4dab2)).

###### Backup Operators Group Object

name: Backup Operators

RID: 551

###### Certificate Service DCOM Access Group Object

name: Certificate Service DCOM Access

RID: 574

###### Cryptographic Operators Group Object

name: Cryptographic Operators

RID: 569

###### Distributed COM Users Group Object

name: Distributed COM Users

RID: 562

###### Event Log Readers Group Object

name: Event Log Readers

RID: 573

###### Guests Group Object

name: Guests

RID: 546

member: Guest (section [6.1.1.6.2](#Section_ac4558ddcb284a988e823ecac4ce9cfd)), Domain Guests (section [6.1.1.6.8](#Section_6431f7dcf98b4406a63b032c824f0473))

###### IIS\_IUSRS Group Object

name: IIS\_IUSRS

RID: 568

member: NT AUTHORITY\IUSR well-known [**security principal**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) (SID S-1-5-17).

###### Incoming Forest Trust Builders Group Object

name: Incoming Forest Trust Builders

RID: 557

###### Network Configuration Operators Group Object

name: Network Configuration Operators

RID: 556

###### Performance Log Users Group Object

name: Performance Log Users

RID: 559

###### Performance Monitor Users Group Object

name: Performance Monitor Users

RID: 558

###### Pre-Windows 2000 Compatible Access Group Object

name: Pre-Windows 2000 Compatible Access

RID: 554

member: The initial membership of this [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) depends on the version of Windows running on the first [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) of the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) and on the administrator's choice between "Pre-Windows 2000 Compatible Permissions mode" and "Windows 2000-Only Permissions mode". In Windows 2000 Server, in the Pre-Windows 2000 Compatible Permissions mode, Everyone (S-1-1-0) is a member, and in the Windows 2000-Only Permissions mode, the membership is empty. In Windows Server 2003, in the Pre-Windows 2000 Compatible Permissions mode, Everyone (S-1-1-0) and Anonymous (S-1-5-7) are members, and in the Windows 2000-Only Permissions mode, Authenticated Users (S-1-5-11) are members.

###### Print Operators Group Object

name: Print Operators

RID: 550

###### Remote Desktop Users Group Object

name: Remote Desktop Users

RID: 555

###### Replicator Group Object

name: Replicator

RID: 552

###### Server Operators Group Object

name: Server Operators

RID: 549

###### Terminal Server License Servers Group Object

name: Terminal Server License Servers

RID: 561

###### Users Group Object

name: Users

RID: 545

member: Domain Users [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) (section [6.1.1.6.9](#Section_c5cab009de234613bd57e182662514c5)), NT AUTHORITY\Authenticated Users well-known [**security principal**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) (SID S-1-5-11), NT AUTHORITY\INTERACTIVE well-known security principal (SID S-1-5-4).

###### Windows Authorization Access Group Group Object

name: Windows Authorization Access Group

RID: 560

member: NT AUTHORITY\ENTERPRISE DOMAIN CONTROLLERS well-known [**security principal**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) (SID S-1-5-9).

##### Roles Container

In [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), each [**application NC**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a) and the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625) contain this [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56). It stores the well-known AD LDS [**groups**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) for this [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942). This container is not present in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), nor are any of its [**child objects**](#gt_9b04b599-9dca-48f1-aa9e-08e254d20553), which are specified later in this section.

name: Roles

parent: Application NC root or Config NC root

objectClass: container

systemFlags: {FLAG\_DISALLOW\_DELETE}

Each child of the Roles container is a group with the following [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f):

parent: Roles Container

objectClass: group

objectSid: A [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) with two [**SubAuthority**](#gt_080b64f9-3599-443b-9f4a-139fe3fc8be0) values, consisting of the objectSid of the NC root followed by the [**RID**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c) that is specified for each child in the following subsections.

groupType: {GROUP\_TYPE\_ACCOUNT\_GROUP | GROUP\_TYPE\_SECURITY\_ENABLED}

member: Unless otherwise noted in the following sections, the initial membership of each group is empty. After initialization the administrator can modify the membership of each group.

###### Administrators Group Object

name: Administrators

RID: 519 (in the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625)) or 512 (in an [**application NC**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a)).

member: At least one foreignSecurityPrincipal is configured into this [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) by the administrator when creating a [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62).

###### Readers Group Object

name: Readers

RID: 514

###### Users Group Object

This [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) is used in constructing an [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) [**security context**](#gt_88d49f20-6c95-4b64-a52c-c3eca2fe5709) as specified in section [5.1.3.4](#Section_5fc59d2e0b8848a49ddc444ae33de1b5).

name: Users

RID: 513

###### Instances Group Object

In [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab), every [**DC's**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) service account belongs to this [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac). The system attempts to maintain this group, although an administrator can still modify the membership. This group is only present in the Roles [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) of the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625).

name: Instances

RID: 518

member: An AD LDS DC ensures that its service account is a member of this group. If an AD LDS DC's service account is Network Service or Local System, the DC also ensures that its computer [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is a member of this group.

#### Other System Objects

The following sections describe other [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that are required by [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90), in addition to those listed in section [6.1.1.4](#Section_5a00c8906be5457593c48bf8be0ca8d8).

##### AdminSDHolder Object

parent: System [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56)

name: AdminSDHolder

objectClass: container

systemFlags: {FLAG\_DISALLOW\_DELETE | FLAG\_DOMAIN\_DISALLOW\_RENAME | FLAG\_DOMAIN\_DISALLOW\_MOVE}

isCriticalSystemObject: TRUE

nTSecurityDescriptor: The default value of nTSecurityDescriptor for AdminSDHolder depends on the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) version (see section [3.1.1.2](#Section_5859bab0f5454db680c69798b484b3d8)). In the following text, the value of the nTSecurityDescriptor is specified using SDDL ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section2.5.1).

1. Schema version 13:
2. O:S-1-5-21-1330137634-1750626333-945493308-512G:S-1-5-21-1330137634-1750626333-945493308-512D:PAI(A;;LCRPLORC;;;AU)(A;;CCDCLCSWRPWPLOCRSDRCWDWO;;;BA)(A;;CCDCLCSWRPWPLOCRRCWDWO;;;S-1-5-21-1330137634-1750626333-945493308-519)(A;;CCDCLCSWRPWPLOCRRCWDWO;;;S-1-5-21-1330137634-1750626333-945493308-512)(A;;CCDCLCSWRPWPDTLOCRSDRCWDWO;;;SY)(OA;;RP;037088f8-0ae1-11d2-b422-00a0c968f939;bf967aba-0de6-11d0-a285-00aa003049e2;RU)(OA;;RP;59ba2f42-79a2-11d0-9020-00c04fc2d3cf;bf967aba-0de6-11d0-a285-00aa003049e2;RU)(OA;;RP;bc0ac240-79a9-11d0-9020-00c04fc2d4cf;bf967aba-0de6-11d0-a285-00aa003049e2;RU)(OA;;RP;4c164200-20c0-11d0-a768-00aa006e0529;bf967aba-0de6-11d0-a285-00aa003049e2;RU)(OA;;RP;5f202010-79a5-11d0-9020-00c04fc2d4cf;bf967aba-0de6-11d0-a285-00aa003049e2;RU)(OA;;LCRPLORC;;bf967aba-0de6-11d0-a285-00aa003049e2;RU)(OA;;CR;ab721a53-1e2f-11d0-9819-00aa0040529b;;WD)S:AI(AU;CIIDSAFA;CCDCSWWPDTCRSDWDWO;;;WD)
3. Schema version 30, Schema version 31:
4. O:DAG:DAD:PAI(A;;LCRPLORC;;;AU)(A;;CCDCLCSWRPWPLOCRSDRCWDWO;;;BA)(A;;CCDCLCSWRPWPLOCRRCWDWO;;;EA)(A;;CCDCLCSWRPWPLOCRRCWDWO;;;DA)(A;;CCDCLCSWRPWPDTLOCRSDRCWDWO;;;SY)(OA;;RP;037088f8-0ae1-11d2-b422-00a0c968f939;bf967aba-0de6-11d0-a285-00aa003049e2;RU)(OA;;RP;59ba2f42-79a2-11d0-9020-00c04fc2d3cf;bf967aba-0de6-11d0-a285-00aa003049e2;RU)(OA;;RP;bc0ac240-79a9-11d0-9020-00c04fc2d4cf;bf967aba-0de6-11d0-a285-00aa003049e2;RU)(OA;;RP;4c164200-20c0-11d0-a768-00aa006e0529;bf967aba-0de6-11d0-a285-00aa003049e2;RU)(OA;;RP;5f202010-79a5-11d0-9020-00c04fc2d4cf;bf967aba-0de6-11d0-a285-00aa003049e2;RU)(OA;;LCRPLORC;;bf967aba-0de6-11d0-a285-00aa003049e2;RU)(OA;;CR;ab721a53-1e2f-11d0-9819-00aa0040529b;;WD)(OA;;CR;ab721a53-1e2f-11d0-9819-00aa0040529b;;PS)(OA;;RPWP;bf967a7f-0de6-11d0-a285-00aa003049e2;;CA)(OA;;RP;037088f8-0ae1-11d2-b422-00a0c968f939;4828cc14-1437-45bc-9b07-ad6f015e5f28;RU)(OA;;RP;59ba2f42-79a2-11d0-9020-00c04fc2d3cf;4828cc14-1437-45bc-9b07-ad6f015e5f28;RU)(OA;;RP;bc0ac240-79a9-11d0-9020-00c04fc2d4cf;4828cc14-1437-45bc-9b07-ad6f015e5f28;RU)(OA;;RP;4c164200-20c0-11d0-a768-00aa006e0529;4828cc14-1437-45bc-9b07-ad6f015e5f28;RU)(OA;;RP;5f202010-79a5-11d0-9020-00c04fc2d4cf;4828cc14-1437-45bc-9b07-ad6f015e5f28;RU)(OA;;LCRPLORC;;4828cc14-1437-45bc-9b07-ad6f015e5f28;RU)(OA;;RP;46a9b11d-60ae-405a-b7e8-ff8a58d456d2;;S-1-5-32-560)(OA;;RPWP;6db69a1c-9422-11d1-aebd-0000f80367c1;;S-1-5-32-561)S:AI(AU;SA;WPWDWO;;;WD)(OU;CIIOIDSA;WP;f30e3bbe-9ff0-11d1-b603-0000f80367c1;bf967aa5-0de6-11d0-a285-00aa003049e2;WD)(OU;CIIOIDSA;WP;f30e3bbf-9ff0-11d1-b603-0000f80367c1;bf967aa5-0de6-11d0-a285-00aa003049e2;WD)
5. Schema version 44, Schema version 47:
6. O:DAG:DAD:PAI(OA;;RP;4c164200-20c0-11d0-a768-00aa006e0529;4828cc14-1437-45bc-9b07-ad6f015e5f28;RU)(OA;;RP;4c164200-20c0-11d0-a768-00aa006e0529;bf967aba-0de6-11d0-a285-00aa003049e2;RU)(OA;;RP;5f202010-79a5-11d0-9020-00c04fc2d4cf;4828cc14-1437-45bc-9b07-ad6f015e5f28;RU)(OA;;RP;5f202010-79a5-11d0-9020-00c04fc2d4cf;bf967aba-0de6-11d0-a285-00aa003049e2;RU)(OA;;RP;bc0ac240-79a9-11d0-9020-00c04fc2d4cf;4828cc14-1437-45bc-9b07-ad6f015e5f28;RU)(OA;;RP;bc0ac240-79a9-11d0-9020-00c04fc2d4cf;bf967aba-0de6-11d0-a285-00aa003049e2;RU)(OA;;RP;59ba2f42-79a2-11d0-9020-00c04fc2d3cf;4828cc14-1437-45bc-9b07-ad6f015e5f28;RU)(OA;;RP;59ba2f42-79a2-11d0-9020-00c04fc2d3cf;bf967aba-0de6-11d0-a285-00aa003049e2;RU)(OA;;RP;037088f8-0ae1-11d2-b422-00a0c968f939;4828cc14-1437-45bc-9b07-ad6f015e5f28;RU)(OA;;RP;037088f8-0ae1-11d2-b422-00a0c968f939;bf967aba-0de6-11d0-a285-00aa003049e2;RU)(OA;;RPWP;bf967a7f-0de6-11d0-a285-00aa003049e2;;CA)(OA;;RP;46a9b11d-60ae-405a-b7e8-ff8a58d456d2;;S-1-5-32-560)(OA;;RPWP;6db69a1c-9422-11d1-aebd-0000f80367c1;;S-1-5-32-561)(OA;;RPWP;5805bc62-bdc9-4428-a5e2-856a0f4c185e;;S-1-5-32-561)(OA;;LCRPLORC;;4828cc14-1437-45bc-9b07-ad6f015e5f28;RU)(OA;;LCRPLORC;;bf967aba-0de6-11d0-a285-00aa003049e2;RU)(OA;;CR;ab721a53-1e2f-11d0-9819-00aa0040529b;;WD)(OA;;CR;ab721a53-1e2f-11d0-9819-00aa0040529b;;PS)(OA;CI;RPWPCR;91e647de-d96f-4b70-9557-d63ff4f3ccd8;;PS)(A;;CCDCLCSWRPWPLOCRRCWDWO;;;DA)(A;;CCDCLCSWRPWPLOCRRCWDWO;;;EA)(A;;CCDCLCSWRPWPLOCRSDRCWDWO;;;BA)(A;;LCRPLORC;;;AU)(A;;CCDCLCSWRPWPDTLOCRSDRCWDWO;;;SY)S:AI(AU;SA;WPWDWO;;;WD)(OU;CIIOIDSA;WP;f30e3bbe-9ff0-11d1-b603-0000f80367c1;bf967aa5-0de6-11d0-a285-00aa003049e2;WD)(OU;CIIOIDSA;WP;f30e3bbf-9ff0-11d1-b603-0000f80367c1;bf967aa5-0de6-11d0-a285-00aa003049e2;WD)

##### Default Domain Policy Container

This [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) is not necessary for [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) functioning, and this protocol does not define any constraints beyond those listed in this section. This container is used by the [**Group Policy**](#gt_defe8c22-1365-4e5e-abf7-46ad112d3bda) System ([[MS-GPOD]](%5bMS-GPOD%5d.pdf#Section_6e6349392ccf4412b75f0035dc05ea67) section 1.1.4).

parent: System container

name: Default Domain Policy

objectClass: domainPolicy

isCriticalSystemObject: TRUE

##### Sam Server Object

parent: System [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56)

name: Server

objectClass: samServer

systemFlags: {FLAG\_DISALLOW\_DELETE | FLAG\_DOMAIN\_DISALLOW\_RENAME | FLAG\_DOMAIN\_DISALLOW\_MOVE}

**Note**  [**Domain controllers**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) running Windows Server 2012 do not create the systemFlags [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) on the Sam Server [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca).

##### Domain Updates Container

The Domain Updates [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) includes child containers that specify the version of the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) revision. Some or all of the following containers exist, depending on the domain revision.

| Container | Minimum domain revision for which the container exists |
| --- | --- |
| Operations | 0.8 |
| Windows2003Update | 0.8 |
| ActiveDirectoryUpdate | 3.9 |

The version of the revision is stored under the Domain Updates child containers.

The major version is stored on the revision [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the ActiveDirectoryUpdate container. If the ActiveDirectoryUpdate container does not exist, the major version is 0. After a domain revision upgrade process, the revision attribute of the ActiveDirectoryUpdate container must be equal to the major version of the current revision.

The minor version is stored on the revision attribute of the Windows2003Update container. If the Windows2003Update container does not exist, the minor version is 0. After a domain revision upgrade process, the revision attribute of the Windows2003Update container must be equal to the minor version of the current revision.

parent: System container

name: DomainUpdates

objectClass: container

###### Operations Container

The contents of the Operations [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) are outside the state model and are implementation-specific.

parent: Domain Updates container

name: Operations

objectClass: container

###### Windows2003Update Container

This [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) stores the minor version of the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) revision.

parent: Domain Updates container

name: Windows2003Update

objectClass: container

revision: The minor version of the domain revision.

###### ActiveDirectoryUpdate Container

This [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) stores the major version of the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) revision.

parent: Domain Updates container

name: ActiveDirectoryUpdate

objectClass: container

revision: The major version of the domain revision.

#### Well-Known Domain-Relative Security Principals

In each [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef), there are certain well-known [**security principals**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409). These well-known security principals are given default [**privileges**](#gt_d8092e10-b227-4b44-b015-511bb8178940) in the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). For more information, see section [5](#Section_4118efdac92a477eb802258e3d66a536) and also see [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 3.1.4.2.

Each of these [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) has the following [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f):

parent: Users Container (section [6.1.1.4.6](#Section_04fc0fc6806b4a34a4595957713be735)).

objectSid: A [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) consisting of the objectSid of the domain NC root, followed by the [**RID**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c) that is specified for each child in the following subsections.

The objects of class user have the following attribute:

primaryGroupID: This value is a RID, which refers to another well-known domain relative security principal.

##### Administrator

name: Administrator

objectClass: user

RID: 500

primaryGroupID: 513 (Domain Users)

##### Guest

name: Guest

objectClass: user

RID: 501

primaryGroupID: 514 (Domain Guests)

##### Key Distribution Center Service Account

name: krbtgt

objectClass: user

RID: 502

primaryGroupID: 513 (Domain Users)

##### Cert Publishers

name: Cert Publishers

objectClass: group

RID: 517

groupType: {GROUP\_TYPE\_RESOURCE\_GROUP | GROUP\_TYPE\_SECURITY\_ENABLED}

##### Domain Administrators

name: Domain Admins

objectClass: group

RID: 512

groupType: {GROUP\_TYPE\_ACCOUNT\_GROUP | GROUP\_TYPE\_SECURITY\_ENABLED}

##### Domain Computers

name: Domain Computers

objectClass: group

RID: 515

groupType: {GROUP\_TYPE\_ACCOUNT\_GROUP | GROUP\_TYPE\_SECURITY\_ENABLED}

##### Domain Controllers

name: Domain Controllers

objectClass: group

RID: 516

groupType: {GROUP\_TYPE\_ACCOUNT\_GROUP | GROUP\_TYPE\_SECURITY\_ENABLED}

##### Domain Guests

name: Domain Guests

objectClass: group

RID: 514

groupType: {GROUP\_TYPE\_ACCOUNT\_GROUP | GROUP\_TYPE\_SECURITY\_ENABLED}

##### Domain Users

name: Domain Users

objectClass: group

RID: 513

groupType: { GROUP\_TYPE\_ACCOUNT\_GROUP | GROUP\_TYPE\_SECURITY\_ENABLED }

##### Enterprise Administrators

This [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) exists only in the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) [**root domain**](#gt_529c766b-af01-4bc8-b853-65fba6c704b3).

name: Enterprise Admins

objectClass: group

RID: 519

groupType:

* If the forest root domain is mixed (section [6.1.4.1](#Section_b40f9606812d4b76924e55a5401e2bc8)):
  + {GROUP\_TYPE\_ACCOUNT\_GROUP | GROUP\_TYPE\_SECURITY\_ENABLED}
* If the forest root domain is not mixed:
  + {GROUP\_TYPE\_UNIVERSAL\_GROUP | GROUP\_TYPE\_SECURITY\_ENABLED}

##### Group Policy Creator Owners

name: Group Policy Creator Owners

objectClass: group

RID: 520

groupType: {GROUP\_TYPE\_ACCOUNT\_GROUP | GROUP\_TYPE\_SECURITY\_ENABLED}

##### RAS and IAS Servers

name: RAS and IAS Servers

objectClass: group

RID: 553

groupType: {GROUP\_TYPE\_RESOURCE\_GROUP | GROUP\_TYPE\_SECURITY\_ENABLED}

##### Read-Only Domain Controllers

name: Read-Only Domain Controllers

objectClass: group

RID: 521

groupType: {GROUP\_TYPE\_ACCOUNT\_GROUP | GROUP\_TYPE\_SECURITY\_ENABLED}

This [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) is created in a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) by the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) the first time a Windows Server 2008 or later [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) holds the PDC [**FSMO**](#gt_3fcc9e5e-60b6-40f8-acb6-ad3189cf90ec).

##### Enterprise Read-Only Domain Controllers

**name**: Enterprise Read-Only Domain Controllers

**objectClass**: group

**RID**: 498

groupType: {GROUP\_TYPE\_UNIVERSAL\_GROUP | GROUP\_TYPE\_SECURITY\_ENABLED}

This [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) is created in the [**root domain**](#gt_529c766b-af01-4bc8-b853-65fba6c704b3) by the root domain [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) the first time a Windows Server 2008 or later [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) holds the root domain PDC [**FSMO**](#gt_3fcc9e5e-60b6-40f8-acb6-ad3189cf90ec).

##### Schema Admins

This [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) exists only in the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) [**root domain**](#gt_529c766b-af01-4bc8-b853-65fba6c704b3).

name: Schema Admins

objectClass: group

RID: 518

groupType:

* If the forest root domain is mixed (section [6.1.4.1](#Section_b40f9606812d4b76924e55a5401e2bc8)):
  + { GROUP\_TYPE\_ACCOUNT\_GROUP | GROUP\_TYPE\_SECURITY\_ENABLED }
* If the forest root domain is not mixed:
  + { GROUP\_TYPE\_UNIVERSAL\_GROUP | GROUP\_TYPE\_SECURITY\_ENABLED }

##### Allowed RODC Password Replication Group

name: Allowed [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870) Password Replication Group

objectClass: group

RID: 571

groupType: { GROUP\_TYPE\_RESOURCE\_GROUP | GROUP\_TYPE\_SECURITY\_ENABLED }

##### Denied RODC Password Replication Group

name: Denied [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870) Password Replication Group

objectClass: group

RID: 572

groupType: { GROUP\_TYPE\_RESOURCE\_GROUP | GROUP\_TYPE\_SECURITY\_ENABLED }

### Forest Requirements

References: nTDSDSA [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca), server object, [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) object, [**SPN (2)**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4) construction, crossRef object, [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) root object

Glossary terms: DC, NC, [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210)

LDAP attributes: serverReference, dNSHostName, servicePrincipalName, nCName, msDS-NC-Replica-Locations, msDS-hasMasterNCs, msDS-HasInstantiatedNCs, hasPartialReplicaNCs

LDAP classes: nTDSDSA, server, crossRef

Constants: NTDSDS\_OPT\_IS\_GC

#### DC Existence

For any [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62), the following [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) must exist:

* [**nTDSDSA object**](#gt_dc90b593-841f-4c6d-8032-b32e58e887a8): See section [6.1.1](#Section_3f1207398ac34164bdc37bd1a0075474).
* [**server object**](#gt_62a8c543-5998-480b-8fa7-41a8f04a18e5): See section 6.1.1.
* Domain Controller object (in [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024), not [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab)): See section 6.1.1.

For the purposes of this section, an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870) object is a Domain Controller object.

Any one of these objects can be said to "represent" the DC.

Relationships:

* The server object is the parent of the nTDSDSA object. On AD DS, the name of the server object is the computer name of the DC; on AD LDS, the name of the server object is the computer name, followed by "$", followed by the instance name of the DC.
* On AD DS, the [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) serverReference on the server object must reference the domain controller object.
* On AD DS, the dNSHostName attribute of the domain controller object must equal the dNSHostName attribute of the server object.
* The dNSHostName attribute of the server object must equal the [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) hostname of the computer that is physically the DC.
* On AD DS, every value of the servicePrincipalName attribute of the domain controller object, which has a DNS hostname as the instance name (see section [5.1.1.4](#Section_e712a88161f140629822c771ff176a7b), "Mutual Authentication", for [**SPN (2)**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4) construction), must have an instance name equal to the dNSHostName of the domain controller object.

#### NC Existence

For any [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) in the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62), the following [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) must exist:

* crossRef: see section [6.1.1](#Section_3f1207398ac34164bdc37bd1a0075474).
* NC root: see section 6.1.1.

Either of these objects can be said to "represent" the NC.

Relationships:

* The nCName [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the [**crossRef object**](#gt_353fac65-0774-4ba8-8081-eb4c963f94e7) must reference the NC root object.

#### Hosting Requirements

##### DC and Application NC Replica

A [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is instructed to host an [**application NC**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a) [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) if:

* The [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) msDS-NC-Replica-Locations on the crossRef representing the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) contains the **DSName** of the nTDSDSA [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) representing the DC.

A DC is hosting an application NC replica when the following are true:

* The attribute msDS-hasMasterNCs on the [**nTDSDSA object**](#gt_dc90b593-841f-4c6d-8032-b32e58e887a8) representing the DC contains the **DSName** of the NC root representing the NC.
* The attribute msDS-HasInstantiatedNCs on the nTDSDSA object representing the DC contains an Object(DN-Binary) value such that the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) field is the **DSName** of the NC root representing the NC, and the Data field contains the value of the instanceType attribute on the NC root object on the DC.

##### DC and Regular Domain NC Replica

A [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is instructed to host a regular [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) if:

* The domain controller [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) representing the DC is in the [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef).

A DC is hosting a regular domain NC replica when the following are true:

* The [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) msDS-hasMasterNCs and attribute hasMasterNCs on the nTDSDSA object representing the DC contain the **DSName** of the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) root representing the domain NC.
* The attribute msDS-HasInstantiatedNCs on the nTDSDSA object representing the DC contains an Object(DN-Binary) value such that the **DN** field is the **DSName** of the domain NC root representing the domain NC, and the Data field contains the value of the instanceType attribute on the domain NC root object on the DC.
* The attribute msDS-HasDomainNCs on the nTDSDSA object representing the DC references the domain NC root. A DC hosts only one full domain NC replica.

##### DC and Schema/Config NC Replicas

Every [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is instructed to host the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) and [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625) [**replicas**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac).

A DC is hosting the schema and config NC replicas when the following are true:

* The [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) msDS-hasMasterNCs and attribute hasMasterNCs on the [**nTDSDSA object**](#gt_dc90b593-841f-4c6d-8032-b32e58e887a8) representing the DC contain the **DSName** of both the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) roots representing the schema and config NCs.
* The attribute msDS-HasInstantiatedNCs on the nTDSDSA object representing the DC contains two Object(DN-Binary) values such that the **DN** fields are the **DSName** of the NC root representing the config and [**schema NCs**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450), and the binary fields contain the values of the instanceType attribute on the config and schema NC root [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) on the DC.

##### DC and Partial Replica NCs Replicas

A [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is instructed to host a [**partial NC replica**](#gt_2d142c30-79c2-47f7-81d0-6ae878c5db2c) of every [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) in the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) if:

* The options [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the [**nTDSDSA object**](#gt_dc90b593-841f-4c6d-8032-b32e58e887a8) representing that DC has the following flag: NTDSDS\_OPT\_IS\_GC.

A DC hosts a partial NC replica of a domain NC when the following are true:

* The attribute hasPartialReplicaNCs on the nTDSDSA object representing the DC contains the **DSName** of the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) roots representing the domain NC.
* The attribute msDS-HasInstantiatedNCs on the nTDSDSA object representing the DC contains an Object(DN-Binary) value such that the **DN** field is the **DSName** of the NC root representing the NC, and the Data field contains the value of the instanceType attribute on the NC root [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) on the DC.

### Security Descriptor Requirements

Constants

* [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) constants: LDAP\_SERVER\_SD\_FLAGS\_OID.
* SD flags: OWNER\_SECURITY\_INFORMATION, GROUP\_SECURITY\_INFORMATION, DACL\_SECURITY\_INFORMATION, SACL\_SECURITY\_INFORMATION, SECURITY\_PRIVATE\_OBJECT.
* Security [**access mask**](#gt_462f2aa7-2cfc-404a-b479-30f127c512b1) bits and [**privileges**](#gt_d8092e10-b227-4b44-b015-511bb8178940): SE\_RESTORE\_PRIVILEGE, RIGHT\_WRITE\_DAC, RIGHT\_WRITE\_OWNER, ACCESS\_SYSTEM\_SECURITY, SE\_GROUP\_OWNER, SE\_GROUP\_USE\_FOR\_DENY\_ONLY.
* [**Security descriptor**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) values stored in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) are in SECURITY\_DESCRIPTOR format (see [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.4.6). In addition to the defined fields, the **RM Control** (Resource Manager Control) field is used. It is stored in the Sbz1 byte of the SECURITY\_DESCRIPTOR structure. The SECURITY\_PRIVATE\_OBJECT bit (0x01) might be present in the field.
* Error codes: ERROR\_INVALID\_OWNER.

The following requirements apply to SDs that are maintained by a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd):

1. Each [**object's**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) SD retains the set of explicit (noninherited) [**ACEs**](#gt_b581857f-39aa-4979-876b-daba67a40f15) stamped in its [**DACL**](#gt_d727f612-7a45-48e4-9d87-71735d62b321) and [**SACL**](#gt_c189801e-3752-4715-88f4-17804dad5782) (if present). It also retains the owner and [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) values as well as various SD flags (see SD reference [MS-DTYP] section 2.4.6). The owner SID cannot be NULL, while the group SID can be NULL.
2. The SD also includes the set of inheritable ACEs from its [**parent object**](#gt_0d41951a-62f0-4fbd-bb23-22f645ae3bf5). It includes both applicable and nonapplicable inheritable ACEs. The following exceptions apply to the preceding rule:
   1. The object is the root of an [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942). In this case, the SD does not include any inherited ACEs.
   2. If the [**ACL**](#gt_9f92aa05-dd0a-45f2-88d6-89f1fb654395) (either DACL or SACL) has the "protected from inheritance" flag set. In this case, the ACL does not include inheritable ACEs from the parent object's SD.
   3. The object is deleted. In this case, the set of inheritable ACEs that were obtained from the parent object's SD at the time of object deletion is retained.
3. When the [**forest functional level**](#gt_b3240417-ca43-4901-90ec-fde55b32b3b8) is DS\_BEHAVIOR\_WIN2003 or above and the fDontStandardizeSDs heuristic is false (section [6.1.1.2.4.1.2](#Section_e5899be4862e496f9a3833950617d2c5)), then the ACEs in the ACLs are sorted according to ACE ordering rules (see the following ACE ordering rules section). Otherwise, if the forest functional level is less than DS\_BEHAVIOR\_WIN2003, the order of explicit ACEs supplied by the client is preserved.
4. The ACEs with the **inheritedObjectType** field present are marked as effective or ineffective by setting the INHERIT\_ONLY\_ACE flag. The INHERIT\_ONLY\_ACE flag identifies an ineffective ACE, which does not control access to the object to which it is attached. If this flag is not set, the ACE is an effective ACE, which controls access to the object to which it is attached. This flag is set according to SD merge rules (see the CreateSecurityDescriptor algorithm in [MS-DTYP] section 2.5.3.4.1), based on the current value of the object's objectClass [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f). Specifically, the following objectClass values are considered when processing inheritable ACEs from the parent's SD: the most specific structural objectClass value, as well as all dynamic [**auxiliary class**](#gt_d881c624-8023-4bd6-b2df-f9af5e6f93bb) values. The static auxiliary classes and non–[**most specific object classes**](#gt_7e7a492c-c05b-4584-8b26-c28a9e82d67f) are not considered. For example, in Active Directory [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093), [**computer objects**](#gt_d8e8f5a7-db85-40a8-98ed-1abab2237b82) have the following objectClass values: top, person, organizationalPerson, user, and computer. In this case, only the computer class has to be considered for [**inheritance**](#gt_3069119c-2912-43b0-b867-512aa37aad02) processing. For inheritance processing, each effective objectClass value is converted to the [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) (as per schema mapping [**object classes**](#gt_a224e395-3fea-48bd-b141-3dd9bee2136a) to GUIDs; see [Schema (section 3.1.1.3.1.1)](#Section_560629c7d4b1465881523c181e0c5571)) and supplied as an input to the SD merge routine.
5. In order to compute the resultant SD value for an object, the CreateSecurityDescriptor algorithm ([MS-DTYP] section 2.5.3.4.1) is invoked with the following input parameters:
   1. *ParentDescriptor*: If the object is NC root, then NULL; otherwise, the SD value of the parent object.
   2. *CreatorDescriptor*: The current SD value stamped on the object. When an LDAP add operation is performed and no SD value is supplied, the SD value is first defaulted according to the rules specified in sections [6.1.3.5](#Section_5ba06266a8ef4d349c29411676249bcd) and [6.1.3.6](#Section_3ac403a64e8e488d8ef6c7fa1aa785b6).
   3. *IsContainerObject*: true is always passed.
   4. *AutoInheritFlags*: DACL\_AUTO\_INHERIT | SACL\_AUTO\_INHERIT.
   5. *Token*: When processing an originating SD write, the security information of the requester is used. Otherwise, SYSTEM security information is used; note that, in the case of auto-propagation into children, the information from the token is never used, because all required SD parts are always present and there is nothing that needs to be defaulted.
   6. *GenericMapping*: The following mapping table is used for all Active Directory SD operations:
      * GENERIC\_READ\_MAPPING = RIGHT\_READ\_CONTROL | RIGHT\_DS\_LIST\_CONTENTS | RIGHT\_DS\_READ\_PROPERTY | RIGHT\_DS\_LIST\_OBJECT
      * GENERIC\_WRITE\_MAPPING = RIGHT\_READ\_CONTROL | RIGHT\_DS\_WRITE\_PROPERTY\_EXTENDED | RIGHT\_DS\_WRITE\_PROPERTY
      * GENERIC\_EXECUTE\_MAPPING = RIGHT\_READ\_CONTROL | RIGHT\_DS\_LIST\_CONTENTS
      * GENERIC\_ALL\_MAPPING = RIGHT\_DELETE | RIGHT\_READ\_CONTROL | RIGHT\_WRITE\_DAC | RIGHT\_WRITE\_OWNER | RIGHT\_DS\_CREATE\_CHILD | RIGHT\_DS\_DELETE\_CHILD | RIGHT\_DS\_DELETE\_TREE | RIGHT\_DS\_READ\_PROPERTY | RIGHT\_DS\_WRITE\_PROPERTY | RIGHT\_DS\_LIST\_CONTENTS | RIGHT\_DS\_LIST\_OBJECT | RIGHT\_DS\_CONTROL\_ACCESS | RIGHT\_DS\_WRITE\_PROPERTY\_EXTENDED
6. Any CREATOR/OWNER ineffective ACE has a matching effective ACE granted to the current owner of the object (as obtained from the SD OWNER field).
7. NULL DACLs are disallowed.

#### ACE Ordering Rules

[**ACE**](#gt_b581857f-39aa-4979-876b-daba67a40f15) ordering rules apply only to [**ACLs**](#gt_9f92aa05-dd0a-45f2-88d6-89f1fb654395) in canonical form (see [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.4.5), and only when the [**forest functional level**](#gt_b3240417-ca43-4901-90ec-fde55b32b3b8) is DS\_BEHAVIOR\_WIN2003 or above. The following rules are applied, in the following order:

1. Explicit ACEs come before inherited ACEs.
2. Deny ACEs come before Allow ACEs.
3. Regular ACEs come before [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) ACEs.
4. Within each [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac), the ACEs are ordered lexicographically (that is, based on octet string comparison rules).

Rules 3 and 4 above are enforced only when the forest functional level is DS\_BEHAVIOR\_WIN2003 or above. Otherwise, the order of ACEs within each group defined by rules 1 and 2 is retained as supplied by the user or [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) partner.

#### SD Flags Control

When performing an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) operation (modify or search), the client might supply an SD Flags Control [LDAP\_SERVER\_SD\_FLAGS\_OID (section 3.1.1.3.4.1.11)](#Section_3888c2b735b945b7afebb772aa932dd0) with the operation. The value of the control is an integer, which is used to identify which [**security descriptor (SD)**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) parts the client intends to read or modify. When the control is not specified, the default value of 15 (0x0000000F) is used.

The SD parts are identified using the following bit values: OWNER\_SECURITY\_INFORMATION, GROUP\_SECURITY\_INFORMATION, DACL\_SECURITY\_INFORMATION, SACL\_SECURITY\_INFORMATION, which correspond to OWNER, GROUP, [**DACL**](#gt_d727f612-7a45-48e4-9d87-71735d62b321) and [**SACL**](#gt_c189801e-3752-4715-88f4-17804dad5782) SD fields, respectively.

If the LDAP\_SERVER\_SD\_FLAGS\_OID control is present in an LDAP search request, the server returns an SD with the parts specified in the control when the SD [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) name is explicitly mentioned in the requested attribute list, or when the requested attribute list is empty, or when all attributes are requested ([[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.5.1). Without the presence of this control, the server returns an SD only when the SD attribute name is explicitly mentioned in the requested attribute list.

For [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) operations, the bits identify which SD parts are affected by the operation. Note that the client might supply values for other (or all) SD fields. However, the server only updates the fields that are identified by the SD control. The remaining fields are ignored. When performing an LDAP add operation, the client can supply an SD flags control with the operation; however, it will be ignored by the server.

#### Processing Specifics

1. The clients might send in [**SD**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) values that include both explicit and inherited [**ACEs**](#gt_b581857f-39aa-4979-876b-daba67a40f15) (during add or modify operations). Only the set of explicit ACEs is considered authoritative data. Any inherited ACEs that are included in the SD value are ignored. Instead, the set of inherited ACEs is computed per the rules in the preceding sections and set on the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca).
2. During an add operation, the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) makes sure that the object's security descriptor value is consistent with the parent's SD value (according to the preceding rules), at the moment when the add operation is committed.
3. During a move operation, the DC makes sure that the moved object's security descriptor value is consistent with the new parent's SD value (according to the preceding rules), at the moment when the move operation is committed. If the moved object has descendant objects (that is, a tree move was performed), then the SD values of the [**children objects**](#gt_9b04b599-9dca-48f1-aa9e-08e254d20553) are [**updated**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) outside of the move transaction (see Modify DN, section [3.1.1.5.4](#Section_95fe5b94859b4001a3e8a98d6a417546)).
4. During an SD modify operation, the DC ensures that the updated object's security descriptor value is consistent with the parent's SD value (according to the preceding rules), at the moment when the modify operation is committed. If the updated object has descendant objects, then the SD values of the children objects are updated outside of the modify transaction.
5. When processing inbound [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) containing SD updates, the SD requirements are enforced (in other words, it is not guaranteed that the SD value sent by the replication partner is consistent with the parent's SD value). It is the responsibility of the DC performing the inbound replication to ensure that the set of inherited ACEs present in the SD is consistent in the subtree that is rooted at the affected object (according to the preceding rules). One exception to this rule is when processing inbound replication of a deleted object. In this case, the DC retains the SD value (including both explicit and inherited ACEs) as it is supplied by the replication partner, in cases when it is supplied by the replication partner. If the SD value is not supplied by the replication partner, then the existing SD value is retained.
6. When an originating add operation is processed, the client might or might not supply an SD value. If the SD value is not supplied, then the [**DACL**](#gt_d727f612-7a45-48e4-9d87-71735d62b321) and [**SACL**](#gt_c189801e-3752-4715-88f4-17804dad5782) on the newly created object are defaulted according to the SD defaulting rules (section [6.1.3.5](#Section_5ba06266a8ef4d349c29411676249bcd)). If the SD value is present, then the DACL and SACL are obtained from this value. If the DACL is not present in the supplied value, then the add operation is failed with *unwillingToPerform* / *<unrestricted>* (per the preceding constraint). If the SACL is not present in the supplied value, then a NULL value is written in place of this SACL.
7. If the RM control field is present in the supplied SD value, then its value is reset to contain the SECURITY\_PRIVATE\_OBJECT bit, and nothing else.
8. [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) imposes a restriction on the [**security principals**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) that can be used in an AD LDS security descriptor (owner, [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac), and [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) values within ACEs). The SID of a security principal within an AD LDS [**application NC**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a) can appear in a security descriptor within that application NC, but cannot appear in a security descriptor within any other [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) of the same [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62). Other SIDs are not restricted, so for instance a Windows security principal is allowed in any AD LDS security descriptor, as is a security principal from another AD LDS forest, as well as a security principal from the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625) of the same AD LDS forest.
9. Windows Server 2008 R2 and later impose a restriction on modifying the OWNER field. If a modify operation attempts to set the OWNER SID to a value, the operation will fail with a *constraintViolation* / *ERROR\_INVALID\_OWNER* error unless at least one of the following conditions applies.

Let U be the user performing the modify operation:

* + U.SID equals OWNER SID.
  + Let G be a group in U.Groups whose SID is being set in the OWNER field. G.Attributes contains SE\_GROUP\_OWNER but not SE\_GROUP\_USE\_FOR\_DENY\_ONLY.
  + U.Privileges contains SE\_RESTORE\_PRIVILEGE.

This restriction is processed before the security checks described in section [6.1.3.4](#Section_7afacb02548b4e74bf9604b0bf0c71b6).

#### Blocking Implicit Owner Rights

The Owner of a security descriptor is implicitly granted READ\_CONTROL and WRITE\_DAC rights by default. For servers running specific operating systems, these implicit rights are blocked when the following are true:

* The BlockOwnerImplicitRights dsHeuristic is set to 1 (section [6.1.1.2.4.1.2](#Section_e5899be4862e496f9a3833950617d2c5)).
* The requester is a member of neither the Domain Administrators (section [6.1.1.6.5](#Section_8ba46366add743b1821a1640cf616ebc)) or the Enterprise Administrators (section [6.1.1.6.10](#Section_7799841e196346cd99f399dfa2e4dab2)) group.
* The objectClass being added or modified is either of type computer or is derived from type computer.

**Note**: For servers running the operating systems specified in [[MSFT-CVE-2021-42291]](https://go.microsoft.com/fwlink/?linkid=2180155), each with the related MSKB article download installed, implicit rights granted by default to the owner of the security descriptor are blocked when the specified conditions are true.

#### Security Considerations

When an Add operation is processed, the client is allowed to specify any SD value, subject to some constraints to the OWNER field, as specified in this section and in section [3.1.1.5.2.1.1](#Section_ff004f3e89204ba4aaa7346710171972).

When a Modify operation is processed, the following security checks are applied to the requester's [**security context**](#gt_88d49f20-6c95-4b64-a52c-c3eca2fe5709). If the requester does not pass the check, then *accessDenied* is returned.

1. If the [**DACL**](#gt_d727f612-7a45-48e4-9d87-71735d62b321) value is written (according to [**SD**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) flags), then one of the following requirements MUST be satisfied:

* Explicit RIGHT\_WRITE\_DAC is granted to the requester on the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca).
* The OWNER [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) in the SD value is one of the SIDs in the requester's token (either as user SID or [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) SID), in which case, implicit Owner rights are not blocked, as specified in section [6.1.3.4](#Section_fb7c101dec8b4fbfbca87d7c2d747d0c).

**Note**: The requirements that MUST be satisfied when a DACL value is written according to SD flags, as described in this section, are supported on operating systems specified in [[MSFT-CVE-2021-42291]](https://go.microsoft.com/fwlink/?linkid=2180155), each with the related MSKB article download installed. These requirements are also supported in Windows 11 v22H2 and later.

1. If the OWNER and/or GROUP value is written (according to SD flags), then one of the following requirements must be satisfied:

* RIGHT\_WRITE\_OWNER is granted to the requester on the object.
* The requester possesses the SE\_TAKE\_OWNERSHIP\_PRIVILEGE.
* The [**control access right**](#gt_42f6c9e0-a2b3-4bc3-9b87-fdb902e5505e) DS-Set-Owner is granted to the requestor on the object that is the root of the [**naming context**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) to which the object holding the SD belongs.

1. If the [**SACL**](#gt_c189801e-3752-4715-88f4-17804dad5782) value is written (according to SD flags), then the following requirement must be satisfied:
   * + The requester possesses the SE\_SECURITY\_PRIVILEGE.
2. If the object being modified is in the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625) or [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450), and the RM control of the SD is present and contains SECURITY\_PRIVATE\_OBJECT bit, then additional requirements on the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) performing the operation must be enforced:
   * + The DC must be a member of the [**root domain**](#gt_529c766b-af01-4bc8-b853-65fba6c704b3) in the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62), or
     + The DC must be a member of the same [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) to which the current object owner belongs.
3. When the OWNER value is being written (via SD flags control, either in an add or a modify operation), then the following constraint must be satisfied. The value of the OWNER field must be one of the following SIDs:

* The SID of the user performing the operation.
* The SID of the "default administrators group" (DAG; section [6.1.3.7](#Section_33ABC2177906429EB66CDAC92CE4F453)), only when the DAG is defined and the user is a member of this group.
* Any SID, when the user possesses the SE\_RESTORE\_PRIVILEGE.

If the owner SID does not satisfy the preceding rules, then the server fails the operation, returning an *unwillingToPerform* / *ERROR\_INVALID\_OWNER* error.

1. If the owner SID is written on an object in the config NC or schema NC, then additional requirements on the DC performing the operation are enforced:
   * + The DC must be a member of the root domain in the forest, or
     + The DC must be a member of the same domain to which the current object owner belongs.

#### SD Defaulting Rules

When an add operation is performed and the client does not supply an [**SD**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) value, then the SD value is defaulted as follows:

1. The SD is determined from the defaultSecurityDescriptor value obtained from the classSchema [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) corresponding to the most specific structural objectClass of the object being created. The value of defaultSecurityDescriptor is an SDDL string. The string is converted to the binary SD value in the context of [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) (used to resolve domain SID references, such as Domain Administrators alias) and [**root domain**](#gt_529c766b-af01-4bc8-b853-65fba6c704b3) SID (used to resolve [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) SID references, such as Enterprise Administrators alias). See [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.5.1 for more details.
2. When the object is created in an [**application NC**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a), then the value or sdReferenceDomain from the crossRef corresponding to the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) is used to determine the domain SID used as context in the SDDL conversion process.

#### Owner and Group Defaulting Rules

The OWNER and GROUP fields are defaulted in the following scenarios:

* The [**SD**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) flags do not include the OWNER bit.
* The SD flags include the OWNER bit, but the OWNER field in the supplied value is NULL.

In the preceding cases, the OWNER field is defaulted as follows:

* If the user performing the operation is a member of the DAG for the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) (when it is defined), the [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) of this [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) is written into the OWNER field of the SD.
* Otherwise, if the requester's [**security context**](#gt_88d49f20-6c95-4b64-a52c-c3eca2fe5709) contains the TokenOwner field, then the SID contained in this field is written into the OWNER field of the SD.
* Otherwise, the requester's user SID is written into the OWNER field of the SD.

If the [**DC functional level**](#gt_a98902f5-21e9-470f-b56b-cc6f8fde2141) is DS\_BEHAVIOR\_WIN2008 or higher, and the DAG was used as the default OWNER field value, then the same SID is written into the GROUP field. In all other cases, the GROUP field is not modified before the SD value is passed to the CreateSecurityDescriptor algorithm as specified in section [6.1.3](#Section_081c41f04c8d4ab0971d77ec2504375a).

#### Default Administrators Group

The "default administrators group" (DAG), which is used for OWNER/GROUP defaulting and also in OWNER write [**access checks**](#gt_d7906f17-bb2c-4193-a3f0-848bcc351dec), is computed based on two inputs: the contents of the requester's token and the location of the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) whose [**SD**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) is being written. The following rules are applied (in order):

1. When the object belongs to a [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef):
   1. If the user is a member of Domain Admins for this [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca), then Domain Admins is designated as the DAG.
   2. If the user is a member of Enterprise Admins for the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62), then Enterprise Admins is designated as the DAG.
   3. Otherwise, the DAG is undefined.
2. When the object belongs to the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625):
   1. If the user is a member of Enterprise Admins, then Enterprise Admins is designated as the DAG.
   2. If the user is a member of Domain Admins (for the domain that the current [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) belongs to), then this Domain Admins [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) is designated as the DAG.
   3. Otherwise, the DAG is undefined.
3. When the object belongs to the [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450):
   1. If the user is a member of Schema Admins, then Schema Admins is designated as the DAG.
   2. If the user is a member of Enterprise Admins, then Enterprise Admins is designated as the DAG.
   3. If the user is a member of Domain Admins (for the domain that the current DC belongs to), then this Domain Admins group is designated as the DAG.
   4. Otherwise, the DAG is undefined.
4. When the object belongs to an [**application NC**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a):
   1. If the user is a member of Domain Admins for the domain that is designated as sdReferenceDomain for this application NC, then this Domain Admins group is designated as the DAG.
   2. If the user is a member of Enterprise Admins, then Enterprise Admins is designated as the DAG.
   3. Otherwise, the DAG is undefined.

### Special Attributes

Glossary terms: [**FSMO role**](#gt_73841222-e9d8-4dc1-83a1-206c75f4f90f), [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) [**FSMO role owner**](#gt_de81e9fd-25f5-4e90-aadb-1d35c5e8a06b)

LDAP attributes: nTMixedDomain, msDS-Behavior-Version

LDAP classes: nTDSDSA, crossRef

Constants: crossRefContainer

#### ntMixedDomain

The [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) nTMixedDomain is present on each [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) root [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). The value of this attribute MUST be 0 or 1. The value 1 indicates a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) that is in [**mixed mode**](#gt_06c1c70e-f2c6-4efd-bff8-474409e69660) and that supports [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) to Windows NT operating system [**backup domain controllers**](#gt_ce1138c6-7ab4-4c37-98b4-95599071c3c3) ([[MS-NRPC]](%5bMS-NRPC%5d.pdf#Section_ff8f970f3e3740f7bd4baf7336e4792f)). The value 0 indicates a domain that does not support such replication.

If the value of nTMixedDomain is 0, it cannot be changed.

The attribute nTMixedDomain on a crossRef object is read-only and equals the attribute nTMixedDomain on the corresponding domain NC root object.

If there are Windows Server 2008 or later [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the domain, nTMixedDomain MUST be 0. This implies that Windows Server 2008 and later DCs cannot be used in a domain that is in mixed mode.

#### msDS-Behavior-Version: DC Functional Level

The msDS-Behavior-Version [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is written on the nTDSDSA [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) representing a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). The value is the highest [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) or [**forest functional level**](#gt_b3240417-ca43-4901-90ec-fde55b32b3b8) that the DC is capable of supporting. A DC supports any domain or forest functional level less than or equal to its msDS-Behavior-Version.

The value of the msDS-Behavior-Version attribute on an nTDSDSA object changes during an operating system upgrade of that DC. The value of the msDS-Behavior-Version attribute never decreases.

The absence of the msDS-Behavior-Version attribute on an nTDSDSA object is equivalent to the msDS-Behavior-Version attribute on that object having the value zero.

The following values are defined.

| Identifier | Applicable domain controller operating system | Value |
| --- | --- | --- |
| DS\_BEHAVIOR\_WIN2000 \* | Windows 2000 Server | 0 |
| DS\_BEHAVIOR\_WIN2003 | Windows Server 2003, Windows Server 2003 R2 | 2 |
| DS\_BEHAVIOR\_WIN2008 | Windows Server 2008 | 3 |
| DS\_BEHAVIOR\_WIN2008R2 | Windows Server 2008 R2 | 4 |
| DS\_BEHAVIOR\_WIN2012 | Windows Server 2012 | 5 |
| DS\_BEHAVIOR\_WIN2012R2 | Windows Server 2012 R2 operating system | 6 |
| DS\_BEHAVIOR\_WIN2016 | Windows Server 2016 operating system  Windows Server v1709 operating system  Windows Server v1803 operating system  Windows Server v1809 operating system  Windows Server 2019 operating system | 7 |

\* Not available in [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

#### msDS-Behavior-Version: Domain NC Functional Level

The msDS-Behavior-Version for [**domains**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) is written on both the [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) root [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) and the crossRef representing the domain. The [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) on the crossRef is read-only and is kept in sync with the attribute on the domain NC root object. Only the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) [**FSMO role owner**](#gt_de81e9fd-25f5-4e90-aadb-1d35c5e8a06b) accepts [**originating updates**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20) to the attribute on the domain NC root.

Requirements: The functional level of a domain is never larger than any domain [**DC's**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) functional level that hosts or is instructed to host (see section [6.1.2.3](#Section_3f04b6ca3cbd47518a91c36922dc565a)) the domain NC. When the functional level of a domain is DS\_BEHAVIOR\_WIN2003 or greater, the attribute nTMixedDomain on the domain NC root is 0 (see section [6.1.4.1](#Section_b40f9606812d4b76924e55a5401e2bc8)).

The absence of the msDS-Behavior-Version attribute on a domain NC root object is equivalent to the msDS-Behavior-Version attribute on that object having the value zero.

The value msDS-Behavior-Version defines the lower limit on the version of the server operating system that can run on domain controllers within the domain. Ensuring this lower limit allows advanced features to be enabled throughout the domain.

The following values are defined.

| Identifier | Domain controller operating systems that are allowed in the domain | Value |
| --- | --- | --- |
| DS\_BEHAVIOR\_WIN2000 | Windows 2000 Server through Windows Server 2008 | 0 |
| DS\_BEHAVIOR\_WIN2003\_WITH\_MIXED\_DOMAINS | Windows Server 2003 through Windows Server 2016 | 1 |
| DS\_BEHAVIOR\_WIN2003 | Windows Server 2003 through Windows Server 2016 | 2 |
| DS\_BEHAVIOR\_WIN2008 | Windows Server 2008 and later | 3 |
| DS\_BEHAVIOR\_WIN2008R2 | Windows Server 2008 R2 and later | 4 |
| DS\_BEHAVIOR\_WIN2012 | Windows Server 2012 and later | 5 |
| DS\_BEHAVIOR\_WIN2012R2 | Windows Server 2012 R2 and later | 6 |
| DS\_BEHAVIOR\_WIN2016 | Windows Server 2016 and later | 7 |

#### msDS-Behavior-Version: Forest Functional Level

The msDS-Behavior-Version for the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) is written on the crossRefContainer [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) (see section [6.1.1.2.1](#Section_342fbd2a7fdd4d64b70be61b1727ac7c)). Only the Domain Naming Master FSMO role owner accepts [**updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) to this [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f).

Requirements: The value of msDS-Behavior-Version for the forest is never larger than any functional level of any [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) in the forest.

The absence of the msDS-Behavior-Version attribute on a crossRefContainer object is equivalent to the msDS-Behavior-Version attribute on that object having the value zero.

The value msDS-Behavior-Version defines the lower limit on the version of the server operating system that can run on [**domain controllers**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) within the forest. Ensuring this lower limit allows advanced features to be enabled throughout the forest.

The following values are defined.

| Identifier | Domain controller operating systems or products that are allowed in the forest | Value |
| --- | --- | --- |
| DS\_BEHAVIOR\_WIN2000 \* | Windows 2000 Server through Windows Server 2008 | 0 |
| DS\_BEHAVIOR\_WIN2003\_WITH\_MIXED\_DOMAINS \* | Windows Server 2003 through Windows Server 2016 | 1 |
| DS\_BEHAVIOR\_WIN2003 | Windows Server 2003  Active Directory Application Mode (ADAM)  Windows Server 2003 R2 through Windows Server 2016 | 2 |
| DS\_BEHAVIOR\_WIN2008 | Windows Server 2008 and later | 3 |
| DS\_BEHAVIOR\_WIN2008R2 | Windows Server 2008 R2 and later | 4 |
| DS\_BEHAVIOR\_WIN2012 | Windows Server 2012 and later | 5 |
| DS\_BEHAVIOR\_WIN2012R2 | Windows Server 2012 R2 and later | 6 |
| DS\_BEHAVIOR\_WIN2016 | Windows Server 2016 and later | 7 |

\* Not available in [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

#### Replication Schedule Structures

##### SCHEDULE\_HEADER Structure

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| Type | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Offset | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**Type (4 bytes):** This value must be 0.

**Offset (4 bytes):** An offset, in bytes, into the Data field of the SCHEDULE structure. The offset represents the start of the [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) schedule data.

##### SCHEDULE Structure

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| Size | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Bandwidth | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| NumberOfSchedules | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Schedules | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Data (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**Size (4 bytes):** Size of the entire [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) schedule structure.

**Bandwidth (4 bytes):**  Not used; this field is ignored.

**NumberOfSchedules (4 bytes):** Number of elements in Schedules. This value is always 1.

**Schedules (8 bytes):** Array of [SCHEDULE\_HEADER](#Section_b6d7574d6d4e4fa981519460cfb0a4d5) structures. There is only one SCHEDULE\_HEADER element in the array.

**Data (variable):** This is a sequence of bytes specifying the time slots when replication is permitted between the source and the destination [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). Each schedule header specifies an offset into the data field. The replication schedule data for that schedule is the next 168 bytes. Each byte represents an hour in the week (24 \* 7 = 168). The lower 4 bits of each byte represent 15-minute intervals in the hour. The first bit, that is, the fourth least significant bit in the byte, corresponds to the first 15 minutes in the hour, the second bit corresponds to the next 15 minutes, and so on. If one of these bits is set, it indicates that replication is permitted in that 15-minute time interval within that hour.

The offset field of the SCHEDULE\_HEADER structure points to the beginning of the Data field, and the Data field is exactly 168 bytes since there is only one schedule.

##### REPS\_FROM

Specified in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 5.170.

##### REPS\_TO

Specified in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 5.171.

##### MTX\_ADDR Structure

Specified in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 5.132.

##### REPLTIMES Structure

Specified in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 5.165.

##### PAS\_DATA Structure

Specified in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 5.149.

#### msDS-AuthenticatedAtDC

This [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is maintained by the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) on user and computer [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). The attribute contains a list of computer objects, corresponding to the [**RODCs**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870) at which the user or computer has authenticated. This attribute is a [**forward link attribute**](#gt_ca910b1e-dfb2-4a06-94a8-425013020fb9) whose corresponding back link is the msDS-AuthenticatedToAccountlist attribute (see section [6.1.1.3.2](#Section_73d11ea7e634453e944d559654cc91c5)). When a writable DC authenticates a user or computer to an RODC, that writable DC adds the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the RODC's computer object to the list in the msDS-AuthenticatedAtDC attribute of the user or computer that was authenticated.

This attribute was first maintained by DCs running Windows Server 2008.

### FSMO Roles

References: SID, RID, RID Allocation, RID Master role in interdomain move, PDC Emulator role, Infrastructure role

Functions: RoleObject, GetRoleScope

Glossary terms: [**FSMO role**](#gt_73841222-e9d8-4dc1-83a1-206c75f4f90f), [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210), [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d)

LDAP attributes: fSMORoleOwner

LDAP classes: nTDSDSA

A FSMO role is defined as a set of [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that can be [**updated**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) in only one NC replica at any given time. The DC that hosts this NC replica is the owner for that FSMO role.

Each FSMO role is represented by an object in the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9). The function RoleObject (section [3.1.1.5.1.8](#Section_111c589d284a427a91e99031a3767597)) specifies the object for a given FSMO role type and [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942). This object is an element of the FSMO role and contains the fSMORoleOwner [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f), which references the nTDSDSA object of the DC that owns the role. The function GetRoleScope defined in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.10.5.16 identifies the set of objects that comprise each FSMO role. These objects must be updated only on the DC that currently owns the FSMO role.

#### Schema Master FSMO Role

The Schema Master FSMO role owner is the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) responsible for performing [**updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) to the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093). This DC is the only one that can process updates to the directory schema. Once the schema update is complete, it is replicated from the Schema Master FSMO role owner to all other DCs in the directory. There is only one Schema Master FSMO role per [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62).

#### Domain Naming Master FSMO Role

The Domain Naming Master FSMO role owner is the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) responsible for making changes to the forest-wide [**domain name**](#gt_45a1c9f1-0263-49a8-97c7-7aca1a99308c) space of the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) in the [**Partitions container**](#gt_d6b4c198-f9d3-4c49-b0f0-390e07f89af1). This DC is the only one that can add or remove a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) or [**application NC**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a) from the directory. It can also add or remove cross references to domains in external directories. Only the Domain Naming Master FSMO role owner can write to the Partitions container or its children. There is only one Domain Naming Master FSMO role per [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62).

#### RID Master FSMO Role

The RID Master FSMO role owner is the single [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) responsible for processing [**RID**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c) pool requests from all DCs within a given [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). It is also responsible for moving an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) from one domain to another during an interdomain object move.

When a DC creates a [**security principal object**](#gt_4bb21ec2-b7ec-435d-9b7c-1eae5ad8f3da) such as a user or [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac), it attaches a unique [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) to the object. This SID consists of a domain SID (the same for all SIDs created in a domain) and a relative ID (RID) that is unique for each [**security principal**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) SID created in a domain.

RIDs are allocated from a RID pool that is controlled by the RID Master FSMO. When a new domain is created, the rIDAvailablePool [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) on the RID Manager object is set to a value of 4611686014132421709. This value defines the minimum and maximum RIDs that will be allocated by the RID Master FSMO within the domain. See [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.10.5.12 for details on how this attribute is used by the RID Master FSMO. Each DC in the domain is then allocated a pool of RIDs that it is allowed to assign to the security principals it creates.

When a DC's allocated RID pool falls below a threshold, that DC issues a request for additional RIDs to the domain's RID Master FSMO role owner (see [MS-DRSR] section 4.1.10.4.3, PerformExtendedOpRequestMsg with ulExtendedOp = EXOP\_FSMO\_REQ\_RID\_ALLOC). The RID Master FSMO role owner responds to the request by retrieving RIDs from the domain's unallocated RID pool and assigns them to the pool of the requesting DC (see [MS-DRSR] section 4.1.10.5.12, ProcessFsmoRoleRequest with ulExtendedOp = EXOP\_FSMO\_REQ\_RID\_ALLOC). There is one RID Master FSMO role per domain in a [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9).

See section [3.1.1.5](#Section_832b9a419bb44619ac40243561fa1e65) for more information about the RID Master's role in interdomain object move operations.

#### PDC Emulator FSMO Role

The [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) Emulator FSMO role owner performs the following functions:

* Password changes performed by other [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) are replicated preferentially to the PDC emulator.
* If a logon [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) fails at a given DC in a domain due to a bad password, the DC will forward the authentication request to the PDC emulator to validate the request against the most current password. If the PDC reports an invalid password to the DC, the DC will send back a bad password failure message to the user.
* Account lockout is processed on the PDC emulator.
* The PDC emulator [**FSMO**](#gt_3fcc9e5e-60b6-40f8-acb6-ad3189cf90ec) also fulfills the role of the PDC in the NetLogon Remote Protocol methods described in [[MS-NRPC]](%5bMS-NRPC%5d.pdf#Section_ff8f970f3e3740f7bd4baf7336e4792f) section 3. Therefore, the PDC emulator FSMO MUST support and perform all PDC specific functionality specified in that section. Every DC, other than the PDC emulator FSMO, MUST NOT perform this functionality.

The PDC emulator periodically queries state about trusting forests and stores it in the msdsForestTrustInfo attribute (see section [3.1.1.6.4](#Section_0904e645d35c431494d7a3a7b224d632)).

**Note**: Periodically querying trusting forest state and storing that information is also supported in Windows 11 v22H2 and later.

There is one PDC Emulator FSMO role per domain in a [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9). See [3.1.1.7](#Section_4f99984d2e9048e6b472f5869e5b90ed) for more information about the PDC Emulator FSMO role.

#### Infrastructure FSMO Role

When an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in one [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) is referenced by another object in another domain, it represents the reference as a [**dsname**](#gt_4d5e1f08-aa00-4dde-9411-7dd6e09ed85a). There is one Infrastructure FSMO role per domain and [**application NC**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a) in a [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9).

If all the [**domain controllers**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in a domain also host the GC, then all the domain controllers have the current data, and it is not important which domain controller owns the Infrastructure Master (IM) role. See section [3.1.1.5](#Section_832b9a419bb44619ac40243561fa1e65) for more information about the Infrastructure Master.

When the [**Recycle Bin**](#gt_54624800-58f4-45e9-90bf-c9b52dcf98f3) [**optional feature**](#gt_785b66f1-22b3-450f-97aa-a24a39d04d47) is not enabled, the Infrastructure FSMO role owner is the DC responsible for updating a cross-domain [**object reference**](#gt_3ca938ae-c14f-4f59-8a7d-daca9f76db4e) in the event that the referenced object is moved, renamed, or deleted. In this case, the Infrastructure Master role must be held by a domain controller that is not a [**GC server**](#gt_a5a99ce4-e206-42dc-8874-e103934c5b0d). If the Infrastructure Master runs on a GC server, it will not [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) object information, because it does not contain any references to objects that it does not hold. This is because a GC server holds a partial [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) of every object in the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62).

When the Recycle Bin optional feature is enabled, every DC is responsible for updating its cross-domain object references in the event that the referenced object is moved, renamed, or deleted. In this case, there are no tasks associated with the Infrastructure FSMO role, and it is not important which domain controller owns the Infrastructure Master role.

### Trust Objects

#### Overview (Synopsis)

[**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**domains**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) rarely exist in isolation. Many Active Directory deployments in customer [**sites**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) consist of two or more domains that represent boundaries between different geographical, managerial, organizational, or administrative layouts. For example, when company "A" acquires company "B," it quickly becomes necessary for preexisting domains to start [**trusting**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) each other. Alternately, in some deployments, servers that have a specific role (such as a mail server) can be members of a "resource domain", easing the management burden by combining like roles under one administrative domain.

Enabling communication between disparate domains, especially secure communication involving [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) and [**authorization**](#gt_5946f74c-27ca-4ef8-8630-f1a06cd8d59e), requires that some stateful knowledge be shared between the peer domains in order for them to trust one another. Some of this knowledge is sensitive, forming the cryptographic basis of trust mechanisms used in protocols such as Kerberos and [**Netlogon**](#gt_70771a5a-04a3-447d-981b-e03098808c32) [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331). Other state is public knowledge, such as the [**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4) name of a peer domain, or which [**security identifiers**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) are owned by the peer domain. Information like this plays a crucial role when performing name lookups, which are essential for authorization, locating user accounts, or simply displaying information in some type of user interface.

Active Directory stores trust information in [**trusted domain objects (TDOs)**](#gt_f2ceef4e-999b-4276-84cd-2e2829de5fc4) and, depending on the kind of trust established, in associated user accounts ([**interdomain trust accounts**](#gt_ba0d31d7-aa03-4e10-936a-a0ebd276ebc9)) for the trusted domain. This section of the document details the contents of these [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca), focusing on analysis of the properties that are specific to TDOs and interdomain trust accounts, and that are essential for proper interdomain functionality.

#### Relationship to Other Protocols

##### TDO Replication over DRS

After they are created, [**TDOs**](#gt_f2ceef4e-999b-4276-84cd-2e2829de5fc4) are replicated along with other [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) over [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) protocols (as specified in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) and [[MS-SRPL]](%5bMS-SRPL%5d.pdf#Section_ec69eea50d5e428ab5bc66732aaeb866)). In this manner, they are no different than any other [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) service object.

##### TDO Roles in Authentication Protocols over Domain Boundaries

For most network [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) protocols, if a client wishes to securely authenticate to a service residing in a foreign [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca), it becomes necessary for the client and service domains to have some form of [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6). Most trust systems in use today rely upon some form of key for trust validation.

[**TDOs**](#gt_f2ceef4e-999b-4276-84cd-2e2829de5fc4) play an important part in the storage and distribution of information used for trust validation between domains. Commonly used Windows network authentication mechanisms such as Kerberos ([[RFC4120]](https://go.microsoft.com/fwlink/?LinkId=90458) section 1.1) retrieve information from TDOs that have been established between the client and service domains. Additionally, services using other protocols such as NTLM, Digest, and [**SSL**](#gt_d7ef66a9-f154-4d88-bda9-98bdf7235352) Certificate Mapping use the Generic Pass-through Mechanism over the Netlogon Remote Protocol [[MS-NRPC]](%5bMS-NRPC%5d.pdf#Section_ff8f970f3e3740f7bd4baf7336e4792f) to authenticate users from foreign domains. Establishing the Netlogon Secure Channel requires the use of information contained in TDOs. The format and storage locations for this information will be discussed later (section [6.1.6.9.1](#Section_c964fca9c50e426a91735bf3cb720e2e)), including information on the usage for relevant authentication protocols.

##### TDO Roles in Authorization over Domain Boundaries

In some configurations, [**authorization**](#gt_5946f74c-27ca-4ef8-8630-f1a06cd8d59e) data from a [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca), such as a [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.4.2) or a client name in a Kerberos cross-realm [**ticket-granting ticket (TGT)**](#gt_7c881e2e-85a0-45e1-bd2c-5aab42bb2deb) ([[RFC4120]](https://go.microsoft.com/fwlink/?LinkId=90458) section 5.3), must be scrutinized to protect against attempts in the foreign domain to [**claim**](#gt_d5c7aa9b-65be-4dd4-a686-cd5253eb203d) identities from within the local domain. For example, if the foreign [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) were to become compromised by an attacker, without these protections it would be possible to inject the SID of the local domain administrator into the transferred TGT. This would have the end result of granting the attacker domain administrator rights in the local domain.

To protect against these attacks, [**TDOs**](#gt_f2ceef4e-999b-4276-84cd-2e2829de5fc4) contain name spaces and SID spaces that legitimately belong to the foreign domain. When enabled, [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) protocols will use this information to verify that authorization data that is passed through the protocol is valid for the trust. If a SID or name within the authorization data does not correspond to those claimed within the TDO, the request is rejected. This can cause network logon attempts to fail or alternately cause Kerberos ticket requests to fail, as discussed in [[MS-PAC]](%5bMS-PAC%5d.pdf#Section_166d8064c86341e19c23edaaa5f36962) section 4.2.3.

#### Prerequisites/Preconditions

[**TDOs**](#gt_f2ceef4e-999b-4276-84cd-2e2829de5fc4) are only used for storing [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) information on Windows 2000 and later.

#### Versioning and Capability Negotiation

* Building [**TDOs**](#gt_f2ceef4e-999b-4276-84cd-2e2829de5fc4) that represent [**cross-forest trusts**](#gt_86f3dbf2-338f-462e-8c5b-3c8e05798dbc) requires that both the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) and the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) are running in a domain and [**forest functional level**](#gt_b3240417-ca43-4901-90ec-fde55b32b3b8) of DS\_BEHAVIOR\_WIN2003 or greater.
* An [**uplevel trust**](#gt_256573bc-807d-496f-b698-a5f9f4e59580), by definition, is one in which both [**trusting**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) domains are running all Windows 2000 or newer [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).
* A [**downlevel trust**](#gt_994a0264-ca27-4f00-82c7-52969526ceb9) is one in which either of the trusting domains are running Windows NT 4.0 operating system DCs.

#### Vendor-Extensible Fields

It is possible to store provider-specific values in the trustAuthOutgoing and the trustAuthIncoming [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) [[MS-ADA3]](%5bMS-ADA3%5d.pdf#Section_4517e8353ee644d4bb95a94b6966bfb0) on a [**TDO**](#gt_f2ceef4e-999b-4276-84cd-2e2829de5fc4). See the sections on TDO keys (section [6.1.6.9.1](#Section_c964fca9c50e426a91735bf3cb720e2e)) and trustAuthIncoming (section [6.1.6.7.10](#Section_da57c538448041afaab7fe738fdb7118)) for details on the range of extensible values.

#### Transport

[**TDOs**](#gt_f2ceef4e-999b-4276-84cd-2e2829de5fc4) are replicated along with other DS [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca), as described in [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) and [[MS-SRPL]](%5bMS-SRPL%5d.pdf#Section_ec69eea50d5e428ab5bc66732aaeb866).

#### Essential Attributes of a Trusted Domain Object

[**TDOs**](#gt_f2ceef4e-999b-4276-84cd-2e2829de5fc4) are stored in the System [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56), with a CN representing the [**fully qualified domain name (FQDN) (2)**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e) of the [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). For example, if a.example.com trusts b.example.com, an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) would be created in the System container with a CN of b.example.com. The System container can be found by using the function GetWellknownObject([**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942), [**default NC**](#gt_adc2c434-9679-419f-8c8b-b8c234921ad3), GUID\_SYSTEM\_CONTAINER\_W). For more information, see section [3.1.1.1](#Section_c30d7cccfd8b4a268345ce34064f3d2b).

The contents of TDOs are described by the trustedDomain [**schema object**](#gt_b639ec59-647b-4ac2-acb2-a67cda43bc6d) [[MS-ADSC]](%5bMS-ADSC%5d.pdf#Section_9abb5e97123d4da99557b353ab79b830). The following table details those [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) that are essential to a well-functioning interdomain trust, with links to specific sections detailing their relevance and format when these attributes are present.

| Attribute name | Reference |
| --- | --- |
| flatName | MS-ADA1 |
| isCriticalSystemObject | MS-ADA1 |
| msDS-SupportedEncryptionTypes | MS-ADA2,  MS-ADTS section [6.1.6.9.1](#Section_c964fca9c50e426a91735bf3cb720e2e) |
| msDS-TrustForestTrustInfo | MS-ADA2,  MS-ADTS section [6.1.6.9.3](#Section_96e44639eb3e48c3a5651d67cceb3bad) |
| nTSecurityDescriptor | MS-ADA3 |
| objectCategory | MS-ADA3 |
| objectClass | MS-ADA3 |
| securityIdentifier | MS-ADA3 |
| trustAttributes | MS-ADA3 |
| trustAuthIncoming | MS-ADA3,  MS-ADTS section 6.1.6.9.1 |
| trustAuthOutgoing | MS-ADA3,  MS-ADTS section 6.1.6.9.1 |
| trustDirection | MS-ADA3 |
| trustPartner | MS-ADA3 |
| trustPosixOffset | MS-ADA3,  MS-ADTS section [6.1.6.9.4](#Section_6dbe347c8daa415198b086b95db6c012) |
| trustType | MS-ADA3 |

##### flatName

The flatName [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) contains the [**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4) name (as specified in [[RFC1088]](https://go.microsoft.com/fwlink/?LinkId=90266)) of the [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) in String(Unicode) syntax.

This attribute is unique on all [**TDOs**](#gt_f2ceef4e-999b-4276-84cd-2e2829de5fc4) within the domain. The system rejects attempts to create a duplicate value.

##### isCriticalSystemObject

A mandatory Boolean [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f). Always set to true for [**TDOs**](#gt_f2ceef4e-999b-4276-84cd-2e2829de5fc4), which indicates that it must be replicated when a new [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) is installed.

##### msDs-supportedEncryptionTypes

Implemented on Windows Server 2008 and later.

Contains bitmapped values as specified in [[MS-KILE]](%5bMS-KILE%5d.pdf#Section_2a32282edd484ad9a542609804b02cc9) section 2.2.7 that define the encryption types supported by this [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) relationship.

##### msDS-TrustForestTrustInfo

Implemented on Windows Server 2003 and later.

The contents of this [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) are fully specified in section [6.1.6.9.3](#Section_96e44639eb3e48c3a5651d67cceb3bad).

##### nTSecurityDescriptor

A mandatory [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) that contains the [**security descriptor**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) that is tied to the [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) object. The security descriptor mandates access controls to the object. [**TDOs**](#gt_f2ceef4e-999b-4276-84cd-2e2829de5fc4) are sensitive objects and have tight access controls placed upon them. Stored as the type String(NT-Sec-Desc) in SDDL ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.5.1), the default security descriptor for TDOs is as follows.

1. Platforms Default Security Descriptor in SDDL Format
2. --------- ------------------------------------------
3. W2000 D:(A;;RPWPCRCCDCLCLORCWOWDSDDTSW;;;DA)(A;;RPWPCRCCDCLCLOR
4. CWOWDSDDTSW;;;SY)(A;;RPLCLORC;;;AU)
5. W2003 D:(A;;RPWPCRCCDCLCLORCWOWDSDDTSW;;;DA)(A;;RPWPCRCCDCLCLOR
6. W2003R2 CWOWDSDDTSW;;;SY)(A;;RPLCLORC;;;AU)(OA;;WP;736e4812-af31-
7. W2008 11d2-b7df-00805f48caeb;bf967ab8-0de6-11d0-a285-00aa003049
8. W2008R2 e2;CO)(A;;SD;;;CO)

##### objectCategory

A mandatory [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) representing the [**schema**](#gt_fd49ea36-576c-4417-93bd-d1ac63e71093) definition for [**TDOs**](#gt_f2ceef4e-999b-4276-84cd-2e2829de5fc4). The value is a reference to the classSchema [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) for the trustedDomain class.

##### objectClass

A mandatory multivalued [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) representing the classes that the target [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is derived from. For a [**TDO**](#gt_f2ceef4e-999b-4276-84cd-2e2829de5fc4), this value contains [top, leaf, trustedDomain ].

##### securityIdentifier

The securityIdentifier [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) contains a String(Octet) representation of the [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) belonging to the [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). This value contains the domain relative SID ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.4.2) of identities issued by the trusted domain. For example, for "example.com", a trusted domain, the value might be S-1-5-2223345-6677. The domain administrator for example.com would have a SID of S-1-5-2223345-6677-512.

This attribute is unique on all [**TDOs**](#gt_f2ceef4e-999b-4276-84cd-2e2829de5fc4) within the domain. The system rejects attempts to create a duplicate value.

##### trustAttributes

The trustAttributes [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) contains the value of a [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) relationship. This value corresponds to the **TrustAttributes** field detailed in the LSAPR\_TRUSTED\_DOMAIN\_INFORMATION\_EX structure ([[MS-LSAD]](%5bMS-LSAD%5d.pdf#Section_1b5471ef4c334a91b079dfcbb82f05cc) section 2.2.7.9). The flags in the following diagram are presented in [**big-endian**](#gt_6f6f9e8e-5966-4727-8527-7e02fb864e7e) byte order.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| R | R | R | R | R | R | R | R | O | O | R | R | R | R | R | R | R | R | R | R | R | T A P T | T A N C | R | T A R C | T A T E | T A W F | T A C O | T A F T | T A Q D | T A U O | T A N T |

These flags have the following meaning.

| Name and value | Description and restrictions/special notes |
| --- | --- |
| TANT  (TRUST\_ATTRIBUTE\_NON\_TRANSITIVE)  0x00000001 | If this bit is set, then the trust cannot be used transitively. For example, if [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) A trusts domain B, which in turn trusts domain C, and the A<-->B trust has this attribute set, then a client in domain A cannot authenticate to a server in domain C over the A<-->B<-->C trust linkage. |
| TAUO  (TRUST\_ATTRIBUTE\_UPLEVEL\_ONLY)  0x00000002 | If this bit is set in the attribute, then only Windows 2000 and newer clients can use the trust link. [**Netlogon**](#gt_70771a5a-04a3-447d-981b-e03098808c32) does not consume [**trust objects**](#gt_e81f6436-01d2-4311-93a4-4316bb67eabd) that have this flag set. |
| TAQD  (TRUST\_ATTRIBUTE\_QUARANTINED\_DOMAIN)  0x00000004 | If this bit is set, the trusted domain is quarantined and is subject to the rules of [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) Filtering as described in [[MS-PAC]](%5bMS-PAC%5d.pdf#Section_166d8064c86341e19c23edaaa5f36962) section 4.1.2.2. |
| TAFT  (TRUST\_ATTRIBUTE\_FOREST\_TRANSITIVE)  0x00000008 | If this bit is set, the trust link is a [**cross-forest trust**](#gt_86f3dbf2-338f-462e-8c5b-3c8e05798dbc) [[MS-KILE]](%5bMS-KILE%5d.pdf#Section_2a32282edd484ad9a542609804b02cc9) between the root domains of two [**forests**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62), both of which are running in a [**forest functional level**](#gt_b3240417-ca43-4901-90ec-fde55b32b3b8) of DS\_BEHAVIOR\_WIN2003 or greater.  Only evaluated on Windows Server 2003 and later.  Can only be set if forest and trusted forest are running in a forest functional level of DS\_BEHAVIOR\_WIN2003 or greater. |
| TACO  (TRUST\_ATTRIBUTE\_CROSS\_ORGANIZATION)  0x00000010 | If this bit is set, then the trust is to a domain or forest that is not part of the [**organization**](#gt_6fae7775-5232-4206-b452-f298546ab54f). The behavior controlled by this bit is explained in [MS-KILE] section 3.3.5.7.5 and [[MS-APDS]](%5bMS-APDS%5d.pdf#Section_dd444344fd7e430eb3137e95ab9c338e) section 3.1.5.  Only evaluated on Windows Server 2003 and later.  Can only be set if forest and trusted forest are running in a forest functional level of DS\_BEHAVIOR\_WIN2003 or greater. |
| TAWF  (TRUST\_ATTRIBUTE\_WITHIN\_FOREST)  0x00000020 | If this bit is set, then the trusted domain is within the same forest.  Only evaluated on Windows Server 2003 and later. |
| TATE  (TRUST\_ATTRIBUTE\_TREAT\_AS\_EXTERNAL)  0x00000040 | If this bit is set, then a cross-forest trust to a domain is to be treated as an external trust for the purposes of SID Filtering. Cross-forest trusts are more stringently [**filtered**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda) than external trusts. This attribute relaxes those cross-forest trusts to be equivalent to external trusts. For more information on how each trust type is filtered, see [MS-PAC] section 4.1.2.2.  Only evaluated on Windows Server 2003 and later.  Only evaluated if SID Filtering is used.  Only evaluated on cross-forest trusts having TRUST\_ATTRIBUTE\_FOREST\_TRANSITIVE.  Can only be set if forest and trusted forest are running in a forest functional level of DS\_BEHAVIOR\_WIN2003 or greater. |
| TARC  (TRUST\_ATTRIBUTE\_USES\_RC4\_ENCRYPTION)  0x00000080 | This bit is set on trusts with the trustType set to TRUST\_TYPE\_MIT, which are capable of using RC4 keys. Historically, MIT Kerberos distributions supported only DES and 3DES keys ([[RFC4120]](https://go.microsoft.com/fwlink/?LinkId=90458), [[RFC3961]](https://go.microsoft.com/fwlink/?LinkId=90450)). MIT 1.4.1 adopted the RC4HMAC encryption type common to Windows 2000 [MS-KILE], so trusted domains deploying later versions of the MIT distribution required this bit. For more information, see "Keys and Trusts", section [6.1.6.9.1](#Section_c964fca9c50e426a91735bf3cb720e2e).  Only evaluated on TRUST\_TYPE\_MIT |
| TANC  (TRUST\_ATTRIBUTE\_CROSS\_ORGANIZATION\_NO\_TGT\_DELEGATION)  0x00000200 | If this bit is set, tickets granted under this trust MUST NOT be trusted for delegation. The behavior controlled by this bit is as specified in [MS-KILE] section 3.3.5.7.5.  Initially supported on Windows Server 2008 and later. After [[MSKB-4490425]](https://go.microsoft.com/fwlink/?linkid=2102428) is installed, this bit is superseded by the TRUST\_ATTRIBUTE\_CROSS\_ORGANIZATION\_ENABLE\_TGT\_DELEGATION bit. |
| TAEC  (TRUST\_ATTRIBUTE\_CROSS\_ORGANIZATION\_ENABLE\_TGT\_DELEGATION)  0x00000800 | If this bit is set, tickets granted under this trust MUST be trusted for delegation. The behavior controlled by this bit is as specified in [MS-KILE] section 3.3.5.7.5.  Only supported on Windows Server 2008 and later after [MSKB-4490425] updates are installed. |
| TAPT  (TRUST\_ATTRIBUTE\_PIM\_TRUST)  0x00000400 | If this bit and the TATE bit are set, then a cross-forest trust to a domain is to be treated as Privileged Identity Management trust for the purposes of SID Filtering. For more information on how each trust type is filtered, see [MS-PAC] section 4.1.2.2.  Evaluated on Windows Server 2012 R2 only with [[MSKB-3155495]](https://go.microsoft.com/fwlink/?LinkId=808755) installed. Also evaluated on Windows Server 2016 and later.  Evaluated only if SID Filtering is used.  Evaluated only on cross-forest trusts having TRUST\_ATTRIBUTE\_FOREST\_TRANSITIVE. |
| R  0x00000100  0x00000800 - 0x00200000  0x01000000 - 0x80000000 | Reserved |
| O  0x00400000 - 0x00800000 | Previously used trust bits, and are obsolete. |

##### trustAuthIncoming

This is a String(Octet) [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f). This value is used to compute keys used in [**inbound trust**](#gt_1963521e-562f-4deb-a364-e5b1b1915602) validation. For more information on the contents of this attribute, see "Keys and Trusts", section [6.1.6.9.1](#Section_c964fca9c50e426a91735bf3cb720e2e).

This is a [**secret attribute**](#gt_d01d16a8-7864-4c7f-acaa-8c695508d6e0) ([[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.10.3.11, IsSecretAttribute), and is not readable outside of the context of the LSA on a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

##### trustAuthOutgoing

This is a String(Octet) [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f). This value is used to compute keys used in [**outbound trust**](#gt_5f76a535-bd44-4c11-8863-d993ccac4e9b) validation. For more information on the contents of this attribute, see "Keys and Trusts", section [6.1.6.9.1](#Section_c964fca9c50e426a91735bf3cb720e2e).

This is a [**secret attribute**](#gt_d01d16a8-7864-4c7f-acaa-8c695508d6e0) ([[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.10.3.11, IsSecretAttribute), and is not readable outside of the context of the LSA on a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

##### trustDirection

The trustDirection [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) dictates in which direction the [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) flows. It is stored as an integer value. There are four valid values, corresponding to the **TrustDirection** field in the LSAPR\_TRUSTED\_DOMAIN\_INFORMATION\_EX structure ([[MS-LSAD]](%5bMS-LSAD%5d.pdf#Section_1b5471ef4c334a91b079dfcbb82f05cc) section 2.2.7.9). The flags in the following diagram are presented in [**big-endian**](#gt_6f6f9e8e-5966-4727-8527-7e02fb864e7e) byte order.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | T D O | T D I |

**TRUST\_DIRECTION\_DISABLED, 0x00000000:** Absence of any flags. The trust relationship exists but has been disabled.

**TDI (TRUST\_DIRECTION\_INBOUND, 0x00000001):** The trusted [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) trusts the primary domain to perform operations such as name lookups and [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317). If this flag is set, then the trustAuthIncoming attribute is present on this [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca).

**TDO (TRUST\_DIRECTION\_OUTBOUND, 0x00000002):** The primary domain trusts the trusted domain to perform operations such as name lookups and authentication. If this flag is set, then the trustAuthOutgoing attribute is present on this object.

**TRUST\_DIRECTION\_BIDIRECTIONAL, 0x00000003:** OR'ing of the preceding flags and behaviors representing that both domains trust one another for operations such as name lookups and authentication.

##### trustPartner

This String(Unicode) [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) contains the [**FQDN (2)**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e) of the [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). This is a mandatory attribute.

As with the securityIdentifier attribute, this attribute is unique on all [**TDOs**](#gt_f2ceef4e-999b-4276-84cd-2e2829de5fc4) within the domain. The system rejects attempts to create a duplicate value.

##### trustPosixOffset

This integer value contains the Portable Operating System Interface (POSIX) offset for the [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). This value is added to the [**RID**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c) of a [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) to give the POSIX user ID or group ID (as specified in [[IEEE1003.1]](https://go.microsoft.com/fwlink/?LinkId=89897) sections 3.188 and 3.425) for that user in the trusted domain. The calculation of this value is documented in section [6.1.6.9.4](#Section_6dbe347c8daa415198b086b95db6c012).

##### trustType

The trustType [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is an integer value that dictates what type of [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) has been designated for the trusted [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). Following are the valid values, corresponding to the **TrustType** field in LSAPR\_TRUSTED\_DOMAIN\_INFORMATION\_EX, as specified in [[MS-LSAD]](%5bMS-LSAD%5d.pdf#Section_1b5471ef4c334a91b079dfcbb82f05cc) section 2.2.7.9. The trustType contains one of the following values:

**TTD (TRUST\_TYPE\_DOWNLEVEL, 0x00000001):** The trusted domain is a Windows domain not running [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90).

**TTU (TRUST\_TYPE\_UPLEVEL, 0x00000002):** The trusted domain is a Windows domain running Active Directory.

**TTM (TRUST\_TYPE\_MIT, 0x00000003):** The trusted domain is running a non-Windows, RFC4120-compliant Kerberos distribution. This type of trust is distinguished in that (1) a [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) is not required for the [**TDO**](#gt_f2ceef4e-999b-4276-84cd-2e2829de5fc4), and (2) the default key types include the DES-CBC and DES-CRC encryption types (see [[RFC4120]](https://go.microsoft.com/fwlink/?LinkId=90458) section 8.1).

**TTDCE (TRUST\_TYPE\_DCE, 0x00000004):** Historical reference; this value is not used in Windows.

#### Essential Attributes of Interdomain Trust Accounts

[**TDOs**](#gt_f2ceef4e-999b-4276-84cd-2e2829de5fc4) contain all the information regarding [**trusts**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6). Trusts that have the trustDirection [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) equal to TRUST\_DIRECTION\_INBOUND or TRUST\_DIRECTION\_BIDIRECTIONAL, however, also have associated user accounts called [**interdomain trust accounts**](#gt_ba0d31d7-aa03-4e10-936a-a0ebd276ebc9) within the default [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) for users defined in section [6.1.1.4.6](#Section_04fc0fc6806b4a34a4595957713be735). The TDO O1 and the interdomain trust account [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) O2 for the same trust are associated through the partner [**domain's**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) [**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4) name, used to form the following values: the flatName attribute of O1 and the sAMAccountName attribute of O2. Given the partner domain's NetBIOS <NetBIOS Name>, O1!flatName=<NetBIOS Name> and O2!samAccountName=<NetBIOS Name>$.

The following table lists the attributes that MUST be set in an interdomain trust account.

| Attribute name | Reference |
| --- | --- |
| cn (RDN) | [[MS-ADA1]](%5bMS-ADA1%5d.pdf#Section_19528560f41e4623a406dabcfff0660f) |
| objectClass | [[MS-ADA3]](%5bMS-ADA3%5d.pdf#Section_4517e8353ee644d4bb95a94b6966bfb0) |
| sAMAccountName | [MS-ADA3] |
| sAMAccountType | [MS-ADA3] |
| userAccountControl | [MS-ADA3] |

##### cn (RDN)

The [**RDN**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9) of an [**interdomain trust account**](#gt_ba0d31d7-aa03-4e10-936a-a0ebd276ebc9), the cn [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f), contains the [**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4) name of the [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) account appended with the character '$', in String(Unicode) syntax.

##### objectClass

An [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) that represents the classes that the target [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) is derived from. For a user account, this value contains the sequence [top, person, organizationalPerson, user].

##### sAMAccountName

The sAMAccountName [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) contains the [**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4) name of the [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) account appended with the character '$', in String(Unicode) syntax.

##### sAMAccountType

In a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) account, the sAMAccountType [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) MUST have the value SAM\_TRUST\_ACCOUNT (0x30000002), in the Enumeration syntax.

##### userAccountControl

In a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) account, the userAccountControl [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) MUST have the flag ADS\_UF\_INTERDOMAIN\_TRUST\_ACCOUNT (0x00000800) set.

#### Details

##### trustAuthInfo Attributes

[**Domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) peers share a password in order to validate protocol messages flowing between the [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) domains. The password is only good in one direction of the trust. Each direction is stored in its own [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f): the trustAuthIncoming and trustAuthOutgoing attributes. These are both [**secret attributes**](#gt_d01d16a8-7864-4c7f-acaa-8c695508d6e0) ([[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.10.3.11, IsSecretAttribute), and are not readable outside of the context of the LSA on a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

Both trustAuthIncoming and trustAuthOutgoing are stored as a String(Octet). The storage of this information in a [**TDO**](#gt_f2ceef4e-999b-4276-84cd-2e2829de5fc4) is described in the following diagram.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| Count of auth infos | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Byte offset to AuthenticationInformation | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Byte offset to PreviousAuthenticationInformation | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| AuthenticationInformation (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| PreviousAuthenticationInformation (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**Count of auth infos (4 bytes):** A ULONG count of the pairs of LSAPR\_AUTH\_INFORMATION structures. Each current Authentication Information structure is accompanied by a previous Authentication Information structure (even if it is marked as invalid), and the count of the pairs of elements is stored in this field.

**Byte offset to AuthenticationInformation (4 bytes):** The BYTE offset from the base of the structure to the array of LSAPR\_AUTH\_INFORMATION structures representing the current [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) information.

**Byte offset to PreviousAuthenticationInformation (4 bytes):** The BYTE offset from the base of the structure to the array of LSAPR\_AUTH\_INFORMATION structures representing the previous authentication information.

**AuthenticationInformation (variable):** Array of LSAPR\_AUTH\_INFORMATION [1...Count].

Following the byte offset to PreviousAuthenticationInformation is an array of [LSAPR\_AUTH\_INFORMATION](#Section_dfe16abb4dfb402dbc5484fcc9932fad) structures representing the current authentication information.

**PreviousAuthenticationInformation (variable):** Array of LSAPR\_AUTH\_INFORMATION [1...Count].

Following the current authentication information is an array of LSAPR\_AUTH\_INFORMATION structures representing the previous authentication information. If authentication information has not been previously stored, then the previous Authentication Information structure is an exact copy of the current Authentication Information structure.

###### LSAPR\_AUTH\_INFORMATION

The format of the LSAPR\_AUTH\_INFORMATION structure is as follows.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| LastUpdateTime | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| AuthType | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| AuthInfoLength | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| AuthInfo (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Padding (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**LastUpdateTime (8 bytes):** This LARGE\_INTEGER value represents the last time that the [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) information was set, in FILETIME format, as specified in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.3.

**AuthType (4 bytes):** This ULONG value dictates the type of **AuthInfo** that is being stored. There are four values that are recognized by Windows.

| Possible Values | Meaning |
| --- | --- |
| TRUST\_AUTH\_TYPE\_NONE  0 | **AuthInfo** byte field is invalid/not relevant. |
| TRUST\_AUTH\_TYPE\_NT4OWF  1 | **AuthInfo** byte field contains an RC4 Key [[RFC4757]](https://go.microsoft.com/fwlink/?LinkId=90488). |
| TRUST\_AUTH\_TYPE\_CLEAR  2 | **AuthInfo** byte field contains a cleartext password, encoded as a [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string. |
| TRUST\_AUTH\_TYPE\_VERSION  3 | **AuthInfo** byte field contains a version number, used by [**Netlogon**](#gt_70771a5a-04a3-447d-981b-e03098808c32) for versioning interdomain [**trust secrets**](#gt_21512d2e-0206-469a-a37b-a19850a6fdc3). |

**AuthInfoLength (4 bytes):** A ULONG count of bytes in **AuthInfo**.

**AuthInfo (variable):** A BYTE field containing authentication data. Its size is [1...**AuthInfoLength**].

**Padding (variable):** Some number of bytes used to align the end of the LSAPR\_AUTH\_INFORMATION structure to a ULONG boundary. This padding is not included in the **AuthInfoLength** and consists of zeros.

###### Kerberos Usages of trustAuthInfo Attributes

The Microsoft implementation of Kerberos ([[RFC4120]](https://go.microsoft.com/fwlink/?LinkId=90458), [[MS-KILE]](%5bMS-KILE%5d.pdf#Section_2a32282edd484ad9a542609804b02cc9)) uses [**TDOs**](#gt_f2ceef4e-999b-4276-84cd-2e2829de5fc4) to retrieve cross-[**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) passwords when building cross-realm [**ticket-granting ticket (TGT)**](#gt_7c881e2e-85a0-45e1-bd2c-5aab42bb2deb). The KDC supports the following AuthTypes:

1. TRUST\_AUTH\_TYPE\_CLEAR

This flag indicates that the information stored in the [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is a [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) plaintext password. If this AuthType is present, Kerberos can then use this password to derive additional key types needed to encrypt and decrypt cross-realm TGTs:

* DES-CBC ([RFC4120] section 8.1)
* DES-CRC [RFC4120]
* RC4HMAC [[RFC4757]](https://go.microsoft.com/fwlink/?LinkId=90488)

Other derivations of the plaintext password are possible using the string-to-key functionality defined in [[RFC3961]](https://go.microsoft.com/fwlink/?LinkId=90450). It is important to note that if the trustType is set to TRUST\_TYPE\_MIT, then RC4HMAC keys will not be derived for the [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) unless the corresponding TDO's trustAttribute includes the TRUST\_ATTRIBUTE\_USES\_RC4\_ENCRYPTION bit flag.

In Windows Server 2008 and later, if KERB\_ENCTYPE\_RC4\_HMAC\_MD5 (4) is set in the msDs-supportedEncryptionTypes attribute, then the MIT realm supports RC4.

1. TRUST\_AUTH\_TYPE\_NT4OWF

This flag indicates that the key is stored as a raw RC4HMAC key [RFC4757]. Because the key was precomputed with this AuthType, it is not possible to derive alternate key types for the TDO.

Kerberos' usage of the TDO keys is somewhat counterintuitive. Consider the following scenario involving two trusting [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) domains, where a user in a primary domain wishes to authenticate to a service in the trusted domain using Kerberos. The primary domain issues a referral TGT to the trusted domain containing the service.
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Figure 5: Kerberos protocol usage of keys

There is a one-way trust in place. The referral TGT issued by the primary domain is encrypted based on the key in trustAuthIncoming, not trustAuthOutgoing. This is non-intuitive but fits the definition of an [**inbound trust**](#gt_1963521e-562f-4deb-a364-e5b1b1915602). This direction of trust allows Kerberos to build a TGT for the trusted domain in the primary domain, fulfilling the definition of an inbound trust.

##### Netlogon Usages of Trust Objects

[**Netlogon**](#gt_70771a5a-04a3-447d-981b-e03098808c32) uses information stored in the [**TDO**](#gt_f2ceef4e-999b-4276-84cd-2e2829de5fc4) and the [**interdomain trust account**](#gt_ba0d31d7-aa03-4e10-936a-a0ebd276ebc9) to establish the secure channel. The way in which the secure channel is established is described in [[MS-NRPC]](%5bMS-NRPC%5d.pdf#Section_ff8f970f3e3740f7bd4baf7336e4792f) sections 3.1.1 and 3.1.4.3.

##### msDS-TrustForestTrustInfo Attribute

Information about [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) relationships with other [**forests**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) is stored in [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) of class trustedDomain in the [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef) [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) of the forest [**root domain**](#gt_529c766b-af01-4bc8-b853-65fba6c704b3). Specifically, the msDS-TrustForestTrustInfo [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) on such objects contains information about the trusted forest or realm. The structure of the information contained in this attribute is represented in the following manner.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| Version | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| RecordCount | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Records (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**Version (4 bytes):** Version of the data structure. The only supported version of the data structure is 1.

**RecordCount (4 bytes):** Number of records present in the data structure.

**Records (variable):** Variable-length records each containing a specific type of data about the forest trust relationship.

**IMPORTANT NOTE:** Records are not aligned to 32-bit boundaries. Each record starts at the next byte after the previous record ends.

Each record is represented as described in section [6.1.6.9.3.1](#Section_66387402cb2b490cbf2af4ad687397e4).

**Note**  All fields have little-endian byte ordering.

###### Record

Each Record is represented in the following manner.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| RecordLen | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Flags | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Timestamp | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| RecordType | | | | | | | | ForestTrustData (variable) | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**RecordLen (4 bytes):** Length, in bytes, of the entire record, not including **RecordLen**.

**Flags (4 bytes):** Individual bit flags that control how the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) information in this record can be used.

If RecordType = 0 or 1, the **Flags** field, represented here in [**big-endian**](#gt_6f6f9e8e-5966-4727-8527-7e02fb864e7e) byte order, can have one or more of the following bits.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | T D C | T D A | T D N |

**X:** Unused. Must be zero and ignored.

**TDN (LSA\_TLN\_DISABLED\_NEW, 0x00000001):** [**Entry**](#gt_e0272034-98d8-4732-941e-8917a98c6afd) is not yet enabled.

**TDA (LSA\_TLN\_DISABLED\_ADMIN, 0x00000002):** Entry is disabled by administrator.

**TDC (LSA\_TLN\_DISABLED\_CONFLICT, 0x00000004):** Entry is disabled due to a conflict with another trusted [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca).

If RecordType = 2, the **Flags** field, represented here in big-endian byte order, can have one or more of the following bits.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | N D C | N D A | S D C | S D A |

**SDA (LSA\_SID\_DISABLED\_ADMIN, 0x00000001):** Entry is disabled for [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d), [**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4), and [**DNS name**](#gt_102a36e2-f66f-49e2-bee3-558736b2ecd5)–based matches by the administrator.

**SDC (LSA\_SID\_DISABLED\_CONFLICT, 0x00000002):** Entry is disabled for SID, NetBIOS, and DNS name–based matches due to a SID or DNS name–based conflict with another trusted domain.

**NDA (LSA\_NB\_DISABLED\_ADMIN, 0x00000004):** Entry is disabled for NetBIOS name–based matches by the administrator.

**NDC (LSA\_NB\_DISABLED\_CONFLICT, 0x00000008):** Entry is disabled for NetBIOS name–based matches due to a [**NetBIOS domain name**](#gt_f7f8efcc-c6d5-40f0-9605-c9d99c5a0b92) conflict with another trusted domain.

For RecordType = 2, NETBIOS\_DISABLED\_MASK is defined as a mask on the lower 4 bits of the Flags field.

For all record types, LSA\_FTRECORD\_DISABLED\_REASONS is defined as a mask on the lower 16 bits of the Flags field. Unused bits covered by the mask are reserved for future use.

**Timestamp (8 bytes):** 64-bit timestamp value indicating when this entry was created, in system time (see the FILETIME structure in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.3.3).

**RecordType (1 byte):** 8-bit value specifying the type of record contained in this specific entry. The structure of the content in the next field depends on this value. The current version of the protocol defines the behavior of the next field **ForestTrustData** if the value of **RecordType** is one of the five values below.

| Name | Value |
| --- | --- |
| ForestTrustTopLevelName | 0 |
| ForestTrustTopLevelNameEx | 1 |
| ForestTrustDomainInfo | 2 |
| ForestTrustBinaryInfo | 3 |
| ForestTrustScannerInfo | 4 |

**Note:** The **ForestTrustBinaryInfo** and **ForestTrustScannerInfo** record types are also supported in Windows 11 v22H2 and later.

**ForestTrustData (variable):** Variable-length type-specific record, depending on the RecordType value, containing a specific type of data about the forest trust relationship.

**IMPORTANT NOTE:** The type-specific ForestTrustData record is not necessarily aligned to a 32-bit boundary. Each record starts at the byte following the RecordType field.

There are three different type-specific records. Depending on the value of the RecordType field, the structure of the type-specific record differs as follows:

* If RecordType = ForestTrustTopLevelName or RecordType = ForestTrustTopLevelNameEx, then the type-specific record is represented in the following manner.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| NameLen | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Name (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**NameLen:** Length, in bytes, of the following **Name** field.

**Name (variable):** The [**top level name (TLN)**](#gt_32f47965-1b4a-45e1-a960-4aadbb85b8b7) of the trusted forest, in [**UTF-8**](#gt_409411c4-b4ed-4ab6-b0ee-6d7815f85a35) format.

* If RecordType = ForestTrustDomainInfo, then the type-specific record is represented in the following manner. Note that the record contains the following structures one after another. It is important to note here that none of the data shown is necessarily aligned to 32-bit boundaries.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| SidLen | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Sid (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| DnsNameLen | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| DnsName (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| NetbiosNameLen | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| NetbiosName (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**SidLen:** Length, in bytes, of the following **Sid** field.

**Sid:** The SID of a domain in the trusted forest, specified as a SID structure, which is defined in [MS-DTYP] section 2.4.2.

**DnsNameLen:** Length, in bytes, of the following **DnsName** field.

**DnsName:** The DNS name of a domain in the trusted forest, in UTF-8 format.

**NetbiosNameLen:** Length, in bytes, of the following NetbiosName field.

**NetbiosName:** The NetBIOS name of a domain in the trusted forest, in UTF-8 format.

* If RecordType = ForestTrustScannerInfo, then the type-specific record is represented in the following manner. Note that the record contains the following structures one after another. It is important to note here that none of the data shown is necessarily aligned to 32-bit boundaries.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| BinaryDataLen | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| SubRecordType | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| SidLen | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Sid (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| DnsNameLen | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| DnsName (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| NetbiosNameLen | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| NetbiosName (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**BinaryDataLen:** Length, in bytes, of all remaining fields.

**SubRecordType:** MUST be ForestTrustScannerInfo.

**SidLen:** Length, in bytes, of the following **Sid** field. It is valid for this field to be zero which means that the **Sid** field is interpreted as empty.

**Sid:** The SID of a domain in the trusted forest, specified as a SID structure, which is defined in [MS-DTYP] section 2.4.2.

**DnsNameLen:** Length, in bytes, of the following **DnsName** field.

**DnsName:** The DNS name of a domain in the trusted forest, in UTF-8 format.

**NetbiosNameLen:** Length, in bytes, of the following NetbiosName field.

**NetbiosName:** The NetBIOS name of a domain in the trusted forest, in UTF-8 format.

* If RecordType is ForestTrustBinaryInfo or is not one of the other preceding values, the current version of the protocol does not define the behavior for the record data. The type-specific record is represented in the following manner.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| BinaryDataLen | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| SubRecordType | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| BinaryData (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**BinaryDataLen:** Length, in bytes, of the following **BinaryData** field.

**SubRecordType:** An 8-bit value specifying the type of record contained in this specific entry.

**BinaryData:** The record data. If the **BinarydataLen** field has a value other than 0, this field MUST NOT be NULL.

###### Building Well-Formed msDS-TrustForestTrustInfo Messages

The msDS-TrustForestTrustInfo [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) contains a String(Octet) with the data structures specified in the preceding sections. This attribute contains information about the namespaces that are served by a given [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62). For example, if forest a.com contains the [**domains**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) a.com, b.a.com, and c.a.com, then the msDS-TrustForestTrustInfo for a.com would contain the [**FQDN (2)**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e) and [**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4) names for each domain, as well as the [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) space served by each domain. This section details the rules that well-formed msDS-TrustForestTrustInfo messages must follow.

The msDS-TrustForestTrustInfo attribute is written on the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) for the trusting and trusted domains. Both the trusted and trusting forest have [**forest functional level**](#gt_b3240417-ca43-4901-90ec-fde55b32b3b8) DS\_BEHAVIOR\_WIN2003 or greater.

Some concepts are necessary to understand the algorithm that is used when validating this attribute.

**Namespaces**

Namespaces are meant to represent those NetBIOS, FQDN (2), or SID values that a trusted forest or domain [**claims**](#gt_d5c7aa9b-65be-4dd4-a686-cd5253eb203d).

[**Top Level Names (TLNs)**](#gt_32f47965-1b4a-45e1-a960-4aadbb85b8b7)

TLNs are an important concept when detecting and resolving conflicts in namespaces between different [**TDOs**](#gt_f2ceef4e-999b-4276-84cd-2e2829de5fc4), and for determining which forest owns a given namespace. A TLN really corresponds to a forest namespace, and in order to be enabled, the TLN must be unique among all TDOs. For example, the TLN for the forest example.com is example.com. Note that it is possible that the forest example.com could have another domain corresponding to an entirely different TLN (for example, mailservers.com), in which case two TLNs would need to be registered for the example.com forest. TLNs for a TDO are stored in records identified by the ForestTrustTopLevelName Record Type.

TLNs that must be excluded from a namespace are identified by the ForestTrustTopLevelNameEx RecordType. Exclusion becomes necessary if the namespaces of two forests collide (for example, the forests corp.mycompany.com and the forest hr.corp.mycompany.com). These exclusions are set administratively to ensure proper functioning of the domain.

**Superior/Subordinate Namespaces**

When evaluating all forest trusts, TLNs are expressed as FQDNs (2). Parsing the FQDN (2) allows the concept of superior and subordinate namespaces. For example, for the namespace sample.example.com, the superior namespace (and the TLN) is example.com. Similarly, the sample.example.com namespace is subordinate to the example.com namespace. This allows the routing mechanism to understand that the name sample.example.com is associated with the example.com namespace expressed in the TLN, as it is a subordinate.

**Enabled Records vs. Disabled Records**

During validation of the Records stored in the msDS-ForestTrustForestInfo, it is possible to have TLN or namespace conflicts. In these circumstances, the conflicting record is disabled. Namespace conflicts are determined using the Record Flags specified in the msDS-ForestTrustInfo data format definitions.

1. ForestTrustTopLevelName RecordType (0)

If the TDN / TDA / TDC Flags are present, then the name that is present in the TLN and its subordinate namespaces (as well as all domains whose FQDNs (2) are equal to or subordinate to the TLN) is not used for routing names or SIDs.

1. ForestTrustTopLevelNameEx RecordType (1)

If the TDN / TDA / TDC Flags are present, then the name that is present in the exclusion TLN is not used for exclusion purposes, and conflicts will be unresolved. All domains whose FQDNs (2) are equal to or subordinate to the exclusion TLN are not used for routing names or SIDs.

1. ForestTrustDomainInfo RecordType (2)

If the NDC or NDA Flags are set, then the NetBIOS name is excluded from routing for the NetBIOS name.

If the SDA or SDC Flags are set, then the entire domain and all domains whose FQDN (2) names are subordinate to the FQDN (2) name of that domain are excluded from name routing by SID, FQDN (2), or NetBIOS names. The entire subtree of the forest that is rooted at the affected domain is effectively not computed in the trust [**domain name**](#gt_45a1c9f1-0263-49a8-97c7-7aca1a99308c) mappings.

**msDS-TrustForestTrustInfo Validation**

When the TDO information for a domain is added or changed, or if the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) possessing the PDC [**FSMO role**](#gt_73841222-e9d8-4dc1-83a1-206c75f4f90f) in the [**root domain**](#gt_529c766b-af01-4bc8-b853-65fba6c704b3) of the forest is freshly started, every TDO with msDS-ForestTrustInfo attributes is validated against all other TDOs. The results of that validation are then rewritten to the DS and replicated to the other DCs in the domain. DCs that do not own the PDC FSMO role treat the attribute as READONLY and internally consistent.

Validation of the matrix of trusted domains and trusted forest information stored in msDS-ForestTrustInfo includes a mechanism to prevent name collisions. Manipulations of this attribute ensure that each namespace is only assigned to a single TDO. If any of the following rules are violated, the colliding RecordFlag is marked as disabled.

The rules for determining whether namespaces collide for ForestTrustDomainInfo Records are as follows:

1. Each SID corresponding to a domain in a trusted forest is unique among all TDOs and among all of the SIDs listed within the ForestTrustData Records. If not, the Record MUST have the SDC bit in the Record Flags.
2. Each SID for each domain in a trusted forest does not equal any SIDs within the domains of the local forest. If not, the Record MUST have the SDC bit in the Record Flags.
3. Each FQDN (2) corresponding to a domain in a trusted forest is unique among all TDOs and among all of the FQDNs (2) and TLNs listed within the ForestTrustData Records. If not, the Record MUST have the SDC bit in the Record Flags.
4. Each FQDN (2) for each domain in the trusted forest does not correspond to any FQDNs (2) within the domains from the local forest. If not, the Record MUST have the SDC bit in the Record Flags.
5. Each [**NetBIOS domain name**](#gt_f7f8efcc-c6d5-40f0-9605-c9d99c5a0b92) corresponding to a domain in a trusted forest is unique among all TDOs and among all of the NetBIOS domains listed within the Forest Trust Data records. If not, the Record MUST have the NDC bit in the Record Flags. For conflict resolution, the TDO with the alphabetically longest name is disabled.
6. Each NetBIOS name for each domain in the trusted forest does not equal any NetBIOS domain name within the domains of the local forest. If not, the Record MUST have the NDC bit in the Record Flags. Local forest NetBIOS names always take precedence over those of trusted forests.

The rules for determining whether namespaces collide for ForestTrustTopLevelName Records are as follows:

1. Each TLN corresponding to a domain in a trusted forest is unique among all TDOs, and among all of the FQDNs (2) and TLNs listed within the Forest Trust Data records. If not, the conflicting Record has the TDC bit in the Record Flags. For the sake of consistency, since the two TLNs are equal, the first TLN Record that is read is authoritative, and subsequent conflicting Records are disabled.
2. Each TLN for each domain in the trusted forest does not correspond to any FQDNs (2) within the domains from the local forest. If not, the Record has the TDC bit in the Record Flags.

ForestTrustTopLevelNameEx Records, by definition, cannot conflict.

Additionally, additions to msDS-TrustForestTrustInfo pass namespace consistency checks before the attribute is set. Any failures in the consistency checks cause the attempt to modify the msDS-TrustForestTrustInfo to fail. The following rules dictate the requirements that each trusted forest must match:

1. At least one ForestTrustTopLevelName TLN Record is specified for each msDS-TrustForestTrustInfo. It is possible for a forest to have more than one TLN if it contains additional TLNs.
2. All domains listed in the ForestTrustDomainInfo for a TDO are subordinate to the TLNs for that TDO.
3. All domains listed in the ForestTrustDomainInfo are not subordinate or superior to other TLNs unless an exclusion record for that TLN or domain is registered.

If all of the preceding tests pass, then the [**entry**](#gt_e0272034-98d8-4732-941e-8917a98c6afd) is written in binary format to the msDS-ForestTrustInfo, replicated, and honored by all DCs in the forest.

##### Computation of trustPosixOffset

When a new [**TDO**](#gt_f2ceef4e-999b-4276-84cd-2e2829de5fc4) is created, a POSIX offset is computed and assigned to the new TDO's trustPosixOffset [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f). This is done by retrieving the values of the trustPosixOffset attribute of all of the existing outgoing Windows [**trusts**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) (both TRUST\_TYPE\_UPLEVEL and TRUST\_TYPE\_DOWNLEVEL). These values are then sorted. Finally, the range of numbers is searched starting from 1, looking for the next unused valid POSIX offset. The selection process excludes the following values, which are reserved for well-known identities.

| Value | Description |
| --- | --- |
| 0x0800 | Reserved for [**built-in domain**](#gt_22904540-f2fb-470e-af48-ce1b0e9a02b8) |
| 0x4000 | Reserved for [**account domain**](#gt_b56f14e3-d874-48bc-837b-5e812ee1a96e) |
| 0xC000 | Reserved for primary [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) |

The selection process only happens on the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) that possesses the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) [**FSMO role**](#gt_73841222-e9d8-4dc1-83a1-206c75f4f90f). If the trust creation happens on another DC the trustPosixOffset value is set to 0 and is computed using the logic above when the TDO replicates to the PDC [**FSMO role owner**](#gt_de81e9fd-25f5-4e90-aadb-1d35c5e8a06b). This keeps TDOs from having matching POSIX offsets, which could result in collisions of UIDS and GIDS.

##### Mapping Logon SIDs to POSIX Identifiers

Logon [**SIDs**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) are assigned by the Windows logon process for each logon session and have the form S-1-5-5-X-Y, where X and Y are treated as a single LARGE\_INTEGER that is incremented for each logon session. POSIX offsets, as described in section [6.1.6.7.14](#Section_2ac85b30ce8e40babe10b624dfb17ee2), are not used during the logon SID to POSIX identifier mapping process. These SIDs are mapped to the constant POSIX ID 0xFFF.

##### Timers

###### Trust Secret Cycling

The keys used to validate [**trusts**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) periodically expire (typically every 30 days). This is performed by the [**Netlogon**](#gt_70771a5a-04a3-447d-981b-e03098808c32) service, which performs this operation when establishing the Secure Channel. Resetting the secure channel secret is discussed in [[MS-NRPC]](%5bMS-NRPC%5d.pdf#Section_ff8f970f3e3740f7bd4baf7336e4792f) section 3.5.4.4.5.

###### PDC Forest Trust Scanning

The PDC emulator FSMO role DC will periodically query and store information about trusting forests. See section [3.1.1.6.4](#Section_0904e645d35c431494d7a3a7b224d632).

##### Initialization

Despite being replicated normally between peer [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca), the process of creating or manipulating [**TDOs**](#gt_f2ceef4e-999b-4276-84cd-2e2829de5fc4) is specifically restricted to the LSA Policy APIs, as detailed in [[MS-LSAD]](%5bMS-LSAD%5d.pdf#Section_1b5471ef4c334a91b079dfcbb82f05cc) section 3.1.1.5. Unlike other [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in the DS, TDOs cannot be created or modified by client machines over the LDAPv3 transport. TDOs can be deleted by client machines over the LDAPv3 transport.

The following [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) manipulation [**remote procedure calls**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) specifically target TDOs and are responsible for creating the special properties detailed in section [6.1.6.7](#Section_c9efe39cf5f943e99479941c20d0e590). All are documented in [MS-LSAD] section 3.1.4.

* LsarCreateTrustedDomainEx()
* LsarDeleteTrustedDomain()
* LsarSetTrustedDomainInfoByName()
* LsarSetTrustedDomainInformation()

The preceding APIs enforce the following restrictions.

Each TDO corresponds to exactly one trusted domain. The [**FQDN (2)**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e), [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d), and [**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4) name set on the TDO all reference the same domain.

The server verifies that the trust is pointing either to a domain within the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) or a domain outside the forest. The check is performed by verifying whether any other domain within the forest has the SID, [**DNS name**](#gt_102a36e2-f66f-49e2-bee3-558736b2ecd5), or NetBIOS name matching the information being set. One of two options is legal:

1. SID, DNS name, and NetBIOS name all match the same domain within the forest.
2. No SID, DNS name, or NetBIOS name matches any domain within the forest.

Any other alternative (some information pointing inside the forest and some outside, or information pointing at different domains within the forest) is illegal and causes the server to fail the request.

An attempt by the requester to set the TRUST\_ATTRIBUTE\_FOREST\_TRANSITIVE bit in the trust [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the trusted domain object can only succeed if the domain is in a [**forest functional level**](#gt_b3240417-ca43-4901-90ec-fde55b32b3b8) of DS\_BEHAVIOR\_WIN2003 or greater and the server is a domain controller in the [**root domain**](#gt_529c766b-af01-4bc8-b853-65fba6c704b3) of the forest. Failing this, the server rejects the request and does not create the TDO.

An attempt by the requester to set the TRUST\_ATTRIBUTE\_CROSS\_ORGANIZATION bit in the trust attributes of the trusted domain object can only succeed if the domain is in a forest functional level of DS\_BEHAVIOR\_WIN2003 or greater. Failing this, the server rejects the request and does not create the TDO.

Neither TRUST\_ATTRIBUTE\_FOREST\_TRANSITIVE nor TRUST\_ATTRIBUTE\_CROSS\_ORGANIZATION bits are compatible with the TRUST\_ATTRIBUTE\_WITHIN\_FOREST bit. The server rejects invalid combinations of trust attributes and does not create the TDO.

[**Uplevel**](#gt_256573bc-807d-496f-b698-a5f9f4e59580) or [**downlevel trusts**](#gt_994a0264-ca27-4f00-82c7-52969526ceb9) that have TRUST\_DIRECTION\_OUTBOUND as one of the direction bits cannot have a SID of NULL. Attempts to set this combination of parameters cause the server to fail the request.

If the TRUST\_ATTRIBUTE\_FOREST\_TRANSITIVE bit is cleared from a TDO's trustAttributes attribute, all of the forest trust information on that TDO is removed from the TDO's msDS-TrustForestTrustInfo attribute.

#### Security Considerations for Implementers

Mechanisms of [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) depend on secure initialization. [[MS-LSAD]](%5bMS-LSAD%5d.pdf#Section_1b5471ef4c334a91b079dfcbb82f05cc) describes the secure trust creation system that is used by [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90). In this system, all creation and manipulation of [**TDOs**](#gt_f2ceef4e-999b-4276-84cd-2e2829de5fc4) takes place over a secure session transport, where the client has been authenticated, and sensitive trust information is not sent in the clear. Keys used for [**trust secrets**](#gt_21512d2e-0206-469a-a37b-a19850a6fdc3) are sufficiently strong to disallow brute force attacks on the cryptographic material used in cross-domain protocols.

### DynamicObject Requirements

[**Dynamic objects**](#gt_ea6b6f3f-6bed-4622-aaca-fd7df28badb9) are [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that are automatically deleted after a period of time. They are distinguished by the presence of the dynamicObject [**auxiliary class**](#gt_d881c624-8023-4bd6-b2df-f9af5e6f93bb) among their objectClass values. The intended time of deletion is specified by the msDS-Entry-Time-To-Die [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f).

The following requirements apply to dynamic objects:

* All of the dynamic object's descendants are dynamic objects.
* A dynamic object MUST be garbage collected when all of the following conditions are true:
  + The current time value is greater than or equal to its msDS-Entry-Time-To-Die attribute value.
  + It has no descendants.
* If a dynamic object has descendent objects and the msDS-Entry-Time-To-Die of the dynamic object is earlier than msDS-Entry-Time-To-Die of its descendant, then the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) MUST [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) the msDS-Entry-Time-To-Die of the object to be greater than the maximum msDS-Entry-Time-To-Die of its descendants. This update MUST occur before the current time reaches its original msDS-Entry-Time-To-Die value.
* [**NC replicas**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) do not contain objects with linked attribute values referencing deleted dynamic objects. In other words, when a dynamic object is deleted, any linked attribute values on other objects referencing it are removed.
* If any NC replicas contain other objects with nonlinked attribute values referencing deleted dynamic objects, those attribute values on those objects are retained. In other words, when a dynamic object is deleted, any nonlinked attribute values on other objects referencing it are not removed.
* The value of the entryTTL [**constructed attribute**](#gt_d848b035-c151-4fd8-88d9-9f152d053fee) is specified in section [3.1.1.4.5.12](#Section_442c225dba9c43c1ad0faaacaf59e346).

## Knowledge Consistency Checker

A server running [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) is part of a distributed system that performs [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb). The [**Knowledge Consistency Checker (KCC)**](#gt_c7d4f1f6-5285-4168-b21a-022f775a3f58) is a component that reduces the administrative burden of maintaining a functioning replication topology. Additional background is provided in section [3.1.1.1.13](#Section_27231c4091cc4883803e757ba1ee31c5).

### References

* DRS options bits: [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 5.41.
* instanceType bits: [MS-DRSR] section 5.91.
* repsFrom abstract attribute: [MS-DRSR] section 5.172.
* repsTo abstract attribute: [MS-DRSR] section 5.173.
* replUpToDateVector abstract attribute: [MS-DRSR] section 5.166.
* kCCFailedConnections and kCCFailedLinks variables: [MS-DRSR] sections 5.111 and 5.112.
* IDL\_DRSGetNCChanges method: [MS-DRSR] section 4.1.10.
* IDL\_DRSReplicaAdd method: [MS-DRSR] section 4.1.19.
* IDL\_DRSReplicaDel method: [MS-DRSR] section 4.1.20.
* IDL\_DRSReplicaModify method: [MS-DRSR] section 4.1.22.
* IDL\_DRSExecuteKCC method: [MS-DRSR] section 4.1.6.
* DWORD, [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) types: [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) sections 2.2 and 2.3.4.
* AmIRODC method: [MS-DRSR] section 5.7.

### Overview

The [**KCC**](#gt_c7d4f1f6-5285-4168-b21a-022f775a3f58) automates management of the [**NC replica graph**](#gt_7d6547d6-9a53-4046-8bac-5c49a86083c9) for each [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) in the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62). In doing so, it maintains the following requirements:

* There exists a path from each writable [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) to every other [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) (writable, read-only full, or read-only partial) of the same NC.
* No path from a writable replica to another writable replica passes through a read-only replica.
* For each [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef), the path from a writable replica to another writable replica utilizes only the [**RPC transport**](#gt_c2eeb200-3cd0-4916-966e-d7d6bff1737a) (never [**SMTP**](#gt_0678be67-e739-4e33-97fe-2b03b903a379) [[MS-SRPL]](%5bMS-SRPL%5d.pdf#Section_ec69eea50d5e428ab5bc66732aaeb866)).
* For each domain NC, the path from a writable replica to a read-only full replica utilizes only the RPC transport (never SMTP [MS-SRPL]).
* [**Replication latency**](#gt_2352e9b3-ae08-4b5f-8858-bbca4ff4dd97) is short between NC replicas on [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the same [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba), at the expense of additional [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) traffic within the site.
* Replication traffic between sites is low, at the expense of additional replication latency between sites.
* A state in which one or more DCs are offline or unreachable (temporarily or indefinitely) does not cause the replication latency across the remaining DCs to grow without bound.
* Edges between DCs in different sites constitute a least cost spanning tree for an administrator-defined cost metric.

The KCC performs this work in a sequence of tasks called a "run". These runs execute periodically and on receipt of an IDL\_DRSExecuteKCC request. The first periodic run of the Windows KCC begins 5 minutes after system startup. Subsequent runs execute such that the interval between the end of one run and the beginning of the next run is 15 minutes.

These tasks utilize the following inputs:

* Config NC [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca): crossRef, interSiteTransport, nTDSDSA, nTDSConnection, site, nTDSSiteSettings, siteLink, siteLinkBridge
* Abstract [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of NC replicas: repsFrom, repsTo
* Variables of DCs: kCCFailedConnections, kCCFailedLinks
* Current date/time

And produce or [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) the following:

* Config NC objects: nTDSConnection
* Abstract attributes of NC replicas: repsFrom, repsTo
* Variables of DCs: kCCFailedConnections, kCCFailedLinks

The KCC individual tasks are detailed in the remainder of this section, and are executed in the sequence in which they appear in this document. In summary, these tasks are:

* Refresh kCCFailedLinks and kCCFailedConnections.
* Create intra-site connections.
* Create inter-site connections.
* Remove unnecessary connections.
* Translate connections.
* Remove unnecessary kCCFailedLinks and kCCFailedConnections.

To simplify the task descriptions, the following concepts are used:

* An NC replica that "is present" on a DC. Given NC replica *r* of NC *n* and a DC with nTDSDSA object *o*, *r* "is present" on the DC if both of the following conditions is true:
  + *o*!hasMasterNCs contains *n* or *o*!msDS-hasFullReplicaNCs contains *n* or *o*!hasPartialReplicaNCs contains *n*.
  + One of the following two conditions is true:
    - *o*!msDS-HasInstantiatedNCs contains no value *v* where the [**dsname**](#gt_4d5e1f08-aa00-4dde-9411-7dd6e09ed85a) portion of *v* = *n*. (In this case *n* is in the process of being instantiated.)
    - *o*!msDS-HasInstantiatedNCs contains a value *v*, where the dsname part of *v* = *n*, and the binary part of *v* (DWORD in [**big-endian**](#gt_6f6f9e8e-5966-4727-8527-7e02fb864e7e) byte order) is an integer such that the IT\_NC\_GOING bit is clear. (In this case *n* is instantiated, and is not in the process of being uninstantiated.)
* An NC replica that "should be present" on a DC. Given NC replica *r* of NC *n* and a DC with nTDSDSA object *o*, *r* "should be present" on the DC if *r* is one of the following:
  + A writable replica of the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625), the [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450), or the DC's [**default NC**](#gt_adc2c434-9679-419f-8c8b-b8c234921ad3) on a writable DC.
  + A full read-only replica of the config NC, the schema NC, or the DC's default NC on an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870).
  + A writable replica of an [**application NC**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a) for which there exists a crossRef object *cr* such that *cr*!nCName = *n* and *cr*!msDS-NC-Replica-Locations contains a reference to *o*.
  + A full read-only replica of an application NC for which there exists a crossRef object *cr* such that *cr*!nCName = *n* and *cr.ms-DS-NC-RO-Replica-Locations* contains a reference to *o*.
  + If the DC is a [**GC server**](#gt_a5a99ce4-e206-42dc-8874-e103934c5b0d) (that is, if bit NTDSDSA\_OPT\_IS\_GC is set in *o*!options), a partial replica of a domain NC *n* such that *n* ≠ the DC's default NC, and there exists a crossRef object *cr* such that *cr*!nCName = *n*.
* An nTDSConnection object "implies" a tuple in the repsFrom abstract attribute of an NC replica (and a corresponding edge in an NC replica graph). An nTDSConnection object *cn* implies a tuple in *r*!repsFrom for NC replica *r* of NC *n* on the DC with nTDSDSA object *t*, if each of the following is true:
  + *cn* is a child of *t*.
  + *cn*!fromServer references an nTDSDSA object *s*.
  + An NC replica of *n* "is present" on *s*.
  + *r* "should be present" on *t*.
  + The NC replica on *s* is a full replica or *r* is a partial replica.
  + *n* is not a domain NC, or *r* is a partial replica, or *cn*!transportType has no value, or *cn*!transportType has an [**RDN**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9) of CN=IP.

#### Refresh kCCFailedLinks and kCCFailedConnections

This task refreshes and reconciles the contents of the *kCCFailedLinks* and *kCCFailedConnections* variables.

The [**KCC**](#gt_c7d4f1f6-5285-4168-b21a-022f775a3f58) [**updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) *kCCFailedLinks* by inspecting the repsFrom abstract [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) associated with each [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) on the [**local DC**](#gt_17b69a5a-adc1-4763-92cf-5e44f11abbe7). It first resets the *FailureCount* of each tuple in *kCCFailedLinks* to 0. Then, for each NC replica *r*, for each tuple *rf* in *r*!repsFrom, if *rf.consecutiveFailures* > 0:

* If a tuple *f* exists in *kCCFailedLinks* such that *f.UUIDDsa* = *rf.uuidDsa* and *f.FailureCount* ≠ 0:
  + Set *f.FailureCount* to MAX(*f.FailureCount*, *rf.consecutiveFailures*)
  + Set *f.TimeFirstFailure* to MIN(*f.TimeFirstFailure*, *rf.timeLastSuccess*)
  + Set *f.LastResult* to *rf.resultLastAttempt*
* If a tuple *f* exists in *kCCFailedLinks* such that *f.UUIDDsa* = *rf.uuidDsa* and *f.FailureCount* = 0:
  + Set *f.FailureCount* to *rf.consecutiveFailures*
  + Set *f.TimeFirstFailure* to *rf.timeLastSuccess*
  + Set *f.LastResult* to *rf.resultLastAttempt*
* If no tuple *f* exists in *kCCFailedLinks* such that *f.UUIDDsa* = *rf.uuidDsa*, add tuple *g* to *kCCFailedLinks* such that:
  + *g.UUIDDsa* = *rf.uuidDsa*
  + *g.FailureCount* = *rf.consecutiveFailures*
  + *g.TimeFirstFailure = rf.timeLastSuccess*
  + *g.LastResult = rf.resultLastAttempt*

For each tuple *k* in *kCCFailedConnections*, the KCC attempts to connect to that [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) by calling the IDL\_DRSBind method. If the method call is successful, the KCC removes *k* from *kCCFailedConnections*. Otherwise, it increments *k.FailureCount* by 1.

#### Intrasite Connection Creation

This task computes an [**NC replica graph**](#gt_7d6547d6-9a53-4046-8bac-5c49a86083c9) for each [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) that "should be present" on the [**local DC**](#gt_17b69a5a-adc1-4763-92cf-5e44f11abbe7). Then for each edge of the graph directed to an NC replica on the local DC, the [**KCC**](#gt_c7d4f1f6-5285-4168-b21a-022f775a3f58) reconciles its portion of the NC replica graph by creating an nTDSConnection [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) to "imply" that edge if one does not already exist.

If the [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) of the local DC has a [**site settings object**](#gt_956f8ab4-4aaa-47a0-b406-8bda9db70c1e) *o* and the NTDSSETTINGS\_OPT\_IS\_AUTO\_TOPOLOGY\_DISABLED bit is set in *o*!options, the KCC skips this task.

For each [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) *x* for which an NC replica "should be present" on the local DC, the KCC constructs an NC replica graph as follows:

* Let *R* be a sequence containing each writable [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) *f* of *x* such that *f* "is present" on a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) *s* satisfying the following criteria:
  + *s* is a writable DC other than the local DC.
  + *s* is in the same site as the local DC.
  + If *x* is a read-only full replica and *x* is a [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef), then the DC's functional level is at least DS\_BEHAVIOR\_WIN2008.
  + Bit NTDSSETTINGS\_OPT\_IS\_TOPL\_DETECT\_STALE\_DISABLED is set in the options [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the site settings object for the local DC's site, or no tuple *z* exists in the *kCCFailedLinks* or *kCCFailedConnections* variables such that *z.UUIDDsa* is the objectGUID of the nTDSDSA object for *s*, *z.FailureCount* > 0, and the current time - *z.TimeFirstFailure* > 2 hours.
* If a partial (not full) replica of *x* "should be present" on the local DC, append to *R* each partial replica *p* of *x* such that *p* "is present" on a DC *s* satisfying the same criteria defined above for full replica DCs.
* Append to *R* the NC replica that "should be present" on the local DC.
* Sort *R* in order of the value of the objectGUID attribute of the corresponding DC's nTDSDSA object. Let *r*i be the *i*'th NC replica in *R*, where 0 ≤ *i* < |*R*|.
* Add a node for each *r*i to the NC replica graph.
* Add an edge from *r*i to *r*i+1 for each 0 ≤ *i* < |*R*|-1 if *r*i is a full replica or *r*i+1 is a partial replica.
* Add an edge from *r*i+1 to *r*i for each 0 ≤ *i* < |*R*|-1 if *r*i+1 is a full replica or *r*i is a partial replica.
* Add an edge from *r*|R|-1 to *r*0 if *r*|R|-1 is a full replica or *r*0 is a partial replica.
* Add an edge from *r*0 to *r*|R|-1 if *r*0 is a full replica or *r*|R|-1 is a partial replica.

The KCC can create additional edges, but does not create more than 50 edges directed to a single DC. To optimize [**replication latency**](#gt_2352e9b3-ae08-4b5f-8858-bbca4ff4dd97) in sites with many NC replicas, the Windows KCC determines that each ri should have n+2 total edges directed to it such that n is the smallest non-negative integer satisfying |R| ≤ 2n2 + 6n + 7. For each existing nTDSConnection object implying an edge from rj of R to ri such that j ≠ i, an edge from rj to ri is not already in the graph, and the total edges directed to ri is less than n+2, the KCC adds that edge to the graph. The KCC then adds new edges directed to ri to bring the total edges to n+2, where the NC replica rk of R from which the edge is directed is chosen at random such that k ≠ i and an edge from rk to ri is not already in the graph.

For each edge directed to the NC replica that "should be present" on the local DC, the KCC determines whether an object *c* exists such that:

* *c* is a child of the local DC's nTDSDSA object.
* *c*!objectCategory = nTDSConnection
* Given the NC replica *r*i from which the edge is directed, *c*!fromServer is the [**dsname**](#gt_4d5e1f08-aa00-4dde-9411-7dd6e09ed85a) of the nTDSDSA object of the DC on which *r*i "is present".
* *c*!options does not contain NTDSCONN\_OPT\_RODC\_TOPOLOGY

If no such object *c* exists, the KCC adds an object *c* to the local DC's NC replica of the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625) such that it satisfies the above criteria and has the following additional attributes:

* *c*!objectClass contains nTDSConnection
* *c*!enabledConnection = true
* *c*!options = NTDSCONN\_OPT\_IS\_GENERATED
* *c*!systemFlags = FLAG\_CONFIG\_ALLOW\_RENAME + FLAG\_CONFIG\_ALLOW\_MOVE
* *c*!schedule = *z* : SCHEDULE, such that:
  + *z.Size* = 188
  + *z.Bandwidth* = 0
  + *z.NumberOfSchedules* = 1
  + *z.Schedules[0].Type* = 0
  + *z.Schedules[0].Offset* = 20
  + Byte offset 20 from *z* begins a stream of 168 bytes with value 0x01.

If the DC is a [**GC server**](#gt_a5a99ce4-e206-42dc-8874-e103934c5b0d), the KCC constructs an additional NC replica graph (and creates nTDSConnection objects) for the config NC as above, except that only NC replicas that "are present" on GC servers are added to *R*.

The DC repeats the NC replica graph computation and nTDSConnection creation for each of the NC replica graphs above, this time assuming that no DC has failed. It does so by re-executing the steps as if the bit NTDSSETTINGS\_OPT\_IS\_TOPL\_DETECT\_STALE\_DISABLED were set in the options attribute of the site settings object for the local DC's site.

The net result of each DC executing this distributed algorithm is the following set of overlapping rings:

* For each NC, a ring containing each full replica in the site.
* For each NC, a ring containing each NC replica (full or partial) in the site.
* A ring containing each GC server in the site.
* For each NC, a ring containing each full replica in the site that has not failed.
* For each NC, a ring containing each NC replica (full or partial) in the site that has not failed.
* A ring containing each GC server in the site that has not failed.

#### Intersite Connection Creation

This task computes an [**NC replica graph**](#gt_7d6547d6-9a53-4046-8bac-5c49a86083c9) for each [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) that "should be present" on the [**local DC**](#gt_17b69a5a-adc1-4763-92cf-5e44f11abbe7) or "is present" on any [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the same [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) as the local DC. For each edge directed to an NC replica on such a DC from an NC replica on a DC in another site, the [**KCC**](#gt_c7d4f1f6-5285-4168-b21a-022f775a3f58) reconciles its portion of the NC replica graph by creating an nTDSConnection [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) to "imply" that edge if one does not already exist.

If the site of the local DC has a [**site settings object**](#gt_956f8ab4-4aaa-47a0-b406-8bda9db70c1e) *o* and the NTDSSETTINGS\_OPT\_IS\_INTER\_SITE\_AUTO\_TOPOLOGY\_DISABLED bit is set in *o*!options, the KCC skips this task.

Like intrasite connection, intersite connection creation utilizes distributed algorithms—algorithms that rely upon each DC in the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) implementing the same algorithm and arriving at the same conclusions given the same inputs. However, the algorithms used for intersite connection creation are significantly more complex. Sufficient analysis of a given variation of this algorithm might yield that DCs implementing the variation are compatible with Windows DCs, but no such different-yet-compatible algorithm is known. To illustrate this point, consider the following simple example:

Assume a forest F that contains three DCs of the same [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) in three distinct sites—DC1 in Site1, DC2 in Site2, and DC3 in Site3—where siteLink objects exist specifying that each site is connected to the other two sites with the same cost. DC1 and DC2 execute one implementation of the KCC, and DC3 executes a different implementation.

DC1 and DC2 determine that the three sites should be connected by a minimum cost spanning tree rooted at site3: both DC1 and DC2 replicate [**updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) from DC3, assuming that DC3 replicates updates from DC1 and DC2.

DC3, because it is running a different implementation, determines that the three sites should be connected by a minimum cost spanning tree rooted at site1: DC3 replicates updates from DC1, assuming that DC2 replicates updates from DC1 and DC1 replicates updates from DC2 and DC3.

The minimum cost spanning trees chosen by all the DCs are equally valid. However, the fact that they did not arrive at the same conclusions results in a violation of the first requirement described in section [6.2.1](#Section_77c6b22c683342d4bdd73f96bf1c2396):

* DC1 replicates updates from DC3.
* DC3 replicates updates from DC1.
* DC2 replicates updates from DC3 (and therefore transitively receives updates from DC1).
* Neither DC1 nor DC2 replicates updates from DC2.

Slight variations in algorithms might result in similar failures that appear only when given specific, complex combinations of inputs. For this reason, these algorithms are described to a high level of detail, and implementers must carefully analyze any deviations from them.

##### ISTG Selection

First, the [**KCC**](#gt_c7d4f1f6-5285-4168-b21a-022f775a3f58) on a writable [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) determines whether it acts as an [**ISTG**](#gt_71641c1d-1938-4598-98f8-fecc69fd54d1) for its [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba).

* Let *s* be the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) such that *s*!lDAPDisplayName = nTDSDSA and classSchema in *s*!objectClass.
* Let *D* be the sequence of objects *o* in the site of the [**local DC**](#gt_17b69a5a-adc1-4763-92cf-5e44f11abbe7) such that *o*!objectCategory = *s*. *D* is sorted in ascending order by objectGUID.
* Let *o* be the [**site settings object**](#gt_956f8ab4-4aaa-47a0-b406-8bda9db70c1e) for the site of the local DC, or NULL if no such *o* exists.
* Let *f* be the duration *o*!interSiteTopologyFailover seconds, or 2 hours if *o*!interSiteTopologyFailover is 0 or has no value.
* If *o* ≠ NULL and *o*!interSiteTopologyGenerator is not the nTDSDSA object for the local DC and *o*!interSiteTopologyGenerator is an element *d*j of sequence *D*:
  + Let *c* be the cursor in the *pUpToDateVector* variable associated with the [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) of the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625) such that *c.uuidDsa = d*j!invocationId. If no such *c* exists *(No evidence of replication from current ITSG):*
    - Let *i*  = *j*.
    - Let *t* = 0.
  + Else if the current time < *c.timeLastSyncSuccess - f* (*Evidence of time sync problem on current ISTG*):
    - Let *i* = 0.
    - Let *t* = 0.
  + Else (*Evidence of replication from current ITSG)*:
    - Let *i* = *j*.
    - Let *t* = *c.timeLastSyncSuccess*.
* Otherwise (*Nominate local DC as ISTG*):
  + Let *i* be the integer such that *d*i is the nTDSDSA object for the local DC.
  + Let *t* = the current time.
* (*Compute a function that maintains the current ISTG if it is alive, cycles through other candidates if not*.) Let *k* be the integer (*i* + ((current time - *t*) / *o*!interSiteTopologyFailover)) MOD |*D*|.

The local writable DC acts as an ISTG for its site if and only if *d*k is the [**nTDSDSA object**](#gt_dc90b593-841f-4c6d-8032-b32e58e887a8) for the local DC. If the local DC does not act as an ISTG, the KCC skips the remainder of this task.

If the local DC does act as an ISTG and *o* exists but *o*!interSiteTopologyGenerator is not the [**dsname**](#gt_4d5e1f08-aa00-4dde-9411-7dd6e09ed85a) of the local DC's nTDSDSA object, the KCC performs an [**originating update**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20) to set *o*!interSiteTopologyGenerator to this value.

The KCC on an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870) always acts as an ISTG for itself.

##### Merge of kCCFailedLinks and kCCFailedLinks from Bridgeheads

The [**KCC**](#gt_c7d4f1f6-5285-4168-b21a-022f775a3f58) on a writable [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) attempts to merge the link and connection failure information from [**bridgehead DCs**](#gt_5faf2a98-3080-46ad-bfee-e787333a96e9) in its own [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) to help it identify failed bridgehead DCs.

For each nTDSDSA [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) *bh* with objectCategory nTDSDSA other than the [**local DC**](#gt_17b69a5a-adc1-4763-92cf-5e44f11abbe7) but in the local DC's site, if *bh* has a child nTDSConnection object *cn* such that *cn*!fromServer is a reference to an nTDSDSA object in a site other than the local DC's site, and *cn*! options does not contain NTDSCONN\_OPT\_RODC\_TOPOLOGY, the KCC adds the tuples from *bh*'s *kCCFailedConnections* and *kCCFailedLinks* to the tuples in those same variables on the local DC. It does so by calling in the sequence IDL\_DRSBind, IDL\_DRSGetReplInfo for DS\_REPL\_INFO\_KCC\_DSA\_CONNECT\_FAILURES, IDL\_DRSGetReplInfo for DS\_REPL\_INFO\_KCC\_DSA\_LINK\_FAILURES, and IDL\_DRSUnbind.

If any of these calls fails, the KCC adds a tuple for *bh*!objectGUID to *kCCFailedConnections*.

For each DS\_REPL\_KCC\_DSA\_FAILUREW *d* it receives, the KCC [**updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) its corresponding variable *v* (*kCCFailedLinks* for DS\_REPL\_INFO\_KCC\_DSA\_LINK\_FAILURES, *kCCFailedConnections* for DS\_REPL\_INFO\_KCC\_DSA\_CONNECT\_FAILURES) as follows:

* If a tuple *f* exists in *v* such that *f.UUIDDsa = d.uuidDsaObjGuid* and *f.FailureCount* ≠ 0:
  + Set *f.FailureCount* to MAX(*f.FailureCount, d.cNumFailures*)
  + Set *f.TimeFirstFailure* to MIN(*f.TimeFirstFailure, d.ftimeFirstFailure*)
  + Set *f.LastResult* to *d.dwLastResult*
* If a tuple *f* exists in *v* such that *f.UUIDDsa = d.uuidDsaObjGuid* and *f.FailureCount* = 0:
  + Set *f.FailureCount* to *d.cNumFailures*
  + Set *f.TimeFirstFailure* to *d.ftimeFirstFailure*
  + Set *f.LastResult* to *d.dwLastResult*
* If no tuple *f* exists in *v* such that *f.UUIDDsa = d.uuidDsaObjGuid*, add tuple *g* to *v* such that
  + *g.UUIDDsa = d.uuidDsaObjGuid*
  + *g.FailureCount = d.cNumFailures*
  + *g.TimeFirstFailure = d.ftimeFirstFailure*
  + *g.LastResult = d.dwLastResult*

##### Site Graph Concepts

For each [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) with an [**NC replica**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) that "should be present" on the [**local DC**](#gt_17b69a5a-adc1-4763-92cf-5e44f11abbe7) or "is present" on any [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the same [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) as the local DC, the [**KCC**](#gt_c7d4f1f6-5285-4168-b21a-022f775a3f58) constructs a site graph—a precursor to an [**NC replica graph**](#gt_7d6547d6-9a53-4046-8bac-5c49a86083c9). The site connectivity for a site graph is defined by [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) of class interSiteTransport, siteLink, and siteLinkBridge in the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625). The semantics of these objects are described in section [6.1](#Section_3a396e5621b442c5894664f25a03391e).

The pseudocode in the next section maps these objects and the various constraints on these objects as follows.

| KCC concept | Site graph concept |
| --- | --- |
| site | VERTEX |
| siteLink | MULTIEDGE |
| siteLinkBridge | MULTIEDGESET |
| interSiteTransport | MULTIEDGE.Type |
| A siteLink object can connect more than two sites. | All vertices in a MULTIEDGE are treated as a fully connected subgraph. |
| siteLink object [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f): cost, schedule, options, and replInterval. | MULTIEDGE properties in its ReplInfo field: Cost, Schedule, Options, and Interval. As paths are formed, this information is aggregated. |
| siteLink objects of different interSiteTransports objects co-exist in the same graph and compete based on cost. | MULTIEDGEs with differing Types co-exist in the graph and in the spanning tree. |
| Only the siteLink objects referenced by a siteLinkBridge can be combined together to form aggregated paths, with the vertices in common acting as routers. | MULTIEDGEs in a MULTIEDGESET are considered transitive. |
| NTDSTRANSPORT\_OPT\_BRIDGES\_REQUIRED bit in the options attribute of an interSiteTransport object. | If clear, a MULTIEDGESET is inferred that includes all MULTIEDGEs with the corresponding Type. |
| NTDSTRANSPORT\_OPT\_IGNORE\_SCHEDULES bit in the options attribute of an interSiteTransport object | If set, all MULTIEDGEs with the corresponding Type have a Schedule that is NULL. |
| For a given NC, a site can contain one or more writable [**replicas**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) and zero or more partial read-only replicas, zero writable replicas but one or more partial read-only replicas, or zero writable replicas and zero partial read-only replicas. | VERTEX.Color  VERTEX.Color is RED, BLACK, or WHITE, respectively. |
| A full replica cannot replicate from a partial replica. | No edge exists from a black vertex to a red vertex. |
| For each NC other than the config NC and the [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450), the path from a writable replica to another full replica utilizes only the [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) transport. | VERTEX.AcceptRedRed  VERTEX.AcceptBlack  If both vertices for a given edge are red, the edge's type must be in the AcceptRedRed set of both vertices.  If one or both vertices for a given edge are black, the edge's type must be in the AcceptBlack set of both vertices. |
| A site without a [**bridgehead DC**](#gt_5faf2a98-3080-46ad-bfee-e787333a96e9) for a particular transport cannot replicate [**updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) over that transport to or from DCs in other sites. | The vertex for such a site does not contain the corresponding type in its AcceptRedRed or AcceptBlack properties. |

##### Connection Creation

The methods described in this section calculate a spanning tree for each [**NC replica graph**](#gt_7d6547d6-9a53-4046-8bac-5c49a86083c9) and create corresponding nTDSConnection [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that "imply" the corresponding spanning tree edges.

This pseudocode utilizes a type SEQUENCE<X>, which is a sequence of values of a given type X. Values of type X can be appended to and removed from the sequence. If *s* is a value of type SEQUENCE<X>, *s*[*i*] is the *i*'th value in *s*, such that 0 ≤ *i* < |*s*|.

It also references the types DWORD and [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) from [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) sections 2.2 and 2.3.4.

###### Types

The following new types are used to represent and to evaluate [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) graphs:

1. /\*\*\*\*\* REPL\_INFO \*\*\*\*\*/
2. /\* Replication parameters of a graph edge. \*/
3. struct REPLINFO {
4. DWORD Cost; /\* Cost of network traffic between
5. \* vertices; lower is preferred. \*/
6. DWORD Interval; /\* Interval between replication attempts.
7. \*/
8. DWORD Options; /\* siteLink object options bits. \*/
9. SCHEDULE Schedule; /\* Schedule during which communication is
10. possible; NULL means "always". \*/
11. }
12. /\*\*\*\*\* COLOR \*\*\*\*\*/
13. /\* Color of a vertex. \*/
14. enum COLOR {
15. RED, /\* Site contains one or more full replicas. \*/
16. BLACK, /\* Site contains no full replicas but one or more
17. \* partial replicas. \*/
18. WHITE /\* Site contains no replicas. \*/
19. }
20. /\*\*\*\*\* VERTEX \*\*\*\*\*/
21. /\* A vertex in the site graph. \*/
22. struct VERTEX {
23. GUID ID; /\* objectGUID of corresponding site
24. \* object. \*/
25. SEQUENCE<GUID> EdgeIDs; /\* Edges currently being evaluated
26. \* for this vertex. \*/
27. COLOR Color; /\* Color of the vertex. \*/
28. SEQUENCE<GUID> AcceptRedRed; /\* Edge types accepted when both
29. \* vertices are RED. \*/
30. SEQUENCE<GUID> AcceptBlack; /\* Edge types accepted when one or
31. \* both vertices are BLACK. \*/
32. REPLINFO ReplInfo; /\* Replication parameters. \*/
33. int DistToRed; /\* Distance in the spanning tree
34. \* from this vertex to the nearest
35. \* red vertex. \*/
36. /\* Dijkstra data \*/
37. GUID RootID; /\* The ID of the closest RED or
38. \* BLACK vertex. \*/
39. bool Demoted; /\* TRUE if vertex should be treated
40. \* as if Color is WHITE. \*/
41. /\* Kruskal data \*/
42. GUID ComponentID; /\* The id of the graph component
43. \* this vertex is in. \*/
44. int ComponentIndex; /\* The index of the graph
45. component. \*/
46. }
47. /\*\*\*\*\* MULTIEDGE \*\*\*\*\*/
48. /\* Fully connected subgraph of vertices. \*/
49. struct MULTIEDGE {
50. GUID ID; /\* objectGUID of corresponding siteLink
51. \* object. \*/
52. SEQUENCE<GUID> VertexIDs; /\* IDs of connected vertices. \*/
53. GUID Type; /\* Type (interSiteTransport
54. \* objectGUID). \*/
55. REPLINFO ReplInfo; /\* Replication parameters. \*/
56. bool Directed; /\* TRUE if uni-directional, FALSE if
57. \* bi-directional \*/
58. }
59. /\*\*\*\*\* MULTIEDGESET \*\*\*\*\*/
60. /\* Set of transitively connected MULTIEDGEs. All edges within the set
61. \* have the same Type. \*/
62. struct MULTIEDGESET {
63. GUID ID; /\* objectGUID of corresponding
64. \* siteLinkBridge object. \*/
65. SEQUENCE<GUID> EdgeIDs; /\* IDs of connected edges. \*/
66. }
67. /\*\*\*\*\* GRAPH \*\*\*\*\*/
68. /\* A site graph. \*/
69. struct GRAPH {
70. SEQUENCE<VERTEX> Vertices; /\* All vertices, sorted by
71. \* ascending ID (site
72. \* objectGUID). \*/
73. SEQUENCE<MULTIEDGE> Edges; /\* All edges. \*/
74. SEQUENCE<MULTIEDGESET> EdgeSets; /\* All edge sets. \*/
75. }
76. /\*\*\*\*\* INTERNALEDGE \*\*\*\*\*/
77. /\* Path found in the graph between two non-WHITE vertices. \*/
78. struct INTERNALEDGE {
79. GUID V1ID, V2ID; /\* The endpoints of the path. \*/
80. bool RedRed; /\* TRUE if and only both endpoints are red. \*/
81. REPLINFO ReplInfo; /\* Combined replication info for the path. \*/
82. GUID Type; /\* All path edges must have same type. \*/
83. }

###### Main Entry Point

The CreateIntersiteConnections method is the beginning of the control flow. This method invokes the remainder of the methods, directly or indirectly.

1. /\*\*\*\*\* CreateIntersiteConnections \*\*\*\*\*/
2. /\* Computes an NC replica graph for each NC replica that "should be
3. \* present" on the local DC or "is present" on any DC in the same site
4. \* as the local DC. For each edge directed to an NC replica on such a
5. \* DC from an NC replica on a DC in another site, the KCC creates an
6. \* nTDSConnection object to imply that edge if one does not already
7. \* exist.
8. \*
9. \* OUT: keepConnections - A sequence of objectGUID values of
10. \* nTDSConnection objects for edges that are directed to the
11. \* local DC's site in one or more NC replica graphs.
12. \* RETURNS: TRUE if spanning trees were created for all NC replica
13. \* graphs, otherwise FALSE.
14. \*/
15. CreateIntersiteConnections(OUT SEQUENCE<GUID> keepConnections) : bool
16. {
17. LET allConnected be TRUE
18. SET keepConnections to an empty sequence of GUID
20. LET crossRefList be the set containing each object o of class
21. crossRef such that o is a child of the CN=Partitions child of the
22. config NC
23. FOR each crossRef object cr in crossRefList
24. IF cr!enabled has a value and is false, or if FLAG\_CR\_NTDS\_NC
25. is clear in cr!systemFlags, skip cr.
26. LET g be the GRAPH return of SetupGraph()
28. /\* Create nTDSConnection objects, routing replication traffic
29. \* around "failed" DCs. \*/
30. LET foundFailedDC be a Boolean variable
31. LET c be the Boolean return of CreateConnections(g, cr, TRUE,
32. keepConnections, foundFailedDC)
34. IF !c
35. SET allConnected to FALSE
36. IF foundFailedDC
37. /\* One or more failed DCs preclude use of the ideal NC
38. \* replica graph. Add connections for the ideal graph.
39. \*/
40. CALL CreateConnections(graph, cr, FALSE,
41. keepConnections, foundFailedDCs)
42. ENDIF
43. ENDIF
44. ENDFOR
46. RETURN allConnected
47. }

###### Site Graph Construction

The following methods construct the initial [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) graph, comprising the vertices, multi-edges, and multi-edge sets corresponding to the site, siteLink, and siteLinkBridge [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) (respectively) in the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625).

1. /\*\*\*\*\* SetupGraph \*\*\*\*\*/
2. /\* Set up a GRAPH, populated with a VERTEX for each site object, a
3. \* MULTIEDGE for each siteLink object, and a MUTLIEDGESET for each
4. \* siteLinkBridge object (or implied siteLinkBridge).
5. \*
6. \* RETURNS: A new graph. \*/
7. SetupGraph() : GRAPH
8. {
9. LET vertexIDs be the sequence containing the objectGUID of each
10. site object child of the CN=Sites child of the config NC
11. LET g be the GRAPH return of CreateGraph(vertexIDs)
12. LET localSite be the site object for the site of the local DC
14. FOR each interSiteTransport object t that is a child of the
15. CN=Inter-Site Transports child of the CN=Sites child of the config
16. NC
17. LET L be the set containing each siteLink object that is a
18. child of t
19. FOR each l in L
20. APPEND CreateEdge(t!objectGUID, l) to g.Edges
21. ENDFOR
22. IF NTDSTRANSPORT\_OPT\_BRIDGES\_REQUIRED bit is clear in
23. t!options and NTDSSETTINGS\_OPT\_W2K3\_BRIDGES\_REQUIRED bit is
24. clear in localSite!options
25. APPEND CreateAutoEdgeSet(g, t!objectGUID, L) to g.EdgeSets
26. ELSE
27. FOR each siteLinkBridge object b that is a child of t
28. APPEND CreateEdgeSet(g, t!objectGUID, b) to g.EdgeSets
29. ENDFOR
30. ENDIF
31. ENDFOR
32. RETURN g
33. }
34. /\*\*\*\*\* CreateGraph \*\*\*\*\*/
35. /\* Create a GRAPH instance.
36. \* IN: vertexIDs - Set containing the ID of each vertex to add to the
37. \* graph.
38. \* RETURNS: A new graph containing vertices with the specified IDs.
39. \*/
40. CreateGraph(IN SEQUENCE<GUID> vertexIDs) : GRAPH
41. {
42. LET g be a new GRAPH
43. SORT vertexIDs in ascending order of objectGUID
44. FOR each id in vertexIDs
45. LET v be a new VERTEX
46. SET v.ID to id
47. APPEND v to g.Vertices
48. ENDFOR
49. RETURN g
50. }
51. /\*\*\*\*\* CreateEdge \*\*\*\*\*/
52. /\* Create a MULTIEDGE instance.
53. \* IN: type - Type of edge to add.
54. \* IN: link - Corresponding siteLink object.
55. \* RETURNS: A new MULTIEDGE instance.
56. \*/
57. CreateEdge(IN GUID type, IN siteLink link) : MULTIEDGE
58. {
59. LET e be a new MULTIEDGE
60. SET e.ID to link!objectGUID
61. SET e.VertexIDs to be the set containing the objectGUID value of
62. each site referenced by link!siteList
63. SET e.ReplInfo.Cost to link!cost;
64. SET e.ReplInfo.Options to link!options
65. SET e.ReplInfo.Interval to link!replInterval
66. IF link!schedule has a value
67. SET e.ReplInfo.Schedule to link!schedule
68. ELSE
69. SET e.ReplInfo.Schedule to NULL
70. EndIF
71. SET e.Type to type
72. SET e.Directed to FALSE
73. RETURN e
74. }
75. /\*\*\*\*\* CreateAutoEdgeSet \*\*\*\*\*/
76. /\* Create a MULTIEDGESET instance containing edges for all siteLink
77. \* objects.
78. \* INOUT: g - Site graph.
79. \* IN: type - Type of edges being connected.
80. \* IN: L - All siteLink objects.
81. \* RETURNS: A new MULTIEDGESET instance.
82. \*/
83. CreateAutoEdgeSet(INOUT GRAPH g, IN GUID type,
84. IN SET OF siteLink L) : MULTIEDGESET
85. {
86. LET s be a new MULTIEDGESET
87. SET s.ID to NULL GUID
88. FOR each l in L
89. LET e be the edge in g.Edges such that e.ID = l!objectGUID
90. IF e.Type = type
91. APPEND l!objectGUID to s.EdgeIDs
92. ENDIF
93. ENDFOR
94. RETURN s
95. }
96. /\*\*\*\*\* CreateEdgeSet \*\*\*\*\*/
97. /\* Create a MULTIEDGESET instance.
98. \* INOUT: g - Site graph.
99. \* IN: type - Type of edges being connected.
100. \* IN: b - Corresponding siteLinkBridge object.
101. \* RETURNS: A new MULTIEDGESET instance.
102. \*/
103. CreateEdgeSet(INOUT GRAPH g, IN GUID type, IN siteLinkBridge b)
104. : MULTIEDGESET
105. {
106. LET s be a new MULTIEDGESET
107. SET e.ID to b!objectGUID
108. FOR each DSNAME l in b!siteLinkList
109. LET e be the edge in g.Edges such that e.ID = l!objectGUID
110. IF e.Type = type
111. APPEND l!objectGUID to s.EdgeIDs
112. ENDIF
113. ENDFOR
114. RETURN s
115. }
116. /\*\*\*\*\* ColorVertices \*\*\*\*\*/
117. /\* Color each vertex to indicate which kinds of NC replicas it
118. \* contains.
119. \* INOUT: g - Site graph.
120. \* IN: cr - crossRef for NC.
121. \* IN: detectFailedDCs - TRUE to detect failed DCs and route
122. \* replication traffic around them, FALSE to assume no DC
123. \* has failed.
124. \* RETURNS: TRUE if one or more failed DCs were detected,
125. \* otherwise FALSE.
126. \*/
127. ColorVertices(INOUT GRAPH g, IN crossRef cr,
128. IN bool detectFailedDCs) : bool
129. {
130. LET foundFailedDCs be FALSE
132. FOR each v in g.Vertices
133. LET s be the site object with objectGUID v.ID
134. IF s contains one or more DCs with full replicas of the NC
135. cr!nCName
136. SET v.Color to COLOR.RED
137. ELSEIF s contains one or more partial replicas of the NC
138. SET v.Color to COLOR.BLACK
139. ELSE
140. SET v.Color to COLOR.WHITE
141. ENDIF
142. ENDFOR
143. LET localSiteVertex be the vertex in graph.Vertices such that
144. localSiteVertex.ID = objectGUID of the local DC's site object
145. FOR each v in g.Vertices
146. FOR each interSiteTransport object t that is a child of the
147. CN=Inter-Site Transports child of the CN=Sites child of the
148. config NC
149. IF localSiteVertex.Color = COLOR.RED and t!name ≠ "IP"
150. and FLAG\_CR\_NTDS\_DOMAIN bit is set in cr!systemFlags
151. Skip t
152. ENDIF
153. IF no edge e exists in g.Edges such that e.VertexIDs
154. contains v.ID
155. Skip t
156. ENDIF
157. LET partialReplicaOkay be TRUE if and only if
158. localSiteVertex.Color = COLOR.BLACK
160. LET bh be the result of GetBridgeheadDC(
161. localSiteVertex.ID, cr, t, partialReplicaOkay,
162. detectFailedDCs)
163. IF bh = null
164. /\* No bridgehead DC is currently available. \*/
165. SET foundFailedDCs to TRUE
166. Skip t
167. ENDIF
168. APPEND t!objectGUID to v.AcceptRedRed
169. APPEND t!objectGUID to v.AcceptBlack
170. ENDFOR
171. ENDFOR
173. RETURN foundFailedDCs
174. }

###### Spanning Tree Computation

The following methods process the [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) graph and compute the minimum-cost spanning tree.

1. /\*\*\*\*\* GetSpanningTreeEdges \*\*\*\*\*/
2. /\* Calculate the spanning tree and return the edges that include the
3. \* vertex for the local site.
4. \* INOUT: g - Site graph.
5. \* OUT: componentCount - Set to the number of graph components
6. \* calculated by Kruskal's algorithm. If 1, all sites are
7. \* connected by a spanning tree. Otherwise, one or more sites
8. \* could not be connected in a spanning tree.
9. \* RETURNS: Edges that include the vertex for the local site.
10. \*/
11. GetSpanningTreeEdges(INOUT GRAPH g, OUT int componentCount)
12. : SET<MULTIEDGE>
13. {
14. /\* Phase I: Run Dijkstra's algorithm and build up a list of
15. \* internal edges, which are really just shortest-paths
16. \* connecting colored vertices.
17. \*/
18. LET internalEdges be an empty sequence of INTERNALEDGE
20. FOR each s in g.EdgeSets
21. LET edgeType be NULL GUID
22. FOR each v in g.Vertices
23. REMOVE all items from v.EdgeIDs
24. ENDFOR
26. FOR each edge e in g.Edges such that s.EdgeIDs contains e.ID
27. SET edgeType to e.Type
28. FOR each vertex v in g.Vertices such that e.VertexIDs
29. contains v.ID
30. APPEND e to v.Edges
31. ENDFOR
32. ENDFOR
34. /\* Run Dijkstra's algorithm with just the red vertices as
35. \* the roots \*/
36. CALL Dijkstra(g, edgeType, FALSE)
38. /\* Process the minimum-spanning forest built by Dijkstra,
39. \* and add any inter-tree edges to our list of internal
40. \* edges \*/
41. CALL ProcessEdgeSet(g, s, internalEdges)
43. /\* Run Dijkstra's algorithm with red and black vertices as
44. \* the root vertices \*/
45. CALL Dijkstra(g, edgeType, TRUE)
47. /\* Process the minimum-spanning forest built by Dijkstra,
48. \* and add any inter-tree edges to our list of internal
49. \* edges \*/
50. CALL ProcessEdgeSet(g, s, internalEdges)
51. ENDFOR
53. /\* Process the implicit empty edge set \*/
54. CALL SetupVertices(g)
55. CALL ProcessEdgeSet(g, NULL, internalEdges)
57. /\* Phase II: Run Kruskal's Algorithm on the internal edges. \*/
58. LET outputEdges be the result of Kruskal(g, internalEdges)
60. /\* Phase III: Post-process the output:
61. \* - Traverse tree structure to find one-way black-black edges
62. \* - Determine the component structure \*/
63. FOR each v in g.Vertices
64. IF v.Color = COLOR.RED
65. SET v.DistToRed to 0
66. ELSEIF there exists a path from v to a COLOR.RED vertex
67. SET v.DistToRed to the length of the shortest such path
68. ELSE
69. SET v.DistToRed to MAX DWORD
70. ENDIF
71. ENDFOR
72. SET componentCount to CountComponents(g)
73. LET stEdgeList be CopyOutputEdges(g, outputEdges)
75. RETURN stEdgeList
76. }
77. /\*\*\*\*\* GetBridgeheadDC \*\*\*\*\*/
78. /\* Get a bridghead DC.
79. \* IN: siteObjectGUID - objectGUID of the site object representing
80. \* the site for which a bridgehead DC is desired.
81. \* IN: cr - crossRef for NC to replicate.
82. \* IN: t - interSiteTransport object for replication traffic.
83. \* IN: partialReplicaOkay - TRUE if a DC containing a partial
84. \* replica or a full replica will suffice, FALSE if only
85. \* a full replica will suffice.
86. \* IN: detectFailedDCs - TRUE to detect failed DCs and route
87. \* replication traffic around them, FALSE to assume no DC
88. \* has failed.
89. \* RETURNS: nTDSDSA object for the selected bridgehead DC, or NULL if
90. \* none is available.
91. \*/
92. GetBridgeheadDC(IN GUID siteObjectGUID, IN crossRef cr,
93. IN interSiteTransport t, IN bool partialReplicaOkay,
94. IN bool detectFailedDCs) : nTDSDSA
95. {
96. LET bhs be the result of GetAllBridgeheadDCs(siteObjectGUID, cr,
97. t, partialReplicaOkay, detectFailedDCs)
99. IF bhs is empty
100. RETURN NULL
101. ELSE
102. RETURN bhs[0]
103. ENDIF
104. }
105. /\*\*\*\*\* GetAllBridgeheadDCs \*\*\*\*\*/
106. /\* Get all bridghead DCs satisfying the given criteria.
107. \* IN: siteObjectGUID - objectGUID of the site object representing
108. \* the site for which bridgehead DCs are desired.
109. \* IN: cr - crossRef for NC to replicate.
110. \* IN: t - interSiteTransport object for replication traffic.
111. \* IN: partialReplicaOkay - TRUE if a DC containing a partial
112. \* replica or a full replica will suffice, FALSE if only
113. \* a full replica will suffice.
114. \* IN: detectFailedDCs - TRUE to detect failed DCs and route
115. \* replication traffic around them, FALSE to assume no DC
116. \* has failed.
117. \* RETURNS: nTDSDSA objects for available bridgehead DCs.
118. \*/
119. GetAllBridgeheadDCs(IN GUID siteObjectGUID, IN crossRef cr,
120. IN interSiteTransport t, IN bool partialReplicaOkay,
121. IN bool detectFailedDCs) : SEQUENCE OF nTDSDSA
122. {
123. LET bhs be an empty sequence of nTDSDSA objects
124. LET s be the site object such that s!objectGUID = siteObjectGUID
125. LET k be an object such that
126. s!lDAPDisplayName = nTDSDSA and classSchema in s!objectClass
127. LET allDCsInSite be the sequence of objects o that are
128. descendants of s such that o!objectCategory = k
130. FOR each dc in allDCsInSite
131. IF t!bridgeheadServerListBL has one or more values and
132. t!bridgeheadServerListBL does not contain a reference to the
133. parent object of dc
134. Skip dc
135. ENDIF
137. IF dc is in the same site as the local DC
138. IF a replica of cr!nCName is not in the set of NC replicas
139. that "should be present" on dc or a partial replica of the
140. NC "should be present" but partialReplicaOkay = FALSE
141. Skip dc
142. ENDIF
143. ELSE
144. IF an NC replica of cr!nCName is not in the set of NC
145. replicas that "are present" on dc or a partial replica of
146. the NC "is present" but partialReplicaOkay = FALSE
147. Skip dc
148. ENDIF
149. ENDIF
151. IF AmIRODC() and cr!nCName corresponds to default NC then
152. Let dsaobj be the nTDSDSA object of the dc
153. IF dsaobj.msDS-Behavior-Version < DS\_BEHAVIOR\_WIN2008
154. Skip dc
155. ENDIF
156. ENDIF
158. IF t!name ≠ "IP" and the parent object of dc has no value for
159. the attribute specified by t!transportAddressAttribute
160. Skip dc
161. ENDIF
163. IF BridgeheadDCFailed(dc!objectGUID, detectFailedDCs) = TRUE
164. Skip dc
165. ENDIF
167. APPEND dc to bhs
168. ENDFOR
170. IF bit NTDSSETTINGS\_OPT\_IS\_RAND\_BH\_SELECTION\_DISABLED is set in
171. s!options
172. SORT bhs such that all GC servers precede DCs that are not GC
173. servers, and otherwise by ascending objectGUID
174. ELSE
175. SORT bhs in a random order
176. ENDIF
178. RETURN bhs
179. }
180. /\*\*\*\*\* BridgeheadDCFailed \*\*\*\*\*/
181. /\* Determine whether a given DC is known to be in a failed state.
182. \* IN: objectGUID - objectGUID of the DC's nTDSDSA object.
183. \* IN: detectFailedDCs - TRUE if and only if failed DC detection is
184. \* enabled.
185. \* RETURNS: TRUE if and only if the DC should be considered to be in a
186. \* failed state.
187. \*/
188. BridgeheadDCFailed(IN GUID objectGUID, IN bool detectFailedDCs) : bool
189. {
190. IF detectFailedDCs is FALSE
191. RETURN FALSE
192. ENDIF
193. IF bit NTDSSETTINGS\_OPT\_IS\_TOPL\_DETECT\_STALE\_DISABLED is set in
194. the options attribute of the site settings object for the local
195. DC's site
196. RETURN FALSE
197. ENDIF
198. IF a tuple z exists in the kCCFailedLinks or
199. kCCFailedConnections variables such that
200. z.UUIDDsa = objectGUID, z.FailureCount > 1, and
201. the current time - z.TimeFirstFailure > 2 hours
202. RETURN TRUE
203. ENDIF
204. RETURN FALSE
205. }
206. /\*\*\*\*\* SetupVertices \*\*\*\*\*/
207. /\* Setup the fields of the vertices that are relevant to Phase I
208. \* (Dijkstra's Algorithm). For each vertex, set up its cost,
209. \* root vertex, and component. This defines the shortest-path
210. \* forest structures.
211. \* INOUT: graph - Site graph.
212. \*/
213. SetupVertices(INOUT GRAPH g)
214. {
215. FOR each v in g.Vertices
216. IF v.Color = COLOR.WHITE
217. SET v.ReplInfo.Cost to MAX DWORD
218. SET v.RootID to NULL GUID
219. SET v.ComponentID to NULL GUID
220. ELSE
221. SET v.ReplInfo.Cost to 0
222. SET v.RootID to v.ID
223. SET v.ComponentID to v.ID
224. ENDIF
226. SET v.ReplInfo.Interval to 0
227. SET v.ReplInfo.Options to 0xFFFFFFFF
228. SET v.ReplInfo.Schedule to NULL
229. SET v.HeapLocation to STHEAP\_NOT\_IN\_HEAP
230. SET v.Demoted to FALSE
231. ENDFOR
232. }
233. /\*\*\*\*\* Dijkstra \*\*\*\*\*/
234. /\* Run Dijkstra's algorithm with the red (and possibly black) vertices
235. \* as the root vertices, and build up a shortest-path forest.
236. \* INOUT: g - Site graph.
237. \* IN: edgeType - Type of the edges in the current edge set.
238. \* IN: fIncludeBlack - If this is true, black vertices are also used
239. \* as roots.
240. \*/
241. Dijkstra(INOUT GRAPH g, IN GUID edgeType, IN bool fIncludeBlack)
242. {
243. LET vs be the result of SetupDijkstra(g, edgeType, fIncludeBlack)
244. WHILE vs is not empty
245. LET c be the least ReplInfo.Cost of any vertex in vs
246. LET u be the vertex in vs with the least ID of all
247. vertices with ReplInfo.Cost = c
248. REMOVE u from vs
250. FOR each e in g.Edges such that u.EdgeIDs contains e.ID
251. FOR each vertexId in e.VertexIDs
252. LET v be the vertex in g.Vertices such that v.ID =
253. vertexId
254. CALL TryNewPath(g, vs, u, e, v)
255. ENDFOR
256. ENDFOR
257. ENDWHILE
258. }
259. /\*\*\*\*\* SetupDijkstra \*\*\*\*\*/
260. /\* Build the initial sequence for use with Dijkstra's algorithm. It
261. \* will contain the red and black vertices as root vertices, unless
262. \* these vertices accept no edges of the current edgeType, or unless
263. \* black vertices are not being including.
264. \* INOUT: g - Site graph.
265. \* IN: edgeType - Type of the edges in the current edge set.
266. \* IN: fIncludeBlack - If this is true, black vertices are also used
267. \* as roots.
268. \* RETURNS: Sequence of vertices.
269. \*/
270. SetupDijkstra(INOUT GRAPH g, IN GUID edgeType, IN bool fIncludeBlack)
271. : SEQUENCE<VERTEX>
272. {
273. CALL SetupVertices(g)
274. LET vs be an empty sequence of VERTEX
275. FOR each v in g.Vertices
276. IF v.Color = COLOR.WHITE
277. Skip v
278. ENDIF
280. IF (v.Color = COLOR.BLACK and fIncludeBlack = FALSE) or
281. v.AcceptBlack does not contain edgeType or v.AcceptRedRed
282. does not contain edgeType
283. /\* If black vertices are not being allowing, or if this
284. \* vertex accepts neither red-red nor black edges, then
285. \* 'demote' it to a WHITE vertex for the purposes of Phase
286. \* I. Note that the 'Color' member of the vertex structure
287. \* is not changed. \*/
288. SET v.ReplInfo.Cost to MAX DWORD
289. SET v.RootID to NULL GUID
290. SET v.Demoted to TRUE
291. ELSE
292. APPEND v to vs
293. ENDIF
294. ENDFOR
296. RETURN vs
297. }
298. /\*\*\*\*\* TryNewPath \*\*\*\*\*/
299. /\* Helper function for Dijkstra's algorithm. A new path has been found
300. \* from a root vertex to vertex v. This path is (u->root, ..., u, v).
301. \* Edge e is the edge connecting u and v. If this new path is better
302. \* (in this case cheaper, or has a longer schedule), update v to use
303. \* the new path.
304. \* INOUT: g - Site graph.
305. \* INOUT: vs - Vertices being evaluated.
306. \* IN: u - Vertex connected by e to v.
307. \* IN: e - Edge between u and v.
308. \* INOUT: v - Vertex connected by e to u.
309. \*/
310. TryNewPath(INOUT GRAPH g, INOUT SEQUENCE<VERTEX> vs, IN VERTEX u,
311. IN MULTIEDGE e, INOUT VERTEX v)
312. {
313. LET newRI be an empty REPLINFO
314. LET fIntersect be the result of CombineReplInfo(g, u.ReplInfo,
315. Edge.ReplInfo, OUT newRI)
317. IF newRI.Cost > v->ReplInfo.Cost
318. RETURN
319. ENDIF
321. IF newRI.Cost < v.ReplInfo.Cost and fIntersect = FALSE
322. RETURN
323. ENDIF
325. LET newDuration be the total duration newRI.Schedule shows as
326. available
327. LET oldDuration be the total duration v.ReplInfo.Schedule shows as
328. available
330. IF newRI.cost < v.ReplInfo.Cost or newDuration > oldDuration
331. /\* The new path to v is either cheaper or has a longer
332. \* schedule. Update v with its new root vertex, cost, and
333. \* replication info. \*/
334. SET v.RootID to u.RootID
335. SET v.ComponentID to u.ComponentID
336. SET v.ReplInfo to newRI
337. APPEND v to vs
338. ENDIF
339. }
340. /\*\*\*\*\* CombineReplInfo \*\*\*\*\*/
341. /\* Merge schedules, replication intervals, options and costs.
342. \* INOUT: g - Site graph.
343. \* IN: a - Replication info to combine with b.
344. \* IN: b - Replication info to combine with a.
345. \* OUT: c - Combination of a and b.
346. \* RETURNS: TRUE if schedules intersect, FALSE if they don't.
347. \*/
348. CombineReplInfo(INOUT GRAPH g, IN REPLINFO a, IN REPLINFO b,
349. OUT REPLINFO c) : bool
350. {
351. LET s be the schedule that is the intersection of a.Schedule and
352. b.Schedule, such that a given time is available in c if and only
353. if that time is available in both a.Schedule and b.Schedule
355. IF s has no available time
356. RETURN FALSE
357. ENDIF
359. IF a.Cost + b.Cost overflows
360. SET c.Cost to MAX DWORD
361. ELSE
362. SET c.Cost to a.Cost + b.Cost
363. ENDIF
365. SET C.Interval to maximum of a.Interval and b.Interval
366. SET C.Options to a.Options BITWISE-AND b.Options
367. SET C.Schedule = s
369. RETURN TRUE
370. }
371. /\*\*\*\*\* ProcessEdgeSet \*\*\*\*\*/
372. /\* After running Dijkstra's algorithm to determine the shortest-path
373. \* forest, examine all edges in this edge set. Find all inter-tree
374. \* edges, from which to build the list of 'internal edges', which
375. \* will later be passed on to Kruskal's algorithm.
376. \* INOUT: g - Site graph.
377. \* IN: s - Edge set, or NULL for the implicit edge set with no edges.
378. \* INOUT: internalEdges - Sequence to which to add new internal edges.
379. \*/
380. ProcessEdgeSet(INOUT GRAPH g, IN MULTIEDGESET s,
381. INOUT SEQUENCE<INTERNALEDGE> internalEdges)
382. {
383. IF s = NULL
384. FOR each e in g.Edges
385. FOR each v in g.Vertices such that e.VertexIDs contains
386. v.ID
387. CALL CheckDemoteOneVertex(v, e.Type)
388. ENDFOR
389. CALL ProcessEdge(g, e, internalEdges)
390. FOR each v in g.Vertices such that e.VertexIDs contains
391. v.ID
392. CALL UndemoteOneVertex(v)
393. ENDFOR
394. ENDFOR
395. ELSE
396. FOR each e in g.Edges such s.EdgeIDs contains e.ID
397. CALL ProcessEdge(g, e, internalEdges)
398. ENDFOR
399. ENDIF
400. }
401. /\*\*\*\*\* CheckDemoteOneVertex \*\*\*\*\*/
402. /\* Demote one vertex if necessary
403. \* INOUT: v - Vertex to check and possibly demote.
404. \* IN: edgeType - Type of edge being processed.
405. \*/
406. CheckDemoteOneVertex(INOUT VERTEX v, IN GUID edgeType)
407. {
408. IF v.Color = COLOR.WHITE
409. RETURN
410. ENDIF
412. IF v.AcceptBlack does not contain edgeType and v.AcceptRedRed does
413. not contain edgeType
414. /\* If this vertex accepts neither red-red nor black edges,
415. \* then 'demote' it to a WHITE vertex for the purposes of
416. \* Phase I. Note that the 'Color' member of the vertex
417. \* structure is not changed. \*/
418. SET v.ReplInfo.Cost to MAX DWORD
419. SET v.RootID to NULL GUID
420. SET v.Demoted to TRUE
421. ENDIF
422. }
423. /\*\*\*\* UndemoteOneVertex \*\*\*\*\*\*/
424. /\* Clear the demoted state of a vertex
425. \* INOUT: v - Vertex to 'undemote'.
426. \*/
427. UndemoteOneVertex(INOUT VERTEX v)
428. {
429. IF v.Color = COLOR.WHITE
430. RETURN
431. ENDIF
433. SET v.ReplInfo.Cost to 0
434. SET v.RootID to v.ID
435. SET v.Demoted to FALSE
436. }
437. /\*\*\*\*\* ProcessEdge \*\*\*\*\*/
438. /\* After running Dijkstra's algorithm, this function examines a
439. \* multi-edge and adds internal edges between every tree connected by
440. \* this edge.
441. \* INOUT: g - Site graph.
442. \* IN: e - Multi-edge to examine.
443. \* INOUT: internalEdges - Sequence to which to add any new internal
444. \* edges.
445. \*/
446. ProcessEdge(INOUT GRAPH g, IN MULTIEDGE e,
447. INOUT SEQUENCE<INTERNALEDGE> internalEdges)
448. {
449. /\* Find the best vertex to be the 'root' of this multi-edge. \*/
450. LET vs be a sequence containing each vertex v such that
451. e.VertexIDs contains v.ID
453. SORT vs such that RED vertices precede BLACK vertices, a vertex
454. with lower ReplInfo.Cost precedes a vertex with higher
455. ReplInfo.Cost if both vertices have the same Color, and a vertex
456. with a lower ID precedes a vertex with higher ID if both vertices
457. have the same Color and ReplInfo.Cost
459. LET bestV be vs[0]
461. /\* Add to internalEdges an edge from every colored vertex to
462. bestV.\*/
463. FOR each vertex v in g.Vertices such that e.VertexIDs contains v
464. IF v.ComponentID ≠ NULL GUID and v.RootID ≠ NULL GUID
465. Skip v
466. ENDIF
468. /\* Only add this edge if it is a valid inter-tree edge.
469. \* (The two vertices must be reachable from the root vertices,
470. \* and in different components.) \*/
471. IF bestV.ComponentID ≠ NULL GUID and bestV.RootID ≠ NULL GUID
472. and v.ComponentID ≠ NULL GUID and bestV.RootID ≠ NULL GUID
473. and bestV.ComponentID ≠ v.ComponentID
474. CALL AddIntEdge(g, internalEdges, e, bestV, v)
475. ENDIF
476. ENDFOR
477. }
478. /\*\*\*\*\* AddIntEdge \*\*\*\*\*/
479. /\* Add an edge to the list of edges that will be processed with
480. \* Kruskal's.
481. \* The endpoints are in fact the roots of the vertices to pass in, so
482. \* the endpoints are always colored vertices.
483. \* INOUT: g - Site graph.
484. \* INOUT: internalEdges - Sequence to which to add the new internal
485. \* edge.
486. \* IN: e - Existing edge being examined.
487. \* IN: v1 - Vertex to connect with new internal edge.
488. \* IN: v2 - Vertex to connect with new internal edge.
489. \*/
490. AddIntEdge(INOUT GRAPH g, INOUT SEQUENCE<INTERNALEDGE> internalEdges,
491. IN MULTIEDGE e, IN VERTEX v1, IN VERTEX v2)
492. {
493. /\* The edge that is passed on to Kruskal's algorithm actually goes
494. \* between the roots of the two shortest-path trees. \*/
495. LET root1 be the vertex in g.Vertices such that root1.ID =
496. v1.RootID
497. LET root2 be the vertex in g.Vertices such that root2.ID =
498. v2.RootID
500. /\* Check if both endpoints will allow this type of edge \*/
501. IF root1.Color = COLOR.RED and root2.Color = COLOR.RED
502. LET redRed be TRUE
503. ELSE
504. LET redRed be FALSE
505. ENDIF
507. IF redRed = TRUE
508. IF root1.AcceptRedRed does not contain e.Type or
509. root2.AcceptRedRed does not contain e.Type
510. RETURN
511. ENDIF
512. ELSE
513. IF root1.AcceptBlack does not contain e.Type or
514. root2.AcceptBlack does not contain e.Type
515. RETURN
516. ENDIF
517. ENDIF
519. /\* Combine the schedules of the path from root1 to v1, root2 to
520. \* v2, and edge e \*/
521. LET ri be an empty REPLINFO
522. LET ri2 be an empty REPLINFO
523. IF CombineReplInfo(g, v1.ReplInfo, v2.ReplInfo, OUT ri) = FALSE
524. or CombineReplInfo(g, ri, e.ReplInfo, OUT ri2) = FALSE
525. RETURN
526. ENDIF
528. /\* Set up the internal simple edge from root1 to root2 \*/
529. LET newIntEdge be an empty INTERNALEDGE
530. SET newIntEdge.V1ID to root1.ID
531. SET newIntEdge.V2ID to root2.ID
532. SET newIntEdge.RedRed to redRed
533. SET newIntEdge.ReplInfo to ri2
534. SET newIntEdge.Type to e.Type
536. /\* Sort newIntEdge's vertices by ID \*/
537. IF newIntEdge.V1ID > newIntEdge.V2ID
538. Swap newIntEdge.V1ID and newIntEdge.V2ID
539. ENDIF
541. IF internalEdges does not contain an INTERNALEDGE that is
542. identical to newIntEdge
543. APPEND newIntEdge to internalEdges
544. ENDIF
545. }
546. /\*\*\*\*\* Kruskal \*\*\*\*\*/
547. /\* Run Kruskal's minimum-cost spanning tree algorithm on the internal
548. \* edges (that represent shortest paths in the original graph between
549. \* colored vertices).
550. \* INOUT: g - Site graph.
551. \* INOUT: internalEdges - Edges between trees.
552. \* RETURNS: Spanning tree edges for the vertex representing the local
553. \* DC's site.
554. \*/
555. Kruskal(INOUT GRAPH g, INOUT SEQUENCE<INTERNALEDGE> internalEdges)
556. : SEQUENCE<MULTIEDGE>
557. {
558. FOR each v in g.Vertices
559. REMOVE all items from v.EdgeIDs
560. ENDFOR
562. SORT internalEdges by (descending RedRed, ascending ReplInfo.Cost,
563. descending available time in ReplInfo.Schedule, ascending V1ID,
564. ascending V2ID, ascending Type)
566. LET numExpectedTreeEdges be the count of vertices v in g.Vertices
567. such that v.Color = COLOR.RED or v.Color = COLOR.WHITE
568. LET cSTEdges be 0
569. LET outputEdges be an empty sequence of MULTIEDGE
571. WHILE internalEdges is not empty and cSTEdges <
572. numExpectedTreeEdges
573. LET e be internalEdges[0]
575. /\* Cycles in the spanning tree must be prevented. If edge e
576. \* is to be added, its endpoints must be in different
577. \* components. \*/
578. LET comp1 be the return of GetComponentID(g, e.V1ID)
579. LET comp2 be the return of GetComponentID(g, e.V2ID)
580. IF comp1 ≠ comp2
581. /\* Add spanning tree edge. \*/
582. INCREMENT cSTEdges by 1
583. CALL AddOutEdge(g, outputEdges, e)
585. /\* Combine the two connected components. \*/
586. LET v be the vertex in g.Vertices such that v.ID = comp1
587. SET v.ComponentID to comp2
588. ENDIF
590. REMOVE e from internalEdges
591. ENDWHILE
593. RETURN outputEdges
594. }
595. /\*\*\*\*\* GetComponentID \*\*\*\*\*/
596. /\* Returns the id of the component containing vertex v by traversing
597. \* the up-tree implied by the component pointers.
598. \* INOUT: g - Site graph.
599. \* INOUT: v - Vertex for which the component ID is desired.
600. \* RETURNS: The component ID of v.
601. \*/
602. GetComponentID(INOUT GRAPH g, INOUT VERTEX v) : GUID
603. {
604. /\* Find root of the up-tree created by component pointers \*/
605. LET u be v
606. WHILE u.ComponentID ≠ u.ID
607. LET id be u.ComponentID
608. SET u to the vertex in g.Vertices such that u.ID = id
609. ENDWHILE
610. LET root be u.ID
612. /\* Compress the path to the root \*/
613. SET u to v
614. WHILE u.ComponentID ≠ u.ID
615. LET id be u.ComponentID
616. LET w be the vertex in g.Vertices such that w.ID = id
617. SET u.ComponentID to root
618. SET u to w
619. ENDWHILE
621. RETURN root
622. }
623. /\*\*\*\*\* AddOutEdge \*\*\*\*\*/
624. /\* A new edge, e, has been found for the spanning tree edge. Add this
625. \* edge to the list of output edges.
626. \* INOUT: g - Site graph.
627. \* INOUT: outputEdges - Sequence to which to add the output edge.
628. \* IN: e - Edge to add.
629. \*/
630. AddOutEdge(INOUT GRAPH g, INOUT SEQUENCE<MULTIEDGE> outputEdges,
631. IN INTERNALEDGE e)
632. {
633. LET v1 be the vertex in g.Vertices such that v1.ID = e.V1ID
634. LET v2 be the vertex in g.Vertices such that v2.ID = e.V2ID
636. /\* Create an output multi edge \*/
637. LET ee be an empty MULTIEDGE
638. SET ee.Directed to FALSE
639. APPEND v1.ID to ee.VertexIDs
640. APPEND v2.ID to ee.VertexIDs
641. SET ee.Type to e.Type
642. SET ee.ReplInfo to e.ReplInfo
643. APPEND ee to outputEdges
645. /\* Also add this new spanning-tree edge to the edge lists of
646. \* its endpoints. \*/
647. APPEND ee to v1.EdgeIDs
648. APPEND ee to v2.EdgeIDs
649. }
650. /\*\*\*\*\* CountComponents \*\*\*\*\*/
651. /\* Count the number of components. A component is considered to be a
652. \* bunch of colored vertices that are connected by the spanning tree.
653. \* Vertices whose component id is the same as their vertex id are the
654. \* root of a connected component.
655. \*
656. \* When a root of a component has been found, record its 'component
657. \* index'. The component indices are a contiguous sequence of numbers
658. \* that uniquely identify a component.
659. \*
660. \* INOUT: g - Site graph.
661. \* RETURNS: Number of components.
662. \*/
663. CountComponents(INOUT GRAPH g) : int
664. {
665. LET numComponents be 0
666. FOR each v in g.Vertices
667. IF v.Color = COLOR.WHITE
668. Skip v
669. ENDIF
671. LET compId be the result of GetComponentID(g, v)
672. IF compId = v.ID
673. /\* It's a component root \*/
674. SET v.ComponentIndex to numComponents
675. Increment numComponents by 1
676. ENDIF
677. ENDFOR
679. RETURN numComponents
680. }
681. /\*\*\*\*\* CopyOutputEdges \*\*\*\*\*/
682. /\* Copy all spanning tree edges from outputEdges that contain the
683. \* vertex for DCs in the local DC's site.
684. \* INOUT: g - Site graph.
685. \* IN: outputEdges - All spanning tree edges.
686. \* RETURNS: Spanning tree edges for DCs in the local DC's site.
687. \*/
688. CopyOutputEdges(INOUT GRAPH g, IN SEQUENCE<MULTIEDGE> outputEdges)
689. : SEQUENCE<MULTIEDGE>
690. {
691. LET s be an empty sequence of MULTIEDGE
692. LET vid be the objectGUID of site object for the local DC's site
693. FOR each e in outputEdges
694. LET v be the vertex in g.Vertices such that v.ID =
695. e.VertexIDs[0]
696. LET w be the vertex in g.Vertices such that w.ID =
697. e.VertexIDs[1]
699. IF v.ID = vid or w.ID = vid
700. /\* Check if this edge meets the criteria of a 'directed
701. \* edge'. \*/
702. IF (v.Color = COLOR.BLACK or w.Color = COLOR.BLACK) and
703. v.DistToRed ≠ MAX DWORD
704. SET e.Directed to TRUE
706. /\* Swap the vertices so that e->vertexNames[0] is
707. \* closer to a red vertex than e->vertexNames[1]. \*/
708. IF w.DistToRed < v.DistToRed
709. Swap e.VertexIDs[0] and e.VertexIDs[1]
710. ENDIF
711. ENDIF
713. APPEND e to s
714. ENDIF
715. ENDFOR
717. RETURN s
718. }

###### nTDSConnection Creation

The following methods create nTDSConnection [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) to "imply" the minimum-cost spanning tree edges for which no nTDSConnection objects yet exist.

1. /\*\*\*\*\* CreateConnections \*\*\*\*\*/
2. /\* Construct an NC replica graph for the NC identified by the given
3. \* crossRef, then create any additional nTDSConnection objects
4. \* required.
5. \*
6. \* INOUT: g - Site graph.
7. \* IN: cr - crossRef object for NC.
8. \* IN: detectFailedDCs - TRUE to detect failed DCs and route
9. \* replication traffic around them, FALSE to assume no DC
10. \* has failed.
11. \* INOUT: keepConnections - Sequence to which to add any connections
12. \* deemed to be "in use".
13. \* OUT: foundFailedDCs - Set to TRUE if one or more failed DCs
14. \* were detected, otherwise set to FALSE.
15. \* RETURNS: TRUE if the resulting NC replica graph connects
16. \* all sites that need to be connected.
17. \*/
18. CreateConnections(INOUT GRAPH g, IN crossRef cr,
19. IN bool detectFailedDCs, INOUT SEQUENCE<GUID> keepConnections,
20. OUT bool foundFailedDCs) : bool
21. {
22. LET connected be a bool, initialized to true
23. SET foundFailedDCs to the return of ColorVertices(g, cr,
24. detectFailedDCs)
25. LET localSiteVertex be the vertex in g.Vertices such that
26. localSiteVertex.ID is the objectGUID of the local DC's site object
27. IF localSiteVertex.Color = COLOR.WHITE
28. /\* No NC replicas for this NC in the site of the local DC,
29. \* so no nTDSConnection objects need be created. \*/
30. return TRUE
31. ENDIF
32. LET componentCount be an integer
33. LET edges be the sequence of MULTIEDGE returned by
34. LET stEdgeList be the result of GetSpanningTreeEdges(graph,
35. OUT componentCount)
36. IF componentCount > 1
37. /\* Not all sites could be connected by the spanning tree. \*/
38. SET connected to false
39. ENDIF
40. LET partialReplicaOkay be TRUE if and only if
41. localSiteVertex.Color = COLOR.BLACK
42. FOR each edge e in stEdgeList
43. /\* Ignore directed edges not directed to our site. \*/
44. IF e.Directed and e.VertexIDs[1] ≠ localSiteVertex.ID
45. Skip e
46. ENDIF
47. IF e.VertexIDs[0] = localSiteVertex.ID
48. LET otherSiteVertex be the vertex in g.Vertices such that
49. otherSiteVertex.ID = e.VertexIDs[1]
50. ELSE
51. LET otherSiteVertex be the vertex in g.Vertices such that
52. otherSiteVertex.ID = e.VertexIDs[0]
53. ENDIF
54. LET t be the interSiteTransport object with objectGUID e.Type
55. LET rbh be the result of GetBridgeheadDC(otherSiteVertex.ID,
56. cr, t, partialReplicaOkay, detectFailedDCs)
57. /\* RODC acts as an BH for itself \*/
58. IF AmIRODC() then
59. LET lbh be the nTDSDSA object of the local DC
60. ELSE
61. LET lbh be the result of GetBridgeheadDC(localSiteVertex.ID,
62. cr, t, partialReplicaOkay, detectFailedDCs)
63. ENDIF
64. LET sched be a new SCHEDULE such that the first available time
65. is that of e.ReplInfo.Schedule and each subsequent available
66. time is e.ReplInfo.Interval minutes after the previous
67. available time
69. CALL CreateConnection(cr, rbh, t, lbh, e.ReplInfo, sched,
70. detectFailedDCs, partialReplicaOkay, keepConnections)
71. ENDFOR
72. RETURN connected
73. }
74. /\*\*\*\*\* CreateConnection \*\*\*\*\*/
75. /\* Create an nTDSConnection object with the given parameters if one
76. \* does not already exist.
77. \* IN: cr - crossRef object for the NC to replicate.
78. \* IN: rbh - nTDSDSA object for DC to act as the IDL\_DRSGetNCChanges
79. \* server (which is in a site other than the local DC's site).
80. \* IN: t - interSiteTransport object for the transport to use for
81. \* replication traffic.
82. \* IN: lbh - nTDSDSA object for DC to act as the IDL\_DRSGetNCChanges
83. \* client (which is in the local DC's site).
84. \* IN: ri - Replication parameters (aggregated siteLink options, etc.)
85. \* IN: sch - Schedule specifying the times at which to begin
86. \* replicating.
87. \* IN: detectFailedDCs - TRUE to detect failed DCs and route
88. \* replication traffic around them, FALSE to assume no DC
89. \* has failed.
90. \* IN: partialReplicaOkay - TRUE if bridgehead DCs containing partial
91. \* replicas of the NC are acceptable.
92. \* INOUT: keepConnections - Sequence to which to add any connections
93. \* deemed to be "in use".
94. \*/
95. CreateConnection(IN crossRef cr, IN nTDSDSA rbh,
96. IN interSiteTransport t, IN nTDSDSA lbh, IN REPLINFO ri,
97. IN SCHEDULE sch, IN bool detectFailedDCs, IN bool partialReplicaOkay,
98. INOUT SEQUENCE<GUID> keepConnections)
99. {
100. LET rsiteGuid be the objectGUID of the site object ancestor of rbh
101. LET lsiteGuid be the objectGUID of the site object ancestor of lbh
103. LET rbhsAll be the result of GetAllBridgeheadDCs(rsiteGuid, cr,
104. t, partialReplicaOkay, FALSE)
105. LET lbhsAll be the result of GetAllBridgeheadDCs(lsiteGuid, cr,
106. t, partialReplicaOkay, FALSE)
108. FOR each nTDSConnection object cn such that the parent of cn is
109. a DC in lbhsAll and cn!fromServer references a DC in rbhsAll
110. IF bit NTDSCONN\_OPT\_IS\_GENERATED is set in cn!options and
111. NTDSCONN\_OPT\_RODC\_TOPOLOGY is clear in cn!options and
112. cn!transportType references t
113. IF bit NTDSCONN\_OPT\_USER\_OWNED\_SCHEDULE is clear in
114. cn!options and cn!schedule ≠ sch
115. Perform an originating update to set cn!schedule to sch
116. ENDIF
117. IF bits NTDSCONN\_OPT\_OVERRIDE\_NOTIFY\_DEFAULT and
118. NTDSCONN\_OPT\_USE\_NOTIFY are set in cn
119. IF bit NTDSSITELINK\_OPT\_USE\_NOTIFY is clear in
120. ri.Options
121. Perform an originating update to clear bits
122. NTDSCONN\_OPT\_OVERRIDE\_NOTIFY\_DEFAULT and
123. NTDSCONN\_OPT\_USE\_NOTIFY in cn!options
124. ENDIF
125. ELSE
126. IF bit NTDSSITELINK\_OPT\_USE\_NOTIFY is set in
127. ri.Options
128. Perform an originating update to set bits
129. NTDSCONN\_OPT\_OVERRIDE\_NOTIFY\_DEFAULT and
130. NTDSCONN\_OPT\_USE\_NOTIFY in cn!options
131. ENDIF
132. ENDIF
133. IF bit NTDSCONN\_OPT\_TWOWAY\_SYNC is set in cn!options
134. IF bit NTDSSITELINK\_OPT\_TWOWAY\_SYNC is clear in
135. ri.Options
136. Perform an originating update to clear bit
137. NTDSCONN\_OPT\_TWOWAY\_SYNC in cn!options
138. ENDIF
139. ELSE
140. IF bit NTDSSITELINK\_OPT\_TWOWAY\_SYNC is set in
141. ri.Options
142. Perform an originating update to set bit
143. NTDSCONN\_OPT\_TWOWAY\_SYNC in cn!options
144. ENDIF
145. ENDIF
146. IF bit NTDSCONN\_OPT\_DISABLE\_INTERSITE\_COMPRESSION is set
147. in cn!options
148. IF bit NTDSSITELINK\_OPT\_DISABLE\_COMPRESSION is clear
149. in ri.Options
150. Perform an originating update to clear bit
151. NTDSCONN\_OPT\_DISABLE\_INTERSITE\_COMPRESSION in
152. cn!options
153. ENDIF
154. ELSE
155. IF bit NTDSSITELINK\_OPT\_DISABLE\_COMPRESSION is set in
156. ri.Options
157. Perform an originating update to set bit
158. NTDSCONN\_OPT\_DISABLE\_INTERSITE\_COMPRESSION in
159. cn!options
160. ENDIF
161. ENDIF
162. ENDIF
163. ENDFOR
165. LET cValidConnections be 0
166. FOR each nTDSConnection object cn such that cn!parent is
167. a DC in lbhsAll and cn!fromServer references a DC in rbhsAll
168. IF (bit NTDSCONN\_OPT\_IS\_GENERATED is clear in cn!options or
169. cn!transportType references t) and
170. NTDSCONN\_OPT\_RODC\_TOPOLOGY is clear in cn!options
171. LET rguid be the objectGUID of the nTDSDSA object
172. referenced by cn!fromServer
173. LET lguid be (cn!parent)!objectGUID
175. IF BridgeheadDCFailed(rguid, detectFailedDCs) = FALSE and
176. BridgeheadDCFailed(lguid, detectFailedDCs) = FALSE
177. Increment cValidConnections by 1
178. ENDIF
180. IF keepConnections does not contain cn!objectGUID
181. APPEND cn!objectGUID to keepConnections
182. ENDIF
183. ENDIF
184. ENDFOR
185. IF cValidConnections = 0
186. LET opt be NTDSCONN\_OPT\_IS\_GENERATED
187. IF bit NTDSSITELINK\_OPT\_USE\_NOTIFY is set in ri.Options
188. SET bits NTDSCONN\_OPT\_OVERRIDE\_NOTIFY\_DEFAULT and
189. NTDSCONN\_OPT\_USE\_NOTIFY in opt
190. ENDIF
191. IF bit NTDSSITELINK\_OPT\_TWOWAY\_SYNC is set in ri.Options
192. SET bit NTDSCONN\_OPT\_TWOWAY\_SYNC opt
193. ENDIF
194. IF bit NTDSSITELINK\_OPT\_DISABLE\_COMPRESSION is set in
195. ri.Options
196. SET bit NTDSCONN\_OPT\_DISABLE\_INTERSITE\_COMPRESSION in opt
197. ENDIF
199. Perform an originating update to create a new nTDSConnection
200. object cn that is a child of lbh, cn!enabledConnection = TRUE,
201. cn!options = opt, cn!transportType is a reference to t,
202. cn!fromServer is a reference to rbh, and cn!schedule = sch
204. APPEND cn!objectGUID to keepConnections
205. ENDIF
206. }

#### Removing Unnecessary Connections

This task deletes nTDSConnection [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) that are not needed to imply edges in any [**NC replica graph**](#gt_7d6547d6-9a53-4046-8bac-5c49a86083c9).

Given an nTDSConnection object *cn*, if the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) with the nTDSDSA object *dc* that is the [**parent object**](#gt_0d41951a-62f0-4fbd-bb23-22f645ae3bf5) of *cn* and the DC with the nTDSDA object referenced by *cn*!fromServer are in the same [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba), the [**KCC**](#gt_c7d4f1f6-5285-4168-b21a-022f775a3f58) on *dc* deletes *cn* if all of the following are true:

* Bit NTDSCONN\_OPT\_IS\_GENERATED is set in *cn*!options.
* No [**site settings object**](#gt_956f8ab4-4aaa-47a0-b406-8bda9db70c1e) *s* exists for the [**local DC's**](#gt_17b69a5a-adc1-4763-92cf-5e44f11abbe7) site, or bit NTDSSETTINGS\_OPT\_IS\_TOPL\_CLEANUP\_DISABLED is clear in *s*!options.
* Another nTDSConnection object *cn2* exists such that *cn* and *cn2* have the same parent object, *cn*!fromServer = *cn2*!fromServer, and either
  + *cn*!whenCreated < *cn2*!whenCreated
  + *cn*!whenCreated = *cn2*!whenCreated and *cn*!objectGUID < *cn2*!objectGUID
* Bit NTDSCONN\_OPT\_RODC\_TOPOLOGY is clear in *cn*!options

Given an nTDSConnection object *cn*, if the DC with the nTDSDSA object *dc* that is the parent object of *cn* and the DC with the nTDSDSA object referenced by *cn*!fromServer are in different sites, a KCC acting as an [**ISTG**](#gt_71641c1d-1938-4598-98f8-fecc69fd54d1) in *dc*'s site deletes *cn* if all of the following are true:

* Bit NTDSCONN\_OPT\_IS\_GENERATED is set in *cn*!options.
* *cn*!fromServer references an nTDSDSA object for a DC in a site other than the local DC's site.
* The *keepConnections* sequence returned by CreateIntersiteConnections() does not contain *cn*!objectGUID, or *cn* is "superseded by" (see below) another nTDSConnection *cn2* and *keepConnections* contains *cn2*!objectGUID.
* The return value of CreateIntersiteConnections() was true.
* Bit NTDSCONN\_OPT\_RODC\_TOPOLOGY is clear in *cn*!options

An nTDSConnection *cn* is said to be "superseded by" another nTDSConnection *cn2* if both of the following are true:

* If *cn* implies a tuple in *r*!repsFrom, *cn2* also implies a tuple in *r*!repsFrom.
* If *s* is (*cn*!fromServer)!objectGUID and *t* is (*cn*!parent)!objectGUID, BridgeheadDCFailed(*s*, true) = false and BridgeheadDCFailed(*t*, true) = false.

#### Connection Translation

This task adjusts values of repsFrom abstract [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of [**NC replicas**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) on the [**local DC**](#gt_17b69a5a-adc1-4763-92cf-5e44f11abbe7) to match those "implied" by nTDSConnection [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca).

If the NTDSDSA\_OPT\_DISABLE\_NTDSCONN\_XLATE bit is set in the value of the options attribute of the local DC's nTDSDSA object, the [**KCC**](#gt_c7d4f1f6-5285-4168-b21a-022f775a3f58) skips this task.

First, the KCC inspects *n*!repsFrom for each NC replica *n* that "is present" or "should be present" on the local DC. If *n* is not an NC replica that "should be present" on the local DC, the KCC calls IDL\_DRSReplicaDel to remove all tuples from *n*!repsFrom and to remove *n*.

Otherwise, for each tuple *t* in *n*!repsFrom, let *s* be the nTDSDSA object such that *s*!objectGUID = *t.uuidDsa*. Let *cn* be the nTDSConnection object such that *cn* is a child of the local DC's nTDSDSA object and *cn*!fromServer = *s* and *cn*!options does not contain NTDSCONN\_OPT\_RODC\_TOPOLOGY, or NULL if no such *cn* exists. The KCC calls IDL\_DRSReplicaDel to remove *t* from *n*!repsFrom if any of the following is true:

* *cn* = NULL.
* No NC replica of the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) "is present" on *s*.
* A writable [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac) of the NC "should be present" on the local DC, but a partial replica "is present" on *s*.

If the KCC did not remove *t* from *n*!repsFrom, it [**updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) *t* if necessary to satisfy the following requirements. Such updates are typically required when the IDL\_DRSGetNCChanges server has moved from one [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) to another—for example, to enable compression when the server is moved from the client's site to another site.

* *t.schedule* = *cn*!schedule
* Bit DRS\_PER\_SYNC is set in *t.replicaFlags* if and only if *cn*!schedule has a value *v* that specifies scheduled [**replication**](#gt_a5678f3c-cf60-4b89-b835-16d643d1debb) is to be performed at least once per week.
* Bit DRS\_INIT\_SYNC is set in *t.replicaFlags* if and only if *s* and the local DC's nTDSDSA object are in the same site or *s* is the [**FSMO role owner**](#gt_de81e9fd-25f5-4e90-aadb-1d35c5e8a06b) of one or more [**FSMO roles**](#gt_73841222-e9d8-4dc1-83a1-206c75f4f90f) in the NC replica.
* If bit NTDSCONN\_OPT\_OVERRIDE\_NOTIFY\_DEFAULT is set in *cn*!options, bit DRS\_NEVER\_NOTIFY is set in *t.replicaFlags* if and only if bit NTDSCONN\_OPT\_USE\_NOTIFY is clear in *cn*!options. Otherwise, bit DRS\_NEVER\_NOTIFY is set in *t.replicaFlags* if and only if *s* and the local DC's nTDSDSA object are in different sites.
* Bit DRS\_USE\_COMPRESSION is set in *t.replicaFlags* if and only if *s* and the local DC's nTDSDSA object are not in the same site and the NTDSCONN\_OPT\_DISABLE\_INTERSITE\_COMPRESSION bit is clear in *cn*!options.
* Bit DRS\_TWOWAY\_SYNC is set in *t.replicaFlags* if and only if bit NTDSCONN\_OPT\_TWOWAY\_SYNC is set in *cn*!options.
* Bits DRS\_DISABLE\_AUTO\_SYNC and DRS\_DISABLE\_PERIODIC\_SYNC are set in *t.replicaFlags* if and only if *cn*!enabledConnection = false.
* If s and the local DC's nTDSDSA object are in the same site, *cn*!transportType has no value, or the [**RDN**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9) of *cn*!transportType is CN=IP:
  + Bit DRS\_MAIL\_REP in *t.replicaFlags* is clear.
  + *t.uuidTransport* = [**NULL GUID**](#gt_ba500a5b-8c29-467c-a335-0980c8b11304).
  + *t.uuidDsa* = s!objectGUID
* Otherwise:
  + Bit DRS\_MAIL\_REP in *t.replicaFlags* is set.
  + If *x* is the object with [**dsname**](#gt_4d5e1f08-aa00-4dde-9411-7dd6e09ed85a) *cn*!transportType, *t.uuidTransport* = *x*!objectGUID.
  + Let *a* be the attribute identified by *x*!transportAddressAttribute. If *a* is the dNSHostName attribute, *t.uuidDsa* = s!objectGUID. Otherwise, *t.uuidDsa* = (*s*!parent)!objectGUID.

Finally, the KCC calls IDL\_DRSReplicaAdd to add a tuple *u* to *n*!repsFrom for each IDL\_DRSGetNCChanges server "implied" by the nTDSConnection object children of the local DC's nTDSDSA object if such a *u* does not already exist. For each such nTDSConnection *cn*, a tuple *u* is implied if all of the following are true:

* *cn*!enabledConnection = true.
* *cn*!options does not contain NTDSCONN\_OPT\_RODC\_TOPOLOGY.
* *cn*!fromServer references an nTDSDSA object.
* An NC replica of the NC "is present" on the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) to which the nTDSDSA object referenced by *cn*!fromServer corresponds.
* An NC replica of the NC "should be present" on the local DC.
* The NC replica on the DC referenced by *cn*!fromServer is a writable replica or the NC replica that "should be present" on the local DC is a partial replica.
* The NC is not a [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef), the NC replica that "should be present" on the local DC is a partial replica, *cn*!transportType has no value, or *cn*!transportType has an RDN of CN=IP.

If tuple *u* is implied, its fields satisfy each of the criteria defined above for tuple *t* when *t* is updated using IDL\_DRSReplicaModify, plus the following additional criteria:

* *u.uuidDsa* = the objectGUID of the nTDSDSA object referenced by *cn*!fromServer.
* *u.uuidInvocId*, *u.usnVec*, *u.consecutiveFailure, u.timeLastSuccess, u.timeLastAttempt*, and *u.resultLastAttempt* are 0.

If an attempt to contact another DC is made and it fails, the KCC adds a tuple for that DC to the local DC's *kCCFailedConnections* variable.

#### Remove Unneeded kCCFailedLinks and kCCFailedConnections Tuples

This task removes tuples from *kCCFailedLinks* and *kCCFailedConnections* that are not as inputs to future runs.

For each tuple *f* in *kCCFailedLinks*, if *f.FailureCount* = 0 the [**KCC**](#gt_c7d4f1f6-5285-4168-b21a-022f775a3f58) removes *f*.

For each tuple *k* in *kCCFailedConnections*, if no attempt was made in this run to contact the corresponding [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) (the DC with nTDSDSA [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) *o* such that *o*!objectGUID = *k.UUIDDsa*) or an attempt was made and it was successful, the KCC removes *k*.

#### Updating the RODC NTFRS Connection Object

This task runs only when the [**local DC**](#gt_17b69a5a-adc1-4763-92cf-5e44f11abbe7) is an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870). It [**updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) the RODC NTFRS connection [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca).

Given an nTDSConnection object *cn1*, such that *cn1*!options contains NTDSCONN\_OPT\_RODC\_TOPOLOGY, and another nTDSConnection object *cn2*, such that *cn2*!options does not contain NTDSCONN\_OPT\_RODC\_TOPOLOGY, modify *cn1* to ensure that the following is true:

* *cn1*!fromServer = *cn2*!fromServer
* *cn1*!schedule = *cn2*!schedule

If no such *cn2* can be found, *cn1* is not modified. If no such *cn1* can be found, nothing is modified by this task.

## Publishing and Locating a Domain Controller

[**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) is a distributed service, which means that when a client needs Active Directory services, it can receive those services from any of a number of equivalent [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). Clients cannot be expected to know in advance the names of all possible suitable DCs. This implies a need for a protocol by which clients can dynamically discover which DCs are configured, operational, and reachable such that they could supply the needed services, and to choose among those DCs.

Locating a DC works differently for [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) than for [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab).

* **AD DS**

The process of locating AD DS DCs is performed in two separate ways, one based on [**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4) and [**mailslots**](#gt_f53fe4b9-8e1d-4366-9254-3c4f73269e78), the other based on [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) and [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d). While the network representations of the two ways are radically different, they are functionally very similar. It is worthwhile to explain the conceptual similarities and motivations before starting a detailed discussion of the differing implementation details.

The NetBIOS version is required for compatibility with older clients (such as Windows NT 4.0) that are not aware of Active Directory. Being based on NetBIOS, however, it is dependent either on network [**broadcasts**](#gt_7f275cc2-a1c5-47d7-83ae-9a84178f2481) or on the deployment of a [**NetBIOS Name Service (NBNS)**](#gt_a48f81a6-35b1-469d-a1b6-349b54e3c23e) infrastructure; broadcasts cannot be used in a wide area network where they are typically blocked. The DNS-based version makes no use of broadcasts and includes extra support for determining network locality.

Both versions of the protocol work in two phases. In the first phase, DCs publish data about themselves (in DNS, or in NBNS, or by local configuration of the responder to NetBIOS broadcasts, depending on which version of publication is being used). In the second phase, clients look up this static data to determine a set of possible DCs and then send small messages to some or all of the set, examining the responses in order to determine liveness, reachability, and suitability. Given their conceptual similarity to an Internet Control Message Protocol (ICMP) ping message, these small messages are referred to as "LDAP ping" and "mailslot ping".

Sections [6.3.1](#Section_b3006506433845efac521e7d5c9c46e9) through [6.3.7](#Section_b0ef947978d840c1b6d20baad834ed39) specify the precise details about the data that servers publish about themselves. These sections also specify the precise details about the two "ping" protocols.

* **AD LDS**

An AD LDS DC does not publish data about itself in name services as in the case of an AD DS DC. An AD LDS DC that is joined to an AD DS [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) SHOULD publish itself by creating an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in AD DS; a client MAY then query AD DS and select an AD LDS DC based on the query results. The information that an AD LDS DC publishes about itself is described in section [6.3.8](#Section_19e00bba770a405ba89c038ff2cc4ab4). An AD LDS DC that is not joined to an AD DS domain does not publish itself at all; a client must possess an AD LDS server's IP address or host name and port number. This protocol does not provide a means for a client to obtain this information.

### Structures and Constants

#### NETLOGON\_NT\_VERSION Options Bits

The following are the NETLOGON\_NT\_VERSION options bits:

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| V G C | V L | V I P | V P D C | X | X | X | V N T 4 | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | X | V C S | V 5 E P | V 5 E X | V 5 | V 1 |

**Note**  The bits are presented in [**big-endian**](#gt_6f6f9e8e-5966-4727-8527-7e02fb864e7e) byte order.

**V1 (NETLOGON\_NT\_VERSION\_1, 0x00000001):** Unless overridden by **V5**, **V5EX**, or **V5EP**, this bit instructs the server to respond to [**LDAP ping**](#gt_a01cea16-0836-469c-81d4-9eeb52be1ad6) (section [6.3.3](#Section_895a7744aff34f64bcfaf8c05915d2e9)) and [**mailslot ping**](#gt_0a5fd868-ff77-4beb-838e-79f98cbe3898) (section [6.3.5](#Section_2cff75a958714493a704017b506f8df0)) using either the NETLOGON\_SAM\_LOGON\_RESPONSE\_NT40 structure or the NETLOGON\_PRIMARY\_RESPONSE structure for the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d).

**V5 (NETLOGON\_NT\_VERSION\_5, 0x00000002):** Unless overridden by **V5EX** or **V5EP**, this bit instructs the server to respond to LDAP ping and mailslot ping using the NETLOGON\_SAM\_LOGON\_RESPONSE structure.

**V5EX (NETLOGON\_NT\_VERSION\_5EX, 0x00000004):** Unless overridden by **V5EP**, this bit instructs the server to respond to LDAP ping and mailslot ping using the NETLOGON\_SAM\_LOGON\_RESPONSE\_EX structure.

**V5EP (NETLOGON\_NT\_VERSION\_5EX\_WITH\_IP, 0x00000008):** Instructs the server to respond to mailslot ping using the NETLOGON\_SAM\_LOGON\_RESPONSE\_EX structure and also to return the IP address of the server in the response.

**VCS (NETLOGON\_NT\_VERSION\_WITH\_CLOSEST\_SITE, 0x00000010):** Indicates that the client is querying for the closest [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) information. This flag is interpreted by [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) with [**DC functional level**](#gt_a98902f5-21e9-470f-b56b-cc6f8fde2141) greater than or equal to DS\_BEHAVIOR\_WIN2008.

**VNT4 (NETLOGON\_NT\_VERSION\_AVOID\_NT4EMUL, 0x01000000):** Forces the server to respond to an LDAP ping and to honor all the NetLOGON\_NT\_VERSION options that the client specifies in the LDAP ping or mailslot ping. The client specifies NETLOGON\_NT\_VERSION\_AVOID\_NT4EMUL to force the server to respond to an LDAP ping even if the server is configured to ignore LDAP ping requests, and to honor all the NETLOGON\_NT\_VERSION options specified by the client in a mailslot ping, even if the server is configured to assume NETLOGON\_NT\_VERSION\_1 in mailslot ping requests.

**VPDC (NETLOGON\_NT\_VERSION\_PDC, 0x10000000):** Indicates that the client is querying for a PDC.

**VIP (NETLOGON\_NT\_VERSION\_IP, 0x20000000):** Obsolete, ignored.

**VL (NETLOGON\_NT\_VERSION\_LOCAL, 0x40000000):** Indicates that the client is the local machine.

**VGC (NETLOGON\_NT\_VERSION\_GC, 0x80000000):** Indicates that the client is querying for a GC.

**X:** Reserved for future expansion. The client MUST set it to 0, and the server MUST ignore it.

#### DS\_FLAG Options Bits

The following are the DS\_FLAG options bits:

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| F F | F D M | F D N S | X | X | X | X | X | X | X | X | X | X | X | X | X | F W 9 | F W 8 | F W S | F F S | F S S | F N | F G T | F W | F C | F T | F K | F D | F L | F G | X | F P |

**Note**  The bits are presented in [**big-endian**](#gt_6f6f9e8e-5966-4727-8527-7e02fb864e7e) byte order.

**FP (DS\_PDC\_FLAG, 0x00000001):** The server holds the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) [**FSMO role**](#gt_73841222-e9d8-4dc1-83a1-206c75f4f90f) (*PdcEmulationMasterRole*). [FSMO roles](#Section_bf8afb5f1ae045de84458a717ea5124a) are defined in section 3.1.1.1.11. Certain [**updates**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493) can be performed only on the holder of the PDC FSMO role (see [Updates Performed Only on FSMOs (section 3.1.1.5.1.8)](#Section_111c589d284a427a91e99031a3767597)).

**FG (DS\_GC\_FLAG, 0x00000004):** The server is a [**GC server**](#gt_a5a99ce4-e206-42dc-8874-e103934c5b0d) and will accept and process messages directed to it on the [**global catalog**](#gt_4f5d605a-7b3f-4db7-8c21-b146856d7169) ports (see section [3.1.1.3.1.10](#Section_1010e59acf64410ca05ca3a6c715261a)).

**FL (DS\_LDAP\_FLAG, 0x00000008):** The server is an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) server.

**FD (DS\_DS\_FLAG, 0x00000010):** The server is a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

**FK (DS\_KDC\_FLAG, 0x00000020):** The server is running the Kerberos Key Distribution Center service.

**FT (DS\_TIMESERV\_FLAG, 0x00000040):** The Win32 Time Service, as specified in [[MS-W32T]](%5bMS-W32T%5d.pdf#Section_0e425c158ae44c2ab43184a66b92986a), is present on the server.

**FC (DS\_CLOSEST\_FLAG, 0x00000080):** The server is in the same [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) as the client. This is a hint to the client that it is well-connected to the server in terms of speed.

**FW (DS\_WRITABLE\_FLAG, 0x00000100):** Indicates that the server is not an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870). As described in section [3.1.1.1.9](#Section_03c3c09103aa42d0a7bf7c5f8adaf0c2), all [**NC replicas**](#gt_325d116f-cdbe-4dbd-b7e6-769ba75bf210) hosted on an RODC do not accept [**originating updates**](#gt_119f7bf0-9100-4f4a-b593-ab4e6ccfea20).

**FGT (DS\_GOOD\_TIMESERV\_FLAG, 0x00000200):** The server is a reliable time server.

**FN (DS\_NDNC\_FLAG, 0x00000400):** The NC is an [**application NC**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a).

**FSS (DS\_SELECT\_SECRET\_DOMAIN\_6\_FLAG, 0x00000800):** The server is an RODC.

**FFS (DS\_FULL\_SECRET\_DOMAIN\_6\_FLAG, 0x00001000):** The server is a writable DC, not running Windows 2000 Server through Windows Server 2003 R2.

**FWS (DS\_WS\_FLAG, 0x00002000):** The Active Directory Web Service, as specified in [[MS-ADDM]](%5bMS-ADDM%5d.pdf#Section_af3eb9beb4074423a707387fedbbaf1d), is present on the server.

**FW8 (DS\_DS\_8\_FLAG, 0x00004000):** The server is not running Windows 2000 through Windows Server 2008 R2.

**FW9 (DS\_DS\_9\_FLAG, 0x00008000):** The server is not running Windows 2000 through Windows Server 2012.

**FDNS (DS\_DNS\_CONTROLLER\_FLAG, 0x20000000):** The server has a [**DNS name**](#gt_102a36e2-f66f-49e2-bee3-558736b2ecd5).

**FDM (DS\_DNS\_DOMAIN\_FLAG, 0x40000000):** The [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) is a [**default NC**](#gt_adc2c434-9679-419f-8c8b-b8c234921ad3).

**FF (DS\_DNS\_FOREST\_FLAG, 0x80000000):** The NC is the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) root.

**X:** Reserved for future expansion. The server MUST return zero, and the client MUST ignore.

#### Operation Code

Operation code set in the request and response of an [**LDAP ping**](#gt_a01cea16-0836-469c-81d4-9eeb52be1ad6) (section [6.3.3](#Section_895a7744aff34f64bcfaf8c05915d2e9)) or a [**mailslot ping**](#gt_0a5fd868-ff77-4beb-838e-79f98cbe3898) (section [6.3.5](#Section_2cff75a958714493a704017b506f8df0)).

| Symbolic name | Value (Associated packet format) |
| --- | --- |
| LOGON\_PRIMARY\_QUERY | 7 (section [6.3.1.4](#Section_a59c047b4e704ad4b1a4febe37f6383b)) |
| LOGON\_PRIMARY\_RESPONSE | 12 (section [6.3.1.5](#Section_dc0aa410a7dc4b6bbab3844f58969c80)) |
| LOGON\_SAM\_LOGON\_REQUEST | 18 (section [6.3.1.6](#Section_c4701dfcf99146088ec4984441d28443)) |
| LOGON\_SAM\_LOGON\_RESPONSE | 19 (section [6.3.1.8](#Section_9b3339716dd74003a8986e51b2c02110)) |
| LOGON\_SAM\_PAUSE\_RESPONSE | 20 (section 6.3.1.8) |
| LOGON\_SAM\_USER\_UNKNOWN | 21 (section 6.3.1.8) |
| LOGON\_SAM\_LOGON\_RESPONSE\_EX | 23 (section [6.3.1.9](#Section_8401a33f34a840cabf03c3484b66265f)) |
| LOGON\_SAM\_PAUSE\_RESPONSE\_EX | 24 (section 6.3.1.8) |
| LOGON\_SAM\_USER\_UNKNOWN\_EX | 25 (section 6.3.1.8) |

#### NETLOGON\_LOGON\_QUERY

The format of a [**mailslot ping**](#gt_0a5fd868-ff77-4beb-838e-79f98cbe3898) as documented in section [6.3.5](#Section_2cff75a958714493a704017b506f8df0). This can be used if a [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) is required.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| Opcode | | | | | | | | | | | | | | | | ComputerName (variable) | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| MailslotName (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| UnicodeComputerName (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| NtVersion | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| LmNtToken | | | | | | | | | | | | | | | | Lm20Token | | | | | | | | | | | | | | | |

**Opcode (2 bytes):** Operation code (see section [6.3.1.3](#Section_07133ff2a9a34aa98896a7dcb53bdfe9)). Set to LOGON\_PRIMARY\_QUERY.

**ComputerName (variable):** Null-terminated ASCII value of the [**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4) name of the client. This field SHOULD contain at least one character: the null terminator.

**MailslotName (variable):** Null-terminated ASCII value of the name of the [**mailslot**](#gt_f53fe4b9-8e1d-4366-9254-3c4f73269e78) on which the client listens. This field is always aligned to an even byte boundary, with padding (bytes of value 0) to the next even byte boundary as necessary.

**UnicodeComputerName (variable):** Null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) value of the NetBIOS name of the client. This field SHOULD contain at least one character: the null terminator. Each Unicode value is encoded as 2 bytes.

**NtVersion (4 bytes):** NETLOGON\_NT\_VERSION options (see [6.3.1.1](#Section_8e6a9efa631244e2af1206ad73afbfa5)).

**LmNtToken (2 bytes):** This MUST be set to 0xFFFF.

**Lm20Token (2 bytes):** This MUST be set to 0xFFFF.

**Note**  All multibyte quantities are represented in little-endian byte order.

#### NETLOGON\_PRIMARY\_RESPONSE

The NETLOGON\_PRIMARY\_RESPONSE structure is the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) server's response to a [**mailslot ping**](#gt_0a5fd868-ff77-4beb-838e-79f98cbe3898) (section [6.3.5](#Section_2cff75a958714493a704017b506f8df0)).

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| Opcode | | | | | | | | | | | | | | | | PrimaryDCName (variable) | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| UnicodePrimaryDCName (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| UnicodeDomainName (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| NtVersion | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| LmNtToken | | | | | | | | | | | | | | | | Lm20Token | | | | | | | | | | | | | | | |

**Opcode (2 bytes):** Operation code (see section [6.3.1.3](#Section_07133ff2a9a34aa98896a7dcb53bdfe9)). Set to LOGON\_PRIMARY\_RESPONSE.

**PrimaryDCName (variable):** Null-terminated ASCII value of the [**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4) name of the server. This field SHOULD contain at least one character: the null terminator.

**UnicodePrimaryDCName (variable):** Null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) value of the NetBIOS name of the server. This field SHOULD contain at least one character: the null terminator. Each Unicode value is encoded as 2 bytes. This field is always aligned to an even byte boundary, with padding (bytes of value 0) to the next even byte boundary as necessary.

**UnicodeDomainName (variable):** Null-terminated Unicode value of the NetBIOS name of the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942). This field MUST contain at least one character: the null terminator. Each Unicode value is encoded as 2 bytes.

**NtVersion (4 bytes):** NETLOGON\_NT\_VERSION Options (see section [6.3.1.1](#Section_8e6a9efa631244e2af1206ad73afbfa5)).

**LmNtToken (2 bytes):** This MUST be set to 0xFFFF.

**Lm20Token (2 bytes):** This MUST be set to 0xFFFF.

**Note**  All multibyte quantities are represented in little-endian byte order.

#### NETLOGON\_SAM\_LOGON\_REQUEST

The format of a [**mailslot ping**](#gt_0a5fd868-ff77-4beb-838e-79f98cbe3898) as documented in section [6.3.5](#Section_2cff75a958714493a704017b506f8df0).

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| Opcode | | | | | | | | | | | | | | | | RequestCount | | | | | | | | | | | | | | | |
| UnicodeComputerName (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| UnicodeUserName (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| MailslotName (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| AllowableAccountControlBits | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| DomainSidSize | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| DomainSid (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| NtVersion | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| LmNtToken | | | | | | | | | | | | | | | | Lm20Token | | | | | | | | | | | | | | | |

**Opcode (2 bytes):** Operation code (see section [6.3.1.3](#Section_07133ff2a9a34aa98896a7dcb53bdfe9)). Set to LOGON\_SAM\_LOGON\_REQUEST.

**RequestCount (2 bytes):** A USHORT that contains the number of times the user has repeated this request.

**UnicodeComputerName (variable):** Null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) value of the NETBIOS name of the client. This field MUST contain at least one character: the null terminator. Each Unicode value is encoded as 2 bytes.

**UnicodeUserName (variable):** Null-terminated Unicode value of the account name of the user being queried. This field MUST contain at least one character: the null terminator. Each Unicode value is encoded as 2 bytes.

**MailslotName (variable):** Null-terminated ASCII value of the name of the [**mailslot**](#gt_f53fe4b9-8e1d-4366-9254-3c4f73269e78) the client listens on.

**AllowableAccountControlBits (4 bytes):** Represents the userAccountControl [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of an account.

**DomainSidSize (4 bytes):** A DWORD that contains the size of the DomainSid field.

**DomainSid (variable):** The [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) of the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca), specified as a SID structure, which is defined in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.4.2. Its length is defined in the **DomainSidSize** field. This field is padded as necessary so that it is aligned on a DWORD boundary.

**NtVersion (4 bytes):** NETLOGON\_NT\_VERSION Options (see [6.3.1.1](#Section_8e6a9efa631244e2af1206ad73afbfa5)).

**LmNtToken (2 bytes):** This MUST be set to 0xFFFF.

**Lm20Token (2 bytes):** This MUST be set to 0xFFFF.

**Note**  Except as noted earlier in this section, there is no padding for alignment. Therefore, except as otherwise specified, all fields after **MailslotName** can occur on odd byte boundaries.

All multibyte quantities are represented in little-endian byte order.

#### NETLOGON\_SAM\_LOGON\_RESPONSE\_NT40

The NETLOGON\_SAM\_LOGON\_RESPONSE\_NT40 structure is the server's response to an [**LDAP ping**](#gt_a01cea16-0836-469c-81d4-9eeb52be1ad6) (section [6.3.3](#Section_895a7744aff34f64bcfaf8c05915d2e9)) or a [**mailslot ping**](#gt_0a5fd868-ff77-4beb-838e-79f98cbe3898) (section [6.3.5](#Section_2cff75a958714493a704017b506f8df0)).

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| Opcode | | | | | | | | | | | | | | | | UnicodeLogonServer (variable) | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| UnicodeUserName (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| UnicodeDomainName (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| NtVersion | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| LmNtToken | | | | | | | | | | | | | | | | Lm20Token | | | | | | | | | | | | | | | |

**Opcode (2 bytes):** Operation code (see section [6.3.1.3](#Section_07133ff2a9a34aa98896a7dcb53bdfe9)).

**UnicodeLogonServer (variable):** Null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) value of the [**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4) name of the server. This field MUST contain at least one character: the null terminator. Each Unicode value is encoded as 2 bytes.

**UnicodeUserName (variable):** Null-terminated Unicode value of the name of the user copied directly from the client's request. This field MUST contain at least one character: the null terminator. Each Unicode value is encoded as 2 bytes.

**UnicodeDomainName (variable):** Null-terminated Unicode value of the NetBIOS name of the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942). This field MUST contain at least one character: the null terminator. Each Unicode value is encoded as 2 bytes.

**NtVersion (4 bytes):** Set to NETLOGON\_NT\_VERSION\_1.

**LmNtToken (2 bytes):** This MUST be set to 0xFFFF.

**Lm20Token (2 bytes):** This MUST be set to 0xFFFF.

**Note**  All multibyte quantities are represented in little-endian byte order.

#### NETLOGON\_SAM\_LOGON\_RESPONSE

The NETLOGON\_SAM\_LOGON\_RESPONSE structure is the first extended version of the server's response to an [**LDAP ping**](#gt_a01cea16-0836-469c-81d4-9eeb52be1ad6) (section [6.3.3](#Section_895a7744aff34f64bcfaf8c05915d2e9)) or a [**mailslot ping**](#gt_0a5fd868-ff77-4beb-838e-79f98cbe3898) (section [6.3.5](#Section_2cff75a958714493a704017b506f8df0)).

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| Opcode | | | | | | | | | | | | | | | | UnicodeLogonServer (variable) | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| UnicodeUserName (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| UnicodeDomainName (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| DomainGuid (16 bytes) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| NullGuid (16 bytes) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| DnsForestName (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| DnsDomainName (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| DnsHostName (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| DcIpAddress | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Flags | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| NtVersion | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| LmNtToken | | | | | | | | | | | | | | | | Lm20Token | | | | | | | | | | | | | | | |

**Opcode (2 bytes):** Operation code (see section [6.3.1.3](#Section_07133ff2a9a34aa98896a7dcb53bdfe9)).

**UnicodeLogonServer (variable):** Null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) value of the [**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4) name of the server. This field always contains at least one character: the null terminator. Each Unicode value is encoded as 2 bytes.

**UnicodeUserName (variable):** Null-terminated Unicode value of the name of the user copied directly from the client's request. This field always contains at least one character: the null terminator. Each Unicode value is encoded as 2 bytes.

**UnicodeDomainName (variable):** Null-terminated Unicode value of the NetBIOS name of the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942). This field always contains at least one character: the null terminator. Each Unicode value is encoded as 2 bytes.

**DomainGuid (16 bytes):** The value of the NC's **GUID** [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) specified as a [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) structure, which is defined in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.3.4.

**NullGuid (16 bytes):** A [**NULL GUID**](#gt_ba500a5b-8c29-467c-a335-0980c8b11304). The GUID structure is defined in [MS-DTYP] section 2.3.4. Always set zero values for all fields in the GUID structure.

**DnsForestName (variable):** [**UTF-8**](#gt_409411c4-b4ed-4ab6-b0ee-6d7815f85a35) encoded value of the [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) name, compressed as specified in [[RFC1035]](https://go.microsoft.com/fwlink/?LinkId=90264) section 4.1.4. To get the decompressed string, see section [6.3.7](#Section_b0ef947978d840c1b6d20baad834ed39).

**DnsDomainName (variable):** UTF-8 encoded value of the DNS NC name, compressed as specified in [RFC1035] section 4.1.4. To get the decompressed string, see section 6.3.7.

**DnsHostName (variable):** UTF-8 encoded value of the DNS server name, compressed as specified in [RFC1035] section 4.1.4. To get the decompressed string, see section 6.3.7.

**DcIpAddress (4 bytes):** The [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) IP address, as specified in [[RFC791]](https://go.microsoft.com/fwlink/?LinkId=392659).

**Flags (4 bytes):** DS\_FLAG Options (see section [6.3.1.2](#Section_f55d3f53351d4407940ef53eb6154af0)).

**NtVersion (4 bytes):** Set to NETLOGON\_NT\_VERSION\_1 | NETLOGON\_NT\_VERSION\_5.

**LmNtToken (2 bytes):** This MUST be set to 0xFFFF.

**Lm20Token (2 bytes):** This MUST be set to 0xFFFF.

**Note**  All multibyte quantities are represented in little-endian byte order.

#### NETLOGON\_SAM\_LOGON\_RESPONSE\_EX

The NETLOGON\_SAM\_LOGON\_RESPONSE\_EX structure is the second extended version of the server's response to an [**LDAP ping**](#gt_a01cea16-0836-469c-81d4-9eeb52be1ad6) (section [6.3.3](#Section_895a7744aff34f64bcfaf8c05915d2e9)) or a [**mailslot ping**](#gt_0a5fd868-ff77-4beb-838e-79f98cbe3898) (section [6.3.5](#Section_2cff75a958714493a704017b506f8df0)).

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| Opcode | | | | | | | | | | | | | | | | Sbz | | | | | | | | | | | | | | | |
| Flags | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| DomainGuid (16 bytes) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| DnsForestName (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| DnsDomainName (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| DnsHostName (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| NetbiosDomainName (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| NetbiosComputerName (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| UserName (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| DcSiteName (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ClientSiteName (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| DcSockAddrSize | | | | | | | | DcSockAddr (16 bytes) | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | NextClosestSiteName (variable) | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| NtVersion | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| LmNtToken | | | | | | | | | | | | | | | | Lm20Token | | | | | | | | | | | | | | | |

**Opcode (2 bytes):** Operation code (see section [6.3.1.3](#Section_07133ff2a9a34aa98896a7dcb53bdfe9)).

**Sbz (2 bytes):** This MUST be set to 0.

**Flags (4 bytes):** DS\_FLAG Options (see section [6.3.1.2](#Section_f55d3f53351d4407940ef53eb6154af0)).

**DomainGuid (16 bytes):** The value of the [**NC's**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) specified as a GUID structure, which is defined in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.3.4.

**DnsForestName (variable):** [**UTF-8**](#gt_409411c4-b4ed-4ab6-b0ee-6d7815f85a35) encoded value of the [**DNS name**](#gt_102a36e2-f66f-49e2-bee3-558736b2ecd5) of the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62), compressed as specified in [[RFC1035]](https://go.microsoft.com/fwlink/?LinkId=90264) section 4.1.4. To get the decompressed string, see section [6.3.7](#Section_b0ef947978d840c1b6d20baad834ed39).

**DnsDomainName (variable):** UTF-8 encoded value of the DNS name of the NC, compressed as specified in [RFC1035] section 4.1.4. To get the decompressed string, see section 6.3.7.

**DnsHostName (variable):** UTF-8 encoded value of the DNS name of the server, compressed as specified in [RFC1035] section 4.1.4. To get the decompressed string, see section 6.3.7.

**NetbiosDomainName (variable):** UTF-8 encoded value of the [**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4) name of the NC, compressed as specified in [RFC1035] section 4.1.4. To get the decompressed string, see section 6.3.7.

**NetbiosComputerName (variable):** UTF-8 encoded value of the NetBIOS name of the server, compressed as specified in [RFC1035] section 4.1.4. To get the decompressed string, see section 6.3.7.

**UserName (variable):** UTF-8 encoded value of the user specified in the client's request, compressed as specified in [RFC1035] section 4.1.4. To get the decompressed string, see section 6.3.7.

**DcSiteName (variable):** UTF-8 encoded value of the [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) name of the server, compressed as specified in [RFC1035] section 4.1.4. To get the decompressed string, see section 6.3.7.

**ClientSiteName (variable):** UTF-8 encoded value of the site name of the client, compressed as specified in [RFC1035] section 4.1.4. To get the decompressed string, see section 6.3.7.

**DcSockAddrSize (1 byte):** A CHAR that contains the size of the server's IP address. This field is included only if the client specifies NETLOGON\_NT\_VERSION\_5EX\_WITH\_IP in the request.

**DcSockAddr (16 bytes):** The [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) IPv4 address, structured as shown in the following diagram. This field is included only if the client specifies NETLOGON\_NT\_VERSION\_5EX\_WITH\_IP in the request.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| sin\_family | | | | | | | | | | | | | | | | sin\_port | | | | | | | | | | | | | | | |
| sin\_addr | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| sin\_zero | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**sin\_family (2 bytes):** The socket family, represented in little-endian byte order. The value SHOULD always be AF\_INET (that is, 2).

**sin\_port (2 bytes):** The socket port, represented in little-endian byte order. The value SHOULD always be zero.

**sin\_addr (4 bytes):** The socket address, represented in [**big-endian**](#gt_6f6f9e8e-5966-4727-8527-7e02fb864e7e) byte order. The value is an IPv4 address. If the domain controller does not have an IPv4 address, this value SHOULD be 127.0.0.1.

**sin\_zero (8 bytes):** Reserved. MUST be set to zero when sending and ignored on receipt.

**NextClosestSiteName (variable):** This field is included only if the client specifies NETLOGON\_NT\_VERSION\_WITH\_CLOSEST\_SITE in the request, and if the responding DC has [**DC functional level**](#gt_a98902f5-21e9-470f-b56b-cc6f8fde2141) DS\_BEHAVIOR\_WIN2008 or greater. When included, NextClosestSiteName contains the name of the site that is closest by cost to ClientSiteName without being equal to it. The site name is UTF-8 encoded, compressed as specified in [RFC1035] section 4.1.4. To get the decompressed string, see section 6.3.7.

**NtVersion (4 bytes):** NETLOGON\_NT\_VERSION\_1 | NETLOGON\_NT\_VERSION\_5EX.

**LmNtToken (2 bytes):** This MUST be set to 0xFFFF.

**Lm20Token (2 bytes):** This MUST be set to 0xFFFF.

**Note**  All multibyte quantities are represented in little-endian byte order.

#### DNSRegistrationSettings

DNSRegistrationSettings is an abstract type containing the following fields.

**PerformDynamicRegistration:** A Boolean that indicates whether the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) registers [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) records on a periodic basis, as specified by [[RFC2136]](https://go.microsoft.com/fwlink/?LinkId=107017). Default value of this flag is true. If set to false, the DC does not itself register any DNS records.

**AvoidDNSRecordsList:** This is a list of zero or more of the following mnemonics. Presence of a specific mnemonic on the list is an instruction to the DC to skip the registration of the associated DNS record as part of dynamic DNS registration. By default this list is empty.

| Mnemonic | DNS Record Type | Associated DNS Record |
| --- | --- | --- |
| LdapIpAddress | A | <DnsDomainName> |
| Ldap | SRV | \_ldap.\_tcp.<DnsDomainName> |
| LdapAtSite | SRV | \_ldap.\_tcp.<SiteName>.\_sites.<DnsDomainName> |
| Pdc | SRV | \_ldap.\_tcp.pdc.\_msdcs.<DnsDomainName> |
| Gc | SRV | \_ldap.\_tcp.gc.\_msdcs.<DnsForestName> |
| GcAtSite | SRV | \_ldap.\_tcp.<SiteName>.\_sites.gc.\_msdcs.<DnsForestName> |
| DcByGuid | SRV | \_ldap.\_tcp.<DomainGuid>.domains.\_msdcs.<DnsForestName> |
| GcIpAddress | A | \_gc.\_msdcs.<DnsForestName> |
| DsaCname | CNAME | <DsaGuid>.\_msdcs.<DnsForestName> |
| Kdc | SRV | \_kerberos.\_tcp.dc.\_msdcs.<DnsDomainName> |
| KdcAtSite | SRV | \_kerberos.\_tcp.dc.\_msdcs.<SiteName>.\_sites.<DnsDomainName> |
| Dc | SRV | \_ldap.\_tcp.dc.\_msdcs.<DnsDomainName> |
| DcAtSite | SRV | \_ldap.\_tcp.<SiteName>.\_sites.dc.\_msdcs.<DnsDomainName> |
| Rfc1510Kdc | SRV | \_kerberos.\_tcp.<DnsDomainName> |
| Rfc1510KdcAtSite | SRV | \_kerberos.\_tcp.<SiteName>.\_sites.<DnsDomainName> |
| GenericGc | SRV | \_gc.\_tcp.<DnsForestName> |
| GenericGcAtSite | SRV | \_gc.\_tcp.<SiteName>.\_sites.<DnsForestName> |
| Rfc1510UdpKdc | SRV | \_kerberos.\_udp.<DnsDomainName> |
| Rfc1510Kpwd | SRV | \_kpasswd.\_tcp.<DnsDomainName> |
| Rfc1510UdpKpwd | SRV | \_kpasswd.\_udp.<DnsDomainName> |

where

<DnsDomainName> = [**FQDN (2)**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e) of the [**default NC**](#gt_adc2c434-9679-419f-8c8b-b8c234921ad3) of the DC

<DnsForestName> = FQDN (2) of the [**forest root domain NC**](#gt_9259fc5d-b976-44b0-b9a8-f7fe5e5ecf85)

<SiteName> = [**Site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) for which the record is being registered

<DsaGuid> = [**DSA GUID**](#gt_736b1076-d1cb-40b9-9247-d66cca6819d1)

<DomainGuid> = objectGuid of the root [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) of the default NC

**DynamicRegistrationRefreshInterval:** The time interval in minutes after which the DC re-registers DNS records if dc.dnsRegistrationSettings.PerformDynamicRegistration is true. The default value is 60.

**SRVRecordWeight:** Specifies the value of the **Weight** field for all DNS [**SRV records**](#gt_c24d4432-389e-41ba-b00b-f565ac0aae0f) ([[RFC2782]](https://go.microsoft.com/fwlink/?LinkId=90381)) that are registered by the DC. The default value is 100.

**SRVRecordPriority:** Specifies the value of the **Priority** field for all DNS SRV records ([RFC2782]) that are registered by the DC. The default value is 0.

**DNSRecordTTL:** Specifies the value of the **TTL** field for all DNS records ([RFC2782]) that are registered by the DC. The default value is 600 seconds.

**PerformAutoSiteCoverage:** A Boolean that indicates whether the DC registers records for any additional sites that do not have any DCs in them. Implementations can choose any algorithm to determine which DCs cover the sites that don't already have coverage. The choice of algorithm does not affect client interoperability.The default value of this flag is true.

**SitesForDCRecordsList:** A list of site names. This list instructs the DC to register the DNS records that are registered for the default NC (see section [6.3.2.3](#Section_c1987d4218474cc9acf7aab2136d6952)) for all the listed sites. By default this list is empty.

**SitesForGCRecordsList:** A list of site names. This list instructs the DC to register the DNS records that are registered for the [**GC server**](#gt_a5a99ce4-e206-42dc-8874-e103934c5b0d) (see section 6.3.2.3) for all the listed sites. By default this list is empty.

**SitesForNDNCRecordsList:** A list of site names. This list instructs the DC to register the DNS records that are registered for an [**application NC**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a) (see section 6.3.2.3) for all the listed sites. By default this list is empty.

Each of the above fields can be configured by an implementation-dependent mechanism. On applicable Windows Server releases, these can also be configured at the following registry key path:

1. HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Netlogon\Parameters

If a value is present under this key, it takes precedence over any value set by an implementation-dependent configuration mechanism. The following table describes the name of the registry key value for each field, the registry type and the range for each setting:

| Field | Registry Value Name | RegistryType | Range/Acceptable Values |
| --- | --- | --- | --- |
| PerformDynamicRegistration | UseDynamicDns | REG\_DWORD | Enabled = 1, Disabled = 0 |
| AvoidDNSRecordsList | DnsAvoidRegisterRecords | REG\_SZ | List of space delimited mnemonics mentioned in the table of mnemonics above. |
| DynamicRegistrationRefreshInterval | DnsRefreshInterval | REG\_DWORD | MinValue = 0, MaxValue = 4294967200 |
| SRVRecordWeight | LdapSrvWeight | REG\_DWORD | MinValue = 0, MaxValue = 65535 |
| SRVRecordPriority | LdapSrvPriority | REG\_DWORD | MinValue = 0, MaxValue = 65535 |
| DNSRecordTTL | DnsTtl | REG\_DWORD | MinValue = 0, MaxValue = 2147483647 |
| PerformAutoSiteCoverage | AutoSiteCoverage | REG\_DWORD | Enabled = 1, Disabled = 0 |
| SitesForDCRecordsList | SiteCoverage | REG\_SZ | List of space delimited site names. |
| SitesForGCRecordsList | GcSiteCoverage | REG\_SZ | List of space delimited site names. |
| SitesForNDNCRecordsList | NdncSiteCoverage | REG\_SZ | List of space delimited site names. |

### DNS Record Registrations

If dc.dnsRegistrationSettings.PerformDynamicRegistration is true, a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) performs dynamic registration of [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) records (as specified by [[RFC2136]](https://go.microsoft.com/fwlink/?LinkId=107017)) at a periodic interval (see section [6.3.2.1.1](#Section_265e2e2c035c42a6a02379a20b6e2ba9)). Additionally, a DC performs the DNS record registration on demand when requested by the Netlogon Remote Protocol as described in [[MS-NRPC]](%5bMS-NRPC%5d.pdf#Section_ff8f970f3e3740f7bd4baf7336e4792f) section 3.5.4.9.1.

#### Timers

##### Register DNS Records Timer

This timer controls how often a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) registers [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) records if configured to do so on a periodic basis. If dc.dnsRegistrationSettings.PerformDynamicRegistration is true, this timer is configured to signal an event every dc.dnsRegistrationSettings.DynamicRegistrationRefreshInterval minutes. At each timer event, the DC registers the DNS records described in [SRV Records (section 6.3.2.3)](#Section_c1987d4218474cc9acf7aab2136d6952) and [Non-SRV Records (section 6.3.2.4)](#Section_272a3d3bb15a40e19f20652aabb2603d), unless explicitly excluded via dc.dnsRegistrationSettings.AvoidDNSRecordsList.

#### Non-Timer Events

There is one non-timer event, [Force Register DNS Records](#Section_5214858a674f45278c93c7f84e2a035c), in the [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) system (beyond those non-timer events specified in the underlying protocol documents).

##### Force Register DNS Records Non-Timer Event

This event can be triggered by another system to cause the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) to register [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) records.

When this event occurs, the DC registers the DNS records described in SRV Records (section [6.3.2.3](#Section_c1987d4218474cc9acf7aab2136d6952)) and Non-SRV Records (section [6.3.2.4](#Section_272a3d3bb15a40e19f20652aabb2603d)), unless explicitly excluded via dc.dnsRegistrationSettings.AvoidDNSRecordsList.

#### SRV Records

The SRV [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) Resource Record for specifying the location of services is specified in [[RFC2782]](https://go.microsoft.com/fwlink/?LinkId=90381). An [**SRV record**](#gt_c24d4432-389e-41ba-b00b-f565ac0aae0f) maps the name of a service to the [**DNS name**](#gt_102a36e2-f66f-49e2-bee3-558736b2ecd5) of a server that offers that service.

The creation of DNS Resource Records is specified in [[RFC2136]](https://go.microsoft.com/fwlink/?LinkId=107017).

The name of an SRV Resource Record is in the following form:

* Service.Proto.Name TTL Class SRV Priority Weight Port Target

A client queries for these records by sending a DNS SRV query [RFC2782] to a DNS server.

**Non-RODC server**

If the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is a non-[**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870) with [**default NC**](#gt_adc2c434-9679-419f-8c8b-b8c234921ad3) X (and [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) X's [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) is G) in [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) Z, then it registers SRV records with Service.Proto.Name equal to the following.

1. \_ldap.\_tcp.X
2. \_ldap.\_tcp.dc.\_msdcs.X
3. \_ldap.\_tcp.G. domains.\_msdcs.Z
4. \_kerberos.\_tcp.X
5. \_kerberos.\_udp.X
6. \_kerberos.\_tcp.dc.\_msdcs.X
7. \_kpasswd.\_tcp.X
8. \_kpasswd.\_udp.X

In addition, the DC registers site-specific records for the following [**sites**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba):

* The site that the DC is in (see sections [6.1.1.2.2.1](#Section_cdacdd51f32441e9b83f71263902dabe) and [6.1.1.2.2.1.2](#Section_7ef6d110689f46c88c5c025dd34c97c6)).
* The sites listed in dc.dnsRegistrationSettings.SitesForDCRecordsList.
* If dc.dnsRegistrationSettings.PerformAutoSiteCoverage is true, the additional sites that should be covered by this DC as determined by the implementation's chosen algorithm.

For each site Yi in the above list of sites, the DC registers SRV records with Service.Proto.Name equal to the following.

1. \_ldap.\_tcp.Yi.\_sites.X
2. \_ldap.\_tcp.Yi.\_sites.dc.\_msdcs.X
3. \_kerberos.\_tcp.Yi.\_sites.X
4. \_kerberos.\_tcp.Yi.\_sites.dc.\_msdcs.X

**RODC Server**

If the DC is an RODC with default NC X (and NC X's GUID is G) in site Y and in forest Z, then it registers SRV records with Service.Proto.Name equal to the following.

1. \_ldap.\_tcp.Y.\_sites.X
2. \_ldap.\_tcp.Y.\_sites.dc.\_msdcs.X
3. \_kerberos.\_tcp.Y.\_sites.X
4. \_kerberos.\_tcp.Y.\_sites.dc.\_msdcs.X

**Non-RODC GC server**

If the DC is also a non-RODC [**GC server**](#gt_a5a99ce4-e206-42dc-8874-e103934c5b0d), then it registers SRV records with Service.Proto.Name equal to the following.

1. \_ldap.\_tcp.gc.\_msdcs.Z
2. \_gc.\_tcp.Z

In addition, the DC registers site specific records for the following sites:

* The site that the DC is in (see sections 6.1.1.2.2.1 and 6.1.1.2.2.1.2).
* The sites listed in dc.dnsRegistrationSettings.SitesForGCRecordsList.
* If dc.dnsRegistrationSettings.PerformAutoSiteCoverage is true, the additional sites that should be covered by this domain controller as determined by the implementation's chosen algorithm.

For each site Yi in the above list of sites, the DC registers SRV records with Service.Proto.Name equal to the following:

1. \_ldap.\_tcp.Yi.\_sites.gc.\_msdcs.Z
2. \_gc.\_tcp.Yi.\_sites.Z

**RODC GC server**

If the DC is also an RODC GC server, then it registers SRV records with Service.Proto.Name equal to the following.

1. \_ldap.\_tcp.Y.\_sites.gc.\_msdcs.Z
2. \_gc.\_tcp.Y.\_sites.Z

**PDC**

If the DC is also holds the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) Emulator [**FSMO role**](#gt_73841222-e9d8-4dc1-83a1-206c75f4f90f) for its default NC, then it registers SRV records with Service.Proto.Name equal to the following.

1. \_ldap.\_tcp.pdc.\_msdcs.X

**Application NC host**

If the DC also hosts [**application NCs**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a), then for each application NC Ai, it registers SRV records with Service.Proto.Name equal to the following.

1. \_ldap.\_tcp.Ai

In addition, the DC also registers site-specific records for the following sites:

* The site that the DC is in (see sections 6.1.1.2.2.1 and 6.1.1.2.2.1.2).
* The sites listed in dc.dnsRegistrationSettings.SitesForNDNCRecordsList.
* If dc.dnsRegistrationSettings.PerformAutoSiteCoverage is true, the additional sites that should be covered by this domain controller as determined by the implementation's chosen algorithm.

For each application NC Ai and each site Yi in the above list of sites, the DC registers SRV records with Service.Proto.Name equal to the following:

1. \_ldap.\_tcp.Yi.\_sites.Ai

Example: If a DC with default NC:

1. X = na.fabrikam.com

is in site:

1. Y = site1

and forest:

1. Z = fabrikam.com

and NC X's GUID is:

1. G = 52f6c43b-99ec-4040-a2b0-e9ebf2ec02b8

then its record of type \_ldap.\_tcp.Y.\_sites.dc.\_msdcs.X has:

1. Service.Proto.Name =
2. \_ldap.\_tcp.site1.\_sites.dc.\_msdcs.na.fabrikam.com

and its record of type \_ldap.\_tcp.G.domains.\_msdcs.Z has:

1. Service.Proto.Name =
2. \_ldap.\_tcp.52f6c43b-99ec-4040-a2b0-e9ebf2ec02b8.domains.\_msdcs.fabrikam.com

The following table describes the other fields of each SRV record registered by a server.

| Field | Value |
| --- | --- |
| TTL | Set to dc.dnsRegistrationSettings.DNSRecordTTL. |
| Class | Set to IN. |
| SRV | Set to SRV. |
| Priority | Set to dc.dnsRegistrationSettings.SRVRecordPriority. |
| Weight | Set to dc.dnsRegistrationSettings.SRVRecordWeight. |
| Port | Set to 389 for [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) service. Set to 3268 for GC service. Set to 88 for Kerberos KDC service. Set to 464 for Kerberos Password Change service. |
| Target | Set to the fully qualified DNS name of the server. |

#### Non-SRV Records

In addition to [**SRV records**](#gt_c24d4432-389e-41ba-b00b-f565ac0aae0f), a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) also registers CNAME [[RFC1034]](https://go.microsoft.com/fwlink/?LinkId=90263) and type A [RFC1034] [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) records.

A CNAME record acts as an alias for a DNS hostname and has the following form:

* Name TTL class type RDATA

A client queries for these records by sending a DNS A, CNAME, or \* query [RFC1034] to a DNS server.

If a server is a DC in [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) Z, and its [**DSA GUID**](#gt_736b1076-d1cb-40b9-9247-d66cca6819d1) is G, then the server registers a CNAME record with Name field set to G.\_msdcs.Z. This name is called the DC's [**GUID-based DNS name**](#gt_0361277e-f4a6-49bf-84bc-1b7ad5f2314f).

Example: If a DC is in forest:

1. Z = fabrikam.com

and its DSA GUID is:

1. G = 52f6c43b-99ec-4040-a2b0-e9ebf2ec02b8

then it registers a CNAME record with:

1. Name =
2. 52f6c43b-99ec-4040-a2b0-e9ebf2ec02b8.\_msdcs.fabrikam.com

The following table describes the other fields of each CNAME record registered by a server.

| Field | Value |
| --- | --- |
| TTL | Set to dc.dnsRegistrationSettings.DNSRecordTTL. |
| Class | Set to IN. |
| Type | Set to CNAME. |
| RDATA | Set to the fully qualified [**DNS name**](#gt_102a36e2-f66f-49e2-bee3-558736b2ecd5) of the server. |

A type A record associates an IP address with a name and takes the form:

* Name TTL class type RDATA

A client queries for these records by sending a DNS A or \* query [RFC1034] to a DNS server.

If a server is a DC with [**default NC**](#gt_adc2c434-9679-419f-8c8b-b8c234921ad3) X in forest Z, then it publishes a type A record with **Name** field X. If the DC is a [**GC server**](#gt_a5a99ce4-e206-42dc-8874-e103934c5b0d), it also publishes a type A record with **Name** field gc.\_msdcs.Z.

Example: If a DC has default NC:

1. X = na.fabrikam.com

and is in forest:

1. Z = fabrikam.com

then it registers a type A record with:

1. Name = na.fabrikam.com

If the DC is a GC server, it registers a type A record with:

1. Name = gc.\_msdcs.fabrikam.com

The following table describes the other fields of each type A record registered by a server.

| Field | Value |
| --- | --- |
| TTL | Set to dc.dnsRegistrationSettings.DNSRecordTTL. |
| Class | Set to IN. |
| Type | Set to A. |
| RDATA | Set to the IP address of the server used for DC functions. |

### LDAP Ping

This topic describes the usage of [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) to verify the aliveness of the [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) and also check whether the domain controller matches a specific set of requirements. This operation is commonly referred to as [**LDAP ping**](#gt_a01cea16-0836-469c-81d4-9eeb52be1ad6).

An LDAP [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6) search (section [3.1.1.3.2](#Section_96f7b0861ca347649a0833f8f7a543db)) that retrieves the rootDSE [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) [netlogon (section 3.1.1.3.2.14)](#Section_556d0738e03e449aa771d0a0b14edf21) triggers the following processing on the server: Syntactic validation of the [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda) as specified in section [6.3.3.1](#Section_40BCA6475FCB41EEBB003EF138C8DD70) and construction of a DC response to the search request as specified in sections [6.3.3.2](#Section_3D71AEFB787E4D149A8AA70DEF9E1F6C) and [6.3.3.3](#Section_249949C1484C48ADB548A31DD0AB2C93).

The LDAP search filter included in the SearchRequest is a one-level AND of equalityMatch tests of the following elements:

**DnsDomain:** The [**DNS name**](#gt_102a36e2-f66f-49e2-bee3-558736b2ecd5) of an [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) ([**default NC**](#gt_adc2c434-9679-419f-8c8b-b8c234921ad3) or [**application NC**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a)).

**Host:** The [**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4) name of the client.

**DnsHostName:** The [**fully qualified domain name (FQDN) (1)**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e) of the client.

**Note**  The DnsHostName element is not sent by Windows clients from Windows 2000 through Windows 7 operating system and Windows Server 2008 R2.

**User:** The sAMAccountName of an account in the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) specified by DnsDomain, DomainSid, or DomainGuid.

**AAC:** Represents the userAccountControl attribute of an account.

**DomainSid:** The [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) of a domain.

**DomainGuid:** The [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) of a domain.

**NtVer:** NETLOGON\_NT\_VERSION Options (see section [6.3.1.1](#Section_8e6a9efa631244e2af1206ad73afbfa5)).

Example:

(&(DnsDomain=abcde.corp.microsoft.com)(Host=abcdefgh-dev)(User=abcdefgh-dev$)(AAC=\80\00\00\00)(DomainGuid=\3b\b0\21\ca\d3\6d\d1\11\8a\7d\b8\df\b1\56\87\1f)(NtVer=\06\00\00\00))

Network payload:

1. A0 84 00 00 00 A8 A3 84 00 00 00 25 04 09 44 ?...¨£?...%..D
2. 6E 73 44 6F 6D 61 69 66 04 18 61 62 63 64 65 nsDomain..abcde
3. 2E 63 6F 72 70 2E 6D 69 63 72 6F 73 6F 66 74 .corp.microsoft
4. 2E 63 6F 6D A3 84 00 00 00 14 04 04 48 6F 73 .com£?......Hos
5. 74 04 0C 61 62 63 64 65 66 67 68 2D 64 65 76 t..abcdefgh-dev
6. A3 84 00 00 00 15 04 04 55 73 65 72 04 0D 61 £?......User..a
7. 62 63 64 65 66 67 68 2D 64 65 76 24 A3 84 00 bcdefgh-dev$£?.
8. 00 00 0B 04 03 41 41 43 04 04 80 00 00 00 A3 .....AAC..?...£?
9. 84 00 00 00 1E 04 0A 44 6F 6D 61 69 6E 47 75 ......DomainGu
10. 69 64 04 10 3B B0 21 CA D3 6D D1 11 8A 7D B8 id..;°!ÊÓmÑ.?}¸
11. DF B1 56 87 1F A3 84 00 00 00 0D 04 05 4E 74 ß±V?.£?......Nt
12. 56 65 72 04 04 06 00 00 00 30 84 00 00 00 0A Ver......0?....
13. 04 08 6E 65 74 6C 6F 67 6F 6E ..netlogon

#### Syntactic Validation of the Filter

If any of the elements is specified more than once, then the [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda) is invalid.

If the value of the string passed with [DomainGuid](#Section_895a7744aff34f64bcfaf8c05915d2e9) has a different size than the size of [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.3.4), then the filter is invalid.

If the numeric value of the string passed with AAC is longer than the largest unsigned integer that can be represented in a DWORD or has an unsupported bit set, then the filter is invalid.

If the numeric value of the string passed with NtVer is longer than the largest unsigned integer that can be represented in a DWORD or has an unsupported bit set, then the filter is invalid.

The response of the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) for the invalid filter case is documented in section [6.3.3.3](#Section_249949c1484c48adb548a31dd0ab2c93).

The DC MUST ignore any unrecognized filter elements.

#### Domain Controller Response to an LDAP Ping

Let reqGuidNC be set as follows:

* If the [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda) does not include the (DomainGuid=domainGuid) clause, reqGuidNC is set to NULL.
* If the filter includes the (DomainGuid=domainGuid) clause:
  + If domainGuid is not a valid [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1), the response of the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is documented in section [6.3.3.3](#Section_249949c1484c48adb548a31dd0ab2c93).
  + If there is no [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) hosted by the server whose GUID is domainGuid, the response of the DC is documented in section 6.3.3.3.
  + Otherwise, reqGuidNC is set to the NC hosted by the server whose GUID is domainGuid.

Let reqDnsNC be set as follows:

* If the filter does not include the (DnsDomain=dnsDomain) clause:
  + If reqGuidNC is NULL, reqDnsNC is set to the [**default NC**](#gt_adc2c434-9679-419f-8c8b-b8c234921ad3) hosted by the server.
  + If reqGuidNC is not NULL, reqDnsNC is set to NULL.
* If the filter includes the (DnsDomain=dnsDomain) clause:
  + If dnsDomain is empty, the response of the DC is documented in section 6.3.3.3.
  + If there is no NC hosted by the server whose [**DNS name**](#gt_102a36e2-f66f-49e2-bee3-558736b2ecd5) is dnsDomain, the response of the DC is documented in section 6.3.3.3.
  + Otherwise, reqDnsNC is set to the NC hosted by the server whose DNS name is dnsDomain.

Let reqNCUsed be set as follows:

* If reqGuidNC is NULL, then reqNCUsed is set to reqDnsNC.
* If reqDnsNC is NULL, then reqNCUsed is set to reqGuidNC.
* If neither reqGuidNC nor reqDnsNC are NULL, then reqNCUsed is set to either reqGuidNC or reqDnsNC. The protocol does not specify which value is used, nor that a DC is consistent in which value is used.

Let reqSidNC be set as follows:

* If the filter does not include the (DomainSid=domainSid) clause, reqSidNC is set to NULL.
* If the filter includes the (DomainSid=domainSid) clause:
  + If domainSid is not a valid sid, the response of the DC is documented in section 6.3.3.3.
  + If there is no NC hosted by the server whose Sid is domainSid, the response of the DC is documented in section 6.3.3.3.
  + If domainSid is not equal to the [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) of NC reqNCUsed, the response of the DC is documented in section 6.3.3.3.
  + Otherwise, reqSidNC is set to the NC hosted by the server whose SID is domainSid.

Let u be set as follows:

* If the filter does not include the (User=user) clause, then u is set to NULL.
* If filter includes the (User=user) clause, then u is set to the supplied value.

Let x be as follows:

* Let y be an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in NC reqNCUsed where y!sAMAccountName = u.
  + If there is no such object y, then x is set to NULL.
  + If there is an object y, x is set as:
    - Let aac be set as follows:
      * If the filter does not include the (AAC=aac) clause, then aac is set to 0.
      * If filter includes the (AAC = aac) clause, then aac is set to the supplied value.
    - Let uac be set to y!userAccountControl.
      * If uac has the USER\_ACCOUNT\_DISABLED ([[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 2.2.1.12) bit set, then let x be equal to NULL.
      * If (aac & uac & USER\_TEMP\_DUPLICATE\_ACCOUNT | USER\_NORMAL\_ACCOUNT | USER\_INTERDOMAIN\_TRUST\_ACCOUNT | USER\_WORKSTATION\_TRUST\_ACCOUNT | USER\_SERVER\_TRUST\_ACCOUNT [MS-SAMR] section 2.2.1.12) is zero, then let x be equal to NULL. The effect of doing this is so that the server only checks USER\_TEMP\_DUPLICATE\_ACCOUNT | USER\_NORMAL\_ACCOUNT | USER\_INTERDOMAIN\_TRUST\_ACCOUNT | USER\_WORKSTATION\_TRUST\_ACCOUNT | USER\_SERVER\_TRUST\_ACCOUNT bits.
      * Otherwise, set x to y.

Let s be set as follows:

* If there is only one [**site object**](#gt_0ce6abc5-9823-4a69-bb30-12e42ff99629) in the [Sites Container (section 6.1.1.2.2)](#Section_7a864c154a324614bf717d9e7f661b71), set s to the name of that [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba).
* If there are multiple site objects in the Sites Container, let sno be a subnet object in the [Subnets Container (section 6.1.1.2.2.2)](#Section_448970b1177845699bb33bbaa86ad7df) where sno!name represents the range of IP addresses, which includes the client's IP address (see section [6.1.1.2.2.2.1](#Section_255d4630f03342898db6c36060b47e17)).
  + If there is no such object sno, then s is set to NULL.
  + If there is an object sno, s is set as follows:
    - If sno!siteObject has a value, let so be the site object referred to by this [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) value (see section 6.1.1.2.2.2.1). Set s to so!name.
    - If sno!siteObject does not contain a value, set s to NULL.

**Note**  In Windows, the server computes the client's IP address from the client's socket address. If the NtVer filter element has the NETLOGON\_NT\_VERSION\_5EX or NETLOGON\_NT\_VERSION\_5EX\_WITH\_IP bit set, and if the client's site cannot be computed from the client's socket address, then the server computes the client's IP address by using either the [**FQDN (2)**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e) of the client, which is found in the DnsHostName filter element (if present), or the [**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4) name of the client, which is found in the Host filter element (section [6.3.3](#Section_895a7744aff34f64bcfaf8c05915d2e9)). The server then uses the IP address to determine the site.

Let v be the NtVer requested by the client in the search filter.

* If the server is configured to respond to ping requests in the form of a NETLOGON\_SAM\_LOGON\_RESPONSE\_NT40 structure, and v does not have the NETLOGON\_NT\_VERSION\_AVOID\_NT4EMUL bit set (section [6.3.1.1](#Section_8e6a9efa631244e2af1206ad73afbfa5)), the server uses the NETLOGON\_SAM\_LOGON\_RESPONSE\_NT40 structure to send the response.
* Else, if v has the NETLOGON\_NT\_VERSION\_5EX or NETLOGON\_NT\_VERSION\_5EX\_WITH\_IP bit set, the server uses the NETLOGON\_SAM\_LOGON\_RESPONSE\_EX structure to send the response.
* Else, if v has the NETLOGON\_NT\_VERSION\_5 bit set, the server uses the NETLOGON\_SAM\_LOGON\_RESPONSE structure to send the response.
* For all other cases, the server uses the NETLOGON\_SAM\_LOGON\_RESPONSE\_NT40 structure to send the response.

Let t be set as follows:

* When the [**Netlogon**](#gt_70771a5a-04a3-447d-981b-e03098808c32) service is in a paused state, if v does not have the NETLOGON\_NT\_VERSION\_PDC bit set or the server is not a [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d), let t be 1.
* If the value of [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6) attribute isSynchronized (see section [3.1.1.3](#Section_3c5916a9f1a0429db937f8fe672d777c)) is false, let t be 1.
* When the Netlogon RPC server is not initialized, if v does not have the NETLOGON\_NT\_VERSION\_LOCAL bit set, let t be 1.
* If the [**FRS**](#gt_20f21413-875c-4ebf-9913-a3282fbb779f) service is in a paused state, let t be 1.
* Otherwise, let t be 0.

After the preceding processing has occurred, if the server has not responded to an invalid filter (as documented in section 6.3.3.3), the server returns an LDAP SearchResultEntry to the client with the following form:

* The ObjectName of the SearchResultEntry is NULL and the attribute list contains one attribute. This attribute is named "Netlogon" and its value is a little-endian octet string packed in NETLOGON\_SAM\_LOGON\_RESPONSE\_EX, NETLOGON\_SAM\_LOGON\_RESPONSE, or NETLOGON\_SAM\_LOGON\_RESPONSE\_NT40, depending on value v.
  + If the server uses NETLOGON\_SAM\_LOGON\_RESPONSE\_EX to pack the value, it does the following:

**OperationCode**: Set to LOGON\_SAM\_PAUSE\_RESPONSE\_EX if t is equal to 1. Set to LOGON\_SAM\_USER\_UNKNOWN\_EX if u is not NULL, but x is NULL. Set to LOGON\_SAM\_LOGON\_RESPONSE\_EX in other cases.

**Flags**:

Bit values are taken from DS\_FLAGS in section [6.3.1.2](#Section_f55d3f53351d4407940ef53eb6154af0).

* + - If the server holds the PDC [**FSMO role**](#gt_73841222-e9d8-4dc1-83a1-206c75f4f90f) (see section [3.1.1.1.11](#Section_bf8afb5f1ae045de84458a717ea5124a)), the DS\_PDC\_FLAG bit is set.
    - If the server is a [**global catalog server**](#gt_a5a99ce4-e206-42dc-8874-e103934c5b0d), the DS\_GC\_FLAG bit is set. This bit is set if and only if the isGlobalCatalogReady attribute on the rootDSE is true (see section [3.1.1.3.2.10](#Section_6d38d4f7d73e492ca4953d8368a2dbfd)).
    - If the server is a KDC, the DS\_KDC\_FLAG bit is set.
    - If the server is running the Win32 Time Service, as specified in [[MS-W32T]](%5bMS-W32T%5d.pdf#Section_0e425c158ae44c2ab43184a66b92986a) and indicated by bit field A in the ServiceBits flag in the NetLogon Remote Protocol ([[MS-NRPC]](%5bMS-NRPC%5d.pdf#Section_ff8f970f3e3740f7bd4baf7336e4792f) section 3.5.1), the DS\_TIMESERV\_FLAG bit is set.
    - If the server is in the same site as the client, the DS\_CLOSEST\_FLAG bit is set.
    - If the server is not an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870), the DS\_WRITABLE\_FLAG bit is set. [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 5.7, AmIRODC, explains how to determine if a DC is an RODC.
    - If the server is configured to be a reliable time source (the way in which the configuration can be done is outside the scope of the state model and is implementation-dependent) as indicated by bit field B in the ServiceBits flag in the NetLogon Remote Protocol ([MS-NRPC] section 3.5.1), the DS\_GOOD\_TIMESERV\_FLAG bit is set.
    - If the DnsDomain value specified in the search filter is an [**application NC**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a), the DS\_NDNC\_FLAG bit is set.
    - If the server is an RODC, the DS\_SELECT\_SECRET\_DOMAIN\_6\_FLAG bit is set.
    - If the server is a writable DC and not running Windows 2000 Server, Windows Server 2003, or Windows Server 2003 R2, the DS\_FULL\_SECRET\_DOMAIN\_6\_FLAG bit is set.
    - If the server is running the Active Directory Web Service, as specified in [[MS-ADDM]](%5bMS-ADDM%5d.pdf#Section_af3eb9beb4074423a707387fedbbaf1d) and indicated by the bit field C in the ServiceBits flag in the Netlogon Remote Protocol ([MS-NRPC] section 3.5.1), the DS\_WS\_FLAG bit is set.
    - If the server is running Windows Server 2012 or later, the DS\_DS\_8\_FLAG bit is set.
    - If the server is running Windows Server 2012 R2 or later, the DS\_DS\_9\_FLAG bit is set.
    - Always set the DS\_LDAP\_FLAG and DS\_DS\_FLAG bits.
    - All the other bits of DS\_FLAG are set to 0.

**DomainGuid**: Set to the GUID of NC reqNCUsed.

**DnsForestName**: Set to the DNS name of the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62).

**DnsDomainName**: Set to the DNS name of the NC reqNCUsed.

**DnsHostName**: Set to the DNS name of the server.

**NetbiosDomainName**: Set to the NetBIOS name of the NC reqNCUsed.

**NetbiosComputerName**: Set to the NetBIOS name of the server.

**UserName**: Set to u.

**DcSiteName**: Set to the site name of the server.

**ClientSiteName**: Set to the site s.

**DcSockAddrSize**: Set to the size of the server's IP address.

**SockAddr**: Set to the IP address of the server.

**NextClosestSiteName**: If v has NETLOGON\_NT\_VERSION\_WITH\_CLOSEST\_SITE and the DC has [**DC functional level**](#gt_a98902f5-21e9-470f-b56b-cc6f8fde2141) DS\_BEHAVIOR\_WIN2008 or greater, use IDL\_DRSQuerySitesByCost ([MS-DRSR] section 4.1.16) to find the site C that is closest to ClientSiteName but not equal to ClientSiteName, and set this field to C. Otherwise omit this field.

**NtVersion**: If the NextClosestSiteName field is set, set this field to {NETLOGON\_NT\_VERSION\_1, NETLOGON\_NT\_VERSION\_WITH\_CLOSEST\_SITE, NETLOGON\_NT\_VERSION\_5EX}; otherwise set this field to {NETLOGON\_NT\_VERSION\_1, NETLOGON\_NT\_VERSION\_5EX}.

**LmNtToken**: Always set to 0xFFFF.

**Lm20Token**: Always set to 0xFFFF.

* + If the server uses NETLOGON\_SAM\_LOGON\_RESPONSE to pack the value, it does the following:

**OperationCode**: Set to LOGON\_SAM\_PAUSE\_RESPONSE if t is equal to 1. Set to LOGON\_SAM\_USER\_UNKNOWN if u is not NULL, but x is NULL. Set to LOGON\_SAM\_LOGON\_RESPONSE in other cases.

**UnicodeLogonServer**: Set to the NetBIOS name of the server.

**UnicodeUserName**: Set to u.

**UnicodeDomainName**: Set to the NetBIOS name of the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca).

**DomainGuid**: Set to the GUID of the domain.

**SiteGuid**: Always set to [**NULL GUID**](#gt_ba500a5b-8c29-467c-a335-0980c8b11304).

**DnsForestName**: Set to the DNS name of the forest.

**DnsDomainName**: Set to the DNS name of the domain.

**DnsHostName**: Set to the DNS name of the server.

**DcIpAddress**: Set to the IP address of the server.

**Flags**: If the server is a PDC, bit DS\_PDC\_FLAG is set; bit DS\_DS\_FLAG is always set; all the other bits of DS\_FLAG are set to 0.

**NtVersion**: Set to NETLOGON\_NT\_VERSION\_1 | NETLOGON\_NT\_VERSION\_5.

**LmNtToken**: Always set to 0xFFFF.

**Lm20Token**: Always set to 0xFFFF.

* + If the server uses NETLOGON\_SAM\_LOGON\_RESPONSE\_NT40 to pack the value, it does the following:

**OperationCode**: If t is 1, set to LOGON\_SAM\_PAUSE\_RESPONSE. Else, if u is not NULL, but x is NULL, set to LOGON\_SAM\_USER\_UNKNOWN. If none of the preceding conditions are met, set to LOGON\_SAM\_LOGON\_RESPONSE.

**UnicodeLogonServer**: Set to the NetBIOS name of the server.

**UnicodeUserName**: Set to u.

**UnicodeDomainName**: Set to the NetBIOS name of the domain.

**NtVersion**: Set to NETLOGON\_NT\_VERSION\_1.

**LmNtToken**: Always set to 0xFFFF.

**Lm20Token**: Always set to 0xFFFF.

LdapResult of SearchResultDone [**entry**](#gt_e0272034-98d8-4732-941e-8917a98c6afd) is set to 0 (*success*).

#### Response to Invalid Filter

If the [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda) is not syntactically valid for any of the cases specified in the preceding sections, the server returns an LDAP SearchResultEntry with the following form:

The ObjectName of the SearchResultEntry is NULL. [**Attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of SearchResultEntry is NULL. And LdapResult of SearchResultDone [**entry**](#gt_e0272034-98d8-4732-941e-8917a98c6afd) is set to 0 (*success*).

### NetBIOS Broadcast and NBNS Background

If a server is in a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) whose [**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4) name is d, it registers <d>[1C] records, and <d>[1B] records if it is a [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d), to the NBNS(WINS) server. A client can retrieve those records by either [**broadcasting**](#gt_7f275cc2-a1c5-47d7-83ae-9a84178f2481) or querying against NBNS(WINS) directly.

For more information, see [[RFC1001]](https://go.microsoft.com/fwlink/?LinkId=90260) and [[RFC1002]](https://go.microsoft.com/fwlink/?LinkId=90261).

### Mailslot Ping

This section describes the usage of [**mailslot**](#gt_f53fe4b9-8e1d-4366-9254-3c4f73269e78) messages to verify the aliveness of the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) and also to check whether that DC matches a specific set of requirements. This operation is commonly referred to as a [**mailslot ping**](#gt_0a5fd868-ff77-4beb-838e-79f98cbe3898).

The server creates a mailslot (as specified in [[MS-MAIL]](%5bMS-MAIL%5d.pdf#Section_8ea19aa46e5a4aedb6280b5cd75a1ab9) section 3.2.4.1) with the name \\mailslot\net\netlogon and listens to this mailslot [MS-MAIL] section 3.2.4.2. If the opcode of the mailslot message (hereafter in this section referred to simply as "message") is set to LOGON\_PRIMARY\_QUERY, it interprets the message as a [NETLOGON\_LOGON\_QUERY](#Section_a59c047b4e704ad4b1a4febe37f6383b) structure; otherwise, it interprets the message as a [NETLOGON\_SAM\_LOGON\_REQUEST](#Section_c4701dfcf99146088ec4984441d28443).

The server then completes the following processing:

If the opcode is set to LOGON\_PRIMARY\_QUERY and the server is not the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d), the DC ignores the message without sending a response back to the client. If the opcode is set to LOGON\_SAM\_LOGON\_REQUEST and NtVer is not NETLOGON\_NT\_VERSION\_5, the DC ignores the message without sending a response back to the client. The server determines whether or not it is the PDC by calling the IsEffectiveRoleOwner(roleObject(Default NC, PdcEmulationMasterRole)) function. If the function returns true, the server is the PDC, otherwise it is not. See section [3.1.1.5.1.8](#Section_111c589d284a427a91e99031a3767597) for more information.

If **DomainSidSize** is not zero, it checks whether the [**default NC**](#gt_adc2c434-9679-419f-8c8b-b8c234921ad3) has the same [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d); if it does not, the server ignores the message without sending a response back to the client.

If **UnicodeUserName** is specified, it is processed in the same way as the User value in section [6.3.3.2](#Section_3d71aefb787e4d149a8aa70def9e1f6c).

Let v be the NtVer requested by the client.

* If dc.nt4EmulatorEnabled is TRUE, and v does not have the NETLOGON\_NT\_VERSION\_AVOID\_NT4EMUL bit set, the server uses the NETLOGON\_SAM\_LOGON\_RESPONSE\_NT40 structure to send the response.
* Else, if v has the NETLOGON\_NT\_VERSION\_5EX or NETLOGON\_NT\_VERSION\_5EX\_WITH\_IP bit set, the server uses the NETLOGON\_SAM\_LOGON\_RESPONSE\_EX structure to send the response.
* Else, if v has the NETLOGON\_NT\_VERSION\_5 bit set, the server uses the NETLOGON\_SAM\_LOGON\_RESPONSE structure to send the response.
* Else, if v has the NETLOGON\_NT\_VERSION\_PDC bit set, the server uses the [NETLOGON\_PRIMARY\_RESPONSE](#Section_dc0aa410a7dc4b6bbab3844f58969c80) structure to send the response.
* For all other cases, the server uses the [NETLOGON\_SAM\_LOGON\_RESPONSE\_NT40](#Section_9c5a9e2c2aae40e28fcbb9dfc032ac3b) structure to send the response.

Let t be 0.

* When the [**Netlogon**](#gt_70771a5a-04a3-447d-981b-e03098808c32) service is in a paused state, if v does not have the NETLOGON\_NT\_VERSION\_PDC bit set or server is not a PDC, let t be 1.
* If the value of [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6) [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) isSynchronized (see section [3.1.1.3](#Section_3c5916a9f1a0429db937f8fe672d777c)) is false, let t be 1.
* When the Netlogon RPC server is not initialized, if v does not have the NETLOGON\_NT\_VERSION\_LOCAL bit set, let t be 1.
* If the [**FRS**](#gt_20f21413-875c-4ebf-9913-a3282fbb779f) is in a paused state, let t be 1.

Then, the server sends a response back to the mailslot named in the client's request. The response message is packed in the [NETLOGON\_SAM\_LOGON\_RESPONSE](#Section_9b3339716dd74003a8986e51b2c02110) structure, the NETLOGON\_PRIMARY\_RESPONSE structure, or the NETLOGON\_SAM\_LOGON\_RESPONSE\_NT40 structure, depending on the value of v.

* If the server uses NETLOGON\_SAM\_LOGON\_RESPONSE to pack the value, it does the following:

**OperationCode**: Set to LOGON\_SAM\_PAUSE\_RESPONSE if t is equal to 1. Set to LOGON\_SAM\_USER\_UNKNOWN if UnicodeUserName is not NULL, but x is NULL. Set to LOGON\_SAM\_LOGON\_RESPONSE in other cases.

**UnicodeLogonServer**: Set to the [**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4) name of the server.

**UnicodeUserName**: Set to UnicodeUserName filed in the request NETLOGON\_SAM\_LOGON\_REQUEST message.

**UnicodeDomainName:** Set to the NetBIOS name of the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca).

**DomainGuid:** Set to the [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) of the domain.

**SiteGuid**: Always set to [**NULL GUID**](#gt_ba500a5b-8c29-467c-a335-0980c8b11304).

**DnsForestName**: Set to the [**DNS name**](#gt_102a36e2-f66f-49e2-bee3-558736b2ecd5) of the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62).

**DnsDomainName**: Set to the DNS name of the domain.

**DnsHostName**: Set to the DNS name of the server.

**DcIpAddress**: Set to the IP address of the server.

**Flags**: If the server is a PDC, bit DS\_PDC\_FLAG is set; bit DS\_DS\_FLAG is always set; all the other bits of DS\_FLAG are set to 0.

**NtVersion**: Set to NETLOGON\_NT\_VERSION\_1 | NETLOGON\_NT\_VERSION\_5.

**LmNtToken**: Always set to 0xFFFF.

**Lm20Token**: Always set to 0xFFFF.

* If the server uses NETLOGON\_SAM\_LOGON\_RESPONSE\_NT40 to pack the value, it does the following:

**OperationCode**: If t is 1, set to LOGON\_SAM\_PAUSE\_RESPONSE. Else, if UnicodeUserName is not NULL, but x is NULL, set to LOGON\_SAM\_USER\_UNKNOWN. If none of the preceding conditions are met, set to LOGON\_SAM\_LOGON\_RESPONSE.

**UnicodeLogonServer**: Set to the NetBIOS name of the server.

**UnicodeUserName**: Set to UnicodeUserName filed in the request NETLOGON\_SAM\_LOGON\_REQUEST message.

**UnicodeDomainName**: Set to the NetBIOS name of the domain.

**NtVersion**: Set to NETLOGON\_NT\_VERSION\_1.

**LmNtToken**: Always set to 0xFFFF.

**Lm20Token**: Always set to 0xFFFF.

* If the server uses NETLOGON\_PRIMARY\_RESPONSE to pack the value, it does the following:

**OperationCode**: If t is 1, set to LOGON\_SAM\_PAUSE\_RESPONSE. Else, if UnicodeUserName is not NULL, but x is NULL, set to LOGON\_SAM\_USER\_UNKNOWN. If none of the preceding conditions are met, set to LOGON\_PRIMARY\_RESPONSE.

**PrimaryDCName**: Set to the ASCII value of the NetBIOS name of the server.

**UnicodePrimaryDCName**: Set to the [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) value of the NetBIOS name of the server.

**UnicodeDomainName**: Set to the NetBIOS name of the domain.

**NtVersion**: Set to NETLOGON\_NT\_VERSION\_1.

**LmNtToken**: Always set to 0xFFFF.

**Lm20Token**: Always set to 0xFFFF.

* If the server uses NETLOGON\_SAM\_LOGON\_RESPONSE\_EX to pack the value, it does the following:

**OperationCode**: Set to LOGON\_SAM\_PAUSE\_RESPONSE if t is equal to 1. Set to LOGON\_SAM\_USER\_UNKNOWN if UnicodeUserName is not NULL, but x is NULL. Set to LOGON\_SAM\_LOGON\_RESPONSE\_EX in other cases.

**Sbz**: Always set to 0x0.

**Flags**: Set to the value produced for the **Flags** value in section 6.3.3.2.

**DomainGuid**: Set to the GUID of the domain.

**DnsForestName**: Set to the DNS name of the forest.

**DnsDomainName:** Set to the DNS name of the domain.

**NetbiosDomainName:** Set to the NetBIOS name of the domain.

**NetbiosComputerName:** Set to the NetBIOS name of the server.

**UserName**: Set to **UnicodeUserName** field in the request NETLOGON\_SAM\_LOGON\_REQUEST message.

**DcSiteName**: Set to the [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) name of the server.

**ClientSiteName**: Set to the site name of the client as produced by the algorithm in section 6.3.3.2.

**DcSockAddrSize**: If v has the NETLOGON\_NT\_VERSION\_5EX\_WITH\_IP bit set, set to the size of the server's IP address.

**DcSockAddr**: If v has the NETLOGON\_NT\_VERSION\_5EX\_WITH\_IP bit set, set to the IP address of the server.

**NextClosestSiteName**: If v has NETLOGON\_NT\_VERSION\_WITH\_CLOSEST\_SITE and the DC has [**DC functional level**](#gt_a98902f5-21e9-470f-b56b-cc6f8fde2141) DS\_BEHAVIOR\_WIN2008 or greater, use IDL\_DRSQuerySitesByCost ([[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.16) to find the site C that is closest to **ClientSiteName** but not equal to **ClientSiteName**, and set this field to C. Otherwise omit this field.

**NtVersion**: If the **NextClosestSiteName** field is set and the **DcSockAddr** field is not set, set this field to {NETLOGON\_NT\_VERSION\_1, NETLOGON\_NT\_VERSION\_WITH\_CLOSEST\_SITE, NETLOGON\_NT\_VERSION\_5EX}; if the **NextClosestSiteName** field is not set and the **DcSockAddr** field is set, set this field to {NETLOGON\_NT\_VERSION\_1, NETLOGON\_NT\_VERSION\_5EX, NETLOGON\_NT\_VERSION\_5EX\_WITH\_IP}; if the **NextClosestSiteName** field is set and the **DcSockAddr** field is set, set this field to {NETLOGON\_NT\_VERSION\_1, NETLOGON\_NT\_VERSION\_WITH\_CLOSEST\_SITE, NETLOGON\_NT\_VERSION\_5EX, NETLOGON\_NT\_VERSION\_5EX\_WITH\_IP};otherwise set this field to {NETLOGON\_NT\_VERSION\_1, NETLOGON\_NT\_VERSION\_5EX}.

**LmNtToken**: Always set to 0xFFFF.

**Lm20Token**: Always set to 0xFFFF.

### Locating a Domain Controller

There are two ways to locate a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd): [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700)-based discovery and [**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4)-based discovery.

#### DNS-Based Discovery

For [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700)-based discovery, the client machine can issue the following DNS queries:

* To locate an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) server hosting [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) N, the client machine issues a DNS query for the [**SRV record**](#gt_c24d4432-389e-41ba-b00b-f565ac0aae0f) \_ldap.\_tcp.N, constructed from the NC name (N).
* To locate an LDAP server hosting NC N in [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) Y, the client machine issues a DNS query for the SRV record \_ldap.\_tcp.Y.\_sites.N, constructed from the NC name (N) and the site name (Y).
* To locate [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) hosting NC N, the client machine issues a DNS query for the SRV record \_ldap.\_tcp.dc.\_msdcs.N, constructed from the NC name (N).
* To locate a DC hosting NC N in site Y, the client machine issues a DNS query for the SRV record \_ldap.\_tcp.Y.\_sites.dc.\_msdcs.N, constructed from the NC name (N) and the site name (Y).
* To locate a DC hosting [**default NC**](#gt_adc2c434-9679-419f-8c8b-b8c234921ad3) X whose [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) is G in [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) Z, the client machine issues a DNS query for the SRV record \_ldap.\_tcp.G.domains.\_msdcs.Z, constructed from the default NC's GUID (G) and the forest name (Z).
* To locate a DC that is hosting default NC X and that is also a [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d), the client machine issues a DNS query for the SRV record \_ldap.\_tcp.pdc.\_msdcs.X, constructed from the NC name (X).
* To locate a DC in forest Z that is a [**GC server**](#gt_a5a99ce4-e206-42dc-8874-e103934c5b0d), the client machine issues a DNS query for the SRV record \_gc.\_tcp.Z, constructed from the forest name (Z).
* To locate DC in forest Z, site Y that is a GC server, the client machine issues a DNS query for the SRV record \_gc.\_tcp.Y.\_sites.Z, constructed from the forest name (Z) and the site name (Y).
* To locate a server that is running the Kerberos Key Distribution Center service over [**TCP**](#gt_b08d36f6-b5c6-4ce4-8d2d-6f2ab75ea4cb) for default NC X, the client machine issues a DNS query for the SRV record \_kerberos.\_tcp.X, constructed from the default NC name (X).
* To locate a server that is running the Kerberos Key Distribution Center service over [**UDP**](#gt_a70f5e84-6960-42f0-a160-ba0281eb548d) for default NC X, the client machine issues a DNS query for the SRV record \_kerberos.\_udp.X, constructed from the default NC name (X).
* To locate a server in site Y that is running the Kerberos Key Distribution Center service over TCP for default NC X, the client machine issues a DNS query for the SRV record \_kerberos.\_tcp.Y.\_sites.X, constructed from the default NC name (X) and the site name (Y).
* To locate a DC that is running the Kerberos Key Distribution Center service over TCP and that also hosts default NC X, the client machine issues a DNS query for the SRV record \_kerberos.tcp.dc.\_msdcs.X, constructed from the default NC name (X).
* To locate a DC in site Y that is running the Kerberos Key Distribution Center service over TCP and that also hosts default NC X, the client machine issues a DNS query for the SRV record \_kerberos.tcp.Y.\_sites.dc.\_msdcs.X, constructed from the default NC name (X) and the site name (Y).
* To locate a server that is running the Kerberos Password Change service over TCP for default NC X, the client machine issues a DNS query for the SRV record \_kpasswd.\_tcp.X, constructed from the default NC name (X).
* To locate a server that is running the Kerberos Password Change service over UDP for default NC X, the client machine issues a DNS query for the SRV record \_kpasswd.\_udp.X, constructed from the default NC name (X).

The DNS query returns a list of SRV records that match this query. The target field of the SRV record contains the [**FQDN (2)**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e) of the server.

Upon receiving the DNS query results, the client machine retrieves the IP addresses corresponding to each server (via DNS A/AAAA queries) and sends an [**LDAP ping**](#gt_a01cea16-0836-469c-81d4-9eeb52be1ad6) to the retrieved addresses in weighted random order [[RFC2782]](https://go.microsoft.com/fwlink/?LinkId=90381). If a server has multiple IP addresses, the client pings all of them before pinging the next server in the weighted random order. The client attempts the intended protocol request to the first server address that responds to the ping.

#### NetBIOS-Based Discovery

To locate a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) using [**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4)-based discovery, the client either queries a Windows Internet Name Service (WINS) server or performs [**broadcasting**](#gt_7f275cc2-a1c5-47d7-83ae-9a84178f2481). To find a domain controller in [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) fabrikam, the client either sends a NetBIOS name query for <fabrikam>[1C] to the WINS server or broadcasts for <fabrikam>[1C] record. And if the client wants to find a [**primary domain controller**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d), it issues a name query for <fabrikam>[1B] to the WINS server or broadcasts for <fabrikam>[1B] record.

Upon receiving the list of matching records from WINS or broadcasting, the client either contacts servers (attempts the intended protocol request) or sends a [**mailslot ping**](#gt_0a5fd868-ff77-4beb-838e-79f98cbe3898) (section [6.3.5](#Section_2cff75a958714493a704017b506f8df0)) to servers first, and then attempts the intended protocol request to a server that responded to the ping.

### Name Compression and Decompression

The server can choose any compression algorithm, as long as the compressed stream can be decompressed using the following name decompression algorithm. When the server compresses the names for the [**LDAP ping**](#gt_a01cea16-0836-469c-81d4-9eeb52be1ad6) response, if compression fails, the response of the server is documented in "Response to Invalid filter" (section [6.3.3.3](#Section_249949c1484c48adb548a31dd0ab2c93)). When the server compresses the names for the [**mailslot ping**](#gt_0a5fd868-ff77-4beb-838e-79f98cbe3898) response, if compression fails, the server does not send any response back to the client.

**Name Decompression Algorithm**

1. --
2. -- On Entry: InputBuffer - a buffer of compressed data, treated as
3. -- bytes
4. -- InputBufferSize - The number of bytes in the InputBuffer
5. -- StringCount - number of strings needed to be
6. -- decompressed from InputBuffer
7. -- Current – Index into the buffer that contains the first
8. -- byte of the compressed strings
9. --
10. -- On Exit: OutputBuffers - an array of decompressed strings
11. -- Success - Set to TRUE if decompression succeeds, set to
12. -- FALSE if decompression fails.
13. -- Current – Index of the byte in the message succeeding the last
14. -- byte of the compressed string block
15. SET deCompressedCount = 0
16. SET localCurrent = 0
17. FOR i = 1 to StringCount
18. SET dnsNameLen = 0
19. SET firstLabel = 0
20. allocate a buffer s[InputBufferSize]
21. WHILE Current < InputBufferSize
22. SET labelSize = InputBuffer[Current]
23. IF labelSize == '\0' THEN
24. s[dnsNameLen] = '\0'
25. OutputBuffers[deCompressedCount] = s
26. deCompressedCount++
27. Current++
28. BREAK
29. ELSE IF (labelSize & 0xC0) != 0 THEN
30. Current++
31. localCurrent = Current + 1
32. labelSize = InputBuffer[Current]
33. IF labelSize > InputBufferSize THEN
34. Success = FALSE
35. RETURN
36. END IF
37. Current = labelSize
38. CONTINUE
39. ELSE
40. IF (labelSize + Current) >= InputBufferSize THEN
41. Success = FALSE
42. RETURN
43. END IF
44. IF firstLabel == 0 THEN
45. firstLabel = 1
46. ELSE
47. s[dnsNameLen] = '.'
48. dnsNameLen++
49. ENDIF
50. Append
51. substring InputBuffer[Current + 1, Current + labelSize]
52. to s
53. dnsNameLen += labelSize
54. IF localCurrent != 0 THEN
55. Current = localCurrent
56. localCurrent = 0
57. ELSE
58. Current = Current + 1 + labelSize
59. END IF
60. END IF
61. END WHILE
62. If i <> deCompressedCount THEN
63. Success = FALSE
64. RETURN
65. ENDIF
66. END FOR
67. Success = TRUE
68. RETURN

### AD LDS DC Publication

If an [**AD LDS**](#gt_afdbd6cd-9f55-4d2f-a98e-1207985534ab) [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is running on a computer joined to an [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca), the AD LDS DC SHOULD (if certain conditions are met, as described later in this section) create a serviceConnectionPoint [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in the AD DS [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) of the domain to which it is joined. Clients MAY use this serviceConnectionPoint object to locate this AD LDS DC.

Let O be the msDS-ServiceConnectionPointPublicationService object in the AD LDS forest whose [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) is "CN=SCP Publication Service" relative to the nTDSService object in the [**config NC**](#gt_54215750-9443-4383-866c-2a95f79f1625) (the DN of the nTDSService object is "CN=Directory Service, CN=Windows NT, CN=Services" relative to the root of the config NC).

An AD LDS DC SHOULD create (or [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493), if the object already exists) a serviceConnectionPoint object unless one of the following conditions is true:

* O (the msDS-ServiceConnectionPointPublicationService object defined previously) exists and O!Enabled = false.
* O exists and O!msDS-DisableForInstances contains the DN of the nTDSDSA object of the [**replica**](#gt_ea02e669-2dda-460c-9992-b12a23caeeac).

If the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) add or modify operation to create or update the serviceConnectionPoint object fails for any reason, including lack of permission to create or update the serviceConnectionPoint object, the AD LDS DC SHOULD retry periodically until the operation succeeds.

The created (or updated) serviceConnectionPoint object S satisfies the following:

* If O exists and O!msDS-SCPContainer is non-null, then the DN of S is "CN={**dsaGuid**}" relative to O!msDS-SCPContainer, where **dsaGuid** is the DC's [**DSA GUID**](#gt_736b1076-d1cb-40b9-9247-d66cca6819d1). Otherwise, the DN of S is "CN={**dsaGuid**}" relative to the [**computer object**](#gt_d8e8f5a7-db85-40a8-98ed-1abab2237b82) of the machine running AD LDS.
* S!serviceDNSNameType = "A"
* S!serviceClassName = "LDAP"
* S!serviceDNSName is the [**DNS name**](#gt_102a36e2-f66f-49e2-bee3-558736b2ecd5) of the computer on which the AD LDS DC is running.
* S!serviceBindingInformation contains two values, "ldap://**dnsName**:**ldapPort**" and "ldaps://**dnsName**:**ldapsPort**", where **dnsName** is the DNS name of the computer on which the AD LDS DC is running, **ldapPort** is the port on which the AD LDS DC is listening for LDAP requests, and **ldapsPort** is the port on which the AD LDS DC is listening for [**SSL**](#gt_d7ef66a9-f154-4d88-bda9-98bdf7235352)/[**TLS**](#gt_f2bc7fed-7e02-4fa5-91b3-97f5c978563a)-protected LDAPS requests.
* S!keywords contains the following values:
  + The DSA GUID.
  + For each value of the supportedCapabilities [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6), a string containing that value.
  + The string "site:**siteName**" where **siteName** is the name of the [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) in which the AD LDS DC is located.
  + The string "instance:**instanceName**" where **instanceName** is a name configured for this AD LDS DC, unique among all AD LDS DCs on the machine running the DC.
  + If this AD LDS DC has the Schema Master FSMO role, the string "fsmo:schema".
  + If the AD LDS DC has the Domain Naming FSMO role, the string "fsmo:naming".
  + For each [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942)-replica on the AD LDS DC, excluding the NC-replica of the [**schema NC**](#gt_754c2f7e-1fe4-4d1b-8976-6dad8d13e450):
    - The string "partition:**ncName**" where **ncName** is the DN of the NC.
    - The NC [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) (that is, the value of the objectGUID attribute for the root of the NC).
  + If O exists, the values (if any) present on O!keywords. (See section [6.1.1.2.4.1.5](#Section_73a0e231790d4389a063b34fc6b5e908).)

For example, suppose an AD LDS replica is running on a computer whose DNS name is "adlds-01.fabrikam.com", has a DSA GUID of {d07c66ed-b55e-4472-b09c-1ae35980}, possesses both [**FSMO roles**](#gt_73841222-e9d8-4dc1-83a1-206c75f4f90f), and has a single [**application NC**](#gt_53fee475-b07f-45e1-b4b7-c7ac0c1e7f6a) whose name is "CN=FirstAppNC" and whose GUID is {32079ab-9e49-4c4e-ad36-0f2b8a63f12b}. Further assume that it is listening on ports 50000 and 50001 for LDAP and LDAPS traffic, respectively, is located in a site named "Default-First-Site-Name", has an instance name of "TestInstance", and there are no keywords on O!keywords. The resulting serviceConnectionPoint object could be as follows (depending on the DN and GUID of the config NC).

1. S!serviceDnsNameType = "A"
2. S!serviceClassName = "LDAP"
3. S!serviceDNSName = "adlds-01.fabrikam.com"
4. S!serviceBindingInformation = {
5. "ldap://adlds-01.fabrikam.com:50000",
6. "ldaps://adlds-01.fabrikam.com:50001"
7. }
8. S!keywords = {
9. "d07c66ed-b55e-4472-b09c-1ae35980",
10. "1.2.840.113556.1.4.1851",
11. "1.2.840.113556.1.4.1791",
12. "site:Default-First-Site-Name",
13. "instance:TestInstance",
14. "fsmo:schema",
15. "fsmo:naming",
16. "partition:CN=FirstAppNC",
17. "32079ab-9e49-4c4e-ad36-0f2b8a63f12b",
18. "partition:CN=Configuration,CN={FD783EE9-0216-4B83-8A2A-
19. 60E45AECCB81}",
20. "23b65d43-a701-44b9-9e04-a6555df722eb"
21. }

## Domain Join

A machine is said to be "joined to a domain" if certain state exists on the machine and in the [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef). The necessary state is specified in the remainder of this section. The state enables the machine and the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) to mutually authenticate using various protocols (for example, [[MS-NRPC]](%5bMS-NRPC%5d.pdf#Section_ff8f970f3e3740f7bd4baf7336e4792f)).

### State of a Machine Joined to a Domain

The following variables are part of the state of any machine joined to a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca):

* *domain-secret*: An even-numbered sequence of bytes, with no embedded zero values, containing the secret shared between the machine and the domain. There are no minimum or maximum length constraints imposed on *domain-secret*; implementations MUST NOT assume any such limitations.
* *machine-account-name*: The sAMAccountName of the machine's computer [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) within the domain.
* *domain-name*: A tuple containing:
  + netbios: The [**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4) name of the domain
  + dns: The fully qualified [**DNS name**](#gt_102a36e2-f66f-49e2-bee3-558736b2ecd5) of the domain

If the domain has a DNS name, domain-name.dns contains it. If the domain has a NetBIOS name, domain-name.netbios contains it. The value of at least one of these variables is not NULL.

* *domain-locator*: Implementation-specific state sufficient to locate a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) of the domain. If the implementation is capable of locating a domain controller given domain-name, then domain-locator can be NULL.
* *supported-encryption-types*: A set of encryption algorithms that can be used by the Key Distribution Center (KDC) to generate tickets for the machine account. This value can be NULL if the machine supports default encryption types used by a given implementation of the KDC.

The specific choices made in implementing a machine joined to a domain (for example, for representing these variables and for generating names) are outside the state model. For Windows, machine-account-name equals the machine name (result of GetComputerName) with "$" appended, and domain-locator is NULL.

### State in an Active Directory Domain

A machine *m* that is a member of an [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) *d* has a corresponding [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) *o* in *d*'s [**domain NC**](#gt_40a58fa4-953e-4cf3-96c8-57dba60237ef). The object o is called the *machine account* of the joined machine *m*. The objectClass [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of *o* contains the class computer. In addition to objectClass, the following attributes of *o* are significant to the membership of *m* in *d*:

* userAccountControl
* sAMAccountName
* unicodePwd
* dNSHostName
* servicePrincipalName
* [msDs-supportedEncryptionTypes](#Section_4f1f447a4f3549b1a129d76ea280a4c1)

The syntax and other details of these attributes are documented in [[MS-ADA1]](%5bMS-ADA1%5d.pdf#Section_19528560f41e4623a406dabcfff0660f), [[MS-ADA2]](%5bMS-ADA2%5d.pdf#Section_e20ebc4e528540bab3bdffcb81c2783e), and [[MS-ADA3]](%5bMS-ADA3%5d.pdf#Section_4517e8353ee644d4bb95a94b6966bfb0).

The following predicates are satisfied by the joined machine *m*'s state and the state of object *o*:

* the domain *d*'s [**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4) name equals *m.domain-name.netbios*
* the domain *d*'s fully qualified [**DNS name**](#gt_102a36e2-f66f-49e2-bee3-558736b2ecd5) equals *m.domain-name.dns*
* *o*!userAccountControl & ADS\_UF\_WORKSTATION\_TRUST\_ACCOUNT ≠ 0
* *o*!sAMAccountName equals *m.machine-account-name*
* *o*!unicodePwd equals *m.domain-secret*
* *o*!msDs-supportedEncryptionTypes equals m.supported-encryption-types, in the format specified in [[MS-KILE]](%5bMS-KILE%5d.pdf#Section_2a32282edd484ad9a542609804b02cc9) section 2.2.7. Note that the msDs-supportedEncryptionTypes attribute is not supported on all products. In such cases, m.supported-encryption-types is set to NULL.

Section [6.1.1.2.1.1.4](#Section_cbb368184e8a4d16819ef473d83973a9) specifies the representation of a domain's NetBIOS name. A domain's fully qualified DNS name is derived from the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of its root object, as specified in section [3.1.1.1.5](#Section_b95c96b8e6ca40c5888151f83b66f5a7).

The specific choices made in implementing a machine joined to a domain (for example, for maintaining these variables) are outside the state model. Windows might periodically update m.domain-secret on the client machine and o.domain-secret in the Windows Active Directory. This behavior is not required for a functional domain join.

### Relationship to Protocols

A joined machine's domain-secret can be used by the [**Netlogon**](#gt_70771a5a-04a3-447d-981b-e03098808c32), NTLM, and Kerberos [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) protocols as a parameter for machine authentication to the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). A joined machine's supported-encryption-types can be used by the Netlogon and Kerberos authentication protocol as a parameter for machine authentication to the domain. Further Netlogon, NTLM, and Kerberos authentication protocol documentation can be found in [[MS-NRPC]](%5bMS-NRPC%5d.pdf#Section_ff8f970f3e3740f7bd4baf7336e4792f), [[MS-NLMP]](%5bMS-NLMP%5d.pdf#Section_b38c36ed28044868a9ff8dd3182128e4), and [[MS-KILE]](%5bMS-KILE%5d.pdf#Section_2a32282edd484ad9a542609804b02cc9), respectively.

## Unicode String Comparison

This section specifies how the [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) sort methods specified in [[MS-UCODEREF]](%5bMS-UCODEREF%5d.pdf#Section_4a045e08fc294f22baf416f38c2825fb) are utilized to perform comparisons of Unicode strings.

### String Comparison by Using Sort Keys

To compare strings, the implementer needs to get a "sort key" for each string. A binary comparison of the sort keys can then be used to arrange the strings in any desired order.

This section utilizes the GetWindowsSortKey and CompareSortKeys procedures, which are specified in [[MS-UCODEREF]](%5bMS-UCODEREF%5d.pdf#Section_4a045e08fc294f22baf416f38c2825fb).

The flags that need to be passed to GetWindowsSortKey depend on the comparison being performed. This is specified in the following table.

| Comparison being performed | Flags (from [MS-UCODEREF]) |
| --- | --- |
| UnicodeString Comparison Rule (section [3.1.1.2.2.4.13](#Section_84BF57BDF0B94651A084B6C24D03D1CD))  LDAP\_SERVER\_SORT\_OID sorting (section [3.1.1.3.4.1.13](#Section_6B7B93F17C1A45C29544C067B94BBA20)), except for phonetic display name sort | NORM\_IGNORECASE | NORM\_IGNOREKANATYPE | NORM\_IGNORENONSPACE | NORM\_IGNOREWIDTH |
| Phonetic display name sort (section 3.1.1.3.4.1.13) | NORM\_IGNORECASE | NORM\_IGNORENONSPACE |

In order to compare two strings, StringA and StringB, the following procedure is used. The value of flags is as specified in the table above. The value of LCID is the locale identifier (section [2.2.1](#Section_A29E5C289FB94C498E434B9B8E733A05)) for the locale being used to compare the strings. To determine what value to pass for LCID, see sections 3.1.1.2.2.4.13 and 3.1.1.3.4.1.13. Note that when performing phonetic display name sort, LCID must be set equal to "1.2.840.113556.1.4.1538" (the Japanese sort order).

1. set SortKeyA to call GetWindowsSortKey(StringA, LCID, flags)
2. set SortKeyB to call GetWindowsSortKey(StringB, LCID, flags)
3. set Result to call CompareSortKeys(SortKeyA, SortKeyB)
4. if Result is "SortKeyA is equal to SortKeyB"
5. StringA is considered equal to StringB
6. else if Result is "SortKeyA is less than SortKeyB"
7. StringA is sorted prior to StringB
8. else
9. assert Result must be "SortKeyA is greater than SortKeyB"
10. StringA is sorted after StringB
11. endif

Any sorting mechanism can be used to arrange these strings by comparing their sort keys.

## Claims.idl

For ease of implementation, the full IDL for the data types used for [**claims**](#gt_d5c7aa9b-65be-4dd4-a686-cd5253eb203d) is provided as follows, where "ms-dtyp.idl" is the IDL found in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) Appendix A.

1. import "ms-dtyp.idl";
2. [ uuid (BBA9CB76-EB0C-462C-AA1B-5D8C34415701),
3. version(1.0),
4. pointer\_default(unique)
5. ]
6. interface Claims
7. {
8. typedef [string] wchar\_t \*CLAIM\_ID;
9. typedef [string] wchar\_t \*\*PCLAIM\_ID;
10. typedef enum \_CLAIM\_TYPE
11. {
12. CLAIM\_TYPE\_INT64 = 1,
13. CLAIM\_TYPE\_UINT64 = 2,
14. CLAIM\_TYPE\_STRING = 3,
15. CLAIM\_TYPE\_BOOLEAN = 6
16. } CLAIM\_TYPE, \*PCLAIM\_TYPE;
17. typedef enum \_CLAIMS\_SOURCE\_TYPE
18. {
19. CLAIMS\_SOURCE\_TYPE\_AD = 1,
20. CLAIMS\_SOURCE\_TYPE\_CERTIFICATE
21. } CLAIMS\_SOURCE\_TYPE;
22. typedef enum \_CLAIMS\_COMPRESSION\_FORMAT
23. {
24. COMPRESSION\_FORMAT\_NONE = 0,
25. COMPRESSION\_FORMAT\_LZNT1 = 2,
26. COMPRESSION\_FORMAT\_XPRESS = 3,
27. COMPRESSION\_FORMAT\_XPRESS\_HUFF = 4
28. } CLAIMS\_COMPRESSION\_FORMAT;
29. typedef struct \_CLAIM\_ENTRY
30. {
31. CLAIM\_ID Id;
32. CLAIM\_TYPE Type;
33. [switch\_is(Type), switch\_type(CLAIM\_TYPE)]
34. union
35. {
36. [case(CLAIM\_TYPE\_INT64)]
37. struct
38. {
39. [range(1, 10\*1024\*1024)] ULONG ValueCount;
40. [size\_is(ValueCount)] LONG64\* Int64Values;
41. };
42. [case(CLAIM\_TYPE\_UINT64)]
43. struct
44. {
45. [range(1, 10\*1024\*1024)] ULONG ValueCount;
46. [size\_is(ValueCount)] ULONG64\* Uint64Values;
47. };
48. [case(CLAIM\_TYPE\_STRING)]
49. struct
50. {
51. [range(1, 10\*1024\*1024)] ULONG ValueCount;
52. [size\_is(ValueCount), string] LPWSTR\* StringValues;
53. };
54. [case(CLAIM\_TYPE\_BOOLEAN)]
55. struct
56. {
57. [range(1, 10\*1024\*1024)] ULONG ValueCount;
58. [size\_is(ValueCount)] ULONG64\* BooleanValues;
59. };
60. [default]
61. ;
62. } Values;
63. } CLAIM\_ENTRY,
64. \*PCLAIM\_ENTRY;
65. typedef struct \_CLAIMS\_ARRAY
66. {
67. CLAIMS\_SOURCE\_TYPE usClaimsSourceType;
68. ULONG ulClaimsCount;
69. [size\_is(ulClaimsCount)] PCLAIM\_ENTRY ClaimEntries;
70. } CLAIMS\_ARRAY, \*PCLAIMS\_ARRAY;
71. typedef struct \_CLAIMS\_SET
72. {
73. ULONG ulClaimsArrayCount;
74. [size\_is(ulClaimsArrayCount)] PCLAIMS\_ARRAY ClaimsArrays;
75. USHORT usReservedType;
76. ULONG ulReservedFieldSize;
77. [size\_is(ulReservedFieldSize)] BYTE \*ReservedField;
78. } CLAIMS\_SET, \*PCLAIMS\_SET;
79. typedef struct \_CLAIMS\_SET\_METADATA
80. {
81. ULONG ulClaimsSetSize;
82. [size\_is(ulClaimsSetSize)] BYTE \*ClaimsSet;
83. CLAIMS\_COMPRESSION\_FORMAT usCompressionFormat;
84. ULONG ulUncompressedClaimsSetSize;
85. USHORT usReservedType;
86. ULONG ulReservedFieldSize;
87. [size\_is(ulReservedFieldSize)] BYTE \*ReservedField;
88. } CLAIMS\_SET\_METADATA, \*PCLAIMS\_SET\_METADATA;
89. }

# Communication Details for Active Directory Connections

The protocols used by [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) connections can operate on more than one transport. However, not all transports are considered equivalent. In these cases, the client is either encouraged or required to choose a specific transport when performing an operation using the protocol. This section documents these constraints. For information on the transports used by Active Directory connections, see section [7.8](#Section_f685dde70aac431f8c20395d5daab218).

Windows uses [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) as defined in [[RFC1777]](https://go.microsoft.com/fwlink/?LinkId=90290) for LDAP version 2, and [[RFC3377]](https://go.microsoft.com/fwlink/?LinkID=91337) and [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) for LDAP version 3. Clients authenticated to an Active Directory server using the GSS-SPNEGO [**SASL**](#gt_92d19873-ca51-489a-9d6c-e4a2afc66df5) [**authentication**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317) mechanism (section [5.1.1.1.2](#Section_989e07480953455d9d37d08dfbf3998b), SASL Authentication) observe LDAP version 3 compliant semantics, with the extensions and deviations documented in section [3.1.1.3.1](#Section_5b4872afd42142ff9e472ce17159a965), LDAP Conformance. Unauthenticated clients and clients authenticated under a different authentication mechanism observe LDAP behavior compliant with the requested LDAP version. Windows clients authenticate to the Active Directory server using the GSS-SPNEGO SASL authentication mechanism.

While the Active Directory system supports both [**TCP**](#gt_b08d36f6-b5c6-4ce4-8d2d-6f2ab75ea4cb) and [**UDP**](#gt_a70f5e84-6960-42f0-a160-ba0281eb548d) transports for LDAP versions 2 and 3, TCP is the preferred transport. LDAP over the UDP transport does not have a mechanism by which clients can authenticate to the [**directory service**](#gt_c36db657-3138-4d9a-9289-ded5cbb8b40e) and so clients can only perform two specific anonymous operations. These anonymous operations are [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6) search and LDAP abandon. The UDP transport is primarily intended for use by [**LDAP ping**](#gt_a01cea16-0836-469c-81d4-9eeb52be1ad6) requests used for the [**AD DS**](#gt_2e72eeeb-aee9-4b0a-adc6-4476bacf5024) [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) location mechanism described in section [6.3](#Section_8ebcf78287fd4dc385851301569dfe4f), Publishing and Locating a Domain Controller. LDAP over TCP is described in sections [7.1](#Section_e6de4daecd854620a6d1b2e80f289ed7) through [7.6](#Section_5e0d175463d84c4dbc97b0a879c007a7), while LDAP over UDP is described in section [7.7](#Section_996b456b4264433c9442ba6e071e80c4).

## Connection Resolution of LDAP Clients

[**Lightweight Directory Access Protocol (LDAP)**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) client establishes an [**LDAP connection**](#gt_198f4791-cea3-465d-89e2-262991624e08) to the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) server based on the given server information. The server information can be NULL (indicates that the joined [**domain name**](#gt_45a1c9f1-0263-49a8-97c7-7aca1a99308c) should be used), domain name ([**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700)/[**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4)), server host name, or server IP address. Below is the connection resolution logic for the given server information:

* NULL (indicates that the joined domain name should be used)
  + LDAP client uses the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) Location algorithm, as described in section [7.6.2.2](#Section_7c6e489a8ec9402583d88342d7b42fc1) (Connecting to a Directory Server), to locate a server for the joined domain name.
* Domain name (DNS/NetBIOS)
  + LDAP client uses the DC Location algorithm, as described in section 7.6.2.2 (Connecting to a Directory Server), to locate a server for the given domain name.
* Server host name
  + LDAP client uses the given server host name to establish an LDAP connection.
* Server IP address
  + LDAP client uses the given server IP address to establish an LDAP connection.

## ADConnection Overview

Windows uses [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) over [**TCP**](#gt_b08d36f6-b5c6-4ce4-8d2d-6f2ab75ea4cb) as defined in [[RFC1777]](https://go.microsoft.com/fwlink/?LinkId=90290) for LDAP version 2, and [[RFC3377]](https://go.microsoft.com/fwlink/?LinkID=91337) and [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) for LDAP version 3. The following sections describe only the additional behaviors of the Microsoft LDAP client which are not specified by these RFCs.

For LDAP over TCP, an ADConnection manages the TCP connections that are used for communication between the client and [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) servers. The typical sequence of use of an ADConnection is:

1. Initialize an ADConnection, which creates the ADConnection but does not yet connect to the Active Directory server.
2. Set options on the ADConnection as outlined in section [7.6.1.2](#Section_b459e38cd173480d9f906b7de1bf65b9).
3. Establish the ADConnection to an Active Directory server, which establishes the TCP connection with the server ([RFC2251] section 5.2.1, Transmission Control Protocol (TCP)).
4. Perform an LDAP bind ([RFC2251] section 4.2, Bind Operation) on the ADConnection, which authenticates the client to the Active Directory service.
5. Perform one or more LDAP operations such as search ([RFC2251] section 4.5, Search Operation), modify ([RFC2251] section 4.6, Modify Operation), or delete ([RFC2251] section 4.8, Delete Operation) on the ADConnection. An LDAP operation will consist of an LDAP request and the resulting LDAP response(s).
6. Perform an LDAP unbind ([RFC2251] section 4.3, Unbind Operation) on the ADConnection.

This sequence is shown in the following Client Activity diagram.

![Client activity diagram](data:image/png;base64,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)

Figure 6: Client activity diagram

An ADConnection allows a client to use the connectivity to an Active Directory server for multiple LDAP operations, thereby reducing both client- and server-side processing costs and reducing the serialized time delays of TCP connection establishment and LDAP bind [**authentications**](#gt_8e961bf0-95ba-4f58-9034-b67ccb27f317). The ADConnection abstraction allows a client application to perform an LDAP operation with an Active Directory server, and automatically follow any LDAP referrals ([RFC2251] section 4.1.11, Referral) and continuation references ([RFC2251] section 4.5.3, Continuation References in the Search Result). In the case of referrals and continuation references, the client establishes an additional TCP connection to the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) server specified in each referral (or continuation reference) and sends a request as directed by that referral or reference.

The ADConnection can also attempt to maintain connectivity to the directory service in the event a directory server becomes unresponsive or unreachable by attempting to reconnect to the directory service and resending pending requests.

## ADConnection Abstract Data Model

This section describes a conceptual model of a possible data [**organization**](#gt_6fae7775-5232-4206-b452-f298546ab54f) that an implementation maintains. The described organization is provided to facilitate the explanation of how the client behaves. This document does not mandate that implementations adhere to this model as long as their external behavior is consistent with that described in this document.

The data model defines a set of structures that a client operates on, and also an element which lists all [**active**](#gt_8b8ae4c6-29b8-40af-997d-b287285255c4) ADConnection [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). The primary structure is **ADConnection**, with two supporting structures **LDAPRequest** and **ConnectionInfo**. These structures and others are described below.

**ComputerRole**: An abstract variable of type **DSROLE\_MACHINE\_ROLE** ([[MS-DSSP]](%5bMS-DSSP%5d.pdf#Section_6f84384624944d49b7152f181317dd34) section 2.2.2) that indicates the current [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) membership role of the machine on which the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) client is executing, as described in [MS-DSSP] section 3.2.1, Abstract Data Model.

**ADCList**: A list of **ADConnection** objects. It is initialized to the empty list.

**ADConnection**: A structure that tracks a connection to an [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) server. Sub-elements with names of the form LDAP\_OPT\_<rest of name> are ADM elements that can be set by the [Setting an LDAP Option on an ADConnection (section 7.6.1.2)](#Section_b459e38cd173480d9f906b7de1bf65b9) task. It has the following elements:

**LDAP\_OPT\_REFERRAL\_HOP\_LIMIT:** An unsigned integer indicating the limit on the number of referrals or continuation references that the client will follow for a single LDAP request. The default value is 32. A value of zero indicates no limit.

**LDAP\_OPT\_REFERRALS:** An enumeration indicating whether the client is to automatically follow referrals and continuation references. Valid values are:

* ON: The default value. The client automatically follows both referrals and continuation references.
* OFF: The client does not follow either referrals or continuation references automatically.
* LDAP\_CHASE\_CONTINUATION\_REFERENCES: The client follows only continuation references automatically.
* LDAP\_CHASE\_REFERRALS: The client follows only referrals automatically.

**LDAP\_OPT\_TIMELIMIT:** An unsigned integer indicating the maximum time in seconds the client will wait for a response to an LDAP request. A value of 0 indicates a limit of 120 seconds for LDAP bind requests and no time limit for all other requests. The default value is 0. This ADM element can be overridden if a value for the time limit is specified in the parameters of the [Performing an LDAP Operation on an ADConnection (section 7.6.1.6)](#Section_b2131a854a8c4f48a6106a4b7a701627) task.

**LDAP\_OPT\_SIZELIMIT:** An unsigned integer indicating the maximum number of results the client will request the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) server to send for a given search request. The valid range is from 0 to 2^32 -1. A value of 0 indicates that there is no limit. The default value is 0. This ADM element can be overridden if a value for the size limit is specified in the parameters of the Performing an LDAP Operation on an ADConnection (section 7.6.1.6) task.

**LDAP\_OPT\_AREC\_EXCLUSIVE:** A Boolean flag indicating whether the client is to skip the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) Location processing (described in section [7.6.2.2](#Section_7C6E489A8EC9402583D88342D7B42FC1)) during host resolution. A value of TRUE indicates that DC Location will be skipped. The default value is FALSE.

**LDAP\_OPT\_DNSDOMAIN\_NAME:** A null-terminated string used in constructing a [**service principal name (SPN) (2)**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4) when performing an LDAP bind.

**LDAP\_OPT\_GETDSNAME\_FLAGS:** An unsigned integer indicating the flags to be passed when invoking DsrGetDcNameEx2 to perform DC location. For more information, see [[MS-NRPC]](%5bMS-NRPC%5d.pdf#Section_ff8f970f3e3740f7bd4baf7336e4792f) section 3.5.4.3.1, DsrGetDcNameEx2 (Opnum 34). By default, the value is 0.

**LDAP\_OPT\_AUTO\_RECONNECT:** A Boolean flag indicating whether the client will attempt to automatically reconnect to a server when an existing connection is lost. The default value is TRUE.

**LDAP\_OPT\_PING\_KEEP\_ALIVE:** An unsigned integer indicating the maximum time in seconds the client will allow a connection to be idle (that is, receiving no responses) while waiting on outstanding requests on the connection before sending the directory server a sequence of PING requests. The valid range is 5 seconds to 2^32-1 seconds. The default value is 120 seconds.

**LDAP\_OPT\_PING\_WAIT\_TIME:** An unsigned integer indicating the time in milliseconds (ms) the client will wait for a response to a PING request. The valid range is 10 ms to 60000 ms. The default value is 2000 ms.

**LDAP\_OPT\_PING\_LIMIT:** An unsigned integer indicating the maximum number of consecutive PINGs the client will send without getting an ICMP echo response ([[RFC792]](https://go.microsoft.com/fwlink/?LinkId=90492)) before triggering the [Processing Network Errors (section 7.6.3.1)](#Section_77fe9029a1f04099a7922a938b088fb2) event. Valid range is 0 to 2^32-1. A value of 0 indicates that the client never PINGs the server for an idle connection. The default value is 4.

**LDAP\_OPT\_ENCRYPT:** A Boolean flag indicating whether [**SASL**](#gt_92d19873-ca51-489a-9d6c-e4a2afc66df5) layer encryption (section [5.1.2.1](#Section_284923c16a5b4510b97a631963c0c3bd), Using SASL) is enabled on the connection. If a non-default value is desired, this must be set prior to performing an LDAP bind on the connection. The default value is FALSE.

**LDAP\_OPT\_SIGN:** A Boolean flag indicating whether SASL layer signing (section 5.1.2.1, Using SASL) is enabled on the connection. If a non-default value is desired, this must be set prior to performing an LDAP bind on the connection. The default value is TRUE.

**LDAP\_OPT\_TCP\_KEEPALIVE:** A Boolean flag indicating whether [**TCP**](#gt_b08d36f6-b5c6-4ce4-8d2d-6f2ab75ea4cb) Keep-alives ([[RFC1122]](https://go.microsoft.com/fwlink/?LinkId=112180) section 4.2.3.6, TCP Keep-Alives) are enabled on **primaryConnection**. The default value is FALSE.

**LDAP\_OPT\_AUTH\_INFO:** An instance of an **AuthInfo** structure representing the bind method and credentials to use when authenticating to the directory server. By default, the **bindMethod** is SASL using the GSS-SPNEGO mechanism, and the name and password are those of the identity of the protocol or system using the LDAP client. When attempting to use the server in fast bind mode, the **bindMethod** is set to [**simple bind**](#gt_49986978-abd0-4f77-b04c-c221098e3fef) prior to performing an LDAP bind on the connection. Subsequently, only simple binds can be performed to the server as long as the connection is in fast bind mode. See section [5.1.1.1](#Section_e7d814a54cb54b0db40809d79988b550), (Supported Authentication Methods) for a list of supported bind methods.

**LDAP\_OPT\_PROTOCOL\_VERSION:** An unsigned integer indicating which version of the LDAP protocol the connection uses. Valid values are 2 and 3. The default value is 2. If a non-default value is desired, this must be set prior to performing an LDAP bind on the connection.

**primaryConnection:** A **ConnectionInfo** structure representing the TCP connection for the target directory server. The target directory server is the directory server specified as a parameter to the [Initializing an ADConnection (section 7.6.1.1)](#Section_52a40516154c40ea9f9f08df8d7c9600) task.

**referralConnections:** A list of **ConnectionInfo** structures representing the TCP connections to directory servers used for following referrals or continuation references. It is initialized to an empty list.

**LDAPRequest**: A structure that tracks an LDAP request ([[RFC1777]](https://go.microsoft.com/fwlink/?LinkId=90290) section 2, Protocol Model, for LDAP version 2 and [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 3.1, Protocol Model, for LDAP version 3). It has the following elements:

**requestMessage:** An LDAPMessage (as defined in [RFC1777] section 4, Elements of Protocol, for LDAP version 2 and [RFC2251] section 4.1.1, Message Envelope, for LDAP version 3) representing a request that the client sends to the server.

**resultMessages:** A sequence of LDAPMessage (as defined in [RFC1777] section 4, Elements of Protocol, for LDAP version 2 and [RFC2251] section 4.1.1, Message Envelope, for LDAP version 3) representing the results that the client receives in response to **requestMessage**.

**numReferrals:** An unsigned integer indicating the number of consecutive referrals or continuation references the client has received when processing a given LDAP response ([RFC1777] section 2, Message Envelope, for LDAP version 2 and [RFC2251] section 4.1.11, Referral, for LDAP version 3). It is initialized to zero.

**requestTimer:** A timer with second granularity used to track how long the client has waited for a response to **requestMessage**.

**numResends:** An unsigned integer indicating the number of times this request has been resent by the [Autoreconnecting to a Directory Server (section 7.6.2.7)](#Section_5825f59aa92a41b98c0a157444a5752c) task. It is initialized to 0.

**ConnectionInfo**: A structure that tracks a TCP connection to a directory server. It has the following elements:

**networkConnection:** An abstract element representing a TCP connection ([[RFC793]](https://go.microsoft.com/fwlink/?LinkId=150872) section 1.5, Operation) to the directory server. It is initialized to NULL.

**portNumber:** An unsigned integer indicating the TCP port number ([RFC793] section 1.5, Operation) to use when connecting to the directory server.

**targetName:** A null-terminated string used to locate a directory server. It can be NULL, indicating that the directory server for the joined domain should be located, a [**domain name**](#gt_45a1c9f1-0263-49a8-97c7-7aca1a99308c) ([**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700)/[**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4)), a host name, or an IP address.

**bindHasHappened:** A Boolean flag indicating whether an LDAP bind has been successfully performed on this connection. The default value is FALSE.

**pingRetries:** An unsigned integer indicating the number of consecutive ICMP echo requests or "pings" ([RFC792]) the client has sent to the directory server but for which it has not received a response. It is initialized to 0.

**pingKeepaliveTimer:** A timer with second granularity used to track how long it has been since the client last received a response to any request on this connection.

**pendingRequestList:** A list of **LDAPRequest** elements representing all outstanding requests on this connection. It is initialized to NULL.

**AuthInfo**: A structure that is used to authenticate to the directory server. It has the following elements:

**bindMethod:** The bind method that will be used to authenticate to the directory server. See section 5.1.1.1 (Supported Authentication Methods) for a list of supported bind methods.

**name:** A string containing the user name of the credentials that will be used to authenticate to the directory server. When this string is set to NULL or is not set, use the identity of the protocol or system that is using the LDAP client.

**password:** A string containing the password of the credentials that will be used to authenticate to the directory server. When this string is set to NULL or is not set, use the identity of the protocol or system that is using the LDAP client.

## Handling Network Errors

The [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) client relies extensively on the underlying [**TCP**](#gt_b08d36f6-b5c6-4ce4-8d2d-6f2ab75ea4cb)/IP implementation to detect network errors that indicate that the remote [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) server is either unreachable or is unavailable for network operations. These errors depend on the local implementation of TCP/IP but include errors such as network media is unavailable, host is unreachable, port is unreachable, route is unavailable, and TCP keep alive failed. For the purposes of this specification, an error encountered on a network read or write will appear as a signaled event, invoking the handler covered in [Processing Network Errors (section 7.6.3.1)](#Section_77fe9029a1f04099a7922a938b088fb2).

## ICMP Pings

If a client has pending requests on a connection to an [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) server but has not received any responses to any of those requests for a period of time specified by **ADConnection.LDAP\_OPT\_PING\_KEEP\_ALIVE**, as tracked by the **pingKeepAliveTimer** on the **ConnectionInfo** structure that holds the [**TCP**](#gt_b08d36f6-b5c6-4ce4-8d2d-6f2ab75ea4cb) connection to that server, the client pings the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) server by sending an ICMP echo message as described in [[RFC792]](https://go.microsoft.com/fwlink/?LinkId=90492) and waiting up to **ADConnection.LDAP\_OPT\_PING\_WAIT\_TIME** milliseconds for any echo reply from the corresponding server. If no such reply is received, the client repeats the process of pinging the server up to **ADConnection.LDAP\_OPT\_PING\_LIMIT** times. If the client receives no response after sending the maximum number of pings, or receives an error from the underlying network implementation during this process, it triggers the [Processing Network Errors (section 7.6.3.1)](#Section_77fe9029a1f04099a7922a938b088fb2) event.

## Tasks and Events

The following sections describe tasks and events involved in the management of **ADConnections**. These sections list parameters and results for each task. These represent data passed to an instance of the task at the time it is invoked or triggered or the result returned by the task. This information is intended to facilitate the reader's conceptual understanding of the specification. While a task's processing rules might depend upon associations established by the structure of its parameters, such association can be achieved in other ways. Implementations can depart from this abstraction so long as their external behavior remains consistent with that described in this document.
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Figure 7: Task relationship diagram

### Tasks

#### Initializing an ADConnection

This task initializes an instance of the **ADConnection** element and returns it to the caller.

The parameters for this task are as follows:

| Name | Type | Description | Optional |
| --- | --- | --- | --- |
| TaskInputTargetName | String(Unicode) | A string used to locate a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). It can be NULL (which indicates that the joined [**domain name**](#gt_45a1c9f1-0263-49a8-97c7-7aca1a99308c) should be used), a domain name ([**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700)/[**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4)), a server host name, or a server IP address. | No |
| TaskInputPortNumber | Unsigned integer | The destination [**TCP**](#gt_b08d36f6-b5c6-4ce4-8d2d-6f2ab75ea4cb) port number ([[RFC793]](https://go.microsoft.com/fwlink/?LinkId=150872) section 1.5, Operation) to use when connecting to the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) server specified by *TaskInputTargetName*. | No |

The task returns the following results to the caller:

| Name | Type | Description |
| --- | --- | --- |
| TaskReturnADConnection | ADCONNECTION\_HANDLE | An ADCONNECTION\_HANDLE ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.2.2) that refers to an instance of the **ADConnection** ADM element. |

The task performs the following actions:

1. Create an instance of the **ADConnection** ADM structure and initialize the values in the ADM to their default values. This instance is added to the list **ADCList**.
2. Invoke the [Initializing a Connection to a Directory Server (section 7.6.2.1)](#Section_2876c3ae4eb24bb49d8b67342aa2a0cb) task, passing the *TaskInputTargetName* and *TaskInputPortNumber* parameters provided by the caller of this task. The returned *TaskReturnConnectionInfo* is assigned to **ADConnection.primaryConnection**.
3. Using *TaskReturnADConnection*, return an **ADCONNECTION\_HANDLE** ([MS-DTYP] section 2.2.2) that refers to the **ADConnection** instance to the caller.

#### Setting an LDAP Option on an ADConnection

This task sets one of the LDAP\_OPT\_<optionName> ADM elements on an **ADConnection**.

The parameters for this task are as follows:

| Name | Type | Description | Optional |
| --- | --- | --- | --- |
| TaskInputADConnection | ADCONNECTION\_HANDLE | An ADCONNECTION\_HANDLE ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.2.2) that refers to an initialized **ADConnection** on which to set an option. | No |
| TaskInputOptionName | String(Unicode) | The name of the LDAP\_OPT ADM element to set. | No |
| TaskInputOptionValue | MUST match the type of the ADM element specified by *TaskInputOptionName*. | The value to assign to the specified ADM element. | No |

This task does not return any results.

The task performs the following actions:

1. Let adConnection be the **ADConnection** instance in **ADCList** referred to by *TaskInputADConnection*.
2. Set the ADM element from adConnection with name *TaskInputOptionName* to the value *TaskInputOptionValue*.

#### Establishing an ADConnection

This task establishes a [**TCP**](#gt_b08d36f6-b5c6-4ce4-8d2d-6f2ab75ea4cb) connection to an [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) server specified by the elements of an input **ADConnection** instance.

The parameters for this task are as follows:

| Name | Type | Description | Optional |
| --- | --- | --- | --- |
| TaskInputADConnection | ADCONNECTION\_HANDLE | An ADCONNECTION\_HANDLE ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.2.2) that refers to an initialized **ADConnection** for which a TCP connection to the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) server will be established. | No |

The task returns the following results to the caller:

| Name | Type | Description |
| --- | --- | --- |
| TaskReturnStatus | Boolean | Returns TRUE if a TCP connection was successfully established and FALSE otherwise. |

The task performs the following actions:

1. Let adConnection be the **ADConnection** instance in **ADCList** referred to by *TaskInputADConnection*.
2. Invoke the [Connecting to a Directory Server (section 7.6.2.2)](#Section_7c6e489a8ec9402583d88342d7b42fc1) task, passing adConnection.primaryConnection as the *TaskInputConnectionInfo* parameter. The return value of the invocation is returned to the caller as *TaskReturnStatus*.

#### Performing an LDAP Bind on an ADConnection

This task authenticates the client to an [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) server specified by the elements of an input **ADConnection** instance.

The parameters for this task are as follows:

| Name | Type | Description | Optional |
| --- | --- | --- | --- |
| TaskInputADConnection | ADCONNECTION\_HANDLE | An ADCONNECTION\_HANDLE ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.2.2) that refers to an initialized **ADConnection** on which to perform an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) bind. | No |

The task returns the following results to the caller:

| Name | Type | Description |
| --- | --- | --- |
| TaskReturnStatus | Unsigned integer | The LDAP resultCode ([[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.1.10, Result Message) returned from the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) server in response to the bind request or an error indicating that the directory server could not be contacted. |

The task performs the following actions:

1. Let adConnection be the **ADConnection** instance in **ADCList** referred to by *TaskInputADConnection*.
2. Invoke the [Performing an LDAP Bind Against a Directory Server (section 7.6.2.3)](#Section_7a6dad488a6f47048308e3367ab7440a) task with the following parameters: *TaskInputConnectionInfo* is set to adConnection.primaryConnection. This task returns the resulting *TaskReturnStatus*.

#### Performing an LDAP Unbind on an ADConnection

This task closes an **ADConnection's** **primaryConnection** and any **referralConnections**.

The parameters for this task are as follows:

| Name | Type | Description | Optional |
| --- | --- | --- | --- |
| TaskInputADConnection | ADCONNECTION\_HANDLE | An ADCONNECTION\_HANDLE ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.2.2) that refers to an initialized **ADConnection** that the client will close. | No |

This task does not return any results.

The task performs the following actions:

1. Let adConnection be the **ADConnection** instance in **ADCList** referred to by *TaskInputADConnection*.
2. Invoke the [Performing an LDAP Unbind Against a Directory Server (section 7.6.2.4)](#Section_e58685ae94694d7bb719873613d1f9da) task with the following parameters: *TaskInputConnectionInfo* is set to adConnection.primaryConnection.
3. For each connectionInfo in adConnection.referralConnections:
   * Invoke the Performing an LDAP Unbind Against a Directory Server (section 7.6.2.4) task with the following parameters: *TaskInputConnectionInfo* is set to connectionInfo.
4. Set adConnection.primaryConnection to NULL.
5. Set adConnection.referralConnections to NULL.
6. Remove adConnection from **ADCList**.

#### Performing an LDAP Operation on an ADConnection

This task sends an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) request to an [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) server.

The parameters for this task are as follows:

| Name | Type | Description | Optional |
| --- | --- | --- | --- |
| TaskInputADConnection | ADCONNECTION\_HANDLE | An ADCONNECTION\_HANDLE ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.2.2) that refers to an initialized **ADConnection** on which the LDAP request will be sent. | No |
| TaskInputRequestMessage | LDAPMessage | The request to send to the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) server. | No |
| TaskOutputResultMessages | List of LDAPMessage | The response from the directory server. | No |

The task returns the following results to the caller:

| Name | Type | Description |
| --- | --- | --- |
| TaskReturnStatus | Unsigned integer | The LDAP resultCode ([[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.1.10, Result Message) returned from the directory server in response to the request or an error indicating that the directory server could not be contacted or a timeout has occurred. |

The task performs the following actions:

1. Let adConnection be the **ADConnection** instance in **ADCList** referred to by *TaskInputADConnection*.
2. Let ldapRequest be a freshly constructed instance of the **LDAPRequest** ADM structure type defined in section [7.3](#Section_e368198753c14dd7930f15f537046d55), ADConnection Abstract Data Model, initialized with default values as specified in that section.
3. ldapRequest.requestMessage is set to *TaskInputRequestMessage*, an input parameter to the current task that indicates the request to be sent to the directory server.
4. The current task invokes the task, [Performing an LDAP Operation Against a Directory Server (section 7.6.2.5)](#Section_6824a5b658d64a259420b47e116a14ee), with the following parameters: *TaskInputConnectionInfo* is set to adConnection.primaryConnection and *TaskInputRequestMessage* is set to ldapRequest.
5. The current task waits for responses to arrive on ldapRequest.resultMessages. When the responses for the request have been received (see [Getting an LDAP Response from a Directory Server (section 7.6.3.2)](#Section_e904f3c8482540188f6a46f4436e6a2d)), *TaskOutputResultMessages* is set to ldapRequest.resultMessages. If no error is encountered, the LDAP resultCode of the last message in *TaskOutputResultMessages* is returned to the caller. Otherwise the error is returned.

### Internal Tasks

The tasks described in the following sections are supporting tasks for the management of **ADConnections** and are internal to this document; they are invoked only by the other tasks and events described in subsections under section [7.6](#Section_5e0d175463d84c4dbc97b0a879c007a7).

#### Initializing a Connection to a Directory Server

This task initializes an instance of the **ConnectionInfo** element.

The parameters for this task are as follows:

| Name | Type | Description | Optional |
| --- | --- | --- | --- |
| TaskInputTargetName | String(Unicode) | A string used to locate a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). It can be NULL (which indicates that the joined [**domain name**](#gt_45a1c9f1-0263-49a8-97c7-7aca1a99308c) should be used), the domain name ([**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700)/[**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4)), the server host name, or the server IP address. | No |
| TaskInputPortNumber | Unsigned integer | The destination [**TCP**](#gt_b08d36f6-b5c6-4ce4-8d2d-6f2ab75ea4cb) port number ([[RFC793]](https://go.microsoft.com/fwlink/?LinkId=150872) section 1.5, Operation) to use when connecting to the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) server specified by *TaskInputTargetName*. | No |

The task returns the following results to the caller:

| Name | Type | Description |
| --- | --- | --- |
| TaskReturnConnectionInfo | **ConnectionInfo** | An instance of the **ConnectionInfo** ADM element. |

The task performs the following actions:

1. An instance of the **ConnectionInfo** ADM element is created and the values in the ADM are initialized to their default values. The default value of **ConnectionInfo.networkConnection** causes a new TCP connection to be used that is not associated with an existing **ADConnection**.
2. **ConnectionInfo.targetName** is set to the input parameter *TaskInputTargetName*.
3. **ConnectionInfo.portNumber** is set to the input parameter *TaskInputPortNumber*.
4. The **ConnectionInfo** instance is returned to the caller as *TaskReturnConnectionInfo*.

#### Connecting to a Directory Server

This task establishes a [**TCP**](#gt_b08d36f6-b5c6-4ce4-8d2d-6f2ab75ea4cb) connection to an [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) server specified by the elements of an input **ConnectionInfo** instance.

The parameters for this task are as follows:

| Name | Type | Description | Optional |
| --- | --- | --- | --- |
| TaskInputConnectionInfo | **ConnectionInfo** | An initialized **ConnectionInfo** on which to perform an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) bind. | No |

The task returns the following results to the caller:

| Name | Type | Description |
| --- | --- | --- |
| TaskReturnStatus | Boolean | This task returns TRUE if a TCP connection was successfully established, FALSE otherwise. |

The task performs the following actions:

1. Let connectionSuccessful be a Boolean initialized to FALSE.
2. Let dcAddress be a Unicode string initialized to NULL.
3. Let containingADConnection be the **ADConnection** instance contained in **ADCList** for which containingADConnection.primaryConnection is set to *TaskInputConnectionInfo* or for which the containingADConnection.referralConnections list contains *TaskInputConnectionInfo*. Note that these conditions are mutually exclusive and there is exactly one **ADConnection** which satisfies these conditions.
4. If *TaskInputConnectionInfo.targetName* is NULL:
   * If **ComputerRole** is DSRole\_RoleBackupDomainController or DsRole\_RolePrimaryDomainController, then set dcAddress to "localhost" and go to step 8; otherwise go to step 7.
5. If *TaskInputConnectionInfo.targetName* is an IP address, then go to step 9.
6. If containingADConnection.LDAP\_OPT\_AREC\_EXCLUSIVE is set to TRUE, then go to step 8, skipping the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) location process described in step 7.
7. Assume that *TaskInputConnectionInfo.targetName* represents a [**domain name**](#gt_45a1c9f1-0263-49a8-97c7-7aca1a99308c) and attempt to locate a domain controller in the specified [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca):
   1. Let domainControllerInfo be an instance of the **DOMAIN\_CONTROLLER\_INFOW** structure ([[MS-NRPC]](%5bMS-NRPC%5d.pdf#Section_ff8f970f3e3740f7bd4baf7336e4792f) section 2.2.1.2.1, DOMAIN\_CONTROLLER\_INFOW).
   2. Let addedFlags be an unsigned integer. If *TaskInputConnectionInfo.portNumber* is 3268 or 3269, addedFlags is set to the bitwise OR of the D, M, and R flags defined for the *Flags* parameter in [MS-NRPC] section 3.5.4.3.1, DsrGetDcNameEx2. Otherwise addedFlags is set to the bitwise OR of the M and R flags.
   3. The **DsrGetDcName** method ([MS-NRPC] section 3.5.4.3.3, DsrGetDcName) is invoked with the following parameters:
      * *ComputerName* is NULL.
      * *DomainName* is *TaskInputConnectionInfo.targetName*.
      * *DomainGuid* is NULL.
      * *SiteGuid* is NULL.
      * *Flags* is the bitwise OR of containingADConnection.LDAP\_OPT\_GETDSNAME\_FLAGS and addedFlags.
      * *DomainControllerInfo* is a pointer to the domainControllerInfo structure.
   4. If the invocation of **DsrGetDcName** listed in step 3 returned 0 (Success), then:
      * *TaskInputConnectionInfo.targetName* specified a domain name and domainControllerInfo.DomainControllerAddress now identifies a domain controller in the specified domain; if domainControllerInfo.DomainControllerAddress is an IP address, set dcAddress to domainControllerInfo.DomainControllerAddress with the "\\" prefix omitted.
   5. If the invocation of **DsrGetDcName** listed in step 3 returned a non-zero value and *TaskInputConnectionInfo.targetName* is NULL, then this task returns FALSE.
8. If dcAddress is NULL, then assume that *TaskInputConnectionInfo.targetName* is a host name, and set dcAddress to *TaskInputConnectionInfo.targetName*.
9. A TCP connection is established to the server whose host name or IP address is specified by dcAddress, with destination port set to *TaskInputConnectionInfo.portNumber*. If dcAddress is a host name, gethostbyname (see the note shown below) is invoked and each of the returned IP addresses is tried in parallel until a connection returns successfully or all IP addresses returned by gethostbyname have been exhausted. If a TCP connection is successfully established, the client sets *TaskInputConnectionInfo.networkConnection* to the TCP connection and connectionSuccessful is set to TRUE.

**Note**  gethostbyname is a well-known, standards-based API call that is a POSIX-compliant method to retrieve information about hosts. For one example of an implementation of this API, see [[MSDN-gethostbyname]](https://go.microsoft.com/fwlink/?LinkId=394350).

1. If connectionSuccessful is TRUE:
   1. If containingADConnection.LDAP\_OPT\_TCP\_KEEPALIVE is TRUE, the client enables TCP Keep-alives ([[RFC1122]](https://go.microsoft.com/fwlink/?LinkId=112180) section 4.2.3.6, TCP Keep-Alives) on the TCP connection represented by *TaskInputConnectionInfo.networkConnection*.
   2. This task returns TRUE.
2. If connectionSuccessful is FALSE, this task returns FALSE.

In addition to the above, if the LDAP client is unable to establish a TCP connection to an IP address obtained from DC Location (step 7), it will retry DC Location once, this time including the "A" flag in the *Flags* parameter passed to **DsrGetDcName** (in addition to whichever flags were passed in during the first DC Location attempt). It will then try establishing a TCP connection to the IP address obtained. If this fails, the task will return FALSE.

#### Performing an LDAP Bind Against a Directory Server

This task authenticates the client to an [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) server.

The parameters for this task are as follows:

| Name | Type | Description | Optional |
| --- | --- | --- | --- |
| TaskInputConnectionInfo | **ConnectionInfo** | An initialized **ConnectionInfo** on which an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) bind is to be performed. The **ConnectionInfo** could have been used already to connect or bind to a [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) server. | No |

The task returns the following results to the caller:

| Name | Type | Description |
| --- | --- | --- |
| TaskReturnStatus | Unsigned integer | The LDAP resultCode ([[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.1.10, Result Message) returned from the directory server in response to the bind request or an error indicating that the directory server failed to respond to the request due to network errors or timer expiration. |

The task performs the following actions:

1. Let bindRequestMessage be an LDAPMessage with protocolOp of type BindRequest as described in [RFC2251] section 4.2, Bind Operation.
2. Let containingADConnection be the **ADConnection** instance contained in **ADCList** for which containingADConnection.primaryConnection is set to *TaskInputConnectionInfo* or for which the containingADConnection.referralConnections list contains *TaskInputConnectionInfo*.
3. If *TaskInputConnectionInfo.networkConnection* is NULL, the task [Connecting to a Directory Server (section 7.6.2.2)](#Section_7c6e489a8ec9402583d88342d7b42fc1) is invoked with the following parameters: *TaskInputConnectionInfo* is set to the *TaskInputConnectionInfo* that was passed into this task. If the *TaskReturnStatus* returned by the invocation of Connecting to a Directory Server is FALSE, this task returns the error code 81 indicating the directory server could not be contacted.
4. Construct bindRequestMessage from containingADConnection.LDAP\_OPT\_AUTH\_INFO, according to section [5.1.1](#Section_baf8d08caa1b40a09912a46145e87878), Authentication.
5. If the bind method specified by containingADConnection.LDAP\_OPT\_AUTH\_INFO is [**SASL**](#gt_92d19873-ca51-489a-9d6c-e4a2afc66df5):
   1. Set containingADConnection.LDAP\_OPT\_PROTOCOL\_VERSION to 3.
   2. If containingADConnection.LDAP\_OPT\_SIGN is TRUE, set bindRequestMessage to request SASL-layer integrity. See section [5.1.2.1](#Section_284923c16a5b4510b97a631963c0c3bd), Using SASL.
   3. If containingADConnection.LDAP\_OPT\_ENCRYPT is TRUE, set bindRequestMessage to request SASL-layer confidentiality. See section 5.1.2.1, Using SASL.
   4. If containingADConnection.LDAP\_OPT\_DNSDOMAIN\_NAME is not NULL, then the client uses containingADConnection.LDAP\_OPT\_DNSDOMAIN\_NAME as the 3rd part of the 3-part [**Service Principal Name (SPN) (2)**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4) supplied to the security packages that authenticate the client with the Active Directory server ([RFC2251] and section 5.1.1, Authentication).
   5. The Bind LDAP processing will invoke security packages to authenticate the client with the Active Directory server ([RFC2251] and section 5.1.1, Authentication). Those security packages will take the security identity of the current thread of execution as the identity.
6. Let ldapRequest be a freshly constructed instance of the **LDAPRequest** ADM structure with the values in the ADM initialized to their default values.
7. ldapRequest.requestMessage is set to bindRequestMessage.
8. The client invokes the [Performing an LDAP Operation Against a Directory Server (section 7.6.2.5)](#Section_6824a5b658d64a259420b47e116a14ee) task with the following parameters: *TaskIputRequestMessage* is set to ldapRequest and *TaskInputConnectionInfo* is set to the *TaskInputConnectionInfo* that was passed to this task.
9. The task waits for responses to arrive on ldapRequest.resultMessages. When the responses for the request have been received (see task: [Getting an LDAP Response from a Directory Server (section 7.6.3.2)](#Section_e904f3c8482540188f6a46f4436e6a2d)), if the responses indicate success, *TaskInputConnectionInfo.bindHasHappened* is set to TRUE. This task returns the LDAP resultCode from the last response.

#### Performing an LDAP Unbind Against a Directory Server

This task closes an **ADConnection's** **primaryConnection** and any **referralConnections**.

The parameters for this task are as follows:

| Name | Type | Description | Optional |
| --- | --- | --- | --- |
| TaskInputConnectionInfo | **ConnectionInfo** | An initialized **ConnectionInfo** that the client will close. | No |

This task does not return any results.

The task performs the following actions:

1. Let unbindRequest be an LDAPMessage for an unbind request. See [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.3, Unbind Operation.
2. Let ldapRequest be a freshly constructed instance of the **LDAPRequest** ADM structure with the values in the ADM initialized to their default values.
3. ldapRequest.requestMessage is set to unbindRequest.
4. Invoke the [Performing an LDAP Operation Against a Directory Server (section 7.6.2.5)](#Section_6824a5b658d64a259420b47e116a14ee) task with the following parameters: *TaskInputConnectionInfo* is set to the *TaskInputConnectionInfo* that was passed to this task and *TaskInputRequestMessage* is set to ldapRequest.
5. The client closes the [**TCP**](#gt_b08d36f6-b5c6-4ce4-8d2d-6f2ab75ea4cb) connection *TaskInputConnectionInfo.networkConnection*.

#### Performing an LDAP Operation Against a Directory Server

This task sends an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) request to an [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) server.

The parameters for this task are as follows:

| Name | Type | Description | Optional |
| --- | --- | --- | --- |
| TaskInputConnectionInfo | **ConnectionInfo** | An initialized **ConnectionInfo** on which to send the LDAP request. | No |
| TaskInputRequestMessage | **LDAPRequest** | The request to send to the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) server, including any **ExtendedRequest** as documented in section [3.1.1.3.4.2](#Section_962a5f25f54148a6b73cda01f1b7fc69), LDAP Extended Operations. | No |

The task returns the following results to the caller:

| Name | Type | Description |
| --- | --- | --- |
| TaskReturnStatus | Boolean | This task returns TRUE if the client successfully sends the request to the directory server. Otherwise, it returns FALSE. |

The task performs the following actions:

1. Let ldapRequest be the **LDAPRequest** instance received in *TaskInputRequestMessage*.
2. Let containingADConnection be the **ADConnection** instance contained in **ADCList** for which containingADConnection.primaryConnection is set to *TaskInputConnectionInfo* or for which the containingADConnection.referralConnections list contains *TaskInputConnectionInfo*.
3. Let operationTimeout be an unsigned integer initialized to the value of containingADConnection.LDAP\_OPT\_TIMELIMIT.
4. If operationTimeout is 0 and *TaskInputRequestMessage.requestMessage.protocolOp* is of type BindRequest, set operationTimeout to 120.
5. If *TaskInputRequestMessage.requestMessage.protocolOp* is of type SearchRequest:
   1. If *TaskInputRequestMessage.requestMessage.protocolOp.sizeLimit* was not specified, then it is set to containingADConnection.LDAP\_OPT\_SIZELIMIT.
   2. If *TaskInputRequestMessage.requestMessage.protocolOp.timeLimit* was not specified, then it is set to operationTimeout.
6. ldapRequest.requestMessage.messageID is set, as described in [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.1.1.1, Message ID.
7. The client sends ldapRequest to the directory server through the [**TCP**](#gt_b08d36f6-b5c6-4ce4-8d2d-6f2ab75ea4cb) connection represented by *TaskInputConnectionInfo.networkConnection*.

If the send is successful:

* 1. ldapRequest.requestTimer is set to operationTimeout and begins counting down.
  2. ldapRequest is appended to *TaskInputConnectionInfo.pendingRequestList*, if not already present.
  3. This task returns TRUE.

If the send is not successful, this task returns FALSE.

#### Following an LDAP Referral or Continuation Reference

This task follows an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) referral or continuation reference ([[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) sections 4.1.11, Referral, and 4.5.3, Continuation References in the Search Result, and section [3.1.1.3.1.4](#Section_5cf1457fb8124e8cafb4e48505e19ca2), Referrals in LDAPv2 and LDAPv3).

The parameters for this task are as follows:

| Name | Type | Description | Optional |
| --- | --- | --- | --- |
| TaskInputLdapRequest | **LDAPRequest** | The request that originally generated this referral or continuation reference. | No |
| TaskInputReferralUrl | LDAP URL | An LDAP URL (see [[RFC2255]](https://go.microsoft.com/fwlink/?LinkId=90329)) that was returned by the server. | No |

The task returns the following results to the caller:

| Name | Type | Description |
| --- | --- | --- |
| TaskReturnStatus | Boolean | This task returns TRUE if the client successfully sends the referral request to the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) server. Otherwise, it returns FALSE. |

The task performs the following actions:

1. Let containingConnectionInfo be the **ConnectionInfo** instance for which containingConnectionInfo.pendingRequestList contains *TaskInputLdapRequest*.
2. Let containingADConnection be the **ADConnection** instance contained in **ADCList** for which containingADConnection.primaryConnection is set to containingConnectionInfo or for which the containingADConnection.referralConnections list contains containingConnectionInfo.
3. If *TaskInputLdapRequest.numReferrals* is greater than or equal to containingADConnection.LDAP\_OPT\_REFERRAL\_HOP\_LIMIT, return FALSE.
4. Let newServer be a string initialized to the host portion of the hostport element of *TaskInputReferralUrl*, or NULL if there is no host portion. See [RFC2255].
5. Let newPort be an unsigned integer initialized to the port portion of the hostport element of *TaskInputReferralUrl*, or 389 if there is no port portion. See [RFC2255].
6. Let newConnectionInfo be the result of invoking the [Initializing a Connection to a Directory Server (section 7.6.2.1)](#Section_2876c3ae4eb24bb49d8b67342aa2a0cb) task with the following parameters: *TaskInputTargetName* is set to newServer and *TaskInputPortNumber* is set to newPort.
7. Append newConnectionInfo to containingADConnection.referralConnections.
8. Invoke the [Connecting to a Directory Server (section 7.6.2.2)](#Section_7c6e489a8ec9402583d88342d7b42fc1) task with the following parameter: *TaskInputConnectionInfo* is set to newConnectionInfo. If the invocation returns FALSE, remove newConnectionInfo from containingADConnection.referralConnections and this task returns FALSE.
9. If containingConnectionInfo.bindHasHappened is TRUE:
   * Invoke the [Performing an LDAP Bind Against a Directory Server (section 7.6.2.3)](#Section_7a6dad488a6f47048308e3367ab7440a) task with the following parameter: *TaskInputConnectionInfo* is set to newConnectionInfo. If this invocation returns FALSE, newConnectionInfo is removed from containingADConnection.referralConnections and this task returns FALSE.
10. The fields of *TaskInputLdapRequest.requestMessage* are modified, for example setting the dn or [**filter**](#gt_ffbe7b55-8e84-4f41-a18d-fc29191a4cda), based on *TaskInputReferralUrl* according to the rules in [RFC2255] section 5, URL Processing, and [RFC2251] sections 4.1.1, Message Envelope, and 4.5.3, Continuation References in the Search Result.
11. Invoke the [Performing an LDAP Operation Against a Directory Server (section 7.6.2.5)](#Section_6824a5b658d64a259420b47e116a14ee) task with the following parameters: *TaskInputConnectionInfo* is set to newConnectionInfo and *TaskInputRequestMessage* is set to the *TaskInputLdapRequest* parameter of this task.
12. Invoke the [Performing an LDAP Unbind Against a Directory Server (section 7.6.2.4)](#Section_e58685ae94694d7bb719873613d1f9da) task with the following parameter: *TaskInputConnectionInfo* is set to newConnectionInfo.
13. Remove newConnectionInfo from containingADConnection.referralConnections.
14. If the invocation of Performing an LDAP Operation Against a Directory Server (section 7.6.2.5) task in step 11 returned TRUE, then *TaskInputLdapRequest.numReferrals* is incremented and this task returns TRUE. Otherwise this task returns FALSE.

#### Autoreconnecting to a Directory Server

This task reconnects to a [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) server when network errors are encountered on a connection.

The parameters for this task are as follows:

| Name | Type | Description | Optional |
| --- | --- | --- | --- |
| TaskInputConnectionInfo | **ConnectionInfo** | An initialized **ConnectionInfo** on which an autoreconnect is to be performed. | No |

The task returns the following results to the caller:

| Name | Type | Description |
| --- | --- | --- |
| TaskReturnStatus | Boolean | This task returns TRUE if the client successfully reconnects to a directory server. Otherwise, it returns FALSE. |

The task performs the following actions:

1. Let wasBound be a Boolean set equal to the value of *TaskInputConnectionInfo.bindHasHappened*.
2. Set *TaskInputConnectionInfo.bindHasHappened* to FALSE.
3. Invoke the [Connecting to a Directory Server (section 7.6.2.2)](#Section_7c6e489a8ec9402583d88342d7b42fc1) task with the following parameters: *TaskInputConnectionInfo* is set to the passed-in *TaskInputConnectionInfo*. If this invocation returns FALSE, then return FALSE from this task.
4. If wasBound is TRUE, then invoke the [Performing an LDAP Bind Against a Directory Server (section 7.6.2.3)](#Section_7a6dad488a6f47048308e3367ab7440a) task with the following parameters: *TaskInputConnectionInfo* is set to the passed-in *TaskInputConnectionInfo*. If this invocation returns an error, then return FALSE from this task.
5. For each **LDAPRequest** lrq in *TaskInputConnectionInfo.pendingRequestList* for which lrq.resultMessages is empty:
   1. Increment lrq.numResends by 1.
   2. If lrq.numResends is greater than 20 or if lrq.requestMessage is a SearchRequest ([[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.5.1, Search Request) containing the LDAP\_SERVER\_NOTIFICATION\_OID control (section [3.1.1.3.4.1.9](#Section_f14f3610ee224d078a241bf1466cba5f), LDAP\_SERVER\_NOTIFICATION\_OID), then construct an LDAPMessage, lm, containing an LDAPResult, lr, representing a response for lrq.requestMessage, indicating that the directory server was unreachable:
      * Set lm.messageID to lrq.requestMessage.messageID.
      * Set lr.resultCode to a local implementation-specific error code indicating that the directory server was unreachable, using an error code value reserved for APIs as specified in [RFC2251] section 4.1.10, Result Message.

**Note**  The Microsoft implementation of LDAP client sets the resultCode of LDAPResult to LDAP\_SERVER\_DOWN (0x51) when the directory server is unreachable ([[MS-ERREF]](%5bMS-ERREF%5d.pdf#Section_1bc92ddfb79e413cbbaa99a5281a6c90) section 2.4, LDAP error to Win32 mapping).

* + - Set lr.errorMessage and lr.matchedDN to a zero-length string.
    - Insert the LDAPMessage lm into lrq.resultMessages.
  1. Otherwise:
     1. Invoke the [Performing an LDAP Operation Against a Directory Server (section 7.6.2.5)](#Section_6824a5b658d64a259420b47e116a14ee) task with the following parameters: *TaskInputConnectionInfo* is the passed-in *TaskInputConnectionInfo*, and *TaskInputRequestMessage* is lrq.
     2. If the above invocation returns FALSE, then construct an LDAPMessage, lm, containing an LDAPResult, lr, representing a response for lrq.requestMessage, indicating that the directory server was unreachable:
        + Set lm.messageID to lrq.requestMessage.messageID.
        + Set lr.resultCode to a local implementation-specific error code indicating that the directory server was unreachable, using an error code value reserved for APIs as specified in [RFC2251] section 4.1.10, Result Message.

**Note**  The Microsoft implementation of LDAP client sets the resultCode of LDAPResult to LDAP\_SERVER\_DOWN (0x51) when the directory server is unreachable ([MS-ERREF] section 2.4, LDAP error to Win32 mapping).

* + - * Set lr.errorMessage and lr.matchedDN to a zero-length string.
      * Insert the LDAPMessage lm into lrq.resultMessages.

1. Return TRUE.

### External Triggered Events

#### Processing Network Errors

This event is triggered, as described in sections [7.4](#Section_034f95f451e746f1b4774de895e6bd99) and [7.5](#Section_b78f56420cb34d379a71e08731a5d000), when a network read or write returns an error code indicating an underlying network failure such as media disconnection, host unreachable, route unavailable, or the [**TCP**](#gt_b08d36f6-b5c6-4ce4-8d2d-6f2ab75ea4cb) keepalive failed, or when there is no response to too many consecutive ICMP echo requests.

The parameters for this task are as follows:

| Name | Type | Description | Optional |
| --- | --- | --- | --- |
| TaskInputConnectionInfo | **ConnectionInfo** | The **ConnectionInfo** on which the error occurred. | No |

This task does not return any results.

The task performs the following actions:

1. Let containingADConnection be the **ADConnection** instance contained in **ADCList** for which containingADConnection.primaryConnection is set to *TaskInputConnectionInfo* or for which the containingADConnection.referralConnections list contains *TaskInputConnectionInfo*.
2. Close the TCP connection represented by *TaskInputConnectionInfo.networkConnection*.
3. If containingADConnection.LDAP\_OPT\_AUTO\_RECONNECT is FALSE, then for each **LDAPRequest** lrq in *TaskInputConnectionInfo.pendingRequestList* that is awaiting a response:
   * Construct an LDAPMessage, lm, containing an LDAPResult, lr, representing a response for lrq.requestMessage, indicating that the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) server was unreachable:
     + Set lm.messageID to lrq.requestMessage.messageID.
     + Set lr.resultCode to a local implementation-specific error code indicating that the directory server was unreachable, using an error code value reserved for APIs as specified in [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.1.10, Result Message.

**Note**  The Microsoft implementation of LDAP client sets the resultCode of LDAPResult to LDAP\_SERVER\_DOWN (0x51) when the directory server is unreachable ([[MS-ERREF]](%5bMS-ERREF%5d.pdf#Section_1bc92ddfb79e413cbbaa99a5281a6c90) section 2.4, LDAP error to Win32 mapping).

* + - Set lr.errorMessage and lr.matchedDN to a zero-length string.
    - Insert the LDAPMessage lm into lrq.resultMessages.

1. If containingADConnection.LDAP\_OPT\_AUTO\_RECONNECT is TRUE, then invoke the [Autoreconnecting to a Directory Server (section 7.6.2.7)](#Section_5825f59aa92a41b98c0a157444a5752c) task on *TaskInputConnectionInfo*.

#### Getting an LDAP Response from a Directory Server

This event occurs when the client receives an LDAPMessage from a [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) server.

The parameters for this task are as follows:

| Name | Type | Description | Optional |
| --- | --- | --- | --- |
| TaskInputLdapResultMessage | LDAPMessage | The LDAPMessage received from the directory server. | No |

This task does not return any results.

The task performs the following actions:

1. Let originalRequest be the **LDAPRequest** instance for which originalRequest.requestMessage.messageID is equal to *TaskInputLdapResultMessage.messageID*. If there is no such match because of a timeout (see section [7.6.4.1](#Section_54c6a8d5f25d4aff82ccfc8ddb7ea9c8)), the task ends.
2. Let containingConnectionInfo be the **ConnectionInfo** instance for which containingConnectionInfo.pendingRequestList contains originalRequest.
3. Let containingADConnection be the **ADConnection** instance contained in **ADCList** for which containingADConnection.primaryConnection is set to containingConnectionInfo or for which the containingADConnection.referralConnections list contains containingConnectionInfo. Because there is a unique networkConnection, and therefore a [**TCP**](#gt_b08d36f6-b5c6-4ce4-8d2d-6f2ab75ea4cb) connection, associated with each **ADConnection**, there will be only one **ADConnection** that matches the criteria in this step.
4. If *TaskInputLdapResultMessage.protocolOp* is an LDAPResult and *TaskInputLdapResultMessage.protocolOp.resultCode* is referral ([[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.1.10 in the case of LDAP v3) or is the value 9 (section [3.1.1.3.1.4](#Section_5cf1457fb8124e8cafb4e48505e19ca2), Referrals in LDAPv2 and LDAPv3, in the case of LDAP v2) and **containingADConnection.LDAP\_OPT\_REFERRALS** is "ON" or "LDAP\_CHASE\_REFERRALS":
   1. Let urlList be a list of [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) URLs ([[RFC2255]](https://go.microsoft.com/fwlink/?LinkId=90329)) contained in *TaskInputLdapResultMessage.protocolOp.referral* ([RFC2251] section 4.1.10, Result Message, in the case of LDAP v3) or in *TaskInputLdapResultMessage.protocolOp.errorMessage* (section 3.1.1.3.1.4, Referrals in LDAPv2 and LDAPv3, in the case of LDAP v2).
   2. For each ldapUrl in urlList:
      * Invoke the task [Following an LDAP Referral or Continuation Reference (section 7.6.2.6)](#Section_b2edefdd16f9413d88c5a2f5c137bafe) with the following parameters: *TaskInputLdapRequest* is set to originalRequest and *TaskInputReferralUrl* is set to ldapUrl. If this invocation returns TRUE, this task returns.
5. If *TaskInputLdapResultMessage.protocolOp* is a SearchResultReference and **containingADConnection.LDAP\_OPT\_REFERRALS** is "ON" or "LDAP\_CHASE\_CONTINUATION\_REFERENCES":
   1. Let urlList be a list of LDAP URLs ([RFC2255]) contained in *TaskInputLdapResultMessage.protocolOp*.
   2. For each ldapUrl in urlList:
      * Invoke the task Following an LDAP Referral or Continuation Reference (section 7.6.2.6) with the following parameters: *TaskInputLdapRequest* is set to originalRequest and *TaskInputReferralUrl* is set to ldapUrl. If this invocation returns TRUE, this task returns.
6. Append *TaskInputLdapResultMessage* to **originalRequest.resultMessages**.
7. At this point there is either an LDAPResult or the next search response. If *TaskInputLdapResultMessage.protocolOp* is an LDAPResult, then originalRequest is removed from **containingConnectionInfo.pendingRequestList** and any tasks waiting on results for originalRequest proceed. Otherwise these tasks continue to wait for additional responses.

### Timer Triggered Events

#### Timer Expiry on RequestTimer

This event occurs whenever the **requestTimer** on an instance of an **LDAPRequest** expires.

The parameters for this task are as follows:

| Name | Type | Description | Optional |
| --- | --- | --- | --- |
| TaskInputLdapRequest | **LDAPRequest** | The **LDAPRequest** instance on which the **requestTimer** has expired. | No |

This task does not return any results.

The task performs the following actions:

1. For each containingADConnection in **ADCList**:
   1. If *TaskInputLdapRequest* is present in containingADConnection.primaryConnection.pendingRequestList, remove *TaskInputLdapRequest* from containingADConnection.primaryConnection.pendingRequestList.
   2. For each containingConnectionInfo in containingADConnection.referralConnections:
      * If *TaskInputLdapRequest* is present in containingConnectionInfo.pendingRequestList, remove *TaskInputLdapRequest* from containingConnectionInfo.pendingRequestList.
2. Construct an LDAPMessage, lm, containing an LDAPResult, lr, representing a response for *TaskInputLdapRequest.requestMessage*, indicating that the request has timed out:
   * Set lm.messageID to *TaskInputLdapRequest.requestMessage.messageID*.
   * Set lr.resultCode to a local implementation-specific error code indicating a timeout has occurred, using an error code value reserved for APIs as specified in [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.1.10, Result Message.

**Note**  The Microsoft implementation of [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) client sets the resultCode of LDAPResult to LDAP\_TIMEOUT (0x55) on timer expiration ([[MS-ERREF]](%5bMS-ERREF%5d.pdf#Section_1bc92ddfb79e413cbbaa99a5281a6c90) section 2.4, LDAP error to Win32 mapping).

* + Set lr.errorMessage and lr.matchedDN to a zero-length string.
  + Insert the LDAPMessage lm into *TaskInputLdapRequest.resultMessages*.

Any tasks waiting on results for *TaskInputLdapRequest* receive the LDAPMessage lm in *TaskInputLdapRequest.resultMessages*, indicating that the request has timed out.

## LDAP Over UDP

Windows uses [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) over [**UDP**](#gt_a70f5e84-6960-42f0-a160-ba0281eb548d) as defined in [[RFC1798]](https://go.microsoft.com/fwlink/?LinkId=90292) for LDAP versions 2 and 3. The following sections describe only the additional behaviors of the Microsoft LDAP client that are not specified by [RFC1798].

### ADUDPHandle Overview

For [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) over [**UDP**](#gt_a70f5e84-6960-42f0-a160-ba0281eb548d), an **ADUDPHandle** represents the parameters used for communication between the client and [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) servers. The typical sequence of use of an **ADUDPHandle** is:

1. Initialize an **ADUDPHandle**, which allocates an **ADUDPHandle**. This step does not perform any network operations.
2. Perform one LDAP operation, which is either a [**rootDSE**](#gt_29942b69-e0ed-4fe7-bbbf-1a6a3f9eeeb6) search or an LDAP abandon operation, on the **ADUDPHandle**. An LDAP operation will consist of an LDAP request and the resulting LDAP response.

The only tasks that use the **ADUDPHandle** type are those described in section [7.7.3.1](#Section_60036729ec5b4e61b5bbbfbc789f5819), Initializing an ADUDPHandle, and section [7.7.3.2](#Section_b49b5163158b43f9a897a6e484bd1ce5), Performing an LDAP Operation on an ADUDPHandle.

### ADUDPHandle Abstract Data Model

This section describes a conceptual model of a possible data [**organization**](#gt_6fae7775-5232-4206-b452-f298546ab54f) that an implementation maintains. The described organization is provided to facilitate the explanation of how the client behaves. This document does not mandate that implementations adhere to this model as long as their external behavior is consistent with that described in this document.

The data model defines a primary structure **ADUDPHandle** that the client operates on.

**ComputerRole**: An abstract variable of type **DSROLE\_MACHINE\_ROLE** ([[MS-DSSP]](%5bMS-DSSP%5d.pdf#Section_6f84384624944d49b7152f181317dd34) section 2.2.2) that indicates the current [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) membership role of the machine on which the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) client is executing, as described in [MS-DSSP] section 3.2.1, Abstract Data Model.

**ADUDPHandle**: A structure that holds the information necessary to communicate with an [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) server over the [**UDP**](#gt_a70f5e84-6960-42f0-a160-ba0281eb548d) protocol.

* **protocolVersion**: An unsigned integer indicating which version of the LDAP protocol the connection uses. Valid values are 2 and 3. The default value is 3.
* **portNumber**: An unsigned integer indicating the UDP destination port number to use (see [[RFC768]](https://go.microsoft.com/fwlink/?LinkId=90490)).
* **targetName**: A null-terminated string used to locate a [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) server. It can be NULL, indicating that the directory server for the joined domain should be located, a [**domain name**](#gt_45a1c9f1-0263-49a8-97c7-7aca1a99308c) ([**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700)/[**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4)), a host name, or an IP address.

### Tasks

#### Initializing an ADUDPHandle

This task initializes an instance of **ADUDPHandle** and returns it to the caller.

The parameters for this task are as follows:

| Name | Type | Description | Optional |
| --- | --- | --- | --- |
| *TaskInputTargetName* | String(Unicode) | A string used to locate a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). It can be NULL (which indicates that the joined [**domain name**](#gt_45a1c9f1-0263-49a8-97c7-7aca1a99308c) should be used), a domain name ([**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700)/[**NetBIOS**](#gt_b86c44e6-57df-4c48-8163-5e3fa7bdcff4)), a server host name, or a server IP address. | No |
| *TaskInputPortNumber* | Unsigned integer | The destination [**UDP**](#gt_a70f5e84-6960-42f0-a160-ba0281eb548d) port number ([[RFC768]](https://go.microsoft.com/fwlink/?LinkId=90490)) to use when connecting to the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) server specified by *TaskInputTargetName*. | No |
| *TaskInputProtocolVersion* | Unsigned integer | Version of the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) protocol used. Valid values are 2 and 3. The default value is 3. | Yes |

The task returns the following results to the caller:

| Name | Type | Description |
| --- | --- | --- |
| *TaskReturnADUDPHandle* | LDAP\_UDP\_HANDLE ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.2.24) | A void pointer that refers to an instance of the **ADUDPHandle**. |

The task performs the following actions:

1. Create an instance adUDPHandle of the **ADUDPHandle** ADM structure and initialize the values in the ADM to their default values.
2. Set the adUDPHandle.portNumber field to *TaskInputPortNumber*, the **adUDPHandle.protocolVersion** field to *TaskInputProtocolVersion*, and the **adUDPHandle.targetName** to *TaskInputTargetName*.
3. Return an LDAP\_UDP\_HANDLE referring to the **ADUDPHandle** instance to the caller as *TaskReturnADUDPHandle*.

#### Performing an LDAP Operation on an ADUDPHandle

This task sends an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) request to an [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) server and returns the response returned by the server.

The parameters for this task are as follows:

| Name | Type | Description | Optional |
| --- | --- | --- | --- |
| *TaskInputADUDPHandle* | LDAP\_UDP\_HANDLE ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.2.24) | Refers to an initialized **ADUDPHandle** used to send the LDAP request. | No |
| *TaskInputRequestMessage* | LDAPMessage | The request to send to the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) server. | No |
| *TaskOutputResultMessages* | LDAPMessage list | A sequence of LDAPMessage (as defined in [[RFC1777]](https://go.microsoft.com/fwlink/?LinkId=90290) section 4 for LDAP version 2 and [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.1.1 for LDAP version 3) representing the results that the client receives in response to *TaskInputRequestMessage*. | No |
| *TaskInputRequestTimeout* | Unsigned integer | Time in milliseconds the client waits to receive the response from the server. Value 0 indicates that there is no time limit. | No |

The task returns the following results to the caller:

| Name | Type | Description |
| --- | --- | --- |
| *TaskReturnStatus* | Unsigned integer | The LDAP resultCode ([RFC2251] section 4.1.10) returned from the directory server in response to the request, or an error indicating that the directory server could not be contacted or that a timeout has occurred. |

The task performs the following actions:

1. Let adUDPHandle be the **ADUDPHandle** instance referred to by *TaskInputADUDPHandle*.
2. Let dcAddress be a [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string initialized to NULL.
3. If *TaskInputADUDPHandle.targetName* is NULL:
   * If **ComputerRole** is DSRole\_RoleBackupDomainController or DsRole\_RolePrimaryDomainController, then set dcAddress to "localhost" and go to step 6; otherwise go to step 5.
4. If *TaskInputADUDPHandle.targetName* is an IP address, then go to step 6.
5. Assume *TaskInputADUDPHandle.targetName* represents a [**domain name**](#gt_45a1c9f1-0263-49a8-97c7-7aca1a99308c) and attempt to locate a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the specified [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca).
   1. Let domainControllerInfo be an instance of the **DOMAIN\_CONTROLLER\_INFOW** structure ([[MS-NRPC]](%5bMS-NRPC%5d.pdf#Section_ff8f970f3e3740f7bd4baf7336e4792f) section 2.2.1.2.1, DOMAIN\_CONTROLLER\_INFOW).
   2. Let addedFlags be an unsigned integer. It is set to the bitwise OR of the M and R flags defined for the *Flags* parameter in [MS-NRPC] section 3.5.4.3.1, DsrGetDcNameEx2.
   3. The **DsrGetDcName** method ([MS-NRPC] section 3.5.4.3.3, DsrGetDcName) is invoked with the following parameters:
      * *ComputerName* is NULL.
      * *DomainName* is *TaskInputADUDPHandle.targetName*.
      * *DomainGuid* is NULL.
      * *SiteGuid* is NULL.
      * *Flags* is set to addedFlags.
      * *DomainControllerInfo* is a pointer to the **domainControllerInfo** structure.
   4. If the invocation of the **DsrGetDcName** method listed in step 3 returned 0 (Success), then:
      * *TaskInputADUDPHandle.targetName* specified a domain name and domainControllerInfo.DomainControllerAddress now identifies a domain controller in the specified domain; if domainControllerInfo.DomainControllerAddress is an IP address, set dcAddress to domainControllerInfo.DomainControllerAddress with the "\\" prefix omitted and go to step 6.
   5. If the invocation of **DsrGetDcName** listed in step 3 returned a nonzero value and *TaskInputADUDPHandle.targetName* is NULL, then this task returns a local implementation-specific error code indicating that the directory server was unreachable, using an error code value reserved for APIs as specified in [RFC2251] section 4.1.10, Result Message.

**Note**  The Microsoft implementation of LDAP client sets the resultCode of LDAPResult to LDAP\_SERVER\_DOWN (0x51) when the directory server is unreachable ([[MS-ERREF]](%5bMS-ERREF%5d.pdf#Section_1bc92ddfb79e413cbbaa99a5281a6c90) section 2.4, LDAP error to Win32 mapping).

1. If dcAddress is NULL, then assume that *TaskInputADUDPHandle.targetName* is a host name, and set dcAddress to *TaskInputADUDPHandle.targetName*.
2. Let ldapRequest be set to *TaskInputRequestMessage*.
3. ldapRequest.messageID is set as described in [RFC2251] section 4.1.1.1.
4. Let ipAddress be a Unicode string initialized to NULL. If dcAddress is a host name, gethostbyname (see the note shown below) is invoked and ipAddress is set to the first address returned. Otherwise, assume that dcAddress is an IP address and set ipAddress to dcAddress.

**Note**  gethostbyname is a well-known, standards-based API call that is a POSIX-compliant method to retrieve information about hosts. For one example of an implementation of this API, see [[MSDN-gethostbyname]](https://go.microsoft.com/fwlink/?LinkId=394350).

1. Let networkUDPHandle be an abstract element representing the [**UDP**](#gt_a70f5e84-6960-42f0-a160-ba0281eb548d) handle used to perform UDP operations (see [[RFC768]](https://go.microsoft.com/fwlink/?LinkId=90490) sections "User Interface" and "IP interface"). The networkUDPHandle is created using ipAddress and the *TaskInputADUDPHandle.portNumber* parameter.
2. The client sends ldapRequest to the directory server indicated by ipAddress using networkUDPHandle.
3. The client creates a timer for the duration specified by *TaskInputRequestTimeout* and begins counting down.
4. The client then waits for either the UDP response to arrive or the timer to expire.
5. If the timer expires and no response has been received from the directory server:
   * Let ldapResponse be a freshly constructed LDAPMessage containing an LDAPResult ldapResult.
   * Set ldapResponse.messageID to ldapRequest.messageID.
   * Set ldapResult.resultCode to a local implementation-specific error code indicating a timeout has occurred, using an error code value reserved for APIs as specified in [RFC2251] section 4.1.10, Result Message.

**Note**  The Microsoft implementation of LDAP client sets the resultCode of LDAPResult to LDAP\_TIMEOUT (0x55) on timer expiration ([MS-ERREF] section 2.4, LDAP error to Win32 mapping).

* + Insert the ldapResponse into *TaskOutputResultMessages*.

1. Otherwise, the timer is canceled, and for each LDAPMessage lm in the response received from the directory server:
   * If lm.messageID equals *TaskInputRequestMessage.messageID*, append lm to the *TaskOutputResultMessages*.
2. Return the resultCode of the last message in *TaskOutputResultMessages*.

## Transport Requirements

For information on transport of [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d), see section [2.1](#Section_d6a6d6624f304065bdf4da12d055783c). For information on how messages are protected when sent over these transports, see section [7.10](#Section_9e233677c3364eba84d03c0ff792163a).

## Security Elements

[**Directory objects**](#gt_407dbc2c-3140-4e31-9085-0087e2d3bab2) are protected by [**security descriptors**](#gt_e5213722-75a9-44e7-b026-8e4833f0d350) that contain [**access control lists**](#gt_9f92aa05-dd0a-45f2-88d6-89f1fb654395) that grant or deny permissions to [**security principals**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) (either directly or through [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) membership) to read, [**update**](#gt_b242435b-73cc-4c4e-95f0-b2a2ff680493), or otherwise manipulate the [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca), as described in section [5.1.3](#Section_4e11a7e6e18c46e4a7813ca2b4de6f30), Authorization. In the [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) system, [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) performs [**access checks**](#gt_d7906f17-bb2c-4193-a3f0-848bcc351dec) as described in that section.

When performing an access check, the identity of the requestor, represented as a [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d), is compared to the permissions required to perform a given operation and the permissions granted to that identity. In the Active Directory system, LDAP specifies a means by which a requestor can prove (authenticate) its identity to the [**directory service**](#gt_c36db657-3138-4d9a-9289-ded5cbb8b40e) so that the identity can be used in subsequent access check decisions. LDAP also provides mechanisms to digitally-sign requests and responses to prevent them from tampering while being transferred over the network, and to encrypt the traffic to prevent eavesdropping. See section [7.10](#Section_9e233677c3364eba84d03c0ff792163a).

## Communications Security

The [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) system relies on messages passed across the network between the client and the [**directory service**](#gt_c36db657-3138-4d9a-9289-ded5cbb8b40e). The system does not require this network to be fully [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) and allows for the possibility that a hostile party might be able to intercept such messages while they are in transit. In the Active Directory system, [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) is designed to protect against two key attacks from such an attacker:

* Eavesdropping on the messages to learn information to which the attacker is not intended to have access.
* Altering the request or response messages to cause the directory service or client, respectively, to take action based on information supplied by the attacker.

To protect against these attacks, the system uses transport- and message-level security features to protect traffic between the clients and the directory service. Transport-level security protects the entire transport, effectively creating a protected "tunnel" between the client and directory service through which the messages are sent, protecting the confidentially and integrity of the messages sent over the tunnel. Message-level security encrypts and/or digitally signs each individual message to provide confidentially and integrity of the message, respectively.

The following table summarizes the security mechanisms used for LDAP and includes references to the relevant details.

Transport- and Message-Level Security Features

| Protocol | Mechanisms | Reference |
| --- | --- | --- |
| LDAP | Transport-level  Protection is provided by signing and encryption over a [**Secure Sockets Layer**](#gt_d7ef66a9-f154-4d88-bda9-98bdf7235352)/[**Transport Layer Security (TLS)**](#gt_f2bc7fed-7e02-4fa5-91b3-97f5c978563a) (SSL/TLS)-protected connection. | Section [5.1.2.2](#Section_2c3ea153eff946a7861419b677efa4e0), Using SSL/TLS, of this document |
| Message-level  Protection is provided by signing and/or encryption using [**SASL**](#gt_92d19873-ca51-489a-9d6c-e4a2afc66df5). | Section [5.1.2.1](#Section_284923c16a5b4510b97a631963c0c3bd), Using SASL, of this document |

In addition to these mechanisms for protecting desirable traffic between the client and the server, LDAP also has mechanisms for rejecting undesirable traffic, that is, traffic that has been judged as potentially harmful to the directory service. The following table lists a summary of the mechanisms used for LDAP and a reference to further information. Note that these mechanisms are in addition to any [**access checks**](#gt_d7906f17-bb2c-4193-a3f0-848bcc351dec) (section [7.9](#Section_041105d0e3984b24912e822bd70198f1)) that are performed by the protocol.

Additional Security Mechanisms

| Protocol | Mechanisms | Reference |
| --- | --- | --- |
| LDAP | LDAP Policies: establish limits on the size of the operations that a client can request. | Section [3.1.1.3.4.6](#Section_3f0137a163df400cbf97e1040f055a99), LDAP Policies, of this document |
| LDAP IP Deny List: provides a configurable list of IPv4 addresses from which the directory service will ignore requests. | Section [3.1.1.3.4.8](#Section_47e2d58166c9430bbca1c0a73485fd10), LDAP IP-Deny List, of this document |

# Change Tracking

This section identifies changes that were made to this document since the last release. Changes are classified as Major, Minor, or None.

The revision class **Major** means that the technical content in the document was significantly revised. Major changes affect protocol interoperability or implementation. Examples of major changes are:

* A document revision that incorporates changes to interoperability requirements.
* A document revision that captures changes to protocol functionality.

The revision class **Minor** means that the meaning of the technical content was clarified. Minor changes do not affect protocol interoperability or implementation. Examples of minor changes are updates to clarify ambiguity at the sentence, paragraph, or table level.

The revision class **None** means that no new technical changes were introduced. Minor editorial and formatting changes may have been made, but the relevant technical content is identical to the last released version.

The changes made to this document are listed in the following table. For more information, please contact [dochelp@microsoft.com](mailto:dochelp@microsoft.com).

| Section | Description | Revision class |
| --- | --- | --- |
| [3.1.1.3.1.1.1](#Section_68d2bb5e764a48ec9841a5fa429c4556) subSchema | 11351 : Updated the syntax OID (syntaxoid) and syntax numeric OID (numericoid) definitions to clarify the AttributeTypeDescription grammar used by Active Directory that deviates from [RFC2252]. | Major |
| [3.1.1.3.4.1](#Section_3c5e87db47284f29b16401dd7d7391ea) LDAP Extended Controls | Modified Extended Control 'LDAP\_SERVER\_SD\_FLAGS\_OID' description to indicate to the DC which portions of a Windows security descriptor to either retrieve during an LDAP search operation or to set during an LDAP modify operation. Added behavior note to specify the operating systems that are impacted by this change. | Major |
| 3.1.1.3.4.1 LDAP Extended Controls | Updated last note to indicate operating system support from Windows 11 v22H2 for former updates to the LDAP\_SERVER\_SD\_FLAGS\_OID extended control where portions of a security descriptor to retrieve during LDAP search or set operations are impacted. | Major |
| [3.1.1.3.4.1.11](#Section_3888c2b735b945b7afebb772aa932dd0) LDAP\_SERVER\_SD\_FLAGS\_OID | Revised to clarify that the 'LDAP\_SERVER\_SD\_FLAGS\_OID' control is used with LDAP Modify requests to control the portion of a Windows security descriptor to modify, while it is not used with LDAP Add requests. | Major |
| [3.1.1.3.4.6](#Section_3f0137a163df400cbf97e1040f055a99) LDAP Policies | Restated former update of MaxValRangeTransitive policy to enable implementations to use LDAP limits to configure the maximum number of objects retrievable with msds-TokenGroup\* family constructed attributes in a single LDAP search. Added note indicating the operating systems that support this feature. | Major |
| [3.1.1.5.1.3](#Section_3c154285454c43539a99fb586e806944) Uniqueness Constraints | Updated the UPN and SPN uniqueness features and documented the new service principle name (SPN) alias uniqueness feature, as related to the corresponding DS Heuristic 'DoNotVerifyUPNAndOrSPNUniqueness'. | Major |
| 3.1.1.5.1.3 Uniqueness Constraints | Updated existing note for userPrincipalName and servicePrincipalName uniqueness checking to specify support in the Windows 11, v22H2 and later operating systems. | Major |
| [3.1.1.5.2.1](#Section_af608d5214274dbcaa74dd51b33ae46b) Security Considerations | Updated to indicate that security considerations include satisfying the constraints specified in section 3.1.1.5.2.2. | Major |
| [3.1.1.5.2.1.1](#Section_ff004f3e89204ba4aaa7346710171972) Per Attribute Authorization for Add Operation | Created new topic to describe how to authorize attributes for the Add operation. | Major |
| [3.1.1.5.2.2](#Section_7dfeb38c3cb94215ae1cef209fd251ae) Constraints | Verified attributes assigned to the userAccountControl when a computer object is being created and specified the constraints that apply; includes setting the default bit to UF\_WORKSTATION\_TRUST\_ACCOUNT and stating the userAccountControl bit value under which the Add method returns ERROR\_DS\_SECURITY\_ILLEGAL\_MODIFY. Also created new behavior note to specify the operating systems to which the new constraints apply. | Major |
| 3.1.1.5.2.2 Constraints | Updated existing note to specify support in Windows 11, v22H2 and later, for setting UserAccountControl attributes on computer objects to a default value of UF\_WORKSTATION\_TRUST\_ACCOUNT. | Major |
| [3.1.1.6](#Section_29e5a16994264374870e7f764e04db5e) Background Tasks | Added new background task of querying and persisting information about trusting forests. | Major |
| 3.1.1.6 Background Tasks | Added note to indicate that the features and tasks related to querying and persisting domain information about trusting forests described in this section are also supported in Windows 11 v22H2 and later. | Major |
| [3.1.1.6.4](#Section_0904e645d35c431494d7a3a7b224d632) PDC Forest Trust Update | Added section describing the PDC forest trust update. | Major |
| [3.1.1.6.4.1](#Section_ab944da9158041e384fccf0fe9bf6650) Informative Overview | Added section with a general description of the update process. | Major |
| [3.1.1.6.4.2](#Section_d83257f476e244e58e6bccb86680f77d) Logical Processing | Added section with step-by-step description of the update process. | Major |
| [6.1.1.2.4.1.2](#Section_e5899be4862e496f9a3833950617d2c5) dSHeuristics | Updated table heuristic character 21 'DoNotVerifyUPNAndOrSPNUniqueness' to specify how bit values of this heuristic determine whether UPN and SPN are checked for uniqueness in AD LDS and AD DS. | Major |
| 6.1.1.2.4.1.2 dSHeuristics | Added new dsHeuristic Characters 'AttributeAuthorizationOnLDAPAdd' and 'BlockOwnerImplicitRights' and descriptions to the dsHeuristics table to support the procedure in section 3.1.1.5.2.1.1. | Major |
| 6.1.1.2.4.1.2 dSHeuristics | 11287 : In the characters table for the dSHeuristics string, changed index number 27 for character name 'AttributeAuthorizationOnLDAPAdd' to index number 28 and changed index number 28 for character name 'BlockOwnerImplicitRights' to index number 29. | Major |
| 6.1.1.2.4.1.2 dSHeuristics | 11288 : Updated the Character table in this section by adding heuristic characters 'fLoadV1AddressBooksOnlySetting' (26) and 'fTreatTokenGroupsAsLDAPTransitiveAttribute' (27) to the Heuristics string. | Major |
| 6.1.1.2.4.1.2 dSHeuristics | Restated former update to dSHeuistic 27 'fTreatTokenGroupsAsLDAPTransitiveAttribute', to enable implementations to use LDAP limits to configure the maximum number of objects retrieved by the msds-TokenGroup\* family constructed attributes in a single LDAP search request. Added note indicating the operating systems that support this feature. | Major |
| [6.1.3.4](#Section_fb7c101dec8b4fbfbca87d7c2d747d0c) Blocking Implicit Owner Rights | Created new section to describe the conditions when implicitly granted rights are blocked to the owner of a security descriptor. | Major |
| [6.1.3.5](#Section_7afacb02548b4e74bf9604b0bf0c71b6) Security Considerations | Clarified requirements that MUST be satisfied when a DACL value is written according to SD flags. | Major |
| [6.1.5.4](#Section_f96ff8ecc6604d6c924fc0dbbcac1527) PDC Emulator FSMO Role | Added information regarding the PDC emulator periodically querying the state of trusting forests and storing the data. Added note describing Windows 11, v22H2 operating system support of this feature. | Major |
| [6.1.6.9.3.1](#Section_66387402cb2b490cbf2af4ad687397e4) Record | Added information about processing a ForestTrustScannerInfo record. | Major |
| 6.1.6.9.3.1 Record | Added Note to indicate that the ForestTrustBinaryInfo and ForestTrustScannerInfo Record types are supported in Windows 11, v22H2 and later. | Major |
| [6.1.6.9.6.2](#Section_c6c2e320ee354f9ba5b08827821701db) PDC Forest Trust Scanning | Added new section about the PDC emulator FSMO role DC needing to periodically query about trusting forests. | Major |
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